**[MS-WSRVCAT]:**

**WS-AtomicTransaction (WS-AT) Version 1.0 Protocol Extensions**

**Intellectual Property Rights Notice for Open Specifications Documentation**

* **Technical Documentation.** Microsoft publishes Open Specifications documentation for protocols, file formats, languages, standards as well as overviews of the interaction among each of these technologies.
* **Copyrights**. This documentation is covered by Microsoft copyrights. Regardless of any other terms that are contained in the terms of use for the Microsoft website that hosts this documentation, you may make copies of it in order to develop implementations of the technologies described in the Open Specifications and may distribute portions of it in your implementations using these technologies or your documentation as necessary to properly document the implementation. You may also distribute in your implementation, with or without modification, any schema, IDL's, or code samples that are included in the documentation. This permission also applies to any documents that are referenced in the Open Specifications.
* **No Trade Secrets**. Microsoft does not claim any trade secret rights in this documentation.
* **Patents**. Microsoft has patents that may cover your implementations of the technologies described in the Open Specifications. Neither this notice nor Microsoft's delivery of the documentation grants any licenses under those or any other Microsoft patents. However, a given Open Specification may be covered by Microsoft [Open Specification Promise](http://go.microsoft.com/fwlink/?LinkId=214445) or the [Community Promise](http://go.microsoft.com/fwlink/?LinkId=214448). If you would prefer a written license, or if the technologies described in the Open Specifications are not covered by the Open Specifications Promise or Community Promise, as applicable, patent licenses are available by contacting iplg@microsoft.com.
* **Trademarks**. The names of companies and products contained in this documentation may be covered by trademarks or similar intellectual property rights. This notice does not grant any licenses under those rights. For a list of Microsoft trademarks, visit [www.microsoft.com/trademarks](http://www.microsoft.com/trademarks).
* **Fictitious Names**. The example companies, organizations, products, domain names, e-mail addresses, logos, people, places, and events depicted in this documentation are fictitious. No association with any real company, organization, product, domain name, email address, logo, person, place, or event is intended or should be inferred.

**Reservation of Rights**. All other rights are reserved, and this notice does not grant any rights other than specifically described above, whether by implication, estoppel, or otherwise.

**Tools**. The Open Specifications do not require the use of Microsoft programming tools or programming environments in order for you to develop an implementation. If you have access to Microsoft programming tools and environments you are free to take advantage of them. Certain Open Specifications are intended for use in conjunction with publicly available standard specifications and network programming art, and assumes that the reader either is familiar with the aforementioned material or has immediate access to it.

**Revision Summary**

| Date | Revision History | Revision Class | Comments |
| --- | --- | --- | --- |
| 4/8/2008 | 0.1 |  | Version 0.1 release |
| 6/20/2008 | 0.2 | Minor | Clarified the meaning of the technical content. |
| 7/25/2008 | 0.2.1 | Editorial | Changed language and formatting in the technical content. |
| 8/29/2008 | 0.3 | Minor | Clarified the meaning of the technical content. |
| 10/24/2008 | 0.3.1 | Editorial | Changed language and formatting in the technical content. |
| 12/5/2008 | 0.3.2 | Editorial | Changed language and formatting in the technical content. |
| 1/16/2009 | 0.3.3 | Editorial | Changed language and formatting in the technical content. |
| 2/27/2009 | 0.3.4 | Editorial | Changed language and formatting in the technical content. |
| 4/10/2009 | 0.3.5 | Editorial | Changed language and formatting in the technical content. |
| 5/22/2009 | 0.3.6 | Editorial | Changed language and formatting in the technical content. |
| 7/2/2009 | 0.3.7 | Editorial | Changed language and formatting in the technical content. |
| 8/14/2009 | 0.3.8 | Editorial | Changed language and formatting in the technical content. |
| 9/25/2009 | 0.4 | Minor | Clarified the meaning of the technical content. |
| 11/6/2009 | 0.4.1 | Editorial | Changed language and formatting in the technical content. |
| 12/18/2009 | 0.4.2 | Editorial | Changed language and formatting in the technical content. |
| 1/29/2010 | 1.0 | Major | Updated and revised the technical content. |
| 3/12/2010 | 2.0 | Major | Updated and revised the technical content. |
| 4/23/2010 | 2.0.1 | Editorial | Changed language and formatting in the technical content. |
| 6/4/2010 | 2.0.2 | Editorial | Changed language and formatting in the technical content. |
| 7/16/2010 | 3.0 | Major | Updated and revised the technical content. |
| 8/27/2010 | 3.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 10/8/2010 | 3.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 11/19/2010 | 4.0 | Major | Updated and revised the technical content. |
| 1/7/2011 | 4.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 2/11/2011 | 4.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 3/25/2011 | 4.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 5/6/2011 | 4.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 6/17/2011 | 4.1 | Minor | Clarified the meaning of the technical content. |
| 9/23/2011 | 4.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 12/16/2011 | 5.0 | Major | Updated and revised the technical content. |
| 3/30/2012 | 5.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 7/12/2012 | 5.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 10/25/2012 | 5.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 1/31/2013 | 5.0 | None | No changes to the meaning, language, or formatting of the technical content. |
| 8/8/2013 | 5.1 | Minor | Clarified the meaning of the technical content. |
| 11/14/2013 | 5.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 2/13/2014 | 5.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 5/15/2014 | 5.1 | None | No changes to the meaning, language, or formatting of the technical content. |
| 6/30/2015 | 6.0 | Major | Significantly changed the technical content. |
| 10/16/2015 | 6.0 | No Change | No changes to the meaning, language, or formatting of the technical content. |

Table of Contents

[1 Introduction 6](#_Toc432487947)

[1.1 Glossary 6](#_Toc432487948)

[1.2 References 7](#_Toc432487949)

[1.2.1 Normative References 7](#_Toc432487950)

[1.2.2 Informative References 8](#_Toc432487951)

[1.3 Overview 8](#_Toc432487952)

[1.3.1 Scenario 1: Flowing a Transaction from an Initiator to a Server Application 9](#_Toc432487953)

[1.3.2 Scenario 2: Flowing a Transaction from a Client Application to a Participant 10](#_Toc432487954)

[1.3.2.1 Scenario 2a: Flowing a WS-AtomicTransaction CoordinationContext from a Client Application to a Participant 10](#_Toc432487955)

[1.3.2.2 Scenario 2b: Flowing a Transaction from a Client Application to a Participant Using WS-AtomicTransaction 11](#_Toc432487956)

[1.3.3 Scenario 3: Flowing a Transaction from Client Application to a Server Application 12](#_Toc432487957)

[1.3.3.1 Scenario 3a: Server Application Uses Pull Propagation 12](#_Toc432487958)

[1.3.3.2 Scenario 3b: Server Application Requests Activation Using an Existing CoordinationContext 13](#_Toc432487959)

[1.4 Relationship to Other Protocols 14](#_Toc432487960)

[1.5 Prerequisites/Preconditions 14](#_Toc432487961)

[1.6 Applicability Statement 15](#_Toc432487962)

[1.7 Versioning and Capability Negotiation 15](#_Toc432487963)

[1.8 Vendor-Extensible Fields 15](#_Toc432487964)

[1.9 Standards Assignments 15](#_Toc432487965)

[2 Messages 16](#_Toc432487966)

[2.1 Transport 16](#_Toc432487967)

[2.2 Message Syntax 16](#_Toc432487968)

[2.2.1 Protocol Versioning 16](#_Toc432487969)

[2.2.2 Data Types Used When Discovering Coordinator Activation and Registration Service URIs 16](#_Toc432487970)

[2.2.2.1 Enumerations 16](#_Toc432487971)

[2.2.2.1.1 ControlProtocol 16](#_Toc432487972)

[2.2.2.1.2 IsolationLevel 17](#_Toc432487973)

[2.2.2.2 Structures 17](#_Toc432487974)

[2.2.2.2.1 ProtocolInformationFlags 17](#_Toc432487975)

[2.2.2.2.2 SupportedProtocolsFlags 18](#_Toc432487976)

[2.2.2.2.3 VariableCharArray 19](#_Toc432487977)

[2.2.2.2.4 WSAT\_ProtocolGuid 19](#_Toc432487978)

[2.2.2.2.5 ExtendedWhereabouts 20](#_Toc432487979)

[2.2.2.3 Coordinator Activation Service URIs 21](#_Toc432487980)

[2.2.2.3.1 HTTPS Activation Service Version 1.0 X.509 URI 21](#_Toc432487981)

[2.2.2.3.2 HTTPS Activation Service Version 1.1 X.509 URI 21](#_Toc432487982)

[2.2.2.3.3 HTTPS Activation Service Version 1.0 SPNEGO URI 22](#_Toc432487983)

[2.2.2.3.4 HTTPS Activation Service Version 1.1 SPNEGO URI 22](#_Toc432487984)

[2.2.2.4 Coordinator Registration Service URIs 23](#_Toc432487985)

[2.2.2.4.1 HTTPS Registration Service Version 1.0 X.509 URI 23](#_Toc432487986)

[2.2.2.4.2 HTTPS Registration Service Version 1.1 X.509 URI 23](#_Toc432487987)

[2.2.3 Data Types Used to Extend WS-AtomicTransaction 23](#_Toc432487988)

[2.2.3.1 Common Data Types 24](#_Toc432487989)

[2.2.3.1.1 GuidStringType Complex Type 24](#_Toc432487990)

[2.2.3.1.2 UrnUuidStringType Complex Type 24](#_Toc432487991)

[2.2.3.1.3 Enlistment Element 24](#_Toc432487992)

[2.2.3.1.4 Loopback Element 25](#_Toc432487993)

[2.2.3.1.5 LocalTransactionId Element 25](#_Toc432487994)

[2.2.3.1.6 RegisterInfo Element 25](#_Toc432487995)

[2.2.3.1.7 PropagationToken Element 25](#_Toc432487996)

[2.2.3.1.8 CoordinationContextAnyElementType Complex Type 26](#_Toc432487997)

[2.2.3.1.9 OleTxTransaction Element 26](#_Toc432487998)

[2.2.3.1.10 WS-AtomicTransaction (WS-AT) Protocol Extensions Error Codes 27](#_Toc432487999)

[2.2.3.2 Extended WS-AtomicTransaction Elements and Messages 27](#_Toc432488000)

[2.2.3.2.1 CoordinationContext Element 27](#_Toc432488001)

[2.2.3.2.2 Register Element 27](#_Toc432488002)

[2.2.3.2.3 RegisterResponse Message 28](#_Toc432488003)

[2.2.3.2.4 FlowTransaction Message 28](#_Toc432488004)

[3 Protocol Details 30](#_Toc432488005)

[3.1 AppClient Role Details 30](#_Toc432488006)

[3.1.1 Abstract Data Model 30](#_Toc432488007)

[3.1.2 Timers 30](#_Toc432488008)

[3.1.3 Initialization 30](#_Toc432488009)

[3.1.4 Higher-Layer Triggered Events 30](#_Toc432488010)

[3.1.4.1 BUILD\_COORDINATION\_CONTEXT 30](#_Toc432488011)

[3.1.4.2 FORMAT\_FLOW\_TRANSACTION 32](#_Toc432488012)

[3.1.5 Message Processing Events and Sequencing Rules 32](#_Toc432488013)

[3.1.6 Timer Events 33](#_Toc432488014)

[3.1.7 Other Local Events 33](#_Toc432488015)

[3.2 AppServer Role Details 33](#_Toc432488016)

[3.2.1 Abstract Data Model 33](#_Toc432488017)

[3.2.2 Timers 33](#_Toc432488018)

[3.2.3 Initialization 33](#_Toc432488019)

[3.2.4 Higher-Layer Triggered Events 33](#_Toc432488020)

[3.2.4.1 PARSE\_FLOW\_TRANSACTION 33](#_Toc432488021)

[3.2.5 Message Processing Events and Sequencing Rules 34](#_Toc432488022)

[3.2.6 Timer Events 34](#_Toc432488023)

[3.2.7 Other Local Events 34](#_Toc432488024)

[4 Protocol Examples 35](#_Toc432488025)

[4.1 Locating the Activation Service Endpoints 35](#_Toc432488026)

[4.1.1 Obtaining an Array of SExtendedEndpointInfo Structures 35](#_Toc432488027)

[4.1.2 Obtaining the WS-AtomicTransaction Activation Service Endpoints of the Transaction Coordinator 37](#_Toc432488028)

[4.2 Propagating and Committing a Transaction Example 38](#_Toc432488029)

[4.2.1 Creating a CoordinationContext 38](#_Toc432488030)

[4.2.2 Registering for Completion 39](#_Toc432488031)

[4.2.3 Propagating the Transaction 40](#_Toc432488032)

[4.2.4 Completing the Transaction 44](#_Toc432488033)

[5 Security 48](#_Toc432488034)

[5.1 Security Considerations for Implementers 48](#_Toc432488035)

[5.2 Index of Security Parameters 48](#_Toc432488036)

[6 Appendix A: Product Behavior 49](#_Toc432488037)

[7 Change Tracking 51](#_Toc432488038)

[8 Index 52](#_Toc432488039)

# Introduction

The protocol specified in this document extends the WS-AtomicTransaction protocol specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067), by enabling software entities that use the WS-AtomicTransaction protocol to participate in transactions coordinated by OleTx transaction managers, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf).

Sections 1.8, 2, and 3 of this specification are normative and can contain the terms MAY, SHOULD, MUST, MUST NOT, and SHOULD NOT as defined in [[RFC2119]](http://go.microsoft.com/fwlink/?LinkId=90317). Sections 1.5 and 1.9 are also normative but do not contain those terms. All other sections and examples in this specification are informative.

## Glossary

The following terms are specific to this document:

**base64 encoding**: A binary-to-text encoding scheme whereby an arbitrary sequence of bytes is converted to a sequence of printable ASCII characters, as described in [[RFC4648]](http://go.microsoft.com/fwlink/?LinkId=90487).

**client application**: A WS-AtomicTransaction [**initiator**](#gt_c66d2bda-f3e1-4d01-aa9e-8d790d3be5ab) that also implements the Application Role Abstract Data Model, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf), and the AppClient Role, as specified in section 1.3.

**coordinator**: A coordinator as specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067).

**fully qualified domain name (FQDN)**: An unambiguous domain name (2) that gives an absolute location in the Domain Name System's (DNS) hierarchy tree, as defined in [[RFC1035]](http://go.microsoft.com/fwlink/?LinkId=90264) section 3.1 and [[RFC2181]](http://go.microsoft.com/fwlink/?LinkId=127732) section 11.

**globally unique identifier (GUID)**: A term used interchangeably with universally unique identifier (UUID) in Microsoft protocol technical documents (TDs). Interchanging the usage of these terms does not imply or require a specific algorithm or mechanism to generate the value. Specifically, the use of this term does not imply or require that the algorithms described in [[RFC4122]](http://go.microsoft.com/fwlink/?LinkId=90460) or [[C706]](http://go.microsoft.com/fwlink/?LinkId=89824) must be used for generating the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). See also universally unique identifier (UUID).

**GUIDString**: A [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) in the form of an ASCII or Unicode string, consisting of one group of 8 hexadecimal digits, followed by three groups of 4 hexadecimal digits each, followed by one group of 12 hexadecimal digits. It is the standard representation of a GUID, as described in [RFC4122] section 3. For example, "6B29FC40-CA47-1067-B31D-00DD010662DA". Unlike a curly braced GUID string, a GUIDString is not enclosed in braces.

**initiator**: An initiator as specified [WSAT10] and [WSAT11].

**NULL GUID**: A [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of all zeros.

**OleTx**: A comprehensive distributed transaction manager processing protocol that uses the protocols specified in the following document(s): [[MS-CMPO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMPO%5D.pdf), [[MS-CMP]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMP%5D.pdf), [[MS-DTCLU]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCLU%5D.pdf), [[MS-DTCM]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCM%5D.pdf), [MS-DTCO], [[MC-DTCXA]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMC-DTCXA%5D.pdf), [[MS-TIPP]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-TIPP%5D.pdf), and [[MS-CMOM]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMOM%5D.pdf).

**participant**: Any of the parties that are involved in an atomic transaction and that have a stake in the operations that are performed under the [**transaction**](#gt_61e1de21-a78d-4d20-b184-eda380386871) or in the outcome of the [**transaction**](#gt_61e1de21-a78d-4d20-b184-eda380386871) ([WSAT10], [WSAT11]).

**server application**: A WS-AtomicTransaction [**participant**](#gt_ffa8c727-3935-4301-b4d9-826409e0af5a) that also implements the Application Role, as specified in [MS-DTCO] section 1.3.3.1, and the AppServer Role, as specified in this document.

**transaction**: In OleTx, an atomic transaction.

**transaction coordinator**: A service that provides concrete mechanisms for beginning, propagating, and completing atomic transactions. A transaction coordinator also provides mechanisms for coordinating agreement on a single atomic outcome for each [**transaction**](#gt_61e1de21-a78d-4d20-b184-eda380386871) and for reliably distributing that outcome to all participants in the [**transactions**](#gt_61e1de21-a78d-4d20-b184-eda380386871). For more information, see [MS-DTCO].

**transaction identifier**: The [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) that uniquely identifies an atomic transaction.

**transaction manager**: The party that is responsible for managing and distributing the outcome of atomic transactions. A transaction manager is either a root transaction manager or a subordinate transaction manager for a specified transaction.

**two-phase commit**: An agreement protocol that is used to resolve the outcome of an atomic transaction in response to a commit request from the root application. Phase One and Phase Two are the distinct phases of the Two-Phase Commit Protocol.

**MAY, SHOULD, MUST, SHOULD NOT, MUST NOT:** These terms (in all caps) are used as defined in [[RFC2119]](http://go.microsoft.com/fwlink/?LinkId=90317). All statements of optional behavior use either MAY, SHOULD, or SHOULD NOT.
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## Overview

WS-AtomicTransaction, as specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067), defines three software entities that participate in Atomic Transactions:

* [**Initiator**](#gt_c66d2bda-f3e1-4d01-aa9e-8d790d3be5ab): A software component that creates a CoordinationContext (that is, [**transaction**](#gt_61e1de21-a78d-4d20-b184-eda380386871)) and registers for the Completion Protocol.
* [**Participant**](#gt_ffa8c727-3935-4301-b4d9-826409e0af5a): A software component that requests activation of an existing CoordinationContext and registers for the [**Two-Phase Commit**](#gt_41b6ce49-256f-4a26-94a6-a520b9d5e541) Protocol.
* [**Coordinator**](#gt_fa7dccb6-7410-46f9-ab61-835daaf8ff58): A software component that manages the state of transactions and ensures a consistent outcome among the initiator and all participants in a given transaction. Coordinators, like participants, can also register for the Two-Phase Commit Protocol.

The protocol specified in this document extends the WS-AtomicTransaction protocol by enabling WS-AtomicTransaction initiators, participants, and coordinators to participate in transactions coordinated by [**OleTx**](#gt_f5c7f28c-1b45-4204-b5c2-367cf2512f9c) [**transaction managers**](#gt_4553803e-9d8d-407c-ad7d-9e65e01d6eb3), as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf).

This protocol defines two roles:

* **AppClient Role**: This role is responsible for performing the following tasks:
	+ Building a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d), as specified in [[WSC10]](http://go.microsoft.com/fwlink/?LinkId=113068) and [[WSC11]](http://go.microsoft.com/fwlink/?LinkId=113069), from an OleTx transaction.
	+ Formatting a [FlowTransaction Message (section 2.2.3.2.4)](#Section_d7aad62d5271468bb74a8c74475b0be7).
* **AppServer Role**: This role is responsible for parsing a FlowTransaction Message (section 2.2.3.2.4).

This protocol defines the following software entities:

* [**Client Application**](#gt_f87fe4f6-e1d0-4afd-b5e9-8eff0f92909a): A WS-AtomicTransaction initiator that also implements the Application Role Abstract Data Model, as specified in [MS-DTCO], and the AppClient Role, as specified in this document.
* [**Server Application**](#gt_4c8f76e4-c7a4-462b-a00e-49f236f6e7ab): A WS-AtomicTransaction participant that also implements the Application Role, as specified in [MS-DTCO] (section 1.3.3.1), and the AppServer Role, as specified in this document.
* [**Transaction Coordinator**](#gt_75926bd4-e332-4425-a712-f6d349b6a065): A WS-AtomicTransaction coordinator that is also an implementation of the OleTx transaction manager, as specified in [MS-DTCO].

This protocol defines the extended data types and information used during WS-AtomicTransaction activation, registration and protocol processing, and application-to-application SOAP messaging (that is, initiator-to-participant messaging).

This protocol is applicable in the following three scenarios:

* A transaction is initiated by a WS-AtomicTransaction initiator and its coordinator. It is subsequently flowed to a server application and its transaction coordinator.
* A transaction is initiated by a client application and its transaction coordinator. It is subsequently flowed to a WS-AtomicTransaction participant and its coordinator.
* A transaction is initiated by a client application and its transaction coordinator. It is subsequently flowed to a server application and its transaction coordinator.

### Scenario 1: Flowing a Transaction from an Initiator to a Server Application

In this scenario, a WS-AtomicTransaction initiator creates a [CoordinationContext (CC) Element](#Section_b5708d39c3b14b509ab20376af44578d) and flows the transaction to a server application as a header in an implementation-specific SOAP message (App-App).

The server application parses the message through the AppServer Role and locates a CoordinationContext Element, but does not locate a Propagation\_Token. The server application then uses protocols specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) and data types specified in this document to obtain the Uniform Resource Identifier (URI) of the Activation Service of a transaction coordinator. The server application propagates the transaction by sending a CreateCoordinationContext containing the flowed CoordinationContext to the Activation Service URI using the protocols specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067), as shown in the following figure.



Figure : Flowing a transaction from an initiator to a server application

### Scenario 2: Flowing a Transaction from a Client Application to a Participant

In this scenario, a client application creates a WS-AtomicTransaction [CoordinationContext (CC) Element](#Section_b5708d39c3b14b509ab20376af44578d) to flow to a WS-AtomicTransaction participant. Because the client application also supports [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf), it can create a CoordinationContext Element using one of two methods.

#### Scenario 2a: Flowing a WS-AtomicTransaction CoordinationContext from a Client Application to a Participant

The client application uses protocols specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) and data types specified in this document to obtain the URI of the Activation Service of a transaction coordinator. The client application then requests a new CoordinationContext (that is, transaction) through the Activation Service URI by using the protocols specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) or [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067), depending on the implementation of the transaction coordinator.

In this scenario, the client application also creates a Propagation\_Token (PT) from the transaction, as specified in [MS-DTCO] (section 2.2.5.4). The client application then inserts the Propagation\_Token in the [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) by using the AppClient Role, and then flows the CoordinationContext Element in the header of an implementation-specific SOAP message (App-App) to a WS-AtomicTransaction participant.

The participant, which does not support the protocols specified in [MS-DTCO], locates the CoordinationContext Element in the header of the SOAP message and requests activation using the flowed CoordinationContext Element, as shown in the following figure.



Figure : Flowing a WS-AtomicTransaction CoordinationContext from a client application to a participant

#### Scenario 2b: Flowing a Transaction from a Client Application to a Participant Using WS-AtomicTransaction

The client application begins a new OleTx transaction using protocols specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf). The client application also obtains the URI of the Registration Service of a transaction coordinator using protocols specified in [MS-DTCO] and data types specified in this document. The client application then builds a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) by using the Registration Service URI and the OleTx transaction through the AppClient Role.

In this scenario, the client application also creates a Propagation\_Token (PT) from the transaction, as specified in [MS-DTCO] (section 2.2.5.4). The client application then inserts the Propagation\_Token in the CoordinationContext Element by using the AppClient Role, and then it flows the CoordinationContext Element in the header of an implementation-specific SOAP message (App-App) to a WS-AtomicTransaction participant.

The participant, which does not support the protocols specified in [MS-DTCO], locates the CoordinationContext Element in the header of the SOAP message and requests activation using the flowed CoordinationContext Element, as shown in the following figure.



Figure : Flowing a transaction from a client application to a participant using WS-AtomicTransaction

### Scenario 3: Flowing a Transaction from Client Application to a Server Application

In this scenario, a client application creates a [CoordinationContext (CC) Element](#Section_b5708d39c3b14b509ab20376af44578d) and [Propagation\_Token (PT)](#Section_c7330e649dee4bb5a5b58f7c4b348e58) by using either of the two methods discussed in section [1.3.2](#Section_3c46fd639c43414da4bd89de613413ec). The client application flows the CoordinationContext Element (including the Propagation\_Token) in the header of an implementation-specific SOAP message (App-App) to a server application.

The server application parses the message through the AppServer Role and locates a CoordinationContext Element and a Propagation\_Token. The server application then has the choice of either requesting activation using the flowed CoordinationContext Element or propagating the transaction using pull propagation, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 3.3.5.2.1).

#### Scenario 3a: Server Application Uses Pull Propagation

In this scenario, the server application uses pull propagation to propagate the transaction, as shown in the following figure.



Figure : Server Application Using Pull Propagation

#### Scenario 3b: Server Application Requests Activation Using an Existing CoordinationContext

If the server application does not use pull propagation (or if propagation of the transaction using pull propagation failed), then the server application propagates the transaction by sending a CreateCoordinationContext containing the flowed [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) to the Activation Service URI by using the protocols specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067), as shown in the following figure.



Figure : Server application requesting activation using an existing CoordinationContext

## Relationship to Other Protocols

This protocol depends on WS-AtomicTransaction and the transaction protocol described in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf), as shown in the following figure.



Figure : Relationship to other protocols

## Prerequisites/Preconditions

This protocol requires the following:

* An implementation of a transaction coordinator, which supports the Abstract Data Model (as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf)) and also supports the coordination of WS-AtomicTransaction transactions (as specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067)), is present and running.
* The DTCO implementation should support CONNTYPE\_TXUSER\_EXTENDEDWHEREABOUTS as specified in [MS-DTCO] section 3.3.5.2.2.1.
* Either the implementation of a client application or a server application is present and running.

## Applicability Statement

This protocol is applicable to scenarios that require the processing of WS-AtomicTransaction messages, as specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067), when one or more of the coordinators involved are implemented as an OleTx transaction manager, as described in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf).

This protocol requires network topologies where the transports protocol described in [[MS-CMPO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMPO%5D.pdf), the multiplexing protocol described in [[MS-CMP]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMP%5D.pdf), and the SOAP protocols [[SOAP1.1]](http://go.microsoft.com/fwlink/?LinkId=90520) and [[SOAP1.2-1/2003]](http://go.microsoft.com/fwlink/?LinkId=90521) create a viable network transport for establishing many short-lived connection exchanges that accomplish specific tasks.[<1>](#Appendix_A_1)

## Versioning and Capability Negotiation

This document covers versioning issues in the following areas:

* **Supported Transports**: This protocol is implemented using transports that support sending SOAP messages as discussed in section [2.1](#Section_933BCE132FFB44EC901F8DA26E3E12B6).
* **Protocol Versions**: This protocol is not versioned.
* **Capability Negotiation**: This protocol does not support version negotiation.

## Vendor-Extensible Fields

None.

## Standards Assignments

None.

# Messages

## Transport

The WS-AtomicTransaction (WS-AT) Protocol can be used over any transport protocol that supports transmitting messages specified by the following protocols:

* SOAP 1.1 [[SOAP1.1]](http://go.microsoft.com/fwlink/?LinkId=90520)
* SOAP 1.2 [[SOAP1.2-1/2003]](http://go.microsoft.com/fwlink/?LinkId=90521)

This specification uses the term SOAP to mean either SOAP 1.1 or SOAP 1.2. Where the differences between the two versions of the SOAP protocol are significant, either SOAP 1.1 or SOAP 1.2 is referenced.

The WS-AtomicTransaction (WS-AT) Protocol Extension software entities, Client Application, Server Application, and Transaction Coordinator, defined in section [1.3](#Section_2d600c1707c34f7fbfaa7a8992fa9992), use the following protocols as well:

* MSDTC Connection Manager: OleTx Multiplexing Protocol as specified in [[MS-CMP]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMP%5D.pdf).
* MSDTC Connection Manager: OleTx Transports Protocol as specified in [[MS-CMPO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMPO%5D.pdf).

## Message Syntax

This document specifies data types that are used by client applications and server applications when discovering the Activation and Registration Service URIs of a transaction coordinator, as specified in section [2.2.2](#Section_52e3d23129b945ea99181f9f31531bbc). It also defines elements and an attribute that are used to extend the WS-AtomicTransaction ([[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067)) and WS-Coordination ([[WSC10]](http://go.microsoft.com/fwlink/?LinkId=113068) and [[WSC11]](http://go.microsoft.com/fwlink/?LinkId=113069)) specifications, as specified in section [2.2.3](#Section_6514e035acae4defba152e9162933f49). This protocol also references commonly used data types as defined in [[MS-DTYP]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTYP%5D.pdf).

This specification uses the term WS-AtomicTransaction to mean either WS-AtomicTransaction Version 1.0 or WS-AtomicTransaction Version 1.1. Where the differences between the two versions of the WS-AtomicTransaction protocol are significant, either WS-AtomicTransaction Version 1.0 or WS-AtomicTransaction Version 1.1 is referenced.

This specification uses the term WS-Coordination to mean either WS-Coordination Version 1.0 or WS-Coordination Version 1.1. Where the differences between the two versions of the WS-Coordination protocol are significant, either WS-Coordination Version 1.0 or WS-Coordination Version 1.1 is referenced.

### Protocol Versioning

This protocol extension is not versioned.

### Data Types Used When Discovering Coordinator Activation and Registration Service URIs

These data types are used by client applications and server applications when discovering a transaction coordinator's Activation and Registration Service URIs using **SExtendedEndpointInfo** information obtained through protocols as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 2.2.5.8).

#### Enumerations

##### ControlProtocol

The ControlProtocol enumeration values identify the three WS-AtomicTransaction protocols, as specified in [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067).

1. typedef enum ControlProtocol
2. {
3. Completion = 1,
4. Volatile2PC = 2,
5. Durable2PC = 3
6. } ControlProtocol;

**Completion:** The Completion Protocol, as specified in [WSAT10] section 3.2 and [WSAT11] section 3.2.

**Volatile2PC:** The Volatile Two-Phase Commit Protocol, as specified in [WSAT10] section 3.3.1 and [WSAT11] section 3.3.1.

**Durable2PC:** The Durable Two-Phase Commit Protocol, as specified in [WSAT10] section 3.3.2 and [WSAT11] section 3.3.2.

##### IsolationLevel

The IsolationLevel enumeration is a one-to-one mapping of the **OLETX\_ISOLATION\_LEVEL** enumeration, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 2.2.6.9).

1. typedef enum IsolationLevel
2. {
3. Serializable = 0,
4. RepeatableRead = 1,
5. ReadCommitted = 2,
6. ReadUncommitted = 3,
7. Chaos = 5,
8. Unspecified = 6
9. } IsolationLevel;

**Serializable:** Equivalent to ISOLATIONLEVEL\_SERIALIZABLE.

**RepeatableRead:** Equivalent to ISOLATIONLEVEL\_REPEATABLEREAD.

**ReadCommitted:** Equivalent to ISOLATIONLEVEL\_READCOMMITTED.

**ReadUncommitted:** Equivalent to ISOLATIONLEVEL\_READUNCOMMITTED.

**Chaos:** Equivalent to ISOLATIONLEVEL\_CHAOS.

**Unspecified:** Equivalent to ISOLATIONLEVEL\_UPSPECIFIED.

#### Structures

##### ProtocolInformationFlags

The ProtocolInformationFlags is a byte field specifying network and security settings of the transaction coordinator endpoint.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| bitFieldEncoding |

**bitFieldEncoding (1 byte):** The bits of this field MUST be encoded as follows.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| T | N | I | O | C | A | B | C |

**T (1 bit):** A flag indicating whether the transaction coordinator supports the use of security context tokens, as specified in [[WSSC]](http://go.microsoft.com/fwlink/?LinkId=113070) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067). If the value is 1, then security context tokens are supported; otherwise, they are not.

**N (1 bit):** A flag indicating whether the Activation Service SPNEGO endpoints are available, as specified in sections [2.2.2.3.3](#Section_e3176a4c8e3b49daa77e4098eff268e2) and [2.2.2.3.4](#Section_9f502a9f6b9d4c81a93526c6a963aa4d). If the value is 1, then endpoints are enabled; otherwise, they are not.

**I (1 bit):** A flag indicating whether or not the transaction coordinator supports registration requests for Two-Phase Commit Protocol. If the value is 1, then registration requests for Two-Phase Commit Protocol are supported; otherwise, they are not. If the value of this flag is not 1, then the value of the "O" flag MUST be 1.

**O (1 bit):** A flag indicating whether or not the transaction coordinator supports requesting registration for Two-Phase Commit Protocol. If the value is 1, then requesting registration for Two-Phase Commit Protocol is supported; otherwise, it is not. If the value of this flag is not 1, then the value of the "I" flag MUST be 1.

**C (1 bit):** The flag and its value MUST be ignored.

**F - bit5 (1 bit):** Not used; set to 0 and ignored.

**G - bit6 (1 bit):** Not used; set to 0 and ignored.

**H - bit7 (1 bit):** Not used; set to 0 and ignored.

##### SupportedProtocolsFlags

The SupportedProtocolsFlags is a 2-byte field consisting of bits that specify the WS-AtomicTransactions protocols supported by the Transaction Coordinator endpoint.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| bitFieldEncoding |

**bitFieldEncoding (2 bytes):** The bits of this data type MUST be encoded as follows.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| A | B | bit2thru15 |

**A - V1.0 (1 bit):** A flag indicating whether WS-AtomicTransactions version 1.0 is supported by the endpoint. If the value is 1, then WS-AtomicTransactions version 1.0 is supported; otherwise, it is not.

| Value | Meaning |
| --- | --- |
| 0 | WS-AtomicTransactions version 1.0 is not supported. |
| 1 | WS-AtomicTransactions 1.0 is supported. |

**B - V1.1 (1 bit):** A flag indicating whether WS-AtomicTransactions version 1.1 is supported by the endpoint. If the value is 1, then WS-AtomicTransactions version 1.1 is supported; otherwise, it is not.

| Value | Meaning |
| --- | --- |
| 0 | WS-AtomicTransactions version 1.1 is not supported. |
| 1 | WS-AtomicTransactions version 1.1 is supported. |

**bit2thru15 (14 bits):** Not used.

##### VariableCharArray

The VariableCharArray structure contains a variable-length array of Latin-1 ANSI characters.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| cbCharArray | szCharArray (variable) |
| ... |

**cbCharArray (2 bytes):** A 2-byte, unsigned integer value specifying the length of the **szCharArray** field in bytes.

**szCharArray (variable):**  A variable-length byte array that contains a nonterminated string of Latin-1 ANSI characters. The length of the array MUST be equal to the value of the **cbCharArray** field.

##### WSAT\_ProtocolGuid

The WSAT\_ProtocolGuid is the binary representation of the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1), (cc228cf4-a9c8-43fc-8281-8565eb5889f2), as defined in [[MS-DTYP]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTYP%5D.pdf) section 2.3.4.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| WSAT\_ProtocolGuid (16 bytes) |
| ... |
| ... |

**WSAT\_ProtocolGuid (16 bytes):** Binary representation of the GUID, cc228cf4-a9c8-43fc-8281-8565eb5889f2.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| dword1 |
| dword2 |
| dword3 |
| dword4 |

**dword1 (4 bytes):** MUST be set to 0xCC228CF4.

**dword2 (4 bytes):** MUST be set to 0x43FCA9C8.

**dword3 (4 bytes):** MUST be set to 0x65858182.

**dword4 (4 bytes):** MUST be set to 0xF28958EB.

##### ExtendedWhereabouts

The ExtendedWhereabouts structure specifies the network location and security configuration of the transaction coordinator's WS-AtomicTransactions endpoint.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 20 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 30 | 1 |
| MajorVersion | MinorVersion | ProtocolFlags | HttpsPort |
| ... | MaxTimeout |
| ... | HostName (variable) |
| ... |
| BasePath (variable) |
| ... |
| NodeName (variable) |
| ... |
| SupportedProtocols |

**MajorVersion (1 byte):** A 1-byte, unsigned integer value specifying the major version of the ExtendedWhereabouts structure. This value MUST be set to 0x01.

**MinorVersion (1 byte):** A 1-byte, unsigned integer value specifying the minor version of the ExtendedWhereabouts structure. This value MUST be set to one of the following values.

| Value | Meaning |
| --- | --- |
| 0x01 | MinorVersion\_1 |
| 0x02 | MinorVersion\_2 |

**ProtocolFlags (1 byte):**  A 1-byte, [ProtocolInformationFlags](#Section_08275252225c406183596aee10347c56) bit field.

**HttpsPort (4 bytes):** A 4-byte, unsigned integer specifying the HTTPS port number of the transaction coordinator WS-AtomicTransaction endpoints. This value MUST be between 1 and 65535, inclusively.

**MaxTimeout (4 bytes):** A 4-byte, unsigned integer specifying the maximum timeout in seconds allowed by the transaction coordinator. This value MUST be between 0 and 3600, inclusively.

**HostName (variable):** A [VariableCharArray](#Section_d7738ac51e19441399f058421cec227c) structure specifying the [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the transaction coordinator's WS-AtomicTransaction endpoints.

**BasePath (variable):** A VariableCharArray structure specifying the base path segment [[RFC2396]](http://go.microsoft.com/fwlink/?LinkId=90339) of the transaction coordinator's WS-AtomicTransaction endpoints.

**NodeName (variable):** A VariableCharArray structure specifying the NetBIOS name of the transaction coordinator's WS-AtomicTransaction endpoints.

**SupportedProtocols (2 bytes):**  A [SupportedProtocolsFlags](#Section_71aacbcf6f3d44f58bd67ffccd39c71f) bit field.

#### Coordinator Activation Service URIs

##### HTTPS Activation Service Version 1.0 X.509 URI

The HTTPS Activation Service Version 1.0 X.509 URI is an HTTP/TLS URI, as specified in [[RFC2616]](http://go.microsoft.com/fwlink/?LinkId=90372) and [[RFC2818]](http://go.microsoft.com/fwlink/?LinkId=90383), which results from resolving the following **ActSvc10\_X509\_URI Augmented Backus-Naur Form (ABNF)** rule [[RFC2234]](http://go.microsoft.com/fwlink/?LinkId=90323).

1. ActSvc10\_X509\_URI = "https:" "//" host ":" port abs\_path
2. abs\_path = "/" segment "/Activation/Coordinator/"

The ABNF tokens "host", "port", and "segment", specified in [[RFC2396]](http://go.microsoft.com/fwlink/?LinkId=90339), are used to construct HTTPS URIs as specified in [RFC2818]. The specific values for these tokens are derived from an [ExtendedWhereabouts](#Section_f5ffd4c10361406aa3695e667acff9a0) structure as follows.

**host:** MUST be the szCharArray field of the HostName field.

**port:** MUST be the HttpsPort field.

**segment:** MUST be the **szCharArray** field of the **BasePath** field.

If the "V1.0" **SupportedProtocolFlag** in the **SupportedProtocols** field of the ExtendedWhereabouts structure is 1, then the Coordinator MUST implement the HTTPS Activation Service Version 1.0 X.509 endpoint at this URI.

##### HTTPS Activation Service Version 1.1 X.509 URI

The HTTPS Activation Service Version 1.1 X.509 URI is an HTTP/TLS URI, as specified in [[RFC2616]](http://go.microsoft.com/fwlink/?LinkId=90372) and [[RFC2818]](http://go.microsoft.com/fwlink/?LinkId=90383), which results from resolving the following **ActSvc11\_X509\_URI ABNF** rule [[RFC2234]](http://go.microsoft.com/fwlink/?LinkId=90323).

1. ActSvc11\_X509\_URI = "https:" "//" host ":" port abs\_path
2. abs\_path = "/" segment "/Activation/Coordinator11/"

The ABNF tokens "host", "port", and "segment", specified in [[RFC2396]](http://go.microsoft.com/fwlink/?LinkId=90339), are used to construct HTTPS URIs as specified in [RFC2818]. The specific values for these tokens are derived from an [ExtendedWhereabouts](#Section_f5ffd4c10361406aa3695e667acff9a0) structure as follows.

**host:** MUST be the **szCharArray** field of the **HostName** field.

**port:** MUST be the **HttpsPort** field.

**segment:** MUST be the **szCharArray** field of the **BasePath** field.

If the "V1.1" **SupportedProtocolFlag** in the **SupportedProtocols** field of the ExtendedWhereabouts structure is 1, then the Coordinator MUST implement the HTTPS Activation Service Version 1.1 X.509 endpoint at this URI.

##### HTTPS Activation Service Version 1.0 SPNEGO URI

The HTTPS Activation Service Version 1.0 SPNEGO URI is an HTTP/TLS URI, as specified in [[RFC2616]](http://go.microsoft.com/fwlink/?LinkId=90372) and [[RFC2818]](http://go.microsoft.com/fwlink/?LinkId=90383), which results from resolving the following **ActSvc10\_WinA\_URI ABNF** rule [[RFC2234]](http://go.microsoft.com/fwlink/?LinkId=90323).

1. ActSvc10\_WinA\_URI = "https:" "//" host ":" port abs\_path
2. abs\_path = "/" segment "/Activation/Coordinator/Remote/"

The ABNF tokens "host", "port", and "segment", specified in [[RFC2396]](http://go.microsoft.com/fwlink/?LinkId=90339), are used to construct HTTPS URIs as specified in [RFC2818]. The specific values for these tokens are derived from an [ExtendedWhereabouts](#Section_f5ffd4c10361406aa3695e667acff9a0) structure as follows.

**host:** MUST be the **szCharArray** field of the **HostName** field.

**port:** MUST be the **HttpsPort** field.

**segment:** MUST be the **szCharArray** field of the **BasePath** field.

If the "V1.0" **SupportedProtocolFlag** in the **SupportedProtocols** field of the ExtendedWhereabouts structure is 1 and the "N" **ProtocolInformationFlags** in the **ProtocolFlags** field of the ExtendedWhereabouts structure is 1, then the Coordinator MUST implement the HTTPS Activation Service Version 1.0 SPNEGO endpoint at this URI.

##### HTTPS Activation Service Version 1.1 SPNEGO URI

The HTTPS Activation Service Version 1.1 SPNEGO URI is an HTTP/TLS URI, as specified in [[RFC2616]](http://go.microsoft.com/fwlink/?LinkId=90372) and [[RFC2818]](http://go.microsoft.com/fwlink/?LinkId=90383), which results from resolving the following **ActSvc11\_WinA\_URI ABNF** rule [[RFC2234]](http://go.microsoft.com/fwlink/?LinkId=90323).

1. ActSvc11\_WinA\_URI = "https:" "//" host ":" port abs\_path
2. abs\_path = "/" segment "/Activation/Coordinator11/Remote/"

The ABNF tokens "host", "port", and "segment", specified in [[RFC2396]](http://go.microsoft.com/fwlink/?LinkId=90339), are used to construct HTTPS URIs as specified in [RFC2818]. The specific values for these tokens are derived from an [ExtendedWhereabouts](#Section_f5ffd4c10361406aa3695e667acff9a0) structure as follows.

**host:** MUST be the **szCharArray** field of the **HostName** field.

**port:** MUST be the **HttpsPort** field.

**segment:** MUST be the **szCharArray** field of the **BasePath** field.

If the "V1.1" **SupportedProtocolFlag** in the **SupportedProtocols** field of the ExtendedWhereabouts structure is 1 and the "N" **ProtocolInformationFlags** in the **ProtocolFlags** field of the ExtendedWhereabouts structure is 1, then the Coordinator MUST implement the HTTPS Activation Service Version 1.1 SPNEGO endpoint at this URI.

#### Coordinator Registration Service URIs

##### HTTPS Registration Service Version 1.0 X.509 URI

The HTTPS Registration Service Version 1.0 X.509 URI is an HTTP/TLS URI, as specified in [[RFC2616]](http://go.microsoft.com/fwlink/?LinkId=90372) and [[RFC2818]](http://go.microsoft.com/fwlink/?LinkId=90383), which results from resolving the following **ActSvc10\_X509\_URI ABNF** rule [[RFC2234]](http://go.microsoft.com/fwlink/?LinkId=90323).

1. ActSvc10\_X509\_URI = "https:" "//" host ":" port abs\_path
2. abs\_path = "/" segment "/Registration/Coordinator/"

The ABNF tokens "host", "port", and "segment", specified in [[RFC2396]](http://go.microsoft.com/fwlink/?LinkId=90339), are used to construct HTTPS URIs as specified in [RFC2818]. The specific values for these tokens are derived from an [ExtendedWhereabouts](#Section_f5ffd4c10361406aa3695e667acff9a0) structure as follows.

**host:** MUST be the **szCharArray** field of the **HostName** field.

**port:** MUST be the **HttpsPort** field.

**segment:** MUST be the **szCharArray** field of the **BasePath** field.

If the "V1.0" **SupportedProtocolFlag** in the **SupportedProtocols** field of the ExtendedWhereabouts structure is 1, then the Coordinator MUST implement the HTTPS Registration Service Version 1.0 X.509 endpoint at this URI.

##### HTTPS Registration Service Version 1.1 X.509 URI

The HTTPS Registration Service Version 1.1 X.509 URI is an HTTP/TLS URI, as specified in [[RFC2616]](http://go.microsoft.com/fwlink/?LinkId=90372) and [[RFC2818]](http://go.microsoft.com/fwlink/?LinkId=90383), which results from resolving the following **ActSvc11\_X509\_URI ABNF** rule [[RFC2234]](http://go.microsoft.com/fwlink/?LinkId=90323).

1. ActSvc11\_X509\_URI = "https:" "//" host ":" port abs\_path
2. abs\_path = "/" segment "/Registration/Coordinator11/"

The ABNF tokens "host", "port", and "segment", specified in [[RFC2396]](http://go.microsoft.com/fwlink/?LinkId=90339), are used to construct HTTPS URIs as specified in [RFC2818]. The specific values for these tokens are derived from an [ExtendedWhereabouts](#Section_f5ffd4c10361406aa3695e667acff9a0) structure as follows.

**host:** MUST be the **szCharArray** field of the **HostName** field.

**port:** MUST be the **HttpsPort** field.

**segment:** MUST be the **szCharArray** field of the **BasePath** field.

If the "V1.1" **SupportedProtocolFlag** in the **SupportedProtocols** field of the ExtendedWhereabouts structure is 1, then the Coordinator MUST implement the HTTPS Registration Service Version 1.1 X.509 endpoint at this URI.

### Data Types Used to Extend WS-AtomicTransaction

This section defines XML data types ([[XML10/4]](http://go.microsoft.com/fwlink/?LinkId=113071) and [[XMLSCHEMA1.1/2:2008]](http://go.microsoft.com/fwlink/?LinkId=90606)) used to communicate using the WS-AtomicTransaction protocol between participants and coordinators, and to propagate a transaction from an initiator to a participant or from one participant to another.

#### Common Data Types

##### GuidStringType Complex Type

The GuidStringType Complex Type [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is used to represent a [**GUIDString**](#gt_b330cb96-68e2-41be-a53f-cae98c2b5d32).

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema"
4. elementFormDefault="qualified">
5. <xs:complexType name="GuidStringType">
6. <xs:simpleContent>
7. <xs:extension base="xs:string">
8. <xsd:pattern value="[a-fA-F0-9]{8}-[a-fA-F0-9]{4}-[a-fA-F0-9]{4}-[a-fA-F0-9]{4}-[a-fA-F0-9]{12}"/>
9. </xs:extension>
10. </xs:simpleContent>
11. </xs:complexType>
12. </xs:schema>

##### UrnUuidStringType Complex Type

The UrnUuidStringType Complex Type [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is used to represent a GUIDString prepended with the string "urn:uuid:".

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema"
4. elementFormDefault="qualified">
5. <xs:complexType name="UrnUuidStringType">
6. <xs:simpleContent>
7. <xs:extension base="xs:string">
8. <xsd:pattern value="urn:uuid:[a-fA-F0-9]{8}-[a-fA-F0-9]{4}-[a-fA-F0-9]{4}-[a-fA-F0-9]{4}-[a-fA-F0-9]{12}"/>
9. </xs:extension>
10. </xs:simpleContent>
11. </xs:complexType>
12. </xs:schema>

##### Enlistment Element

The Enlistment Element [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is used to uniquely identify registration (or enlistment) instances during the lifetime of a WS-AtomicTransaction transaction.

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema"
4. elementFormDefault="qualified">
5. <xs:element name="Enlistment">
6. <xs:complexType>
7. <xs:simpleContent>
8. <xs:extension base="mstx:GuidStringType">
9. <xs:attribute name="protocol" type="xs:unsignedInt" use="optional" />
10. </xs:extension>
11. </xs:simpleContent>
12. </xs:complexType>
13. </xs:element>
14. </xs:schema>

**protocol:** If present, the value of this attribute MUST be set to one of the [ControlProtocol](#Section_3ba367cdacee46358dc959c41a5d1036) values specified in section 2.2.2.1.1.

##### Loopback Element

The Loopback Element [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is used to uniquely identify coordinators during registration to prevent coordinators from self-registering.

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema"
4. elementFormDefault="qualified">
5. <xs:element name="Loopback" type="mstx:GuidStringType" />
6. </xs:schema>

##### LocalTransactionId Element

The LocalTransactionId element [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is used to uniquely identify the transaction represented by a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d).

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema"
4. elementFormDefault="qualified">
5. <xs:element name="LocalTransactionId" type="mstx:GuidStringType" />
6. </xs:schema>

##### RegisterInfo Element

The RegisterInfo Element [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is a container for other elements that uniquely identify a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d).

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema"
4. elementFormDefault="qualified">
5. <xs:element name="RegisterInfo">
6. <xs:complexType>
7. <xs:sequence>
8. <xs:element ref="mstx:LocalTransactionId" minOccurs="1" maxOccurs="1" />
9. <xs:element name="ContextId" type="mstx:UrnUuidStringType" minOccurs="0" maxOccurs="1" />
10. <xs:element name="TokenId" type="mstx:UrnUuidStringType" minOccurs="0" maxOccurs="1" />
11. </xs:sequence>
12. </xs:complexType>
13. </xs:element>
14. </xs:schema>

**LocalTransactionId:**  This element MUST be a [LocalTransactionId Element (section 2.2.3.1.5)](#Section_046ea570684b430888a1ff3d8da8d67d).

**ContextId:** If present, the value of this element is implementation-specific and MUST be ignored.

**TokenId:**  If present, the value of the element MUST be the identifier of the security context token identifier used in the construction of the SOAP message, as specified in [[WSSC]](http://go.microsoft.com/fwlink/?LinkId=113070).

##### PropagationToken Element

The PropagationToken Element [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is used when propagating a transaction using pull propagation, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 3.3.5.2.1).

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/tx/oletx"
2. xmlns:oletx="http://schemas.microsoft.com/ws/2006/02/tx/oletx"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified">
4. <xs:element name="PropagationToken">
5. <xs:complexType>
6. <xs:simpleContent>
7. <xs:extension base="xs:string" />
8. </xs:simpleContent>
9. </xs:complexType>
10. </xs:element>
11. </xs:schema>

**PropagationToken:** The value of the element MUST be a [**base64**](#gt_179b9392-9019-45a3-880b-26f6890522b7) encoding of a Propagation\_Token, as specified in [MS-DTCO] (section 2.2.5.4).[<2>](#Appendix_A_2)

##### CoordinationContextAnyElementType Complex Type

The CoordinationContextAnyElementType Complex Type [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is a container for other elements that is used to provide additional information about the transaction represented by a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d).

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:oletx=http://schemas.microsoft.com/ws/2006/02/tx/oletx
4. xmlns:xs="http://www.w3.org/2001/XMLSchema"
5. elementFormDefault="qualified">
6. <xs:complexType name="CoordinationContextAnyElementsType">
7. <xs:sequence>
8. <xs:element name="IsolationLevel" type="xs:unsignedInt" minOccurs="0" maxOccurs="1" />
9. <xs:element name="IsolationFlags" type="xs:unsignedInt" minOccurs="0" maxOccurs="1" />
10. <xs:element name="Description" type="xs:string" minOccurs="0" maxOccurs="1" />
11. <xs:element ref="mstx:LocalTransactionId" minOccurs="0" maxOccurs="1" />
12. <xs:element ref="oletx:PropagationToken" minOccurs="0" maxOccurs="1" />
13. </xs:sequence>
14. </xs:complexType>
15. </xs:schema>

**IsolationLevel:**  The value of this element MUST be set to one of the values as specified [2.2.2.1.2](#Section_173b6d1c2e284054a52c4fb8941fc2ec).

**IsolationFlags:** The value of the element MUST be set to one of the OLETX\_ISOLATION\_FLAGS values specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 2.2.6.8).

**Description:** The value of the element MUST be set to an implementation-specific string.

**LocalTransactionId:** This element MUST be a [LocalTransactionId Element](#Section_046ea570684b430888a1ff3d8da8d67d) as specified in section 2.2.3.1.5.

**PropagationToken:** This element MUST be a [PropagationToken Element](#Section_c7330e649dee4bb5a5b58f7c4b348e58) as specified in section 2.2.3.1.7.

##### OleTxTransaction Element

The OleTxTransaction Element [[XMLSCHEMA1.1/1]](http://go.microsoft.com/fwlink/?LinkId=90605) is a container for the [PropagationToken Element](#Section_c7330e649dee4bb5a5b58f7c4b348e58) and is used when propagating an OleTx transaction.

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/tx/oletx"
2. xmlns:oletx="http://schemas.microsoft.com/ws/2006/02/tx/oletx"
3. xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06"
4. xmlns:xs="http://www.w3.org/2001/XMLSchema"
5. elementFormDefault="qualified">
6. <xs:element name="OleTxTransaction">
7. <xs:complexType>
8. <xs:attribute ref="wscoor:Expires" />
9. <xs:sequence>
10. <xs:element ref="PropagationToken" minOccurs="1" maxOccurs="1" />
11. </xs:sequence>
12. </xs:complexType>
13. </xs:element>
14. </xs:schema>

**PropagationToken:** This element MUST be a PropagationToken Element (section 2.2.3.1.7).

##### WS-AtomicTransaction (WS-AT) Protocol Extensions Error Codes

The WS-AtomicTransaction (WS-AT) Protocol Extensions Error Codes are used to communicate implementation-specific SOAP faults.[<3>](#Appendix_A_3)

#### Extended WS-AtomicTransaction Elements and Messages

##### CoordinationContext Element

The CoordinationContext Element is a **CoordinationContext**, as specified in [[WSC10]](http://go.microsoft.com/fwlink/?LinkId=113068) and [[WSC11]](http://go.microsoft.com/fwlink/?LinkId=113069), with the additional constraints listed in the following figure.



Figure : CoordinationContext Element constraints

The [RegisterInfo Element (section 2.2.3.1.6)](#Section_3ab023a1196f4e15b8b9f1f6272b0829) MUST be the only element in the WS-Addressing **ReferenceParameters** element [[WSADDR]](http://go.microsoft.com/fwlink/?LinkId=113065) in the WS-Coordination **RegistrationService** element in the CoordinationContext Element.

The [CoordinationContextAnyElementType Complex Type (section 2.2.3.1.8)](#Section_6aeb1c0fe0c24c8b9108a72e1065545e) MUST be the first **Any** element in the CoordinationContext Element.

##### Register Element

The Register Element is a **Register** element, as specified in [[WSC10]](http://go.microsoft.com/fwlink/?LinkId=113068) and [[WSC11]](http://go.microsoft.com/fwlink/?LinkId=113069), with the additional constraints listed in the following figure.



Figure : Register Element constraints

The [Enlistment Element (section 2.2.3.1.3)](#Section_7ff5e2a212954957a03f90ce0d8da5c7) MUST be the only element in the WS-Addressing **ReferenceParameters** element [[WSADDR]](http://go.microsoft.com/fwlink/?LinkId=113065) in the WS-Coordination **ParticipantProtocolService** element in the Register Element.

The [Loopback Element (section 2.2.3.1.4)](#Section_fccc7a13cfc54e0f8fe1105b35534265) MUST be the first **Any** element in the WS-Coordination **ParticipantProtocolService** element in the Register Element.

##### RegisterResponse Message

The RegisterResponse Message is a **RegisterResponse** element, as specified in [[WSC10]](http://go.microsoft.com/fwlink/?LinkId=113068) and [[WSC11]](http://go.microsoft.com/fwlink/?LinkId=113069), with the additional constraints listed in the following figure.



Figure : RegisterResponse Element constraints

The [Enlistment Element (section 2.2.3.1.3)](#Section_7ff5e2a212954957a03f90ce0d8da5c7) MUST be the only element in the WS-Addressing **ReferenceParameters** element [[WSADDR]](http://go.microsoft.com/fwlink/?LinkId=113065) in the WS-Coordination **CoordinatorProtocolService** element in the **RegisterResponse** element.

##### FlowTransaction Message

The FlowTransaction Message is a SOAP Request/Reply message containing either a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) or an [OleTxTransaction Element](#Section_173522425e824c7ab8aff76c8a561936) as a SOAP header, but not both.



Figure : FlowTransaction Message

If present, the OleTxTransaction Element (section 2.2.3.1.9) MUST be a header in a SOAP message. The **mustUnderstand** attribute, as specified in [[SOAP1.2-1/2003]](http://go.microsoft.com/fwlink/?LinkId=90521) section 5.2.3, MUST be present, and its value MUST be set to TRUE.

If present, the CoordinationContext Element (section 2.2.3.2.1) MUST be a header in a SOAP message. The **mustUnderstand** attribute MUST be present, and its value MUST be set to TRUE.

# Protocol Details

## AppClient Role Details

### Abstract Data Model

None.

### Timers

None.

### Initialization

None.

### Higher-Layer Triggered Events

Two higher-layer triggered events are specified for the AppClient Role:

* [BUILD\_COORDINATION\_CONTEXT](#Section_1c628bc54e684c248f37f7c3f2443286) event.
* [FORMAT\_FLOW\_TRANSACTION](#Section_d956398573b341caae67aefd1645bda5) event.

#### BUILD\_COORDINATION\_CONTEXT

The BUILD\_COORDINATION\_CONTEXT event MUST be signaled by the higher-layer business logic with the following required arguments:

* A [**transaction identifier**](#gt_38a9eb89-2702-4107-8edc-4ae0a81c1d06) which contains a GUID
* A transaction object that contains the following data fields, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 2.2.8.1.1.2):
	+ The **isoLevel** field
	+ The **dwTimeout** field
	+ The **szDesc** field
	+ The **isoFlags** field
* The transaction coordinator's Registration Service URI
* A [SupportedProtocolsFlags (section 2.2.2.2.2)](#Section_71aacbcf6f3d44f58bd67ffccd39c71f) field

If the BUILD\_COORDINATION\_CONTEXT event is signaled, the AppClient Role MUST perform the following actions:

* If both the transaction object and the Registration Service URI arguments are provided:
	+ Create a [CoordinationContextAnyElementType Complex Type (section 2.2.3.1.8)](#Section_6aeb1c0fe0c24c8b9108a72e1065545e) containing the following elements:
		- If the **isoLevel** field value is not ISOLATIONLEVEL\_UNSPECIFIED (0xFFFFFFFF), create an **IsolationLevel** element, as specified in section 2.2.3.1.8, setting the value to the corresponding [IsolationLevel (section 2.2.2.1.2)](#Section_173b6d1c2e284054a52c4fb8941fc2ec) value.
		- If the **isoFlags** field value is not ISOFLAG\_RETAIN\_DEFAULT (0x00000000, as specified in [MS-DTCO] section 2.2.6.8), create an CoordinationContextAnyElementType Complex Type (section 2.2.3.1.8) element, setting the value to the **isoFlags** value.
		- If the **szDesc** field is not an empty string, create a CoordinationContextAnyElementType Complex Type (section 2.2.3.1.8) element, setting the value to the **szDesc** value.
		- If the transaction identifier is not the [**NULL GUID**](#gt_ba500a5b-8c29-467c-a335-0980c8b11304), create a [LocalTransactionId Element (section 2.2.3.1.5)](#Section_046ea570684b430888a1ff3d8da8d67d), setting the value to a string representation of the transaction identifier.
	+ Create a WS-Addressing **Address** element, as specified in [[WSADDR]](http://go.microsoft.com/fwlink/?LinkId=113065), setting the value to the Registration Service URI argument.
	+ Create a LocalTransactionId Element (section 2.2.3.1.5) setting the value to a string representation of the transaction identifier.
	+ Create a [RegisterInfo Element (section 2.2.3.1.6)](#Section_3ab023a1196f4e15b8b9f1f6272b0829) containing the previously created LocalTransactionId Element.
	+ Create a WS-Addressing **ReferenceParameters** element, as specified in [WSADDR], containing the previously created RegisterInfo Element.
	+ Create a WS-Coordination **RegistrationService** element, as specified in [[WSC10]](http://go.microsoft.com/fwlink/?LinkId=113068) and [[WSC11]](http://go.microsoft.com/fwlink/?LinkId=113069), containing the following ordered elements:
		- The previously created WS-Addressing **Address** element
		- The previously created WS-Addressing **ReferenceParameters** element
	+ Create a WS-Coordination **Identifier** element, as specified in [WSC10] and [WSC11], setting the value to a string representation of the transaction identifier pre-pended with the string "urn:uuid:".
	+ Create a WS-Coordination **Expires** element, as specified in [WSC10] and [WSC11], setting the value to the value of the **dwTimeout** field.
	+ If the V1.1 flag in the SupportedProtocolsFlags field is set to 1, create a WS-Coordination **CoordinationType** element, as specified in [WSC11], setting the value as specified in [WSC11].
	+ Otherwise if the V1.0 flag in the SupportedProtocolsFlags field is set to 1, create a WS-Coordination **CoordinationType** element, as specified in [WSC10], setting the value as specified in [WSC10].
	+ Otherwise, return an implementation-specific failure result to the higher-layer business logic.
	+ Create a WS-Coordination **CoordinationContext** element, as specified in [WSC10] and [WSC11], containing the following ordered elements:
		- The previously created WS-Coordination **Identifier** element
		- The previously created WS-Coordination **Expires** element
		- The previously created WS-Coordination **CoordinationType** element
		- The previously created WS-Coordination **RegistrationService** element
		- The CoordinationContextAnyElementType Complex Type created earlier
	+ Return the WS-Coordination **CoordinationContext** element to the higher-layer business logic.
* Otherwise, return an implementation-specific failure result to the higher-layer business logic.

#### FORMAT\_FLOW\_TRANSACTION

The FORMAT\_FLOW\_TRANSACTION event MUST be signaled by the higher-layer business logic with the following required argument:

* A [FlowTransaction Message (section 2.2.3.2.4)](#Section_d7aad62d5271468bb74a8c74475b0be7).

And one or both of the following optional arguments:

* A Propagation\_Token representing an existing transaction, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 2.2.5.4).
* A [CoordinationContext Element (section 2.2.3.2.1)](#Section_b5708d39c3b14b509ab20376af44578d) representing the same transaction.

If the FORMAT\_FLOW\_TRANSACTION event is signaled, the AppClient Role MUST perform the following actions:

* If only a Propagation\_Token argument is provided:
	+ Encode the Propagation\_Token using base64 and create a [PropagationToken Element (section 2.2.3.1.7)](#Section_c7330e649dee4bb5a5b58f7c4b348e58), setting the value to the base64 encoded Propagation\_Token.
	+ Create an [OleTxTransaction Element (section 2.2.3.1.9)](#Section_173522425e824c7ab8aff76c8a561936) and insert the PropagationToken Element as the only child element.[<4>](#Appendix_A_4)
	+ Insert the OleTxTransaction Element as a SOAP header in the FlowTransaction Message.
	+ Return the FlowTransaction Message to the higher-layer business logic.
* Otherwise, if only a CoordinationContext Element argument is included:
	+ Insert the CoordinationContext Element as a SOAP header in the FlowTransaction Message.
	+ Return the FlowTransaction Message to the higher-layer business logic.
* Otherwise, if both a Propagation\_Token argument and a CoordinationContext Element argument are included:
	+ Encode the Propagation\_Token using base64, and create a PropagationToken Element (section 2.2.3.1.7), setting the value to the base64 encoded Propagation\_Token.
	+ Insert (or replace if already present) the PropagationToken Element in the [CoordinationContextAnyElementType Complex Type](#Section_6aeb1c0fe0c24c8b9108a72e1065545e) of the CoordinationContext Element (section 2.2.3.2.1).
	+ Insert the CoordinationContext Element as a SOAP header in the FlowTransaction Message.
	+ Return the FlowTransaction Message to the higher-layer business logic.
* Otherwise, return an implementation-specific failure result to the higher-layer business logic.

### Message Processing Events and Sequencing Rules

None.

### Timer Events

None.

### Other Local Events

None.

## AppServer Role Details

### Abstract Data Model

None.

### Timers

None.

### Initialization

None.

### Higher-Layer Triggered Events

One higher-layer triggered event, the [PARSE\_FLOW\_TRANSACTION](#Section_74dfc21ffb8641aab187f5cd7e8ada31) event, is specified for the AppServer Role.

#### PARSE\_FLOW\_TRANSACTION

The PARSE\_FLOW\_TRANSACTION event MUST be signaled by the higher-layer business logic with the following required argument:

* A [FlowTransaction Message (section 2.2.3.2.4)](#Section_d7aad62d5271468bb74a8c74475b0be7).

If the PARSE\_FLOW\_TRANSACTION event is signaled, the AppServer Role MUST perform the following actions:

* If the SOAP message contains a [OleTxTransaction Element](#Section_173522425e824c7ab8aff76c8a561936) SOAP header:
	+ Extract and decode the base64 encoded Propagation\_Token from the value of the [PropagationToken Element](#Section_c7330e649dee4bb5a5b58f7c4b348e58) in the OleTxTransaction Element.
	+ Return the decoded Propagation\_Token to the higher-layer business logic.
* Otherwise if the SOAP message contains a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) SOAP header:
	+ Extract the CoordinationContext Element from the SOAP header of the FlowTransaction Message.
	+ If the CoordinationContext Element contains a PropagationToken Element in its [CoordinationContextAnyElementType Complex Type (section 2.2.3.1.8)](#Section_6aeb1c0fe0c24c8b9108a72e1065545e):
		- Extract and decode the Base64 encoded Propagation\_Token from the value of the PropagationToken Element.
		- Return the decoded Propagation\_Token and the CoordinationContext Element to the higher-layer business logic.
	+ Otherwise, return the CoordinationContext Element to the higher-layer business logic.
* Otherwise, return an implementation-specific failure result to the higher-layer business logic.

### Message Processing Events and Sequencing Rules

None.

### Timer Events

None.

### Other Local Events

None.

# Protocol Examples

## Locating the Activation Service Endpoints

This example shows how an application, either a client application (as described in sections [1.3.2](#Section_3c46fd639c43414da4bd89de613413ec) and [1.3.3](#Section_ce7d5aa4cbcf4ebf9482ae3dfe12e53f)) or a server application (as described in section [1.3.1](#Section_ee43a6060a704ccca5d6401f3db8716d)), obtains the WS-AtomicTransaction Activation Service Endpoint of a transaction coordinator by performing the following two tasks:

* The application first obtains an array of **SExtendedEndpointInfo** structures via an Application Role Implementation, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 3.3.5.2.2.1).
* The application then translates the array of **SExtendedEndpointInfo** structures into the transaction coordinator's Activation Service Endpoints, as specified in [2.2.2.3](#Section_6e240b7eb6f8428aa591628345672475).

### Obtaining an Array of SExtendedEndpointInfo Structures

An Application Role Implementation, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 3.3), communicates with a transaction coordinator using an OleTx multiplexing connection, as specified in [[MS-CMP]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMP%5D.pdf), which is in turn layered on top of the OleTx transports infrastructure, as specified in [[MS-CMPO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-CMPO%5D.pdf). In this example, it is assumed that an [MS-CMPO] session has been established between the Application Role Implementation and its transaction coordinator. Messages are sent from the Application Role Implementation to the transaction coordinator and vice versa by submitting a MESSAGE\_PACKET ([MS-DTCO] (section 2.2.4.1)) to the underlying OleTx multiplexing layer, as specified in [MS-CMP].

This packet sequence is initiated by starting a connection on a transport session between an Application Role Implementation and a transaction coordinator.

**CONNTYPE\_TXUSER\_EXTENDEDWHEREABOUTS:** The packet sequence starts when the Application Role Implementation initiates a connection with its transaction coordinator using CONNTYPE\_TXUSER\_EXTENDEDWHEREABOUTS.

| Field  | Value  | Value description  |
| --- | --- | --- |
| **MsgTag** | 0x00000005 | MTAG\_CONNECTION\_REQ |
| **fIsMaster** | 0x00000001 | 1 |
| **dwConnectionId** | 0x00000001 | 1 |
| **dwUserMsgType** | 0x0000003D | CONNTYPE\_TXUSER\_EXTENDEDWHEREABOUTS |
| **dwcbVarLenData** | 0x00000000 | 0 |
| **dwReserved1** | 0xCD64CD64 | dwReserved1: 0xcd64cd64 |

The Application Role Implementation then sends a TXUSER\_EXTENDEDWHEREABOUTS\_MTAG\_GET user message to the transaction coordinator.

| Field | Value | Value description |
| --- | --- | --- |
| **MsgTag** | 0x00000FFF | MTAG\_USER\_MESSAGE |
| **fIsMaster** | 0x00000001 | 1 |
| **dwConnectionId** | 0x00000001 | 1 |
| **dwUserMsgType** | 0x00005A01 | TXUSER\_EXTENDEDWHEREABOUTS\_MTAG\_GET |
| **dwcbVarLenData** | 0x00000000 | 0 |
| **dwReserved1** | 0xCD64CD64 | dwReserved1: 0xcd64cd64 |

When the transaction coordinator receives the TXUSER\_EXTENDEDWHEREABOUTS\_MTAG\_GET message from the Application Role Implementation, the transaction coordinator will send a TXUSER\_EXTENDEDWHEREABOUTS\_MTAG\_GOT user message to the Application Role Implementation containing an array of **SExtendedEndpointInfo** structures, as described in [MS-DTCO] sections 2.2.5.8 and 2.2.5.9.

| Field | Value | Value description |
| --- | --- | --- |
| **MsgTag** | 0x00000FFF | MTAG\_USER\_MESSAGE |
| **fIsMaster** | 0x00000000 | 0 |
| **dwConnectionId** | 0x00000001 | 1 |
| **dwUserMsgType** | 0x00005A02 | TXUSER\_EXTENDEDWHEREABOUTS\_MTAG\_GOT |
| **dwcbVarLenData** | 0x00000058 | 88 |
| **dwReserved1** | 0xCD64CD64 | dwReserved1: 0xcd64cd64 |
| **dwProtocolCount** | 0x00000001 | 1 |
| **tmprotDescribed** | 0x00000004 | TmProtocolExtended |
| **cbTmProtocolData** | 0x0000004C | 76 |
| **guidProtocolExtension** | 0xCC228CF40x43FCA9C80x658581820xF28958EB | {cc228cf4-a9c8-43fc-8281-8565eb5889f2} |
| **rgbProtocolExtensionData** | 0xA00E02010x1000000F0x1500000E0x63616D000x656E69680x742E315F0x75706D650x6F2E69720x000B67720x746173570x767265530x096563690x43414D000x454E49480x0003315F |  |

When the Application Role Implementation gets the TXUSER\_EXTENDEDWHEREABOUTS\_MTAG\_GOT response from the transaction coordinator, no more user messages may be sent on this connection and the Application Role Implementation initiates the disconnect sequence.

### Obtaining the WS-AtomicTransaction Activation Service Endpoints of the Transaction Coordinator

After obtaining an array of **SExtendedEndpointInfo** structures, the application then iterates through the array of structures. If the guidProtocolExtension is equal to the [WSAT\_ProtocolGuid](#Section_6658f995e0b4453d953b1448587b153a) (cc228cf4-a9c8-43fc-8281-8565eb5889f2), then the associated **rgbProtocolExtensionData** is an [ExtendedWhereabouts](#Section_f5ffd4c10361406aa3695e667acff9a0) structure. The application decodes the ExtendedWhereabouts structure as follows.

| Field | Value | Value description |
| --- | --- | --- |
| **MajorVersion** | 0x01 | 1 |
| **MinorVersion** | 0x02 | Minor Version 2 |
| **ProtocolFlags** | 0x0E | 14 |
| **HttpsPort** | 0x00000FA0 | 4000 |
| **MaxTimeout** | 0x00000E10 | 3600 |
| **HostName.cbCharArray** | 0x0015 | 21 |
| **HostName.szCharArray** | 0x6863616D0x5F656E690x65742E310x7275706D0x726F2E690x67 | machine\_1.tempuri.org |
| **BasePath.cbCharArray** | 0x000B | 11 |
| **BasePath.szCharArray** | 0x746173570x767265530x656369 | WsatService |
| **NodeName.cbCharArray** | 0x0009 | 9 |
| **NodeName.szCharArray** | 0x4843414D0x5F454E490x31 | MACHINE\_1 |
| **SupportedProtocols** | 0x0003 | V1.0 | V1.1 |

The application then translates the ExtendedWhereabouts structure into a list of Activation Service Endpoints, as specified in section [2.2.2.3](#Section_6e240b7eb6f8428aa591628345672475):

HTTPS Activation Service Version 1.0 X.509 URI: https://machine\_1.tempuri.org:4000/WsatService/Activation/Coordinator/

HTTPS Activation Service Version 1.1 X.509 URI: https://machine\_1.tempuri.org:4000/WsatService/Activation/Coordinator11/

HTTPS Activation Service Version 1.0 SPNEGO URI: https://machine\_1.tempuri.org:4000/WsatService/Activation/Coordinator/Remote/

HTTPS Activation Service Version 1.1 SPNEGO URI: https://machine\_1.tempuri.org:4000/WsatService/Activation/Coordinator11/Remote/

## Propagating and Committing a Transaction Example

In this example, a client application propagates and commits a transaction with a server application using the WS-AtomicTransaction protocol, as described in section [1.3.3.2](#Section_9a644d493ac24ae68d3c54bcee5d5552).

In this example, it is assumed that a client application has obtained the HTTPS Activation Service Version 1.1 X.509 URI for its transaction coordinator, as shown in section [4.1](#Section_1b7514f744e7439695e9d259b1c233b9). It is also assumed that a server application has similarly obtained the HTTPS Activation Service Version 1.1 X.509 URI for its transaction coordinator.

### Creating a CoordinationContext

The client application obtains a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) for a transaction from its transaction coordinator by sending the following CreateCoordinationContext SOAP message to the transaction coordinator's Activation Service URI. Because the message contains no CurrentCoordinationContext, the transaction coordinator will be the root transaction coordinator of a new transaction.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/CreateCoordinationContext</a:Action>
4. <a:MessageID>urn:uuid:1a7acc0e-7e98-45bf-80ce-8053edc1368f</a:MessageID>
5. <a:ReplyTo>
6. <a:Address>https://machine\_1.tempuri.org:4000/ClientApp/</a:Address>
7. </a:ReplyTo>
8. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:5555/WsatService/Activation/Coordinator11/</a:To>
9. </s:Header>
10. <s:Body>
11. <wscoor:CreateCoordinationContext xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
12. <wscoor:CoordinationType>http://docs.oasis-open.org/ws-tx/wsat/2006/06</wscoor:CoordinationType>
13. </wscoor:CreateCoordinationContext>
14. </s:Body>
15. </s:Envelope>

When the client application's transaction coordinator receives the CreateCoordinationContext SOAP message, it creates a CoordinationContext Element for a new transaction. The new transaction contains its **RegistrationService** URI, a [RegisterInfo Element](#Section_3ab023a1196f4e15b8b9f1f6272b0829) reference parameter, and a [CoordinationContextAnyElementType](#Section_6aeb1c0fe0c24c8b9108a72e1065545e). The transaction coordinator then returns the CoordinationContext Element in the body of a CreateCoordinationContextResponse SOAP message and sends the message to the client application's **ReplyTo** URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/CreateCoordinationContextResponse</a:Action>
4. <a:RelatesTo>urn:uuid:1a7acc0e-7e98-45bf-80ce-8053edc1368f</a:RelatesTo>
5. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:4000/ClientApp/</a:To>
6. </s:Header>
7. <s:Body>
8. <wscoor:CreateCoordinationContextResponse xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
9. <wscoor:CoordinationContext xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">
10. <wscoor:Identifier>urn:uuid:4413663a-b7f1-4001-8956-7af04265103b</wscoor:Identifier>
11. <wscoor:Expires>60000</wscoor:Expires>
12. <wscoor:CoordinationType>http://docs.oasis-open.org/ws-tx/wsat/2006/06</wscoor:CoordinationType>
13. <wscoor:RegistrationService>
14. <a:Address>https://machine\_1.tempuri.org:5555/WsatService/Registration/Coordinator11/</a:Address>
15. <a:ReferenceParameters>
16. <mstx:RegisterInfo>
17. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
18. </mstx:RegisterInfo>
19. </a:ReferenceParameters>
20. </wscoor:RegistrationService>
21. <mstx:IsolationLevel>0</mstx:IsolationLevel>
22. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
23. </wscoor:CoordinationContext>
24. </wscoor:CreateCoordinationContextResponse>
25. </s:Body>
26. </s:Envelope>

### Registering for Completion

After the client application obtains a [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) for a transaction, it then registers for Completion Protocol by sending a Register SOAP message to the transaction coordinator's Registration Service URI contained in the CoordinationContext Element returned by its transaction coordinator. The client application specifies the Protocol Identifier and its Participant Protocol Service URI in the [Register Element](#Section_6ed10eaa2ef94e1fbb018e4d601ff572) contained in the body of the SOAP message.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/Register</a:Action>
4. <a:MessageID>urn:uuid:2defe157-59a5-4d38-9495-3b1a3696f2d9</a:MessageID>
5. <a:ReplyTo>
6. <a:Address>https://machine\_1.tempuri.org:4000/ClientApp/</a:Address>
7. </a:ReplyTo>
8. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:5555/WsatService/Registration/Coordinator11/</a:To>
9. <mstx:RegisterInfo xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">
10. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
11. </mstx:RegisterInfo>
12. </s:Header>
13. <s:Body>
14. <wscoor:Register xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
15. <wscoor:ProtocolIdentifier>http://docs.oasis-open.org/ws-tx/wsat/2006/06/Completion</wscoor:ProtocolIdentifier>
16. <wscoor:ParticipantProtocolService>
17. <a:Address>https://machine\_1.tempuri.org:4000/ClientApp/</a:Address>
18. </wscoor:ParticipantProtocolService>
19. </wscoor:Register>
20. </s:Body>
21. </s:Envelope>

When the client application's transaction coordinator receives the Register SOAP message, the transaction coordinator creates a [RegisterResponse Message](#Section_a3bc61584a44474989f211530c46d1b9) SOAP message, specifying its Completion Protocol Coordinator Protocol Service URI with an [Enlistment Element](#Section_7ff5e2a212954957a03f90ce0d8da5c7) as a reference parameter and sends the message to the client application.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/RegisterResponse</a:Action>
4. <a:RelatesTo>urn:uuid:2defe157-59a5-4d38-9495-3b1a3696f2d9</a:RelatesTo>
5. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:4000/ClientApp/</a:To>
6. </s:Header>
7. <s:Body>
8. <wscoor:RegisterResponse xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
9. <wscoor:CoordinatorProtocolService>
10. <a:Address>https://machine\_1.tempuri.org:5555/WsatService/Completion/Coordinator11/</a:Address>
11. <a:ReferenceParameters>
12. <mstx:Enlistment xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">4413663a-b7f1-4001-8956-7af04265103b</mstx:Enlistment>
13. </a:ReferenceParameters>
14. </wscoor:CoordinatorProtocolService>
15. </wscoor:RegisterResponse>
16. </s:Body>
17. </s:Envelope>

### Propagating the Transaction

After registering for completion ([4.2.2](#Section_729352c7b7c04a0a9636737b39f7d2f8)), the client application sends a [FlowTransaction Message](#Section_d7aad62d5271468bb74a8c74475b0be7) to the server application containing the [CoordinationContext Element](#Section_b5708d39c3b14b509ab20376af44578d) (returned as shown in section [4.2.1](#Section_38d3de98c00a404c9a38af2d648f3567)) as a SOAP header in the message.

1. <s:Envelope xmlns:s="http://www.w3.org/2003/05/soap-envelope" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://tempuri.org/FlowTransaction</a:Action>
4. <a:MessageID>urn:uuid:5973043c-0ed7-4c2a-aad9-700e446a8dbf</a:MessageID>
5. <a:ReplyTo>
6. <a:Address>http://www.w3.org/2005/08/addressing/none</a:Address>
7. </a:ReplyTo>
8. <wscoor:CoordinationContext s:mustUnderstand="1" xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">
9. <wscoor:Identifier>urn:uuid:4413663a-b7f1-4001-8956-7af04265103b</wscoor:Identifier>
10. <wscoor:Expires>59904</wscoor:Expires>
11. <wscoor:CoordinationType>http://docs.oasis-open.org/ws-tx/wsat/2006/06</wscoor:CoordinationType>
12. <wscoor:RegistrationService>
13. <a:Address>https://machine\_1.tempuri.org:5555/WsatService/Registration/Coordinator11/</a:Address>
14. <a:ReferenceParameters>
15. <mstx:RegisterInfo>
16. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
17. </mstx:RegisterInfo>
18. </a:ReferenceParameters>
19. </wscoor:RegistrationService>
20. <mstx:IsolationLevel>0</mstx:IsolationLevel>
21. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
22. </wscoor:CoordinationContext>
23. <a:To s:mustUnderstand="1">https://machine\_2.tempuri.org:8000/AppServer/</a:To>
24. </s:Header>
25. <s:Body>
26. <FlowTransaction xmlns="http://tempuri.org/"></FlowTransaction>
27. </s:Body>
28. </s:Envelope>

When the server application receives the FlowTransaction Message, it creates a CreateCoordinationContext SOAP message and inserts the CoordinationContext Element from the client application's FlowTransaction Message. The server application then sends the CreateCoordinationContext message to its transaction coordinator's Activation Service URI.

1. <s:Envelope xmlns:s="http://www.w3.org/2003/05/soap-envelope" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/CreateCoordinationContext</a:Action>
4. <a:To s:mustUnderstand="1">https://machine\_2.tempuri.org:5432/WsatService/Activation/Coordinator11/</a:To>
5. <a:MessageID>urn:uuid:2e946e0a-e0cd-48c9-a065-79b43a70c4fb</a:MessageID>
6. <a:ReplyTo>
7. <a:Address>https://machine\_2.tempuri.org:8000/AppServer/</a:Address>
8. </a:ReplyTo>
9. </s:Header>
10. <s:Body>
11. <wscoor:CreateCoordinationContext xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
12. <wscoor:CurrentContext xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">
13. <wscoor:Identifier>urn:uuid:4413663a-b7f1-4001-8956-7af04265103b</wscoor:Identifier>
14. <wscoor:Expires>59904</wscoor:Expires>
15. <wscoor:CoordinationType>http://docs.oasis-open.org/ws-tx/wsat/2006/06</wscoor:CoordinationType>
16. <wscoor:RegistrationService>
17. <a:Address>https://machine\_1.tempuri.org:5555/WsatService/Registration/Coordinator11/</a:Address>
18. <a:ReferenceParameters>
19. <mstx:RegisterInfo>
20. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
21. </mstx:RegisterInfo>
22. </a:ReferenceParameters>
23. </wscoor:RegistrationService>
24. <mstx:IsolationLevel>0</mstx:IsolationLevel>
25. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
26. </wscoor:CurrentContext>
27. <wscoor:CoordinationType>http://docs.oasis-open.org/ws-tx/wsat/2006/06</wscoor:CoordinationType>
28. </wscoor:CreateCoordinationContext>
29. </s:Body>
30. </s:Envelope>

When the server application's transaction coordinator receives the CreateCoordinationContext SOAP message from the server application, the transaction coordinator creates a Register SOAP message specifying the **ProtocolIdentifier** (Durable2PC), its Participant Protocol Service URI with an [Enlistment Element](#Section_7ff5e2a212954957a03f90ce0d8da5c7) reference parameter, and a [Loopback Element](#Section_fccc7a13cfc54e0f8fe1105b35534265) in the [Register Element](#Section_6ed10eaa2ef94e1fbb018e4d601ff572) contained in the body of the SOAP message. The Activation Service's transaction coordinator then sends the Register SOAP message to the **RegistrationService** URI contained in the CoordinationContext Element.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/Register</a:Action>
4. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:5555/WsatService/Registration/Coordinator11/</a:To>
5. <mstx:RegisterInfo a:IsReferenceParameter="true" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">
6. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
7. </mstx:RegisterInfo>
8. <a:MessageID>urn:uuid:27d5656b-6ea7-4094-8294-116e264ffae2</a:MessageID>
9. <a:ReplyTo>
10. <a:Address>https://machine\_2.tempuri.org:5432/WsatService/67b7e957-913c-4604-8d68-d5319cbeaa6c</a:Address>
11. </a:ReplyTo>
12. </s:Header>
13. <s:Body>
14. <wscoor:Register xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
15. <wscoor:ProtocolIdentifier>http://docs.oasis-open.org/ws-tx/wsat/2006/06/Durable2PC</wscoor:ProtocolIdentifier>
16. <wscoor:ParticipantProtocolService>
17. <a:Address>https://machine\_2.tempuri.org:5432/WsatService/TwoPhaseCommit/Participant11/</a:Address>
18. <a:ReferenceParameters>
19. <mstx:Enlistment xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">1aea41b1-ebc8-42ac-9232-bf56b47479ca</mstx:Enlistment>
20. </a:ReferenceParameters>
21. </wscoor:ParticipantProtocolService>
22. <mstx:Loopback xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">f30ea6e8-8cf7-4ac7-9281-ca8b5c5341a5</mstx:Loopback>
23. </wscoor:Register>
24. </s:Body>
25. </s:Envelope>

When the root transaction coordinator receives the Register SOAP message from the Activation Service's transaction coordinator, the root transaction coordinator creates a [RegisterResponse Message](#Section_a3bc61584a44474989f211530c46d1b9) SOAP message, specifying its Completion Protocol Coordinator Protocol Service URI with an Enlistment Element as a reference parameter and sends the message to the Activation Service's transaction coordinator **ReplyTo** URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/RegisterResponse</a:Action>
4. <a:RelatesTo>urn:uuid:27d5656b-6ea7-4094-8294-116e264ffae2</a:RelatesTo>
5. <a:To s:mustUnderstand="1">https://machine\_2.tempuri.org:5432/WsatService/67b7e957-913c-4604-8d68-d5319cbeaa6c</a:To>
6. </s:Header>
7. <s:Body>
8. <wscoor:RegisterResponse xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
9. <wscoor:CoordinatorProtocolService>
10. <a:Address>https://machine\_1.tempuri.org:5555/WsatService/TwoPhaseCommit/Coordinator11/</a:Address>
11. <a:ReferenceParameters>
12. <mstx:Enlistment mstx:protocol="3" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">fcec4cc9-94dd-4376-9ba1-12efafd7d1e5</mstx:Enlistment>
13. </a:ReferenceParameters>
14. </wscoor:CoordinatorProtocolService>
15. </wscoor:RegisterResponse>
16. </s:Body>
17. </s:Envelope>

When the Activation Service's transaction coordinator receives the RegisterResponse Message SOAP message from the root transaction coordinator, the Activation Service's transaction coordinator creates a new CoordinationContext Element for the CoordinationContext Element sent to it by the Activation Service. The new CoordinationContext Element specifies its **RegistrationService** URI with a [RegisterInfo Element](#Section_3ab023a1196f4e15b8b9f1f6272b0829) reference parameter and a [CoordinationContextAnyElementType Complex Type](#Section_6aeb1c0fe0c24c8b9108a72e1065545e). The Activation Service's transaction coordinator then inserts the CoordinationContext Element in the body of a CreateCoordinationContextResponse SOAP message and sends the message to the server application's **ReplyTo** URI.

1. <s:Envelope xmlns:s="http://www.w3.org/2003/05/soap-envelope" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wscoor/2006/06/CreateCoordinationContextResponse</a:Action>
4. <a:RelatesTo>urn:uuid:2e946e0a-e0cd-48c9-a065-79b43a70c4fb</a:RelatesTo>
5. <a:To s:mustUnderstand="1">https://machine\_2.tempuri.org:8000/AppServer/</a:To>
6. </s:Header>
7. <s:Body>
8. <wscoor:CreateCoordinationContextResponse xmlns:wscoor="http://docs.oasis-open.org/ws-tx/wscoor/2006/06">
9. <wscoor:CoordinationContext xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">
10. <wscoor:Identifier>urn:uuid:4413663a-b7f1-4001-8956-7af04265103b</wscoor:Identifier>
11. <wscoor:Expires>59904</wscoor:Expires>
12. <wscoor:CoordinationType>http://docs.oasis-open.org/ws-tx/wsat/2006/06</wscoor:CoordinationType>
13. <wscoor:RegistrationService>
14. <a:Address>https://machine\_2.tempuri.org:5432/WsatService/Registration/Coordinator11/</a:Address>
15. <a:ReferenceParameters>
16. <mstx:RegisterInfo>
17. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
18. </mstx:RegisterInfo>
19. </a:ReferenceParameters>
20. </wscoor:RegistrationService>
21. <mstx:IsolationLevel>0</mstx:IsolationLevel>
22. <mstx:LocalTransactionId>4413663a-b7f1-4001-8956-7af04265103b</mstx:LocalTransactionId>
23. </wscoor:CoordinationContext>
24. </wscoor:CreateCoordinationContextResponse>
25. </s:Body>
26. </s:Envelope>

When the server application receives the CreateCoordinationContextResponse SOAP message from its transaction coordinator, the server application is enabled to register for Volatile2PC or Durable2PC Protocol or to flow the transaction to another Activation Service.

### Completing the Transaction

In this example, the client application commits the transaction. The client application creates a Completion Protocol Commit SOAP message and sends the message to its transaction coordinator's Completion Protocol Service URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wsat/2006/06/Commit</a:Action>
4. <a:ReplyTo>
5. <a:Address>https://machine\_1.tempuri.org:4000/ClientApp/</a:Address>
6. </a:ReplyTo>
7. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:5555/WsatService/Completion/Coordinator11/</a:To>
8. <mstx:Enlistment xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">4413663a-b7f1-4001-8956-7af04265103b</mstx:Enlistment>
9. </s:Header>
10. <s:Body>
11. <wsat:Commit xmlns:wsat="http://docs.oasis-open.org/ws-tx/wsat/2006/06"></wsat:Commit>
12. </s:Body>
13. </s:Envelope>

When the root transaction coordinator receives the Commit SOAP message, the transaction coordinator begins Two-Phase Commit Protocol processing. In this example, there are no Participants registered for the Volatile Two-Phase Commit Protocol, therefore the transaction coordinator begins Durable Two-Phase Commit Protocol processing.

In this example, the root transaction coordinator has one registered participant for the Durable Two-Phase Commit Protocol: the server application's transaction coordinator. The root transaction coordinator creates a Durable Two-Phase Commit Protocol Prepare SOAP message and sends the message to the subordinate transaction coordinator's Two-Phase Commit Participant Protocol Service URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wsat/2006/06/Prepare</a:Action>
4. <a:From>
5. <a:Address>https://machine\_1.tempuri.org:5555/WsatService/TwoPhaseCommit/Coordinator11/</a:Address>
6. <a:ReferenceParameters>
7. <mst<a:ReferenceParameters>:Enlistment mstx:protocol="3" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">fcec4cc9-94dd-4376-9ba1-12efafd7d1e5</mstx:Enlistment>
8. </a:ReferenceParameters>
9. </a:From>
10. <a:ReplyTo>
11. <a:Address>http://www.w3.org/2005/08/addressing/none</a:Address>
12. </a:ReplyTo>
13. <a:To s:mustUnderstand="1">https://machine\_2.tempuri.org:5432/WsatService/TwoPhaseCommit/Participant11/</a:To>
14. <mstx:Enlistment a:IsReferenceParameter="true" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">1aea41b1-ebc8-42ac-9232-bf56b47479ca</mstx:Enlistment>
15. </s:Header>
16. <s:Body>
17. <wsat:Prepare xmlns:wsat="http://docs.oasis-open.org/ws-tx/wsat/2006/06"></wsat:Prepare>
18. </s:Body>
19. </s:Envelope>

When the server application's transaction coordinator receives the Prepare SOAP message from the root transaction coordinator, the server application creates a Durable Two-Phase Commit Protocol Prepared SOAP message and sends the message to the root transaction coordinator's Two-Phase Commit Coordinator Protocol Service URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wsat/2006/06/Prepared</a:Action>
4. <a:From>
5. <a:Address>https://machine\_2.tempuri.org:5432/WsatService/TwoPhaseCommit/Participant11/</a:Address>
6. <a:ReferenceParameters>
7. <mstx:Enlistment xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">1aea41b1-ebc8-42ac-9232-bf56b47479ca</mstx:Enlistment>
8. </a:ReferenceParameters>
9. </a:From>
10. <a:ReplyTo>
11. <a:Address>http://www.w3.org/2005/08/addressing/none</a:Address>
12. </a:ReplyTo>
13. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:5555/WsatService/TwoPhaseCommit/Coordinator11/</a:To>
14. <mstx:Enlistment mstx:protocol="3" a:IsReferenceParameter="true" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">fcec4cc9-94dd-4376-9ba1-12efafd7d1e5</mstx:Enlistment>
15. </s:Header>
16. <s:Body>
17. <wsat:Prepared xmlns:wsat="http://docs.oasis-open.org/ws-tx/wsat/2006/06"></wsat:Prepared>
18. </s:Body>
19. </s:Envelope>

When the root transaction coordinator receives the Prepared SOAP message from the server application's transaction coordinator, the root transaction coordinator decides to commit the transaction.

The root transaction coordinator then creates a Completion Protocol Committed SOAP message and sends the message to the client application's [Participant](#Section_257f73e5a0ad482f964a9b6dd7f93d6c) Completion Protocol Service URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wsat/2006/06/Committed</a:Action>
4. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:4000/ClientApp/</a:To>
5. </s:Header>
6. <s:Body>
7. <wsat:Committed xmlns:wsat="http://docs.oasis-open.org/ws-tx/wsat/2006/06"></wsat:Committed>
8. </s:Body>
9. </s:Envelope>

The root transaction coordinator then creates a Durable Two-Phase Commit Protocol Commit SOAP message and sends the message to the subordinate transaction coordinator's Two-Phase Commit Participant Protocol Service URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wsat/2006/06/Commit</a:Action>
4. <a:From>
5. <a:Address>https://machine\_1.tempuri.org:5555/WsatService/TwoPhaseCommit/Coordinator11/</a:Address>
6. <a:ReferenceParameters>
7. <mstx:Enlistment mstx:protocol="3" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">fcec4cc9-94dd-4376-9ba1-12efafd7d1e5</mstx:Enlistment>
8. </a:ReferenceParameters>
9. </a:From>
10. <a:ReplyTo>
11. <a:Address>http://www.w3.org/2005/08/addressing/none</a:Address>
12. </a:ReplyTo>
13. <a:To s:mustUnderstand="1">https://machine\_2.tempuri.org:5432/WsatService/TwoPhaseCommit/Participant11/</a:To>
14. <mstx:Enlistment a:IsReferenceParameter="true" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">1aea41b1-ebc8-42ac-9232-bf56b47479ca</mstx:Enlistment>
15. </s:Header>
16. <s:Body>
17. <wsat:Commit xmlns:wsat="http://docs.oasis-open.org/ws-tx/wsat/2006/06"></wsat:Commit>
18. </s:Body>
19. </s:Envelope>

When the server application's transaction coordinator receives the Commit SOAP message from the root transaction coordinator, the subordinate transaction coordinator creates a Durable Two-Phase Commit Protocol Committed SOAP message and sends the message to the root transaction coordinator's Two-Phase Commit Coordinator Protocol Service URI.

1. <s:Envelope xmlns:s="http://schemas.xmlsoap.org/soap/envelope/" xmlns:a="http://www.w3.org/2005/08/addressing">
2. <s:Header>
3. <a:Action s:mustUnderstand="1">http://docs.oasis-open.org/ws-tx/wsat/2006/06/Committed</a:Action>
4. <a:From>
5. <a:Address>https://machine\_2.tempuri.org:5432/WsatService/TwoPhaseCommit/Participant11/</a:Address>
6. <a:ReferenceParameters>
7. <mstx:Enlistment xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">1aea41b1-ebc8-42ac-9232-bf56b47479ca</mstx:Enlistment>
8. </a:ReferenceParameters>
9. </a:From>
10. <a:ReplyTo>
11. <a:Address>http://www.w3.org/2005/08/addressing/none</a:Address>
12. </a:ReplyTo>
13. <a:To s:mustUnderstand="1">https://machine\_1.tempuri.org:5555/WsatService/TwoPhaseCommit/Coordinator11/</a:To>
14. <mstx:Enlistment mstx:protocol="3" a:IsReferenceParameter="true" xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions">fcec4cc9-94dd-4376-9ba1-12efafd7d1e5</mstx:Enlistment>
15. </s:Header>
16. <s:Body>
17. <wsat:Committed xmlns:wsat="http://docs.oasis-open.org/ws-tx/wsat/2006/06"></wsat:Committed>
18. </s:Body>
19. </s:Envelope>

When the root transaction coordinator receives the Committed SOAP message from the server application's transaction coordinator, Two-Phase Commit Protocol processing is complete and the root transaction coordinator forgets the transaction.

# Security

## Security Considerations for Implementers

This protocol has no security considerations for implementers. For security considerations with respect to:

* WS-AtomicTransaction, see [[WSAT10]](http://go.microsoft.com/fwlink/?LinkId=113066) and [[WSAT11]](http://go.microsoft.com/fwlink/?LinkId=113067).
* WS-Coordination, see [[WSC10]](http://go.microsoft.com/fwlink/?LinkId=113068) and [[WSC11]](http://go.microsoft.com/fwlink/?LinkId=113069).
* HTTPS, see [[RFC2818]](http://go.microsoft.com/fwlink/?LinkId=90383).
* X.509 certificates, see [[RFC2560]](http://go.microsoft.com/fwlink/?LinkId=90369).
* Simple and Protected GSS-API Negotiation (SPNEGO), see [[RFC4178]](http://go.microsoft.com/fwlink/?LinkId=90461).
* MSDTC Communication Manager: OleTx Transaction Protocol, see [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf).

## Index of Security Parameters

This protocol has no security parameters.

# Appendix A: Product Behavior

The information in this specification is applicable to the following Microsoft products or supplemental software. References to product versions include released service packs.

This document specifies version-specific details in the Microsoft .NET Framework. For information about which versions of .NET Framework are available in each released Windows product or as supplemental software, see [[MS-NETOD]](http://go.microsoft.com/fwlink/?LinkId=627609) section 4.

* Microsoft .NET Framework 3.0
* Microsoft .NET Framework 3.5
* Microsoft .NET Framework 4.0
* Microsoft .NET Framework 4.5
* Microsoft .NET Framework 4.6

Exceptions, if any, are noted below. If a service pack or Quick Fix Engineering (QFE) number appears with the product version, behavior changed in that service pack or QFE. The new behavior also applies to subsequent service packs of the product unless otherwise specified. If a product edition appears with the product version, behavior is different in that product edition.

Unless otherwise specified, any statement of optional behavior in this specification that is prescribed using the terms SHOULD or SHOULD NOT implies product behavior in accordance with the SHOULD or SHOULD NOT prescription. Unless otherwise specified, the term MAY implies that the product does not follow the prescription.

[<1> Section 1.6](#Appendix_A_Target_1): Windows XP operating system Service Pack 2 (SP2) requires [[XPCOM+]](http://go.microsoft.com/fwlink/?LinkId=121481)

Windows Server 2003 operating system with Service Pack 1 (SP1) requires [[COM+]](http://go.microsoft.com/fwlink/?LinkId=121482) and Windows Server 2003 operating system with Service Pack 2 (SP2)

[<2> Section 2.2.3.1.7](#Appendix_A_Target_2): In Windows implementation, the **dwVersionMax** field of the Propagation\_Token, as specified in [[MS-DTCO]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMS-DTCO%5D.pdf) (section 2.2.5.4), is set to 3.

[<3> Section 2.2.3.1.10](#Appendix_A_Target_3): In Windows implementations, the following implementation-specific SOAP faults are generated.

1. <xs:schema targetNamespace="http://schemas.microsoft.com/ws/2006/02/transactions"
2. xmlns:mstx="http://schemas.microsoft.com/ws/2006/02/transactions"
3. xmlns:xs="http://www.w3.org/2001/XMLSchema"
4. elementFormDefault="qualified">
5. <xs:simpleType name="ErrorCodes">
6. <xs:restriction base="xs:QName">
7. <xs:enumeration value="mstx:InvalidPolicy" />
8. <xs:enumeration value="mstx:CoordinatorRegistrationFailed" />
9. <xs:enumeration value="mstx:TooManyEnlistments" />
10. <xs:enumeration value="mstx:Disabled" />
11. </xs:restriction>
12. </xs:simpleType>
13. </xs:schema>

**InvalidPolicy:** This error code MAY be returned as a WS-AtomicTransaction Fault during two-phase commit processing.

**CoordinatorRegistrationFailed:**  This error code SHOULD be returned as a WS-AtomicTransaction Fault to a WS-Coordination Register SOAP message, if registration failed for an unspecified reason.

**TooManyEnlistments:**  This error code MAY be returned as a WS-AtomicTransaction Fault to a WS-Coordination Register SOAP message, if the registration would have exceeded an implementation-specific maximum number of registered participants.

**Disabled:** This error code MAY be returned as a WS-AtomicTransaction Fault to a WS-Coordination Register SOAP message, if the registration failed due to network transaction inbound/outbound restrictions.

[<4> Section 3.1.4.2](#Appendix_A_Target_4): In Windows, implementations, the OleTxTransactionHeader can be used if and only if an implementation of communication Mode value 0x01 (Singleton-Unsized) or Mode value 0x02 (Duplex) as specified by [[MC-NMF]](file:///E%3A%5CTarget%5CWindows%5CPublished%5CBooks%5CMS-WSRVCAT%5C%5BMC-NMF%5D.pdf) is used and the implementation is provided by NetFx versions 3.0 or 3.5.

# Change Tracking

No table of changes is available. The document is either new or has had no changes since its last release.
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