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# Introduction

The Windows Client Certificate Enrollment Protocol consists of a set of [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) interfaces (as specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0)) that allow clients to request various services from a [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). These services enable X.509 (as specified in [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590)) [**digital certificate**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0) [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef), [**issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f), [**revocation**](#gt_caac8fa2-5e21-43b9-a3fe-be0819b906bf), and property retrieval.

[**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) can be used to store [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) policies for certificate enrollment. An implementation of the protocol that is specified in this document might retrieve Active Directory [**objects (1)**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that define these enrollment policies. Because Active Directory is an independent component with its own protocols, the exact process for Active Directory discovery and objects retrieval is covered in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a).

Familiarity with [**public key infrastructure (PKI)**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) concepts such as asymmetric and symmetric cryptography, digital certificates, and cryptographic [**key exchange**](#gt_ebc12f7b-18ac-4242-af74-58579c403628) is required for a complete understanding of this specification. In addition, a comprehensive understanding of the [X509] standard is required for a complete understanding of the protocol and its usage. For a comprehensive introduction to cryptography and PKI concepts, see [[SCHNEIER]](https://go.microsoft.com/fwlink/?LinkId=817338). PKI basics and [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) concepts are as specified in [X509]. For an introduction to [**certificate revocation lists (CRLs)**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) and revocation concepts, see [[MSFT-CRL]](https://go.microsoft.com/fwlink/?LinkId=90181).

Sections 1.5, 1.8, 1.9, 2, and 3 of this specification are normative. All other sections and examples in this specification are informative.

## Glossary

This document uses the following terms:

**access control list (ACL)**: A list of access control entries (ACEs) that collectively describe the security rules for authorizing access to some resource; for example, an object or set of objects.

**Active Directory**: The Windows implementation of a general-purpose [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e), which uses [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) as its primary access protocol. [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) stores information about a variety of [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the network such as user accounts, computer accounts, groups, and all related credential information used by Kerberos [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is either deployed as Active Directory Domain Services (AD DS) or Active Directory Lightweight Directory Services (AD LDS), which are both described in [[MS-ADOD]](%5bMS-ADOD%5d.pdf#Section_5ff67bf4c14548cb89cd4f5482d94664): Active Directory Protocols Overview.

**advanced certification authority (CA)**: A [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) (server role of the Windows Client Certificate Enrollment Protocol) that supports subprotocols 1–6, as specified in [[MS-WCCE]](%5bMS-WCCE%5d.pdf#Section_446a0fca7f274436965d191635518466) section 1.3.1.

**AIK public key (AIKPub)**: The public key portion of an Attestation Identity Key's private/public key pair.

**attestation**: A process of establishing some property of a computer platform or of a [**trusted platform module (TPM)**](#gt_7288388e-5351-4538-bcb0-deb95e2abced) key, in part through TPM cryptographic operations.

**attestation certificate (AIKCert)**: An X.509 certificate, issued by a Privacy-CA ([TCG-Cred] section 2.6), that contains the public portion of an [**Attestation Identity Key**](#gt_70efa425-6b46-462f-911d-d399404529ab) signed by a Privacy-CA. It states that the public key is associated with a valid TPM. See [TCG-Cred] section 3.4 for more information.

**Attestation Identity Key (AIK)**: An asymmetric (public/private) key pair that can substitute for the Endorsement Key (EK) as an identity for the [**trusted platform module (TPM)**](#gt_7288388e-5351-4538-bcb0-deb95e2abced). The private portion of an AIK can never be revealed or used outside the TPM and can only be used inside the TPM for a limited set of operations. Furthermore, it can only be used for signing, and only for limited, TPM-defined operations.

**attribute**: A characteristic of some [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) or entity, typically encoded as a name/value pair.

**autoenrollment**: An automated process that performs [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) and renewal. For more information about autoenrollment behavior, see [[MS-CERSOD]](%5bMS-CERSOD%5d.pdf#Section_ec4bb5979e734d2ba768621239e21fca).

**backward cross certificate**: Given a set of signing certificates for a specific certificate authority ([**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a)), this certificate is a cross certificate created between one of the certificates in the [**CA's**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) set and a certificate that precedes the set certificate (based on the value of the notBefore field), and has a different public-private key pair than the certificate with the set's.

**big-endian**: Multiple-byte values that are byte-ordered with the most significant byte stored in the memory location with the lowest address.

**binary large object (BLOB)**: A collection of binary data stored as a single entity in a database.

**CA exit algorithm**: An optional addition to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) (WCCE server role) functionality. The algorithm is invoked whenever a certificate is issued. The algorithm can perform customer-defined, post-processing functionality such as publishing the certificate to a predefined path or sending an email message about the issued certificate to an administrator.

**CA policy algorithm**: An algorithm that determines whether to issue a certificate for a specified certificate request and defines how that certificate is constructed.

**CA role separation**: The configuration of a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) to disallow an administrator [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) operator from performing multiple roles on a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) simultaneously. Role separation is the concept of configuring a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) to enhance security by allowing a user to be assigned only a single role, such as auditor, backup manager, administrator, or [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) manager, at one time. Role separation is an optional Common Criteria requirement, as specified in [[CIMC-PP]](https://go.microsoft.com/fwlink/?LinkId=89839).

**certificate**: A certificate is a collection of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and extensions that can be stored persistently. The set of attributes in a certificate can vary depending on the intended usage of the certificate. A certificate securely binds a public key to the entity that holds the corresponding private key. A certificate is commonly used for authentication and secure exchange of information on open networks, such as the Internet, extranets, and intranets. Certificates are digitally signed by the issuing [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) and can be issued for a user, a computer, or a service. The most widely accepted format for certificates is defined by the ITU-T X.509 version 3 international standards. For more information about attributes and extensions, see [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) and [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590) sections 7 and 8.

**certificate enrollment**: The process of acquiring a [**digital certificate**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0) from a [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), which typically requires an end entity to first makes itself known to the CA (either directly, or through a registration authority). This certificate and its associated [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) establish a trusted identity for an entity that is using the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a)–based services and applications. Also referred to as simply "enrollment".

**certificate issuance**: The granting of a [**digital certificate**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0) to an [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) by a [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) as part of the [**certification**](#gt_0c5337ce-7ba3-42b7-aff9-80e82061bbbf) process. Sometimes referred to as simply "issuance".

**certificate renewal request**: An enrollment request for a new certificate where the request is signed using an existing certificate. The renewal request can use the key pair from the existing certificate or a new key pair. After the new certificate has been issued, it is meant (but not required) to replace the older certificate (a renewed certificate).

**certificate revocation list (CRL)**: A list of [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that have been revoked by the [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that issued them (that have not yet expired of their own accord). The list must be cryptographically signed by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that issues it. Typically, the certificates are identified by serial number. In addition to the serial number for the revoked certificates, the CRL contains the revocation reason for each certificate and the time the certificate was revoked. As described in [RFC3280], two types of CRLs commonly exist in the industry. Base CRLs keep a complete list of revoked certificates, while delta CRLs maintain only those certificates that have been revoked since the last issuance of a base CRL. For more information, see [X509] section 7.3, [[MSFT-CRL]](https://go.microsoft.com/fwlink/?LinkId=90181), and [RFC3280] section 5.

**certificate template**: A list of attributes that define a blueprint for creating an X.509 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). It is often referred to in non-Microsoft documentation as a "certificate profile". A [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) is used to define the content and purpose of a [**digital certificate**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0), including issuance requirements (certificate policies), implemented X.509 extensions such as application policies, key usage, or extended key usage as specified in [X509], and enrollment permissions. Enrollment permissions define the rules by which a [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) will issue or deny certificate requests. In Windows environments, [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) are stored as [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) and used by Microsoft enterprise [**CAs**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

**certification**: The [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request and issuance process whereby an end entity first makes itself known to a [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) (directly, or through a registration authority) through the submission of a certificate enrollment request, prior to that [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) issuing a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) or [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for that end entity.

**certification authority (CA)**: A third party that issues [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). Certificates serve to bind public keys to a user identity. Each user and certification authority (CA) can decide whether to trust another user or CA for a specific purpose, and whether this trust should be transitive. For more information, see [RFC3280].

**common name (CN)**: A string attribute of a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that is one component of a [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b). In Microsoft Enterprise uses, a CN must be unique within the forest where it is defined and any forests that share trust with the defining forest. The website or email address of the certificate owner is often used as a common name. Client applications often refer to a [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) by the CN of its signing certificate.

**container**: An [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) in the directory that can serve as the parent for other [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca). In the absence of schema constraints, all [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) would be [**containers**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56). The schema allows only [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of specific classes to be [**containers**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).

**cross certificate**: An [X509] [**digital certificate**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0) issued between two existing independent certification authorities (CAs) for the purpose of extending or constraining [**public key infrastructure (PKI)**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) hierarchies. A [**cross certificate**](#gt_60bf6329-b4b4-432a-b7f2-fd352e45dbfb) is specified in [X509] section 3.3.21. For an introduction to [**cross certificates**](#gt_60bf6329-b4b4-432a-b7f2-fd352e45dbfb) and [**cross certification**](#gt_def5c4bb-8d17-4d7a-bfa7-2bd33064ad98), see [[MSFT-CROSSCERT]](https://go.microsoft.com/fwlink/?LinkId=90182).

**cross-certification**: The [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) issuance process by which two [**certificate authorities (CAs)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), CA1 and CA2, issue specialized certificates so that any [**relying party (RP)**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7) that has CA1 in its trust root but not CA2 can link from CA1 to CA2 and thereby validate [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) in the hierarchy under CA2 and make use of those. For more information on cross-certification, see section 3.5 of [RFC3280]. For an introduction to cross-certificates and cross-certification, see [MSFT-CROSSCERT].

**Cryptographic Message Syntax (CMS)**: A public standard that defines how to digitally sign, digest, authenticate, or encrypt arbitrary message content, as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445).

**cryptographic service provider (CSP)**: A software module that implements cryptographic functions for calling applications that generates digital signatures. Multiple [**CSPs**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e) may be installed. A [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e) is identified by a name represented by a NULL-terminated Unicode string.

**digital certificate**: See the "digital certificate definition standard," as described in [X509].

**digital signature**: A message authenticator that is typically derived from a cryptographic operation using an asymmetric algorithm and [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). When a symmetric algorithm is used for this purpose, the authenticator is typically called a Message Authentication Code (MAC). In some contexts, the term [**digital signature**](#gt_ad0cf6e3-05c3-482d-ab0f-617f91871189) is used to refer to either type of authenticator; however, in this Windows Client Certificate Enrollment Protocol, the term [**digital signature**](#gt_ad0cf6e3-05c3-482d-ab0f-617f91871189) is used only for authenticators created by asymmetric algorithms. For more information, see [SCHNEIER] chapters 2 and 20.

**directory**: The database that stores information about objects such as users, groups, computers, printers, and the [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) that makes this information available to users and applications.

**directory object**: An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca), which is a specialization of the "object" concept that is described in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 1 or [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 1, Introduction, under Pervasive Concepts. An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) can be identified by the objectGUID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of a dsname according to the matching rules defined in [MS-DRSR] section 5.50, DSNAME. The parent-identifying [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (not exposed as an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f)) is parent. [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) are similar to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) entries, as defined in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325); the differences are specified in [MS-ADTS] section 3.1.1.3.1.

**directory service (DS)**: A service that stores and organizes information about a computer network's users and network shares, and that allows network administrators to manage users' access to the shares. See also [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**Distinguished Encoding Rules (DER)**: A method for encoding a data object based on Basic Encoding Rules (BER) encoding but with additional constraints. DER is used to encode X.509 certificates that need to be digitally signed or to have their signatures verified.

**distinguished name (DN)**: A name that uniquely identifies an object by using the [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) for the object, and the names of container objects and domains that contain the object. The distinguished name (DN) identifies the object and its location in a tree.

**Distributed Component Object Model (DCOM)**: The Microsoft Component Object Model (COM) specification that defines how components communicate over networks, as specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0).

**domain**: A set of users and computers sharing a common namespace and management infrastructure. At least one computer member of the set must act as a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and host a member list that identifies all members of the domain, as well as optionally hosting the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) service. The domain controller provides authentication of members, creating a unit of trust for its members. Each domain has an identifier that is shared among its members. For more information, see [[MS-AUTHSOD]](%5bMS-AUTHSOD%5d.pdf#Section_953d700a57cb4cf7b0c3a64f34581cc9) section 1.1.1.5 and [MS-ADTS].

**domain controller (DC)**: The service, running on a server, that implements [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), or the server hosting this service. The service hosts the data store for [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and interoperates with other [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to ensure that a local change to an [**object**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) replicates correctly across all [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as Active Directory Domain Services (AD DS), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) contains full NC replicas of the configuration naming context (config NC), schema naming context (schema NC), and one of the domain NCs in its forest. If the AD DS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is a global catalog server (GC server), it contains partial NC replicas of the remaining domain NCs in its forest. For more information, see [MS-AUTHSOD] section 1.1.1.5.2 and [MS-ADTS]. When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as Active Directory Lightweight Directory Services (AD LDS), several AD LDS [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can run on one server. When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as AD DS, only one AD DS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can run on one server. However, several AD LDS [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can coexist with one AD DS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on one server. The AD LDS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) contains full NC replicas of the config NC and the schema NC in its forest. The domain controller is the server side of Authentication Protocol Domain Support [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e).

**Domain Name System (DNS)**: A hierarchical, distributed database that contains mappings of domain names to various types of data, such as IP addresses. DNS enables the location of computers and services by user-friendly names, and it also enables the discovery of other information stored in the database.

**EK private key (EKPriv)**: The private key portion of an endorsement key's private/public key pair.

**EK public key (EKPub)**: The public key portion of an endorsement key's private/public key pair.

**encryption**: In cryptography, the process of obscuring information to make it unreadable without special knowledge.

**end entity**: The keyholder (person or computer) to whose key or name a particular [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) refers.

**endorsement certificate (EKCert)**: An X.509 certificate issued by a platform manufacturer indicating that the [**trusted platform module (TPM)**](#gt_7288388e-5351-4538-bcb0-deb95e2abced) with the specified endorsement key was built into a specified computer platform. See [[TCG-Cred]](https://go.microsoft.com/fwlink/?LinkId=301945) section 3.2 for more information.

**endorsement key (EK)**: A Rivest-Shamir-Adleman (RSA) public and private key pair, which is created randomly on the [**trusted platform module (TPM)**](#gt_7288388e-5351-4538-bcb0-deb95e2abced) at manufacture time and cannot be changed. The private key never leaves the TPM, while the public key is used for [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) and for encryption of sensitive data sent to the TPM. See [TCG-Cred] section 2.4 for more information.

**enhanced key usage (EKU)**: An extension that is a collection of [**object identifiers (OIDs)**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) that indicate the applications that use the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b).

**enroll**: To request and acquire a [**digital certificate**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0) from a [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). This is typically accomplished through a [**certificate enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) process.

**Enroll On Behalf Of (EOBO)**: A proxy enrollment process in which one user, typically an administrator, enrolls for a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for a second user by using the administrator credentials.

**enrollment agent (EA)**: An entity that can request a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) on behalf of other entities. For more information, see [**Request On Behalf Of (ROBO)**](#gt_08a80e0e-6715-4d38-82a7-05afa3c4e544).

**enterprise certificate authority (enterprise CA)**: A [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that is a member of a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and that uses the [**domain's**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) service to store policy, authentication, and other information related to the operation of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). Specifically, the enterprise CA is a server implementation of the Windows Client Certificate Enrollment Protocol that uses the certificate template data structure (see [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822)) in its [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) implementation.

**exchange certificate**: A [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that can be used for [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5) purposes. This [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) can be used by clients to encrypt their private keys as part of their [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. In Windows environments, an enterprise [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) creates an [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) periodically (by default, weekly), and returns the [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) upon request of a client. For more information, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177).

**forward cross certificate**: Given a set of signing certificates for a specific certificate authority ([**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a)), this certificate is a cross certificate created between one of the certificates in the [**CA's**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) set and a certificate that follows the set certificate (based on the value of the notBefore field), and has a different public-private key pair than the certificate with the set's.

**fully qualified domain name (FQDN)**: An unambiguous domain name that gives an absolute location in the [**Domain Name System's (DNS)**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) hierarchy tree, as defined in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) section 3.1 and [[RFC2181]](https://go.microsoft.com/fwlink/?LinkId=127732) section 11.

**globally unique identifier (GUID)**: A term used interchangeably with universally unique identifier (UUID) in Microsoft protocol technical documents (TDs). Interchanging the usage of these terms does not imply or require a specific algorithm or mechanism to generate the value. Specifically, the use of this term does not imply or require that the algorithms described in [[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) or [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) must be used for generating the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). See also universally unique identifier (UUID).

**Interface Definition Language (IDL)**: The International Standards Organization (ISO) standard language for specifying the interface for remote procedure calls. For more information, see [C706] section 4.

**key**: In cryptography, a generic term used to refer to cryptographic data that is used to initialize a cryptographic algorithm. [**Keys**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) are also sometimes referred to as keying material.

**key archival**: The process by which the entity requesting the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) also submits the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) during the process. The [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) is encrypted such that only a [**key recovery agent**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) can obtain it, preventing accidental disclosure, but preserving a copy in case the entity is unable or unwilling to decrypt data.

**key archival certificate**: See [**key recovery certificate**](#gt_449fe2b7-d985-447c-b318-49902de82c82).

**key attestation**: See [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867).

**key exchange**: A synonym for key establishment. The procedure that results in shared secret keying material among different parties. Key agreement and key transport are two forms of [**key exchange**](#gt_ebc12f7b-18ac-4242-af74-58579c403628). For more information, see [[CRYPTO]](https://go.microsoft.com/fwlink/?LinkId=89841) section 1.11, [[SP800-56A]](https://go.microsoft.com/fwlink/?LinkId=90525) section 3.1, and [[IEEE1363]](https://go.microsoft.com/fwlink/?LinkId=89899) section 3.

**key length**: A value specified by a cryptographic module that indicates the length of the [**public-private key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) and [**symmetric keys**](#gt_0e645d50-eabd-40a6-a7c3-1dc4d8d8b56b) that are used within the module. The [**key length**](#gt_af3b4674-1810-4a2d-9d02-3383984e284c) values are expressed in bits. For more information about cryptographic [**key lengths**](#gt_af3b4674-1810-4a2d-9d02-3383984e284c), see [SP800-56A] section 3.1.

**key recovery agent (KRA)**: A user, machine, or registration authority that has enrolled and obtained a [**key recovery certificate**](#gt_449fe2b7-d985-447c-b318-49902de82c82). A [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) is any entity that possesses a [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) and [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). For more information on [**KRAs**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) and the archival process, see [MSFT-ARCHIVE].

**key recovery certificate**: A [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) with the unique [**object identifier (OID)**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the extended key usage extension for [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7). Also known as [**key archival certificate**](#gt_91dfb8ea-1271-4f64-bacf-1e80c85ddfe7).

**key spec**: Specifies how a given [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) is used within a cryptographic module.

**KEYGEN**: An HTML tag defined by Netscape to allow HTML communications with a browser to trigger [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef). For more information on usage, see [[HTMLQ-keygen]](https://go.microsoft.com/fwlink/?linkid=2165135) and section 1.3.2.4.

**keyholder**: The entity that holds a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) and is therefore capable of signing and decrypting. The [**keyholder**](#gt_43ce30ee-7588-4760-b177-8d94e8739070) of a [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) is defined as the [**keyholder**](#gt_43ce30ee-7588-4760-b177-8d94e8739070) of the corresponding [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca).

**Lightweight Directory Access Protocol (LDAP)**: The primary access protocol for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). Lightweight Directory Access Protocol (LDAP) is an industry-standard protocol, established by the Internet Engineering Task Force (IETF), which allows users to query and update information in a [**directory service (DS)**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e), as described in [MS-ADTS]. The Lightweight Directory Access Protocol can be either version 2 [[RFC1777]](https://go.microsoft.com/fwlink/?LinkId=90290) or version 3 [[RFC3377]](https://go.microsoft.com/fwlink/?LinkID=91337).

**little-endian**: Multiple-byte values that are byte-ordered with the least significant byte stored in the memory location with the lowest address.

**object**: (1) In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), an entity consisting of a set of attributes, each attribute with a set of associated values. For more information, see [MS-ADTS]. See also [**directory object**](#gt_407dbc2c-3140-4e31-9085-0087e2d3bab2).

(2) In the [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) protocol, a software entity that implements one or more object remote protocol (ORPC) interfaces and which is uniquely identified, within the scope of an object exporter, by an object identifier (OID). For more information, see [MS-DCOM].

**object identifier (OID)**: In the Lightweight Directory Access Protocol (LDAP), a sequence of numbers in a format described by [[RFC1778]](https://go.microsoft.com/fwlink/?LinkId=90291). In many LDAP directory implementations, an OID is the standard internal representation of an attribute. In the directory model used in this specification, the more familiar ldapDisplayName represents an attribute.

**object remote procedure call (ORPC)**: A remote procedure call whose target is an interface on an object. The target interface (and therefore the object) is identified by an interface pointer identifier (IPID).

**opnum**: An operation number or numeric identifier that is used to identify a specific remote procedure call (RPC) method or a method in an interface. For more information, see [C706] section 12.5.2.12 or [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15).

**principal**: A unique entity identifiable by a security identifier (SID) that is typically the requester of access to securable [**objects**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) or resources. It often corresponds to a human user but can also be a computer or service. It is sometimes referred to as a security principal.

**private key**: One of a pair of keys used in public-key cryptography. The private key is kept secret and is used to decrypt data that has been encrypted with the corresponding public key. For an introduction to this concept, see [CRYPTO] section 1.8 and [IEEE1363] section 3.1.

**pseudo-random number generator (PRNG)**: An algorithm that generates values (numbers, bits, and so on) that give the appearance of being random from the point of view of any known test. If initialized with a true random value (called its "seed"), the output of a cryptographically strong PRNG will have the same resistance to guessing as a true random source.

**public key**: One of a pair of keys used in public-key cryptography. The public key is distributed freely and published as part of a [**digital certificate**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0). For an introduction to this concept, see [CRYPTO] section 1.8 and [IEEE1363] section 3.1.

**public key algorithm**: An asymmetric cipher that uses two cryptographic keys: one for encryption, the public key, and the other for decryption, the private key. In signature and verification, the roles are reversed: public key is used for verification, and private key is used for signature generation. Examples of public key algorithms are described in various standards, including Digital Signature Algorithm (DSA) and Elliptic Curve Digital Signature Algorithm (ECDSA) in FIPS 186-2 ([[FIPS186]](https://go.microsoft.com/fwlink/?LinkId=89869)), RSA in PKCS#1 ([[RFC8017]](https://go.microsoft.com/fwlink/?linkid=2164409)), the National Institute of Standards and Technology (NIST) also published an introduction to public key technology in SP800-32 ([[SP800-32]](https://go.microsoft.com/fwlink/?LinkId=90524) section 5.6).

**public key infrastructure (PKI)**: The laws, policies, standards, and software that regulate or manipulate certificates and public and private keys. In practice, it is a system of [**digital certificates**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0), [**certificate authorities (CAs)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), and other registration authorities that verify and authenticate the validity of each party involved in an electronic transaction. For more information, see [X509] section 6.

**public-private key pair**: The association of a public key and its corresponding private key when used in cryptography. Also referred to simply as a "key pair". For an introduction to public-private key pairs, see [IEEE1363] section 3.

**registration authority (RA)**: The authority in a [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) that verifies user requests for a digital certificate and indicates to the [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that it is acceptable to issue a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).

**relative distinguished name (RDN)**: In the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) directory service, the unique name of a child element relative to its parent in Active Directory. The RDN of a child element combined with the fully qualified domain name (FQDN) of the parent forms the FQDN of the child.

**relying party (RP)**: The entity (person or computer) using information from a certificate in order to make a security decision. Typically, the RP is responsible for guarding some resource and applying access control policies based on information learned from a certificate.

**Request On Behalf Of (ROBO)**: A request process that is used during a proxy [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) process in which one user, typically an administrator, enrolls for a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for a second user by using the administrator credentials.

**revocation**: The process of invalidating a certificate. For more details, see [RFC3280] section 3.3.

**Rivest-Shamir-Adleman (RSA)**: A system for public key cryptography. [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) is specified in [RFC8017].

**root CA**: A type of [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that is directly trusted by an end entity, including a relying party; that is, securely acquiring the value of a root CA public key requires some out-of-band steps. This term is not meant to imply that a root CA is necessarily at the top of any hierarchy, simply that the CA in question is trusted directly (as specified in [[RFC2510]](https://go.microsoft.com/fwlink/?LinkId=90362)). A root CA is implemented in software and in Windows, is the topmost CA in a CA hierarchy, and is the trust point for all certificates that are issued by the CAs in the CA hierarchy. If a user, computer, or service trusts a root CA, it implicitly trusts all certificates that are issued by all other CAs in the CA hierarchy. For more information, see [RFC3280].

**root certificate**: A self-signed [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that identifies the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) of a root [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) and has been trusted to terminate a certificate chain.

**sanitized name**: The form of a [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) name that is used in file names (such as for a [**certificate revocation list (CRL)**](#gt_4f22841f-249b-42fb-a31a-5049c00be939); see [MSFT-CRL] for more information) and in other contexts where character sets are restricted. The process of sanitizing the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) name is necessary to remove characters that are illegal for file names, registry key names, or [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) values, or that are illegal for technology-specific reasons.

**SHA-1 hash**: A hashing algorithm as specified in [[FIPS180-2]](https://go.microsoft.com/fwlink/?LinkId=89868) that was developed by the National Institute of Standards and Technology (NIST) and the National Security Agency (NSA).

**signing certificates**: The [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that represents the identity of an entity (for example, a [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), a web server or an S/MIME mail author) and is used to verify signatures made by the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) of that entity. For more information, see [RFC3280].

**standalone CA**: A [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that is not a member of a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For more information, see [[MSFT-PKI]](https://go.microsoft.com/fwlink/?LinkId=90202).

**standard CA**: A [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) (server role of the Windows Client Certificate Enrollment Protocol) that supports subprotocols 1–5, as specified in section 1.3.1.

**subordinate CA**: A type of [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that is not a [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4) for a [**relying party (RP)**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7) or for a client. A [**subordinate CA**](#gt_8944be61-749a-43da-9374-0f8e7ad88a09) is a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) whose [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) is signed by some other [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), as specified in [RFC2510].

**symmetric key**: A secret key used with a cryptographic symmetric algorithm. The key needs to be known to all communicating parties. For an introduction to this concept, see [CRYPTO] section 1.5.

**Triple Data Encryption Standard**: A block cipher that is formed from the Data Encryption Standard (DES) cipher by using it three times.

**trust**: To accept another authority's statements for the purposes of authentication and authorization, especially in the case of a relationship between two domains. If [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A trusts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B, [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A accepts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B's authentication and authorization statements for [**principals**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) represented by security principal objects in [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B; for example, the list of groups to which a particular user belongs. As a noun, a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) is the relationship between two [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) described in the previous sentence.

**trust root**: A collection of root CA keys trusted by the RP. A store within the computer of a relying party that is protected from tampering and in which the root keys of all root CAs are held. Those root keys are typically encoded within self-signed certificates, and the contents of a trust root are therefore sometimes called [**root certificates**](#gt_d53eb61f-6648-40df-b29a-f51520a9db40).

**trusted platform module (TPM)**: A component of a trusted computing platform. The TPM stores keys, passwords, and digital certificates. See [[TCG-Architect]](https://go.microsoft.com/fwlink/?LinkId=301944) for more information.

**Universal Naming Convention (UNC)**: A string format that specifies the location of a resource. For more information, see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.57.

**user principal name (UPN)**: A user account name (sometimes referred to as the user logon name) and a domain name that identifies the domain in which the user account is located. This is the standard usage for logging on to a Windows domain. The format is: someone@example.com (in the form of an email address). In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the userPrincipalName attribute of the account object, as described in [MS-ADTS].

**UTF-16**: A standard for encoding Unicode characters, defined in the Unicode standard, in which the most commonly used characters are defined as double-byte characters. Unless specified otherwise, this term refers to the UTF-16 encoding form specified in [[UNICODE5.0.0/2007]](https://go.microsoft.com/fwlink/?LinkId=154659) section 3.9.

**UTF-8**: A byte-oriented standard for encoding Unicode characters, defined in the Unicode standard. Unless specified otherwise, this term refers to the UTF-8 encoding form specified in [UNICODE5.0.0/2007] section 3.9.

**Windows registry**: The Windows implementation of the registry.

**MAY, SHOULD, MUST, SHOULD NOT, MUST NOT:** These terms (in all caps) are used as defined in [[RFC2119]](https://go.microsoft.com/fwlink/?LinkId=90317). All statements of optional behavior use either MAY, SHOULD, or SHOULD NOT.
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## Overview

The Windows Client Certificate Enrollment Protocol is built from two [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) interfaces: [ICertRequestD](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2](#Section_0949770a30f94e12a31739aa6f46c4f9), successive versions. The two DCOM interfaces allow a client to interact with a CA to request a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) and to obtain certain information about the CA. This document specifies the protocol, the Windows Client Certificate Enrollment Protocol, but also specifies certain elements of the behavior of the client and the CA (the server), because those behaviors are reflected in or influence protocol behavior.

The Windows Client Certificate Enrollment Protocol occurs between one client and one server. However, the client and the server are subject to variation, so the enrollment process can appear very complex. Other machines and services can also interact with the client and/or the server during enrollment, but those interactions depend on the particular variations in use.

Two elements of a server are subject to variation. These elements are independent of each other and independent of the implementation of the Windows Client Certificate Enrollment Protocol stack. This protocol specification refers to these elements as follows:

* [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71)

This algorithm determines 1) whether to issue the certificate requested, and 2) how to populate the fields of a certificate that is issued.

* [**CA exit algorithm**](#gt_240a9746-c99e-4765-a9ee-6d60f1a9ffd1)

The optional algorithm that is invoked when a certificate is issued. This algorithm might store a copy of that certificate in one or more repositories, or the algorithm might make a log entry or notify some person of the [**issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) of the certificate.

The variants of interest in the CA policy algorithm are as follows:

* Hard-coded

A policy algorithm that performs the same operation on certificate requests regardless of the information specified in the request is called a hard-coded policy algorithm. A simple, hard-coded policy algorithm might issue any certificate that is requested.

* Manual

A policy algorithm that requires human intervention in order to determine whether or not to issue a certificate is called a manual policy algorithm. A simple manual policy algorithm accepts the requester's choice of certificate fields, presents the requested certificate to an administrator, and asks the administrator whether or not to issue the certificate.

* Policy-driven via [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e)

A policy algorithm that determines whether or not to issue certificates based on enrollment policies specified in a certificate template [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822). Each certificate template in a collection of certificate templates describes a kind of certificate with its fields. The security descriptor on the certificate template provides an [**access control list (ACL)**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) that can include the Enroll permission for an individual or, more typically, a group of individuals. A policy algorithm that strictly implements a policy stored as certificate templates is described in section [3.2.2.6.2.1.4](#Section_e8e51249b699400497decb8cbe2c4c9c).

**Note**  The capability to base certificate policy on user types is not available for a [**standalone CA**](#gt_6593a312-1130-482c-aa85-6840f7b1859f) since standalone CAs do not support the use of certificate templates.

One aspect of a client subject to variation is whether certificate templates are used to form certificate requests.

### High-Level Protocol Operations

The high-level operations performed by the Windows Client Certificate Enrollment Protocol are the following:

1. Request a new [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for the client directly from the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). (For more information, see section [3.1.1.4.3.1](#Section_5658ef9235ad40be8eb0004575df747a).) This operation makes one [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) or [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) call from the client to the CA.
2. Get a new certificate on behalf of another through a [**Request On Behalf Of (ROBO)**](#gt_08a80e0e-6715-4d38-82a7-05afa3c4e544) process. The [**registration authority (RA)**](#gt_8afbead6-bab7-44e7-a69b-d92247740f69) requests a certificate on behalf of a client – a person (usually) or machine (potentially). For more information, see section [3.1.1.4.3.3](#Section_31361da873b24858acccb58d51841ebd). This operation makes one ICertRequestD::Request or ICertRequestD2::Request2 call from the RA to the CA.
3. Renew a certificate in which the client requests a certificate (presumably with a later expiration date) to replace an old certificate that is reaching its end of life (for more information, see section [3.1.1.4.3.2](#Section_04850730e9f94835888eadaa292059e1)). This operation makes one ICertRequestD::Request or ICertRequestD2::Request2 call from the client to the CA.
4. Get CA properties in which a client or RA queries the CA for its configuration and state (for more information, see sections [3.1.1.4.4](#Section_004fa883b79046bfb33a5f12830a2c70), [3.1.1.4.6](#Section_c2b0523a67bd4eea88fc80bfa926a32a), and [3.1.1.4.7](#Section_daa01aa7d9f9498f9f426f19c788c6df)). This operation makes one [ICertRequestD::GetCACert](#Section_bb9b82e84ddc4615a8146e1ccd0fca3c) or [ICertRequestD2::GetCAProperty](#Section_7c715f9fdb5041c3abfc0021c6390d4e) call to the CA.
5. Issue a Ping request against a CA in which an [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) or RA queries the CA to discover availability of the CA service (for more information, see section [3.1.1.4.5](#Section_5d043590080743acb6a80afcdda498bc)). This operation makes one [ICertRequestD::Ping](#Section_d01c6184610d4592b61ce4af8125bb1b) or [ICertRequestD2::Ping2](#Section_7345ed19bb504984ab2235227610c6a4) call to the CA.
6. Archive a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) where a client uses a [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) belonging to the CA to encrypt a copy of the private key corresponding to an [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5) certificate and sends that encrypted private key to the CA for archiving. This archiving is an optional subprotocol, with security considerations specified in section [5.1.10](#Section_95f13be7e0e94e589762228bb086e7f7). (For more information, see section [3.1.1.4.3.6](#Section_debd8c3441c146ba8cc29d9bc4f8ffef).) This operation makes two calls from the client to the CA: ICertRequestD::GetCACert or [ICertRequestD2::GetCAProperty](#Section_767fe54b73f74fd199c84447b0953817) to retrieve the CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190), followed by ICertRequestD::Request or ICertRequestD2::Request2 to deliver a certificate request including the encrypted private key.

### Concepts

The following topics specify concepts and technologies used by the Windows Client Certificate Enrollment Protocol.

#### Key Archival

The Windows Client Certificate Enrollment Protocol allows clients to archive (escrow) a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) with a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). Enterprise [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7) policy is communicated by setting the CT\_FLAG\_REQUIRE\_PRIVATE\_KEY\_ARCHIVAL flag in [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e).

The key archival policy serves two functions:

* Backup-Protects the private key from loss for the benefit of the [**keyholder**](#gt_43ce30ee-7588-4760-b177-8d94e8739070).
* Escrow-Prevents the keyholder from keeping the encrypted data secret from the enterprise.

With respect to the first function, key archival policy is allowed. With respect to the second function, key archival policy is required.

The CA's [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) is used to transport the client's private key for archiving.

It is the responsibility of the CA to protect archived private keys from disclosure to unauthorized parties. How that protection is accomplished is up to the implementer of the CA. For more information on security considerations around key archival, see section [5.1.10](#Section_95f13be7e0e94e589762228bb086e7f7). For processing rules concerning key archival, see section [3.2.2.6.2.1.2.2](#Section_3b391d9e39aa4e8fb052ff7a7715dbaf).

#### Key Attestation

The [**trusted platform module (TPM)**](#gt_7288388e-5351-4538-bcb0-deb95e2abced) can be used to create cryptographic public/private [**key pairs**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) in such a way that the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) can never be revealed or used outside the TPM (that is, the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) is non-migratable). This type of key can be used to guarantee that a certain cryptographic operation occurred in the TPM of a particular computer by virtue of the fact that any operation that uses the private key of such a key pair must occur inside that specific TPM.

It can also be useful to be able to cryptographically prove such a property of a key, so that a [**relying party**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7) can know that any use of the private key must have occurred inside that TPM.

An [**Attestation Identity Key (AIK)**](#gt_70efa425-6b46-462f-911d-d399404529ab) is used to provide such a cryptographic proof by signing the properties of the non-migratable key and providing the properties and signature to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) for verification. Since the signature is created using the AIK private key, which can only be used in the TPM that created it, the CA can [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) that the attested key is truly non-migratable and cannot be used outside that TPM.

A CA needs to know that it can trust an AIK, and that it is not being provided just any key that was created outside a TPM and can be used anywhere. This trust is formed by AIK activation, which is a process defined by the TPM that can be used to transfer trust from a TPM [**endorsement key (EK)**](#gt_cb6e93f4-07e0-4b4a-8707-47d6db4d41aa) to an AIK.

A TPM EK is another public/private key pair of which the private portion never leaves the TPM, but the EK is the root of the TPM's identity, and should be assumed to be unchangeable. As the root of the TPM's identity, there has to be a way to establish trust in the EK so that CA can have some degree of trust that the private portion of the EK will never be used outside the TPM.

Windows server supports the following methods for establishing trust in a TPM device:

1. Trust module key validation where a SHA2 hash of the client-provided [**EK public key (EKPub)**](#gt_c6280114-73da-4cda-91c5-4eeb6687dc68) or [**AIK public key (AIKPub)**](#gt_5d5ac23a-877a-45f7-b335-41c40f48f96d) is checked against an administrator-managed list. For processing rules, see section [3.2.2.6.2.1.2.5.2](#Section_b37836dab2a74ae7a596a42aa7b32342).
2. Trust module [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) validation where the chain for the client-provided EK certificate ([[TCG-Cred]](https://go.microsoft.com/fwlink/?LinkId=301945) section 3.2) or AIK certificate is built and verified to chain up to an administrator-selected list of CAs and root CAs. For processing rules, see section [3.2.2.6.2.1.2.5.1](#Section_e406bafe5882437da68ab8427f62bf84).
3. Trust the calling client's assertion that the EKPub is from a TPM. For processing rules, see section [3.2.2.6.2.1.2.5](#Section_820e4b9ed3fc46418bb59063b0744391).

The Windows Client Certificate Enrollment Protocol allows clients and CAs to perform [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb).[<1>](#Appendix_A_1" \o "Product behavior note 1) Enterprise key attestation is communicated by setting either of the following flags in the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e): CT\_FLAG\_ATTEST\_REQUIRED or CT\_FLAG\_ATTEST\_PREFERRED.

#### Certificate Transparency

Per [[RFC6962]](https://go.microsoft.com/fwlink/?linkid=867272), Certificate Transparency is a scheme that allows [**digital certificates**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0) to be issued in a manner that is monitorable and auditable by a compliant operator. Issued certificates are added to publicly available logs either before or after certificate issuance, and these logs can be called on by any application for proof of inclusion.

Any digital certificate issued by Windows Server v1803 operating system[<2>](#Appendix_A_2" \o "Product behavior note 2) can be trivially submitted to a Certificate Transparency Log.

In addition, Windows Server v1803 supports the submission of digital certificates to Certificate Transparency Logs prior to issuance via signed **precertificates**, as defined in [RFC6962]. For processing rules, see sections [3.1.1.4.3.5](#Section_52e6e06c3d5d47569e71aff7ad2117b5) and [3.2.1.4.2.1.4.3](#Section_58a7590969f543e7bde9ff5975440f4a).

#### Netscape KEYGEN Tag

The Netscape browsers implement their own store mechanism for [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) and [**keys**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) and have their own [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) request syntax, using HTTP and HTML.
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Figure 1: Netscape enrollment

The Windows Client Certificate Enrollment Protocol supports Netscape enrollment, as shown in the preceding figure. The impact on the protocol defined in this specification is that structures defined in "Netscape Extensions for User Key Generation Communicator 4.0 Version" are supported as certificate requests. For more information, see [[HTMLQ-keygen]](https://go.microsoft.com/fwlink/?linkid=2165135).

The process is:

The client machine's (Netscape) browser connects to a web page served by a web server that serves as a registration authority [**RA**](#gt_8afbead6-bab7-44e7-a69b-d92247740f69).

1. The web page delivered by the web server to the client includes the <[**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b)> tag. For more information, see [HTMLQ-keygen].
2. In response to the <KEYGEN> tag, the browser generates a [**public-private key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) and builds a certificate enrollment request in a format defined by Netscape.
3. This request is delivered back to the web server with additional parameters.
4. The web server takes those parameters, builds a new request, and sends it to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) using the WCCE protocol, noting in the call that its parameters are in Netscape format (for more information, see sections [2.2.2.6.4](#Section_e0c8660cf2994725b09020354b1db9a6) and [3.1.1.4.3.1.4](#Section_72522b28d2f2470cac14fcfdbe649a1a)).
5. The CA returns a certificate in response to that request to the RA (for more information, see section [3.2.2.6.2.1.4](#Section_e8e51249b699400497decb8cbe2c4c9c)).
6. The RA returns the certificate issued in step 6 to the Netscape browser over HTTP.

**Note**  Only steps 5 and 6 are specified in this document.

#### Sanitizing Common Names

[**Lightweight Directory Access Protocol (LDAP)**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) limits subelements to a maximum of 64 [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) characters. Because the Windows Client Certificate Enrollment Protocol uses [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) to communicate with the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) for retrieval and storage of [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) and [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e), objects with longer names (in excess of 64 [UNICODE] characters) necessitates sanitation.

The algorithm for creating a [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8) is specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c).

In the following example, the number sign (#) is replaced by !0023, the percent (%) is replaced by !0025, and the carat symbol (^) is replaced by !005e.

1. Original Name: 'LongCAName(WithSpeci@#$%^Characters'
2. Sanitized Name: 'LongCAName!0028WithSpeci@!0023$!0025!005eCharacters'

The algorithm for creating a sanitized name is specified in section 3.1.1.4.1.1.

### Information for Certificate Templates

When an enterprise operates its [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) with [**certificate issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) that is controlled through [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e), the CA is bound to issue only those [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that fit a particular template. Each user that requests [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) must have been granted access to the template that is specified in the enrollment request. In this environment, the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) contains the list of available certificate templates. The [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) also contains a list of certificate templates for which a given certificate authority can issue certificates.

For information on server processing rules for certificate templates, see section [3.2.2.6.2.1.4.1](#Section_618911a18a8f4833b10c18db23c18c57).

#### Template IDs

[**Certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) are designed to be stored in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), although any [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) accessible by [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) can hold certificate templates.[<3>](#Appendix_A_3" \o "Product behavior note 3)

Certificate templates constitute data that are shared among multiple computers and that therefore might not be current.

To accommodate nonfreshness of certificate templates, the certificate template data structure, as specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822), includes fields that can address freshness. These are:

* **msPKI-Template-Template-OID**: The template's [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2)
* **revision**: The template's major revision number
* **msPKI-Template-Minor-Revision**: The template's minor revision number

If a customer who modifies a template would like to distinguish the new template from the previous one, that customer either can generate a new OID for the modified template, or can give the new template a higher major or minor revision value.[<4>](#Appendix_A_4" \o "Product behavior note 4)

If client software requires a template of a particular revision level or a particular OID, it can request a template by that OID and revision value. The protocol as defined here notifies the client whether the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) with which it is communicating has a template of that OID and at least that revision value; otherwise, the protocol returns an error. For more information, see section [3.1.2.4.2.2](#Section_2125c7c22df044c0b6f541304f893076) and its subsections.

**Note**  The protocol does not guarantee that the client and server implementations connect to the same Active Directory instance to retrieve templates. In addition, [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) does not guarantee that at any time two instances of Active Directory will be in sync and store the same data. Because of these limitations, the following scenarios are possible:

* Permission changes are available to the client but are not available to the server, and vice versa.
* Template modifications are available to the client but are not available to the server, and vice versa.

Certificate templates were designed to resolve some of the sync issues by allowing the client to identify the version of the certificate template it used when constructing the request. Specifications for the syntax of the template revision can be found in section [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf).

In case of template version mismatch between the client and the server, the server fails a request that refers to a template with a higher version than the server has in its replica. If the server has a higher version than the one requested, the server uses the highest version available.

#### Implementations Without Templates

If a vendor chooses to implement a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) without using templates, as specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822), then the "template names" and "template version number and OID" (as they are called in this document) become merely policy identifiers. It is then up to the vendor of the CA to write the code that maps from these policy identifiers to [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) bodies that correspond to those requests.

#### Modifying Templates

A set of default templates is documented in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822). However, a customer is free at any time to create new templates, delete existing ones, or modify templates.[<5>](#Appendix_A_5" \o "Product behavior note 5) A template is a normal [**directory object**](#gt_407dbc2c-3140-4e31-9085-0087e2d3bab2) accessed through [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d). Any new or existing software capable of modifying LDAP objects can be used. By editing [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e), a customer can express custom [**certificate issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) policy.

#### Permissions on Templates

A template object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) has an [**ACL**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395), as does every object in Active Directory. A customer can set those ACLs so that users (or groups of users) have read permission only for templates for [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) (thus, for certificate requests) that are available to those users. In addition, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) enforces a permission, enroll, which is associated with a template object, by honoring a certificate request from a given user only if that user has [**enroll**](#gt_cf66f877-3541-4fe8-907a-653989421810) permission for the template that corresponds to that request.

If a non-Microsoft implementation of the CA wants to avoid using templates but still wants this kind of access control, then it needs to implement that access control in some other manner.

## Relationship to Other Protocols

The Windows Client Certificate Enrollment Protocol depends on the Distributed Component Object Model (DCOM) Remote Protocol [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0). The DCOM Remote Protocol is built on top of the Remote Procedure Call Protocol Extensions (RPCE) [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15), and the Windows Client Certificate Enrollment Protocol accesses RPCE directly to obtain certain security settings for the client-to-server connections. The Windows Client Certificate Enrollment Protocol depends on the Netlogon Remote Protocol Specification [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) for locating the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

The Windows Client Certificate Enrollment Protocol uses the Hypertext Transfer Protocol -- HTTP/1.1 [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372) for retrieving CRLs. When using HTTP, the behavior will be to use HTTP v1.1 (see [RFC2616]) on port 80 unless one of the following cases:

* The URL has a prefix of "https://" in which case it uses port 443.
* A URL explicitly specifies an alternative port, or the processing rule explicitly requests an alternative port.

The HTTP v1.1 behavior is to use persistent connections.

The Windows Client Certificate Enrollment Protocol uses the DCOM Remote Protocol to create and use [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) [**object (2)**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) references to server objects, as specified in section [2.1](#Section_43af938c071d4568b1a37ed75a953012) of this document and [MS-DCOM] section 3.2.4.1. The Windows Client Certificate Enrollment Protocol also uses the DCOM Remote Protocol to select authentication settings. The specific parameters passed from the Windows Client Certificate Enrollment Protocol to the DCOM Remote Protocol are specified in section 2.1.

Using input from a higher-layer protocol or application, the DCOM Remote Protocol negotiates its authentication method and settings by using the Generic Security Service Application Programming Interface (GSS-API) (as specified in [[RFC2478]](https://go.microsoft.com/fwlink/?LinkId=90360)), and these settings are in turn passed to the activation request and [**object remote procedure calls (ORPC)**](#gt_d4ad46fe-cbab-43f2-a125-b2f125824f33) made by the DCOM client to the DCOM server, as specified in [MS-DCOM] sections 3.2.4.1.1.2 and 3.2.4.2. The following figure shows the layering of the protocol stack.
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Figure 2: Windows Client Certificate Enrollment protocol stack

Data structures that are defined in the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) structure specification (see [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822)), can be retrieved over [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d), as specified in [[RFC2559]](https://go.microsoft.com/fwlink/?LinkId=90368), and used by the Windows Client Certificate Enrollment Protocol.

The Certificate Services Remote Administration Protocol [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) is a management protocol for the Windows Client Certificate Enrollment Protocol server. When implemented together Windows Client Certificate Enrollment Protocol shares ADM with Certificate Services Remote Administration Protocol [MS-CSRA] as specified in sections [3.2.1.1](#Section_a9f2c928fe9b4d18a3acb6c910337ab6) and [3.2.1.1.3](#Section_4d38b63e95274d1692d2ea38b6252917).

The ICertPassage Remote Protocol [[MS-ICPR]](%5bMS-ICPR%5d.pdf#Section_9b8ed6056b0041d19a2a9897e40678fc) is another [**certificate enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) protocol that is built directly on top of the Remote Procedure Call Protocol Extensions (RPCE) [MS-RPCE]. When implemented together the Windows Client Certificate Enrollment Protocol shares some of its ADM with ICertPassage Remote Protocol [MS-ICPR], as specified in [MS-ICPR] 3.1.1 and 3.2.1.

The Encrypting File System Remote (EFSRPC) Protocol [[MS-EFSR]](%5bMS-EFSR%5d.pdf#Section_08796ba801c8487292211000ec2eff31) depends on the Windows Client Certificate Enrollment Protocol.

Indirectly, as an example, other protocols that rely on [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for authentication (such as the Transport Layer Security Protocol (TLS), [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324)) can use this protocol for certificate enrollment and [**issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f).

## Prerequisites/Preconditions

The configuration elements defined in section [3.2.1.1.4](#Section_b3ac7b468ea7440da4c5656bb1286d56) are available. Server implementations that also implement the Certificate Services Remote Administration Protocol, specified in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813), or the ICertPassage Remote Protocol, specified in [[MS-ICPR]](%5bMS-ICPR%5d.pdf#Section_9b8ed6056b0041d19a2a9897e40678fc), use the same configuration data elements, defined in section 3.2.1.1.4 as "public", for those implementations.

## Applicability Statement

The Windows Client Certificate Enrollment Protocol is applicable to an environment in which clients benefit from the capability to interact with the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) in order to [**enroll**](#gt_cf66f877-3541-4fe8-907a-653989421810) or manage [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).

## Versioning and Capability Negotiation

This document covers versioning issues in the following areas.

* **Interface support**: The Windows Client Certificate Enrollment Protocol uses [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0) to determine interface support, as specified in section [3.1.1.4](#Section_022869de72414562a8a901a69bb9fd48).

## Vendor-Extensible Fields

A vendor that implements a customized [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) or [**CA exit algorithm**](#gt_240a9746-c99e-4765-a9ee-6d60f1a9ffd1) MUST NOT return an implementation description identical to the one implemented by Microsoft: "Windows default". The returned value of the implementation description is specified in section [3.2.1.4.3.2.4](#Section_0260c053d8654242ab21af14c63b8241) and [3.2.1.4.3.2.5](#Section_92deb4d9416b45619f25a64acbb43874).

## Standards Assignments

No standards assignments have been received for the Windows Client Certificate Enrollment Protocol described in this document. All values used in these extensions are in private ranges.

The following table contains the Remote Procedure Call (RPC) interface universally unique identifiers (UUIDs) for all the interfaces that are part of the Windows Client Certificate Enrollment Protocol.

| Parameter | Value | Reference |
| --- | --- | --- |
| RPC Interface UUID for ICertRequestD | {d99e6e70-fc88-11d0-b498-00a0c90312f3} | [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section A.2.5. |
| RPC Interface UUID for ICertRequestD2 | {5422fd3a-d4b8-4cef-a12e-e87d4ca22e90} | [C706] section A.2.5. |
| CLSID for CCertRequestD (the class [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0)  that implements the ICertRequestD and ICertRequestD2 interfaces) | {d99e6e74-fc88-11d0-b498-00a0c90312f3} | [C706] section A.2.5. |

# Messages

The following sections specify how Windows Client Certificate Enrollment Protocol messages are transported and their syntax.

## Transport

The Distributed Component Object Model (DCOM) Remote Protocol [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0) is used as the transport protocol.

The Windows Client Certificate Enrollment Protocol uses [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) to create and use DCOM [**object (2)**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) references to server objects.

Windows Client Certificate Enrollment Protocol clients initialize a connection to the Windows Client Certificate Enrollment Protocol server by creating and executing a DCOM activation request. As a result of this DCOM activation, the Windows Client Certificate Enrollment Protocol client can use the DCOM client to call the methods specified in this document. The activation process is detailed in [MS-DCOM] section 3.2.4.

The RPC version number for all interfaces MUST be 0.0.

[MS-DCOM] section 3.2.4.1 specifies the various elements that an application using DCOM passes to the DCOM client as part of the initial activation request. Below are the values that the Windows Client Certificate Enrollment Protocol sends to the DCOM layer.

General DCOM settings:

* Remote server name the application-supplied remote server name as specified in [MS-DCOM] section 3.2.4.2. The Windows Client Certificate Enrollment Protocol client sends the name of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) server.
* Class identifier (CLSID) of the object requested. This value is implementation-specific.
* Interface identifier(s) (IID) of interface(s) requested (see section [1.9](#Section_10218604800e43a98c86ade45479faa8)).

Security settings ([MS-DCOM] section 3.2.4.1.1.2):

* Security provider: RPC\_C\_AUTHN\_GSS\_NEGOTIATE (9).
* Authentication level: SHOULD be set to RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY (0x06).

Windows clients typically set the authentication level to RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY (0x06).[<6>](#Appendix_A_6" \o "Product behavior note 6)

If a certificate authority (CA) server has IF\_ENFORCEENCRYPTICERTREQUEST set (section [3.2.1.1.4](#Section_b3ac7b468ea7440da4c5656bb1286d56)) and the RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY (0x06) authentication level ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.8) is not specified by the client for certificate-request operations, the CA MUST deny a connection to the client and return a non-zero error. If a CA server has IF\_ENFORCEENCRYPTICERTADMIN set (section 3.2.1.1.4) and the RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY (0x06) authentication level is not specified by the client for certificate administrative operations, the CA MUST deny a connection to the client and return a non-zero error.[<7>](#Appendix_A_7" \o "Product behavior note 7)

As a result of the security provider and authentication level used, there is a negotiation between the client and server security providers that results in either NTLM, as specified in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4), or Kerberos, as specified in [[RFC4120]](https://go.microsoft.com/fwlink/?LinkId=90458) and [[MS-KILE]](%5bMS-KILE%5d.pdf#Section_2a32282edd484ad9a542609804b02cc9), being used as the authentication method.

* Impersonation level: RPC\_C\_IMP\_LEVEL\_IMPERSONATE (3).

This means the server can use the client's security context while acting on behalf of the client, to access local resources such as files on the server.

* Authentication identity and credentials: NULL.

Passing NULL authentication identity and credentials for the RPC\_C\_AUTHN\_GSS\_NEGOTIATE security provider means that the [**ORPC**](#gt_d4ad46fe-cbab-43f2-a125-b2f125824f33) call uses the identity and credentials of the higher-layer application.

Default values, as specified in [MS-DCOM], are used for all DCOM inputs not specified above, such as Security Principal Name (SPN), client and prototype context property buffers, and their context property identifiers.

## Common Data Types

### BYTE

A **BYTE** is an 8-bit value. This data type maps to the byte base [**Interface Definition Language (IDL)**](#gt_73177eec-4092-420f-92c5-60b2478df824) type, as specified in [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section 4.2.9.5.

This type is declared as follows:

1. typedef byte BYTE;

### Common Structures

This section defines the structures used by the Windows Client Certificate Enrollment Protocol. These structures are used when a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request is submitted to the server and as part of the server's response. Use of these structures is specified in section [3.2.1.4](#Section_0d0adba6b854420d94863216c0ab27d5).

All communications of [**binary large objects (BLOBs)**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) between the client and server use the [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) data structure (which also takes the acronym BLOB). The CERTTRANSBLOB data structure contains a length and a pointer to a byte array. The type of content, stored in the byte array buffer, depends on the particular call context.

A BLOB contains any one of the following:

* **CATRANSPROP**: A structure used to return information for [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) properties, as specified in section [2.2.2.3](#Section_8116912a59e6484983dd77b39b6370e0).
* **CAINFO**: A structure that contains basic information on the CA, as specified in section [2.2.2.4](#Section_4fa5241cd10e401187e0c74753d725a3).
* An ASN.1 (as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593))-encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)), PKCS #10 (as specified in [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401)), or CMC (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)) request certificate submitted to the CA, as specified in section [2.2.2.6](#Section_63ff3d95013e4295bd2c39e10edcc901).
* An ASN.1 (as specified in [X690])-encoded CMS with a full certificate chain (as specified in [RFC3852]) or a CMC full [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) response (as specified in [RFC2797]) returned by the CA, as specified in section [2.2.2.8](#Section_9fb81bcd76ca4f17bf4d894554b459ef).
* An ASN.1 (as specified in [X690])-encoded X.509 certificate returned by the CA, as specified in section [2.2.2.2.2](#Section_213be3a07895446aad9e6847447ff295).
* A Unicode (as specified in [[UNICODE4.0]](https://go.microsoft.com/fwlink/?LinkId=90552)) disposition text message returned by the CA, as specified in section [2.2.2.2.1](#Section_2689e825038f4640b13882c0dfa3278d).

Data type definitions of HRESULT, BOOL, LONG, wchar\_t, and DWORD, used in the following sections, are as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15), [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2), and [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90).

#### CACERTBLOB

The CACERTBLOB construct consists of serialized elements. Each element is a data structure consisting of a header and its value. The element header consists of the following fields.

| Field | Data type | Description |
| --- | --- | --- |
| Element type | DWORD | Identifies the type of the element. |
| Encoding type | DWORD | Specifies the encoding used. |
| Length | DWORD | Specifies the length of the element. |

The following table defines the element types that are possible.

| Element type | Encoding type | Meaning |
| --- | --- | --- |
| FILE\_ELEMENT\_CERT\_TYPE  (0x00000020) | X509\_ASN\_ENCODING  (0x00000001) | The element contains ASN.1-encoded X.509 [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), as defined in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414). |
| CERT\_FRIENDLY\_NAME\_PROP\_ID  (0x0000000d) | X509\_ASN\_ENCODING  (0x00000001) | A friendly name can be associated with the certificate. The friendly name is specified as a null-terminated Unicode character string. |
| CERT\_DESCRIPTION\_PROP\_ID  (0x0000000b) | X509\_ASN\_ENCODING  (0x00000001) | This property allows the user to describe the use for the certificate. |
| CERT\_ENHKEY\_USAGE\_PROP\_ID  (0x00000009) | X509\_ASN\_ENCODING  (0x00000001) | A specific set of enhanced key usages can be enabled or disabled for a certificate. The ASN.1 representation for [**enhanced key usage (EKU)**](#gt_06beeb29-6e93-4472-a53d-bbd51eca5759) is described in [RFC3280] section 4.2.1.13. |
| CERT\_CROSS\_CERT\_DIST\_POINTS\_PROP\_ID  (0x00000017) | X509\_ASN\_ENCODING  (0x00000001) | The Cross-Certificate Distribution Points extension can be used to specify the download URL for [**cross certificates**](#gt_60bf6329-b4b4-432a-b7f2-fd352e45dbfb) that are associated with a particular certificate.  The ASN.1 definition for Cross-Certificate Distribution Points is:   1. CrossCertDistPoints ::= SEQUENCE { 2. syncDeltaTime INTEGER (0..4294967295) OPTIONAL, 3. crossCertDistPointNames CrossCertDistPointNames 4. } 5. CrossCertDistPointNames ::= SEQUENCE OF GeneralNames 6. GeneralNames ::= AltNames   For the definition of AltNames, see [RFC3280] section 4.2.1.7, the definition of GeneralNames. |

#### CERTTRANSBLOB

The **CERTTRANSBLOB** structure defines a byte buffer that is used to store [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), request certificates, transmit responses, manipulate [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) strings, and marshal property values.

1. typedef struct \_CERTTRANSBLOB {
2. ULONG cb;
3. [size\_is(cb), unique] BYTE\* pb;
4. } CERTTRANSBLOB;

**cb:**  Unsigned integer value that MUST contain the length of the buffer pointed to by **pb** in bytes.

**pb:**  Byte buffer that MUST contain the binary contents being transported in this CERTTRANSBLOB.

CERTTRANSBLOB is empty when both **cb** and **pb** are set to 0.

The following sections specify marshaling of all supported structures that can be passed in the **pb** Byte buffer of CERTTRANSBLOB.

All instances of CERTTRANSBLOB used by this protocol MUST use one of the marshaling rules described in the following sections.

##### Marshaling Unicode Strings in CERTTRANSBLOB

When a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string is returned in the byte array referenced by the **pb** field of a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure, each [UNICODE] character MUST be marshaled in [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format.

##### Marshaling X.509 Certificates in a CERTTRANSBLOB

The following table specifies how [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) are to be returned in the byte array referenced by the **pb** field of a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Data (variable):** This field contains the X.509 certificate (as specified in [X509]), which is encoded by using [**Distinguished Encoding Rules (DER)**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593).

##### Marshaling an X.509 CRL in a CERTTRANSBLOB

The following table specifies how an X.509 [**certificate revocation list (CRL)**](#gt_4f22841f-249b-42fb-a31a-5049c00be939), as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414), is to be returned in the byte array referenced by the **pb** field of a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Data (variable):** This field contains an X.509 CRL (as specified in [RFC3280]), which is encoded by using [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593).

##### Marshaling CMS in a CERTTRANSBLOB

The following table specifies how a [**Cryptographic Message Syntax (CMS)**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab), as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445), is to be returned in the byte array that is referenced by the **pb** field of a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Data (variable):** This field is CMS (as specified in [RFC3852]), which is encoded by using [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593).

##### Marshaling CAINFO in CERTTRANSBLOB

When a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure is returned within the **pb** field of a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure, CAINFO is marshaled by using the same data types and structure as those specified in section 2.2.2.4. All fields MUST be marshaled as [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7). For more information on supported values of the fields within that structure, see section 2.2.2.4.

##### Marshaling Certificate Requests in a CERTTRANSBLOB

The following table specifies how a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request is to be returned in the byte array that is referenced by the **pb** field of a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Data (variable):** This field is a [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)), Public-Key Cryptography Standards (PKCS) #10 (as specified in [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401)), or CMC (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)) request certificate encoded by using [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593).

##### Marshaling CMC in a CERTTRANSBLOB

The following table specifies how a CMC, as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382), is to be returned in the byte array referenced by the **pb** field of a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Data (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Data (variable):** This field is CMC (as specified in [RFC2797]) encoded by using [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593).

#### CATRANSPROP

The **CATRANSPROP** structure encapsulates information about a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) property. For a list of CA properties, see section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e). An array of these structures is carried in a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure, and is returned by GetCAPropertyInfo, as specified in section [3.2.1.4.3.3](#Section_767fe54b73f74fd199c84447b0953817). Note that this structure does not contain property values themselves; rather, CATRANSPROP contains information about properties.

1. typedef struct \_CATRANSPROP {
2. LONG lPropID;
3. BYTE propType;
4. BYTE Reserved;
5. USHORT propFlags;
6. ULONG obwszDisplayName;
7. } CATRANSPROP;

**lPropID:**  Integer value that MUST contain the property identifier. For the list of supported properties, see section 3.2.1.4.3.2.

**propType:**  Byte value that MUST contain the data type for the property. Must be one of the following values.

| Value | Meaning |
| --- | --- |
| PROPTYPE\_LONG  0x1 | Property type is a signed long integer. |
| PROPTYPE\_DATE  0x2 | Property type is a date-time value. |
| PROPTYPE\_BINARY  0x3 | Property type is binary data. |
| PROPTYPE\_STRING  0x4 | Property type is a string. |

**Reserved:**  MUST be set to 0 and ignored upon receipt.

**propFlags:**  16-bit flag field.

| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1 0 | 1 | 2 | 3 | 4 | 5 |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | I |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| I | This bit provides indication that the property is indexed and has multiple values. If this bit is set to 1, then a property is indexed. If the bit is set to 0, then the property is not indexed. |

**obwszDisplayName:**  Integer that MUST contain the offset to the string that contains the display name of this property, where the offset begins at the beginning of the byte array referenced by the **pb** field of the containing CERTTRANSBLOB (section 2.2.2.2) structure. The string format MUST be null-terminated [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550). The offset MUST be DWORD-aligned. For marshaling information about this property, see [Marshaling CATRANSPROP in a CERTTRANSBLOB (section 2.2.2.3.1)](#Section_bc294d60efe8447ca7a0ee2e0952c214).

##### Marshaling CATRANSPROP in a CERTTRANSBLOB

A [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure MUST be used to return an array of [CATRANSPROP (section 2.2.2.3)](#Section_8116912a59e6484983dd77b39b6370e0) structures, where the count of array elements is returned in a separate output parameter of the remote procedure call. It MUST also contain a null-terminated Unicode string for each CATRANSPROP (section 2.2.2.3) structure that represents the display name of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) property.

The following tables show the sequence of fields in the byte array referenced by the **pb** field of the CERTTRANSBLOB (section 2.2.2.2) structure when used to transfer an array of CATRANSPROP (section 2.2.2.3) structures and their corresponding data.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| CATRANSPROP Structures (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Byte Array (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**CATRANSPROP Structures (variable):** An array of CATRANSPROP (section 2.2.2.3) structures each of which is marshaled in the following manner.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| lPropID | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| propType | | | | | | | | Reserved | | | | | | | | propFlags | | | | | | | | | | | | | | | |
| obwszDisplayName | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**lPropID (4 bytes):** These 4 bytes indicate the value of the **lPropID** field of the first CATRANSPROP (section 2.2.2.3) structure that is transferred in the CERTTRANSBLOB (section 2.2.2.2) structure. [**Little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) encoding format MUST be used.

**propType (1 byte):** This byte indicates the value of **propType** field of the first CATRANSPROP (section 2.2.2.3) structure that is transferred in the CERTTRANSBLOB (section 2.2.2.2) structure.

**Reserved (1 byte):** MUST be set to 0 and ignored upon receipt.

**propFlags (2 bytes):** These 2 bytes indicate the value of the **propFlags** field of the first CATRANSPROP (section 2.2.2.3) structure that is transferred in the CERTTRANSBLOB (section 2.2.2.2) structure. Little-endian encoding format MUST be used.

**obwszDisplayName (4 bytes):** These 4 bytes indicate the value of the **obwszDisplayName** field of the first CATRANSPROP (section 2.2.2.3) structure that transfers in the CERTTRANSBLOB (section 2.2.2.2) structure. Little-endian encoding format MUST be used. The value of this field indicates an offset from the beginning of the **pb** field to where the data value for this property can be found in the byte array. The value of this field must be DWORD-aligned.

**Byte Array (variable):** Contains the DisplayName data value for all the properties. The data value for one property MUST not overlap with another property's data value. Arbitrary padding can be added before or after data values. Each data value MUST be encoded as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) null-terminated string in little-endian format.

#### CAINFO

The **CAINFO** structure defines a basic informational block that describes a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

1. typedef struct \_CAINFO {
2. DWORD cbSize;
3. long CAType;
4. DWORD cCASignatureCerts;
5. DWORD cCAExchangeCerts;
6. DWORD cExitAlgorithms;
7. long lPropIDMax;
8. long lRoleSeparationEnabled;
9. DWORD cKRACertUsedCount;
10. DWORD cKRACertCount;
11. DWORD fAdvancedServer;
12. } CAINFO;

**cbSize:**  Unsigned integer value that MUST contain the size of this structure in bytes.

**CAType:**  Integer value that SHOULD contain a constant describing the CA type. The value SHOULD be one of the values in the following table.

**Note**  The value 0x00000002 MUST NOT be used for this parameter.

| Value | Meaning |
| --- | --- |
| ENUM\_ENTERPRISE\_ROOTCA  0x00000000 | The CA is an enterprise root (self-signed) CA. For more information, see [[MSFT-PKI]](https://go.microsoft.com/fwlink/?LinkId=90202). |
| ENUM\_ENTERPRISE\_SUBCA  0x00000001 | The CA is an enterprise [**subordinate CA**](#gt_8944be61-749a-43da-9374-0f8e7ad88a09). For more information, see [MSFT-PKI]. |
| ENUM\_STANDALONE\_ROOTCA  0x00000003 | The CA is a stand-alone root (self-signed) CA. For more information, see [MSFT-PKI]. |
| ENUM\_STANDALONE\_SUBCA  0x00000004 | The CA is a stand-alone subordinate CA. For more information, see [MSFT-PKI]. |
| ENUM\_UNKNOWN\_CA  0x00000005 | The CA type is unknown. |

**cCASignatureCerts:**  Unsigned integer value that SHOULD contain the count of CA [**signing certificates**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) in the CA. A CA signing certificate contains a [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) that is in turn associated with the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that are issued by the CA. For more information on CA signing certificates, see [MSFT-PKI].

**cCAExchangeCerts:**  Unsigned integer value that SHOULD contain the count of CA [**exchange certificates**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) in the CA. CA exchange certificates contain public keys that are used to encrypt requests sent to a CA. For more information, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177).

**cExitAlgorithms:**  Unsigned integer value that SHOULD contain the number of [**exit algorithms**](#gt_240a9746-c99e-4765-a9ee-6d60f1a9ffd1) that are installed and active for the CA.

**lPropIDMax:**  Integer that SHOULD contain the maximum supported value for the *PropID* parameter in the [ICertRequestD2::GetCAProperty](#Section_7c715f9fdb5041c3abfc0021c6390d4e) method. For more information on CA properties, see section 3.2.1.4.3.2.

**lRoleSeparationEnabled:**  Integer value that SHOULD indicate whether [**CA role separation**](#gt_c8d4c794-723a-40bd-be6d-7cc5a800c579) is enabled on the CA. A value of 0 indicates that CA role separation is disabled; a value of 1 indicates that it is enabled.

**cKRACertUsedCount:**  Unsigned integer value that SHOULD contain the number of [**key recovery agent (KRA)**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) [**keys**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) used to encrypt each archived private key.

**cKRACertCount:**  Unsigned integer value that SHOULD contain the number of KRA keys available for the CA to encrypt archived private keys.

**fAdvancedServer:**  Unsigned integer value that SHOULD be set to 0 for [**standard CA**](#gt_22ca6cf7-f825-4ea2-a604-8eb9888d2b3a) and 1 for [**advanced CA**](#gt_456bc2c5-d6e8-4ff7-a723-1a08e6d3cf09). This value is a Boolean value. The CA SHOULD return 0 or 1.

#### KeyAttestationStatement

The KeyAttestationStatement structure is defined as follows:[<8>](#Appendix_A_8" \o "Product behavior note 8)

1. typedef struct  {
2. UINT32 Magic;
3. UINT32 Version;
4. UINT32 Platform;
5. UINT32 HeaderSize;
6. UINT32 cbIdBinding;
7. UINT32 cbKeyAttestation;
8. UINT32 cbAIKOpaque;
9. BYTE idBinding[cbIdBinding];
10. BYTE keyAttestation[cbKeyAttestation];
11. BYTE aikOpaque[cbAIKOpaque];
12. } KeyAttestationStatement;

**Magic:**  The value MUST be 0x5453414B.

**Version:**  The value MUST be 1.

**Platform:**  The value MUST be either 1 or 2 indicating the [**TPM**](#gt_7288388e-5351-4538-bcb0-deb95e2abced) platform.

**HeaderSize:**  An integer value denoting the size of the header.

**cbIdBinding:**  An integer value denoting the size of the **idBinding** field.

**cbKeyAttestation:**  An integer value denoting the size of the **keyAttestation** field.

**cbAIKOpaque:**  An integer value denoting the size of the **aikOpaque** field.

**idBinding:**  When the **Platform** member equals 1, a byte array containing the signature of a **TPM\_IDENTITY\_CONTENTS** structure, as defined in [[TCG-Struct]](https://go.microsoft.com/fwlink/?LinkId=301946) section 12.5. When **Platform** equals 2, a byte array containing a concatenation of the following structures:[<9>](#Appendix_A_9" \o "Product behavior note 9)

* A TPM2B\_PUBLIC structure defined in [[TCG-Struct-V2]](https://go.microsoft.com/fwlink/?LinkId=522455) section 12.2.5.
* A TPM2B\_CREATION\_DATA structure defined in [TCG-Struct-V2] section 15.2.
* A TPM2B\_ATTEST structure defined in [TCG-Struct-V2] section 10.12.9.
* A TPMT\_SIGNATURE structure defined in [TCG-Struct-V2] section 11.3.4.

For information on how this signature is constructed, see the following references:

* When **Platform** equals 1, [[TCG-Commands]](https://go.microsoft.com/fwlink/?LinkId=389726) section 15.1.
* When **Platform** equals 2, [[TCG-Commands-V2]](https://go.microsoft.com/fwlink/?LinkID=522454) section 12.1.

**keyAttestation:**  A structure that is defined as follows:

1. typedef struct {
2. UINT32 Magic;
3. UINT32 Platform;
4. UINT32 HeaderSize;
5. UINT32 cbKeyAttest;
6. UINT32 cbSignature;
7. UINT32 cbKeyBlob;
8. BYTE keyAttest[cbKeyAttest];
9. BYTE signature[cbSignature];
10. BYTE keyBlob[cbKeyBlob];
11. } keyAttestation;

**Magic:**  The value MUST be 0x5344414B.

**Platform:**  The value MUST be either 1 or 2 indicating the TPM platform.

**HeaderSize:**  An integer value denoting the size of the header.

**cbKeyAttest:**  An integer value denoting the size of the **keyAttest** array.

**cbSignature:**  An integer value denoting the size of the **signature** array.

**cbKeyBlob:**  An integer value denoting the size of the **keyBlob** array.

**keyAttest:**  MUST be a TPM\_CERTIFY\_INFO structure if the **Platform** field equals 1, or a TPM\_CERTIFY\_INFO2 structure if **Platform** equals 2, as defined in [TCG-Struct] sections 11.1 and 11.2.

**signature:**  Contains the signature of the keyAttest array using the [**AIK**](#gt_70efa425-6b46-462f-911d-d399404529ab) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca).

**keyBlob:**  Contains a [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e)-specific opaque format of the attested key.

**aikOpaque:**  Contains a CSP-specific opaque format of the AIK private key.

#### Request Format

The Windows Client Certificate Enrollment Protocol is a simple request-response pattern between the client and the server ([**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a)). The client MUST send the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request by using one of the following ASN.1 encoded message formats: PKCS #10, [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab), Netscape, or [CMC](#Section_40e555eca9e24f2c84ff7aef6f1e0b0a). Each format contains a set of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and extensions that describe the request.

This section defines the format for the various client request types. A single ASN.1 encoded request makes up the entire byte buffer of a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure passed to the CA. Detailed processing rules for each of the message formats are specified in section [3.1.1.4](#Section_022869de72414562a8a901a69bb9fd48).

##### PKCS #10 Request Format

Clients use PKCS #10 structures, as specified in [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401), to submit a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request to a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). A PKCS #10 request can be used by itself or encapsulated within a CMC (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)) or a [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)) request.

The following fields are introduced and specified in [RFC2986] section 4 and used by this protocol:

* **CertificationRequest**
* **CertificationRequestInfo**
* **Name**
* **SubjectPublicKeyInfo**
* **Attributes**
* **AlgorithmIdentifier**

For detailed server processing information, see section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62).

##### CMS Request Format

Clients use [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structures, as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445), to submit requests to a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

The following fields are introduced and specified in [RFC3852] sections 4, 5, 6, and 8, and are used by this protocol:

* **ContentType**
* **Version**
* **DigestAlgorithmIdentifiers**
* **ContentInfo**
* **ExtendedCertificateOrCertificate**
* **RevocationInfoChoices**
* **SignerInfos**
* **IssuerAndSerialNumber**
* **Attributes**
* **DigestAlgorithmIdentifiers**
* **EncryptedContentEnvelopedData**
* **RecipientInfos**
* **EncryptedContentInfo**
* **ContentEncryptionAlgorithmIdentifier**
* **EncryptedContent**
* **UnprotectedAttributes**

For processing rules for these fields, see section [3.1.1.4.3.1.2](#Section_e3419ce1631d408ba01948bc8c2ef77b).

##### CMC Request Format

Clients use CMC structures that are documented (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)) for [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) requests. A CMC request consists of a [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) message with CMC content.

The following fields are specified in section [3](#Section_c9ddc86c4f894830927fad34bdfdcff5) and in [RFC2797] (Appendix A) and are used by this protocol:

* **TaggedRequest**
* **TaggedContentInfo**
* **OtherMsg**
* **BodyPartId**
* **AttributeValue**
* **TaggedCertificationRequest**
* **CertReqMsg**
* **BodyPartId**
* **ContentInfo**

**RegInfo**: This field is an octet string that is used as follows in this protocol: It MUST contain zero or more request [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), which MUST take the form of name-value pairs. The name-value pairs MUST be formatted as "Name=Value". An '=' MUST be the separator. An '&' MUST separate adjacent name-value pairs. The string value MUST be encoded as a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string and then converted to an octet string.

For processing rules for these fields, see section [3.2.1.4.2.1.3](#Section_febfb31d380b4417879a5708c3305f4e).

##### Netscape KEYGEN Tag Request Format

[**Certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) requests MAY use the Netscape request format, which MUST be the same format that a Netscape 3.x or Network 4.x browser would send to a web server in response to an HTML <KEYGEN> tag (section [1.3.2.4](#Section_456149d3cc8749f7b16af38e1ddf63ec)) after a user fills in the information into the request form that it instantiates.

The data sent in the request string is called a Signed Public Key and Challenge (SPKAC) and MUST be encoded as specified in the following ASN.1 structure example.

1. PublicKeyAndChallenge ::= SEQUENCE {
2. spki SubjectPublicKeyInfo,
3. challenge IA5STRING
4. }
5. SignedPublicKeyAndChallenge ::= SEQUENCE {
6. publicKeyAndChallenge PublicKeyAndChallenge,
7. signatureAlgorithm AlgorithmIdentifier,
8. signature BIT STRING
9. }

Two [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are associated with a request from a Netscape browser: **CertType** and **rdn**. These attributes MUST be passed along with the Netscape certificate request in the pwszAttributes to [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) or [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) methods. Method specifications are in sections 3.2.1.4.2.1 and 3.2.1.4.3.1.

###### CertType

The CertType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is used to specify the type of the requested [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). The only supported value for a [**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b) certificate request for this attribute is the string "server". For specifications, see section [2.2.2.7](#Section_9503393d7b4142d0adcf2c4ac206406d).

###### Relative Distinguished Name

The [**relative distinguished name (RDN)**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9), as specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.1.4, is used to pass the requested values for the **Subject** field in the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

The RDN MUST be one of the following:

* "C" or "Country" or "2.5.4.6".
* "O" or "Org" or "Organization" or "2.5.4.10".
* "OU" or "OrgUnit" or "OrganizationUnit" or "OrganizationalUnit" or "2.5.4.11".
* "CN" or "CommonName" or "2.5.4.3".
* "L" or "Locality" or "2.5.4.7".
* "S" or "ST" or "State" or "2.5.4.8".
* "T" or "Title" or "2.5.4.12".
* "G" or "GivenName" or "2.5.4.42".
* "I" or "Initials" or "2.5.4.43".
* "SN" or "SurName" or "2.5.4.4".
* "DC" or "DomainComponent" or "0.9.2342.19200300.100.1.25".
* "E" or "Email" or "1.2.840.113549.1.9.1".
* "Street" or "StreetAddress" or "2.5.4.9".
* "UnstructuredName" or "1.2.840.113549.1.9.2".
* "UnstructuredAddress" or " 1.2.840.113549.1.9.8".
* "DeviceSerialNumber" or "2.5.4.5".

##### Null Signature

In CMS and CMC certificate request formats, the PKCS #10 request specified in the **TaggedRequest** field (see section 3.2.1.4.2.1.4.1.3) can contain only a null signature with the following signature field values:

**signatureAlgorithm** (see section 4.2, [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401)) would be set to a hashing algorithm such as "Sha256" (OID 2.16.840.1.101.3.4.2.1).

**signature** (see section 4.2, [RFC2986]) contains only the unencrypted hash octets computed over the DER encoded **certificationRequestInfo** component (see section 4.2 of RFC2986) using the hash algorithm specified in the **signatureAlgorithm** field.

Clients can send a PKCS #10 request with a null signature when the PKCS #10 request is specified in the **TaggedRequest** field in the CMS and CMC request formats as specified in sections [3.1.1.4.3.1.3](#Section_3ae0e4d6ce894a84bf938594e82967db), [3.1.1.4.3.2.2](#Section_da0d78160965447480f169d80673eb31), [3.1.1.4.3.3.3](#Section_2d1cf18325074026bc057b6b65dfced9), [3.1.1.4.3.6.1](#Section_1745766baea546f194b3eb1398bbc4a7), and [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7).

If the signature validation fails in section 3.2.1.4.2.1.4.1.1, then the CA MUST also check for a null signature and return a nonzero error to the client only when null signature validation fails as well. CA MUST check for a null signature only when the PKCS#10 request is specified in the CMS and CMC request formats as specified in sections [3.2.1.4.2.1.4.1.3](#Section_187eebd2b5814ae885a4788e2ac0fe67), [3.2.1.4.2.1.4.2.2](#Section_d83e53a445f3434891b023de0b764da4), [3.2.2.6.2.1.2.1.2](#Section_92a48c37292848009e9140aad6a9bc3b), and [3.2.2.6.2.1.2.2](#Section_3b391d9e39aa4e8fb052ff7a7715dbaf).

#### Certificate Request Attributes

A [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request can contain [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The client uses these attributes to pass additional information to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), and the CA uses these attributes when issuing the certificate.

There are various locations for these attributes:

* For certificate requests based on the PKCS #10 message format, the attributes SHOULD be passed in the **Attributes** field, as specified in [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401).
* For certificate requests based on the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) format, the attributes SHOULD be passed in the **Attributes** field of the inner PKCS #10 certificate request that MUST be passed in the CMS. Details are specified in section [3.1.1.4.3.1.2](#Section_e3419ce1631d408ba01948bc8c2ef77b).
* For certificate requests based on the CMC format, attributes SHOULD be passed in the **Attributes** field of the inner PKCS #10 certificate request that MUST be passed in the CMC. Details are specified in section [3.1.1.4.3.1.3](#Section_3ae0e4d6ce894a84bf938594e82967db). The attributes specified in section [2.2.2.7.10](#Section_92f07a54288945e3afd094b60daa80ec) MAY be passed in the **RegInfo** field of the CMC request. For formatting rules, see section [2.2.2.6.3](#Section_40e555eca9e24f2c84ff7aef6f1e0b0a).

In addition, the client can pass the attributes specified in section 2.2.2.7.10 in the *pwszAttributes* parameter for [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) methods. The format for this parameter is specified in section 3.2.1.4.2.1.

Because the Netscape [**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b) tag request format does not support passing additional attributes, any request call that uses a Netscape KEYGEN tag request format MUST pass any additional attributes in the *pwszAttributes* parameter for the ICertRequestD::Request and ICertRequestD2::Request2 methods.

For processing rule specifications, see section [3](#Section_c9ddc86c4f894830927fad34bdfdcff5).

Each attribute has an [**object identifier (OID)**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) that MUST uniquely identify the attribute and a value. The value MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded value, as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593). The following sections define the various attributes for this protocol and define their formats.

##### szOID\_OS\_VERSION

OID = 1.3.6.1.4.1.311.13.2.3.

Internal Name: szOID\_OS\_VERSION.

Description: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) specifies the client's operating system version.

Format: The following is the ASN.1 structure for this attribute.

1. AnyString ::= CHOICE {
2. numericString NUMERICSTRING, -- tag 0x12 (18)
3. printableString PRINTABLESTRING, -- tag 0x13 (19)
4. teletexString TELETEXSTRING, -- tag 0x14 (20)
5. videotexString VIDEOTEXSTRING, -- tag 0x15 (21)
6. ia5String IA5STRING, -- tag 0x16 (22)
7. graphicString GRAPHICSTRING, -- tag 0x19 (25)
8. visibleString VISIBLESTRING, -- tag 0x1A (26)
9. generalString GENERALSTRING, -- tag 0x1B (27)
10. universalString UNIVERSALSTRING, -- tag 0x1C (28)
11. bmpString BMPSTRING, -- tag 0x1E (30)
12. } --#public

##### szOID\_ENROLLMENT\_CSP\_PROVIDER

OID = 1.3.6.1.4.1.311.13.2.2.

Internal Name: szOID\_ENROLLMENT\_CSP\_PROVIDER.

Description: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST specify the [**cryptographic service provider (CSP)**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e) used to generate the [**key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) on the [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) client.

Format: Following is the ASN.1 format for this attribute.

1. CSPProvider ::= SEQUENCE {
2. keySpec\_INTEGER,
3. cspName\_BMPSTRING,
4. signature\_BITSTRING
5. }

##### szOID\_RENEWAL\_CERTIFICATE

OID = 1.3.6.1.4.1.311.13.1.

Internal Name: szOID\_RENEWAL\_CERTIFICATE.

Description: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST be the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) associated with the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign a request to renew an existing certificate.

Format: The value of the attribute MUST be the [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593), encoded certificate.

##### szOID\_REQUEST\_CLIENT\_INFO

OID = 1.3.6.1.4.1.311.21.20.

Internal Name: szOID\_REQUEST\_CLIENT\_INFO.

The supported request format for this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST be only PKCS #10.

Description: Provides information about the client.

Client ID: An integer value that identifies the client application that sent the request. The values 0x1, 0x2, 0x3, 0x4, 0x5, 0x6, 0x7, 0x8, 0x9, and 0x3E8 are reserved and SHOULD NOT be used.[<10>](#Appendix_A_10" \o "Product behavior note 10)

Machine Name: A [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string representing the name of the machine on which this request is generated.

User Name: A UTF-8 string representing the name of the user who is responsible for creating the request.

Process Name: A UTF-8 string representing the application name that generated the request (for example, "certreq").

Format: The following is the ASN.1 format for this attribute.

1. SEQUENCE {
2. clientId INTEGER,
3. MachineName UTF8STRING,
4. UserName UTF8STRING,
5. ProcessName UTF8STRING
6. }

##### szOID\_NT\_PRINCIPAL\_NAME

OID = 1.3.6.1.4.1.311.20.2.3.

Internal Name: szOID\_NT\_PRINCIPAL\_NAME.

Description: Used to encode the [**user principal name (UPN)**](#gt_9d606f55-b798-4def-bf96-97b878bb92c6) as **OtherName** in a subject alternative name (SAN) extension, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.7.

Format: UTF8String.

##### szOID\_NTDS\_REPLICATION

OID = 1.3.6.1.4.1.311.25.1.

Internal Name: szOID\_NTDS\_REPLICATION.

Description: Used to encode the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) [**globally unique identifier (GUID)**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) (see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4) as **OtherName** in a subject alternative name (SAN) extension, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.7.

Format: Octet string.

##### szOID\_CERT\_EXTENSIONS

OID = 1.3.6.1.4.1.311.2.1.14.

Internal Name: szOID\_CERT\_EXTENSIONS.

Description: Provides an array of [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) extensions.

Format: Format is specified in [[RFC2985]](https://go.microsoft.com/fwlink/?LinkId=90400) section 5.4.2.

This field MUST contain zero or more extensions as specified in [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590) section 8.2.2.

In addition, clients can pass these certificate extensions:

1. [**Certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) information. There are two versions for certificate templates: V1 and V2. Certificate template specifications are in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822). See sections [2.2.2.7.7.1](#Section_3aec3e50511a42f9a5d5240af503e470) and [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf) for specifics on how to encode these extensions.
2. Certificate Application Policies. See section [2.2.2.7.7.3](#Section_160b96b1c431457a8eed27c11873f378) for specifics on how to encode this extension.

###### szOID\_ENROLL\_CERTTYPE

OID = 1.3.6.1.4.1.311.20.2.

Internal Name: szOID\_ENROLL\_CERTTYPE.

Description: Contains the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) name template extension.

Name: The value of the **cn** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of a [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) object, as specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.1. This extension value MUST be [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded. The **critical** field for this extension MUST be set to FALSE.

Format: The following is the ASN.1 format for this attribute.

1. CertificateTemplateName ::= SEQUENCE {
2. Name UTF8String
3. }

###### szOID\_CERTIFICATE\_TEMPLATE

OID = 1.3.6.1.4.1.311.21.7.

Internal Name: szOID\_CERTIFICATE\_TEMPLATE.

Description: Contains the information about the template. This extension value MUST be [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded. The **critical** field for this extension SHOULD be set to FALSE.

TemplateID: The value of the msPKI-Cert-Template-OID [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of a [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) object, as specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.20.

TemplateMajorVersion: The value of the revision attribute of a certificate template object, as specified in [MS-CRTD] section 2.6.

TemplateMinorVersion: The value of the msPKI-Template-Minor-Revision attribute of a certificate template object, as specified in [MS-CRTD] section 2.17.

Format: The following is the ASN.1 format for this attribute.

1. CertificateTemplateOID ::= SEQUENCE {
2. templateID OBJECT IDENTIFIER,
3. templateMajorVersion INTEGER (0..4294967295) OPTIONAL,
4. templateMinorVersion INTEGER (0..4294967295) OPTIONAL
5. } --#public

###### Encoding a Certificate Application Policy Extension

The [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) for the Certificate Application Policy Extension is "1.3.6.1.4.1.311.21.10". The Certificate Application Policy Extension is encoded as a Certificate Policies extension (as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.5), with an instance of PolicyInformation for each given OID in which the **policyIdentifier** field is set to the OID and the **policyQualifiers** field is not present.

##### szOID\_ARCHIVED\_KEY\_ATTR

OID = 1.3.6.1.4.1.311.21.13.

Internal Name: szOID\_ARCHIVED\_KEY\_ATTR.

Description: The value for the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) MUST be the encrypted [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca).

Format: The format MUST be a CMC [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)), ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded, as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593). Format for this context is specified in section [3.1.1.4.3.6.1](#Section_1745766baea546f194b3eb1398bbc4a7).

##### szOID\_ENCRYPTED\_KEY\_HASH

OID = 1.3.6.1.4.1.311.21.21.

Internal Name: szOID\_ENCRYPTED\_KEY\_HASH.

Description: This value MUST be a hash used to identify the client's [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca).[<11>](#Appendix_A_11" \o "Product behavior note 11) For specific client processing rules, see section [3.1.1.4.3.6.1](#Section_1745766baea546f194b3eb1398bbc4a7).

Format: The hash value. This value MUST be encoded as an octet string.

##### szENROLLMENT\_NAME\_VALUE\_PAIR

OID = 1.3.6.1.4.1.311.13.2.1

Internal Name: szOID\_ENROLLMENT\_NAME\_VALUE\_PAIR.

Description: Additional [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that SHOULD be used.

Format: This attribute MUST be a collection of zero or more name-value pairs. The following is the ASN.1 format.

1. EnrollmentNameValuePairs ::= SEQUENCE OF EnrollmentNameValuePair
3. EnrollmentNameValuePair ::= SEQUENCE {
4. name BMPSTRING,
5. value BMPSTRING
6. } --#public

The following table lists all the values that SHOULD be supported by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). Processing rules for the supported values for this collection MUST be as specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e).

**Note**  If a value is in quotes, the value must be exactly as the string within the quote. For example, CertType has only a single possible value, "server".

| Name | Values | Comments | Value example |
| --- | --- | --- | --- |
| CertType | "server" | This attribute MUST be used along with a Netscape [**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b) request. It MUST define the type of [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that the client needs. | server |
| CertificateUsage | Comma-delimited [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) | The request OIDs for use in the ExtendedKeyUsage extension, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.13. | 2.5.29.3, 2.5.43.1 |
| ValidityPeriod | "Seconds" or  "Minutes" or  "Hours" or  "Days" or  "Weeks" or  "Months" or  "Years" | The validity period of the request MUST be defined in two values: number and units. For example, number=3 and units=weeks means that the request is for a certificate that will be valid for 3 weeks.  This value MUST define the units for the validity period. | Weeks |
| ValidityPeriodUnits | Unsigned integer | This value MUST define the number units used for the validity period. The units are defined in the ValidityPeriod attribute. | 3 |
| ExpirationDate | Date and time | This value MUST define the exact request expiration time of the requested certificate in the format defined in section 3.3 of the [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372).[<12>](#Appendix_A_12" \o "Product behavior note 12) | L"Tue, 21 Nov 2000 01:06:53 GMT" |
| cdc | [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) | An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server FQDN. | dcmachine.contoso.com |
| rmd | FQDN | The requesting machine FQDN. | mymachine.contoso.com |
| CertificateTemplate | The cn attribute on the Active Directory object that contains the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) | This value MUST define the certificate template that was used by the client to construct the certificate request. | ContosoAdministrator |
| SAN | Name-value collection | This value MUST contain a collection of one or more name-value pairs for the SubjectAltName extension. The format for the internal collection MUST be: "name1=value1&name2=value".  The supported names for this internal name-value collection are:  Guid  Email  FQDN  Dn  url  ipaddress  oid  upn  spn  For all these names, the value MAY be any string.  In addition to these names, the name MAY be any OID. If it is an OID, the value MUST be encoded as defined in the following table. | 1.2.3.4=user679  &guid=exampleguid  &oid=4.3.2.1  &email=user679@contoso.com |
| challenge | Password | This attribute MUST be passed only with a Netscape KEYGEN request format. The value of the attribute MUST be the challenge (password) string associated with the request. For specifications, see section [3.1.1.4.3.1.4](#Section_72522b28d2f2470cac14fcfdbe649a1a). | mypassword |
| requestername | [**Domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca)\account | The identity of the user whose information MUST be used to construct the subject information of an issued certificate. It is used along with a [**ROBO**](#gt_08a80e0e-6715-4d38-82a7-05afa3c4e544) for a different subject.  Note: Unlike the other attributes in this table, this attribute can be passed only within a request format and cannot be passed using the *pwszAttributes* parameter. | Contoso\tester |
| Other (see section [2.2.2.6.4.2](#Section_69663575449648dab1c80a1362f31f2b) for possible values) | See section 2.2.2.6.4.2 for possible values | A valid [**RDN**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) string SHOULD be used to pass subject names for a certificate request generated by using the KEYGEN format on a Netscape browser. | US |
| certfile | [**UNC**](#gt_c9507dca-291d-4fd6-9cba-a9ee7da8c908) path | The client requests that the server publish the issued certificate to the Universal Naming Convention (UNC) path that is specified in the value for this attribute.[<13>](#Appendix_A_13" \o "Product behavior note 13) | c:\mycert.cer |
| RequestId | ULONG | The request ID of the request that is pending the [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) Challenge Response.[<14>](#Appendix_A_14" \o "Product behavior note 14) | 1, 158, etc. |

When the SAN value in the preceding table, which is a list of name-value pairs, includes an OID as the name, the value of that OID MUST be encoded in one of the formats in the following table. In the following encoding, the format tag (for example, "{asn}") is a literal string.

Possible SAN values.

| Format | Meaning | Example¹ |
| --- | --- | --- |
| {asn}Base64String | The value is any valid base64 text string. The base64 text string is decoded into binary data, which is then used as the OtherName value. The decoded binary data is expected to already be a valid ASN.1 encoded [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425). | {asn}DApzdHJpbmcxMjM0 |
| {utf8}UTF8String | The value is a text string. The string is ASN.1 encoded into a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string and used as the OtherName value. | {utf8}string1234 |
| {octet}Base64String | The value is any valid base64 text string. The base64 text string is decoded into binary. The binary is ASN.1 encoded into an octet string and is used as the OtherName value. | {octet}c3RyaW5nMTIzNA== |
| {octet}{hex}HexadecimalString | The value is a hexadecimal text string with an even number of digits. The hexadecimal text string is decoded into binary. The binary is ASN.1 encoded into an octet string and is used as the OtherName value. | {octet}{hex}12 34 56 78 9a bc de f0 |
| {hex}HexadecimalString | The value is a hexadecimal text string with an even number of digits. The hexadecimal text string is decoded into binary and the binary is used as the OtherName value. The decoded binary is expected to already be a valid ASN.1 encoded BLOB. | {hex}02 02 12 34 |

The string in the Example column refers to a value equal to "string1234" in any one of the formats supported.

Details about various string encodings are specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593).

##### szOID\_ISSUED\_CERT\_HASH

OID = 1.3.6.1.4.1.311.21.17.

Internal Name: szOID\_ISSUED\_CERT\_HASH.

Description: This value MUST be a SHA1 hash of the [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).

Format: The SHA1 hash value of a certificate. This value MUST be encoded as an octet string.

##### szOID\_ENROLL\_ATTESTATION\_STATEMENT

OID = 1.3.6.1.4.1.311.21.33

Internal Name: szOID\_ENROLL\_ATTESTATION\_STATEMENT

Description: This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is used to send data [**BLOBs**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) related to [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb).

Format: The value MUST include a [KeyAttestationStatement](#Section_20a297ae20df4badb9d44f7509ce4d6f) structure (section 2.2.2.5) encoded as octet string.

##### szOID\_ENROLL\_EK\_INFO

OID = 1.3.6.1.4.1.311.21.23.

Internal Name: szOID\_ENROLL\_EK\_INFO

Description: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains [**endorsement certificates (EKCerts)**](#gt_6aaaff7f-d380-44fb-91d3-b985e458eb6d) and an [**EKPub**](#gt_c6280114-73da-4cda-91c5-4eeb6687dc68) from the [**TPM**](#gt_7288388e-5351-4538-bcb0-deb95e2abced), protected by a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). A maximum of 3 non-manufacturer EKCerts will be passed. If there is a manufacturer EKCert then it is guaranteed to be supplied as the first EKCert in the sequence after the EKPub (as shown below).

Format: The value of the property is an **EnvelopedData** [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structure ([[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) section 6.1) with one RecipientInfo ([RFC3852] section 6.2). The RecipientInfo is for the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). The EncryptedContent field MUST be the encrypted form of the following ASN.1 structure, [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded:

1. EndorsementKeyInfo ::= SEQUENCE SIZE (2..5) OF ANY

The first element of the sequence must be a SubjectPublicKeyInfo ([[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401) section 4) for the EKPub.

The second element of the sequence must be the manufacturer certificate, if available. Otherwise, it must contain the zero length NULL tag: 05 00.

If there are any non-manufacturer EKCerts available, then element three up to element five contain individual EKCerts.

The total number of EKCerts cannot exceed three.

##### szOID\_ENROLL\_KSP\_NAME

OID = 1.3.6.1.4.1.311.21.25

Internal Name: szOID\_ENROLL\_KSP\_NAME

Description: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains a cryptographic provider name encoded as a Unicode string. The CA MUST return the cryptographic provider name as an attribute to the full PKCS10 and CMC response used to encrypt the challenge, as specified in section [2.2.2.8.1.1](#Section_d6759a64c46244b28c79a24b59cd70b1).

Format: The string value of the cryptographic provider name used by the CA to encrypt the challenge. This value MUST be encoded as a Unicode string.

##### szOID\_ENROLL\_AIK\_INFO

OID = 1.3.6.1.4.1.311.21.39

Internal Name: szOID\_ENROLL\_AIK\_INFO

Description: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains an [**AIKPub**](#gt_5d5ac23a-877a-45f7-b335-41c40f48f96d) and optionally an [**attestation certificate (AIKCert)**](#gt_89a2ba3c-80af-4d1f-88b3-06ec3489fd5a). A maximum of one AIKCert will be passed.[<15>](#Appendix_A_15" \o "Product behavior note 15)

Format: The value of the property is an **EnvelopedData** [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structure with one RecipientInfo ([[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) section 6.2). The RecipientInfo is for the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). The EncryptedContent field MUST be the encrypted form of the following ASN.1 structure, [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded:

1. AttestationIdentityKeyInfo ::= SEQUENCE SIZE (1..2) OF ANY

The first element of the sequence must be a SubjectPublicKeyInfo ([[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401) section 4) for the AIKPub.

If there is an AIKCert available, then the second element contains an AIKCert.

The total number of AIKCerts cannot exceed one.

#### Response Format

There are two possible response formats:

* [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) chain format, as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445).

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) uses the CMS structures, as specified in [RFC3852], to generate responses to a client's [**certificate enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) requests. When the CA responds to a certificate request, it returns a CMS that MUST include the issued certificate and MAY return all of the CA certificates in the certificate chain of the issued certificate.

The following fields are specified in [RFC3852] and used by this protocol:

* + - **ContentType**
    - **Version**
    - **DigestAlgorithmIdentifiers**
    - **ContentInfo**
    - **ExtendedCertificateOrCertificate**
    - **RevocationInfoChoicesSignerInfos**
* CMC full [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) response, as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382) section 4.4.

The response format is requested by the client in the *dwFlags* parameter of the [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) methods, as specified in sections 3.2.1.4.2.1 and 3.2.1.4.3.1.

The following fields are specified in [RFC2797] section 3.1 and are used by this protocol:

* + - **TaggedAttribute**
    - **OtherMsg content**
    - **BodyPartId**
    - **AttributeValue**
    - **ContentInfo**

Processing rules for these fields are specified in sections [3.2.1.4.2.1.4.8.1](#Section_dea871166ce6468186a29f55504232e0) and [3.2.2.6.2.1.4](#Section_e8e51249b699400497decb8cbe2c4c9c).

##### CA Response Attributes

###### szOID\_ENROLL\_ATTESTATION\_CHALLENGE

OID = 1.3.6.1.4.1.311.21.28

Internal Name: szOID\_ENROLL\_ATTESTATION\_CHALLENGE

Description: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains a randomly generated secret encrypted by the [**EKPub**](#gt_c6280114-73da-4cda-91c5-4eeb6687dc68) received in the request.

Format: This value is encoded as an octet string.

###### szOID\_ENROLL\_CAXCHGCERT\_HASH

OID = 1.3.6.1.4.1.311.21.27

Internal Name: szOID\_ENROLL\_CAXCHGCERT\_HASH

Description: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains a SHA1 hash of the entire encoded content of a CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). The CA returns it in response to an attested [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) enrollment CMC request for the [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).

Format: The SHA1 hash value of the entire encoded content of a CA exchange certificate. This value MUST be encoded as an octet string.

###### szOID\_ENROLL\_KSP\_NAME

See Section [2.2.2.7.14](#Section_6e27c098da554ea09637469342c15126)

###### szOID\_ENROLL\_ENCRYPTION\_ALGORITHM

OID = 1.3.6.1.4.1.311.21.29

Internal Name: szOID\_ENROLL\_ENCRYPTION\_ALGORITHM

Description: The value of this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains an algorithm [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) used to encrypt the enveloped data when responding to the CA Challenge message, as specified in section [3.1.1.4.3.4.2](#Section_77EDA85898FF4E389FFBECBBA97ACD75). The CA SHOULD set this attribute to the algorithm OID used to encrypt the szOID\_ENROLL\_EK\_INFO value in section [2.2.2.7.13](#Section_3979AFAF974543A3B4CA0A9F228B7456).

Format: The OID identifying the [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5) algorithm. This value MUST be encoded as an algorithm identifier.

#### Private Key BLOB

During the archival process, the client sends its [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) encrypted to the CA exchange [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b). The CA decrypts the encrypted [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) and retrieves the private key BLOB. More details are specified in section [1.3.2.1](#Section_d3f3ccb87771428e8f23766fab3e39c2).

##### RSA Private Key BLOB

The following is the diagram of elements in the [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) that MUST be passed to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Type | | | | | | | | Version | | | | | | | | Reserved | | | | | | | | | | | | | | | |
| Key Alg | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Magic | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Bitlen | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| PubExp | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Modulus (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| P (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Q (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Dp (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Dq (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Iq (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| D (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Type (1 byte):** Length MUST be 1 byte.

This field MUST be set to 0x07.

**Version (1 byte):** Length MUST be 1 byte.

This field MUST be set to 0x02.

**Reserved (2 bytes):** Length MUST be 2 bytes.

This field MUST be set to 0 and ignored upon receipt.

**Key Alg (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned integer in [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format.

Value MUST be 0x0000A400 (RSA\_KEYX).

**Magic (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned integer in little-endian format.

Value MUST be 0x32415352 (RSA2).

**Bitlen (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned integer in little-endian format.

The value of this field MUST indicate the number of bits in the Rivest-Shamir-Adleman (RSA) modules. (This is the RSA [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) size.)

**PubExp (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned integer in little-endian format.

The value of this field MUST be the RSA [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) exponent for this key. The client SHOULD set this value to 65,537.

**Modulus (variable):** This field MUST be of length ceil(bl/8), where *bl* is the value of the **Bitlen** field defined in the preceding diagram.

This field MUST be present as a byte string in little-endian format.

The value MUST be the RSA key modulus. The modulus is defined as *p*\**q*.

**P (variable):** This field MUST be of length ceil(bl/16), where *bl* is the value of the **Bitlen** field defined in the preceding diagram.

This field MUST be present as a byte string in little-endian format.

The value contained in this field MUST be one of the prime number factors of the **modulus** (given in the previous field).

**Q (variable):** This field MUST be of length ceil(bl/16), where *bl* is the value of the **Bitlen** field defined in the preceding diagram.

This field MUST be present as a byte string in little-endian format.

The value MUST be the other prime number factor of the RSA modulus.

**Dp (variable):** This field MUST be of length ceil(bl/16), where *bl* is the value of the **Bitlen** field defined in the preceding diagram.

This field MUST be present as a byte string in little-endian format.

The value of this field MUST be *d* mod (*p*-1), where *d* is the private exponent of this RSA private key.

**Dq (variable):** This field MUST be of length ceil(bl/16), where *bl* is the value of the **Bitlen** field defined in the preceding diagram.

This field MUST be present as a byte string in little-endian format.

The value of this field MUST be *d* mod (*q*-1), where *d* is the private exponent of this RSA private key.

**Iq (variable):** This field MUST be of length ceil(bl/16), where *bl* is the value of the **Bitlen** field defined in the preceding diagram.

This field MUST be present as a byte string in little-endian format.

This field MUST contain the inverse of *q* modulus *p*.

**D (variable):** This field MUST be of length ceil(bl/8), where *bl* is the value of the **Bitlen** field defined in the preceding diagram.

This field MUST be present as a byte string in little-endian format.

The value in this field is the RSA private exponent.

**Note**  Ceil(*x*) is the value of *x* rounded up to the closest integer. For example, ceil(1.2) = 2 and ceil(3) = 3.

##### BCRYPT RSA Private Key BLOB

The following is the diagram of elements in the [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) that MUST be passed to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Magic | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| BitLength | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| PubExpLength | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ModulusLength | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| PLength | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| QLength | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| PubExp (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Modulus (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| P (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Q (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Magic (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned long in [**big-endian**](#gt_6f6f9e8e-5966-4727-8527-7e02fb864e7e) format.

The value of this field MUST be 0x32415352 (RSA2).

**BitLength (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned long in big-endian format.

The value of this field is the size, in bits, of the RSA key.

**PubExpLength (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned long in big-endian format.

The value of this field is the size, in bytes, of the RSA key exponent.

**ModulusLength (4 bytes):** Length MUST be 4 bytes.

The field MUST be present as an unsigned long in big-endian format.

The value of this field is the size, in bytes, of the modulus of the key.

**PLength (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned long in big-endian format.

The value of this field is the size, in bytes, of the first prime number of the private key.

**QLength (4 bytes):** Length MUST be 4 bytes.

This field MUST be present as an unsigned long in big-endian format.

The value of this field is the size, in bytes, of the second prime number of the private key.

**PubExp (variable):** The exponent of the key with a length defined by **PubExpLength**.

This field MUST be present as a byte string in big-endian format.

**Modulus (variable):** The modulus of the key with a length defined by **ModulusLength**.

This field MUST be present as a byte string in big-endian format.

**P (variable):** The first prime number of the private key with a length defined by **PLength**.

This field MUST be present as a byte string in big-endian format.

**Q (variable):** The second prime number of the private key with a length defined by **QLength**.

This field MUST be present as a byte string in big-endian format.

##### ECDH Private Key BLOB

Following is the table of elements in the Elliptic Curve Diffie-Hellman (ECDH) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) that MUST be passed to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Magic | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Length | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| XParam (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| YParam (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| PrivateExp (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**Magic (4 bytes):** The length of this field MUST be 4 bytes.

This field MUST be an unsigned integer in [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format.

Value MUST specify the type of [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) that this BLOB represents. The possible values for this member MUST be one of the following.

| Value | Meaning |
| --- | --- |
| 0x314B4345 | The key is a 256-bit ECDH [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a). |
| 0x324B4345 | The key is a 256-bit ECDH private key. |
| 0x334B4345 | The key is a 384-bit ECDH public key. |
| 0x344B4345 | The key is a 384-bit ECDH private key. |
| 0x354B4345 | The key is a 521-bit ECDH public key. |
| 0x364B4345 | The key is a 521-bit ECDH private key. |

**Length (4 bytes):** The length of this field MUST be 4 bytes.

This field MUST be an unsigned integer in little-endian format.

Value MUST be the length, in bytes, of the ECDH key.

**XParam (variable):** The length of this field MUST be equal to the **Length** field value.

This field MUST be bytes in little-endian format.

Value MUST be the elliptical curve X parameter.

**YParam (variable):** The length of this field MUST be equal to the **Length** field value.

This field MUST be bytes in little-endian format.

Value MUST be the elliptical curve Y parameter.

**PrivateExp (variable):** The length of this field MUST be equal to the **Length** field value.

This field MUST be bytes in little-endian format.

Value MUST be the elliptical curve private exponent.

#### Key Spec

[**Key spec**](#gt_218120c1-5321-4cde-a56c-64a88010c716) is a flag that specifies how a given [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) MUST be used. Key spec must have one of the values in the following table.

| Value | Meaning |
| --- | --- |
| 1 | The [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) can be used for [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5). |
| 2 | The key can be used for signatures. |

#### Enterprise PKI Data Structures

This section specifies the structure of the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**containers**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) and objects that are related to this protocol. The usage of the data that is stored in these data structures is specified in section [3](#Section_c9ddc86c4f894830927fad34bdfdcff5).

##### Certificate Templates Container

The Certificate Templates [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) is stored in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) under the following location:

"CN=Public Key Services, CN=Services, CN=Configuration, DC=..."

The container contains objects of type pKICertificateTemplate; each of these objects is referred to in this protocol specification as a [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e). The structure and the syntax of the object [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822).

##### Enrollment Services Container

The Enrollment Services [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) is stored in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) under the following location:

"CN=Public Key Services, CN=Services, CN=Configuration, DC=..."

The container contains objects of type pKIEnrollmentService. The following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of these objects are used by the protocol specified in this protocol specification.

###### cn Attribute

The cn [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the value of the cn field in the Subject attribute of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5). The value is not sanitized as specified in [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c).

###### displayName Attribute

The displayName [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the value of the cn field in the Subject attribute of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5). The value is not sanitized.

###### certificateTemplates Attribute

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains information for the list of configured [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) for the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) identified by the [**signing certificates**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) stored in the cACertificate attribute. Each string in the attribute identifies a certificate template and is identical to the value of the cn field ([[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822), section 2.1) of one of the pKICertificateTemplate objects.

In this document, this certificate template is referred to as a configured certificate template.

cn: Certificate-Templates

ldapDisplayName: certificateTemplates

attributeId: 1.2.840.113556.1.4.823

attributeSyntax: 2.5.5.12

omSyntax: 64

isSingleValued: FALSE

schemaIdGuid: 2a39c5b1-8960-11d1-aebc-0000f80367c1

systemOnly: FALSE

searchFlags: 0

isMemberOfPartialAttributeSet: TRUE

systemFlags: FLAG\_SCHEMA\_BASE\_OBJECT

###### dNSHostName

This [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the computer that hosts the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) service:

cn: DNS-Host-Name

dapDisplayName: dNSHostName

attributeId: 1.2.840.113556.1.4.619

attributeSyntax: 2.5.5.12

omSyntax: 64

isSingleValued: TRUE

schemaIdGuid: 72e39547-7b18-11d1-adef-00c04fd8d5cd

systemOnly: FALSE

searchFlags: 0

rangeLower: 0

rangeUpper: 2048

attributeSecurityGuid: 72e39547-7b18-11d1-adef-00c04fd8d5cd

isMemberOfPartialAttributeSet: TRUE

systemFlags: FLAG\_SCHEMA\_BASE\_OBJECT

###### cACertificate Attribute

The cACertificate [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is a multivalue Octet String attribute that contains the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded.

Specifications on the syntax of this attribute can be found in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.95.

##### NTAuthCertificates Object

The NTAuthCertificate Object is as follows:

1. [**Object (1)**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) of type certificationAuthority
2. Object (1) with cn=NTAuthCertificates
3. Object (1) under the following [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).
4. CN=Public Key Services, CN=Services, CN=Configuration, DC=...

This object contains a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) Certificate [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), which is a multivalue Octet String attribute where each one of its value is a [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5).

Specifications on the syntax of this attribute can be found in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.95.

##### Certification Authorities Container

The Certification Authorities container exists under the following [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).

1. CN=Public Key Services, CN=Services, CN=Configuration, DC=...

This container contains an object of type certificationAuthority for each [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4) that the enterprise [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6).

The following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of these objects are used by the protocol.

Specifications on the syntax of this class can be found in [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830) section 2.16.

###### cn Attribute

The cn [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) contains the value of the cn of the subject field of the [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) stored in the cACertificate attribute, specified in the following section.

###### cACertificate Attribute

The cACertificate [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is a multivalue Octet String attribute that contains the [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4) [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded.

Specifications on the syntax of this attribute can be found in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.95.

### Certificate Requirements

#### Key Recovery Certificate

A [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MAY use one or more locally configured and specified [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) recovery keys to encrypt the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) of a client, which is submitted to the CA encapsulated in a [**certificate enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) request.

A [**key recovery certificate**](#gt_449fe2b7-d985-447c-b318-49902de82c82) MUST contain the following fields and extensions identified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414):

* Version
* Serial Number
* Signature
* notBefore
* notAfter
* Subject
* Issuer
* Subject Public Key Info
* Authority Key Identifier
* Subject Key Identifier
* Authority Information Access
* Key Usage (Key Encipherment = 0x20)
* CDP (CRL Distribution Point)
* Extended Key Usage (Key Recovery OID = szOID\_KP\_KEY\_RECOVERY\_AGENT (1.3.6.1.4.1.311.21.6)).[<16>](#Appendix_A_16" \o "Product behavior note 16)

### Common Error Codes

The following error codes are used by this protocol to indicate specific error conditions. Other error values might be used and are implementation-specific.

| Return value/code | Description |
| --- | --- |
| 0x80070002  ERROR\_FILE\_NOT\_FOUND | The system cannot find the specified file. |
| 0x8007000D  ERROR\_INVALID\_DATA | The data is not valid. |
| 0x80074004  CERTSRV\_E\_PROPERTY\_EMPTY | A required property value is empty. |
| 0x80070057  E\_INVALIDARG | The parameter is incorrect. |
| 0x80091004  CRYPT\_E\_INVALID\_MSG\_TYPE | The cryptographic message type is not valid. |
| 0x8009200E  CRYPT\_E\_NO\_SIGNER | The signed cryptographic message does not have a signer for the specified signer index. |

## Directory Service Schema Elements

This protocol accesses the [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) schema classes and [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are listed in the following table. For the syntactic specifications of the following class or class/attribute pairs, refer to Active Directory Domain Services (AD DS) in [[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e), [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0), and [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830).

| Class | Attribute |
| --- | --- |
| certificationAuthority | cACertificate  cn |
| Computer | cn  distinguishedName  dNSHostName  objectGuid |
| msPKI-PrivateKeyRecoveryAgent | cn  userCertificate |
| pKIEnrollmentService | certificateTemplates  cn  displayName  dNSHostName |
| pKICertificateTemplate | cn  flags  ntSecurityDescriptor  revision  pKICriticalExtensions  pKIDefaultCSPs  pKIDefaultKeySpec  pKIEnrollmentAccess  pKIExpirationPeriod  pKIExtendedKeyUsage  pKIKeyUsage  pKIMaxIssuingDepth  pKIOverlapPeriod  msPKI-Template-Schema-Version  msPKI-Template-Minor-Revision  msPKI-RA-Signature  msPKI-Minimal-Key-Size  msPKI-Cert-Template-OID  msPKI-Supersede-Templates  msPKI-RA-Policies  msPKI-RA-Application-Policies  msPKI-Certificate-Policy  msPKI-Certificate-Application-Policy  msPKI-Enrollment-Flag  msPKI-Private-Key-Flag  msPKI-Certificate-Name-Flag |
| User | cn  distinguishedName  objectGuid  mail  userCertificate  userPrincipalName |

# Protocol Details

The Windows Client Certificate Enrollment Protocol is a simple request-response protocol. The client sends a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request and the server responds with a signed certificate or a detailed disposition message. The primary usage of this protocol is [**certificate enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef). In almost all cases, the protocol is a single message followed by a single reply. An overview of subprotocols is specified in section [1.3.1](#Section_cab91705bdf445358a84b22f0ec2c4fc). Many of the [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) methods that are specified in section [2](#Section_7068fea648f647fc98d5352b0b2996e0) are made available for nonprotocol functions, such as diagnostics.

## Client Role

The following sections specify implementation modes of the client role:[<17>](#Appendix_A_17" \o "Product behavior note 17)

* Basic Enrollment: Specifies a client that sends an [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) request that is not based on [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e).
* Enrollment based on certificate templates: Specifies a client that sends an enrollment request, based on enterprise policies published in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), by using certificate templates.

### Client Mode: Basic Enrollment

The Windows Client Certificate Enrollment Protocol constructs a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request as specified in section [2.2.2.6](#Section_63ff3d95013e4295bd2c39e10edcc901), sends the request to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), and retrieves the issued certificate. After the client has obtained the certificate, the client SHOULD store the certificate and its associated [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) for later use by applications running on the client machine.[<18>](#Appendix_A_18" \o "Product behavior note 18)

This section specifies the behavior of a client to this protocol that does not use the [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e).

#### Abstract Data Model

This section describes a conceptual model of data organization that a possible implementation would maintain to participate in this protocol. The described organization is provided to facilitate understanding of how the protocol behaves. This protocol specification does not mandate that implementations adhere to this model as long as their external behavior is consistent with the behavior described in this specification.

The following abstract data model elements are defined:

**Client\_HardwareKeyInfo:** Contains one of the following [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded ASN.1 structures where [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) module [**public keys**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) and trust module [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) are initialized from the [**TPM**](#gt_7288388e-5351-4538-bcb0-deb95e2abced). Trust module public keys MUST be present. Trust module certificates can contain up to 4 certificates.

For syntactical details and semantics in the case of [**EK**](#gt_cb6e93f4-07e0-4b4a-8707-47d6db4d41aa) [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) (authority and subject) (section [3.1.1.4.3.4.1](#Section_99ece0ea49a849a881a66c6f7cbe3139)), see section [2.2.2.7.13](#Section_3979AFAF974543A3B4CA0A9F228B7456). For syntactical details and semantics in the case of [**AIK**](#gt_70efa425-6b46-462f-911d-d399404529ab) attestation (subject only) (section [3.1.1.4.3.4.2](#Section_15f1c345707f44be9bcd07045043b4ac)), see section [2.2.2.7.15](#Section_2c1dd79feb4c42b6ac68703a991edc32).

**Client\_KeyAttestationStatement:** Contains the [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e)-specific [KeyAttestationStatement](#Section_20a297ae20df4badb9d44f7509ce4d6f) structure (section 2.2.2.5) that is generated for each TPM [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) associated with a certificate request.

**Returned\_Request\_ID:** A ULONG that contains the request ID created by the CA when it receives a request for a certificate. This value is returned in the *pdwRequestId* parameter of the **ICertRequestD::Request** and **ICertRequestD2::Request2** methods.

#### Timers

None.

#### Initialization

The Windows Client Certificate Enrollment Protocol depends on [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) for authentication, as specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0).

#### Message Processing Events and Sequencing Rules

The Windows Client Certificate Enrollment Protocol is based on [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0). DCOM provides the capability to obtain the version of an interface. Clients SHOULD use the IRemIUnknown.RemQueryInterface method to determine if the server supports the [ICertRequestD2](#Section_37918b824e98409cb3c1b0ae76bdc73c) interface version. If the server supports the ICertRequestD2 interface, clients SHOULD use that interface. [<19>](#Appendix_A_19" \o "Product behavior note 19)If the server does not support ICertRequestD2 interface, clients MUST use the ICertRequestD interface.

The following sections define the processing rules for each of the methods in [ICertRequestD (section 3.2.1.4.2)](#Section_6b6ffe4a62614d2ebdf9fdeb2e086834) and ICertRequestD2 (section 3.2.1.4.3). For all methods of this protocol, a returned value of 0 indicates a successful invocation. Unless specified otherwise, any returned non-zero value indicates an error and the client SHOULD NOT rely on any specific value for its processing rules.

##### Algorithms

The following section specifies subroutines that are used by the Client Mode: Basic Enrollment protocol role.

###### Sanitizing Common Names

The [**CNs**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) of the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) (as specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a)) objects used by the Windows Client Certificate Enrollment Protocol are created by sanitizing the names of other objects and shortening the [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8) so that it does not exceed 57 characters, including spaces. The sanitized name MUST NOT exceed 57 characters in length. A name is sanitized by replacing disallowed characters with an exclamation point(!) followed by four hexadecimal values that represent the 16-bit character that is being replaced.

The following rules apply to creating a sanitized CN (short name):

* All disallowed characters in the original name MUST be replaced with the appropriate replacements values as specified in section [3.1.1.4.1.1.2](#Section_dea20bc9e6a84117928868e67cd8f833).
* The sanitized name MUST be truncated to no more than 51 characters in total length. The truncated name MUST NOT exceed 51 characters. If an incomplete sanitized character sequence remains at the end of the string (for example, !002 instead of !0023), the incomplete sequence MUST be truncated completely.
* The characters that were removed or truncated from the sanitized string in the preceding bulleted item MUST be hashed according to the rules specified in section [3.1.1.4.1.1.1](#Section_c18beced6b0745b5b0785865e2a94b53). The resultant hash MUST be converted to a 5-character string. The string MUST be five characters in total length and MUST be padded with leading zeros on the left to ensure a total length of five characters.
* A minus sign (–) MUST be appended to the truncated sanitized name followed by the 5-character string that contains the hash value.

Hashing Processing Rules

The hash to represent truncated characters is computed by rotating a 16-bit value one bit to the left and adding each character truncated from the full [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) (original name) until all of the truncated characters have been exhausted, as shown in the following example hash process rule.

If the string length of the full CN is less than 52 characters in total length, the sanitized short name is the same as the full CN. Otherwise, the string base equals the first 51 characters of the full CN.

The string excess equals characters 52 through the end of the full CN. For each character that is in excess of 51, the following algorithm will be applied to hash the excess characters:

* Hash is initialized with 0.

For each excess character, the following interaction is performed:

* + - An unsigned, 16-bit integer (LowBit) is calculated by using the following formula: ((0x8000 & Hash)? 1 : 0).
    - The value of the hash is recalculated by using the following formula: ((Hash << 1) | LowBit) + [excess character].
* Next, the resultant hash equals the decimal representation of the calculated hash. The hash is left-padded with zeros (0) to ensure that it is five characters in total length. The final, short [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8) equals the concatenation of the string base plus a minus sign (–) plus the 5-character hash.

Disallowed Characters

The following characters are disallowed and MUST NOT be used. The disallowed characters and their appropriate replacement values are noted in the table.

Characters that MUST NOT be used in a file name are shown in the following table.

A character whose value is less than 0x20 MUST be replaced with !00xx where xx is the hexadecimal value of the character (for example, the value of 0x10 is replaced with !0010). A character whose value is greater than or equal to 0x7F MUST be replaced with !00xx where xx is the hexadecimal value of the character (for example, the value of 0x80 is replaced with !0080).

| Name | Character | Value in !xxxx format |
| --- | --- | --- |
| Exclamation point | ! | !0021 |
| Inch or quotation mark | " | !0022 |
| Number sign | # | !0023 |
| Percent | % | !0025 |
| Ampersand | & | !0026 |
| Apostrophe | ' | !0027 |
| Opening parenthesis | ( | !0028 |
| Closing parenthesis | ) | !0029 |
| Asterisk | \* | !002a |
| Plus sign | + | !002b |
| Comma | , | !002c |
| Slash mark | / | !002f |
| Colon | : | !003a |
| Semicolon | ; | !003b |
| Less than sign | < | !003c |
| Equal sign | = | !003d |
| Greater than sign | > | !003e |
| Question mark | ? | !003f |
| Opening bracket | [ | !005b |
| Backslash | \ | !005c |
| Closing bracket | ] | !005d |
| Caret or circumflex | ^ | !005e |
| Grave accent | ` | !0060 |
| Opening brace | { | !007b |
| Pipe or vertical line | | | !007c |
| Closing brace | } | !007d |

##### Processing Rules for the pwszAuthority Parameter

The *pwszAuthority* parameter is a common parameter for each of the methods in this protocol. The following sections describe the client processing rules for this parameter.

The [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string in *pwszAuthority* MUST be equal to either the CA [**common name**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68), the CA [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8), or the CA short sanitized name. The algorithm for sanitizing common names is specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c).

**Note**  Comparing the CA name in the preceding operations MUST NOT be case-sensitive.

CA name specifications are in section [1.3.2.5](#Section_aa64b85e0d6d4e138a1580e2fdb02e2a).

##### ICertRequestD::Request and ICertRequestD2::Request2 Processing

The processing for the [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) method and the [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) method MUST be identical on the client side, except for the handling of the additional *pwszSerialNumber* parameter.

Rules for each argument passed to ICertRequestD::Request and ICertRequestD2::Request2 are as follows.

*pwszAuthority*: The client MUST follow the processing rules for *pwszAuthority* as specified in section [3.1.1.4.2](#Section_faf1371457204dfca91ceb813e745659).

*dwFlags*: The client MUST set the *dwFlags* parameter as specified in section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406).

*pwszSerialNumber*: For new requests, clients MUST set this parameter to NULL. To retrieve the status on an issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), clients MUST set this parameter to the serial number of the issued certificate.

*pdwRequestId*: For new requests, clients MUST set this parameter to 0. To retrieve the status of a pending certificate request, the client MUST set this parameter to the request ID of the pending request.

*pwszAttributes*: The client MAY set the *pwszAttributes* parameter to a string representing a collection of [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to be applied to the [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) request. For specifications on the format of the string, see section [2.2.2.7](#Section_9503393d7b4142d0adcf2c4ac206406d).

*pctbRequest*: The pb member of [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) MUST be the encoded certificate request, and the cb member MUST be the length in bytes of the encoded certificate request. The Windows Client Certificate Enrollment Protocol can be used as the transport for four types of certificate requests, specified as follows.

The following table shows the various request types and request formats that are used when constructing each certificate request.

| Certificate request types | CMS with PKCS #10 | PKCS #10 | CMS with CMC | Netscape KEYGEN |
| --- | --- | --- | --- | --- |
| New request | Yes | Yes | Yes | Yes |
| Renewal request | Yes | No | Yes | No |
| [**Enroll On Behalf Of (EOBO)**](#gt_c20f5cb3-a18f-4903-99f3-08bab1b38871) request | Yes | No | Yes | No |
| Key archival request | No | No | Yes | No |
| Initial [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) request | Yes | Yes | Yes | No |

"Yes" indicates that this format is supported for this request type. "No" indicates that this format is not supported by this protocol.

The following sections define the requirement for the certificate request types in the table. Fields that are not defined in the following sections MUST be submitted by using the definitions from the relevant RFC as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) for [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab), [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382) for CMC requests, [[HTMLQ-keygen]](https://go.microsoft.com/fwlink/?linkid=2165135) for Netscape request format, and [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401) for PKCS #10 certificate requests.

*pdwDisposition*: Upon a successful return from an ICertRequestD::Request or ICertRequestD2::Request2 method invocation, the client receives the *pdwDisposition* parameter as an output value.

If this value is 0x00000005 (CR\_DISP\_UNDER\_SUBMISSION), the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) has not finished processing the enrollment request and the certificate has not been signed. This request is considered to be pending. See section [3.1.1.4.3.7](#Section_2373950138aa4f30b3efe2bef6df4da6) for information about how to retrieve pending requests from a CA.

If the value is any other nonzero value, the server has encountered an error. Unless otherwise specified in this document, the client SHOULD NOT rely on any specific error for its processing rules.

*pctbDispositionMessage*: Upon a successful return from an ICertRequestD::Request or ICertRequestD2::Request2 method invocation, the client receives the *pctbDispositionMessage* parameter as an output value. The client MUST NOT interpret or process this information in any way for anything other than display purposes. If the method encounters an error, the error string associated with the error code is returned. Error codes are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90). The client SHOULD NOT use the value in this field.

###### New Certificate Requests

A new [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request is defined as a certificate request that does not depend upon, and is not associated with, any previous certificate. For new certificate requests, the client MUST use one of the supported request formats when sending the request to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The exact format is specific to the application making the request.

Before creating a new certificate request, the client MUST generate a new [**public-private key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34). This newly generated [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) will be the one that is certified by the CA while its associated [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) is used to sign the request. For details, see the following sections.

New Certificate Request Using PKCS #10 Request Format

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded PKCS #10 request as specified in [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401). The PKCS #10 ASN.1 structure includes the following fields:

* [**Attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f): This field SHOULD be used to send additional parameters to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

Section [2.2.2.7](#Section_9503393d7b4142d0adcf2c4ac206406d) specifies the required format for each of these attributes. The following [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) identify the attributes that are supported by the protocol:

* + - szOID\_OS\_VERSION (1.3.6.1.4.1.311.13.2.3): The client SHOULD use this attribute to specify the version information of the client's operating system in the form of a string. [<20>](#Appendix_A_20" \o "Product behavior note 20) The client SHOULD encode the value of this attribute as a IA5String. The format for this attribute is as specified in section 2.2.2.7.
    - szOID\_ENROLLMENT\_CSP\_PROVIDER (1.3.6.1.4.1.311.13.2.2): The client SHOULD use this attribute to specify the [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e) that was used to generate a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). CSP specifications are in section [1.1](#Section_719b890d62e64322b9b11f34d11535b4).
    - szOID\_REQUEST\_CLIENT\_INFO (1.3.6.1.4.1.311.21.20): Clients SHOULD use this value to pass additional client information such as machine name, user name, and application name. For details see section [2.2.2.7.4](#Section_64e5ff6dc6dd457892f7b3d895f9b9c7).
    - szOID\_CERT\_EXTENSIONS (1.3.6.1.4.1.311.2.1.14): The client SHOULD use this value to pass additional [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) extensions that are to be added to the issued certificate.
    - szOID\_ENROLLMENT\_NAME\_VALUE\_PAIR (1.3.6.1.4.1.311.13.2.1): The client SHOULD use this value to pass additional enrollment information as name-value pair collection. Following are the names that are supported by the protocol and their associated client-processing rules:
      * SAN: The client SHOULD use this value to pass a string that defines the requested value for the SubjectAltName extension in the issued certificate. Specifications on possible values for this attribute are in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e).
      * CertificateUsage: The client SHOULD use this value to pass one or more OIDs that define the requested ExtendedKeyUsage extension for the issued certificate, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.13.
      * ValidityPeriod: The client SHOULD use this value to request the CA to issue the certificate for a specific validity time. For example, if the validity period is three weeks, then the client requests that the issued certificate be valid for three weeks after [**issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f). If ValidityPeriod is used, the client MUST use it with the ValidityPeriodUnits attribute.
      * ValidityPeriodUnits: The client SHOULD use this value to send the count of "ValidityPeriod" for the requested validity period for the issued certificate. The client MUST use this attribute with the ValidityPeriod attribute.
      * cdc: The client SHOULD use this value to pass an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) for the CA to use in case the end entity's information cannot be obtained.
      * rmd: The client SHOULD use this value to identify the exact FQDN of the machine object associated with the request.

New Certificate Request Using CMS and PKCS #10 Request Formats

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445). The CMS ASN.1 structure includes the following fields:

* ContentType: This field MUST be the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKCS\_7\_SIGNED (1.2.840.113549.1.7.2, id-signedData).
* Content: This field MUST be a SignedData with the following values for its fields:
  + encapContentInfo: This field MUST have the following values for its fields:
    - eContentType: This field MUST be OID szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data).
    - eContent: This field MUST be a PKCS #10 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request as specified in section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62).

SignerInfos: The request MUST be signed as specified in [RFC3852].

New Certificate Request Using CMS and CMC Request Formats

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)), that includes a CMC request (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)). The ASN.1 structure includes the following fields. The client MUST construct an ASN.1 CMC request structure with the following fields:

* TaggedRequest: This field MUST contain exactly one [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. The certificate request MUST be PKCS #10 as specified in sections [2.2.2.6.1](#Section_ab1f8f91b0794676bd5061952bfb011d), [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5), and [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62).
* TaggedAttributes: The client MAY pass additional [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the RegInfo attribute as specified in [RFC2797] section 5.12. The semantics for the value of this attribute are identical to the ones that are defined for the *pwszAttributes* parameter for [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9). The format of the value is specified in section [2.2.2.6.3](#Section_40e555eca9e24f2c84ff7aef6f1e0b0a).

Client MUST construct CMS (as specified in [RFC3852]) with the following requirements:

* ContentType: This field MUST be the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKCS\_7\_SIGNED (1.2.840.113549.1.7.2, id-signedData).
* Content: This field MUST be a SignedData with the following values for its fields:
  + encapContentInfo field: This field MUST have the following values for its fields:
    - eContentType: This field MUST be the OID szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, Id-cct-PKIData).
    - eContent: This field MUST be the CMC certificate request constructed in the preceding (first) step.
  + SignerInfo fields: The first signerInfo MUST use either the subjectKeyIdentifier form of signerInfo, as specified in [RFC2797] section 4.2, or MUST use the No-Signature Signature Mechanism, as specified in [RFC2797] section 3.3.3.1.

New Certificate Request Using Netscape KEYGEN Request Format

The request MUST be compliant with "Netscape Extensions for User Key Generation Communicator 4.0 Version". For specifications, see [[HTMLQ-keygen]](https://go.microsoft.com/fwlink/?linkid=2165135).

Processing rules for the *pwszAttributes* parameter:

* CertType: Client MUST add the CertType [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the *pwszAttributes* parameter. The value for this attribute MUST be the string "server".
* rdn value: Client MUST request the subject name information through the rdn attributes. Supported values and their formats MUST be as specified in section [2.2.2.6.4.2](#Section_69663575449648dab1c80a1362f31f2b).[<21>](#Appendix_A_21" \o "Product behavior note 21)

###### Renew Certificate Requests

When sending a [**certificate renewal request**](#gt_0de36755-c06a-43e5-ab0d-00bc0fce946d), clients MUST use the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structure with an embedded PKCS #10 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) and [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401), or the CMS structure with an embedded CMC request format, as specified in [RFC3852] and [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382). The client MUST follow the requirements specified in the following sections.

The renewal request MUST be done either by using an existing [**public-private key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) associated with the certificate being renewed or by creating a new public-private key pair. See the following sections for details about how those key pairs are used to form a request.

Renew Certificate Request Using CMS and PKCS #10 Request Formats

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445). The CMS ASN.1 structure includes the following fields:

* The client SHOULD construct a request for a new [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) by using the PKCS #10 certificate format as specified in section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62) or section [3.1.1.4.3.4](#Section_f596c7dfa72c4323b27f3c8646604ddb).[<22>](#Appendix_A_22" \o "Product behavior note 22)
* The client MUST add an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the **Attributes** field in the PKCS #10. The attribute is szOID\_RENEWAL\_CERTIFICATE (1.3.6.1.4.1.311.13.1) as specified in section [2.2.2.7.3](#Section_de82f94d3f254963817318d9681ea3e9). The value for this attribute MUST be an ASN.1 DER encoded certificate to be renewed.
* The client MUST construct a CMS with the following requirements:
  + ContentType: This field MUST be the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
  + Content: This field MUST be a SignedData with the following values for its fields:
    - encapContentInfo: This field MUST have the following values for its fields:
      * eContentType: This field MUST be the OID szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data).
      * eContent: This field MUST be the new PKCS #10 certificate request constructed in the preceding (first) step.
  + Certificates: This field MUST include the certificate to be renewed and that is associated with the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the request (the same certificate as the one in the PKCS #10 **Attributes** field specified in the preceding (second) step).
  + SignerInfos: The first SignerInfo in the SignerInfos collection MUST use the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) associated with the certificate to be renewed.

Renew Certificate Request Using CMS and CMC Request Formats

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)) that includes a CMC request (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)). The ASN.1 structure includes the following fields:

* The client SHOULD construct a request for a new [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) by using the PKCS #10 certificate format as specified in section [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5), [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62), or [3.1.1.4.3.4](#Section_f596c7dfa72c4323b27f3c8646604ddb).[<23>](#Appendix_A_23" \o "Product behavior note 23)
* The client MUST add an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the **Attributes** field in the PKCS #10. The attribute is szOID\_RENEWAL\_CERTIFICATE (1.3.6.1.4.1.311.13.1) as specified in section [2.2.2.7.3](#Section_de82f94d3f254963817318d9681ea3e9). The value for this attribute MUST be the ASN.1 DER encoded certificate to be renewed.
* The client MUST construct a CMC request with the following requirements:
  + TaggedRequest: This field MUST contain exactly one certificate request. The certificate request MUST be the PKCS #10 constructed in the first of the preceding steps.
  + TaggedAttributes: The client MAY pass additional enrollment attributes in the RegInfo attribute as specified in [RFC2797] section 5.12. The cosemantics for the value of this attribute are identical to the ones that are defined for the *pwszAttributes* parameter for [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9). To read more on the supported attributes, see section 3.1.1.4.3.1.1. The format of the value is specified in section [2.2.2.6.3](#Section_40e555eca9e24f2c84ff7aef6f1e0b0a).
* The client MUST construct a CMS with the following requirements:
  + ContentType: This field MUST be the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
  + Content: This field MUST be a SignedData with the following values for its fields:
    - encapContentInfo: This field MUST have the following values for its fields:
      * eContentType: This field MUST be the OID szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, Id-cct-PKIData).
      * eContent: This field MUST be the CMC certificate request constructed in the preceding (first) step.
    - SignerInfos: This collection MUST include at least two SignerInfo structures.
      * The first signerInfo MUST either use the subjectKeyIdentifier form of signerInfo, as specified in [RFC2797] section 4.2, or MUST use the No-Signature Signature Mechanism as specified in [RFC2797] section 3.3.3.1.
      * The second SignerInfo MUST use the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) associated with the certificate to be renewed.

###### Enroll on Behalf of Certificate Requests

The [**Enroll On Behalf Of (EOBO)**](#gt_c20f5cb3-a18f-4903-99f3-08bab1b38871) proxy process is used when the client that sends a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request requests a certificate on behalf of another [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79).

When sending a [**ROBO**](#gt_08a80e0e-6715-4d38-82a7-05afa3c4e544) for another entity, clients MUST use the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structure with an embedded PKCS #10 certificate request, as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) and [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401), or clients MUST use the CMS structure with an embedded CMC request format, as specified in [RFC3852] and [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382). Clients MUST follow the specific requirements defined in the following sections.

Abstract Data Model

This section describes a conceptual model of data organization that a possible implementation would maintain to participate in this protocol. The described organization is provided to facilitate understanding of how the protocol behaves. This protocol specification does not mandate that implementations adhere to this model so long as their external behavior is consistent with the behavior described in this document.

In addition to the data described in section [3.1.1.1](#Section_58b3e648dcfa41f2b57551599dc94e51), the client that implements [**ROBO**](#gt_08a80e0e-6715-4d38-82a7-05afa3c4e544)-requests processing maintains the following data:

* OtherEndEntityRequest

PKCS#10 request constructed as specified in section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62) or section [3.1.1.4.3.4.1.1](#Section_da46af3cb69f45b0b8a82caa2dad5156), or [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request constructed as specified in section [3.1.1.4.3.1.3](#Section_3ae0e4d6ce894a84bf938594e82967db). It is left up to the implementation of the protocol to provide a way for end entities to exchange the requests and store it in this data.[<24>](#Appendix_A_24" \o "Product behavior note 24)

Enroll on Behalf of Request Using CMS and PKCS #10 Request Formats

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445). The CMS ASN.1 structure includes the following fields:

* The client MUST construct a CMS with the following requirements:
  + ContentType: This field MUST be the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
  + Content: This field MUST be a SignedData with the following values for its fields:
    - encapContentInfo: This field MUST have the following values for its fields:
      * eContentType: This field MUST be the OID szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data).
      * eContent: This field MUST be the PKCS #10 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request constructed as specified in the section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62) or section [3.1.1.4.3.4.1.1](#Section_da46af3cb69f45b0b8a82caa2dad5156), or retrieved from the OtherEndEntityRequest data.
    - Certificates: This field MUST include the certificate that is associated with the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the certificate request.
    - SignerInfo: The signing MUST be done with the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) associated to the certificate that is passed in the preceding **Certificates** field:
      * AuthenticatedAttributes (in the first SignerInfo): This field MUST include the OID szENROLLMENT\_NAME\_VALUE\_PAIR (1.3.6.1.4.1.311.13.2.1) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The value of the attribute MUST include the requestername name-value pair. The value of requestername MUST be the requested value for the **Subject** field in the issued certificate.

Enroll on Behalf of Certificate Request Using CMS and CMC Request Formats

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) message (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)) that includes a CMC request (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)). The ASN.1 structure includes the following fields:

* The client MUST construct a CMC request with the following requirements:
  + TaggedRequest: This field MUST contain exactly one [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. The certificate request MUST be the PKCS #10 constructed in the preceding step. See also section [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5).
  + TaggedAttributes: The client MAY pass additional enrollment [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the RegInfo attribute as specified in [RFC2797] section 5.12. The semantics for the value of this attribute are identical to the ones that are defined for the *pwszAttributes* parameter for [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9). Specifications on the supported attributes are in section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62). The format of the value is specified in section [2.2.2.6.3](#Section_40e555eca9e24f2c84ff7aef6f1e0b0a). The value of the attribute MUST include the requestername name-value pair. The value of requestername MUST be the requested value for the **Subject** field in the Issued certificate.
* The client MUST construct a CMS with the following requirement:
  + ContentType: This field MUST be the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
  + Content: This field MUST be a SignedData with the following values for its fields:
    - encapContentInfo: This field MUST have the following values for its fields:
      * eContentType: This field MUST be the OID szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, Id-cct-PKIData).
      * eContent: This field MUST be the CMC certificate request constructed as specified in the section [3.1.1.4.3.1.3](#Section_3ae0e4d6ce894a84bf938594e82967db) or retrieved from the OtherEndEntityRequest data.
    - Certificates: This field MUST include the certificate associated with the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the certificate request.
    - SignerInfos: This collection MUST include at least two SignerInfo structures.
      * The first signerInfo MUST either use the subjectKeyIdentifier form of signerInfo, as specified in [RFC2797] section 4.2, or MUST use the No-Signature Signature Mechanism as specified in [RFC2797] section 3.3.3.1.
      * The second SignerInfo MUST be done with the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) associated to the certificate that is passed in the preceding **Certificates** field.

###### Certificate Request with Key Attestation

**Note**  For information on product behavior, see the following product behavior note.[<25>](#Appendix_A_25" \o "Product behavior note 25)

Before the client can submit the request to the CA for [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) purposes, it MUST initialize a secure channel to the CA. To create a secure channel to the CA, the client MUST retrieve the current CA [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190), either through a call to **ICertRequestD::GetCACert** (providing the GETCERT\_CAXCHGCERT 0x00000001 property identifier (ID) in the fchain parameter) or **ICertRequestD2::GetCAProperty** (providing the CR\_PROP\_CAXCHGCERT 0x0000000F flag in the PropID parameter). Both methods can be used to retrieve the CA exchange certificate with no preference. Once retrieved, the CA exchange certificate MUST be verified as being [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) for the szOID\_KP\_CA\_EXCHANGE [**EKU**](#gt_06beeb29-6e93-4472-a53d-bbd51eca5759) or the szOID\_KP\_PRIVACY\_CA EKU before being used further.

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded PKCS10 request [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) that includes a szOID\_ENROLL\_EK\_INFO or szOID\_ENROLL\_AIK\_INFO [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), an szOID\_ENROLL\_ATTESTATION\_STATEMENT attribute, and an szOID\_ENROLL\_KSP\_NAME attribute. More specifically:

* The client MUST construct an **EnvelopedData** [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structure that complies with the following requirements:
  + RecipientInfos: This field MUST reference the CA exchange certificate that contains the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) that is used to encrypt the **Client\_HardwareKeyInfo** ADM element. The exact format of RecipientInfos is specified in [RFC3852] section 6.1.
  + EncryptedContent: This field MUST be the encrypted form of the **Client\_HardwareKeyInfo** ADM element. For [**EK**](#gt_cb6e93f4-07e0-4b4a-8707-47d6db4d41aa) [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) (authority and subject) (section [3.1.1.4.3.4.1](#Section_99ece0ea49a849a881a66c6f7cbe3139)), the **Client\_HardwareKeyInfo** MUST contain the client endorsement key (EK) and [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) ([**EKCerts**](#gt_6aaaff7f-d380-44fb-91d3-b985e458eb6d)). For [**AIK**](#gt_70efa425-6b46-462f-911d-d399404529ab) attestation (subject only) (section [3.1.1.4.3.4.2](#Section_15f1c345707f44be9bcd07045043b4ac)), the **Client\_HardwareKeyInfo** MUST contain the Attestation Identity Key (AIK) and certificates ([**AIKCerts**](#gt_89a2ba3c-80af-4d1f-88b3-06ec3489fd5a)).
* The client MUST construct a PKCS #10 request, as specified in section [3.1.1.4.3.1.1](#Section_F4EB50D562F6470B88469489AF9DEA62) with:
  + The szOID\_ENROLL\_EK\_INFO or szOID\_ENROLL\_AIK\_INFO attribute set to the **EnvelopedData** CMS structure that was constructed in the previous step. The szOID\_ENROLL\_EK\_INFO attribute MUST be used if the encrypted **Client\_HardwareKeyInfo** contains the client endorsement key (EK) and certificates; that is, when EK attestation (authority and subject) (section 3.1.1.4.3.4.1) is being performed. The szOID\_ENROLL\_AIK\_INFO attribute MUST be used if the encrypted **Client\_HardwareKeyInfo** contains the client Attestation Identity Key (AIK) and certificates; that is, when AIK attestation (subject only) (section 3.1.1.4.3.4.2) is being performed.
  + The szOID\_ENROLL\_ATTESTATION\_STATEMENT attribute set to the Client\_KeyAttestationStatement ADM element.
  + The szOID\_ENROLL\_KSP\_NAME attribute set to the [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e) name used to create the private/public [**key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34).

**Note**  All request formats detailed in the following sections MUST be marshaled by using DER-encoding rules, as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593), for transmission.

EK Attestation (Authority and Subject)

The client MUST locally generate a [**symmetric key**](#gt_0e645d50-eabd-40a6-a7c3-1dc4d8d8b56b) and MUST use it to encrypt the Client\_HardwareKeyInfo ADM element in the request. The client MUST then encrypt the symmetric key by using the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) from the retrieved CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). The encrypted symmetric key MUST then be included in a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, as specified in section [3.1.1.4.3.4](#Section_f596c7dfa72c4323b27f3c8646604ddb).

New Certificate Request with Key Attestation Statement

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded PKCS10 request [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) that includes szOID\_ENROLL\_EK\_INFO, szOID\_ENROLL\_ATTESTATION\_STATEMENT, and szOID\_ENROLL\_KSP\_NAME [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). See section [3.1.1.4.3.4](#Section_f596c7dfa72c4323b27f3c8646604ddb) for details.

Responding to a CA Challenge Message

When the CA receives a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request with a [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) statement containing szOID\_ENROLL\_EK\_INFO, as specified in section [3.1.1.4.3.4.1](#Section_99ece0ea49a849a881a66c6f7cbe3139), it SHOULD return a challenge to the client to prove that the client owns the corresponding [**EK private key (EKPriv)**](#gt_1a551a99-ee90-4f3b-955b-9fa7c023ab80), as specified in section [3.2.2.6.2.1.2.6](#Section_50ef0d51e76549ac93ee8c754680f6d6).[<26>](#Appendix_A_26" \o "Product behavior note 26) Windows Client Certificate Enrollment protocol SHOULD verify and process the challenge as described below.[<27>](#Appendix_A_27" \o "Product behavior note 27)

1. The *pctbCertChain* parameter returned by the **ICertRequestD::Request** method MUST be a CMC full [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) response. This parameter contains the **CAChallenge** as described in section 3.2.2.6.2.1.2.6. Message syntax MUST be as specified in section 3.2.2.6.2.1.2.6.
2. The client MUST verify the signature on the **CAChallenge** and MUST validate the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) and its chain. The validation MUST be based on chain validation as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414).
3. The client MUST validate the CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) included in the **CAChallenge** and verify that it is a valid exchange certificate (for more information, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177)).
4. The client MUST decrypt the secret included in the **CAChallenge** using its [**TPM**](#gt_7288388e-5351-4538-bcb0-deb95e2abced) and use the result as the secret in the next step. This process is [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e)-specific.
5. The client generates enveloped data as described in section [3.1.1.4.3.4.1.3](#Section_03ed534c2fc54668a3bb31de57d6591a) by setting the encrypted content to the secret obtained in the previous step. The client MUST use the [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5) algorithm provided in the szOID\_ENROLL\_ENCRYPTION\_ALGORITHM [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (section [2.2.2.8.1.4](#Section_DD4AFCCA7DE6438DB01D59EC9748EFAB)). The client sets the *pctbRequest* parameter in the **ICertRequestD::Request** method to this enveloped data.
6. The client adds the RequestId attribute (section [2.2.2.7.10](#Section_92F07A54288945E3AFD094B60DAA80EC)), constructed from the Returned\_Request\_ID ADM element, to the *pwszAttributes* parameter of the **ICertRequestD::Request** method.
7. The client MUST set the 0x00000500 bit in the *dwFlags* parameter of **ICertRequestD2::Request2**, as described in section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406), to designate the request as containing the response to the **CAChallenge**.

Certificate Request with Challenge Response

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)). The ASN.1 structure includes the following fields:

* RecipientInfos: This field MUST reference the CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) that contains the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) that is used to encrypt the client's [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). The exact format of RecipientInfos is specified in [RFC3852] section 6.1.
* EncryptedContent: This field MUST include the secret that the CA has sent (in encrypted format) as described in section [3.2.2.6.2.1.2.6](#Section_50ef0d51e76549ac93ee8c754680f6d6).

AIK Attestation (Subject Only)

The client MUST generate a [**symmetric key**](#gt_0e645d50-eabd-40a6-a7c3-1dc4d8d8b56b) locally and MUST use it to encrypt the **Client\_HardwareKeyInfo** ADM element in the request. The client MUST then encrypt the symmetric key by using the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) from the retrieved CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). The encrypted symmetric key MUST then be included in a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, as specified in section [3.1.1.4.3.4](#Section_f596c7dfa72c4323b27f3c8646604ddb).[<28>](#Appendix_A_28" \o "Product behavior note 28)

New Certificate Request with Key Attestation Statement

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded PKCS10 request [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) that includes szOID\_ENROLL\_AIK\_INFO, szOID\_ENROLL\_ATTESTATION\_STATEMENT, and szOID\_ENROLL\_KSP\_NAME [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

Subject-only [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) uses only the **keyAttestation** field in the **Client\_KeyAttestationStatement** ADM element. The **idBinding** and **aikOpaque** fields are empty.

###### Certificate Requests with Certificate Transparency

New Certificate Request with Certificate Transparency

A [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request can be designated for additional Certificate Transparency processing at the server by setting the A flag (0x04000000) in the *dwFlags* parameter of **ICertRequestD2::Request2**, as described in section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406).

Signed Certificate Timestamp List Request

Processing of the server response to a client’s new certificate request with Certificate Transparency flagged for additional Certificate Transparency processing consists of the following.

1. After an enrollment client submits a new certificate request with Certificate Transparency, the *pctbCertChain* parameter returned by the **ICertRequestD::Request** method MUST be a Certificate Management Messages over CMS (CMC) [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382), full [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) response as described in section [3.2.1.4.2.1.4.8.2](#Section_2524682a95874ac18adf7e8094baa321), and MUST contain the Certificate Transparency **precertificate** [[RFC6962]](https://go.microsoft.com/fwlink/?linkid=867272), rather than an issued end entity certificate.
2. The client SHOULD then submit the **precertificate** to a suitable set of Certificate Transparency Logs and construct a **SignedCertificateTimestampList** structure with the results of the submission, as described in [RFC6962]. The client SHOULD return the resulting **SignedCertificateTimestampList** structure to the [**certificate authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) encoded within the *pctbRequest* parameter of the **ICertRequestD::Request** method, as described in [RFC6962].
3. The client MUST add the *RequestId* attribute (section [2.2.2.7.10](#Section_92F07A54288945E3AFD094B60DAA80EC)), constructed from the **Returned\_Request\_ID** ADM element, to the *pwszAttributes* parameter of the **ICertRequestD::Request** method.
4. The client MUST set the 0x00000600 bit in the dwFlags parameter of **ICertRequestD2::Request2**, as described in section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406), to designate the request as containing the **SignedCertificateTimestampList**.

###### Certificate Requests with Private Key Info

Before submitting a request to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) for archiving purposes, the client MUST initialize a secure channel to the CA. To create a secure channel to the CA, the client MUST retrieve the current CA key [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190), either through a call to [ICertRequestD::GetCACert](#Section_bb9b82e84ddc4615a8146e1ccd0fca3c) (while providing the GETCERT\_CAXCHGCERT 0x00000001 property identifier (ID) in the *fchain* parameter) or a call to [ICertRequestD2::GetCAProperty](#Section_7c715f9fdb5041c3abfc0021c6390d4e) (while providing the CR\_PROP\_CAXCHGCERT 0x0000000F flag in the *PropID* parameter). Both methods can be used to retrieve the CA key exchange certificate with no preference.

The client MUST locally generate a [**symmetric key**](#gt_0e645d50-eabd-40a6-a7c3-1dc4d8d8b56b) and MUST use it to encrypt the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) associated with the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) to be enrolled. The client MUST then encrypt the symmetric key by using the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) from the retrieved CA exchange certificate. The encrypted symmetric key MUST then be included in a certificate request, as specified in section [3.1.1.4.3.6.1](#Section_1745766baea546f194b3eb1398bbc4a7).

For more information about the [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7) and recovery process, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177).

When sending a request with an encrypted private key, clients MUST use the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structure with an embedded CMC request format, which MUST be as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) and [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382). The client MUST use [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) to submit the request and follow the specific requirements specified in the following section.

Certificate Request with a Private Key Using CMC Request Format

The request MUST be an ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445)) that includes a CMC request (as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)). The ASN.1 structure includes the following fields:

* The client MUST construct a PKCS #10, as specified in sections [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5) and [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62).
* The client MUST construct an **EnvelopedData** CMS structure that complies with the following requirements:
  + RecipientInfos: This field MUST reference the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) that contains the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) that is used to encrypt the client [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). The exact format of RecipientInfos is specified in [RFC3852] section 6.1.
  + EncryptedContent: This field MUST be the encrypted private key (from the public/private [**key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) that is used in the PKCS #10 of the preceding step).
* The client MUST construct a CMC that complies with the following requirements:
  + TaggedRequest: This field MUST contain exactly one [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. The certificate request MUST be the PKCS #10 constructed in the preceding (first) step.
  + TaggedAttributes: This field MUST include the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) hash [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) for this attribute is szOID\_ENCRYPTED\_KEY\_HASH (1.3.6.1.4.1.311.21.21). The value for this attribute MUST be the hash of the ASN.1 DER-encoded value of the **EnvelopedData** CMS structure that is created in the preceding (second) step. The hash algorithm MUST be the same as the algorithm used to sign the certificate request itself. The hash value MUST be encoded as an octet string. The client MAY pass additional enrollment attributes in the RegInfo attribute as specified in [RFC2797] section 5.12. The format and semantics for the value of this attribute are identical to the values that are defined for the *pwszAttributes* parameter for [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9). For more information about the supported attributes, see section 3.1.1.4.3.1.1. The client MUST set the Y flag in the *dwFlags* parameter of ICertRequestD2::Request2.
* The client MUST construct a CMS that complies with the following requirements:
  + ContentType: This field MUST be the OID szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
  + Content: This field MUST be a SignedData that uses the following values for its fields:
    - encapContentInfo: This field MUST have the following values for its fields:
      * eContentType: This field MUST be the OID szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, Id-cct-PKIData).
      * eContent: This field MUST be the CMC certificate request that is constructed in the preceding (third) step.
    - SignerInfo: This CMS certificate request MUST be signed with the private key that is associated with the PKCS #10 certificate request that is constructed in the preceding (first) step. The UnauthenticatedAttributes of the SignerInfo field MUST contain the OID szOID\_ARCHIVED\_KEY\_ATTR (1.3.6.1.4.1.311.21.13) attribute. The value of this attribute is the CMS certificate request that is constructed in the preceding (second) step.

**Note**  All the request formats detailed in the following sections MUST be marshaled via DER-encoding rules, as specified in [[X690]](https://go.microsoft.com/fwlink/?LinkId=90593), for transmission.

###### Certificate Request for Certificate Retrieval

A client retrieves an issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) by calling [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) methods. The call that the client makes does not contain information on a new certificate request; rather, it contains an identifier of the certificate the client wants to retrieve. It has identical semantics for the ICertRequestD::Request (section 3.2.1.4.2.1) and ICertRequestD2::Request2 (section 3.2.1.4.3.1) methods, with the exception of the *pwszSerialNumber* parameter. The client MUST make a call to the same CA that has received the original request.

The client MUST identify the certificate that it wants to retrieve, either by setting the *pwszSerialNumber* to the requested certificate serial number or by setting *pdwRequestId* to the value of the *pdwRequestId* parameter that was returned in a previous call to this function.

*pwszAuthority*: The client MUST follow the processing rules for *pwszAuthority* as specified in section [3.1.1.4.2](#Section_faf1371457204dfca91ceb813e745659).

*dwFlags*: The client MUST NOT set the RequestType byte of the *dwFlags* parameter (as specified in section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406)). The client SHOULD set the values of the Flags byte in the *dwFlags* parameter (as specified in section 3.2.1.4.3.1.1) as necessary to specify the type of information to be returned.

*pwszSerialNumber*: If *pdwRequestId* is 0, then the client MUST set this parameter to the serial number of the issued certificate that it requests.

*pdwRequestId*: If *pwszSerialNumber* is NULL, the client MUST set this parameter to the request ID of the pending request.

*pwszAttributes*: This parameter MUST be NULL.

*pctbRequest*: This parameter MUST be NULL.

*pdwDisposition*: Upon a successful return from an ICertRequestD::Request or ICertRequestD2::Request2 method invocation, the client receives the *pdwDisposition* parameter as an output value.

If this value is 0x00000005 (CR\_DISP\_UNDER\_SUBMISSION), the CA has not completed processing the [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) request and the certificate has not been signed.

If the value is 0x00000003 (CR\_DISP\_ISSUED), the CA has issued the certificate.

##### ICertRequestD::GetCACert Request Processing

This method returns a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) property.

To invoke this method:

*pwszAuthority*: This parameter MUST be set according to the processing rules for *pwszAuthority* as specified in section [3.1.1.4.2](#Section_faf1371457204dfca91ceb813e745659).

*fchain*: This parameter MUST be set to indicate the CA property preferred. If the client requests a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) or property for which it is possible to have multiple instances on the CA, the low-order 16 bits MUST contain the index of the certificate to be returned. Details about the *fchain* parameter are specified in section [3.2.1.4.2.2](#Section_bb9b82e84ddc4615a8146e1ccd0fca3c).

##### ICertRequestD::Ping and ICertRequestD2::Ping2 Request Processing

A client invokes either the [ICertRequestD::Ping](#Section_d01c6184610d4592b61ce4af8125bb1b) or [ICertRequestD2::Ping2](#Section_7345ed19bb504984ab2235227610c6a4) method to determine whether the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) can be contacted.

To invoke one of these methods, use the following parameter:

*pwszAuthority* (see section [3.1.1.4.2](#Section_faf1371457204dfca91ceb813e745659)): If the client knows any one of the CA names ([**common name**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68), [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8), or short name) it SHOULD pass it in this parameter. If the client does not know any of the CA names, it MAY pass a NULL string for this parameter.

Both the ICertRequestD::Ping and ICertRequestD2::Ping2 methods have the same meaning and use. The only difference between the methods is that Ping is a member of the [ICertRequestD](#Section_6b6ffe4a62614d2ebdf9fdeb2e086834) interface, and Ping2 is a member of the [ICertRequestD2](#Section_37918b824e98409cb3c1b0ae76bdc73c) interface.

##### ICertRequestD2::GetCAProperty Request Processing

This method returns a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) property.

To invoke this method:

* *pwszAuthority*: The client MUST follow the processing rules for *pwszAuthority*, as specified in section [3.1.1.4.2](#Section_faf1371457204dfca91ceb813e745659).
* *PropID*: The client MUST pass the ID of the requested property. A list of optional values is specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e).
* *PropIndex*: Values and restrictions MUST be as specified in the parameter requirements table in section 3.2.1.4.3.2.
* *PropType*: Values and restrictions MUST be as specified in the parameter requirements table in section 3.2.1.4.3.2.

The value and format of pctbPropertyValue MUST be as specified in section 3.2.1.4.3.2.

##### ICertRequestD2::GetCAPropertyInfo Request Processing

This method retrieves an array of structures that provide information about properties available on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

To invoke this method:

*pwszAuthority*: The client MUST follow the processing rules for *pwszAuthority*, as specified in section [3.1.1.4.2](#Section_faf1371457204dfca91ceb813e745659).

On a successful return, the LONG pointed to by pcProperty contains the count of the number of [CATRANSPROP](#Section_8116912a59e6484983dd77b39b6370e0) structures returned in pctbPropInfo. Rules for marshaling multiple CATRANSPROP structures in a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) are specified in section [2.2.2.3.1](#Section_bc294d60efe8447ca7a0ee2e0952c214).

#### Timer Events

None.

#### Other Local Events

This client can be triggered when an end user starts an application that requires enrollment for an X.509 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).[<29>](#Appendix_A_29" \o "Product behavior note 29) The following sections describe local events that capture the processing rules when the WCCE client is triggered. Simultaneous invocations of the WCCE client by the higher level code are not supported and the result of such invocations is undefined.

##### Retrieving the Pending Certificate Request

This local event allows higher level code to retrieve a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for a request that was set to pending by a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

**Input Parameters**:

**CAName**: The name of the CA which processed the original request. The type and value of this parameter is the same as the *pwszAuthority* parameter in the [ICertRequestD::Request (section 3.2.1.4.2.1)](#Section_dbb2e78f7630461592c46734fccfc5a6) method.

**ServerName**: The [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the server on which the CA specified by the **CAName** is running.

**Flags**: The flags associated with the request. The type and value of this parameter is the same as the *dwFlags* parameter in the ICertRequestD::Request method.

**RequestID**: The identifier used to identify the original request. The type and value of this parameter is the same as the *pdwRequestID* parameter in the ICertRequestD::Request method.

**Output Parameters**:

**Disposition**: Possible values are "Issued", "Pending", or "Error".

**IssuedCertificate**: Contains the requested certificate if it has been issued. The type and value of this parameter is the same as the *pctbEncodedCert* parameter in the ICertRequestD::Request method.

**Processing:**

1. Initialize a [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) client as specified in section [2.1](#Section_43af938c071d4568b1a37ed75a953012) by using the value of the **ServerName** input parameter as the remote server name setting of the DCOM client. If initialization did not succeed, then set the **Disposition** output parameter to "Error".
2. Determine the version of the certificate request interface supported by the server by following the processing rules specified in section [3.1.1.4](#Section_022869de72414562a8a901a69bb9fd48). If errors were encountered, set the **Disposition** output parameter to "Error".
3. If the server supports the [ICertRequestD2 (section 3.2.1.4.3)](#Section_37918b824e98409cb3c1b0ae76bdc73c) interface, then
   1. Retrieve the pending certificate request by invoking [ICertRequestD2::Request2 (section 3.2.1.4.3.1)](#Section_0949770a30f94e12a31739aa6f46c4f9), using the following parameters:
      * *pwszAuthority*: set to the value of the **CAName** input parameter.
      * *dwFlags*: set to the value of the **Flags** input parameter.
      * *pdwRequestId*: set to the value of the **RequestID** input parameter.
      * *pwszSerialNumber*: NULL.
      * *pwszAttributes*: NULL.
      * *pctbRequest*: NULL.
   2. If the return value of the ICertRequestD2::Request2 method is zero and:
      1. If ICertRequestD2::Request2 returns *pdwDisposition* with value of CR\_DISP\_ISSUED, set the **Disposition** output parameter to "Issued".
      2. If ICertRequestD2::Request2 returns *pdwDisposition* with value of CR\_DISP\_UNDER\_SUBMISSION, set the **Disposition** output parameter to "Pending".
      3. Else, set the **Disposition** output parameter to "Error".
   3. If the return value of ICertRequestD::Request method is nonzero, set the **Disposition** output parameter to "Error".
   4. If **Disposition** equals "Issued", set the **IssuedCertificate** output parameter to the value of the *pctbEncodedCert* returned by ICertRequestD2::Request2.
4. If the server does not support the ICertRequestD2 interface, then
   1. Retrieve the pending certificate request by invoking ICertRequestD::Request, using the following parameters:
      * *pwszAuthority*: set to the value of the **CAName** input parameter.
      * *dwFlags*: set to the value of the **Flags** input parameter.
      * *pdwRequestId*: set to the value of the **RequestID** input parameter.
      * *pwszAttributes*: NULL.
      * *pctbRequest*: NULL.
   2. If the return value of the ICertRequestD::Request method is zero and:
      1. If ICertRequestD::Request returns *pdwDisposition* with value of CR\_DISP\_ISSUED, set the **Disposition** output parameter to "Issued".
      2. If ICertRequestD::Request returns *pdwDisposition* with value of CR\_DISP\_UNDER\_SUBMISSION, set the **Disposition** output parameter to "Pending".
      3. Else, set the **Disposition** output parameter to "Error".
   3. If the return value of the ICertRequestD::Request method is nonzero, set the **Disposition** output parameter to "Error".
   4. If **Disposition** equals "Issued", set the **IssuedCertificate** output parameter to the value of the *pctbEncodedCert* returned by ICertRequestD::Request.

##### Submitting Certificate Request

This local event allows higher level code to submit a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request to a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

**Input Parameters**:

**CAName**: Identical to the *pwszAuthority* parameter in the [ICertRequestD::Request (section 3.2.1.4.2.1)](#Section_dbb2e78f7630461592c46734fccfc5a6) method.

**ServerName**: The [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the server on which the CA specified by the **CAName** is running.

**Flags**: The flags associated with the request. The type and value of this parameter is the same as the *dwFlags* parameter in the ICertRequestD::Request method.

**Request**: A certificate request. The type and value of this parameter is the same as the *pctbRequest* parameter in the ICertRequestD::Request method.

**Output Parameters**:

**Disposition**: Possible values are "Issued", "Pending", or "Error".

**IssuedCertificate**: Contains the requested certificate, if it has been issued. The type and value of this parameter is the same as the *pctbEncodedCert* parameter in the ICertRequestD::Request method.

**Response**: Contains the CA response if a certificate has been issued. The type and value of this parameter is the same as the *pctbCertChain* parameter in the ICertRequestD::Request method.

**Processing:**

1. Initialize a [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) client as specified in section [2.1](#Section_43af938c071d4568b1a37ed75a953012) by using the value of the **ServerName** input parameter as the remote server name setting of the DCOM client. If the initialization did not succeed, then set the **Disposition** output parameter to "Error".
2. Determine the version of the certificate request interface supported by the server by following the processing rules specified in section [3.1.1.4](#Section_022869de72414562a8a901a69bb9fd48). If errors were encountered, set the **Disposition** output parameter to "Error".
3. If the server supports the [ICertRequestD2 (section 3.2.1.4.3)](#Section_37918b824e98409cb3c1b0ae76bdc73c) interface, then
   1. Submit the certificate request by invoking [ICertRequestD2::Request2 (section 3.2.1.4.3.1)](#Section_0949770a30f94e12a31739aa6f46c4f9), using the following parameters:
      * *pwszAuthority*: set to the value of the **CAName** input parameter.
      * *dwFlags*: set to the value of the **Flags** input parameter.
      * *pdwRequestId*: set to 0.
      * *pwszSerialNumber*: NULL
      * *pwszAttributes*: NULL
      * *pctbRequest*: set to the value of the **Request** input parameter.
   2. If the return value of the ICertRequestD2::Request2 method is zero and:
      1. If ICertRequestD2::Request2 returns *pdwDisposition* with value of CR\_DISP\_ISSUED, set the **Disposition** output parameter to "Issued".
      2. If ICertRequestD2::Request2 returns *pdwDisposition* with value of CR\_DISP\_UNDER\_SUBMISSION, and if the CA response is not a challenge message (as described in section [3.2.2.6.2.1.2.6](#Section_50ef0d51e76549ac93ee8c754680f6d6)), then set the **Disposition** output parameter to "Pending"; otherwise, the client SHOULD invoke the processing rules in section [3.1.1.4.3.4.1.2](#Section_77eda85898ff4e389ffbecbba97acd75) using the CA response. Perform step 1 again with the Request parameter set to the enveloped data created in section 3.1.1.4.3.4.1.2.[<30>](#Appendix_A_30" \o "Product behavior note 30)
      3. Else, set the **Disposition** output parameter to "Error".
   3. If the return value of ICertRequestD::Request method is nonzero, set the **Disposition** output parameter to "Error".
   4. If **Disposition** equals "Issued", set the **IssuedCertificate** output parameter to the value of the *pctbEncodedCert* and set the **Response** output parameter to the value of the *pctbCertChain* returned by ICertRequestD2::Request2.
4. If the server does not support the ICertRequestD2 interface, then
   1. Submit the certificate request by invoking ICertRequestD::Request, using the following parameters:
      * *pwszAuthority*: set to the value of the **CAName** input parameter.
      * *dwFlags*: set to the value of the **Flags** input parameter.
      * *pdwRequestId*: set to 0.
      * *pwszAttributes*: NULL.
      * *pctbRequest*: set to the value of the **Request** input parameter.
   2. If the return value of the ICertRequestD::Request method is zero and:
      1. If ICertRequestD::Request returns *pdwDisposition* with value of CR\_DISP\_ISSUED, set the **Disposition** output parameter to "Issued".
      2. If ICertRequestD::Request returns *pdwDisposition* with value of CR\_DISP\_UNDER\_SUBMISSION, set the **Disposition** output parameter to "Pending".
      3. Else, set the **Disposition** output parameter to "Error".
   3. If the return value of the ICertRequestD::Request method is nonzero, set the **Disposition** output parameter to "Error".
   4. If **Disposition** equals "Issued", set the **IssuedCertificate** output parameter to the value of the *pctbEncodedCert* and set the **Response** output parameter to the value of the *pctbCertChain* returned by ICertRequestD::Request.

### Client Mode: Enrollment Based on Certificate Templates

This client extends the specification in section [3.1.1](#Section_c18c434181e14ff986afcb746910d2da) and performs [**certificate enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) in an enterprise environment where the enterprise has specified enrollment policies by using [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) and other [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) objects (see section [2.2.2.11](#Section_a163d939694446738f8ee279c8ffd32a)) and where the client enforces those policies. This mode of use of the Windows Client Certificate Enrollment Protocol is invoked by some client processes, such as the [**autoenrollment**](#gt_01405111-1ea0-41ba-a1a5-4c447549eb06) task [[MS-CERSOD]](%5bMS-CERSOD%5d.pdf#Section_ec4bb5979e734d2ba768621239e21fca), for each enrollment request.

#### Abstract Data Model

This client defines the following abstract elements in addition to those specified in section [3.1.1.1](#Section_58b3e648dcfa41f2b57551599dc94e51).

**Client\_Intermediate\_CA\_Certificates:** A collection of **CACERTBLOB** constructs (section [2.2.2.1](#Section_178100ee278a470ab3c64c28b4a81227)) that contain intermediate CA [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that are used by clients and servers to build certificate chains. A client and server must validate and verify certificate path information, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 6. Details about the requirements for certificate path validation are specified in [RFC3280] section 9.[<31>](#Appendix_A_31" \o "Product behavior note 31)

**Client\_Root\_CA\_Certificates:** A collection of **CACERTBLOB** constructs that contain [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4) certificates that are used by clients and servers to validate certificate chains. A client and server must validate and verify certificate path information, as specified in [RFC3280] section 6. Details about the requirements for certificate path validation are specified in [RFC3280] section 9.[<32>](#Appendix_A_32" \o "Product behavior note 32)

**Client\_Current\_Version:** An unsigned integer with values between 0 and 15. This ADM element is used to determine whether the current template is supported by the client. If **CT\_FLAG\_REQUIRE\_SAME\_KEY\_RENEWAL** is implemented (see section [3.1.2.4.2.2.2.8](#Section_e8de771ec3ae44dfb6e2d14d4831b956) for more details), then this ADM element MUST be set equal to 4. Otherwise, it MUST be set to 15.

The following abstract data represents the subset of values set on a [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) with which this mode is invoked by a caller. The certificate template data structure is defined in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822). Each element of the Certificate.Template.\* data corresponds to a single [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of a certificate template and shares its type. For example, the **Certificate.Template.flags** datum corresponds to the flags attribute specified in [MS-CRTD] section 2.4 and is an integer.

**Certificate.Template.flags:** Corresponds to flags attribute defined in [MS-CRTD] section 2.4.

**Certificate.Template.pKIExtendedKeyUsage:** Corresponds to the pKIExtendedKeyUsage attribute defined in [MS-CRTD] section 2.12.

**Certificate.Template.pKIKeyUsage:** Corresponds to the pKIKeyUsage attribute defined in [MS-CRTD] section 2.13.

**Certificate.Template.pKIMaxIssuingDepth:** Corresponds to the pKIMaxIssuingDepth attribute defined in [MS-CRTD] section 2.14.

**Certificate.Template.pKIDefaultKeySpec:** Corresponds to the pKIDefaultKeySpec attribute defined in [MS-CRTD] section 2.9.

**Certificate.Template.pKIDefaultCSPs:** Corresponds to the pKIDefaultCSPs attribute defined in [MS-CRTD] section 2.8.

**Certificate.Template.pKICriticalExtensions:** Corresponds to the pKICriticalExtensions attribute defined in [MS-CRTD] section 2.7.

**Certificate.Template.msPKI-RA-Signature:** Corresponds to the msPKI-RA-Signature attribute defined in [MS-CRTD] section 2.18.

**Certificate.Template.msPKI-Minimal-Key-Size:** Corresponds to the msPKI-Minimal-Key-Size attribute defined in [MS-CRTD] section 2.19.

**Certificate.Template.msPKI-Template-Cert-Template-OID:** Corresponds to the msPKI-Cert-Template-OID attribute defined in [MS-CRTD] section 2.20.

**Certificate.Template.msPKI-RA-Policies:** Corresponds to the msPKI-RA-Policies attribute defined in [MS-CRTD] section 2.22.

**Certificate.Template.msPKI-RA-Application-Policies:** Corresponds to the msPKI-RA-Application-Policies attribute defined in [MS-CRTD] section 2.23.

**Certificate.Template.msPKI-Certificate-Application-Policy:** Corresponds to the msPKI-Certificate-Application-Policy attribute defined in [MS-CRTD] section 2.25.

**Certificate.Template.msPKI-Enrollment-Flag:** Corresponds to the msPKI-Enrollment-Flag attribute defined in [MS-CRTD] section 2.26.

**Certificate.Template.msPKI-Private-Key-Flag:** Corresponds to the msPKI-Private-Key-Flag attribute defined in [MS-CRTD] section 2.27.

**Certificate.Template.msPKI-Certificate-Policy:** Corresponds to the msPKI-Certificate-Policy attribute defined in [MS-CRTD] section 2.24.

**Certificate.Template.msPKI-Certificate-Name-Flag:** Corresponds to the msPKI-Certificate-Name-Flag attribute defined in [MS-CRTD] section 2.28.

**Certificate.Template.msPKI-Template-Schema-Version:** Corresponds to the msPKI-Template-Schema-Version attribute defined in [MS-CRTD] section 2.16.

**Certificate.Template.revision:** Corresponds to the revision attribute defined in [MS-CRTD] section 2.6.

**Certificate.Template.msPKI-Template-Minor-Revision:** Corresponds to the msPKI-Template-Minor-Revision attribute defined in [MS-CRTD] section 2.17.

**Certificate.Template.cn:** Corresponds to the cn attribute specified in [MS-CRTD] section 2.1.

The following ADM elements define data needed to construct a certificate request, but not defined within a certificate template. These elements are set by a caller that invokes this client mode.

**IsRenewalRequest:** A Boolean flag indicating if a certificate request is a renewal request.

**CertificateToBeRenewed:** When certificate request is a renewal request, this element contains a certificate that is being renewed as well as its [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca).

**RACertificates:** A list of certificates and their corresponding private keys to co-sign a certificate request.

#### Timers

None.

#### Initialization

Same as specified in section [3.1.1.3](#Section_a2b6a7b4e9544d049afe0464aa98f146).

#### Message Processing Events and Sequencing Rules

The client implemented according to section [3.1.2](#Section_fe34fa0982134f23907ca82cae7d6931) differs from the client specified in section [3.1.1](#Section_c18c434181e14ff986afcb746910d2da) in the usage of the following methods:

* [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9)
* [ICertRequestD::GetCACert](#Section_bb9b82e84ddc4615a8146e1ccd0fca3c) and [ICertRequestD2::GetCAProperty](#Section_7c715f9fdb5041c3abfc0021c6390d4e)

The following section specifies the difference between those specifications.

##### Algorithms

The Client Mode: Enrollment Based on Certificate Templates protocol role uses the algorithms specified in section [3.1.1.4.1](#Section_18f9feb9e42e4d43a1495232c45dc4dd), and its subsections.

##### ICertRequestD::Request and ICertRequestD2::Request2 Processing

Certificate Template Based Enrollment adheres to the specification for this method detailed in section [3.1.1.4.3](#Section_b2a27e4575d84a4c9d968bbef73b531d) with the exceptions documented in the following sections. It is required that the abstract data elements defined in section [3.1.2.1](#Section_66eac24456584dc8b0ac40c933184914) have been initialized using the method specified in section [3.1.2.6.1](#Section_ca2d72fd8c804b4daed01504d3ad9c70).

###### Choosing Certificate Request Types

This section describes what type of [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request is used in different situations.

* If the **IsRenewalRequest** datum is set to false:
  + If the **Certificate.Template.msPKI-Template-Schema-Version** datum equals to 1, the client SHOULD create a new certificate request as specified in section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62).
  + If the **Certificate.Template.msPKI-Template-Schema-Version** datum is equal to 2, 3, or 4, the client SHOULD[<33>](#Appendix_A_33" \o "Product behavior note 33) create a certificate request as follows:
    1. If the CT\_FLAG\_ATTEST\_REQUIRED or CT\_FLAG\_ATTEST\_PREFERRED flag under the Certificate.Template.msPKI-Private-Key-Flag datum is set, the client SHOULD create a new certificate request as specified in section [3.1.1.4.3.4.1.1](#Section_da46af3cb69f45b0b8a82caa2dad5156) [<34>](#Appendix_A_34" \o "Product behavior note 34); otherwise, if the CT\_FLAG\_REQUIRE\_PRIVATE\_KEY\_ARCHIVAL flag under the Certificate.Template.msPKI-Private-Key-Flag datum is set, clients MUST create the [**key archival certificate**](#gt_91dfb8ea-1271-4f64-bacf-1e80c85ddfe7) request as specified in section [3.1.1.4.3.5.1](#Section_1745766BAEA546F194B3EB1398BBC4A7). Otherwise, create a new certificate request as specified in section [3.1.1.4.3.1.3](#Section_3ae0e4d6ce894a84bf938594e82967db).
    2. If the RACertificates list is not empty, sign the request created in the previous step with each [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) from the RACertificates list and include each certificate associated with those keys in the **certificates** field of the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) message.
  + If the **Certificate.Template.msPKI-Template-Schema-Version** datum equals to some other value or has not been set at all, the client SHOULD NOT[<35>](#Appendix_A_35" \o "Product behavior note 35) submit a certificate request.
* If the **IsRenewalRequest** datum is set to true:
  + If the **Certificate.Template.msPKI-Template-Schema-Version** datum equals to 1, the client SHOULD create a new certificate request as specified in section [3.1.1.4.3.2.1](#Section_aaece8de0e59453e8697f39e8295bdac).
  + If the **Certificate.Template.msPKI-Template-Schema-Version** datum is equal to 2, 3, or 4, the client SHOULD[<36>](#Appendix_A_36" \o "Product behavior note 36) create a certificate request as follows:
    1. The client MUST create a renewal certificate request as specified in section [3.1.1.4.3.2.2](#Section_da0d78160965447480f169d80673eb31).
    2. The client MUST sign the certificate request with a key from the **CertificateToBeRenewed** datum and include the associated certificate in the **certificates** field of the CMS message.
    3. If the **RACertificates** list is not empty, the request cannot be processed as a renewal request. Instead, the client MUST create a new certificate request as if the **IsRenewalRequest** datum were set to false.
  + If the **Certificate.Template.msPKI-Template-Schema-Version** datum equals to some other value or has not been set at all, the client SHOULD NOT[<37>](#Appendix_A_37" \o "Product behavior note 37) submit a certificate request.

###### Certificate Template Processing Rules

The client MUST follow the rules identified in this section to create a request based on the abstract data model specified in section [3.1.2.1](#Section_66eac24456584dc8b0ac40c933184914).

* Clients MUST adhere to the following rules based on the existence or value of the **Certificate.Template.msPKI-Template-Schema-Version** datum:
  + If the **Certificate.Template.msPKI-Template-Schema-Version** datum was not set by the caller, or if the datum has a value of 1, the client MUST adhere to the processing rules as specified in section [3.1.2.4.2.2.1.1](#Section_c07fc301a7c14a61ba91142b751ad114).
  + If the value of the **Certificate.Template.msPKI-Template-Schema-Version** datum is 2, 3, or 4, the client SHOULD adhere to the processing rules as specified in sections 3.1.2.4.2.2.1.1 and [3.1.2.4.2.2.1.2](#Section_7785d39244ce44a2b7980eee3a129ebb).[<38>](#Appendix_A_38" \o "Product behavior note 38)
* The client MUST ignore [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and flags of a [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) that are not specified in the following sections.

Processing Rules for Certificate Template Version 1

The following sections contain the client processing rules for all [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) requests.

Certificate.Template.flags

The following processing rules are applied to flags in the **Certificate.Template.flags** datum.

| Flag | Client processing |
| --- | --- |
| 0x00000040 - CT\_FLAG\_MACHINE\_TYPE | If this flag is set, an [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) client MUST NOT send a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request based on this template unless the certificate and its associated [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) are to be used by the hosting machine. |
| 0x00000080 - CT\_FLAG\_IS\_CA | If this flag is set, an enrollment client MUST request a certificate for a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). |
| 0x00000800 - CT\_FLAG\_IS\_CROSS\_CA | If this flag is set, an enrollment client MUST request a certificate for [**cross-certifying**](#gt_def5c4bb-8d17-4d7a-bfa7-2bd33064ad98) a CA. For more information on cross certification, see [[MSFT-CROSSCERT]](https://go.microsoft.com/fwlink/?LinkId=90182). |

If the CT\_FLAG\_IS\_CA or CT\_FLAG\_IS\_CROSS\_CA flag is set, the client MUST add the Basic Constraints extension (as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.10) to the certificate request. The **cA** field of the Basic Constraints extension MUST be set to TRUE, and the **pathLenConstraint** field MUST be set as specified in section [3.1.2.4.2.2.1.4](#Section_7afd84f06748477cbc2191b1b7713e4b). This extension MUST be added as a request [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the certificate request, as specified in section [2.2.2.7.7](#Section_c4f9baf0f4a64977adb84c1454747167).

Certificate.Template.pKIExtendedKeyUsage

The client MUST create the extended [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) usage extension with the keyPurposeId as specified for the **Certificate.Template.pKIExtendedKeyUsage** datum (section 3.1.2.4.2.2.1.2). Specifications on this extension are in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.13.

This extension MUST be added as a request [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, as specified in section [2.2.2.7.7](#Section_c4f9baf0f4a64977adb84c1454747167).

Certificate.Template.pKIKeyUsage

The client MUST create the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) usage extension with the bits value as specified in the **Certificate.Template.pKIKeyUsage** datum. Specifications on this extension are in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.3.

This extension MUST be added as a request [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, as specified in section [2.2.2.7.7](#Section_c4f9baf0f4a64977adb84c1454747167).

Certificate.Template.pKIMaxIssuingDepth

If a Basic Constraints extension (as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.10) is being added to the request:

* If the value of the **cA** field of the Basic Constraints extension is TRUE:
  + If the value of the **Certificate.Template.pKIMaxIssuingDepth** datum is not equal 0xFFFFFFFF, the client MUST use the value of the **Certificate.Template.pKIMaxIssuingDepth** datum to populate the **pathLenConstraint** field of the Basic Constraints extension.
  + If the value of the **Certificate.Template.pKIMaxIssuingDepth** datum is equal to 0xFFFFFFFF, the client MUST NOT include the **pathLenConstraint** field in the Basic Constraints extension.
* If the value of the **cA** field of the Basic Constraints extension is FALSE, the client MUST NOT include the **pathLenConstraint** field in the Basic Constraints extension.

The conditions under which the Basic Constraints extension is added to the request are specified in sections [3.1.2.4.2.2.1.1](#Section_c07fc301a7c14a61ba91142b751ad114) and [3.1.2.4.2.2.2.7](#Section_f27ce13e10f3490da5ea12b572d25d4f).

Certificate.Template.pKIDefaultKeySpec

The **Certificate.Template.pKIDefaultKeySpec** datum SHOULD be used to determine the cryptographic [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) information for generating the cryptographic keys used with the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).[<39>](#Appendix_A_39" \o "Product behavior note 39)

Possible values are specified in section [2.2.2.10](#Section_1713e1dece1e4ccd8d5ab63f2f8d9bd9).

Certificate.Template.pKIDefaultCSPs

The client SHOULD use the **Certificate.Template.pKIDefaultCSPs** datum to determine the algorithm and the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) size to be used to generate the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) as follows. For more details about the definition of the intNum and strCSP strings used in the processing rules below, see [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.8.

1. Sort the list by using the intNum value in an ascending order.
2. For each item in the list:
   * Map the strCSP string to an algorithm name and key size using the table below:

| strCSP | Algorithm, key size when Certificate.Template.pkiDefaultKeySpec Value = 0x1 (AT\_KEYEXCHANGE) | Algorithm, key size when Certificate.Template.pkiDefaultKeySpec Value = 0x2 (AT\_SIGNATURE) |
| --- | --- | --- |
| "Microsoft Base Cryptographic Provider" | RSA, 512 [[RFC8017]](https://go.microsoft.com/fwlink/?linkid=2164409) | RSA, 512 [RFC8017] |
| "Microsoft Strong Cryptographic Provider" | RSA, 1024 [RFC8017] | RSA, 1024 [RFC8017] |
| "Microsoft Enhanced Cryptographic Provider" | RSA, 1024 [RFC8017] | RSA, 1024 [RFC8017] |
| "Microsoft AES Cryptographic Provider" | RSA, 1024 [RFC8017] | RSA, 1024 [RFC8017] |
| "Microsoft DSS Cryptographic Provider" | Not available | DSA, 1024 [[FIPS186]](https://go.microsoft.com/fwlink/?LinkId=89869) |
| "Microsoft Base DSS and Diffie-Hellman Cryptographic Provider" | Diffie-Hellman, 512 [[RFC2631]](https://go.microsoft.com/fwlink/?linkid=2164386) | DSA, 1024 [FIPS186] |
| "Microsoft Enhanced DSS and Diffie-Hellman Cryptographic Provider" | Diffie-Hellman, 1024 [RFC2631] | DSA, 1024 [FIPS186] |
| "Microsoft DSS and Diffie-Hellman/Schannel Cryptographic Provider" | Diffie-Hellman, 512 [RFC2631] | "Not available" |
| "Microsoft RSA/Schannel Cryptographic Provider" | RSA, 1024, [RFC8017] | "Not available" |

* + If the value of the strCSP is not on the list or the value in the table equals "Not available", continue with the next item in the list.
  + If the value of the strCSP is on the list, use the mapped algorithm when creating a private key.

1. If no algorithm was selected in step 2, use [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) algorithm and generate a 1024-bit key.

Certificate.Template.pKICriticalExtensions

The client MUST mark the extensions listed in the **Certificate.Template.pKICriticalExtensions** datum critical when encoding the extensions in the request. Specifications on the extensions format are in section [2.2.2.7.7](#Section_c4f9baf0f4a64977adb84c1454747167).

Certificate.Template.cn

The client MAY use the value of the **Certificate.Template.cn** datum to encode [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) name as specified in section [2.2.2.7.7.1](#Section_3aec3e50511a42f9a5d5240af503e470).[<40>](#Appendix_A_40" \o "Product behavior note 40)

Certificate.Template.revision

The value of the **Certificate.Template.revision** datum SHOULD [<41>](#Appendix_A_41" \o "Product behavior note 41) be encoded as a **templateMajorVersion** field of the Certificate Template [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) extension specified in section [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf).

Processing Rules for Certificate Template Versions 2, 3, and 4

The client MUST adhere to the processing rules as specified in section [3.1.2.4.2.2.1](#Section_ce0a061fb3844aae9284ffb4e273cb7d). If the **certificate.Template.msPKI-Template-Schema-Version** datum is set to 2, 3, or 4, the client MUST also adhere to processing rules specified in this section.

Certificate.Template.msPKI-Minimal-Key-Size

The client MUST create the [**key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) with a [**key length**](#gt_af3b4674-1810-4a2d-9d02-3383984e284c) greater than or equal to the value of the **Certificate.Template.msPKI-Minimal-Key-Size** datum. The client MUST ignore the key length derived by processing the [Certificate.Template.pKIDefaultCSPs (section 3.1.2.4.2.2.1.6)](#Section_428fde9b252941b29838e032216d13bd) datum, as specified in section 3.1.2.4.2.2.1.6.

Certificate.Template.pKIDefaultCSPs

The client SHOULD use the **Certificate.Template.pKIDefaultCSPs** datum to determine the algorithm and the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) size to be used to generate the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) as follows

* If the **certificate.Template.msPKI-Template-Schema-Version** datum equals 0x2:
  1. Determine the algorithm for the private key, as specified in section [3.1.2.4.2.2.1.6](#Section_428fde9b252941b29838e032216d13bd).
  2. Determined the key size, as specified in section [3.1.2.4.2.2.2.1](#Section_e8c5db49a2b14ce7beb50dcd1fff7ff9).
* If the **certificate.Template.msPKI-Template-Schema-Version** datum equals 0x3:
  1. Determine the algorithm for the private key by processing the msPKI-Asymmetric-Algorithm property type, as specified in section [3.1.2.4.2.2.2.5](#Section_b083a3c4f57e4925b3f83dba81dae946).
  2. Determined the key size, as specified in section 3.1.2.4.2.2.2.1.
* If the **certificate.Template.msPKI-Template-Schema-Version** datum equals 0x4 and if CT\_FLAG\_USE\_LEGACY\_PROVIDER is set:
  1. Determine the algorithm for the private key, as specified in section 3.1.2.4.2.2.1.6.
  2. Determine the key size, as specified in section 3.1.2.4.2.2.2.1.
* If the **certificate.Template.msPKI-Template-Schema-Version** datum equals 0x4 and if CT\_FLAG\_USE\_LEGACY\_PROVIDER is not set:
  1. Determine the algorithm for the private key by processing the msPKI-Asymmetric-Algorithm property type, as specified in section 3.1.2.4.2.2.2.5.
  2. Determine the key size, as specified in section 3.1.2.4.2.2.2.1.
  3. If the CT\_FLAG\_ATTEST\_REQUIRED or CT\_FLAG\_ATTEST\_PREFERRED flag under the Certificate.Template.msPKI-Private-Key-Flag datum is set, the client SHOULD initialize the Client\_HardwareKeyInfo and Client\_KeyAttestationStatement ADM elements using [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e)-specific methods, and the szOID\_ENROLL\_KSP\_NAME [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) containing the CSP name.[<42>](#Appendix_A_42" \o "Product behavior note 42) If initialization failed and CT\_FLAG\_ATTEST\_REQUIRED is set, the client SHOULD NOT submit a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request based on this template.[<43>](#Appendix_A_43" \o "Product behavior note 43)

Certificate.Template.msPKI-Template-Cert-Template-OID

The value of the **Certificate.Template.msPKI-Template-Cert-Template-OID** datum MUST be encoded as a **templateID** field of the Certificate Template [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) extension, as specified in section [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf).

Certificate.Template.msPKI-Template-Minor-Revision

The value of the **Certificate.Template.msPKI-Template-Minor-Revision** datum MUST be encoded as a **templateMinorVersion** field of the Certificate Template [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) extension as specified in section [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf).

Certificate.Template.msPKI-RA-Application-Policies

Clients MUST inspect the value of the **Certificate.Template.msPKI-RA-Application-Policies** datum as specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.23. For each property type, the following client processing rules apply:

* msPKI-Asymmetric-Algorithm: If this property type is present, the client MUST use the algorithm specified in this property to generate the [**public-private key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34), based on the following table:

| Value | Algorithm |
| --- | --- |
| DH | The Diffie-Hellman [**key exchange**](#gt_ebc12f7b-18ac-4242-af74-58579c403628) algorithm [[RFC2631]](https://go.microsoft.com/fwlink/?linkid=2164386) |
| DS | The [**digital signature**](#gt_ad0cf6e3-05c3-482d-ab0f-617f91871189) algorithm [[FIPS186]](https://go.microsoft.com/fwlink/?LinkId=89869) |
| ECDSA\_P256 | Elliptic Curve Digital Signature Algorithm on p-256 curve [FIPS186] |
| ECDSA\_P384 | Elliptic Curve Digital Signature Algorithm on p-384 curve [FIPS186] |
| ECDSA\_P521 | Elliptic Curve Digital Signature Algorithm on p-521 curve [FIPS186] |
| ECDH\_P256 | Elliptic curve Diffie–Hellman on p-256 curve [[SP800-56A]](https://go.microsoft.com/fwlink/?LinkId=90525) |
| ECDH\_P384 | Elliptic curve Diffie–Hellman on p-384 curve [SP800-56A] |
| ECDH\_P521 | Elliptic curve Diffie–Hellman on p-521 curve [SP800-56A] |
| RSA | The [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) [**public key algorithm**](#gt_46ef9374-f1be-4b5c-8389-489d594c7603) [[RFC8017]](https://go.microsoft.com/fwlink/?linkid=2164409) |

If the property type is not present, clients MAY choose defaults based on local policy.[<44>](#Appendix_A_44" \o "Product behavior note 44)

* msPKI-SecurityDescriptor: If this property type is present, the client MUST use the security descriptor (as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2)) to set the access permissions on the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) corresponding to the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) in the request. If this property type is not present, clients MAY choose defaults based on local policy.[<45>](#Appendix_A_45" \o "Product behavior note 45)
* msPKI-Symmetric-Algorithm: If this property type is present, the client MUST use the algorithm specified in this property to encrypt the private key corresponding to the public key in the request while generating the [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7) [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) request, as specified in section [1.3.2.1](#Section_d3f3ccb87771428e8f23766fab3e39c2). In addition, the client SHOULD use this algorithm to encrypt the Client\_HardwareKeyInfo ADM element as described in section [3.1.1.4.3.4.1.1](#Section_da46af3cb69f45b0b8a82caa2dad5156).[<46>](#Appendix_A_46" \o "Product behavior note 46) If this property type is not present, clients MAY choose defaults based on local policy.[<47>](#Appendix_A_47" \o "Product behavior note 47)
* msPKI-Symmetric-Key-Length: If this property type is present, the client MUST use the value specified in this property as the length of the [**symmetric key**](#gt_0e645d50-eabd-40a6-a7c3-1dc4d8d8b56b) used to encrypt the private key while generating the key archival enrollment request, as specified in section 1.3.2.1. If this property type is not present, clients MAY choose defaults based on local policy.[<48>](#Appendix_A_48" \o "Product behavior note 48)
* msPKI-Hash-Algorithm: If this property type is present, the client MUST use the value specified in this property as the hash algorithm while creating the signature of the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. If this property type is not present, clients MAY choose defaults based on local policy.[<49>](#Appendix_A_49" \o "Product behavior note 49)
* msPKI-Key-Usage: This property type MUST[<50>](#Appendix_A_50" \o "Product behavior note 50) be used to determine the cryptographic [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) information for generating the cryptographic keys that are used with the certificate. If this property type is not present, clients MAY choose defaults based on local policy.[<51>](#Appendix_A_51" \o "Product behavior note 51)

Certificate.Template.msPKI-Certificate-Application-Policy

The client MUST create the Certificate Application Policy extension as specified in section [2.2.2.7.7.3](#Section_160b96b1c431457a8eed27c11873f378), and using the [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in this abstract datum.

This extension MUST be added as a request [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. Specifications are in section [2.2.2.7.7](#Section_c4f9baf0f4a64977adb84c1454747167).[<52>](#Appendix_A_52" \o "Product behavior note 52)

Certificate.Template.msPKI-Enrollment-Flag

The following processing rules are applied to flags in the **Certificate.Template.msPKI-Enrollment-Flag** datum.

| Flag | Client processing |
| --- | --- |
| 0x00000001 | CT\_FLAG\_INCLUDE\_SYMMETRIC\_ALGORITHMS  The client MUST include a Secure/Multipurpose Internet Mail Extensions (S/MIME), as specified in [[RFC4262]](https://go.microsoft.com/fwlink/?LinkId=90463), in the request.  Note that although the flag contains the words "SYMMETRIC ALGORITHMS" as part of its name, it specifies only S/MIME extensions. |
| 0x00008000 | CT\_FLAG\_INCLUDE\_BASIC\_CONSTRAINTS\_FOR\_EE\_CERTS  If this flag is set, the client SHOULD add a Basic Constraints extension (as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414), section 4.2.1.10) to the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request and set the **cA** field to FALSE. The client SHOULD NOT include the **pathLenConstraint** field in the Basic Constraints extension. [<53>](#Appendix_A_53" \o "Product behavior note 53) |

Certificate.Template.msPKI-Private-Key-Flag

The following processing rules are applied to flags in the **Certificate.Template.msPKI-Private-Key-Flag** datum.

| Flag | Client processing |
| --- | --- |
| 0x00000001  CT\_FLAG\_REQUIRE\_PRIVATE\_KEY\_ARCHIVAL | If all of the following conditions are met:   * The CT\_FLAG\_REQUIRE\_SAME\_KEY\_RENEWAL flag (0x00000080) is also set, * The **IsRenewalRequest** datum is set to true, * The CT\_FLAG\_EXPORTABLE\_KEY (0x00000010) is not set,   then the client SHOULD ignore this flag[<54>](#Appendix_A_54" \o "Product behavior note 54); otherwise, clients MUST create the [**key archival certificate**](#gt_91dfb8ea-1271-4f64-bacf-1e80c85ddfe7) request as specified in section [3.1.1.4.3.5.1](#Section_1745766BAEA546F194B3EB1398BBC4A7). |
| 0x00000010  CT\_FLAG\_EXPORTABLE\_KEY | If this flag is set, clients MUST allow other applications to copy the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) to a PFX (as specified in [[RFC7292]](https://go.microsoft.com/fwlink/?linkid=2164228)) file at a later time. |
| 0x00000020  CT\_FLAG\_STRONG\_KEY\_PROTECTION\_REQUIRED | If this flag is set, clients MUST use a stronger [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5) protocol for the private key.[<55>](#Appendix_A_55" \o "Product behavior note 55) |
| 0x00000040  CT\_FLAG\_REQUIRE\_ALTERNATE\_SIGNATURE\_ALGORITHM | If this flag is set, the client SHOULD sign PKCS#10 request as follows.[<56>](#Appendix_A_56" \o "Product behavior note 56)   * For [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6) [**keys**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b), use signature algorithm and ASN structures as specified in section 3 of [[RFC4055]](https://go.microsoft.com/fwlink/?LinkID=148402). * For ECC keys, follow algorithm and structures specified in [[X9.62]](https://go.microsoft.com/fwlink/?LinkId=90596).   For other algorithms, the client MUST ignore this flag. |
| 0x00000080  CT\_FLAG\_REQUIRE\_SAME\_KEY\_RENEWAL | If the IsRenewalRequest datum is set, the client SHOULD use the key of the CertificateToBeRenewed ADM datum to generate a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request.[<57>](#Appendix_A_57" \o "Product behavior note 57) |
| 0x00000100  CT\_FLAG\_USE\_LEGACY\_PROVIDER | This flag instructs the client to generate a public/private key pair as explained in section [3.1.2.4.2.2.1.6](#Section_428FDE9B252941B29838E032216D13BD).[<58>](#Appendix_A_58" \o "Product behavior note 58) If this flag is not set, the public/private key MUST be generated as explained in section [3.1.2.4.2.2.2.5](#Section_B083A3C4F57E4925B3F83DBA81DAE946). |
| 0x000002000  CT\_FLAG\_ATTEST\_REQUIRED \* | This flag instructs the client to generate a certificate request as explained in section [3.1.1.4.3.4.1.1](#Section_da46af3cb69f45b0b8a82caa2dad5156). |
| 0x000001000  CT\_FLAG\_ATTEST\_PREFERRED \* | This flag instructs the client to generate a certificate request as explained in section 3.1.1.4.3.4.1.1 if the Client\_HardwareKeyInfo and Client\_KeyAttestationStatement ADM elements are not empty (as described in section [3.1.2.4.2.2.2.2](#Section_88B4B0BFC6A5456AB028671D6D32F60C)). |
| 0x00200000  CT\_FLAG\_HELLO\_LOGON\_KEY \* | This flag instructs the client to generate a certificate request for the Windows Hello Logon key. For more information about Windows Hello for Business, see [[MSDOCS-WHfB]](https://go.microsoft.com/fwlink/?linkid=2112879). |

\* Support for these flags is specified in the following behavior note.[<59>](#Appendix_A_59" \o "Product behavior note 59)

* If the value of a bitwise AND of **Certificate.Template.msPKI-Private-Key-Flag** and 0x0F000000 is larger than 0x0Y000000, where Y denotes the value of the **Client\_Current\_Version** ADM element, the client SHOULD NOT [**enroll**](#gt_cf66f877-3541-4fe8-907a-653989421810) for this template.[<60>](#Appendix_A_60" \o "Product behavior note 60)

Certificate.Template.msPKI-Certificate-Policy

The client MUST construct the "certificate policies" extension as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.5.

For each value in this multiple-value datum, clients encode a PolicyInformation object, where the policyIdentifier MUST contain the value stored in this datum and the PolicyQualifier MUST NOT be present.

This extension MUST be added as a request [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. Specifications are in section [2.2.2.7.7](#Section_c4f9baf0f4a64977adb84c1454747167).

Certificate.Template.msPKI-Certificate-Name-Flag

The following processing rules are applied to flags in the **Certificate.Template.msPKI-Certificate-Name-Flag** datum.

1. If the CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT flag or the CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT\_ALT\_NAME flag is set, then:
   1. If the CT\_FLAG\_OLD\_CERT\_SUPPLIES\_SUBJECT\_AND\_ALT\_NAME flag is set and the enrollment client is creating a renewal request, the client SHOULD [<61>](#Appendix_A_61" \o "Product behavior note 61):
      1. Use the value of the **Subject** field to populate the **Name** filed of the PKCS #10 request (see section [3.1.1.4.3.1.1](#Section_f4eb50d562f6470b88469489af9dea62)).
      2. Add a subject alternative name extension to the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) extensions [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) [szOID\_CERT\_EXTENSIONS (section 2.2.2.7.7)](#Section_c4f9baf0f4a64977adb84c1454747167) of the PKCS #10 request (see section 3.1.1.4.3.1.1).
   2. Otherwise, the client MUST supply subject information in the certificate request in the **Name** field or the subject alternative name extension in the certificate extensions attribute szOID\_CERT\_EXTENSIONS of the PKCS #10 request (see section 3.1.1.4.3.1.1).
2. If neither the CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT flag nor the CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT\_ALT\_NAME flag is set, the client MUST set the **Subject** field to empty and encode it as a 0 length [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472)-encoded sequence.

###### Encoding Certificate Template Identifier in the Request

Clients MUST identify [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) to the server in one of the following ways:

* The certificate template name as specified in section [3.1.2.4.2.2.1.8](#Section_16956d66067e49dfa4f9a4b375cd1148).
* The certificate template [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) as specified in section [3.1.2.4.2.2.2.3](#Section_434d2ebd6f334610a0320f31c069117f).
* The certificate template name (value of the **Certificate.Template.cn** datum) as an Enrollment-Name-Value pair as specified in section [3.1.1.4.7](#Section_daa01aa7d9f9498f9f426f19c788c6df).
* The certificate template name (value of the **Certificate.Template.cn** datum) in the pwszAttributes parameter of [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) or [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) as specified in section 3.2.1.4.3.1.

#### Timer Events

None.

#### Other Local Events

##### Creating a Certificate Request Based on a Certificate Template

**Input Parameters**

**Parameter.Certificate.Template.flags:** The type and value of this parameter is the same as the **Certificate.Template.flags** ADM element described in section [3.1.2.1](#Section_66eac24456584dc8b0ac40c933184914).

**Parameter.Certificate.Template.pKIExtendedKeyUsage:** The type and value of this parameter is the same as the **Certificate.Template.pKIExtendedKeyUsage** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.pKIKeyUsage:** The type and value of this parameter is the same as the **Certificate.Template.pKIKeyUsage** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.pKIMaxIssuingDepth:** The type and value of this parameter is the same as the **Certificate.Template.pKIMaxIssuingDepth** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.pKIDefaultKeySpec:** The type and value of this parameter is the same as the **Certificate.Template.pKIDefaultKeySpec** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.pKIDefaultCSPs:** The type and value of this parameter is the same as the **Certificate.Template.pKIDefaultCSPs** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.pKICriticalExtensions:** The type and value of this parameter is the same as the **Certificate.Template.pKICriticalExtensions** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-RA-Signature:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-RA-Signature** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Minimal-Key-Size:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Minimal-Key-Size** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Template-Cert-Template-OID:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Template-Cert-Template-OID** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-RA-Policies:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-RA-Policies** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-RA-Application-Policies:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-RA-Application-Policies** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Certificate-Application-Policy:**  The type and value of this parameter is the same as the **Certificate.Template.msPKI-Certificate-Application-Policy** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Enrollment-Flag:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Enrollment-Flag** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Private-Key-Flag:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Private-Key-Flag** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Certificate-Policy:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Certificate-Policy** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Certificate-Name-Flag:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Certificate-Name-Flag** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Template-Schema-Version:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Template-Schema-Version** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.revision:** The type and value of this parameter is the same as the **Certificate.Template.revision** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.msPKI-Template-Minor-Revision:** The type and value of this parameter is the same as the **Certificate.Template.msPKI-Template-Minor-Revision** ADM element described in section 3.1.2.1.

**Parameter.Certificate.Template.cn:** The type and value of this parameter is the same as the **Certificate.Template.cn** ADM element described in section 3.1.2.1.

**Parameter.IsRenewalRequest:** The type and value of this parameter is the same as the **IsRenewalRequest** ADM element described in section 3.1.2.1.

**Parameter.CertificateToBeRenewed:** The type and value of this parameter is the same as the **CertificateToBeRenewed** ADM element described in section 3.1.2.1.

**Parameter.RACertificates:** The type and value of this parameter is the same as the **RACertificates** ADM element described in section 3.1.2.1.

**Output Parameter**

**Request:** A [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request created based on the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) settings. The type and value of this parameter is the same as the *pctbRequest* parameter in the [ICertRequestD::Request (section 3.2.1.4.2.1)](#Section_dbb2e78f7630461592c46734fccfc5a6) method.

**Processing**

1. Initialize the ADM elements described in section 3.1.2.1 using the input parameters as follows:

| Parameter | Initializes … |
| --- | --- |
| Parameter.Certificate.Template.flags | Certificate.Template.flags |
| Parameter.Certificate.Template.pKIExtendedKeyUsage | Certificate.Template.pKIExtendedKeyUsage |
| Parameter.Certificate.Template.pKIKeyUsage | Certificate.Template.pKIKeyUsage |
| Parameter.Certificate.Template.pKIMaxIssuingDepth | Certificate.Template.pKIMaxIssuingDepth |
| Parameter.Certificate.Template.pKIDefaultKeySpec | Certificate.Template.pKIDefaultKeySpec |
| Parameter.Certificate.Template.pKIDefaultCSPs | Certificate.Template.pKIDefaultCSPs |
| Parameter.Certificate.Template.pKICriticalExtensions | Certificate.Template.pKICriticalExtensions |
| Parameter.Certificate.Template.msPKI-RA-Signature | Certificate.Template.msPKI-RA-Signature |
| Parameter.Certificate.Template.msPKI-Minimal-Key-Size | Certificate.Template.msPKI-Minimal-Key-Size |
| Parameter.Certificate.Template.msPKI-Template-Cert-Template-OID | Certificate.Template.msPKI-Template-Cert-Template-OID |
| Parameter.Certificate.Template.msPKI-RA-Policies | Certificate.Template.msPKI-RA-Policies |
| Parameter.Certificate.Template.msPKI-RA-Application-Policies | Certificate.Template.msPKI-RA-Application-Policies |
| Parameter.Certificate.Template.msPKI-Certificate-Application-Policy | Certificate.Template.msPKI-Certificate-Application-Policy |
| Parameter.Certificate.Template.msPKI-Enrollment-Flag | Certificate.Template.msPKI-Enrollment-Flag |
| Parameter.Certificate.Template.msPKI-Private-Key-Flag | Certificate.Template.msPKI-Private-Key-Flag |
| Parameter.Certificate.Template.msPKI-Certificate-Policy | Certificate.Template.msPKI-Certificate-Policy |
| Parameter.Certificate.Template.msPKI-Certificate-Name-Flag | Certificate.Template.msPKI-Certificate-Name-Flag |
| Parameter.Certificate.Template.msPKI-Template-Schema-Version | Certificate.Template.msPKI-Template-Schema-Version |
| Parameter.Certificate.Template.revision | Certificate.Template.revision |
| Parameter.Certificate.Template.msPKI-Template-Minor-Revision | Certificate.Template.msPKI-Template-Minor-Revision |
| Parameter.Certificate.Template.cn | Certificate.Template.cn |
| Parameter.IsRenewalRequest | IsRenewalRequest |
| Parameter.CertificateToBeRenewed | CertificateToBeRenewed |
| Parameter.RACertificates | RACertificates |

1. Determine the request type as specified in section [3.1.2.4.2.1](#Section_a76aad8da9184975b17eb6050a72d4ed).
2. Create a certificate request as specified in section [3.1.2.4.2.2](#Section_2125c7c22df044c0b6f541304f893076).
3. Set the Request output parameter to the certificate request generated in the previous step.

## Server Role

The server implements the interfaces as specified in sections [3.2.1](#Section_71172c89ef3a4381ba7999db9093065f) and [3.2.2](#Section_018cc36c70d441aeacab529011551c0c) of this protocol specification.

* The server MUST implement a [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) as described in section [3.2.1.4.2.1.4.5](#Section_f1bcc8fb233642479d8f57ef472a7bd5) or section [3.2.2.6.2.1.4](#Section_e8e51249b699400497decb8cbe2c4c9c).
* The server MUST implement the [**standalone CA**](#gt_6593a312-1130-482c-aa85-6840f7b1859f) mode functionality specified in section 3.2.1 (except for section [3.2.1.4.3](#Section_37918b824e98409cb3c1b0ae76bdc73c)).
* The server SHOULD implement the ICertRequestD2 interface as specified in section 3.2.1.4.3.[<62>](#Appendix_A_62" \o "Product behavior note 62) See section [1.7](#Section_d9a1ef8c1c4c42b6a3e11b2bd777408b) on how clients determine what interface is supported by the server.
* The server SHOULD implement [**enterprise certificate authority (enterprise CA)**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754) mode functionality. If the server implements multiple [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) modes, then it MUST implement customer selection of a mode.[<63>](#Appendix_A_63" \o "Product behavior note 63)
* The server MAY implement one or more [**CA exit algorithms**](#gt_240a9746-c99e-4765-a9ee-6d60f1a9ffd1) as described in section [3.2.1.4.2.1.4.9](#Section_28dbd93b712f4a2385da439d32d577d2).
* The server MAY implement [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7), making it an [**advanced CA**](#gt_456bc2c5-d6e8-4ff7-a723-1a08e6d3cf09).[<64>](#Appendix_A_64" \o "Product behavior note 64)
* The server SHOULD return properties on its implementation by implementing [ICertRequestD::GetCACert](#Section_bb9b82e84ddc4615a8146e1ccd0fca3c) and [ICertRequestD2::GetCAProperty](#Section_7c715f9fdb5041c3abfc0021c6390d4e) methods as specified in sections 3.2.1.4.2.2 and 3.2.1.4.3.2, respectively.

The following sections describe the server modes:

* Server Mode: Standalone CA: This mode is a server to the Windows Client Certificate Enrollment Protocol that implements the minimum required server functionality. This mode is specified in section 3.2.1.
* Server Mode: Enterprise CA: This mode is a server to the Windows Client Certificate Enrollment Protocol that integrates with [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) and uses [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) for its CA policy algorithm. This mode is specified in section 3.2.2.

### Server Mode: Standalone CA

#### Abstract Data Model

This section describes a conceptual model of data organization that a possible implementation would maintain to participate in this protocol. The described organization is provided to facilitate understanding of how the protocol behaves. This specification does not mandate that implementations adhere to this model, as long as their external behavior is consistent with the behavior described in this specification.

**CA\_DNS\_Domain\_Name:** The [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) for the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to which the CA belongs. This ADM element is shared with **DomainName.FQDN** ([[MS-WKST]](%5bMS-WKST%5d.pdf#Section_5bb08058bc364d3cabebb132228281b7) section 3.2.1.6).

**CA\_Client\_Name:** A string that contains the CA account name. This ADM element is shared with **ClientName** ([MS-WKST] section 3.2.1.6).

**CA\_Account\_Name:** A string that contains the security account name under which [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) is running. For more information on how this ADM is initialized, see section [3.2.1.3](#Section_5a563aaf17dc4cbab39aa2f1c388f923).

**CA\_SID:** Contains the SID of the CA account.

**Per\_Request:** A collection of ADM elements which are initialized per each [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request and are only valid during the processing of that request. This collection contains two elements:

**Per\_Request.Caller\_Account\_Name:** A string that contains the caller's account name.

**Per\_Request.Caller\_SID:** Contains the SID (section 2.4.2), as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2, of the [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) that requested a certificate from CA.

Note that some of the elements of this section are used by servers implementing the [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) protocol.

**Note**  The abstract interface notation (Public) indicates that this abstract data model element can be directly accessed from outside this protocol.

##### Request Table

The Request table is identical to the Request table specified in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.

The table columns of the Request table specified in [MS-CSRA] and used by this protocol are as specified in sections [3.2.1.1.1.1](#Section_352ddd1800a6455eba248d3e40625066) and [3.2.1.1.1.2](#Section_7348a834e39041fe82db88972eaee8e3).

###### Request Table Required Data Elements

Values for the following elements are required in the [Request table](#Section_fdcd7663a8ee4f73a581058f9e21e8a4):

* Request\_Request\_ID
* Request\_Raw\_Request
* Request\_Disposition
* Request\_Raw\_Archived\_Key
* Serial\_Number

###### Request Table Optional Data Elements

Values for the following elements of the [Request table](#Section_fdcd7663a8ee4f73a581058f9e21e8a4) SHOULD be maintained by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a):

* Request\_Raw\_Old\_Certificate
* Request\_Request\_Attributes
* Request\_Request\_Type
* Request\_Request\_Flags
* Request\_Status\_Code
* Request\_Disposition\_Message
* Request\_Submitted\_When
* Request\_Resolved\_When
* Request\_Requester\_Name
* Request\_Caller\_Name
* Request\_Signer\_Policies
* Request\_Signer\_Application\_Policies
* Request\_Officer
* Request\_Distinguished\_Name
* Request\_Raw\_Name
* Request\_Country
* Request\_Organization
* Request\_Org\_Unit
* Request\_Common\_Name
* Request\_Locality
* Request\_State
* Request\_Title
* Request\_Given\_Name
* Request\_Initials
* Request\_SurName
* Request\_Domain\_Component
* Request\_Email
* Request\_Street\_Address
* Request\_Unstructured\_Name
* Request\_Unstructured\_Address
* Request\_Device\_Serial\_Number
* Request\_Key\_Recovery\_Hashes
* Request\_Attestation\_Challenge
* Request\_Endorsement\_Key\_Hash
* Request\_Endorsement\_Certificate\_Hash

##### Signing\_Cert Table

The Signing\_Cert table maintains an ordered list of [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) and associated other data, including [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). The data is maintained in the following columns.

| Column name | Column description |
| --- | --- |
| Signing\_Cert\_Certificate (Public) | Contains the CA certificate. |
| Signing\_Private\_Key (Public) | Contains the private key associated with the CA certificate stored in the **CA\_Signing\_Cert** column. |
| Signing\_Cert\_Version\_ID (Public) | A unique identifier for the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) stored in the **CA\_Signing\_Cert** column. |
| Signing\_Private\_Key\_Version\_ID (Public) | An identifier (not unique) for the private key stored in the **CA\_Signing\_Private\_Key** column. |
| Signing\_Forward\_Cross\_Certificate (Public) | The [**forward cross certificate**](#gt_e05fdeb3-48dd-4be9-afa4-36d5dd196301). This column does not have a value for the last raw of the table, or when a certificate stored in the Signing\_Cert\_Certificate column of this raw and next raw have the same associated [**public-private key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34). For more information, see [[MSFT-CROSSCERT]](https://go.microsoft.com/fwlink/?LinkId=90182). |
| Signing\_Backward\_Cross\_Certificate (Public) | The [**backward cross certificate**](#gt_86044e30-0ee9-4c80-b3e4-a537619f7c4d). This column does not have a value for the first raw of the table or when a certificate stored in the Signing\_Cert\_Certificate column of this raw and previous raw have the same associated public-private key pair. For more information, see [MSFT-CROSSCERT]. |

The Signing\_Cert\_Certificate in the last row of the Signing\_Cert table is the current CA signing certificate.

##### CRL Table

The [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) table is identical to the one specified in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.4. The columns used by this protocol are as follows:

* CRL\_Row\_Id
* CRL\_Name\_Id
* CRL\_Raw\_CRL
* Base\_Or\_Delta
* CRL\_Publish\_Status\_Code
* Publish\_Date

##### Configuration List

The following list contains configuration data for the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). Server implementations that also implement the Certificate Services Remote Administration protocol specified in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) or the ICertPassage Remote Protocol specified in [[MS-ICPR]](%5bMS-ICPR%5d.pdf#Section_9b8ed6056b0041d19a2a9897e40678fc) use the same configuration data elements, defined here as "public", for those implementations. If either Certificate Services Remote Administration Protocol or ICertPassage Remote Protocol or both are also implemented, access to the configuration list from either or both of these protocols SHOULD be serialized.

| Data name | Data description |
| --- | --- |
| Config\_CA\_KRA\_Cert\_List (Public) | An indexed list of [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). |
| Config\_CA\_KRA\_Cert\_Count (Public) | The minimum amount of valid KRA certificates required to archive a [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b). |
| Config\_SKU | Data that specifies the operating system SKU.  Possible values are Advanced\_SKU and Standard\_SKU.[<65>](#Appendix_A_65" \o "Product behavior note 65) |
| Config\_Configuration\_Directory (Public) | A [**UNC**](#gt_c9507dca-291d-4fd6-9cba-a9ee7da8c908) path that can be used to publish server data. |
| Config\_Max\_Property\_ID | An integer that defines the greatest number that a client can pass in the PropID parameter of the **GetCAProperty** method. |
| Config\_FQDN | The [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the machine hosting the CA service. |
| Config\_CA\_Role\_Separation (Public) | Indicates the role separation state.  Possible values are as follows:  Role\_Separation\_Enabled Role\_Separation\_Disable |
| Config\_CA\_Parent\_DNS (Public) | The FQDN of the parent CA. |
| Config\_CA\_Exchange\_Cert (Public) | List of [**SHA-1 hash**](#gt_168fbe0c-fc02-4722-979e-b0261766ac9c) values of all currently valid CA [**exchange certificates**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) used to protect [**private keys**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) in certificate requests. |
| Current\_CA\_Exchange\_Cert | x.509 certificate that is the current CA exchange certificate. |
| Store\_CA\_Exchange\_Cert | List of x.509 certificates that is the current set of valid CA exchange certificates. |
| Config\_CA\_CDP\_Publish\_To\_Base (Public) | A list of one or more [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) Publishing Locations to which the CA is configured to publish base CRLs. This data is used in [MS-CSRA]. |
| Config\_CA\_CDP\_Publish\_To\_Delta (Public) | A list of one or more CRL Publishing Locations to which the CA is configured to publish delta CRLs. This data is used in [MS-CSRA]. |
| Config\_CA\_CDP\_Include\_In\_Cert (Public) | The list of strings to be added as UNC paths into the CDP extension of all certificates issued, with the key associated with the certificate in the CASigningCert column. CDP is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.14. |
| Config\_CA\_CDP\_Include\_In\_CRL\_Publish\_Locations\_Extension (Public) | A list of one or more CRL Publishing Locations that will be included in the Published CRL Locations custom extension of CRLs created by the CA. This data is used in [MS-CSRA]. |
| Config\_CA\_CDP\_Include\_In\_CRL\_Freshest\_CRL\_Extension (Public) | A list of one or more delta CRL Publishing Locations that will be included in the freshest CRL extension of base CRLs created by the CA. This data is used in [MS-CSRA]. |
| Config\_CA\_CDP\_Include\_In\_CRL\_IDP\_Extension (Public) | A list of one or more CRL Publishing Locations that will be included in the Issuing Distribution Point CRL extension of CRLs created by the CA. This data is used in [MS-CSRA]. |
| Config\_CA\_AIA\_Include\_In\_Cert (Public) | The list of strings to be added as UNC paths into the AIA extension of all certificates issued, with the key associated with the certificate in the CASigningCert column. AIA is specified in [RFC3280] section 4.2.2.1. |
| Config\_CA\_OCSP\_Include\_In\_Cert (Public) | The list of strings to be added as OCSP paths into the (Authority Information Access) AIA extension of all certificates issued, with the key associated with the certificate in the CASigningCert column. The Online Certificate Status Protocol (OCSP) UNC path is specified in [[RFC2560]](https://go.microsoft.com/fwlink/?LinkId=90369) section 4.2.2.1. |
| Config\_File\_Version | Stores information on the CA service file. |
| Config\_Product\_Version (Public) | Stores information on the product hosting the CA service. |
| Config\_Database\_View\_Open (Public) | Indicates whether a caller has opened a view to the database. This data has two possible values: True and False. This data is used by methods specified in [MS-CSRA]. |
| Config\_Permissions\_CA\_Security (Public) | A list of administrator-defined rights of designated [**principals**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) to administer the CA. The CA security information is configured with the **SetCASecurity** method and retrieved with the **GetCASecurity** method specified in [MS-CSRA]. |
| Config\_Permissions\_Officer\_Rights (Public) | A list of administrator-defined rights possessed by each CA officer to approve certificate requests associated with a given set of principles. Officer rights are set with the **SetOfficerRights** method and retrieved with the **GetOfficerRights** method specified in [MS-CSRA]. |
| Config\_Permissions\_Enrollment\_Agent\_Rights (Public) | A list of administrator-defined rights possessed by each [**enrollment agent (EA)**](#gt_a79b9053-c419-48b8-9dc5-f574df9f1aee) to obtain a certificate, with subject information pertaining to a different principal, from a CA. Enrollment agent is not one of the roles defined in [[CIMC-PP]](https://go.microsoft.com/fwlink/?LinkId=89839). Like Officer rights, Enrollment Agent rights are set with the **SetOfficerRights** method and retrieved with the **GetOfficerRights** method specified in [MS-CSRA]. |
| Config\_Base\_CRL\_Validity\_Period (Public) | Contains the validity period of the base CRL. |
| Config\_Base\_CRL\_Overlap\_Period (Public) | Contains the overlap period of the base CRL. |
| Config\_Delta\_CRL\_Validity\_Period (Public) | Contains the validity period of a delta CRL. |
| Config\_Delta\_CRL\_Overlap\_Period (Public) | Contains the overlap period of a delta CRL. |
| Config\_CA\_Policy\_Algorithm\_Implementation (Public) | Information on the algorithm that implements the [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71). |
| Config\_CA\_Exit\_Algorithm\_Implementation\_List (Public) | Information on the algorithms that implement the [**CA exit algorithm**](#gt_240a9746-c99e-4765-a9ee-6d60f1a9ffd1). |
| Config\_CA\_Exit\_Count (Public) | The number of exit algorithms registered on the CA. |
| Config\_CA\_Exit\_Description\_List | An indexed list that contains a description for all registered CA exit algorithms. |
| Config\_CA\_Policy\_Description | A string that describes the CA policy algorithm. |
| Config\_CA\_Accept\_Request\_Attributes\_ValidityTime (Public) | A Boolean value that indicates whether the CA accepts request [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that specify the validity time for the certificate being requested. |
| Config\_CA\_Accept\_Request\_Attributes\_Extensions (Public) | A Boolean value that indicates whether the CA accepts request attributes that specify certificate [**enhanced key usage (EKU)**](#gt_06beeb29-6e93-4472-a53d-bbd51eca5759) extensions to be added to the certificate being requested. |
| Config\_CA\_Accept\_Request\_Attributes\_SAN (Public) | A Boolean value that indicates whether the CA accepts request attributes that specify the subject alternative name for the certificate being requested. |
| Config\_CA\_Accept\_Request\_Attributes\_Other (Public) | A Boolean value that indicates whether the CA accepts 'Other' request attribute specified in section [2.2.2.7.10](#Section_92f07a54288945e3afd094b60daa80ec). |
| Config\_CA\_Accept\_Request\_Attributes\_CertPath (Public) | A Boolean value that indicates whether the CA accepts request attributes that specify the subject name for the certificate being requested. |
| Config\_CA\_Clock\_Skew\_Minutes (Public) | Contains the number of minutes used in CA calculations to account for differences in system time across machines. |
| Config\_CA\_No\_OCSP\_Revocation\_Check | A Boolean flag that indicates whether the CA honors the CT\_FLAG\_ADD\_OCSP\_NOCHECK flag of the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e), as specified in section [3.2.2.6.2.1.4.5.6](#Section_9cc7ba15fcbc48b38a3b121faef3d5ef). |
| Config\_CA\_Allow\_RenewOnBehalfOf\_Requests (Public) | A Boolean flag that indicates whether the CA allows requests as specified in section [3.2.2.6.2.1.2.4](#Section_692748c66d294812b7de4df3eb6aac93). |
| Config\_CA\_Interface\_Flags (Public) | A set of flags which implementers can use to affect server behavior.  The defined values are as follows:  **IF\_NOREMOTEICERTREQUEST**: The CA will not issue any certificates or hold pending any requests for remote users.  **IF\_NOLOCALICERTREQUEST**: The CA will not issue any certificates or hold pending any requests for local users.  **IF\_NORPCICERTREQUEST**: The CA will not issue any certificates or hold pending any requests for callers using the ICertPassage interface, as specified in [MS-ICPR] section 3.2.4.1.  **IF\_NOREMOTEICERTADMIN**: No access to CSRA methods for remote callers.  **IF\_NOLOCALICERTADMIN**: No access to CSRA methods for local callers.  **IF\_NOREMOTEICERTADMINBACKUP**: The CA restricts access to the backup-related methods of this protocol for remote callers.  **IF\_NOLOCALICERTADMINBACKUP**: The CA restricts access to the backup-related methods of this protocol for local callers.  **IF\_NOSNAPSHOTBACKUP**: The database files cannot be backed up using a mechanism other than the methods of this interface.  **IF\_ENFORCEENCRYPTICERTREQUEST**: RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY, as defined in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.8, is to be defined for all RPC connections to the server for certificate-request operations.  **IF\_ENFORCEENCRYPTICERTADMIN**: RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY, as defined in [MS-RPCE] section 2.2.1.1.8, is to be defined for all RPC connections to the server for certificate administrative operations (the methods defined in this interface).  **IF\_ENABLEEXITKEYRETRIEVAL**: Enables an exit algorithm to retrieve the Encrypted private-Key Blob.  **IF\_ENABLEADMINASAUDITOR**: Only CA administrators can update the CA audit filter settings. |
| Config\_High\_Serial\_Number (Public) | A 4-byte integer used in generating certificate serial numbers. See section [3.2.1.4.2.1.4.6](#Section_86d4ef440cb24317b3517c5626371fc3) about how certificate serial numbers are generated. |
| Config\_High\_Serial\_String (Public) | A string value used in generating certificate serial numbers. See section 3.2.1.4.2.1.4.6 about how certificate serial numbers are generated. |
| Config\_CA\_Requests\_Disposition (Public) | A 4-byte integer that indicates whether the CA sets all requests to pending, accepts all requests, or denies all requests. The value is the bitwise OR of the following:   * 0x00000100 (REQDISP\_PENDINGFIRST): The CA MUST set all certificate requests to pending. * 0x00000001 (REQDISP\_ISSUE): The CA MUST issue all certificate requests. * 0x00000002 (REQDISP\_DENY): The CA MUST deny all certificate requests. |
| Config\_CA\_LDAP\_Flags | A 1-byte integer that indicates which port is used for connecting to [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) servers and whether to sign the requests sent to the LDAP server or not. The value is the bitwise OR of the following:   * 0x00000001(LDAPF\_SSLENABLE): The CA MUST connect to SSL port of the LDAP server. * 0x00000002 (LDAPF\_SIGNDISABLE): The CA MUST NOT sign the requests sent to LDAP server. |
| Config\_Disable\_LDAP\_Sign\_Encrypt | A flag that indicates whether LDAP queries for CRL retrievals will be signed and encrypted or not. |
| Config\_Max\_Number\_Of\_AD\_Connections | A 4-byte integer that indicates the maximum number of cached **ADConnection** handles. |
| Config\_AD\_Connection\_Referral | A flag that indicates whether the referral option for **ADConnection** is set to TRUE. |
| Config\_Hardware\_Key\_List\_Directories (Public) | A list of zero or more UNC or local file paths, each pointing to a folder that contains a 0-size file where the name of the file is the SHA2 hash of the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) module [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a). The CA has read access to this location. See also [MS-CSRA] section 3.1.1.10. |
| Config\_CA\_DN\_Order\_String | A string value that the CA follows to order the RelativeDistinguishedName in the subject as specified in section [3.2.1.4.3.2.45](#Section_faa12debf4164d6d9684f77f7febfb4b). |
| Config\_CertificateTransparency\_Enabled | A flag that indicates whether Certificate Transparency processing is enabled at the server. The default value is FALSE (not enabled). |
| Config\_CertificateTransparency\_Disable\_SCTList\_Validation | A flag that indicates whether syntactical validation of the **SignedCertificateTimestampList** is validated at the server. The default value is FALSE (not validated). |
| Config\_CertificateTransparency\_Max\_SCTList\_Size | A 4-byte integer that indicates the maximum size of the **SignedCertificateTimestampList**, in bytes. The default value is 1024. |
| Config\_CertificateTransparency\_Info\_Extension\_Oid | A string value that the CA sets for the **SignedCertificateTimestampList** extension in the issued certificate. The default value is OID szOID\_CT\_CERT\_SCTLIST (1.3.6.1.4.1.11129.2.4.2) [[RFC6962]](https://go.microsoft.com/fwlink/?linkid=867272). |

#### Timers

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) server uses a [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) retrieval timer to ensure that the response time from the server hosting CRLs does not exceed 15 seconds. The CRL retrieval timer is specified per CRL retrieval request and is used in the processing steps for obtaining a CRL, as specified in section [3.2.1.4.1.3](#Section_84a340c85f55427eb5766f01f2123f54).

#### Initialization

* Interface Initialization: [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) [**object (2)**](#gt_8bb43a65-7a8c-4585-a7ed-23044772f8ca) and interface initialization is performed by the DCOM object exporter in response to an activation request from the DCOM client. The Windows Client Certificate Enrollment Protocol client calls the DCOM client to initiate the activation request to the server. As a result, the DCOM server returns an object reference to the DCOM client, and the Windows Client Certificate Enrollment Protocol client can use this client object reference to make calls to the Windows Client Certificate Enrollment Protocol server methods specified in this document. The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST initializes the object exporter as specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0) section 3.1.1.3. If Config\_CA\_Interface\_Flags contains the values IF\_NOREMOTEICERTREQUEST and IF\_NOLOCALICERTREQUEST, the CA MUST NOT initialize the object exporter. The details of DCOM object initialization on the server, in response to client activation requests and [**ORPCs**](#gt_d4ad46fe-cbab-43f2-a125-b2f125824f33), are specified in [MS-DCOM] sections 3.1.1.5.1 and 3.1.1.5.4.
* Cryptographic Initialization: The CA MUST have access to the signing and exchange [**private keys**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). In addition, the CA SHOULD validate the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) and its chain. The validation MUST be based on chain validation as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414).
* Revocation Initialization: The CA SHOULD verify the validity of the last published base and delta [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) and publish new ones if required; the behavior MUST be as specified in [RFC3280].
* Configuration Initialization: The CA SHOULD initialize the [Configuration List (section 3.2.1.1.4)](#Section_b3ac7b468ea7440da4c5656bb1286d56) as specified in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.3.
* The CA SHOULD initialize ADM elements **CA\_Account\_Name** and **CA\_SID** by invoking the processing rules in section [3.2.1.4.1.1](#Section_a3cc2c6b6f354c7781d17d87f211e623), setting the **CA\_Account\_Name** equal to the **OutputAccountName** output parameter, and setting the **CA\_SID** equal to the **OutputSID** output parameter.

#### Message Processing Events and Sequencing Rules

The Windows Client Certificate Enrollment Protocol defines the following interfaces for the server role.

| Interface | Meaning |
| --- | --- |
| [ICertRequestD](#Section_6b6ffe4a62614d2ebdf9fdeb2e086834) | Defines methods that enable a client to request [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from a [**certificate authority**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). |
| [ICertRequestD2](#Section_37918b824e98409cb3c1b0ae76bdc73c) | Inherits and extends the ICertRequestD interface. |

The return value for each method in these two interfaces is a signed 32-bit value per the definition of HRESULT, as specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90). If the method returns a negative value, the method has failed.

Many of the [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) methods defined in this section are made available for non-protocol functions, such as diagnostics.

##### Algorithms

In addition to the algorithms specified in section [3.1.1.4.1](#Section_18f9feb9e42e4d43a1495232c45dc4dd) and its subsections, the Server Mode: Standalone[**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) protocol role uses the algorithms in the following sections.

###### AccountGetInfo Abstract Interface

The AccountGetInfo abstract interface retrieves the name of the user or other security [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) associated with the current execution context.

**Input Parameters:** None.

**Output Parameters:**

**OutputAccountName:** A string that contains the security account name under which [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) is running.

**OutputSID:** The SID of the security account name under which CA is running.

**Processing Rules:**

In the following steps, the following local variable is used:

**CallerToken:** A token/authorization context (section 2.5.2). For more information see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.5.2.

* If the CA is running on a computer joined to a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca):
  + Set the **OutputAccountName** output parameter equal to a string that contains the name of the user or other security principal associated with the current execution context of the CA. The string is the concatenation of the **CA\_DNS\_Domain\_Name** ADM element, "\", and the **CA\_Client\_Name** ADM element.
  + Invoke the processing rules specified in [MS-DTYP] section 2.7.3 and store the returned value in **CallerToken**. Set the **OutputSID** output parameter equal to the CallerToken.Sids[CallerToken.UserIndex].
* Else, set the **OutputAccountName** output parameter equal to a legacy account name of the form "Engineering\JSmith" or, in the case of a machine account,"workgroup\ComputerName$". Also, set the **OutputSID** output parameter to NULL.

###### Retrieving Caller Identity Information

The processing rules in this section return the identity of the caller in the form of {Domain\UserName}, and they also return the SID of the caller.

**Input Parameters:** None.

**Output Parameters:**

**Output\_Account\_Name:** The caller's account name in the form of <domain netbios name>\<account name> for the caller.

**Output\_SID:** The SID of the caller.

**Processing Rules:**

The caller identity is in the form {Domain\UserName}. The domain and UserName are found as follows:

1. Call Abstract Interface GetRpcImpersonationAccessToken (section 3.3.3.4.3.1) as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.3.3.4.3.1, passing NULL as a parameter to obtain the token of the current thread as specified in [MS-RPCE] section 3.3.3.4.3.1, and use the output parameter *RpcImpersonationAccessToken* in the following steps.
2. Call LsarOpenPolicy (section 3.1.4.2) as specified in [[MS-LSAT]](%5bMS-LSAT%5d.pdf#Section_1ba21e6fd8a9462c91534375f2020894) section 3.1.4.2 with the following as input:
   * SystemName: NULL.
   * DesiredAccess: Contains the bit value 0x00000800 for POLICY\_LOOKUP\_NAMES.
3. Call LsarLookupSids (section 3.1.4.11) as specified in [MS-LSAT] section 3.1.4.11 on the returned PolicyHandle.
   * PolicyHandle: The PolicyHandle returned from the aforementioned LsarOpenPolicy.
   * SidEnumBuffer: The **SidInfo** part of this structure contains the SID returned from the element RpcImpersonationAccessToken.Sids[RpcImpersonationAccessToken.UserIndex] as specified in [MS-RPCE] section 3.3.3.4.3. The **Entries** part of this structure is set to 1.
   * LookupLevel: Set to LsapLookupWksta.

The return values from the LsarLookupSids are as follows:

* + ReferencedDomains list: The [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) name is found in the **Name** field of the **Domains** structure of the list entry whose index matches the DomainIndex of the **Names** structure of the entry in the TranslatedNames list that corresponds to the SID in question.
  + TranslatedNames: Contains the UserName in the **Name** field of the **Names** structure of the entry in the list corresponding to the SID in question (from the SidEnumBuffer input list).

1. Concatenate the Domain name and UserName returned in previous steps using "\" as Domain\UserName, and store it in the output parameter **Output\_ Account\_Name**.
2. Store the element RpcImpersonationAccessToken.Sids[RpcImpersonationAccessToken.UserIndex] as specified in [MS-RPCE] section 3.3.3.4.3 in the output parameter **Output\_SID**.

###### Retrieving CRLs

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) uses the cRLDistributionPoints extension (specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.14) of the *ParameterCertificate* parameter to retrieve [**CRLs**](#gt_4f22841f-249b-42fb-a31a-5049c00be939). The CA MUST be able to retrieve the CRLs that are published using HTTP [[RFC2616]](https://go.microsoft.com/fwlink/?LinkId=90372) or [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325). The CA SHOULD NOT support retrieving CRLs that are published using FTP [[RFC959]](https://go.microsoft.com/fwlink/?LinkId=160200).

**Input parameter:** None.

**ParameterCertificate:** The [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for which the CRL needs to be retrieved.

**Output parameter:** None.

**ParameterCRL:** The retrieved CRL

**Processing rules:**

The CA MUST obtain the CRLs in the following manner:

If the cRLDistributionPoints extension has multiple DistributionPoints, retrieve the CRLs from the cRLDistributionPoints in the order in which they are encoded in the extension. For each DistributionPoint, obtain CRLs by using cRLDistributionPoints extension, as specified in [RFC3280] section 4.2.1.14, of the certificate passed in the *ParameterCertificate* parameter to retrieve CRLs as follows:

1. If the URL in cRLDistributionPoints extension is an LDAP URL:
   1. The CA SHOULD follow the processing rules in section [3.2.1.4.1.3.1](#Section_3b94b22355b541538c8efc7c510e2729) for retrieving CRLs.
   2. If the retrieval attempt is successful from the current DistributionPoint, set the ParameterCRL output parameter to the retrieved CRL and exit.
   3. If the retrieval is not successful, move to the next DistributionPoints.
2. If the URL in cRLDistributionPoints extension is an HTTP URL:
   1. The CA MUST initialize the CRL retrieval timer to 15 seconds.
   2. The CA MUST follow the processing rules in [RFC2616] for retrieval.
   3. If the retrieval attempt is successful from the current DistributionPoint, set the **ParameterCRL** output parameter to the retrieved CRL, cancel the CRL retrieval timer, and exit.
   4. If the retrieval is not successful, move to the next DistributionPoints component, cancel the CRL retrieval timer, and go to step 1.
   5. If the CRL retrieval timer times out before retrieving the CRL from the current DistributionPoint, move to the next DistributionPoint component of the cRLDistributionPoints extension.
3. If all DistributionPoints components in cRLDistributionPoints extension have been examined, return empty as the **ParameterCRL** output parameter and exit.

Search Requests for Retrieving CRLs from Active Directory

This type of search request is used to read CRLs from [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) using the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) URI provided in the DistributionPoint component of the cRLDistributionPoints extension. In the sections that follow, the following local variable is used:

**ActiveDirectory\_Connection:** An ADConnection handle (see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2) for more information about ADConnection.

Search Requests

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform a search request as follows:

1. Invoke the "Initialize ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.1) to construct an **ADConnection** handle, with the following parameters:
   * *TaskInputTargetName*: The <host> part of the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) URI in DistributionPoint. If <host> part is not present, set it to NULL.
   * *TaskInputPortNumber*: If the port number is provided in the LDAP URI in DistributionPoint URI, use it. Otherwise, use port 389.

Store the created **ADConnection** handle in the **ActiveDirectory\_Connection** variable.

1. Perform a bind request as specified in section [3.2.1.4.1.3.1.2](#Section_e5a3606b670c477f9f675fac9de3c77d).
2. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**
   * *TaskInputRequestMessage*: LDAP SearchRequest message ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1), as follows:
     + baseObject: If the baseObject is provided in the LDAP URI in DistributionPoint, use it. If not, set it to EMPTY string.
     + scope: Use the provided scope in URI. If not present in URI, set it to baseObject
     + filter: Use the provided filter in URI. If not present in URI, use (objectClass=\*)
     + attributes: Use the provided filter in URI. If not present in URI, set it to NULL
     + derefAliases: neverDerefAliases
     + typesOnly: FALSE
   * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.
3. If the *TaskReturnStatus* returned is not 0, then:
   1. Invoke the "Perform an LDAP Unbind on an ADConnection" task ([MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set equal to **ActiveDirectory\_Connection**.
   2. Perform steps 1 and 2 in section 3.2.1.4.1.3.1.2 with the exception that in step 1, use the following parameters:
      * *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS
      * *TaskInputOptionValue*: Bitwise OR of the bits A, D, and R defined by [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1

If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:

* + - **InputReturnStatus**: *TaskReturnStatus*
    - **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

* 1. Repeat step 3.
  2. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [MS-ERREF] section 2.1) by performing the processing rules in section 3.2.2.1.7 with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: *TaskOutputResultMessages*

Bind Requests

Bind requests are used to connect and to authenticate the user to an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The CA MUST perform bind requests as follows:

1. Invoke the "Setting an LDAP Option on an ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.2) once for each of the following pairs of option and value parameters. For each of these, the TaskInputADConnection parameter is the **ActiveDirectory\_Connection**.

| TaskInputOptionName | TaskInputOptionValue |
| --- | --- |
| LDAP\_OPT\_GETDSNAME\_FLAGS | Bitwise OR of the bits D and R defined by [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1 |
| LDAP\_OPT\_SIGN | If Config\_Disable\_LDAP\_Sign\_Encrypt is not set, set to TRUE |
| LDAP\_OPT\_REFFERALS | If Config\_AD\_Connection\_Referral ADM element is FALSE, set to FALSE |
| LDAP\_OPT\_PROTOCOL\_VERSION | 3 |
| LDAP\_OPT\_ ENCRYPT | If Config\_Disable\_LDAP\_Sign\_Encrypt is not set, set to TRUE |
| LDAP\_OPT\_TIMELIMIT | 15 |

1. Invoke the "Establishing an ADConnection" task ([MS-ADTS] section 7.6.1.3) with the following parameters:

*TaskInputADConnection*: **ActiveDirectory\_Connection**

1. If the *TaskReturnStatus* returned is not 0,
   * Repeat step 1 with the following modification:
     + *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS
     + *TaskInputOptionValue*: Bitwise OR of the bits A, D and R defined by [MS-NRPC] section 3.5.4.3.1.
   * Repeat step 2.
   * If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

1. Invoke the "Performing an LDAP Bind on an ADConnection" task ([MS-ADTS] section 7.6.1.4) with the following parameter:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**

If successful, exit.

1. If the *TaskReturnStatus* returned is not 0, repeat step 1 with this additional option:
   * *TaskInputOptionName*: LDAP\_OPT\_AUTH\_INFO
   * *TaskInputOptionValue*:
     + bindMethod: SIMPLE ([MS-ADTS] section 5.1.1.1)
     + name: NULL
     + password: NULL
2. Invoke the "Performing an LDAP Bind on an ADConnection" task ([MS-ADTS] section 7.6.1.4) with the following parameters:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**

If successful, exit.

1. If the *TaskReturnStatus* returned is not 0, repeat step 1 with this additional option:
   * *TaskInputOptionName*: LDAP\_OPT\_PROTOCOL\_VERSION
   * *TaskInputOptionValue*: 2
2. Invoke the "Performing an LDAP Bind on an ADConnection" task ([MS-ADTS] section 7.6.1.4) with the following parameters:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**

If successful, exit.

1. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [MS-ERREF] section 2.1) by performing the processing rules in section 3.2.2.1.7 with the following input parameters:
   * **InputReturnStatus**: *TaskReturnStatus*
   * **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

##### ICertRequestD

The ICertRequestD [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) interface exposes a set of methods that allow the client to request the services provided by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The ICertRequestD interface MUST inherit the IRemUnknown interface. IRemUnknown is specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0) section 3.1.1.5.6.

The version number for this interface is "1.0". The UUID for this interface is "D99E6E70-FC88-11D0-B498-00A0C90312F3", as specified in [MS-DCOM].

Methods in RPC Opnum Order

| Method | Description |
| --- | --- |
| [Request](#Section_dbb2e78f7630461592c46734fccfc5a6) | Initiates the [**certificate issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) process.  Opnum: 3 |
| [GetCACert](#Section_bb9b82e84ddc4615a8146e1ccd0fca3c) | Returns property values on the CA.  Opnum: 4 |
| [Ping](#Section_d01c6184610d4592b61ce4af8125bb1b) | Performs a request response test (ping) to the CA.  Opnum: 5 |

**Note**  [**Opnums**](#gt_e127848e-c66d-427d-b3aa-9f904fa4ada7) 0, 1, and 2 are reserved for the IUnknown\_QueryInterface, AddRef, and Release methods used by the standard COM IUnknown interface, as specified in [MS-DCOM].

###### ICertRequestD::Request (Opnum 3)

The Request method initiates the [**certificate issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) process.

1. HRESULT Request(
2. [in] DWORD dwFlags,
3. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAuthority,
4. [in, out, ref] DWORD\* pdwRequestId,
5. [out] DWORD\* pdwDisposition,
6. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAttributes,
7. [in, ref] CERTTRANSBLOB const \* pctbRequest,
8. [out, ref] CERTTRANSBLOB\* pctbCertChain,
9. [out, ref] CERTTRANSBLOB\* pctbEncodedCert,
10. [out, ref] CERTTRANSBLOB\* pctbDispositionMessage
11. );

**dwFlags:** This field MUST contain packed data as specified in section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406). The data in this field MUST define the structure of the *pctbRequest* parameter and the expected content in *pctbCertChain*.

**pwszAuthority:** A null-terminated [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string that contains the name of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

**pdwRequestId:** A 32-bit integer value that contains the identifier used to identify the request. Details about processing information are specified in section [3.1.1.4.3](#Section_b2a27e4575d84a4c9d968bbef73b531d).

**pdwDisposition:** An unsigned integer that identifies the request status for this invocation. The value MUST be one of the following:

* CR\_DISP\_ISSUED, 0x00000003: The requested [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) was issued.
* CR\_DISP\_UNDER\_SUBMISSION, 0x00000005: The requested certificate was not issued and is now in a pending state waiting for additional processing before it can be issued.
* A nonzero value, excluding 0x00000003 and 0x00000005, indicating an error.

**pwszAttributes:** A null-terminated [UNICODE] string that contains a set of request [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The parameter contains zero or more request attributes, which MUST be empty or take the form of name/value pairs. The name/value pairs MUST be formatted as "Name:Value". A colon MUST be the separator, and a new line ('\n') MUST separate name/value pairs.

**pctbRequest:** A [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure that contains a certificate request as a raw binary object. This request binary object can be in one of a number of formats. The format used is specified in the *dwFlags* parameter. The syntax of that structure is provided in section [2.2.2.8](#Section_9fb81bcd76ca4f17bf4d894554b459ef).

**pctbCertChain:** A CERTTRANSBLOB structure that is empty or contains a simple [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) or a CMC full [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) response for the certificate chain issued by the CA based on the request (in the *pctbRequest* parameter) supplied by the caller. The parameter format is as requested by the client in the *dwFlags* parameter. Message syntax MUST be as specified in section 2.2.2.2.

**pctbEncodedCert:** A CERTTRANSBLOB structure that is empty or contains the issued certificate. The returned value MUST be an X509 cert encoded by using [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592). Message syntax MUST be as specified in section 2.2.2.2.

**pctbDispositionMessage:**  A CERTTRANSBLOB structure that contains a null-terminated [UNICODE] string with a message that identifies the status of the request. Message syntax MUST be as specified in section 2.2.2.2.

**Return Values:**  The method MUST return zero unless otherwise explicitly stated in this section. The server MUST return errors through the *pdwDisposition* parameter.

This section, and the following sections, describe the processing rules for ICertRequestD::Request and [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9).

The following is an overview of the CA processing rules for these methods:

The CA MUST obtain the [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) account name and SID by performing the processing rules in section [3.2.1.4.1.2](#Section_f20e1c285be94a00a4bf8d8f5e0f640e) and storing the returned **Output\_Account\_Name** in the **Per\_Request.Caller\_Account\_Name** ADM element and the returned **Output\_SID** in **Per\_Request.Caller\_SID**.

If Config\_CA\_Interface\_Flags contains the value IF\_NOREMOTEICERTREQUEST, the server SHOULD return 0x80094011 (CERTSRV\_E\_ENROLL\_DENIED) to the client.[<66>](#Appendix_A_66" \o "Product behavior note 66)

If Config\_CA\_Interface\_Flags contains the value IF\_ENFORCEENCRYPTICERTREQUEST and the RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY authentication level, as defined in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.8, is not specified on the RPC connection from the client, the CA MUST refuse to establish a connection with the client by returning a nonzero error.

1. The CA MUST verify the CA name passed in the *pwszAuthority* attribute by invoking the processing rules in section [3.2.1.4.2.1.1](#Section_a7fdfc72b1e0488293da9aefdf468b83) with the *CANameString* input parameter set to the CA name passed in the *pwszAuthority* parameter and the *EmptyNameAllowed* input parameter set to false. If false is returned, the CA MUST return the E\_INVALIDARG (0x80070057) error code to the client.
2. The CA MUST parse attributes passed in *pwszAttributes* parameter as specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e).
3. The CA MUST check if the request is a status inspection as specified in section [3.2.1.4.2.1.3](#Section_febfb31d380b4417879a5708c3305f4e) and process it accordingly if it is. If it is not, it is a new or renewal request and the CA MUST proceed to the following steps.
4. If the value of the *pdwRequestId* parameter is 0, the CA MUST process the request [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) as specified in section [3.2.1.4.2.1.4](#Section_2d0705e991894fd4a51e6e88d86cefeb).
5. The CA MUST store the request fields in the Request table as specified in sections [3.2.1.4.2.1.4.4](#Section_40395018b3c84f4e93276484e0eed5c9) and [3.2.1.4.2.1.4.5](#Section_f1bcc8fb233642479d8f57ef472a7bd5).
6. The CA MUST call its [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) implementation as specified in section 3.2.1.4.2.1.4.5.
7. If the CA policy algorithm implementation decided to issue a certificate, then the CA MUST sign the certificate as specified in section 3.2.1.4.2.1.3.
8. If the CA policy algorithm implementation decided to issue a certificate, then the CA MUST follow the post processing rules as specified in section 3.2.1.4.2.1.4 and construct the certificate as specified in section [3.2.1.4.2.1.4.7](#Section_472341c4b01840f2951f76d5f904f31e).
9. The CA MUST set the following values for the out parameters:
   * pdwDisposition: If a certificate was issued, then the CA MUST return 0x00000003; if a certificate issuance requires manager approval, then the CA MUST return 0x00000005. If an error was encountered, the CA MUST set the value of this parameter to a non-zero value.
   * pctbCertChain: If a certificate was issued, then the CA MUST return the issued certificate and its full chain as constructed in section [3.2.1.4.2.1.4.8](#Section_bf14ec85917640febdeb5aa7b807f648) in this parameter.
   * pctbEncodedCert: If a certificate was issued, then the CA MUST return the issued certificate in this parameter.
   * pctbDispositionMessage: In this parameter, the CA SHOULD send additional information in the form of a Unicode string that can be used to troubleshoot the server response.[<67>](#Appendix_A_67" \o "Product behavior note 67)

Verifying the CA Name

**Input Parameter**: None.

**CANameString**: A null terminated [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string.

**EmptyNameAllowed**: BOOLEAN (true or false).

**Output Parameter**: BOOLEAN (true or false).

Processing Rules:

1. Return true if the *CANameString* parameter equals one of the following:
   * The [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the **Subject** field in the latest CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) stored in the Signing\_Cert\_Certificate column in the Signing\_Cert datum.
   * The sanitized value (as specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c)) of the CN attribute of the **Subject** field in the latest CA signing certificate stored in the Signing\_Cert\_Certificate column in the Signing\_Cert datum.
   * The short sanitized value (as specified in section 3.1.1.4.1.1) of the CN attribute of the **Subject** field in the latest CA signing certificate stored in the Signing\_Cert\_Certificate column in the Signing\_Cert datum. The algorithm for shortening names is specified in section [3.1.1.4.1.1.1](#Section_c18beced6b0745b5b0785865e2a94b53).
2. Return true if the *EmptyNameAllowed* is set to true and if the *CANameString* equals one of the following:
   * NULL
   * L'\0'
3. Otherwise, return false.

Parsing and Verifying pwszAttributes

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST parse the [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string that is passed in the *pwszAttributes* parameter. The string MUST be a combination of one or more lines separated by '\n'. Each line MUST have the [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) name token, a ':' separator, and the value token.

A line that contains invalid syntax or a missing token MUST be ignored by the CA. Blanks and minus signs before the separator on each line MUST be removed by the receiving CA, even if they appear before or within the name string. Blanks that occur before or after the value string MUST be removed; however, blanks within the value string can remain.

A list of actions follows, which the CA MUST perform for each of the supported attributes. This list contains supported attributes and sample values:

* SAN:type\_1=value1[&type\_N=value\_N]
  + Processing: If the Config\_CA\_Accept\_Request\_Attributes\_SAN data is set to false, the CA MUST ignore this attribute. If the Config\_CA\_Accept\_Request\_Attributes\_SAN data is set to true, the CA MUST use the values that are defined in this attribute to construct the **SubjectAltName** in the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). **SubjectAltName** MUST be constructed with one or more values specified in the GeneralName structure in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.7. The CA MUST map the attribute value to a supported type in the GeneralName structure. This attribute supports multiple values separated by the '&' character and prepended by their type and '=' character. The mapping MUST be as illustrated in the following examples:
    - Email=sample@contoso.com is mapped to the **rfc822Name** that has the sample@contoso.com value.
    - Dns=contoso.com is mapped to a [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) that has the contoso.com value.
    - dn=CN=xxx,OU=xxx,DC=xxx is mapped to a **directoryName** that has a value of CN=xxx,OU=xxx,DC=xxx.
    - url=http://adatum.com/default.html is mapped to a **uniformResourceIdentifier** that has a value of http://adatum.com/default.html.
    - ipaddress=172.134.10.134 is mapped to the IPAddress that has the 172.134.10.134 value.
    - upn=sample@cpandl.com is mapped to the **otherName** that has an [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_NT\_PRINCIPAL\_NAME (1.3.6.1.4.1.311.20.2.3) and a value of sample@cpandl.com that is encoded as a [**UTF-8**](#gt_409411c4-b4ed-4ab6-b0ee-6d7815f85a35) string.
    - oid=2.1.3.3.2 is mapped to the **registeredID** that has the 2.1.3.3.2 value.
    - guid=f7c3ac41-b8ce-4fb4-aa58-3d1dc0e36b39 is mapped to the **otherName** that has an OID szOID\_NTDS\_REPLICATION (1.3.6.1.4.1.311.25.1) and a value of f7c3ac41-b8ce-4fb4-aa58-3d1dc0e36b39 that is encoded as an octet string.
    - 1.2.3.4=contoso. The name of this token can be any OID (in this example 1.2.3.4). It is mapped to an **otherName** structure that has the OID 1.2.3.4. The format for the value uses an octet string for the OID and contoso for the value that is encoded as an octet string.

**Note**  The **otherName** structure is as specified in [RFC3280] section 4.2.1.7. The **otherName** structure includes an OID and a value.

* CertificateUsage:OID,OID
  + Processing: If the Config\_CA\_Accept\_Request\_Attributes\_Extensions data is set to true, the CA MUST use the OIDs that are passed with this value to construct the ExtendedKeyUsage extension in the issued certificate. The ExtendedKeyUsage extension is specified in [RFC3280] section 4.2.1.13. If the Config\_CA\_Accept\_Request\_Attributes\_Extensions data is set to false, the CA MUST ignore this attribute.
* ValidityPeriod:Weeks\nValidityPeriodUnits:3
  + Processing: If the Config\_CA\_Accept\_Request\_Attributes\_ValidityTime data is set to true and the ExpirationDate attribute is not present, the CA MUST set the **notAfter** field of the issued certificate equal to the value of the **notBefore** field plus the value of the **ValidityPeriod**.[<68>](#Appendix_A_68" \o "Product behavior note 68) In this sample, the client requests a validity period of three weeks. If the Config\_CA\_Accept\_Request\_Attributes\_ValidityTime datum is set to false, the CA MUST ignore this attribute.
* ExpirationDate:Tue, 21 Nov 2000 01:06:53 GMT
  + Processing: If the Config\_CA\_Accept\_Request\_Attributes\_ValidityTime data is set to true, the CA MUST set the **notAfter** field of the issued certificate to this value and MUST ignore the **ValidityPeriod**.[<69>](#Appendix_A_69" \o "Product behavior note 69) If the Config\_CA\_Accept\_Request\_Attributes\_ValidityTime data is set to false, the CA MUST ignore this attribute.
* certfile:c:\mycert.cer
  + Processing: If the Config\_CA\_Accept\_Request\_Attributes\_CertPath data is set to true, the CA MAY[<70>](#Appendix_A_70" \o "Product behavior note 70) publish the issued certificate to the path that is specified in this attribute. If the Config\_CA\_Accept\_Request\_Attributes\_CertPath datum is set to false, the CA MUST ignore this attribute.
* CertType:server
  + Processing: If this attribute is present and the value is "server", the CA MUST add an extension 2.16.840.1.113730.1.1 with a bit string value of 0x01100000 (SSL server). If this attribute is present and the value is not "server", the CA MUST add an extension 2.16.840.1.113730.1.1 by using a bit string value of 0x01000000 (SSL client). If the request is a [**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b) request and this attribute is not present, the CA MUST add an extension 2.16.840.1.113730.1.1 by using a bit string value of 0x01000000 (SSL client). The Netscape KEYGEN Tag Format is specified in section [2.2.2.6.4](#Section_e0c8660cf2994725b09020354b1db9a6).
* Other:...
  + Processing: If the Config\_CA\_Accept\_Request\_Attributes\_Other data is set to true and the request is a KEYGEN type, the CA MUST process the string to construct the subject name based on the rdn attribute, as specified in section [3.2.1.4.2.1.4.1.4](#Section_f88ecd9a26bb4b74a4714c46e773f75b). Otherwise, the CA MUST ignore this attribute.

Requesting Status Inspection

If the **pb** field of the pctbRequest parameter is NULL, the client has requested a status inspection of a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. This section describes the rules for processing certificate status requests. If the **pb** field of the pctbRequest parameter is not NULL, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST process the request as a new request as specified in section [3.2.1.4.2.1.4](#Section_2d0705e991894fd4a51e6e88d86cefeb).

The rules for processing the status inspection are as follows:

1. If the \**pdwRequestId* is 0, the CA MUST fail the request with a non-zero error.
2. If *pwszAttributes* is not NULL, the CA MUST look up the record in the request table defined in the section [3.2.1.1.1](#Section_fdcd7663a8ee4f73a581058f9e21e8a4) by matching the serial number of the certificate in *pwszAttributes* parameter with the values in the Serial\_Number column. If the lookup failed, the function MUST return the error 0x80094004 (CERTSRV\_E\_PROPERTY\_EMPTY).
3. The CA MUST set the value of the *pdwDisposition* parameter by mapping the value of the Request\_Disposition column for the located record as described in the table below. The values of the Request\_Disposition column are defined in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.1.

| Request\_Disposition column value | pdwDisposition value |
| --- | --- |
| foreign certificate | 0 |
| request denied | 2 |
| certificate issued | 3 |
| request pending | 5 |
| certificate revoked | 6 |
| request failed | Non-zero value indicating an error that is not one of the values already defined in this table |

1. If the value of the Request\_Disposition column is "certificate issued", the CA MUST return the previously issued certificate through the *pctbEncodedCert* parameter as specified in section [3.2.1.4.2.1.4.8](#Section_bf14ec85917640febdeb5aa7b807f648).
2. If the value of the Request\_Disposition column is "request denied", the CA SHOULD set the return value to the 0x80094014 (CERTSRV\_E\_ADMIN\_DENIED\_REQUEST).[<71>](#Appendix_A_71" \o "Product behavior note 71)

Processing a Request

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST inspect the format of [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) requests. If the requestor sets the RequestType byte of the *dwFlags* parameter to a nonzero value, the RequestType specifies the format of the request (see section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406) for more details). The request can be a PKCS #10, [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab), [**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b), or CMC structured request. If the RequestType byte of the *dwFlags* is set to zero, the client relies on CA to determine the request type.

There are two scenarios for requests:

* New certificate request
* Request to renew an existing certificate

The following table describes the different request types and request formats that are used when constructing each certificate request, as indicated in the column heading.

| Request type | CMS with PKCS #10 | PKCS #10 | CMS with CMC | Netscape KeyGen |
| --- | --- | --- | --- | --- |
| New request | Yes | Yes | Yes | Yes |
| Renewal request | Yes | No | Yes | No |

"Yes" indicates that this format is supported for this request type. "No" indicates that this format is not supported by this protocol.

If a certificate request is submitted by using a certificate format that is not supported, or if the type of the request does not match the format denoted by the RequestType byte of the *dwFlags* parameter (see section 3.2.1.4.3.1.1 for more details), the CA MUST return an error code. The error code SHOULD be CRYPT\_E\_INVALID\_MSG\_TYPE.

The server MUST apply the rules specified in the following subsections for each one of these request types. To determine the type of the request, the CA MUST perform the following processing rules:

1. The received request with a "CMS with PKCS #10" format is a renewal request if it meets all of the requirements specified in section [3.2.1.4.2.1.4.2.1](#Section_34e378228922426c86f008a2d1978c7a). Otherwise, it is a new request.
2. The received request with a "CMS with CMC" format is a renewal request if it meets all of the requirements specified in section [3.2.1.4.2.1.4.2.2](#Section_d83e53a445f3434891b023de0b764da4). Otherwise, it is a new request.
3. In all other cases, the received request is a new request.

Processing Rules for New Certificate Request

A new [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request MUST use one of the following certificate request formats as specified in section [2.2.2.6](#Section_63ff3d95013e4295bd2c39e10edcc901):

* PKCS #10
* [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) with embedded PKCS #10
* CMS with embedded CMC
* [**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b)

The following sections specify the specific [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) processing rules for a new certificate request for each one of the preceding formats.

New Certificate Request Using PKCS #10 Request Format

In general, the request MUST be compliant with the information in [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401). The processing rules listed with the following fields MUST be adhered to by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). These are not explicitly specified by [RFC2986]:

* Subject: The CA MUST use the information supplied in this field to construct the **Subject** field, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414), in the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).
* SubjectPublicKeyInfo: This field MUST contain the required information on the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) associated with the certificate request. The CA MUST copy this field to the **SubjectPublicKeyInfo** field, as specified in [RFC3280], in the issued certificate. The CA MUST validate the requester possession of the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) by verifying that the signature on the request was computed by using a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) corresponding to the public key info in this field. See section 4.2 in [RFC2986] for more information on certificate request signatures. If the **SubjectPublicKeyInfo** field is not present in the request or signature validation fails, the CA MUST return a nonzero error to the client.
* Attribute: This field MAY be used to send additional parameters to the CA. The CA MUST parse it and use it to construct the issued certificate. The following rules MUST be followed for each one of the supported [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):
  + OID = szOID\_OS\_VERSION (1.3.6.1.4.1.311.13.2.3)
    - Description: This attribute MUST define the client's operating system version.
    - CA Semantics: The CA MUST ignore the value of this attribute. The CA MUST NOT assume any specific values or value ranges that it receives in this attribute. If this field contains more than one value the CA MUST return 0x8007000D (ERROR\_INVALID\_DATA) to the client. If the format is not compliant with the requirement specified in section [2.2.2.7](#Section_9503393d7b4142d0adcf2c4ac206406d), the CA MUST return a nonzero error to the client.
  + OID = szOID\_ENROLLMENT\_CSP\_PROVIDER (1.3.6.1.4.1.311.13.2.2) attribute
    - Description: This attribute MUST define the [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e) used to generate the [**key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) on the enrollment client.
    - CA Semantics: The CA MUST ignore the value of this attribute. The CA MUST NOT assume any specific values or value ranges that it receives in this attribute. If this field contains more than one value, the CA MUST return 0x8007000D (ERROR\_INVALID\_DATA) to the client. If the format is not compliant with the requirement specified in section 2.2.2.7, the CA MUST return a nonzero error to the client.
  + OID = szOID\_REQUEST\_CLIENT\_INFO (1.3.6.1.4.1.311.21.20)
    - Description: Provides information on the client. For details, see section [2.2.2.7.4](#Section_64e5ff6dc6dd457892f7b3d895f9b9c7).
    - CA Semantics: CA MUST ignore the value of this attribute. The CA MUST NOT assume any specific values or value ranges that it receives in this attribute.
  + OID = szOID\_CERT\_EXTENSIONS (1.3.6.1.4.1.311.2.1.14)
    - Description: This [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) MUST be used to encode an array of extensions into an attribute so that extensions can be included in a PKCS10. CA Semantics are as follows:
    - The CA SHOULD add the requested extensions as specified in this value to the issued certificate.[<72>](#Appendix_A_72" \o "Product behavior note 72)
  + OID = szOID\_ENROLLMENT\_NAME\_VALUE\_PAIR (1.3.6.1.4.1.311.13.2.1)
    - Description: Additional attributes that MAY be used for the certificate request. The attributes are identical to the attributes that are defined for the pwszAttributes parameter.
    - CA Semantics: The CA behavior for this attribute is identical to the behavior for attributes in the *pwszAttributes* parameter as specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e).

New Certificate Request Using CMS and PKCS #10 Request Format

The request MUST be compliant with the information that is specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445), otherwise the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a non-zero error. The processing rules listed with the following fields MUST be adhered to by the CA. These are not explicitly specified by [RFC3852]:

* contentType: This field ([RFC3852] section 3) MUST be [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKCS\_7\_SIGNED (1.2.840.113549.1.7.2, id-signedData). If it is not, the CA MUST return a non-zero error.
* content: This field is a SignedData structure (as specified in [RFC3852] section 5.1) and has the following requirements for its fields:
  + encapContentInfo: This field has the **eContentType** field set to OID szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data) and the **eContent** field contains a PKCS#10 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. If the **eContentType** field is not set to OID szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data) or the **eContent** field does not contain a PKCS#10 certificate request conforming to rules specified in section [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7), the CA MUST return 0x8007000D (ERROR\_INVALID\_DATA) to the client.
* signerInfos: The request MUST be signed. If the request is not signed, the CA MUST return 0x8009200E (CRYPT\_E\_NO\_SIGNER) to the client.

New Certificate Request Using CMS and CMC Request Format

The request MUST be compliant with the information that is specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382), otherwise the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a non-zero error. The processing rules listed with the following fields MUST be adhered to by the CA. These are not explicitly specified by [RFC2797]:

* contentType: This field ([[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) section 3) MUST be [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData). If it is not, the CA MUST return a non-zero error.
* content: The content structure MUST be a **SignedData** structure ([RFC3852] section 5.1). The **SignedData** structure MUST adhere to the following requirements:
  + encapContentInfo: This field MUST have the following values for its fields:
    - eContentType: This field ([RFC3852] section 5.2) MUST be OID szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, id-cct-PKIData). If not, the CA MUST return a non-zero error.
    - eContent: This field MUST be a **PKIData** structure, as specified in [RFC2797] section 3.1. The **PKIData** structure MUST adhere to the following requirements:
      * TaggedRequest: This field MUST contain exactly one [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. If the contents of this field is not exactly one PKCS #10 certificate request conforming to rules specified in sections [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5) and [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7), the CA MUST return 0x8007000D (ERROR\_INVALID\_DATA) to the client.
      * TaggedAttribute: This field MAY contain additional enrollment [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). If the field contains the RegInfo attribute (as specified in [RFC2797] section 5.12), processing rules for its value are identical to the ones for the *pwszAttributes* parameter (as specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e)).
    - signerInfos: The request MUST be signed. If the request is not signed, the CA MUST return 0x8009200E (CRYPT\_E\_NO\_SIGNER) to the client.

New Certificate Request Using KEYGEN Request Format

The [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request MUST be compliant with "Netscape Extensions for User Key Generation Communicator 4.0 Version", otherwise the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a non-zero error. For specifications, see [[HTMLQ-keygen]](https://go.microsoft.com/fwlink/?linkid=2165135). For information on how <KEYGEN> works with a CA, see section [1.3.2.4](#Section_456149d3cc8749f7b16af38e1ddf63ec).

The request MUST contain the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the *pwszAttributes* parameter:

* challenge ([HTMLQ-keygen] – see ‘Meter’ element): If the challenge string is supplied in the certificate request, the CA MUST verify that the same string (case-sensitive comparison) is supplied in the *pwszAttributes* parameter. The syntax for this attribute is specified in section [2.2.2.7](#Section_9503393d7b4142d0adcf2c4ac206406d). If this is not the case, the CA MUST return a non-zero error.
* CertType: The processing rules for this attribute are specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e).
* rdn ([HTMLQ-keygen] - see ‘Meter’ element): This attribute MUST be added to this parameter. If the attribute is not added, the CA MUST return a non-zero error code. If the attribute is present in this parameter, the CA MUST use the value to construct the **Subject** field in the issued certificate. Optional values are specified in section [2.2.2.6.4.2](#Section_69663575449648dab1c80a1362f31f2b).

Processing Rules for Renewing a Certificate Request

A request to renew an existing [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) MUST use one of the following formats, as specified in section [2.2.2.6](#Section_63ff3d95013e4295bd2c39e10edcc901):

* [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) with embedded PKCS #10.
* CMS with embedded CMC.

Rules specified in the following sections MUST be used by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) to process the certificate request for each of the preceding formats.

Renewing a Certificate Request Using CMS and PKCS #10 Request Formats

The request MUST be compliant with the information that is specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445), otherwise the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a nonzero error. The processing rules for the following fields MUST be adhered to the CA, but are not specified by [RFC3852].

* ContentType: This field ([RFC3852] section 3) MUST be [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKCS\_7\_SIGNED (1.2.840.113549.1.7.2, id-signedData). If not, the CA MUST return a nonzero error.
* Content: MUST have a SignedData structure ([RFC3852] section 5.1). If not, the CA MUST return a nonzero error.
  + encapContentInfo: In the **SignedData** field. This field MUST have the following values for its fields:
    - eContentType: This field MUST be OID szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data). If not, the CA MUST return a nonzero error.
    - eContent: This field MUST be the PKCS #10 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. Processing rules are identical to the ones specified in section [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7). In addition, the **Attributes** field MUST include the szOID\_RENEWAL\_CERTIFICATE (1.3.6.1.4.1.311.13.1) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). If this attribute is not included, the CA assumes that this is a new certificate request and follows the processing rules in section 3.2.1.4.2.1.4.1.1.The value for this attribute MUST be the already issued certificate [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded. If the issued certificate is not included in the value of this attribute, the CA MUST return 0x8009400E (CERTSRV\_E\_BAD\_RENEWAL\_CERT\_ATTRIBUTE) to the client.
  + Certificates: This field MUST include the already-issued certificate that is associated with the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the request (the same certificate as the one in the PKCS #10 Attributes that MUST be included in the PKCS #10 attribute specified in the preceding requirement). If this field does not contain the already-issued certificate, the CA MUST return 0x8009400E (CERTSRV\_E\_BAD\_RENEWAL\_CERT\_ATTRIBUTE) to the client.
  + SignerInfo: The signing MUST use the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) associated with the already-issued certificate that is passed in the **Certificates** field, otherwise the CA MUST return a nonzero error to the client.

Renewing a Certificate Request Using CMS and CMC Request Format

The request MUST be compliant with the information specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382), otherwise the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a non-zero error. The processing rules for the following fields MUST be adhered to by the CA but are not specified by [RFC2797]:

* ContentType: This field MUST be [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData). If not, the CA MUST return a non-zero error.
* Content: The content structure MUST be SignedData. The SignedData structure MUST adhere to the following requirements:
  + encapContentInfo: This field MUST have the following values for its fields:
    - eContentType: This field MUST be szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, Id-cct-PKIData). If not, the CA MUST return a non-zero error.
    - eContent: This field MUST be a PKIData. The PKIData structure MUST adhere to the following requirements:
      * TaggedRequest: This field contains a single PKCS #10 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. If the content of this field is not exactly one PKCS #10 certificate request conforming to the rules specified in sections [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5) and [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7), the CA MUST return 0x8007000D (ERROR\_INVALID\_DATA) to the client. In addition, the **Attributes** field in the PKCS #10 certificate request MUST include the szOID\_RENEWAL\_CERTIFICATE (1.3.6.1.4.1.311.13.1) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). If this attribute is not included, the CA assumes that this is a new certificate request and follows the processing rules in section 3.2.1.4.2.1.4.1.1. The value for this attribute MUST be the already issued certificate [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded. If the issued certificate is not included in the value of this attribute, the CA MUST return 0x8009400E (CERTSRV\_E\_BAD\_RENEWAL\_CERT\_ATTRIBUTE) to the client.
      * TaggedAttribute: This field MAY contain additional [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) attributes. If the field contains the RegInfo attribute (as specified in [RFC2797] section 5.12), processing rules for its value are identical to the ones for the *pwszAttributes* parameter (as specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e)).
* Certificates: This field MUST include the already issued certificate associated with the [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the request (the same certificate as the one in the PKCS #10 Attributes that MUST be included in the PKCS #10 attribute). If this field does not contain the already issued certificate, the CA MUST return 0x8009400E (CERTSRV\_E\_BAD\_RENEWAL\_CERT\_ATTRIBUTE) to the client
* SignerInfo: The signing MUST be done with the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) associated to the already issued certificate that is passed in the **Certificates** field.

Processing Rules for Certificate Transparency Requests

A request can be designated for additional Certificate Transparency processing by the client, as specified in section [3.1.1.4.3.5](#Section_52e6e06c3d5d47569e71aff7ad2117b5).

Initial Certificate Transparency Request

In addition to the processing rules defined in section [3.2.1.4.2.1.4](#Section_2d0705e991894fd4a51e6e88d86cefeb), the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform the following processing on the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request:

* 1. If the Config\_CertificateTransparency\_Enabled flag (section [3.2.1.1.4](#Section_b3ac7b468ea7440da4c5656bb1286d56)) is not set, reject the request with a nonzero error.
  2. Process the request as defined in section [3.2.1.4.2.1.4.1](#Section_772e76e882c843aea9d7dd2e9c5e48e7) and construct a **precertificate** to be returned to the client as specified in section [3.2.1.4.2.1.4.7](#Section_472341c4b01840f2951f76d5f904f31e), with the addition of the **precertificate poison extension**, as defined in [[RFC6962]](https://go.microsoft.com/fwlink/?linkid=867272).

Signed Certificate Timestamp List

In addition to the processing rules defined in section [3.2.1.4.2.1.4](#Section_2d0705e991894fd4a51e6e88d86cefeb), the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform the following processing on the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, which is formatted as described in section [3.1.1.4.3.5](#Section_52e6e06c3d5d47569e71aff7ad2117b5):

1. If the Config\_CertificateTransparency\_Enabled flag is not set, reject the request with a nonzero error.
2. The CA MUST look up the relevant request row in the Request Table by using the RequestId [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (section [2.2.2.7.10](#Section_92f07a54288945e3afd094b60daa80ec)) specified in the *pwszAttributes* parameter of the **ICertRequestD::Request** or **ICertRequestD2::Request2** method.
3. The CA MUST verify that the Request\_Disposition column in the Request table ([[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.1) is set to "request pending".
4. The CA MUST verify that the original requester or caller of the request is the caller for this request.
5. If the size of the data in the *pctbRequest* parameter of the **ICertRequestD::Request** call is greater than the size of the Config\_CertificateTransparency\_Max\_SCTList\_Size value, reject the request with a nonzero error.
6. If Config\_CertificateTransparency\_Disable\_SCTList\_Validation is set to FALSE, verify that the syntax of the data in the *pctbRequest* parameter of the **ICertRequestD::Request** call matches the SignedCertificateTimestampList, as defined in [[RFC6962]](https://go.microsoft.com/fwlink/?linkid=867272).
7. If the TBSCertificate has been modified from when the **precertificate** was initially issued, as described in section [3.2.1.4.2.1.4.3.1](#Section_d6b5109194f34b7fabd4c12d9d707369), the CA MUST fail the request.
8. Continue processing the request as described in section [3.2.1.4.2.1.4.1](#Section_772e76e882c843aea9d7dd2e9c5e48e7). To construct the issued end entity certificate, the **precertificate poison extension** MUST be removed from the **precertificate** and a **SignedCertificateTimestampList** extension MUST be added per [RFC6962], where the following applies:
   * The extension [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) MUST be set to the Config\_CertificateTransparency\_InformationExtension value.
   * The extension value MUST be set to the data contents of the *pctbRequest* parameter of the **ICertRequestD::Request** call.

Storing Request Parameters in the Request Table

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST create a new row in the Request table and set the following values:

* Request\_Request\_ID: Assign a unique value in this column.
* Request\_Disposition: Assign the value "request pending".
* Request\_Raw\_Request: Assign the value of the **pb** field of the **CERTTRANSBLOB** structure contained in the *pctbRequest* parameter.

In addition, the CA MAY store request parameters in the Request table. If the CA decides to store the additional parameters, it MUST follow the processing rules specified in the following table. If the CA fails to store the request parameters in the Request table, the CA MUST return a nonzero error to the client. [<73>](#Appendix_A_73" \o "Product behavior note 73)

| Column name | Processing rules |
| --- | --- |
| Request\_Raw\_Old\_Certificate | If the request is a renewal request, the CA MUST store the X.509 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) passed in the **Certificates** field of the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) request as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) section 5.1. |
| Request\_Request\_Attributes | The CA MUST store all the request [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) as specified in [2.2.2.7](#Section_9503393d7b4142d0adcf2c4ac206406d). |
| Request\_Request\_Type | The CA MUST store the type of the request as passed in the dwFlags parameter. See section [3.2.1.4.3.1.1](#Section_c81f1a69f09345a18c30999dfda68406) |
| Request\_Request\_Flags | The CA MUST store additional information on the request process in this column. Specified values are documented in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.2. |
| Request\_Status\_Code | The CA MUST store the returned value from the call to ICertRequestD::Request or ICertRequestD2::Request2 methods. |
| Request\_Submitted\_When | The CA MUST store the time the request was received by the CA. |
| Request\_Resolved\_When | The CA MUST store the time the CA completed the request processing. |
| Request\_Requester\_Name | The CA MUST store the value of the requestername attribute that is passed in the request. |
| Request\_Caller\_Name | The value of the **Per\_Request.Caller\_Account\_Name** ADM element. |
| Request\_Signer\_Policies | The CA MUST store the value of all the [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) stored in the Policy extension of the certificate stored in the Certificate field in the CMS request as specified in [RFC3852] section 5.1. |
| Request\_Signer\_Application\_Policies | The CA MUST store the value of all the OIDs stored in the [**EKU**](#gt_06beeb29-6e93-4472-a53d-bbd51eca5759) extension of the certificate stored in the Certificate field in the CMS request as specified in [RFC3852] section 5.1. |
| Request\_Officer | The CA MUST store True if the caller name stored in the Request\_Requester\_Name column is an Officer\_Rights as specified in [MS-CSRA]. |
| Request\_Distinguished\_Name | The CA MUST store the [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) from the Subject field of the certificate request as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.1.2.4. |
| Request\_Raw\_Name | The CA MUST store the Subject field of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Country | The CA MUST store the Country attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Organization | The CA MUST store the Organization attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Org\_Unit | The CA MUST store the Organizational-Unit attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Common\_Name | The CA MUST store the [**common name (CN)**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Locality | The CA MUST store the Locality attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_State | The CA MUST store the Province name attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Title | The CA MUST store the Title attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Given\_Name | The CA MUST store the Given Name attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Initials | The CA MUST store the Initials attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_SurName | The CA MUST store the Surname attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Domain\_Component | The CA MUST store the Domain Component attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Email | The CA MUST store the Email Address attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Street\_Address | The CA MUST store the Street Address attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Unstructured\_Name | The CA MUST store the Unstructured Name attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Unstructured\_Address | The CA MUST store the Unstructured Address attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Device\_Serial\_Number | The CA MUST store the Device Serial Number attribute from the DN from the Subject of the certificate request as specified in [RFC3280] section 4.1.2.4. |
| Request\_Attestation\_Challenge | The CA MUST store the AttestationChallenge attribute from the certificate request. |
| Request\_Endorsement\_Key\_Hash | The CA MUST store the SHA2 hash of the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) module [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) from the certificate request as a hexadecimal string with no spaces. |
| Request\_Endorsement\_Certificate\_Hash | The CA MUST store the SHA2 hash of the trust module certificate used for [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) from the certificate request as a hexadecimal string with no spaces. |

CA Policy Algorithm

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD use Config\_CA\_Policy\_Algorithm\_Implementation data to obtain the [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71). The policy algorithm MUST determine if the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) should be issued, set to pending, or denied, using the following processing rules:

1. If the value of the Config\_CA\_Requests\_Disposition datum has 0x00000100 (REQDISP\_PENDINGFIRST) bit set, set the request to pending.
2. Else, if the value of the Config\_CA\_Requests\_Disposition datum equals 0x00000001 (REQDISP\_ISSUE), issue the certificate.
3. Else, if the value of the Config\_CA\_Requests\_Disposition datum equals 0x00000002 (REQDISP\_DENY), deny the request.
4. Else, set the request to pending.

In the Request table row for the current certificate request, the CA MUST set the following values to the values that are returned from the policy algorithm:

* Request\_Disposition: If the policy algorithm resulted in the certificate being issued, the CA MUST set the value to "certificate issued". If the policy algorithm resulted in the certificate being pended, the CA MUST set the value to "request pending". If the policy algorithm encountered an error, the CA MUST set the value to "request failed".
* Request\_Disposition\_Message: The CA SHOULD populate this element with additional information that the licensee considers informative to a human.[<74>](#Appendix_A_74" \o "Product behavior note 74)

Certificates constructed by the policy algorithm MUST satisfy all the processing rules specified in section [3.2.1.4.2.1](#Section_dbb2e78f7630461592c46734fccfc5a6).

The CA SHOULD store some description of the policy algorithm in the Config\_CA\_Policy\_Description data of the Abstract Data Model that can be requested by clients as described in section [3.2.1.4.3.2.5](#Section_92deb4d9416b45619f25a64acbb43874).

Generating a Serial Number

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD follow these steps to generate a serial number for a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). The CA MAY use an alternative algorithm to generate serial numbers. Note that the following steps do not conform to [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.1.2.2.

The following numbers are used in processing rules in this section:

**C:**  A 4-byte arbitrary integer generated with any pseudo random number generator.

**R:**  An 8-byte arbitrary integer generated with any pseudo random number generator.

1. If Config\_High\_Serial\_String is not empty, the CA SHOULD[<75>](#Appendix_A_75" \o "Product behavior note 75):
   1. Generate a serial number as specified in section [3.2.1.4.2.1.4.6.3](#Section_c8563cecbe3c44679e32d6a33a47f709).
   2. Continue with step 5.
2. If Config\_High\_Serial\_Number equals 0xFFFFFFFF, the CA SHOULD[<76>](#Appendix_A_76" \o "Product behavior note 76):
   1. Generate a serial number as specified in section [3.2.1.4.2.1.4.6.4](#Section_64a5470b2be34c038ee4f4829a0141eb).
   2. Generate a serial number as specified in section 3.2.1.4.2.1.4.6.3.
   3. Continue with step 5.
3. If Config\_High\_Serial\_Number is not zero, the CA MUST:
   1. Generate a serial number as specified in section [3.2.1.4.2.1.4.6.2](#Section_a5cf47a805794c19b905c33d5a5fd65c).
   2. Continue with step 5.
4. The CA MUST generate a serial number as specified in section [3.2.1.4.2.1.4.6.1](#Section_19b706b23db34a068aff29ea7327e9ef).
5. Zero the high bit of the high byte of the serial number generated in the preceding steps.
6. If the high byte is zero, set it to 0x61. Otherwise, if the high nibble of the high byte is zero XOR the high byte with 0x10.

Default Serial Numbers

1. Generate a number **C** defined in section [3.2.1.4.2.1.4.6](#Section_86d4ef440cb24317b3517c5626371fc3) using any pseudo random number generator.
2. Construct a serial number that consists of these parts (from low byte to high):
   * Bytes 0-3: The 4-byte [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) value of the request ID (the value of the Request\_Request\_ID column in the Request table generated in section [3.2.1.4.2.1.4.3](#Section_40395018B3C84F4E93276484E0EED5C9)).
   * Bytes 4-5: The 2-byte little-endian value of the zero-based index of the last row of the Signing\_Cert table.
   * Bytes 6-9: The value of **C** generated at step 1.

Serial Numbers Based on Config\_High\_Serial\_Number

1. Generate a number **R** defined in section [3.2.1.4.2.1.4.6](#Section_86d4ef440cb24317b3517c5626371fc3) using any pseudo random number generator.
2. Construct a serial number that consists of these parts (from low byte to high):
   * Bytes 0-3: The 4-byte [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) value of the request ID (the value of the Request\_Request\_ID column in the Request table generated in section [3.2.1.4.2.1.4.4](#Section_40395018b3c84f4e93276484e0eed5c9)).
   * Bytes 4-5: The 2-byte little-endian value of the index of the last row of the Signing\_Cert table.
   * Bytes 6-13: The value of **R** generated at step 1.
   * Bytes 14-17: The 4-byte little-endian value of the request ID (the value of the Request\_Request\_ID column in the Request table generated in section 3.2.1.4.2.1.4.4).
   * Byte 18: The low byte of the value in Config\_High\_Serial\_Number datum.

Serial Numbers Based on Config\_High\_Serial\_String

Construct a serial number that consists of these parts (from low byte to high):

* Bytes 0-3: The 4-byte [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) value of the request ID (the value of the Request\_Request\_ID column in the Request table generated in section [3.2.1.4.2.1.4.4](#Section_40395018b3c84f4e93276484e0eed5c9)).
* Bytes 4-5: The 2-byte little-endian value of the index of the last row of the Signing\_Cert table.
* Bytes 6-18: Up to 13 initial bytes of the numeric value of Config\_High\_Serial\_String. To obtain a numeric value, convert the string to a multi-byte integer by interpreting each pair of characters as hexadecimal string representation of a single byte while ignoring any spaces or tabs. The order of bytes in the string is high to low.

Creating a Serial Number String

Follow these steps to create a serial number string:

1. Generate a number **R** defined in section [3.2.1.4.2.1.4.6](#Section_86d4ef440cb24317b3517c5626371fc3) using any pseudo random number generator.
2. Convert the number to a string form where each byte is represented in a hexadecimal form by two characters starting from high byte to low. For example, "1f2cd56a8293f8a0".
3. Set the value of the Config\_High\_Serial\_String to the string generated in the previous step.
4. If the CA implements the Certificate Services Remote Administration Protocol [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) protocol, write the value generated in step 2 to the OnNextRestart\_Config\_High\_Serial\_String persisted datum. If the CA does not implement Certificate Services Remote Administration Protocol [MS-CSRA], write the value to the implementation specific storage.

Constructing Certificate

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD add required [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) fields to the certificate as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414). This specification does not guarantee serial number uniqueness and that deviates from [RFC3280] section 4.1.2.2. The serial number SHOULD be generated as specified in section [3.2.1.4.2.1.4.6](#Section_86d4ef440cb24317b3517c5626371fc3).

The CA MUST NOT issue a certificate that does not have at least subject name or SAN extension. If after processing the certificate request the CA does not have information to be encoded in subject name or SAN extension, the CA MUST return 0x80094001 (CERTSRV\_E\_BAD\_REQUESTSUBJECT) to the client.

The CA MUST set the **notBefore** field equal to the current time minus the value of the *Config\_CA\_Clock\_Skew\_Minutes* data.

The CA also MUST add the following extensions:

* CRL Distribution Point (CDP) Extension

This extension is described in [RFC3280], section 4.2.1.14. The CA MUST construct this extension in the following manner:

* + The cRLDistributionPoint MUST consist of a single instance of the DistributionPoint.
  + The DistributionPoint MUST have distributionPoint field set with the fullName containing all entries from the Config\_CA\_CDP\_Include\_In\_Cert data.
* If Config\_CA\_AIA\_Include\_In\_Cert or Config\_CA\_OCSP\_Include\_In\_Cert lists are not empty, the CA MUST add the AIA Extension.

This extension is described in [RFC3280], section 4.2.2.1. The CA MUST construct this extension in the following manner:

* + The AuthorityInfoAccessSyntax MUST consist of a sequence of AccessDescription elements corresponding to each item in the Config\_CA\_AIA\_Include\_In\_Cert and Config\_CA\_OCSP\_Include\_In\_Cert lists.
  + For the items from the Config\_CA\_AIA\_Include\_In\_Cert list, the **accessMethod** field of the AccessDescription structure MUST be set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKIX\_CA\_ISSUERS (1.3.6.1.5.5.7.48.2, id-ad-caIssuers).
  + For the items from the Config\_CA\_OCSP\_Include\_In\_Cert list, the **accessMethod** field of the AccessDescription structure MUST be set to the OID szOID\_PKIX\_OCSP (1.3.6.1.5.5.7.48.1, id-ad-ocsp).

Signing and Returning the Issued Certificate

After constructing the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST sign the certificate with its signing [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) stored in the Signing\_Private\_Key data. Then the CA MUST save the certificate's serial number in the Serial\_Number column of the Request table and MUST construct the response defined in the following sections. Note that the response MUST consist only of fields and content specified in the following subsections.

Returning the Certificate as a CMS Certificate Response

If the client did not set the Y flag in the *dwFlags* parameter of [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) or [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9), the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST use the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) structures that are specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) for constructing the response structure. If no [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) is to be returned to the client (due to a failed, pending, or denied request), the CA MUST NOT build a CMS response and MUST return NULL in the *pctbCertChain* parameter. The following are the values for specific fields that the CA MUST set:

* ContentType: szOID\_PKCS\_7\_SIGNED (1.2.840.113549.1.7.2, id-signedData).
* Content: SignedData (as specified in [RFC3852], section 5.1) with the following requirements:
  + version: See section [RFC3852], section 5.1.
  + digestAlgorithms: Not used.
  + encapContentInfo: EncapsulatedContentInfo structure (as specified in [RFC3852], section 5.2) with the **eContentType** set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data) and the **eContent** field not used.
  + certificates: Contains the end entity certificate that has been issued or retrieved, as well as all CA certificates in its chain. If the request is pending with an issued precertificate, the precertificate is returned instead of the end entity certificate.
  + crls: If the client passed the X flag in the *dwFlag* parameter, this field MUST contain all current CRLs and delta CRLs for the CAs whose certificates were added to the certificates field. For each certificate in the **certificates** field, the CA SHOULD retrieve the CRL using the processing rules in section [3.2.1.4.1.3](#Section_84a340c85f55427eb5766f01f2123f54) by setting the *ParameterCertificate* parameter equal to the current certificate and by adding the returned *ParameterCRL* output parameter to the **crls** field.
  + signerInfos: Not used.

Returning the Certificate as CMC Full PKI Response

When the client sets the Y flag in the *dwFlags* parameter of [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9), the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a CMC structure wrapped in the [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) message. CMS and CMC are specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) and [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382) respectively.

The format of the response is a signed CMS message. The following are the values for specific fields that the CA MUST set:

* ContentType: szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
* Content: szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData) with the following requirements:
  + version: See [RFC3852], section 5.1.
  + digestAlgorithms: See [RFC3852], section 5.1.
  + encapContentInfo: See the description of the **encapContentInfo** field later in this section.
  + certificates:
    - If an [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) is being returned to the client, the content of this field MUST include the **certificates** field in section [3.2.1.4.2.1.4.8.1](#Section_dea871166ce6468186a29f55504232e0).
    - This field MUST include the [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) that was used to sign the CMS message.
    - This field SHOULD include the CA certificates in the chain of the certificate that was used to sign the CMS message.
  + crls: If an end entity certificate is being returned to the client, the content of this field is the same as **crls** field in section 3.2.1.4.2.1.4.8.1. Otherwise this field is not used.
  + signerInfos: See the description of the **signerInfos** field later in this section.

**encapContentInfo**

The **encapContentInfo** field is of type EncapsulatedContentInfo, as specified in [RFC3852], section 5.2. The fields of it are populated as follows:

* eContentType: szOID\_CT\_PKI\_RESPONSE (1.3.6.1.5.5.7.12.3, id-cct-PKIResponse).
* eContent: ResponseBody, as specified in [RFC2797], section 3.2.
  + controlSequence: Contains the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of type TaggedAttribute (as specified in [RFC2797], section 3.5):
    - attribute[0]:
      * bodyPartID: 0x1.
      * attrType: szOID\_CMC\_STATUS\_INFO (1.3.6.1.5.5.7.7.1, id-cmc-cMCStatusInfo).
      * attrValues:
        + value[0]: Set to the CMCStatusInfo structure specified in [RFC2797], section 5.1.

cMCStatus: If the value of the Request\_Disposition column for this certificate is "certificate issued", "certificate revoked", or "foreign certificate", this field MUST be set to 0x0. If the value of the Request\_Disposition column for this certificate is "request denied" or "request failed", this field MUST be set to 0x2. If the value of the Request\_Disposition column for this certificate is "request pending", this field MUST be set to 0x3.

bodyList: 0x1.

statusString: A human readable string representing the status of the certificate request, as specified in [RFC2797], section 5.1.

otherInfo: If cMCStatus equals to 0x3 (pending), this field MUST be set to the structure of type PendInfo (as specified in [RFC2797], section 5.1) with pendToken set to the request ID and pendTime set to the time when CA received the request. For all other values, the **otherInfo** field MUST NOT be included.

* + - attribute[1]:
      * bodyPartID: 0x2.
      * attrType: szOID\_CMC\_ADD\_ATTRIBUTES (1.3.6.1.4.1.311.10.10.1). The structure of the CMC Attributes type is identical to the Attributes type specified in [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401), section 4.1.
      * attrValues:
        + value[0]: The attributes are as specified below.

attribute[0]: This attribute is included only if an end entity certificate is being returned as a part of this response.

type: szOID\_ISSUED\_CERT\_HASH (1.3.6.1.4.1.311.21.17) see section [2.2.2.7.10](#Section_92f07a54288945e3afd094b60daa80ec).

values: A single value containing the SHA1 hash of the certificate being issued or retrieved.

attribute[1]: This attribute is included only if an end entity certificate is being returned as a part of this response and client's [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) is being (or has been) archived.

type: szOID\_ENCRYPTED\_KEY\_HASH (1.3.6.1.4.1.311.21.21) see section [2.2.2.7.9](#Section_cb51a9acd5b743c5a3f5b5e84cf4b450).

values: A single value containing the hash of the archived [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). The CA MUST calculate the hash using the same algorithm that client has used when submitting the request. See section [3.2.2.6.2.1.2.2](#Section_3b391d9e39aa4e8fb052ff7a7715dbaf) for details.

* cmsSequence: Not used.
* otherMsgSequence: Not used.

**signerInfos**

The signerInfos field MUST be populated with a single SignerInfo structure (as specified in [RFC3852], section 5.3). The fields MUST be populated as follows:

* version: See [RFC3852], section 5.3.
* sid: A IssuerAndSerialNumber type (as specified in [RFC3852], section 10.2.4), with its fields set as follows:
  + issuer: The subject name of the CA's signing certificate.
  + serialNumber: The serial number of the CA's signing certificate.
* digestAlgorithm: A DigestAlgorithmIdentifier type (as specified in [RFC3852], section 10.1.1). The algorithm MUST be the same as used by the CA for signing end entity certificate.
* signedAttrs: The attributes are as follows.
  + attribute[0]:
    - attrType: szOID\_PKCS\_9\_CONTENT\_TYPE (1.2.840.113549.1.9.3, id-contentType).
    - attrValues: A single value set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_CT\_PKI\_RESPONSE (1.3.6.1.5.5.7.12.3, id-cct-PKIResponse).
  + attribute[1]:
    - attrType: szOID\_PKCS\_9\_MESSAGE\_DIGEST (1.2.840.113549.1.9.4, id-messageDigest).
    - attrValues: A hash of the CMS payload.
* signatureAlgorithm: Depends on the algorithm of the CA's signing certificate.
* signature: The message signature. The CA MUST use the same key as it used to sign the end entity certificate.
* unsignedAttrs: Not used.

CA Exit Algorithm

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MAY implement one or more [**CA exit algorithms**](#gt_240a9746-c99e-4765-a9ee-6d60f1a9ffd1). In a Microsoft CA implementation, the CA exit algorithm is implemented via exit modules. Exit modules do not affect the Windows Client Certificate Enrollment Protocol in any way. The exit modules can perform the following tasks:

* If the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request contained the **certFile** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (specified in section [2.2.2.7.10](#Section_92f07a54288945e3afd094b60daa80ec)), the default exit module publishes the issued certificate to the [**UNC**](#gt_c9507dca-291d-4fd6-9cba-a9ee7da8c908) path as specified in section 2.2.2.7.10.
* If the CA administrator configured the exit module to send email notifications on [**certificate issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) as specified in [[MSFT-EXITMAIL]](https://go.microsoft.com/fwlink/?LinkId=104191), then the exit module sends email notifications.

The exit module can be configured as described in [[MSFT-MODULES]](https://go.microsoft.com/fwlink/?LinkId=100631). It can also be replaced as described in [[MSDN-ICERTEXIT2]](https://go.microsoft.com/fwlink/?LinkId=110407).

If the CA implements exit algorithms, these algorithms SHOULD be stored in the **Config\_CA\_Exit\_Algorithm\_Implementation\_List** data field, and MUST be triggered by the issuance of a certificate.

The CA SHOULD store the information about the number of CA exit algorithms it implements and their description in Config\_CA\_Exit\_Count and Config\_CA\_Exit\_Description\_List respectively. This information can be requested by a client as described in sections [3.2.1.4.3.2.3](#Section_c819320feb374a06bc37ee9989053ee9) and [3.2.1.4.3.2.4](#Section_0260c053d8654242ab21af14c63b8241).

###### ICertRequestD::GetCACert (Opnum 4)

The GetCACert method returns property values on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The main use of this method is to enable clients to diagnose issues and the state of the server. In addition, one of the properties returned by this method is required to support the [**advanced CA**](#gt_456bc2c5-d6e8-4ff7-a723-1a08e6d3cf09) functionality (GETCERT\_CAXCHGCERT).

1. HRESULT GetCACert(
2. [in] DWORD fchain,
3. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAuthority,
4. [out, ref] CERTTRANSBLOB\* pctbOut
5. );

**fchain:** Specifies the type of information to include in the output parameter.

**pwszAuthority:** Contains the name of the CA.

**pctbOut:**  If the function returns success (0) this parameter is a pointer to a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure containing the returned value.

**Return Values:**  For successful invocation, the CA MUST return 0; otherwise, the CA MUST return a nonzero value.

The processing rules for this method are as follows.

If the server implements the advanced CA functionality, it MUST implement the GETCERT\_CAXCHGCERT property specified as follows.

If Config\_CA\_Interface\_Flags contains the value IF\_NOREMOTEICERTREQUEST, the server SHOULD return 0x80094011 (CERTSRV\_E\_ENROLL\_DENIED) to the client.[<77>](#Appendix_A_77" \o "Product behavior note 77)

If Config\_CA\_Interface\_Flags contains the value IF\_ENFORCEENCRYPTICERTREQUEST and the RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY authentication level, as defined in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.8, is not specified on the RPC connection from the client, the CA MUST refuse to establish a connection with the client by returning a nonzero error.

1. The *fchain* parameter MUST be one of the values in the first table that follows, or the two most significant bytes of fchain MUST be one of the values in the second table that follows.

| Value | Meaning |
| --- | --- |
| GETCERT\_CASIGCERT 0x00000000 | The request is for a CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5). |
| GETCERT\_CAXCHGCERT 0x00000001 | The request is for a CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). |
| GETCERT\_CURRENTCRL 0x6363726C | The request is for the current [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) in ASN.1 format encoded by using [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) for the latest CA signing certificates. |
| GETCERT\_FILEVERSION 0x66696C65 | The request is for a string value containing the version number of the CA implementation. |
| GETCERT\_CAINFO 0x696E666F | The request is for a specific CA informational block, marshaled as a [CAINFO](#Section_4fa5241cd10e401187e0c74753d725a3) structure. |
| GETCERT\_CANAME 0x6E616D65 | The request is for the CA name. The CA name is a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string that contains the [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) of the CA. |
| GETCERT\_PARENTCONFIG 0x70617265 | The request is for the name of the parent CA to the current CA. |
| GETCERT\_POLICYVERSION 0x706F6C69 | The request is for the policy algorithm description. |
| GETCERT\_PRODUCTVERSION 0x70726F64 | The request is for a string value that contains the product version (build number) of the CA. |
| GETCERT\_SANITIZEDCANAME 0x73616E69 | The request is for the CA [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8). The sanitized name algorithm is specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c). |
| GETCERT\_SHAREDFOLDER 0x73686172 | The request is for a common shared folder location. The shared folder is a [**UNC**](#gt_c9507dca-291d-4fd6-9cba-a9ee7da8c908) path name. This property was implemented for CAs deployed in a network without [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). For more information on Windows implementation and usage for shared folders, see [[MSFT-SHAREDFOLDER]](https://go.microsoft.com/fwlink/?LinkId=90207). |
| GETCERT\_CATYPE 0x74797065 | The request is for the CA type. |

The values in the following table define the indexed properties for the *fchain* parameter. The two most significant bytes of *fchain* define the property type, and the two least significant bytes of *fchain* define the index required for these properties.

For example, a property with the value 0x636C0002 is the GETCERT\_CRLBYINDEX value with the index value of 0x0002.

| Value | Meaning |
| --- | --- |
| GETCERT\_CRLBYINDEX 0x636C | The request is for the CRL at the specified index. The index of the CRL MUST represent the CA [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that is associated with the CRL. Because each CRL has an index, this method provides the means to retrieve a specific CRL based on its index. The CA Abstract Data Model is specified in section [3.1.1.1](#Section_58b3e648dcfa41f2b57551599dc94e51). |
| GETCERT\_CACERTBYINDEX 0x6374 | The request is for the CA certificate at the specified index. The index MUST refer to the number of the certificate of the CA. Because each CA certificate has an index, this method provides the means to retrieve a specific certificate based on its index. |
| GETCERT\_EXITVERSIONBYINDEX 0x6578 | The request is for the exit algorithm description at the specified index. |
| GETCERT\_CRLSTATEBYINDEX 0x736C | The request is for the CRL state at the specified index. |
| GETCERT\_CACERTSTATEBYINDEX 0x7374 | The request is for the CA certificate state at the specified index. |

If the value is not one of the preceding specified values, the server MUST return an error, which SHOULD be 0x80070057.

1. If *fchain* doesn't equal GETCERT\_SANITIZEDCANAME (0x73616E69) or GETCERT\_CANAME (0x6E616D65), the server MUST invoke the processing rules in section [3.2.1.4.2.1.1](#Section_a7fdfc72b1e0488293da9aefdf468b83) with the *CANameString* input parameter set to the CA name passed in the *pwszAuthority* parameter and the *EmptyNameAllowed* input parameter set to false. If false is returned, the CA MUST return the E\_INVALIDARG (0x80070057) error code to the client.
2. Returned data type:

The data type of the value returned depends on the value specified in the *fchain* parameter:

* + A [UNICODE] null-terminated string: A [UNICODE] string MUST be returned if *fchain* is equal to one of the following values:
    - GETCERT\_FILEVERSION
    - GETCERT\_CANAME
    - GETCERT\_PARENTCONFIG
    - GETCERT\_POLICYVERSION
    - GETCERT\_PRODUCTVERSION
    - GETCERT\_SANITIZEDCANAME
    - GETCERT\_SHAREDFOLDER
    - GETCERT\_EXITVERSIONBYINDEX

Marshaling rules for [UNICODE] strings MUST be as specified in section [2.2.2.2.1](#Section_2689e825038f4640b13882c0dfa3278d).

* + A CAINFO structure: A CAINFO structure MUST be returned if *fchain* is equal to the following:

GETCERT\_CAINFO

Marshaling rules for CAINFO MUST be as specified in section [2.2.2.2.5](#Section_cd9656c06be3488784b0aacedc017b0b).

* + A CRL: A CRL MUST be returned if *fchain* is equal to the following:

GETCERT\_CURRENTCRL

GETCERT\_CRLBYINDEX

Marshaling rules for a CRL MUST be as specified in section [2.2.2.2.3](#Section_8d8693ad39f9464f922526c7e754e3cf).

* + [[X509]](https://go.microsoft.com/fwlink/?LinkId=90590) Certificate: A certificate MUST be returned if *fchain* is equal to the following:

GETCERT\_CASIGCERT

GETCERT\_CAXCHGCERT

GETCERT\_CACERTBYINDEX

Marshaling rules for [X509] certificates MUST be as specified in section [2.2.2.2.2](#Section_213be3a07895446aad9e6847447ff295).

* + Byte array: A byte array MUST be returned if *fchain* is equal to the following:

GETCERT\_CRLSTATEBYINDEX

GETCERT\_CACERTSTATEBYINDEX

Marshaling: pctbOut MUST be a pointer to a CERTTRANSBLOB structure. The pb member of the structure MUST point to the byte array.

* + An unsigned integer: An unsigned integer MUST be returned if *fchain* is equal to the following:

GETCERT\_CATYPE

Marshaling: pctbOut MUST be a pointer to a CERTTRANSBLOB structure. The pb member of the structure MUST point to an unsigned integer in [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format.

**Note**  The numeric values for these constants are defined in the preceding table.

1. Computing the returned values:
   * Sections [3.2.1.4.2.2.1](#Section_340d45efe8ae46889e5b5f576fc7b128) to [3.2.1.4.2.2.12](#Section_9072a750830c4655a43683629cbe8ae9) define the possible values for the *fchain* parameter.
   * Sections [3.2.1.4.2.2.13](#Section_0242c85511874a73b55450d7ccd4d324) to [3.2.1.4.2.2.17](#Section_49babccf1ba04f4cad19d906d6d71940) define the possible values for the most significant two bytes of the *fchain* parameter.

GETCERT\_CASIGCERT - 0x00000000

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CASIGCERT property ID identified in the *PropID* parameter and the number of rows in the Signing\_Cert table in the *PropIndex* parameter.

GETCERT\_CAXCHGCERT - 0x00000001

The CA SHOULD process this client request identically to one specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CAXCHGCERT property ID identified in the *PropID* parameter.[<78>](#Appendix_A_78" \o "Product behavior note 78)

GETCERT\_CURRENTCRL - 0x6363726C

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_BASECRL property ID identified in the *PropID* parameter and the number of rows in the Signing\_Cert table in the *PropIndex* parameter.

GETCERT\_FILEVERSION - 0x66696C65

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_FILEVERSION property ID identified in the *PropID* parameter.

GETCERT\_CAINFO - 0x696E666F

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CATYPE property ID identified in the *PropID* parameter.

GETCERT\_CANAME - 0x6E616D65

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CANAME property ID identified in the *PropID* parameter.

GETCERT\_PARENTCONFIG - 0x70617265

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_PARENTCA property ID identified in the *PropID* parameter.

GETCERT\_POLICYVERSION - 0x706F6C69

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_POLICYDESCRIPTION property ID identified in the *PropID* parameter.

GETCERT\_PRODUCTVERSION - 0x70726F64

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_PRODUCTVERSION property ID identified in the *PropID* parameter.

GETCERT\_SANITIZEDCANAME - 0x73616E69

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_SANITIZEDCANAME property ID identified in the *PropID* parameter.

GETCERT\_SHAREDFOLDER - 0x73686172

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_SHAREDFOLDER property ID identified in the *PropID* parameter.

GETCERT\_CATYPE - 0x74797065

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CATYPE property ID identified in the *PropID* parameter.

GETCERT\_CRLBYINDEX - 0x636C

The index for this property MUST be passed in the least significant two bytes of the property value.

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_BASECRL property ID identified in the *PropID* parameter.

GETCERT\_CACERTBYINDEX - 0x6374

The index for this property MUST be passed in the least significant two bytes of the property value.

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CASIGCERT property ID identified in the *PropID* parameter.

GETCERT\_EXITVERSIONBYINDEX - 0x6578

The index for this property MUST be passed in the least significant two bytes of the property value.

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_EXITDESCRIPTION property ID identified in the *PropID* parameter.

GETCERT\_CRLSTATEBYINDEX - 0x736C

The index for this property MUST be passed in the least significant two bytes of the property value.

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CRLSTATE property ID identified in the *PropID* parameter.

GETCERT\_CACERTSTATEBYINDEX - 0x7374

The index for this property MUST be passed in the least significant two bytes of the property value.

Processing rules MUST be identical to the ones specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e) for the CR\_PROP\_CACERTSTATE property ID identified in the *PropID* parameter.

###### ICertRequestD::Ping (Opnum 5)

The Ping method performs a request response test (ping) to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

1. HRESULT Ping(
2. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAuthority
3. );

**pwszAuthority:** A null-terminated [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string that MUST contain the name of the CA. The CA name MUST be the [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) value in the **Subject** field of the CA [**signing certificates**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) or its [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8). The sanitized names algorithm is specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c).

**Return Values:** For successful invocation, the CA MUST return 0; otherwise, the CA MUST return a nonzero value.

The processing rules for this method are as follows.

If Config\_CA\_Interface\_Flags contains the value IF\_NOREMOTEICERTREQUEST, the server SHOULD return 0x80094011 (CERTSRV\_E\_ENROLL\_DENIED) to the client.[<79>](#Appendix_A_79" \o "Product behavior note 79)

If Config\_CA\_Interface\_Flags contains the value IF\_ENFORCEENCRYPTICERTREQUEST and the RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY authentication level, as defined in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.8, is not specified on the RPC connection from the client, the CA MUST refuse to establish a connection with the client by returning a nonzero error.

Upon receiving this invocation, the CA MUST verify the CA name that is passed in the *pwszAuthority* parameter by invoking the processing rules in section [3.2.1.4.2.1.1](#Section_a7fdfc72b1e0488293da9aefdf468b83) with the *CANameString* input parameter set to the CA name passed in the *pwszAuthority* parameter and the *EmptyNameAllowed* input parameter set to true. If false is returned, the CA MUST return the E\_INVALIDARG (0x80070057) error code to the client.

##### ICertRequestD2

The ICertRequestD2 interface MUST extend (derive from) the [ICertRequestD](#Section_6b6ffe4a62614d2ebdf9fdeb2e086834) interface specified in this protocol specification. The additional functionality provided by ICertRequestD2 includes the following:

* Additional [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) properties MAY be retrieved from GetCAProperty.
* CA property syntax MAY be retrieved from GetCAPropertyInfo.

The version number for this interface MUST be "1.0". The UUID for this interface MUST be "5422FD3A-D4B8-4CEF-A12E-E87D4CA22E90".

Methods in RPC Opnum Order

| Method | Description |
| --- | --- |
| [Request](#Section_dbb2e78f7630461592c46734fccfc5a6) | Initiates the [**certificate issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) process.  Opnum: 3 |
| [GetCACert](#Section_bb9b82e84ddc4615a8146e1ccd0fca3c) | Returns property values on the CA.  Opnum: 4 |
| [Ping](#Section_d01c6184610d4592b61ce4af8125bb1b) | Performs a request response test (ping) to the CA.  Opnum: 5 |
| [Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) | The Request2 method requests a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from the CA.  Opnum: 6 |
| [GetCAProperty](#Section_7c715f9fdb5041c3abfc0021c6390d4e) | The GetCAProperty method retrieves a property value from the CA.  Opnum: 7 |
| [GetCAPropertyInfo](#Section_767fe54b73f74fd199c84447b0953817) | The GetCAPropertyInfo method retrieves a set of property structures from the CA.  Opnum: 8 |
| [Ping2](#Section_7345ed19bb504984ab2235227610c6a4) | The Ping2 method pings the CA.  Opnum: 9 |

**Note**  [**Opnums**](#gt_e127848e-c66d-427d-b3aa-9f904fa4ada7) 0, 1, and 2 are reserved for the IUnknown\_QueryInterface, AddRef, and Release methods used by the standard COM IUnknown interface, as specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0).

###### ICertRequestD2::Request2 (Opnum 6)

The Request2 method requests a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). It is similar to the [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) method, but it has an additional parameter, *pwszSerialNumber*, which is specified as follows.

1. HRESULT Request2(
2. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAuthority,
3. [in] DWORD dwFlags,
4. [in, string, unique, range(1, 64)] wchar\_t const \* pwszSerialNumber,
5. [in, out, ref] DWORD\* pdwRequestId,
6. [out] DWORD\* pdwDisposition,
7. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAttributes,
8. [in, ref] CERTTRANSBLOB const \* pctbRequest,
9. [out, ref] CERTTRANSBLOB\* pctbFullResponse,
10. [out, ref] CERTTRANSBLOB\* pctbEncodedCert,
11. [out, ref] CERTTRANSBLOB\* pctbDispositionMessage
12. );

**pwszAuthority:** Identical to the *pwszAuthority* parameter in the ICertRequestD::Request method.

**dwFlags:** Identical to the *dwFlags* parameter in the ICertRequestD::Request method.

**pwszSerialNumber:** A null-terminated [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string that specifies a serial number that identifies a certificate. The string MUST specify the serial number as an even number of hexadecimal digits. If necessary, a zero can be prefixed to the number to produce an even number of digits. The string MUST NOT contain more than one leading zero. Information on the serial number is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.1.2.2.

**pdwRequestId:** Identical to the *pdwRequestId* parameter in the ICertRequestD::Request method.

**pdwDisposition:**  Identical to the *pdwDisposition* parameter in the ICertRequestD::Request method.

**pwszAttributes:** Identical to the *pwszAttributes* parameter in the ICertRequestD::Request method.

**pctbRequest:** Identical to the *pctbRequest* parameter in the ICertRequestD::Request method.

**pctbFullResponse:** Identical to the *pctbCertChain* parameter in the ICertRequestD::Request method.

**pctbEncodedCert:** Identical to the *pctbEncodedCert* parameter in the ICertRequestD::Request method.

**pctbDispositionMessage:** Identical to the *pctbDispositionMessage* parameter in the ICertRequestD::Request method.

**Return Values:** Identical to the return value of the ICertRequestD::Request method.

The processing rules for this message MUST be the same as for the information that is specified in 3.2.1.4.2.1.

dwFlags Packed Data Requirements

The dwFlags field consists of a set of flags and values that MUST define the *pctbRequest* parameter [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) and the expected content of the *pctbCertChain* parameter. This field MUST contain packed data specified as follows.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| ExtendedFlags | | | | | | | | Flags | | | | | | | | RequestType | | | | | | | | Padding2 | | | | | | | |

**ExtendedFlags:** This bit-field defines extended options for the server’s request processing.

| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 0 | 0 | 0 | 0 | A | 0 | 0 |

Where the bits are defined as follows:

| Value | Description |
| --- | --- |
| A | If this bit is set, the server MUST process the request as a new Certificate Transparency request, in accordance with section [3.2.1.4.2.1.4.3.1](#Section_d6b5109194f34b7fabd4c12d9d707369). |

**Flags (1 byte):** This bit-field MUST define options for the server's request processing and the response.

| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 0 | Z | 0 | X | Y | 0 | 0 |

Where the bits are defined as follows:

| Value | Description |
| --- | --- |
| X | If this bit is set, the response MUST include the [**CRLs**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) for all the [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) returned in the *pctbCertChain* and *pctbEncodedCert* parameters. |
| Y | If this bit is set, then the response MUST be a CMC full [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) response. If it is not set, the response MUST be a [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab). This bit supported by the ICertRequestD2::Request2 method only. |
| Z | If this bit is set, this is a renewal request on behalf of another user. The processing rules for this type of request are specified in section [3.2.2.6.2.1.2.4](#Section_692748c66d294812b7de4df3eb6aac93). |

**RequestType (1 byte):** RequestType MUST define the possible formats of the certificate request submitted in the *pctbRequest* parameter (format types are specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382)).

| Value | Meaning |
| --- | --- |
| 0x00 | The client relies on [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) to determine the request type. See section [3.2.1.4.2.1.4](#Section_2d0705e991894fd4a51e6e88d86cefeb) for more details. |
| 0x01 | The request format MUST be a PKCS #10 request structure. |
| 0x02 | The request format MUST be a Netscape [**KEYGEN**](#gt_63003dfd-45fd-4464-a903-b740715eb81b) request structure. |
| 0x03 | The request format MUST be a CMS request structure. |
| 0x04 | The request format MUST be a Certificate Management Messages over a CMS (CMC) request structure. |
| 0x05 | The request format MUST be a response to the attestation **CAChallenge**. |
| 0x06 | The request format MUST be a **SignedCertificateTimestampList** structure. |

**Padding2 (1 byte):** This field MUST be set to 0 and ignored upon receipt.

Requesting Status Inspection

The caller of the [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) can request a status inspection of a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request similar to how it is defined in section [3.2.1.4.2.1.4.1.3](#Section_187eebd2b5814ae885a4788e2ac0fe67). If the **pb** field of the *pctbRequest* parameter is NULL, the client has requested a status inspection of a certificate request and the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST follow the rules defined in this section to respond to the request. The rules for processing a status inspection are as follows:

1. If the \**pdwRequestId* is 0 and *pwszSerialNumber* is NULL, the CA MUST fail the request with a nonzero error.
2. If the \**pdwRequestId* is nonzero and *pwszSerialNumber* is not NULL, the CA MUST fail the request with a nonzero error.
3. If the \**pdwRequestId* is nonzero, the CA MUST look up the record in the Request table that is defined in section [3.2.1.1.1](#Section_fdcd7663a8ee4f73a581058f9e21e8a4) by matching the request ID passed in the \*pdwRequestId parameter with the values in the Request\_RequestID column. If the lookup failed, the function MUST return the error 0x80094004 (CERTSRV\_E\_PROPERTY\_EMPTY).
4. If *pwszSerialNumber* is not NULL, the CA MUST look up the record in the Request table that is defined in section 3.2.1.1.1 by matching the serial number of the certificate in the *pwszSerialNumber* parameter with the values in the Serial\_Number column. If the lookup failed, the function MUST return the error 0x80094004 (CERTSRV\_E\_PROPERTY\_EMPTY).
5. The CA MUST set the value of the *pdwDisposition* parameter by mapping the value of the Request\_Disposition column for the located record as described in the table below. The values of the Request\_Disposition column are defined in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.1.

| Request\_Disposition column value | pdwDisposition value |
| --- | --- |
| foreign certificate | 0 |
| request denied | 2 |
| certificate issued | 3 |
| request pending | 5 |
| certificate revoked | 6 |
| request failed | A nonzero value indicating an error that is not one of the values already defined in this table. |

1. If the value of the Request\_Disposition column is "certificate issued", the CA MUST return the previously issued certificate through the *pctbEncodedCert* parameter as specified in section [3.2.1.4.2.1.4.8](#Section_bf14ec85917640febdeb5aa7b807f648).
2. If the value of the Request\_Disposition column is "request denied", the CA SHOULD set the return value to the 0x80094014 (CERTSRV\_E\_ADMIN\_DENIED\_REQUEST).[<80>](#Appendix_A_80" \o "Product behavior note 80)

###### ICertRequestD2::GetCAProperty (Opnum 7)

The GetCAProperty method retrieves a property value from the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

1. HRESULT GetCAProperty(
2. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAuthority,
3. [in] long PropID,
4. [in] long PropIndex,
5. [in] long PropType,
6. [out, ref] CERTTRANSBLOB\* pctbPropertyValue
7. );

**pwszAuthority:** Contains the name of the CA.

**PropID:**  An integer value that specifies the property to be returned.

| Property name | Numerical value | Type/Index | Meaning |
| --- | --- | --- | --- |
| CR\_PROP\_FILEVERSION | 0x00000001 | String | A string that MUST contain the CA version information. |
| CR\_PROP\_PRODUCTVERSION | 0x00000002 | String | A string that MUST contain the build number of the CA. |
| CR\_PROP\_EXITCOUNT | 0x00000003 | Long | MUST be the number of exit algorithms registered on the CA. |
| CR\_PROP\_EXITDESCRIPTION | 0x00000004 | String  indexed | A string that MUST contain the name of the exit algorithm identified by the *PropIndex* parameter. |
| CR\_PROP\_POLICYDESCRIPTION | 0x00000005 | String | A string that MUST contain the description of the policy algorithm on the CA. |
| CR\_PROP\_CANAME | 0x00000006 | String | A string that MUST contain the [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68), as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414), of a CA. |
| CR\_PROP\_SANITIZEDCANAME | 0x00000007 | String | A string that MUST contain the [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8) of the CA. More information about sanitized name is specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c). |
| CR\_PROP\_SHAREDFOLDER | 0x00000008 | String | A string that MUST contain the [**UNC**](#gt_c9507dca-291d-4fd6-9cba-a9ee7da8c908) path of a folder that contains the CA information and signature [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). |
| CR\_PROP\_PARENTCA | 0x00000009 | String | A string that MUST contain the name of the parent CA to the current CA. |
| CR\_PROP\_CATYPE | 0x0000000A | Long | MUST be a [CAINFO](#Section_4fa5241cd10e401187e0c74753d725a3) structure that MUST contain the CA type. More information is specified in section [3.2.1.4.3.2.10](#Section_2f6e1dd227974d47856754e064d18fb0). |
| CR\_PROP\_CASIGCERTCOUNT | 0x0000000B | Long | MUST be the number of [**signing certificates**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) on the CA. |
| CR\_PROP\_CASIGCERT | 0x0000000C | Binary, indexed | MUST be a binary object that contains a signing certificate identified by the *PropIndex* parameter. |
| CR\_PROP\_CASIGCERTCHAIN | 0x0000000D | Binary, indexed | MUST be a binary object that contains the certificate chain for a signing certificate identified by the *PropIndex* parameter. |
| CR\_PROP\_CAXCHGCERTCOUNT | 0x0000000E | Long | MUST be 0x1. |
| CR\_PROP\_CAXCHGCERT | 0x0000000F | Binary, indexed | MUST be a binary object that contains the CA's current [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) from the Current\_CA\_Exchange\_Cert datum. The *PropIndex* parameter MUST be 0x0 or 0xFFFFFFFF. |
| CR\_PROP\_CAXCHGCERTCHAIN | 0x00000010 | Binary, indexed | MUST be a binary object that contains the certificate chain for the CA's current exchange certificate from the Current\_CA\_Exchange\_Cert datum. The *PropIndex* parameter MUST be 0x0 or 0xFFFFFFFF. |
| CR\_PROP\_BASECRL | 0x00000011 | Binary, indexed | MUST be a [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939), for a CA signing certificate identified by the *PropIndex* parameter. |
| CR\_PROP\_DELTACRL | 0x00000012 | Binary, indexed | MUST be a delta CRL, for a CA signing certificate identified by the *PropIndex* parameter. For more information about delta CRLs, see [[MSFT-CRL]](https://go.microsoft.com/fwlink/?LinkId=90181). Additional information is specified in [RFC3280] section 5.2. |
| CR\_PROP\_CACERTSTATE | 0x00000013 | Long  indexed | MUST be a byte array that contains the disposition status of all CA signing certificates. Disposition status is specified in section [3.2.1.4.3.2.19](#Section_e4d7cd1e92f54695a19f246a3003c7ba). |
| CR\_PROP\_CRLSTATE | 0x00000014 | Long  indexed | MUST be a byte array that contains the status for all the CRLs of the CA. |
| CR\_PROP\_CAPROPIDMAX | 0x00000015 | Long | MUST be the maximum property identifier supported by the CA. |
| CR\_PROP\_DNSNAME | 0x00000016 | String | MUST be the [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the computer on which the CA is installed. |
| CR\_PROP\_ROLESEPARATIONENABLED | 0x00000017 | Long | Indicates whether administrative role separation has been enabled on the CA. A nonzero return value means that role separation has been enabled. Zero means that role separation has not been enabled. |
| CR\_PROP\_KRACERTUSEDCOUNT | 0x00000018 | Long | MUST be the minimum number of [**KRAs**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) to use when archiving a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). For more information about KRA usage, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177). |
| CR\_PROP\_KRACERTCOUNT | 0x00000019 | Long | MUST be the maximum number of KRA certificates available on the CA. |
| CR\_PROP\_KRACERT | 0x0000001A | Binary, indexed | A KRA certificate identified by the *PropIndex* parameter. |
| CR\_PROP\_KRACERTSTATE | 0x0000001B | Long, indexed | MUST be a byte array that contains the status of the KRA certificates registered with the CA. |
| CR\_PROP\_ADVANCEDSERVER | 0x0000001C | Long | MUST identify whether the CA operating system is an advanced server platform. |
| CR\_PROP\_TEMPLATES | 0x0000001D | String | MUST be a collection of name and [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) pairs that identify the templates supported by a CA. |
| CR\_PROP\_BASECRLPUBLISHSTATUS | 0x0000001E | Long, indexed | MUST be the publishing status of a signing certificate base CRL identified by the *PropIndex* parameter. |
| CR\_PROP\_DELTACRLPUBLISHSTATUS | 0x0000001F | Long, indexed | MUST be the publishing status of a signing certificate delta CRL identified by the *PropIndex* parameter. |
| CR\_PROP\_CASIGCERTCRLCHAIN | 0x00000020 | Binary, indexed | MUST be a binary object that contains the certificate chain for a signing certificate and the CRL for the certificates in the chain identified by the *PropIndex* parameter. |
| CR\_PROP\_CAXCHGCERTCRLCHAIN | 0x00000021 | Binary, indexed | MUST be a binary object for a chain containing CRLs for the CA's current exchange certificate from the Current\_CA\_Exchange\_Cert datum. The *PropIndex* parameter MUST be 0x00000000 or 0xFFFFFFFF. |
| CR\_PROP\_CACERTSTATUSCODE | 0x00000022 | Long, indexed | MUST be an HRESULT that identifies the result of certificate validation, as specified in [RFC3280], by the CA for the CA signing certificates identified by the *PropIndex* parameter. |
| CR\_PROP\_CAFORWARDCROSSCERT | 0x00000023 | Binary, indexed | MUST be a [**forward cross certificate**](#gt_e05fdeb3-48dd-4be9-afa4-36d5dd196301), by index, from a CA. For more information about [**cross certificates**](#gt_60bf6329-b4b4-432a-b7f2-fd352e45dbfb), see [[MSFT-CROSSCERT]](https://go.microsoft.com/fwlink/?LinkId=90182). |
| CR\_PROP\_CABACKWARDCROSSCERT | 0x00000024 | Binary, indexed | MUST be a [**backward cross certificate**](#gt_86044e30-0ee9-4c80-b3e4-a537619f7c4d), by index, from a CA. For more information about cross certificates, see [MSFT-CROSSCERT]. |
| CR\_PROP\_CAFORWARDCROSSCERTSTATE | 0x00000025 | Long, indexed | MUST be a byte array that identifies the status of all backward cross certificates for a CA. |
| CR\_PROP\_CABACKWARDCROSSCERTSTATE | 0x00000026 | Long, indexed | MUST be a byte array that identifies the disposition status of all forward cross certificates for a CA. |
| CR\_PROP\_CACERTVERSION | 0x00000027 | Long, indexed | MUST be an indexed 32-bit integer that contains the version number of a CA signing certificate. |
| CR\_PROP\_SANITIZEDCASHORTNAME | 0x00000028 | String | The property MUST return the sanitized shortened name of the CA. More information about the sanitized name is specified in section 3.1.1.4.1.1. |
| CR\_PROP\_CERTCDPURLS | 0x00000029 | String, indexed | MUST be a null-terminated [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string of the format "String1\nString2\n", where each string (separated by '\n') MUST represent a URI to be part of a CRL Distribution Point (CDP) extension, as specified in [RFC3280] section 4.2.1.14. |
| CR\_PROP\_CERTAIAURLS | 0x0000002A | String, indexed | MUST be a null-terminated [UNICODE] string of the format "String1\nString2\n", where each string (separated by '\n') MUST represent a URI to be part of Authority Information Access extension, as specified in [RFC3280] section 4.2.2.1. |
| CR\_PROP\_CERTAIAOCSPRLS | 0x0000002B | String, indexed | MUST be a null-terminated [UNICODE] string of the format "String1\nString2\n", where each string (separated by '\n') MUST represent the OCSP URLs configured on the CA, as specified in [RFC3280] section 4.2.2.1. |
| CR\_PROP\_LOCALENAME | 0x0000002C | String | MUST be a null-terminated [UNICODE] string in the 'Language-Region' format (as specified in [[RFC4646]](https://go.microsoft.com/fwlink/?LinkId=123591)) that represents the locale of the CA. |
| CR\_PROP\_SUBJECTTEMPLATE\_OIDS | 0x0000002D | String | MUST be a null-terminated [UNICODE] string of the format "OID1\nOID2\n", where each OID (separated by '\n') MUST represent a [**Relative Distinguished Name**](#gt_22198321-b40b-4c24-b8a2-29e44d9d92b9) that is in a certificate Subject Distinguished Name. |

**PropIndex:** This parameter is used as the index to a property that can contain multiple values.

**PropType:** An integer value that specifies the property data type.

| Value | Meaning |
| --- | --- |
| PROPTYPE\_LONG  0x00000001 | The property type is a signed long integer or a byte array. |
| PROPTYPE\_BINARY  0x00000003 | The property type is binary data. |
| PROPTYPE\_STRING  0x00000004 | The property type is a string. |

**pctbPropertyValue:** If the function succeeds, this method returns a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure in this parameter that contains the property value. If the function fails, the content of this parameter is undefined.

The data type of the value returned depends on the value specified in the *PropType* parameter and the property specified in the *PropID* parameter.

**Return Values:** For successful invocation, the CA MUST return 0; otherwise, the CA MUST return a nonzero value.

The processing rules for this method are as follows:

If Config\_CA\_Interface\_Flags contains the value IF\_NOREMOTEICERTREQUEST, the server SHOULD return 0x80094011 (CERTSRV\_E\_ENROLL\_DENIED) to the client.[<81>](#Appendix_A_81" \o "Product behavior note 81)

If Config\_CA\_Interface\_Flags contains the value IF\_ENFORCEENCRYPTICERTREQUEST and the RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY authentication level, as defined in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.8, is not specified on the RPC connection from the client, the CA MUST refuse to establish a connection with the client by returning a non-zero error.

If the server implements [**advanced CA**](#gt_456bc2c5-d6e8-4ff7-a723-1a08e6d3cf09) functionality, it MUST implement the CR\_PROP\_CAXCHGCERT property that is specified in section [3.2.1.4.3.2.15](#Section_585d93594bc5471fbba72d9a336debdc).

To return server properties to the client using this method, the server implementation MUST follow the processing rules specified as follows.

1. Validate arguments: The server MUST invoke the processing rules in section [3.2.1.4.2.1.1](#Section_a7fdfc72b1e0488293da9aefdf468b83) with the *CANameString* input parameter set to the CA name passed in the *pwszAuthority* parameter and the *EmptyNameAllowed* input parameter set to false. If false is returned, the CA MUST return the E\_INVALIDARG (0x80070057) error code to the client.
2. Returned server property: The server MUST follow the steps that are specified in section [3.2.1.4.3.2.2](#Section_be007c9688bc43d8a577f0c4cc52e243).

The following table defines the values that MUST be set for the *PropIndex* and *PropType* parameters for each property value passed via the *PropID* parameter.

| PropID value | PropIndex MUST be | PropType MUST be |
| --- | --- | --- |
| 0x01 | 0x00000000 | 0x00000004 |
| 0x02 | 0x00000000 | 0x00000004 |
| 0x03 | 0x00000000 | 0x00000001 |
| 0x04 | The minimum index is 0. The maximum value is one less than the value stored in the Config\_CA\_Exit\_Count datum. | 0x00000004 |
| 0x05 | 0x00000000 | 0x00000004 |
| 0x06 | 0x00000000 | 0x00000004 |
| 0x07 | 0x00000000 | 0x00000004 |
| 0x08 | 0x00000000 | 0x00000004 |
| 0x09 | 0x00000000 | 0x00000004 |
| 0x0a | 0x00000000 | 0x00000001 |
| 0x0b | 0x00000000 | 0x00000001 |
| 0x0c | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000003 |
| 0x0d | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000003 |
| 0x0e | 0x00000000 | 0x00000001 |
| 0x0f | 0x00000000. An index of 0xFFFFFFFF is also valid and implies an index of 0x00000000. | 0x00000003 |
| 0x10 | 0x00000000. An index of 0xFFFFFFFF is also valid and implies an index of 0x00000000. | 0x00000003 |
| 0x11 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000003 |
| 0x12 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000003 |
| 0x13 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. | 0x00000001 |
| 0x14 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. | 0x00000001 |
| 0x15 | 0x00000000 | 0x00000001 |
| 0x16 | 0x00000000 | 0x00000004 |
| 0x17 | 0x00000000 | 0x00000001 |
| 0x18 | 0x00000000 | 0x00000001 |
| 0x19 | 0x00000000 | 0x00000001 |
| 0x1a | The minimum index is 0. The maximum index is one less than value of the Config\_CA\_KRA\_Cert\_Count datum. | 0x00000003 |
| 0x1b | The minimum index is 0. The maximum index is one less than the value of the Config\_CA\_KRA\_Cert\_Count datum. | 0x00000001 |
| 0x1c | 0x00000000 | 0x00000001 |
| 0x1d | 0x00000000 | 0x00000004 |
| 0x1e | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000001 |
| 0x1f | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000001 |
| 0x20 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000003 |
| 0x21 | 0x00000000 | 0x00000003 |
| 0x22 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000001 |
| 0x23 | The index corresponds to a particular CA signing certificate. Since the last CA signing certificate cannot have a forward cross certificate, the minimum index is 0 and the maximum index is two less than the count of rows in the Signing\_Cert table. | 0x00000003 |
| 0x24 | The index corresponds to a particular CA signing certificate. Since the first CA signing certificate cannot have a backward cross certificate, the minimum index is 1 and the maximum index is one less than the count of rows in the Signing\_Cert table. | 0x00000003 |
| 0x25 | The index corresponds to a particular CA signing certificate. Since the last CA signing certificate cannot have a forward cross certificate, the minimum index is 0 and the maximum index is two less than the count of rows in the Signing\_Cert table. | 0x00000001 |
| 0x26 | The index corresponds to a particular CA signing certificate. Since the first CA signing certificate cannot have a backward cross certificate, the minimum index is 1 and the maximum index is one less than the count of rows in the Signing\_Cert table. | 0x00000001 |
| 0x27 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. | 0x00000001 |
| 0x28 | 0x00000000 | 0x00000004 |
| 0x29 | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000004 |
| 0x2A | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000004 |
| 0x2B | The minimum index is 0. The maximum index is one less than the count of rows in the Signing\_Cert table. An index of 0xFFFFFFFF is allowed and indicates the maximum valid index. | 0x00000004 |
| 0x2C | 0x00000000 | 0x00000004 |
| 0x2D | 0x00000000 | 0x00000004 |

When processing the GetCAProperty method, the server MUST determine its behavior based on the requested property ID (*PropID* parameter). All valid property IDs are listed in the preceding table.

The CA MUST return a nonzero error if either of the following conditions is met.

* The value of *PropID* is not listed in the preceding table.
* For a specific *PropID* value, the *PropType* value does not match the required values that are defined in the preceding table.

For a specific non-indexed *PropID* value, the *PropIndex* value does not match the required values that are defined in the preceding table.

For a specific indexed *PropID* value, if the PropIndex value does not match the required values that are defined in the preceding table, the CA MUST return a nonzero error.

The following sections specify the CA behavior of the method for each requested property ID. The returned property MUST be returned to the caller in the *pctbPropertyValue* parameter as a CERTTRANSBLOB structure. The message format for this structure MUST be as specified in section 2.2.2.2 and its subsections.

PropID = 0x00000001 (CR\_PROP\_FILEVERSION) "CA File Version"

The client has requested the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) file version property. If the CA implements the Config\_File\_Version datum, the CA constructs a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string of the form "w.x.y.z" or "w.x:y.z",[<82>](#Appendix_A_82" \o "Product behavior note 82) where w, x, y, and z MUST be numeric values indicating the version of the CA. If the CA does not implement the Config\_File\_Version datum, it MUST return a NULL string. The [UNICODE] string MUST be returned through the [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.[<83>](#Appendix_A_83" \o "Product behavior note 83)

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000002 (CR\_PROP\_PRODUCTVERSION) "CA Product Version"

The client has requested the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) product version property. If the CA implements the Config\_Product\_Version datum, the CA constructs a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string of the form "w.x.y.z" or "w.x:y.z",[<84>](#Appendix_A_84" \o "Product behavior note 84) where w, x, y, and z MUST be numeric values indicating the version of the server hosting the CA, which might or might not match the version of the CA returned for the previous property. If the CA does not implement the Config\_Product\_Version datum, it MUST return a NULL string. The [UNICODE] string MUST be returned through the [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.[<85>](#Appendix_A_85" \o "Product behavior note 85)

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000003 (CR\_PROP\_EXITCOUNT) "Exit Count"

The client has requested the count of exit algorithms installed on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The CA MUST return the number stored in the Config\_CA\_Exit\_Count datum. The returned value is returned through the **cExitAlgorithms** field of a [CAINFO](#Section_4fa5241cd10e401187e0c74753d725a3) structure in the returned [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.[<86>](#Appendix_A_86" \o "Product behavior note 86)

If the CA does not implement the Config\_CA\_Exit\_Count datum or does not implement any exit algorithms, the CA MUST return 0.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000004 (CR\_PROP\_EXITDESCRIPTION) "Exit Description"

The client has requested the text description for a particular exit algorithm. The client has indicated the particular algorithm by using the PropIndex parameter.

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a value that is stored in the Config\_CA\_Exit\_Description\_List at the position that is specified by the PropIndex parameter. The value is passed as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. If the index provided by the client is out of range for the Config\_CA\_Exit\_Description\_List, the CA MUST return a nonzero error code. The error code SHOULD be ERROR\_FILE\_NOT\_FOUND (0x80070002).

If the CA does not implement the Config\_CA\_Exit\_Description\_List, the CA MUST return a null-terminated [UNICODE] string through a CERTTRANSBLOB structure.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.[<87>](#Appendix_A_87" \o "Product behavior note 87)

PropID = 0x00000005 (CR\_PROP\_POLICYDESCRIPTION) "Policy Description"

The client has requested the text description of the policy algorithm.

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return the value of the Config\_CA\_Policy\_Description datum. The returned value MUST be returned as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

If the CA does not implement the Config\_CA\_Policy\_Description datum, it MUST return a NULL [UNICODE] string through a CERTTRANSBLOB structure.

Marshaling rules for CERTTRANSBLOB are specified in section [2.2.2.2.1](#Section_2689e825038f4640b13882c0dfa3278d).[<88>](#Appendix_A_88" \o "Product behavior note 88)

PropID = 0x00000006 (CR\_PROP\_CANAME) "Certification Authority Name"

The client has requested the [**common name**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

The CA MUST return the value of the CN [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the **Subject** field in the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) found in the Signing\_Cert\_Certificate column in the indexed row of the Signing\_Cert table specified by the *PropIndex* parameter as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string, through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2.

PropID = 0x00000007 (CR\_PROP\_SANITIZEDCANAME) "Sanitized CA Name"

The client has requested the [**common name**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) of the [**certification authority (CA)**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) in the sanitized form. The name of the CA returned in this property is taken from the CN [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the **Subject** field in the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5), and is then sanitized. More information about the Windows sanitizing name algorithm is specified in section [1.3.2.5](#Section_aa64b85e0d6d4e138a1580e2fdb02e2a).

The CA MUST return a sanitized value (as specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c)) of the CN attribute of the **Subject** field in the CA signing certificate found in the Signing\_Cert\_Certificate column in the indexed row of the Signing\_Cert table specified by the *PropIndex* parameter as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string, through a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000008 (CR\_PROP\_SHAREDFOLDER) "Shared Folder Path"

The client has requested the [**UNC**](#gt_c9507dca-291d-4fd6-9cba-a9ee7da8c908) path that is used as a shared folder for the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). If the CA implements the Config\_Configuration\_Directory data, the CA MUST return its value as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string, through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. If the CA does not implement the Config\_Configuration\_Directory data, the CA MUST return a nonzero error. The error SHOULD be 0x80070002. For more information about Windows implementation and usage for shared folders, see [[MSFT-SHAREDFOLDER]](https://go.microsoft.com/fwlink/?LinkId=90207).[<89>](#Appendix_A_89" \o "Product behavior note 89)

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000009 (CR\_PROP\_PARENTCA) "Parent CA Name"

The client has requested the name of the parent of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

If the CA is a [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4), it has no parent and the server MUST return a non-zero error code.

If the CA implements the Config\_CA\_Parent\_DNS datum, then the CA MUST return this name as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string, through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. The format of the name SHOULD be Parent-FQDN + "\" + Parent-CommonName. Otherwise, the CA MUST return an empty string.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x0000000A (CR\_PROP\_CATYPE) "CA Type"

The client requested the type of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

If the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) that is stored in the Signing\_Cert\_Certificate column (section [3.2.1.1.2](#Section_4107be5383b74b9bb0039635d0eef4b8)) is one of the [**root certificate**](#gt_d53eb61f-6648-40df-b29a-f51520a9db40) types specified in the following table, the CA MUST return the applicable value, as specified in the table:

| Root certificate type | Value CA MUST return |
| --- | --- |
| Enterprise root certificate | 0x00000000 |
| Enterprise subordinate certificate | 0x00000001 |
| Standalone root certificate | 0x00000003 |
| Standalone subordinate certificate | 0x00000004 |

The CA MUST return its type through the **CAType** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The server MUST return the CAINFO structure through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2.

PropID = 0x0000000B (CR\_PROP\_CASIGCERTCOUNT) "CA Signature Certificate Count"

The client has requested the count of signature [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The CA SHOULD return the count of rows in the Signing\_Cert Table. The CA MUST return the count through the **cCASignatureCerts** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The CA MUST return the CAINFO (section 2.2.2.4) structure through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x0000000C (CR\_PROP\_CASIGCERT) "CA Signature Certificate"

The client has requested a particular [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5).

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD retrieve the CA [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from the Signing\_Cert\_Certificate column in the row indexed by the value of the *PropIndex* parameter. The CA MUST return the signature certificate in X509 format, as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592). The CA MUST return the value through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2.

PropID = 0x0000000D (CR\_PROP\_CASIGCERTCHAIN) "CA signing certificate Chain"

The client has requested a particular [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) and its complete chain. The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD retrieve the CA [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from the Signing\_Cert\_Certificate column in the row indexed by the value of the *PropIndex* parameter. The CA SHOULD return the chain of this certificate as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 3.2. The CA MUST return the certificate chain through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2.

PropID = 0x0000000E (CR\_PROP\_CAXCHGCERTCOUNT) "CA Exchange Certificate Count"

The client has requested the count of [**exchange certificates**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The CA MUST return 0x1 through the **cCAExchangeCerts** field of a [CAINFO](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The CA MUST return the CAINFO structure through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. For more information, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177).

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x0000000F (CR\_PROP\_CAXCHGCERT) "CA Exchange Certificate"

The client has requested the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). The CA MUST follow these processing rules to process the client's request:

1. If the *PropIndex* parameter is not equal to 0x0 or 0xFFFFFFFF, return the E\_INVALIDARG (0x80070057) error to the client.
2. If Current\_CA\_Exchange\_Cert element is NULL, load exchange certificate as follows:
   * Clear all contents from the Store\_CA\_Exchange\_Cert list and set it back to NULL
   * Read each entry from the Config\_CA\_Exchange\_Cert list. For each entry:
     + Retrieve the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from the request database by finding the row with Certificate\_Hash equal to the Config\_CA\_Exchange\_Cert entry value.
     + If the certificate is found and it meets the following criteria, add it to the Store\_CA\_Exchange\_Cert element.
       - The certificate is within its validity period.
       - The issuer name of the certificate matches the subject name of the current CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5).
       - The [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) that signed the certificate matches the public key of the current CA signing certificate.
   * Populate the Current\_CA\_Exchange\_Cert element with the certificate from Store\_CA\_Exchange\_Cert with the latest **notAfter** date.
3. If no entries were found in Config\_CA\_Exchange\_Cert above, or if no certificates met the criteria to be added to Store\_CA\_Exchange\_Cert above, or if Current\_CA\_Exchange\_Cert is not NULL and any of the following is true:
   * Current\_CA\_Exchange\_Cert is not within its validity period.
   * Current\_CA\_Exchange\_Cert is revoked.

Create a new exchange certificate as specified in section [3.2.1.4.3.2.15.1](#Section_bcae68c15b264a9d8f28eb2fdc209c65). Then go through the list Store\_CA\_Exchange\_Cert and add the hash value of each certificate, including the new exchange certificate, to the Config\_CA\_Exchange\_Cert list.

1. By this point there should be a valid exchange certificate in Current\_CA\_Exchange\_Cert. Return the contents of this datum by marshaling it in a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure as specified in section [2.2.2.2.2](#Section_213be3a07895446aad9e6847447ff295). Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2.

Creating a CA Exchange Certificate

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform the following steps to create an [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190).

1. Determine the role of the machine that the CA is running on by performing external behavior consistent with locally invoking DsRolerGetPrimaryDomainInformation (specified in [[MS-DSSP]](%5bMS-DSSP%5d.pdf#Section_6f84384624944d49b7152f181317dd34) section 3.2.5.1), using the following parameters:
   * Set the *hBinding* parameter to NULL.
   * Set the *InfoLevel* parameter to DsRolePrimaryDomainInfoBasic.

If the MachineRole field of the returned DomainInfo structure is not equal to DsRole\_RoleStandaloneWorkstation or DsRole\_RoleStandaloneServer, then perform the following steps.

* 1. Invoke the "Initialize ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.1) to construct an **ADConnection** with the following parameters:
     + *TaskInputTargetName*: NULL.
     + *TaskInputPortNumber*: If the value of the Config\_CA\_LDAP\_Flags datum has 0x0000001 (LDAPF\_SSLENABLE) bit set, use port 636. Otherwise, use port 389.
  2. Invoke the "Setting an LDAP Option on an ADConnection" task ([MS-ADTS] section 7.6.1.2) once for each of the pairs of option and value parameters in the following table. For each of these, the *TaskInputADConnection* parameter is the **ADConnection** handle created in the previous step.

| TaskInputOptionName | TaskInputOptionValue |
| --- | --- |
| LDAP\_OPT\_GETDSNAME\_FLAGS | Bitwise OR of the bits D and R, as defined in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1 |
| LDAP\_OPT\_REFFERALS | If Config\_AD\_Connection\_Referral ADM element is FALSE, set to FALSE |
| LDAP\_OPT\_PROTOCOL\_VERSION | 2 |

* 1. If the value of the Config\_CA\_LDAP\_Flags datum does not have the 0x0000002 (LDAPF\_SIGNDISABLE) bit set and:
     + If after invoking the processing rules that are specified in section [3.2.2.1.6](#Section_04c7b67f988444feb5cc103ac2ef39a3) with input parameter **InputADConnectionHandle** set equal to **ActiveDirectory\_Connection**, the returned value is TRUE (that is, [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) supports signing) set LDAP\_OPT\_SIGN to TRUE.
     + Else, if the Config\_CA\_LDAP\_Flags datum does not have the 0x0000001 (LDAPF\_SSLENABLE) bit set, return 0x80094013 (CERTSRV\_E\_DOWNLEVEL\_DC\_SSL\_OR\_UPGRADE) to the client and exit.
  2. Invoke the "Performing an LDAP Bind on an ADConnection" task ([MS-ADTS] section 7.6.1.4) with the following parameter:

*TaskInputADConnection*: The **ADConnection** handle generated in the previous step

If the *TaskReturnStatus* returned is not 0:

* + - Repeat step 1.2 with the following modification:
      * *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS
      * *TaskInputOptionValue*: Bitwise OR of the bits A, D, and R, as defined in [MS-NRPC] section 3.5.4.3.1
    - Repeat this step (1.4). If the *TaskReturnStatus* returned is not 0, go to step 2.
  1. Obtain the [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) for the [Certificate Templates Container (section 2.2.2.11.1)](#Section_9279abb23dfa4631845c43c187ac4b44), as specified in the following steps:
     + Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
       - TaskInputADConnection: The **ADConnection** handle generated in the previous step
       - *TaskInputRequestMessage*: [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) SearchRequest message (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1), as follows:
         * baseObject: distinguished name of the rootDSE object as specified in [MS-ADTS] section 3.1.1.3.2.1
         * scope: baseObject
         * filter: (objectCategory=\*)
         * attributes: The CA SHOULD use the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

configurationNamingContext

defaultNamingContext

* + - * + sizeLimit: 10000
        + timeLimit: 120
        + derefAliases: neverDerefAliases
        + typesOnly: FALSE
      * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.

If the *TaskReturnStatus* returned is not 0, go to step 2.

* + - Build the distinguished name by concatenating the "CN=Certificate Templates,CN=Public Key Services,CN=Services, CN=Configuration" path and the value for **configurationNamingContext** attribute from the previous step.
  1. Read all objects under the Certificate Templates Container as follows:

Repeat the previous step with the following modifications:

* + - baseObject: distinguished name of the Certificate Templates Container obtained in the previous step.
    - scope: wholeSubtree
    - filter: (objectCategory=pKICertificateTemplate)
    - attributes: The CA SHOULD use the following attributes:
      * cn
      * flags
      * ntSecurityDescriptor
      * revision
      * pKICriticalExtensions
      * pKIDefaultCSPs
      * pKIDefaultKeySpec
      * pKIEnrollmentAccess
      * pKIExpirationPeriod
      * pKIExtendedKeyUsage
      * pKIKeyUsage
      * pKIMaxIssuingDepth
      * pKIOverlapPeriod
      * msPKI-Template-Schema-Version
      * msPKI-Template-Minor-Revision
      * msPKI-RA-Signature
      * msPKI-Minimal-Key-Size
      * msPKI-Cert-Template-OID
      * msPKI-Supersede-Templates
      * msPKI-RA-Policies
      * msPKI-RA-Application-Policies
      * msPKI-Certificate-Policy
      * msPKI-Certificate-Application-Policy
      * msPKI-Enrollment-Flag
      * msPKI-Private-Key-Flag
      * msPKI-Certificate-Name-Flag

If the *TaskReturnStatus* returned is not 0, go to step 2.

* 1. If a [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) with a **commonName** attribute equal to "CAExchange" (case-insensitive comparison) was read in the previous step and CA has the permission to [**enroll**](#gt_cf66f877-3541-4fe8-907a-653989421810) for that template (by invoking the processing rules in [Verify End Entity Permissions (section 3.2.2.6.2.1.4.3)](#Section_7023778fe2c84ab2a1068a4467cf13ed) with input parameter **Input\_ntSecurityDescriptor** set equal to the **ntSecurityDescriptor** attribute of the CAExchange certificate template and **Input\_SID** set equal to **CA\_SID** ADM element), create the exchange certificate based on the attribute value processing specified in sections [3.2.2.6.2.1.4.4](#Section_2898c0f936434fa3aa317a260ff79f7b) and [3.2.2.6.2.1.4.5](#Section_3c2c300dbe614e78bdf5d5e8f1f8b8f9).

1. If an exchange certificate wasn't created in previous steps, create it by adding the following fields and extensions:
   1. For the Subject of the exchange certificate, a [**common name**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) attribute is used with a value the same as the value of the common name attribute in the subject information of the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) (Signing\_Cert\_Certificate datum) and appending "-Xchg" to the value. The Issuer field is filled with the same value as the Subject field of the CA signing certificate (Signing­\_Cert\_Certificate datum).
   2. Key Usage extension with KeyEncipherment bit enabled. The Key Usage extension is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.3.
   3. Extended Key Usage extension containing the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_KP\_CA\_EXCHANGE (1.3.6.1.4.1.311.21.5) as the KeyPurposeId. The Extended Key Usage extension is specified in [RFC3280] section 4.2.1.13.
   4. Application Policies extension containing the OID szOID\_KP\_CA\_EXCHANGE (1.3.6.1.4.1.311.21.5) as the Application Policy OID. The Application Policies extension is specified in section [2.2.2.7.7.3](#Section_160b96b1c431457a8eed27c11873f378).
   5. Certificate Template Common Name extension with the value of Name as "CAExchange". Encoding a Certificate Template Common Name Extension is specified in section [2.2.2.7.7.1](#Section_3aec3e50511a42f9a5d5240af503e470).
   6. If the CA signing certificate contains a Certificate Policies extension, add this extension with the same value as in the CA signing certificate (Signing\_Cert\_Certificate datum). The Certificate Policies extension is specified in [RFC3280] section 4.2.1.5.
   7. The Authority Key Identifier extension is added with the same value as the Subject Key Identifier extension in the CA signing certificate (Signing\_Cert\_Certificate datum). If the Subject Key Identifier extension is not found in the CA signing certificate (Signing\_Cert\_Certificate datum), then the SHA1 hash of the public key of CA signing certificate (Signing\_Cert\_Certificate datum) is used as the value for the Authority Key Identifier extension. The Authority Key Identifier extension is specified in [RFC3280] section 4.2.1.1.
   8. The Subject Key Identifier extension is added with the same value as the SHA1 hash of the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) associated with the exchange certificate. The Subject Key Identifier extension is specified in [RFC3280] section 4.2.1.2.
   9. The Authority Information Access extension is added with the same value the CA returns when ICertRequestD2::GetCAProperty is called for PropID of CR\_PROP\_CERTAIAURLS and propIndex of 0xFFFFFFFF. See section [3.2.1.4.3.2.42](#Section_244f8b0c0900496590b8044f6fdf8ed8) for details on how this value is computed. The Authority Information Access extension is specified in [RFC3280] section 4.2.2.1.
   10. The CRL Distribution Point extension is added with the same value the CA returns when ICertRequestD2::GetCAProperty is called for PropID of CR\_PROP\_CERTCDPURLS and propIndex of 0xFFFFFFFF. See section [3.2.1.4.3.2.43](#Section_2eb8ef7374c84ffeb0d0651273632b71) for details on how this value is computed. The CRL Distribution Point extension is specified in [RFC3280] section 4.2.1.14.
   11. The value for Valid From field is the date and time when the request for CA exchange certificate was received minus the value of the Config\_CA\_Clock\_Skew\_Minutes data. The Valid To field is set to one week later. Valid From and Valid To are specified in [RFC3280] section 4.1.2.5.
   12. The serial number SHOULD be generated as specified in section [3.2.1.4.2.1.4.6](#Section_86d4ef440cb24317b3517c5626371fc3) and stored in the Serial Number field. The Serial Number field is specified in [RFC3280] section 4.1.2.2.
   13. The value for the Signature Algorithm field is the name of the signing algorithm configured at the CA. The Signature Algorithm field is specified in [RFC3280] section 4.1.1.2.
   14. The value for the Subject Public Key field is the public key associated with the exchange certificate. The Subject Public Key field is specified in [RFC3280] section 4.1.
2. Store the created [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) as follows:
   * Store the certificate as an entry in the request table.
   * Add the x.509 certificate to the Store\_CA\_Exchange\_Cert list of certificates and set it as the Current\_CA\_Exchange\_Cert data element value.
   * Delete the list of hash values from the Config\_CA\_Exchange\_Cert datum.
3. The CA MUST create a new row in the Request table and set the following values:
   * Request\_Request\_ID: Assign a unique value in this column.
   * Request\_Disposition: Assign the value "certificate issued".
   * Request\_Raw\_Request: Set to empty.

In addition, the CA SHOULD store the following request parameters in the Request table.

| Column name | Value |
| --- | --- |
| Request\_Raw\_Old\_Certificate | Empty |
| Request\_Request\_Attributes | Empty |
| Request\_Request\_Type | Empty |
| Request\_Request\_Flags | 0x0000000C (The bitwise OR of CR\_FLG\_CAXCHGCERT flag and CR\_FLG\_FORCEUTF8 flag. For more details see [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.2.) |
| Request\_Status\_Code | 0x00000000 (The operation completed successfully.) |
| Request\_Submitted\_When | The time the request for CA exchange server was received by the CA. |
| Request\_Resolved\_When | The time the CA completed the processing for the CA exchange certificate. |
| Request\_Requester\_Name | The value of **CA\_Account\_Name** ADM element. |
| Request\_Caller\_Name | The value of **Per\_Request.Caller\_Account\_Name** ADM element. |
| Request\_Signer\_Policies | Empty |
| Request\_Signer\_Application\_Policies | Empty |
| Request\_Officer | Empty |
| Request\_Distinguished\_Name | The distinguished name (DN) from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Raw\_Name | The Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Country | The Country attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Organization | The Organization attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Org\_Unit | The Organizational-Unit attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Common\_Name | The Common Name attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Locality | The Locality attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_State | The Province name attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Title | The Title attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Given\_Name | The Given Name attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Initials | The Initials attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_SurName | The Surname attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Domain\_Component | The Domain Component attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Email | The Email Address attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Street\_Address | The Street Address attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Unstructured\_Name | The Unstructured Name attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Unstructured\_Address | The Unstructured Address attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |
| Request\_Device\_Serial\_Number | The Device Serial Number attribute from the DN from the Subject field of the CA exchange certificate (Config\_CA\_Exchange\_Cert datum). |

PropID = 0x00000010 (CR\_PROP\_CAXCHGCERTCHAIN) "CA Exchange Certificate Chain"

The client has requested the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) and its complete chain. The CA MUST follow these processing rules to process the client's request:

1. If *PropIndex* parameter is not equal to 0x0 or 0xFFFFFFFF, return the E\_INVALIDARG (0x80070057) error to the client.
2. Validate that the Current\_CA\_Exchange\_Cert datum contains a current, valid CA exchange certificate by executing steps 2 and 3 in section [3.2.1.4.3.2.15](#Section_585d93594bc5471fbba72d9a336debdc).
3. Construct a signed [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) message with the following fields:
   * ContentType: szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
   * Content: SignedData (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445), section 5.1) with the following requirements:
     + version: See section [RFC3852], section 5.1.
     + digestAlgorithms: Same digest algorithm as was used to sign current CA's [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) stored in Signing\_Cert\_Certificate datum.
     + encapContentInfo: EncapsulatedContentInfo structure (as specified in [RFC3852], section 5.2) with the **eContentType** set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data) and the **eContent** field set to the CA's exchange certificate from the Current\_CA\_Exchange\_Cert datum.
     + certificates: Contains CA's certificate stored in the Signing\_Cert\_Certificate datum and its parent certificates excluding the [**root certificate**](#gt_d53eb61f-6648-40df-b29a-f51520a9db40). To obtain parent certificates, the CA SHOULD use Authority Information Access (AIA) extension of its certificate and its parent certificates. The AIA extension is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.2.1.
     + crls: Not used.
     + signerInfos: Not used.
4. Return the CMS message through a CERTTRANSBLOB structure (as specified in section [2.2.2.2](#Section_d6bee093d86241228f2b7b49102097dc)). Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2.

PropID = 0x00000011 (CR\_PROP\_BASECRL) "Base CRL"

The client has requested a particular base [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939). If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) implements the CRL table, then it MUST return the value of the CRL\_Raw\_CRL datum from the following row:

* The value of the Base\_Or\_Delta column is equal to Base.
* The value of the CRL\_Name\_Id is equal to the value of the PropIndex parameter.
* The value of the Publish\_Date column is the newest among the rows that meet the preceding criteria.

Otherwise, the CA MUST return an empty [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. The CA MUST return the base CRL in X.509 format, as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592). The CA MUST return the value through a CERTTRANSBLOB (section 2.2.2.2) structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in section [2.2.2.2.4](#Section_b38b09e8ae1b4e55ab894f466732609b).

PropID = 0x00000012 (CR\_PROP\_DELTACRL) "Delta CRL"

The client has requested a particular delta [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939). If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) implements the CRL table, then it MUST return the value of the CRL\_Raw\_CRL datum from the following row:

* The value of the Base\_Or\_Delta column is equal to Delta.
* The value of the CRL\_Name\_Id is equal to the value of the PropIndex parameter.
* The value of the Publish\_Date column is the newest among the rows that meet the aforementioned criteria.

Otherwise, the CA MUST return an empty [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. The CA MUST return the delta CRL in X.509 format, as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592). The CA MUST return the delta CRL through a CERTTRANSBLOB (section 2.2.2.2) structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2.

PropID = 0x00000013 (CR\_PROP\_CACERTSTATE) "CA Signing Certificates State"

The client has requested the disposition status of all [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**signing certificates**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5).

If the server implements the Signing\_Cert Table, it MUST validate all the signing certificates stored in the Signing\_Cert\_Certificate column.

The server MUST return a byte array that contains the status. The value used MUST be one of the following.

| Value | Meaning |
| --- | --- |
| CA\_DISP\_INCOMPLETE (0x00) | The signing certificate is incomplete. |
| CA\_DISP\_ERROR (0x01) | The signing certificate is unavailable. |
| CA\_DISP\_REVOKED (0x02) | The signing certificate has been revoked. |
| CA\_DISP\_VALID (0x03) | The signing certificate is valid. |
| CA\_DISP\_INVALID (0x04) | The signing certificate has expired. |

The CA MUST return the byte array in a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. The first byte MUST identify the status of the signing certificate in row 1 of the Signing\_Cert table, and the second byte MUST identify the status of the signing certificate in the second row of the Signing\_Cert table. Subsequent bytes MUST repeat this pattern so that byte *n* MUST contain the disposition of the signing certificate in row *n*.

PropID = 0x00000014 (CR\_PROP\_CRLSTATE) "CA CRL State"

The client has requested the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) signing certificate status for all [**CRLs**](#gt_4f22841f-249b-42fb-a31a-5049c00be939).

The CA MUST do the following for each one of the rows in Signing\_Cert table:

* The CA MUST evaluate the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) status stored in the Signing\_Cert\_Certificate column by building its chain based on the specification defined in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414).
* If the [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) is revoked, the CA MUST return the status CA\_DISP\_REVOKED.
* If the certificate index (identified by the Signing\_Cert\_Certificate column) does not match the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) index, the CA MUST return the status CA\_DISP\_ERROR.
* If the certificate index (identified by Signing\_Cert\_Certificate column) matches the key index, the CA MUST return the status CA\_DISP\_VALID.

The CA MUST return a byte array that identifies whether a certificate has been used to publish a CRL. Each byte in the array MUST have one of the values in the following table.

| Value | Meaning |
| --- | --- |
| CA\_DISP\_ERROR (0x01) | This indexed signing certificate is not associated with the key used to generate the CRL. |
| CA\_DISP\_REVOKED (0x02) | This indexed signing certificate was revoked and its associated key MUST NOT be used to sign CRLs. |
| CA\_DISP\_VALID (0x03) | This indexed signing certificate is associated with the key used to sign the last CRL. |
| CA\_DISP\_INVALID (0x04) | The indexed signing certificate has expired and the associated key MUST NOT be used to sign CRLs. |

The CA MUST return the byte array in a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. The first byte MUST specify the status of the first signing certificate, and the second byte MUST specify the status of the second signing certificate. Subsequent bytes MUST repeat this pattern.

PropID = 0x00000015 (CR\_PROP\_CAPROPIDMAX) "Maximum Property ID"

The client has requested to know the maximum value for the *PropID* parameter. If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) implements the Config\_Max\_Property\_ID data, the CA MUST return the value of this data. Otherwise, the CA MUST return the value 0.

The CA MUST return the number through the **lPropIDMax** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The CA MUST return the CAINFO (section 2.2.2.4) through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.[<90>](#Appendix_A_90" \o "Product behavior note 90)

PropID = 0x00000016 (CR\_PROP\_DNSNAME) "CA Fully Qualified DNS"

The client has requested to know the [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the server that hosts the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). If the CA implements the Config\_FQDN data, then the CA MUST return the value of this data. Otherwise, the CA MUST return an empty string. The CA MUST return the FQDN as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000017 (CR\_PROP\_ROLESEPARATIONENABLED) "Role Separated Enabled"

The client requested to know whether the role separation feature is enabled on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

If the CA implements the Config\_CA\_Role\_Separation data, the CA must return a value listed in the following table.

| Stored value | CA MUST return |
| --- | --- |
| Role\_Separation\_Enabled | 1 |
| Role\_Separation\_Disabled | 0 |

If the CA does not implement this data, the CA MUST return a nonzero error code. The error code SHOULD be E\_INVALIDARG (0x80070057).[<91>](#Appendix_A_91" \o "Product behavior note 91)

The CA MUST return the value through the **lRoleSeparationEnabled** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The CA MUST return the CAINFO (section 2.2.2.4) through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000018 (CR\_PROP\_KRACERTUSEDCOUNT) "Count Of Required KRAs For Archival"

The client has requested to know how many [**KRAs**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) are required to be used when archiving a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

If the CA implements the Config\_CA\_KRA\_Cert\_Count data, then the CA MUST return the value of this data; otherwise, the CA MUST return 0.

The CA MUST return the count through the **cKRACertUsedCount** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The CA MUST return the CAINFO (section 2.2.2.4) through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.[<92>](#Appendix_A_92" \o "Product behavior note 92)

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000019 (CR\_PROP\_KRACERTCOUNT) "Count Of Registered KRAs"

The client has sent a request for the number of [**KRAs**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) registered and available for the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

If the CA implements the Config\_CA\_KRA\_Cert\_List datum, then the CA MUST return the count of items in this list; otherwise, the CA MUST return 0.

The CA MUST return the count through the **cKRACertCount** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The CA MUST return the CAINFO (section 2.2.2.4) through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. For more information, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177).

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x0000001A (CR\_PROP\_KRACERT) "KRA Certificate"

The client has requested a particular [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). The client MUST specify the required index for the certificate in the Config\_CA\_KRA\_Cert\_List through the *PropIndex* parameter. The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD retrieve the KRA certificate from the Config\_CA\_KRA\_Cert\_List list at the specified index. Otherwise, the CA MUST return an empty [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

The CA MUST return the KRA certificate in X.509 format, as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592). The CA MUST return the certificate through a CERTTRANSBLOB structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in section 2.2.2.2. If the index provided by the client is out of range for the Config\_CA\_KRA\_Cert\_List, the CA MUST return a nonzero error code. The error code SHOULD be 0x80070002 (ERROR\_FILE\_NOT\_FOUND).

PropID = 0x0000001B (CR\_PROP\_KRACERTSTATE) "KRA Certificates State"

The client has sent a request for the state of all registered [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) implements the Config\_CA\_KRA\_Cert\_List data, then the CA MUST return a byte array that contains the status for each of the KRAs in the Config\_CA\_KRA\_Cert\_List data. The value used MUST be one of the following.

| Value | Meaning |
| --- | --- |
| KRA\_DISP\_EXPIRED (0x00) | The certificate has expired. |
| KRA\_DISP\_NOTFOUND (0x01) | The certificate was not found. |
| KRA\_DISP\_REVOKED (0x02) | The certificate has been revoked. |
| KRA\_DISP\_VALID (0x03) | The certificate is valid. |
| KRA\_DISP\_NOTLOADED (0x04) | The certificate is not loaded. |
| KRA\_DISP\_INVALID (0x05) | The certificate is invalid. |
| KRA\_DISP\_UNTRUSTED (0x06) | The certificate is not [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6). |

The CA MUST return the byte array in a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. The first byte MUST identify the status for the first KRA certificate in the list, and the second byte MUST identify the same for the second KRA certificate. Subsequent bytes MUST repeat this pattern. For more information, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177).

If the CA does not implement the Config\_CA\_KRA\_Cert\_List data, the CA MUST return a non-zero error.

PropID = 0x0000001C (CR\_PROP\_ADVANCEDSERVER) "Advanced Server"

The client requested to know whether the operating system that hosts the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) is an advanced server. If the CA implements the Config\_SKU data, then it MUST inspect its value: If the value is Advanced\_SKU, the CA MUST return 1; if the value is Standard\_SKU or if the data is not implemented, the CA MUST return 0.

The CA MUST return this information through the **fAdvancedServer** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The CA MUST return the CAINFO (section 2.2.2.4) structure through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for the CERTTRANSBLOB (section 2.2.2.2) structure are specified in section 2.2.2.2.

PropID = 0x0000001D (CR\_PROP\_TEMPLATES) "Configured Certificate Templates"

The client requested to know the list of [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) that are configured for this [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

The server MUST return a string containing the list of templates supported by this CA, with one pair of name and string OID for each template and separated by new lines, as in the format that follows:

"name1\nOID1\nname2\OID2...\nnameN\nOIDN\n\0"

If the template does not have an associated OID (Win2k domain), there will be an empty string in its place.

PropID = 0x0000001E (CR\_PROP\_BASECRLPUBLISHSTATUS) "Base CRL Publishing Status"

The client requested the publishing status of a particular base [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939).

If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) does not implement the CRL\_Publish\_Flags column in the CRL table data, it MUST return 0. If the CA implements the CRL\_Publish\_Flags column, it MUST identify the publishing status by specifying a ULONG value that is a bitwise OR of the CPF\_BASE flag and one or more of the other values specified in the table in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.4.1 for the CRL\_Publish\_Flags element, except for the CPF\_DELTA flag, which is never set for this call.

The CA MUST return the publishing status in a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. The **pb** member of the structure MUST point to a ULONG in [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format that contains the publishing status as defined earlier. The **cb** member MUST contain the length of a ULONG.

PropID = 0x0000001F (CR\_PROP\_DELTACRLPUBLISHSTATUS) "Delta CRL Publishing State"

The client requested the publishing status of a particular delta [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939).

If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) does not implement the CRL\_Publish\_Flags column or has not published any Delta CRLs, it MUST return a non-zero error.

If the CA implements the CRL\_Publish\_Flags column, it MUST identify the publishing status by using a ULONG value that is a bitwise OR of the CPF\_DELTA flag and one or more of the other values that are specified in the table in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.4.1 for the CRL\_Publish\_Flags element, except for the CPF\_BASE flag, which is never set for this call.

The CA MUST return the publishing status in a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure. The pb member of the structure MUST point to a ULONG in a [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format that contains the publishing status as defined earlier. The cb member MUST contain the length of a ULONG.

The [**revocation**](#gt_caac8fa2-5e21-43b9-a3fe-be0819b906bf) process is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414).

PropID = 0x00000020 (CR\_PROP\_CASIGCERTCRLCHAIN) "CA Signing Certificate Chain and CRL"

The client has requested a particular [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5), its complete chain, and all relevant [**CRLs**](#gt_4f22841f-249b-42fb-a31a-5049c00be939). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST retrieve the CA [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) from the Signing\_Cert\_Certificate column in the row indexed by the value of the *PropIndex* parameter. The CA MUST return the chain of this certificate and all associated CRLs in a [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) format, as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592). The CA MUST return the certificate chain through a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure (as specified in section [2.2.2.2.3](#Section_8d8693ad39f9464f922526c7e754e3cf)).

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000021 (CR\_PROP\_CAXCHGCERTCRLCHAIN) "CA Exchange Certificate Chain and CRL"

The client has requested the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190), its complete chain, and all relevant [**CRLs**](#gt_4f22841f-249b-42fb-a31a-5049c00be939). The CA MUST follow these processing rules to process a client's request:

1. If the *PropIndex* parameter is not equal to 0x0 or 0xFFFFFFFF, return the E\_INVALIDARG (0x80070057) error to the client.
2. Validate that the Current\_CA\_Exchange\_Cert datum contains a current, valid CA exchange certificate by executing steps 2 and 3 in section [3.2.1.4.3.2.15](#Section_585d93594bc5471fbba72d9a336debdc).
3. Construct a signed [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) message with the following fields:
   * ContentType: szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData).
   * Content: SignedData (as specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) section 5.1) with the following requirements:
     + version: See [RFC3852] section 5.1.
     + digestAlgorithms: Same digest algorithm as was used to sign current CA's [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) stored in Signing\_Cert\_Certificate datum.
     + encapContentInfo: EncapsulatedContentInfo structure (as specified in [RFC3852] section 5.2) with the eContentType set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1) and the eContent field set to the CA's exchange certificate from the Current\_CA\_Exchange\_Cert datum.
     + certificates: Contains the CA's certificate stored in the Signing\_Cert\_Certificate datum and its parent certificates excluding the [**root certificate**](#gt_d53eb61f-6648-40df-b29a-f51520a9db40). To obtain parent certificates, the CA SHOULD use Authority Information Access (AIA) extension of its certificate and its parent certificates. The AIA extension is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.2.1.
     + crls: Contains all current CRLs and delta CRLs for the CAs whose certificates were added to the **certificates** field. For each certificate in the **certificates** field, the CA SHOULD retrieve the CRL using the processing rules in section [3.2.1.4.1.3](#Section_84a340c85f55427eb5766f01f2123f54) by setting the *ParameterCertificate* to be equal to the current certificate.
     + signerInfos: Not used.
4. Return the CMS message through a CERTTRANSBLOB structure (as specified in section [2.2.2.2](#Section_d6bee093d86241228f2b7b49102097dc)). Marshaling rules for CERTTRANSBLOB are specified in section [2.2.2.2.4](#Section_b38b09e8ae1b4e55ab894f466732609b).

PropID = 0x00000022 (CR\_PROP\_CACERTSTATUSCODE) "CA Signing Certificate Status"

The client has requested the status of a particular [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5). If the PropIndex value of the request is (-1), the client has requested the status of the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that has the highest index in the Signing\_Cert\_Certificate column.

If the CA implements the Signing\_Cert\_Certificate column, it MUST validate the status of the requested signing certificate that is pointed to by the *PropIndex* parameter. It MUST also return an HRESULT value that identifies the status of the signing certificate. Otherwise, it MUST return an empty [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc).

If the certificate validation succeeded, the property value SHOULD be S\_OK. If the certificate validation failed, the returned HRESULT value SHOULD indicate the error. Certificate validation SHOULD follow the requirements as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414).

The CA MUST return the status in a CERTTRANSBLOB structure. The pb member of the structure MUST point to the returned HRESULT value in [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format. The cb member MUST contain the length of a LONG.

Possible values include but are not limited to those in the following table. Other common error codes are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90).

| Value | Meaning | Section in RFC 3280 |
| --- | --- | --- |
| CRYPT\_E\_REVOCATION\_OFFLINE  (0x80092013)\_ | The [**revocation**](#gt_caac8fa2-5e21-43b9-a3fe-be0819b906bf) status cannot be checked because the revocation server is offline. | An operational error occurred as specified in sections 3.3, 5.3.1, and 9. |
| CERT\_E\_EXPIRED  (0x800B0101) | A required certificate is not within its validity period. | A time validity check failed as specified in section 4.1.2.5. |
| CERT\_E\_REVOKED  (0x800B010C) | A certificate was explicitly revoked by its issuer. | Revocation of certificates by a CA are uniquely tracked as specified in section 5.1.2.6. |
| CERT\_E\_CHAINING  (0x800B010B) | A certificate chain cannot be built to a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) root authority. | An error occurred while building name chaining, as specified in sections 4.1.2.4 and 6. |
| CERT\_E\_UNTRUSTEDROOT  (0x800B010A) | A certificate chain was processed but terminated in a [**root certificate**](#gt_d53eb61f-6648-40df-b29a-f51520a9db40), which is not trusted by the trust provider. | An invalid path validation results in this error as specified in section 6.2. |
| CRYPT\_E\_NO\_REVOCATION\_DLL  (0x80092011) | No DLL or exported function was found to verify revocation. | An operational error occurred as specified in sections 3.3, 5.3.1, and 9. Specifically, this error code is included to indicate that the revocation library is missing. |
| CRYPT\_E\_NO\_REVOCATION\_CHECK  (0x80092012) | The revocation status for the certificate cannot be verified. | An operational error occurred as specified in sections 3.3, 5.3.1, and 9. |

PropID = 0x00000023 (CR\_PROP\_CAFORWARDCROSSCERT) "CA Forward Cross Certificate"

The client has requested a particular [**forward cross certificate**](#gt_e05fdeb3-48dd-4be9-afa4-36d5dd196301). The client MUST specify the required index through the *PropIndex* parameter.

If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) is a [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4), the CA MUST return a non-zero error.

If the server implements the Signing\_Forward\_Cross\_Certificate column, it MUST return the value of this column in the row identified by the value of the *PropIndex* parameter. The CA MUST return the forward cross certificate in X.509 format (as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592)) marshaled in a CERTTRANSBLOB structure (as specified in section [2.2.2.2.2](#Section_213be3a07895446aad9e6847447ff295)).

If there is no value stored in the table (see section [3.2.1.1](#Section_a9f2c928fe9b4d18a3acb6c910337ab6)), the CA MUST return a non-zero error.

If the index provided by the client is out of range as defined in the table in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e), the CA MUST return a nonzero error code.

If the server does not implement the Signing\_Forward\_Cross\_Certificate column, the server MUST return an empty CERTTRANSBLOB (as specified in section [2.2.2.2](#Section_d6bee093d86241228f2b7b49102097dc)). Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000024 (CR\_PROP\_CABACKWARDCROSSCERT) "CA Backward Cross Certificate"

The client has requested a particular [**backward cross certificate**](#gt_86044e30-0ee9-4c80-b3e4-a537619f7c4d). The client MUST specify the required index through the *PropIndex* parameter.

If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) is a [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4), the CA MUST return a non-zero error code.

If the server implements the Signing\_Backward\_Cross\_Certificate column, it MUST return the value of this column in the row that is identified by the value of the *PropIndex* parameter. The CA MUST return the backward cross certificate in the X.509 format (as specified in [[X660]](https://go.microsoft.com/fwlink/?LinkId=90592)) marshaled in a CERTTRANSBLOB structure (as specified in section [2.2.2.2.2](#Section_213be3a07895446aad9e6847447ff295)).

If there is no value stored in the table (see section [3.2.1.1](#Section_a9f2c928fe9b4d18a3acb6c910337ab6)), the CA MUST return a non-zero error.

If the index provided by the client is out of range as defined in the table in section [3.2.1.4.3.2](#Section_7C715F9FDB5041C3ABFC0021C6390D4E), the CA MUST return a non-zero error.

If the server does not implement the Signing\_Backward\_Cross\_Certificate column, the server MUST return an empty [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc). Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000025 (CR\_PROP\_CAFORWARDCROSSCERTSTATE) "CA Forward Cross Certificate State"

The client requested the state of all [**forward cross certificates**](#gt_86044e30-0ee9-4c80-b3e4-a537619f7c4d). If the server implements the Signing\_Forward\_Cross\_Certificate column, it MUST return a byte array that MUST contain the status for each one of the forward cross certificates. Otherwise, the server MUST return an empty [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

The disposition's value SHOULD be one of the following.

| Value | Meaning |
| --- | --- |
| CA\_DISP\_INCOMPLETE (0x00) | The [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) is incomplete. |
| CA\_DISP\_ERROR (0x01) | The certificate is unavailable. |
| CA\_DISP\_REVOKED (0x02) | The certificate has been revoked. |
| CA\_DISP\_VALID (0x03) | The certificate is valid. |
| CA\_DISP\_INVALID (0x04) | The certificate has expired. |

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return the byte array in a CERTTRANSBLOB (section 2.2.2.2) structure. The first byte MUST identify the status for the first [**forward cross certificate**](#gt_e05fdeb3-48dd-4be9-afa4-36d5dd196301), and the second byte MUST identify the same for the second forward cross certificate. Subsequent bytes MUST repeat this pattern.

The content of the byte array returned in the CERTTRANSBLOB (section 2.2.2.2) structure is best explained by an example. Assume that the client has renewed its CA certificates in the following manner.

CA certificate 0 contains the original [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b).

CA certificate 1 is created by renewing CA certificate 0 with a new key.

CA certificate 2 is created by renewing CA certificate 1 with the key used to create CA certificate 1. A new key is not used.

CA certificate 3 is created by renewing CA certificate 2 with a new key.

Two forward cross certificates exist, the first from certificate 0 to 1 and the second from certificate 2 to 3. The following table identifies the values of the byte array returned by this property.

| Byte | Value | Meaning |
| --- | --- | --- |
| 0 | Any | Contains the status of the forward cross certificate from CA certificate 0 to CA certificate 1. This can be any value from the preceding disposition table. |
| 1 | 0x01 | Because the CA was renewed by using the same key, there is no forward cross certificate, and the status is unavailable. |
| 2 | Any | Contains the status of the forward cross certificate from CA certificate 2 to CA certificate 3. This can be any value from the preceding disposition table. |
| 3 | 0x01 | The last CA certificate cannot have a forward cross certificate. |

PropID = 0x00000026 (CR\_PROP\_CABACKWARDCROSSCERTSTATE) "CA Backward Cross Certificate State"

The client requested the state of all [**backward cross certificates**](#gt_86044e30-0ee9-4c80-b3e4-a537619f7c4d). If the server implements the Signing\_Backward\_Cross\_Certificate column, it MUST return a byte array that contains the status for each of the backward cross certificates. Otherwise, the server MUST return an empty [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

The possible disposition's values SHOULD be a set of values in the following table.

| Value | Meaning |
| --- | --- |
| CA\_DISP\_INCOMPLETE (0x00) | The [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) is incomplete. |
| CA\_DISP\_ERROR (0x01) | The certificate is unavailable. |
| CA\_DISP\_REVOKED (0x02) | The certificate has been revoked. |
| CA\_DISP\_VALID (0x03) | The certificate is valid. |
| CA\_DISP\_INVALID (0x04) | The certificate has expired. |

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return the byte array in a CERTTRANSBLOB structure. The first byte MUST identify the status for the first backward cross certificate, and the second byte MUST identify the same for the second backward cross certificate. Subsequent bytes MUST repeat this pattern.

PropID = 0x00000027 (CR\_PROP\_CACERTVERSION) "CA Signing Certificates Revisions"

The client has requested the revisions on the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5). If the server implements the Signing\_Cert table, it MUST return a ULONG array that identifies the revisions to its signing certificates as specified as follows. Otherwise, the server MUST return an empty CERTTRANSBLOB structure.

The CA MUST return the array in a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure. Each ULONG value in the returned array MUST contain version information for a signing certificate in [**little-endian**](#gt_079478cb-f4c5-4ce5-b72b-2144da5d2ce7) format. The upper 16 bits MUST contain a zero-based [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) index, and the lower 16 MUST contain a zero-based [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) index.

Example: The CA has renewed its certificates in the following manner:

* Certificate\_0 contains the original key.
* Certificate\_1 is created by renewing Certificate\_0 with a new key.
* Certificate\_2 is created by renewing Certificate\_1 with the key used to create Certificate\_1.
* Certificate\_3 is created by renewing Certificate\_2 with the key used to create Certificate\_1.
* Certificate\_4 is created by renewing Certificate\_3 with the key used to create Certificate\_1.
* Certificate\_5 is created by renewing Certificate\_4 with a new key.
* Certificate\_6 is created by renewing Certificate\_5 with the key used to create Certificate\_5.
* Certificate\_7 is created by renewing Certificate\_6 with the key used to create Certificate\_5.
* Certificate\_8 is created by renewing Certificate\_7 with a new key.

This renewal pattern leads to the following ULONG array.

| Index | ULONG | Key index | Certificate index |
| --- | --- | --- | --- |
| 0 | 0x00000000 | 0000 | 0000 |
| 1 | 0x00010001 | 0001 | 0001 |
| 2 | 0x00010002 | 0001 | 0002 |
| 3 | 0x00010003 | 0001 | 0003 |
| 4 | 0x00010004 | 0001 | 0004 |
| 5 | 0x00050005 | 0005 | 0005 |
| 6 | 0x00050006 | 0005 | 0006 |
| 7 | 0x00050007 | 0005 | 0007 |
| 8 | 0x00080008 | 0008 | 0008 |

PropID = 0x00000028 (CR\_PROP\_SANITIZEDCASHORTNAME) "CA Sanitized Short Name"

The client has requested the [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) in the short sanitized form.

The CA MUST return the short sanitized form of the common name for the CA (cn field of the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5)) as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string, through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID = 0x00000029 (CR\_PROP\_CERTCDPURLS) "CRL Distribution Points"

The client has requested the list of [**CRL**](#gt_4f22841f-249b-42fb-a31a-5049c00be939) distribution points (CDPs), as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.14, for a particular [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). The client MUST specify the required CA certificate through the *PropIndex* parameter.

If the CA does not implement the Config\_CA\_CDP\_Include\_In\_Cert column, the CA SHOULD return an empty string. If the CA implements the Config\_CA\_CDP\_Include\_In\_Cert column, the CA MUST construct a string that has a format of "String1\nString2\n" by using the strings that are stored in the CDP data.[<93>](#Appendix_A_93" \o "Product behavior note 93)

The CA MUST return the string as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.

PropID = 0x0000002A (CR\_PROP\_CERTAIAURLS) "Authority Information Access"

The client has requested the authority information access (AIA) list for a particular [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). (AIA is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.2.1.) The client MUST specify the required CA certificate through the *PropIndex* parameter.

If the CA does not implement the Config\_CA\_AIA\_Include\_In\_Cert column, the CA MUST return an empty string. If the CA implements the AIA column, the CA SHOULD construct a string that has a format of "String1\nString2\n" by using the strings stored in the AIA data.[<94>](#Appendix_A_94" \o "Product behavior note 94)

PropID = 0x0000002B (CR\_PROP\_CERTAIAOCSPRLS) "OCSP URLs"

The client has requested the list of Online Certificate Status Protocol (OCSP) URLs, as specified in [[RFC2560]](https://go.microsoft.com/fwlink/?LinkId=90369) section 4.2.2.2.1. OCSP URLs are configured for a particular [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). The client MUST specify the required CA certificate through the *PropIndex* parameter.

If the CA does not implement the Config\_CA\_OCSP\_Include\_In\_Cert column, the CA MUST return an empty string. If the CA implements the OCSP column, the CA MUST construct a string that has a format of "String1\nString2\n" by using the strings that are stored in OCSP data.

The CA MUST return the list as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string through a [CERTTRANSBLOB (section 2.2.2.2)](#Section_d6bee093d86241228f2b7b49102097dc) structure.[<95>](#Appendix_A_95" \o "Product behavior note 95)

PropID = 0x0000002C (CR\_PROP\_LOCALENAME) "CA Locale Name"

The client has request the locale of the CA. The CA SHOULD return its locale in the "Language-Region" format as specified in the [[RFC4646]](https://go.microsoft.com/fwlink/?LinkId=123591). The CA MUST return it as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string, through a CERTTRANSBLOB (section [2.2.2.2](#Section_d6bee093d86241228f2b7b49102097dc)) structure.[<96>](#Appendix_A_96" \o "Product behavior note 96)

PropID = 0x0000002D (CR\_PROP\_SUBJECTTEMPLATE\_OIDS) "Subject Template"

The client has requested the **CR\_PROP\_SUBJECTTEMPLATE\_OIDS** property from the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) to order the RelativeDistinguishedName ([[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414)) in the subject. If the CA does not implement **Config\_CA\_DN\_Order\_String**, then CA MUST return an empty string. If the CA implements **Config\_CA\_DN\_Order\_String**, the CA MUST construct a string that has a format of "String1\nString2\n" by converting the strings that are stored in **Config\_CA\_DN\_Order\_String** into their respective [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.4) in string representation.

The CA MUST return the string as a Unicode string through a **CERTTRANSBLOB** (section [2.2.2.2](#Section_d6bee093d86241228f2b7b49102097dc)) structure.[<97>](#Appendix_A_97" \o "Product behavior note 97)

###### ICertRequestD2::GetCAPropertyInfo (Opnum 8)

The GetCAPropertyInfo method retrieves a set of property structures from the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The list of properties is specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e).

1. HRESULT GetCAPropertyInfo(
2. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAuthority,
3. [out] long\* pcProperty,
4. [out, ref] CERTTRANSBLOB\* pctbPropInfo
5. );

**pwszAuthority:** Contains the name of the CA.

**pcProperty:** An integer value that contains the number of property structures returned.

**pctbPropInfo:** A [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure that contains zero or more [CATRANSPROP](#Section_8116912a59e6484983dd77b39b6370e0) structures. For more information about the CERTTRANSBLOB and CATRANSPROP structures, see Common Structures.

**Return Values:**  For successful invocation, the CA MUST return 0. Otherwise, the CA MUST return a nonzero value.

The processing rules for this method are as follows.

If Config\_CA\_Interface\_Flags contains the value IF\_NOREMOTEICERTREQUEST, the server SHOULD return 0x80094011 (CERTSRV\_E\_ENROLL\_DENIED) to the client. [<98>](#Appendix_A_98" \o "Product behavior note 98)

If Config\_CA\_Interface\_Flags contains the value IF\_ENFORCEENCRYPTICERTREQUEST and the RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY authentication level, as defined in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.8, is not specified on the RPC connection from the client, the CA MUST refuse to establish a connection with the client by returning a nonzero error.

When the CA receives this invocation, it MUST verify the CA name that is passed in *pwszAuthority* by invoking the processing rules in section [3.2.1.4.2.1.1](#Section_a7fdfc72b1e0488293da9aefdf468b83) with the *CANameString* input parameter set to the CA name passed in the *pwszAuthority* parameter and the *EmptyNameAllowed* input parameter set to false. If false is returned, the CA MUST return the E\_INVALIDARG (0x80070057) error code to the client.

If the CA name validation succeeded, the CA MUST return success (0), MUST construct the returned CA properties information in the *pctbPropInfo* field (as specified in section [2.2.2.3.1](#Section_bc294d60efe8447ca7a0ee2e0952c214)), and MUST return the number of CA properties in the *pcProperty* parameter.

###### ICertRequestD2::Ping2 (Opnum 9)

The Ping2 method pings the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

1. HRESULT Ping2(
2. [in, string, unique, range(1, 1536)] wchar\_t const \* pwszAuthority
3. );

**pwszAuthority:** Contains the name of the CA.

**Return Values:** For successful invocation, the CA MUST return 0; otherwise, the CA MUST return a nonzero value.

The processing rules for this request MUST be the same as those specified in section [3.2.1.4.2.3](#Section_d01c6184610d4592b61ce4af8125bb1b).

#### Timer Events

None.

#### Other Local Events

None.

### Server Mode: Enterprise CA

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) is an implementation of the server mode specified in section [3.2.1](#Section_71172c89ef3a4381ba7999db9093065f) with a different implementation for its [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) implementation. The CA policy algorithm of this server mode uses the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) data structure as specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) for its [**certificate issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) policies. Note that unless specified otherwise in the following sections, this server mode is compliant with the specifications documented in 3.2.1.

#### Interaction with Active Directory

This section provides a recommendation for the [**Enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754) on how to access [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). Server implementations can use an alternative method to read or write the information to the Active Directory that is required for the server processing rules in [3.2.2](#Section_018cc36c70d441aeacab529011551c0c).

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD use [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) search and modify operations, as specified in [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) sections 4.5 and 4.6, to read and write to the Active Directory. The profile of LDAP as implemented by the Active Directory servers ([**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd)) as described in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.3.

##### Search Requests for Reading Objects under Enrollment Services or Certificate Templates Container

This type of search request is used to read objects under [Enrollment Services Container (section 2.2.2.11.2)](#Section_3ec073ec9b914bee964e56f22a93a28c) or [Certificate Templates Container (section 2.2.2.11.1)](#Section_9279abb23dfa4631845c43c187ac4b44) from the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

**Input Parameters:**

**InputContainer:** Determines which [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) is being queried. The possible values are Enrollment Services Container and Certificate Templates Container.

**Output Parameters:**

**CertificateTemplatesandEnrollmentServicesObjects:** The set of objects under Enrollment Services Container or Certificate Templates Container in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**Processing Rules:**

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform the processing rules in section [3.2.2.1.1.1](#Section_81883f19c04b4b659894de06e16cbc70).

In the following sections, the following local variable is used:

**ActiveDirectory\_Connection:** An ADConnection handle. For more information, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2.

**ContainerDistinguishedName:** A [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b).

###### Search Requests

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform search requests demonstrated in the following figure.
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Figure 3: Retrieving ADConnection handle for reading objects under certificate templates and enrollment services containers

The preceding figure describes the algorithm used for retrieving an **ADConnection** handle for reading objects under [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) and enrollment services [**containers**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56).

The following steps describe the flow of the preceding figure:

1. If the **CertificateTemplatesAndEnrollmentServices\_AD\_Connection** ADM element is NULL:
   1. Invoke the "Initialize ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.1) to construct an **ADConnection** with the following parameters:
      * *TaskInputTargetName*: NULL
      * *TaskInputPortNumber*: If the value of the Config\_CA\_LDAP\_Flags datum has 0x0000001 (LDAPF\_SSLENABLE) bit set, use port 636. Otherwise, use port 389.

Store the returned **ADConnection** handle in the **ActiveDirectory\_Connection** variable.

* 1. Perform a bind request as specified in section [3.2.2.1.1.2](#Section_1c72dacc868c495d91ef4508df152545). Store the returned **ADConnection** handle in the **CertificateTemplatesAndEnrollmentServices\_AD\_Connection** ADM element.

1. Obtain the [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) for the [Certificate Templates Container (section 2.2.2.11.1)](#Section_9279abb23dfa4631845c43c187ac4b44) or [Enrollment Services Container (section 2.2.2.11.2)](#Section_3ec073ec9b914bee964e56f22a93a28c) as specified in the following steps:
   1. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
      * *TaskInputADConnection*: **CertificateTemplatesAndEnrollmentServices\_AD\_Connection**
      * *TaskInputRequestMessage*: [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) SearchRequest message (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1) as follows:
        + baseObject: distinguished name of the rootDSE object, as specified in [MS-ADTS] section 3.1.1.3.2.1
        + scope: baseObject
        + filter: (objectCategory=\*)
        + attributes: The CA SHOULD use the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):
          - **configurationNamingContext**
          - **defaultNamingContext**
        + sizeLimit: 10000
        + timeLimit: 120
        + derefAliases: neverDerefAliases
        + typesOnly: FALSE
      * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.
   2. If the *TaskReturnStatus* returned in the previous step is not 0, go to step 4.
   3. If **InputContainer** is equal to Certificate Templates Container, set **ContainerDistinguishedName** equal to the concatenation of "CN=Certificate Templates,CN=Public Key Services,CN=Services, CN=Configuration" path and the value for **configurationNamingContext** attribute from step 2.1.

If **InputContainer** is equal to Enrollment Services Container, set **ContainerDistinguishedName** equal to the concatenation of "CN=Enrollment Services,CN=Public Key Services,CN=Services, CN=Configuration" path and the value for **configurationNamingContext** attribute from step 2.1.

1. Read all objects under the Certificate Templates Container or Enrollment Services Container as follows: Repeat step 2.1 with the following modifications:
   * baseObject: **ContainerDistinguishedName**
   * scope: wholeSubtree
   * filter: The CA SHOULD use the following filters:
     + If **InputContainer** is equal to Certificate Templates Container: (objectCategory=pKICertificateTemplate).
     + If **InputContainer** is equal to Enrollment Services Container: (&(objectCategory=pKIEnrollmentServce)(cn=SomeCA)), where SomeCA is a [**sanitized name**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8), as specified in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c), of the CA.
   * attributes: The CA SHOULD use the following attributes:
     + If **InputContainer** is equal to Certificate Templates Container:
       - cn
       - flags
       - ntSecurityDescriptor
       - revision
       - pKICriticalExtensions
       - pKIDefaultCSPs
       - pKIDefaultKeySpec
       - pKIEnrollmentAccess
       - pKIExpirationPeriod
       - pKIExtendedKeyUsage
       - pKIKeyUsage
       - pKIMaxIssuingDepth
       - pKIOverlapPeriod
       - msPKI-Template-Schema-Version
       - msPKI-Template-Minor-Revision
       - msPKI-RA-Signature
       - msPKI-Minimal-Key-Size
       - msPKI-Cert-Template-OID
       - msPKI-Supersede-Templates
       - msPKI-RA-Policies
       - msPKI-RA-Application-Policies
       - msPKI-Certificate-Policy
       - msPKI-Certificate-Application-Policy
       - msPKI-Enrollment-Flag
       - msPKI-Private-Key-Flag
       - msPKI-Certificate-Name-Flag
     + If **InputContainer** is equal to Enrollment Services Container:
       - certificateTemplates
       - cn
       - displayName
       - dNSHostName
   * controls: Sequence of two Control structures, as follows:
     + Control
       - controlType: LDAP\_SERVER\_SD\_FLAGS\_OID\_W (see [MS-ADTS] section 3.1.1.3.4.1.11)
       - criticality: TRUE
       - controlValue:

Flags: DACL\_SECURITY\_INFORMATION | OWNER\_SECURITY\_INFORMATION | GROUP\_SECURITY\_INFORMATION

* + - Control
      * controlType: LDAP\_SERVER\_PERMISSIVE\_MODIFY\_OID\_W (see [MS-ADTS] section 3.1.1.3.4.1.8)
      * criticality: FALSE
  + *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search. Set **CertificateTemplatesandEnrollmentServicesObjects** equal to *TaskOutputResultMessage*

1. If the *TaskReturnStatus* returned in step 2 is not 0, then,
   1. Invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set to **CertificateTemplatesAndEnrollmentServices\_AD\_Connection**.
   2. Repeat step 1.1
   3. Perform steps 1 and 2 in section 3.2.2.1.1.2 with the exception that in step 1, use the following parameters:
      * *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS
      * *TaskInputOptionValue*: Bitwise OR of the bits A, D, and R, as defined in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1.

If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:

* + - **InputReturnStatus**: *TaskReturnStatus*
    - **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit.

* 1. Repeat step 3. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [MS-ERREF] section 2.1) by performing the processing rules in section 3.2.2.1.7 with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit.

###### Bind Requests

Bind requests are used to connect and to authenticate the user to an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform bind requests as follows:

1. Invoke the "Setting an LDAP Option on an ADConnection" task (see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.2) once for each of the pairs of option and value parameters in the following table. For each of these, the *TaskInputADConnection* parameter is the **ActiveDirectory\_Connection**.

| TaskInputOptionName | TaskInputOptionValue |
| --- | --- |
| LDAP\_OPT\_GETDSNAME\_FLAGS | Bitwise OR of the bits J and R, as defined in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1. |
| LDAP\_OPT\_REFFERALS | If the **Config\_AD\_Connection\_Referral** ADM element is FALSE, set to FALSE. |
| LDAP\_OPT\_PROTOCOL\_VERSION | 0 |
| LDAP\_OPT\_TCP\_KEEPALIVE | TRUE |
| LDAP\_OPT\_AUTO\_RECONNECT | TRUE |

1. If the value of the Config\_CA\_LDAP\_Flags datum does not have the 0x0000002 (LDAPF\_SIGNDISABLE) bit set and:
   * If after invoking the processing rules that are specified in section [3.2.2.1.6](#Section_04c7b67f988444feb5cc103ac2ef39a3) with input parameter **InputADConnectionHandle** set equal to **ActiveDirectory\_Connection**, the returned value is TRUE (that is, [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) supports signing) set LDAP\_OPT\_SIGN to TRUE.
   * Else, if the Config\_CA\_LDAP\_Flags datum does not have the 0x0000001 (LDAPF\_SSLENABLE) bit set, return 0x80094013 (CERTSRV\_E\_DOWNLEVEL\_DC\_SSL\_OR\_UPGRADE) to the client and exit.
2. Invoke the "Performing an LDAP Bind on an ADConnection" task (see [MS-ADTS] section 7.6.1.4) with the following parameter:

*TaskInputADConnection*: **ActiveDirectory\_Connection**

1. If the *TaskReturnStatus* returned is not 0:
   * Repeat step 1 with the following modification:
     + *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS
     + *TaskInputOptionValue*: Bitwise OR of the bits A, J, and R, as defined in [MS-NRPC] section 3.5.4.3.1.
   * Repeat step 3.
   * If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

##### Search Requests for Querying End Entity Object Attributes

This type of search request is used to read [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) from user or computer object from the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9).

**Input Parameters:**

**EndEntityDistinguishedName:** The [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the user or computer object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**Output Parameters:**

**EndEntityAttributes:** The set of values of the user object attributes in Active Directory.

**Processing Rules:**

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform the processing rules in section [3.2.2.1.2.1](#Section_ec4ada6646524f7b8f2813df189cb146).

In the following sections, the following local variable is used:

**ActiveDirectory\_Connection:** An **ADConnection** handle. For more information, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2.

###### Search Requests

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform search requests demonstrated in the following figure.

![Retrieving an ADConnection handle for reading user or computer object.](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAkUAAAJ/CAYAAAB2n6cKAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAAEB0AABAiAYlnfn8AAHHxSURBVHhe7Z0tuBxF3rcjVkSsQKyIQCAQEY9ArEAgVkYgMCsiECsegXgFAoFAIlYgXoFYsSIiFoFAvGJlJDICgYxERGDPm3tyfss/dbrn9PT0TH/d93XVNf1RVf1VXXVPVU/PgxsRERERuVGKRERERN6gFImIiIi8QSkSkUXy7Nmzm3/84x+H8O2339788ssvh+WvX78+hDGck1ZEto9SJCKL46uvvrr57LPPbv7zn//c/Pzzz/+dBwSJMIZz0orI9lGKRGRxfPjhhwcZaqGXBzkiIDdIE8uYZhny9OOPP97GfitBrP/+++8PoU0rIlJRikRkcXzyySeHYbMMmVUQHwLShPAQB+FhHtFBqJKOafJCgojTphURqShFIrI4Xr16dZAipCZikx4gBIfQguikNyjrSVvlpy+tiAgoRSKyeJAdBAdasUGWWEcPEMvzYDYkTWjTiohUlCIRWQUIDj1IrdjQM8Qv1UJdrxSJyCkoRSKyONLzk+eE8tN8QIAYTmMdzw4hOYgR80yTtk+K2rQiIhWlSEQWR2QHEUKOak8QMJzG+vyCLGJEPJbV5S1tWhGRoBSJiIiIvEEpEhEREXmDUiQiIiLyBqVIRERE5A1KkYiIiMgblCIRWSU//PDDzeeff37z0UcfvRP+/ve/3zx//vzm999/v40pIjIMpUhEVgOi889//vPm4cOHN3/+859vHjx40BlYRxx+zv/bb7/dphYROY5SJCKr4OXLlzfvv//+QXa6RKgrEPcvf/nLzYsXL25zERHpRykSkcXDSxmRmy7xGRJIy0sbRUSOoRSJyKLhzdPvvfdep+ycEsijfTO2iEhFKRKRxfLrr7/ePHr0qFNyxgTEiP89ExHpQikSkcXyt7/9rVNuzgkffPDBbe4iIu+iFInIIplq2KwN/DLtX//61+1WRET+QCkSkUXy5MmTTqmZIjx+/Ph2KyIif6AUicji4H1Ep/z0/tRAbxHPK4mIVJQiEVkcvFfoEkNnCUgRb70WEakoRSKyOPgLj2NvrD43/OlPf7r57rvvbrcmIvIWpUhEFgcvWrzk8Bnhm2++ud2aiMhblCIRWRwMbV26p+jbb7+93ZqIyFuUIhFZHJf6OX4CwvXvf//7dmsiIm9RikRkcfDP9vTmdAnNFAEp8s3WItKiFInIIvnoo486hWaKwB/Eioi0KEUiskgY3rrEc0U8wP3VV1/dbkVE5A+UIhFZLPxPWZfYnBN4VomXQ4qItChFIrJYeOCaoa4uuRkTEKJnz57d5i4i8i5KkYgsGn46P8UwGsNm//jHP25zFRG5i1IkIovn6dOnZ/1EH6n69NNPb3MTEelGKRKRVcCw1xgxIo0vahSRIShFIrIaXr58efO3v/1t0HAaMsTP+vlzWRGRIShFIrI6ePHiF198cfPo0aM7MsSD2Z9//vnhIW0RkVNQikRk9fDnrv7Bq4ici1IkIqtHKRKRKVCKRGT1KEUiMgVKkYisHqVIRKZAKRKR1aMUicgUKEUisnqUIhGZAqVIRFaPUiQiU6AUicjqUYpEZAqUIhFZPUqRiEyBUiQiq0cpEpEpUIpEZPUoRSIyBUqRiKwepUhEpkApEpHVoxSJyBQoRSKyepQiEZkCpUhEVsdvv/1285///Oe/4fPPPz+EuuzVq1e3sUVEhqEUicjqQIoePnx48+DBg97w8uXL29giIsNQikRklTx58qRThgiPHz++jSUiMhylSERWyb///e9OISL4fJGIjEEpEpFVcmwIzaEzERmDUiQiq6VrCM2hMxEZi1IkIqulawjNoTMRGYtSJCKrpWsIzaEzERmLUiQiq6YOoTl0JiLnoBSJyKqpQ2gOnYnIOShFIrJq6hCaQ2cicg5KkYisHobQHDoTkXNRikRk9TCE5tCZiJyLUiQiqwcp+vrrr2/nRETGoRSJyGp58eLFzccff3zz9OnTmy+//PIwhPbTTz/drhUROQ2lSERWx6tXrw4ihBAhRoEHrXm+iOBD1yJyKkqRiKyG33///ebbb7899Ag9f/78duld6C366KOPDkNq/DpNRGQISpGIrIIffvjhIENDRacK1Pfff3+7VESkH6VIRBbNzz//fPO3v/3t5rPPPrv59ddfb5cOh6G2L7744tBz9J///Od2qYjIXZQiEVkk9Abx8PRUMhO54lkkRElEpEUpEpHF8d1339188MEHh8+p4Vkk8ua9RgyxiYgEpUhEFgMPSPMMED1El3xAGhlCipCjYw9si8i+UIpEZHZ4VmiOn9LXn/YzvCYi+0YpEpHZoDeIX5PN/dJF3nXEs0s8kO3zRiL7RSkSkVngZ/LIED+bX8qzPUvcJxG5HkqRiFyVpffKLKX3SkSuj1IkIldhbc/vzPWck4jMh1IkIhdl7b/0utYv4kRkfpQiEbkYW3on0CXfnSQiy0ApEpHJYXiMYbKtvT06b9mm58i/DBHZHkqRiEwGApT/GeOB6q3CM0bn/B+biCwTpUhEzoahsT3+I/2p/9wvIstGKRKRs8iDyHsVgyqE//73v2+XisgaUYpEZBQMIeUn6w4hvR06/Mc//nF4lmrLQ4ciW0YpEpGTqA8b+3LDuyBEW3zIXGQPKEUiMhh/lj6cLb2OQGQvrEaK6J5/7733bh48eGDYaLChXS78/JxflPkCw9PIiyvpVeOhbNkGXMuuOsxwnfDw4cOLDVGvRoqolPkJrGwTHlDleQxZFnwZ4Wfn3Htr+GuOpeJ53BaILkHmgbbiUj9qUIpkEShFy4LeoPwpqj0c05Eet6X+Ga4MQymaF6XoDUrRtlGKlgPPwiBD/MzcZ2EuA+9y4hw7ZLxOlKJ5UYreoBRtG6VofvzV1HXxV3zrRSmaF6XoDUrRtlGK5gMBQoR8v8481Pc9MS3LRymaF6XoDXNI0evXrw9DCF2B/enjl19+WVQD37W/dN/X42Gf50Qpuj55EzM/G2fITOZl728GXxNjpYh6OHXukL/DIV5oH9AnPW3UMYiT7bDtY+3WteGHB2NRit7AxZxTiriAH3744X/njxUuCu8nn3xyOzcv7Cf73e4P8xxTjifzc6EUXZf6n10+N7QsuB+5NkMaTZmHsVJEm/LVV18dwpAvopSFQD1eGSJFqd9haVLUHs8pKEVvmEOKKhGHCoWSwh25CK0U/fjjj4cQiEuaY5UecbjwhBovBZtl9+UBxHn27NmhANabkP2r+wzZ3hwoRdeBssl9RLnwrzmWC0Oa/EKNX6otqSGTt4yVIqDerXUvdTh1c9qStq0A4tQv5VkWKWJZV3tR46ftqF/2E2oZY/5S7VOWk14pOhNO9NKkKIWJhiYFGqoUUcBrOqYpGEnDxe2CdcQh1MKVwsQ822Ya6ekjBY/8CKFLiqiIzymo56AUXRaGY2xk1wf3fyTWh9+Xw5RSRF1MoB7PF9hc69THlAOm0yYAaTJ9rL3Itup04qYNiYhdsn1KfqTJcY5FKXoDJ3hpUgQYPvuWwgBc9BTYiBIQj/kUJsKxgsF6Cg8FINuuBRva+UrSQis85NeV7pyCeg5K0eXIX3Ok4pL1wXCnfxmyHKaWIur6UOdrfdzWzW26+9qLdrtA3Cy7dPvU5nVOW8M2laIFShEFiMC6ar4pTITaEBEv8WtoQWDYVgoseQwpdC2kYR/4JPB6dM5j1rXp7CnaFnlw17/m2Ab5yxAfjJ+fJUnR0Pai3S7xap3Luku1T2kTK+e0NWxbKVqYFNFD1HeRUwBSeBAm4BhqHn20hZX87it0Ldk2aRNqdyjr2nSsI84cKEXTcY2fePNcwn0Pee6FIQ/MHjtfQ9JXuLd9hcK8LEmKhrYXdbqrLbp0+9TXXo6B7StFC5Mi4KIiPOwbhp2LXAsJ0yyvY7YZj026FpaThk/yJ82QQldhWSs4VKbZR/Kr3woyPxdK0fnUv+boexkg55gywPWOrA+BdLXx7it3e4F7hXsYOJeZ7uPY+RqSvou8bJNrw70t12OsFCHG1MuE3E/t9a/zqa+B5QgJ7ULmiTe0vch02gHikp4QYSfdpdon8qKsknfqobGQXil6cwHmlCK2T4GspNBQiChoufgUsBqXwl/nmSYd8cmjCwobcYhb0xO/pmnnA/G7KkqWZ/9SYAmnfludGqXoPLieyFDK4DGowKiYWo41rG2alBvoygtOKVND4x6LN0UeXdwXvz03nMf2XB47X13Xo++cdsG9k2vv80bXYawUUVenLKROT50c6nzKDFAOkxZqvCHtRaZJk3wSEgdIe6n2ibaSdCwj/7EoRW/gJM4pRXJZlKJxcF+c+gejbSNMJUVgOaGFCpBvdawjXirnmob12T55ZzmBihBIwzUmHfGJ1xe3pd0W+wRtetbVnzRX+vKo+w7sA/tK3qyr+QfyYj2wPNM1PtMRKvLL8oRsk+mkZ59qnL5jaam9hP6B7+UZK0UyDUrRG5SibaMUnQYNKg0z90Qa1KHURphP5kOfWNU0EMEJTLMM2rjMk2/EoG6jL25L/SaNaBAPSIt81G/MWdfSl0ckKLSSFDjGiFTd7zpdIW7OUXu+2GYEMOnZZt33dn4IvHsq5cK/DLkcStG8cC8pRUrRplGKhlF/gTS2R6A24jS8SEAa/C4ZgLbhp5GvIpF5ZIP8aJgTmCdtm+ZY3Bbuf9azHwTiAXGrOLTzlb48qnxUkQH2N/tFyP4TP/tZp0lft5F822Ov+5n0DEGwDdInZB9PhWP1l4eXQymaF6XoDUrRtlGK7oefYU/xrpo0wgEpiAzQCHeJUZumbeQzH9Hpok1zLG4L8agDQtJVuYB2vtKXByAgkabEoSenFaTsfz0fmSYd0zl/dV/aY6/rkh4pmvoeyDuq+JTpUIrmRSl6AxXOFqSIiq924zOfh9SmoK18p6Y2JHX6XOaSIq4FDWErAuxLGr25ya+M+Bl2l7CcShphQEwqdV2F5fX5lrac1fk2LvvMeW7TQF/cSitP1AWZr3IB7Xw4lgfUHp7APMsDZaIeY85TplupYT75tcdOvNz3Sc+xs0/1Gmcb50BPET1Gx36VODdcH85DhhQD12CJDJUi9r/vGo45tq57aMnkiwKfldxrhPY+GwL3j1K0ESlKBRhoANpG4BwufdPUhqROn8upUsQ5pKKfQhI4X7WCorEaU2FNDcfGA9RTvo+Gc8x1oxxSEaXhTui7BogL6TgvnPu2nNV51ie/VH40em0a6Ivbwrrsd44BSF+vVTtf6csjMB9RgYhT3b/sP9Nsq51O3Gwj+0K6Nq9Q03NNajzCVOT9VWxvaf97x/FzrBx7vaeZvwbcZ23DfYyhUsQx5dq29C0/Rtc9tGRyD9TyDlxXyjrngPNOvFPKOvGVohFSROXKxeBk85lCz7eRVDzVUImTRiIXDciHi1DT1Yqb5Swj1AJLQ5Ltk75WeCwnD7ZXK+JT962F7acgEo/PkIKX/HNTki/putJAXc5nqNPkVeN1NWzHGCJFbAMRYjiAt3MTpqrcOR9cLwSVY6gVc44rcSBlK8d7SoV6HwyNcT34Zl/LxiU59XoN4RRhHRJ3in0ck8epaY41dhznkPwucT0Cz6JRtvi12lKeN+KccX+l/gq1jqn1X9ujdC6pTx49ejRIkE6RorQP7HdtH6g3AtN99TvTLE+oeVTII3Fq3i2c375z2VWPU2brNWE654f1x+pt8iE9nxXm2/uE7fUdWwvbVIpGSBEnPhePTxo0CkAuIg0gBSNxiJ9GKN+MgYvHdBpE8kiha29ilpMfgbxT2VOwKUAsq4WB9CkIY/athbxIl0qV/Um65AXkQTw4lqZOt4W7TtfjIu+cn6H0SRF5tiJUw1RSlOvFPuR6AMeRCorjzznjM+WB5fXcnsMSGyzZHnOI9zG4z+u9Ves9SH2VXvX2Pj2Xtl4hHBOkU6SIfaWOSP2ZeratS7vq99RLpAXaiL7jrvtJPEIXx/aJdV31eLuvqavZl77yQ72ZeLUeBfKo7SDkWIdAvkrRmxN2ihTFrltqAQAuagpZvfCQ+XrDQnsDp6ASuPh8ctGSb4X4tTAkHYzZt5aaBtp5CjD7y34kj740uWEqdT7TOddJR+jbvz6qFHF+jolQDVMOA7D9ut85/va42D+uM/HrtTyHJQ9tyHahjE89RDuGWqdSn7SNMfdabXxr/CnoqltqaAXpFCmqdUSVmlrX1Gmox534kHqoC64l60jDdvvOT7tPmT9Wj3M9OHbisDx581nbrApp8sUxUhvIt+4DnHJNOUal6EQp4sJ1mXJb+HLxoa9gtherzhOHfWNZQnp5UiAqLCdOOLb9IfvWUtNAmwfTbL8KT18a4h3bbk0fQajhFCjgSAHfXLsqpUuGVHQcR9d17juuxOc8UFmQT1f+Q4O/EJK5oIeyq0xeK/zrX/96595jmvspdUzmQ+7Nc++5MQFB4kcPY6QodSt01aWhHnfiQ01fQUxSD7E9zgtpu2j3KfPk21ePI6SsR3RoO4jXik4l7UsbWA5MJ+/ANsh3CErRG7jIp0hRCkmlS1Y4ufkG0sbPPBevXvw6TyGhIFbYTt8FTgEMtZCP2beWmh9kvj0G9jF59KUB4qTLGup2M911rk8lPUV06/PTcyqdhw8fdlZKNUzZq8Ix13MEHFdu5D6OVQ5DudQ/2nNt2m9yXE/KQ8JWaI/zXOo9MTWpI4C6rTb4fXCt2KchcYdS33s15z/vt/VT7qnUKxx3/ZJLnZvepCnoqlvawPaop7g/x/YUkUeuX1ddGvqOm/mucsmy2t4cq5Pafcr8sXqcdcRLnhwD033XgLLddkqwf9l3tlP3gWmWDb2HyUspenMRTn2miBPHReNC5JN8OPkpRLnI0BaIzHPBarw6n4KUbtFsB4iTgsA06TLNJ2n5TPwx+9ZS84M6n/1hX5lOHsfSJC7zNQ3U6ewv8UjTt399RIoqQwTp0lJE5cux5JywPjdwrjnLWjEeS94rkwbzXNjP9lqwzyxjvwlMt+d+DbTHxTEMrVSH0OY/JbUOSdk6ButrXZa050DvEGWNxp17bU7aOhY4zlwDJJL13HOpX6a81l11C4F9iAhVTpGiXLfUkaGWr7asZT49Lhwz6ZnuKittPLbTns/Acs53qPNJyzZyngPTtV5q5yvk0V6ftG/AJ3FqqB0C98F+KkUjpAi4MDRY9QJRgLiYbUNWCwrU+fYCd13wdjtAHiyvvQ0sS97c7LUnZsy+Vdr82nnyZl+hbx/aeeKn8NfttvvAsROvb9+O0SVFlT5BmlKKOOb2+gHXhOvBeajXMeelK805UAHz/AL/aZZrNQb2mQqZUMsTFR6VUIVzT7xjsC/t/jBPfvUcpPywrF2X6Zy7ej6BstOmCXX7xKNi5TPlrU1z6r61kD9xOXdd92PupXoMya/v+LK8fpNnPwgh5a3dZoV9O7bvx2DfqUu53u3+zUl7PJz7XNvAOek6r+eS+oTAeekSocpQKeKYCOxzVxkK7XHWeY41ZS3ltwvi1TLdVz7a5V3zbK/dp/vSVdq0Icv5TDiWTx9K0RsoEGOkSNbBfVJUqYK0pEp9aqgw0niNkb/IEKEKDxVnK0XQ19CyjPj1WzqQJ9cs+aXSZ544rE987l8gHoF0hOQFWUZ60vIJXdun0uaTOIlHnFS6Y/atpcbjkwBsg2nySh4ph/cdX9LxSTxgngA51uSdOBW2X/MdCvs4hWxvEa7HfSJUGSpFchm4l5QipWjTnCJFe2Psz/Rrw1kbbhrcrsaWZZGKCg1G17fcmgd5Z3tp0APTafRJU7vJs01kgO0Evg0nv67tQysGyWvsvrWQpn4rb7cH7DflFkmDY8dX09d9ZPvZB461Cgv7l7whPUynSA1fIsh/KT+/3wJK0bwoRW9QiraNUnSc2rANeSC27UlhOg0i81UaQhrwFtJGqAJ5VLmANPrZZqjz7TYyz3rSIwU1QNf2IdsLNa8x+9bS5p/5CBzbIzCdPI4dH9OBZZmv+8A26vETp4oM67vORR88wE/PkO+9mhalaF6UojfsRYpqhbonlKJh0CAybHjfe2VoTNMLQmC6NsK1gQbKXSsBgeWIQKUdkoOkr4081Hm22yUNXfmFru1Du7/H8hqyby1t/pmnnPblcez4mA4sy3xN33esoW73GHnvFYFpmRalaF6UojesRYqGVlotHB8VIhVl11DBFNBQ1Ap7SShFp3HsT2KZrw1wSINLGU1jTUivUt+vP4hfrw3zbIM0KU/kERFhfb0P6ny2G+p8uw9Jw2e7fajbh+Q1dt9ayKOSefYlPVHct2w3efQdX7tPraQmPZ/sa4btyL/rnPRBbxCvdaBHcal//roF9iBFlMHaSwntl425UIresBYpaivSoVDY+hqlqWgr7CWhFI2DoTR+Vk1jmZ9VI9VdjScNMeuo6CgLCSxvxaqF/Gp8iBBQ5mtlSf61Mq3zXOPaE1Ln+SSf5JftQNf20/uSbde8xuxbS00HmedcMU3ebJN9G3J82V8CaVgH7T7UY2U7HEto96lCHpQFXwJ6efYgRbQVlMHKUtoP7h2laAYpopKhUFD51Qq6r+LjMz/p7Ku8uiprKkvmUwl2gTCxjjhsJxafvPgkn9AVn+m+Y6KwEz/7VY/vGihF40GGeGaE3gEeypZ9QZ3Cc0P8ssznhq7DJaTo1C8exK91dqAeHVPPk440LCd9jZe6mekwZt+mgv1Riq4sRUgFFzzd2FwELjSwvBpznacQ9HGsW7/Ns5LCl2/zyA+FmZBlyRv64rOM42B54uemqNuPUF0Tpeh8+Nk+1437pK8syXbwes/H1FJE21LrP+ZTR3e1F6ynzk79zXLWw5h6vqYnDfkTj/iVtDFj920qOD6l6MpSxEmvF7IWkFqwoM6n0HSBnKTghMRv86ywLxS0LsgzhTCFtC9+336TB9OkSTh2HJdAKZoO7hV7DraLPYPzM7UUVcEIx9qL1NOhzp9az0dwWkhD/Erijd23qVCK3nBtKaIwsM1QC0gKWajzXYUrUDBqVyYkfptnhXVYfQuFksJBuvQEZT+74rfbyDz7lXxquCZK0fQg9T5jsi26niGT63MJKWo51l6wjhDq/Kn1PIE4LV3L6/bH7NtUKEVvuLYUtRe9mnFfoYOuwh3aQlYNvc2zQuPWJQykzfAeJI+++H37jVAd2+9roBRdBn+NtA2O/dpQrs/UUkTbQhtTOdZeHBOPMfU8y2u5ol1ptw9JP3bfpkIpesO1pSgPJiNGBC54xki5wFnHJ+tSCNN701p0yPrkkRuB6VqQW1hf0xGXefLLsrofXfHzGeo8cZknfo73mihFl8X31qwTGpsh76WS6zK1FKWnv7Y30NdeME8IdX5MPU++WU4ctgusJ17yru3CmH2bCrarFF1ZigIXmp6X9tsZ+5PlkaVAAayFsoW0FJKars2jC/Jkf+q+MJ/C2LUfNX67vmueYzq275dCKboOvuF4HZz6BnO5LlNLUaBtIFS62gu+tNdRgjo/tp6nnaC9qMtZxnzyaNOcum9ToRS9gZM/hxTJdVCKrkdtcKkcZVmM/a87uR6XkiIZhlL0BqVo2yhF14dvgf5r+nLgWzh1HMMS/NxelotSNC9K0RuUom2jFM1HGmMf4p2HPAyvnK4HpWhelKI3KEXbRiman/zcm8ren3tfB16X4GsT1odSNC9K0RuUom2jFC0DZIjKnobaB3wvBw+889wQPUQ+N7Q+lKJ5UYreoBRtG6VoWTCMlp+Ct784kfHwrJCvRlg/StG8KEVvUIq2jVK0THg3Tv4yxOeNxkNvUP6aw5dorh+laF6UojfwbZV/oDdsNzCUIMuEn+7ToPNTfp83Og3P3fbgGbCuOsxwvXCp//1bjRTtDXtOZGnU3g7/iPR+6N22l02WyCV7WtaOUrRQlCJZKjwXw7t0fC6mmzyPxXC/z2PJElGK+lGKFopSJEvHX1C9i7/ck7WgFPWjFC0UpUjWgu/a8R1Psi6Uon6UooWiFMmayFuZ6TniWZq9wPAYry3wbeCyJpSifpSihaIUyRrhGSOepdn6/3chQPnfOF5bILImlKJ+lKKFohTJmtnqP70zNMZP6zk2fmovskaUon6UooWiFMnaqQKxhQo4D5ZvTfRkfyhF/ShFC0Upkq3AUBNlmWdv1jjUxJBg/ppjy0OCsh+Uon6UooWiFMnWQIjW9FByfXjcv+aQLaEU9aMULRSlSLbKGn6+7msGZEvQ25n/ayPwA4FPP/30nWX+evItStFCUYpky+RFh/TCLOkvQ/LXHL6QUrYEwtP1/2EJ7733nu/XukUpWihKkeyB/GXI3H+JsZT9ELkUlO0uISLY1vyBUrRQlCLZE3P9eSq9Qf7JrewBXiHRJUQEn5n7A6VooShFskeouBGUazzLw7NNbIvXBjh0IFunbwjNobN3UYoWilIke+XSv/pa26/gRKaiawjNduZdlKKFkAdPE/hlAMMJdZl/JyB7or4fiOlzQYAQobW+L0nkXLqG0Bw6exelaEHwzbgtsDVYkcseyZukx/4iLF84+Ik9Q2Yie6UdQnPo7C5K0YKg4q4FtgYqdJE9w3NGyNEp/zmW/2Dj3rLyF3l3CM2hs7soRQuCIYIqQjXwCxmRvcM33fw7Pb9Y64Of1VP5b/3f+kVOpQ6hOXR2F6VoYfQNoTl0JvIHfdIzVJpE9kqG0Bw660YpWhhdQ2gOnYl0U4fHxgyviewRvlA4dNaNUrQwuobQHDoT6ScPUvvXHCLD4IuDQ2fdKEULpB1Cc+hMRESmgKFnXnPx+eef+7xdB0rRAqlDaA6diYjIuSBDPIPH83YMO/OCYNoXhtGUoz9QihZIHUJz6ExERMbSylCLcvQuStFCyRCaQ2ciInIq98lQi3L0FqVooTCE5tCZiIicwqky1LJ3OVKKFgpDaA6diYjIEM6VoZa9ytFmpQipePjw4X+fzTFcP9DbJSIil2NqGWrZmxxtVop4my0vqJJ54EbiJhIRkem5tAy17EWOlCK5CEqRiMj0XFuGWrYuR0qRXASlSERkOuaWoZatypFSJBdBKRIROZ+lyVDL1uRIKZKLoBSJiIxn6TLUshU5UorkIihFIiKnszYZalm7HClFchGUIhGR4axdhlrWKkdKkVwEpUhE5H62JkMta5MjpUguglIkItLP1mWoZS1ypBTJRVCKRETusjcZalm6HClFchGUIhGRP9i7DLUsVY6UoomgwMsfKEUiIsrQfSxNjnYtRRTUTz755BC4IL/88svtmuGwnQ8//PCQx7Nnz26Xbotvv/32EE5BKZJLQJniXnv16tXtkpub77///hBElsSlZai2Xwlj2rD7oI0j77RzP/744+2aaVmKHK1GimiUnz9/fvP777/fLjnOECniIiMyFF4qVeZPhYJ5qUKyFK4hRVyDL7/88p3GTqSFSpl7rpatMeVT5FJcq2eotl8Jl4C2NLKVToBLMrccrUaKEJwHDx7cPHz48Obp06f3CtJQKaoFiQo38xRq1lczpmBwoSiILI9IpaKGatVZBvk2S+XNevJiPcuYJ7Dtr7766r959ll/8iDUxiH7Rfq6nO0k/n37lP1KXI6H9eTHfHtcfQyRIo4XEeIG4NoSlvjgnSwHymUq5gg05ZMALEs5Je6lGgqRFsoaZe9aw2SU8a7y3dVOMU87lnoc0vaQD+1O6IpbqffeJZlLjlYnRTUcE6RTpej169eH+UgBBQq4+BQcIC7bpQJmmjS14iVuzZNCl0JFGtbF7IF54gCfWQ8U0q4CSdrsDyR+ZIx9AtKnoWBdYHlugL59Snw+uTmIR96RNPYr+91HnxSxnVaEalCK5Bi53yiz9d5KWWd97gniUZ5FLgnljLJ47WeGKNup5xOo/9kf6lLmmU47RaBOZxn1OvNpL6ir6z1U41aI11WvX5Jry9GqpaiGVpC4oEOkKAWAQAGL2NSCxjyFg0C8CvMpOLWiDqmUk1cl64A82vl2W4CYEI9tVVtPYc12OJakJx7LWM+yLG/3iTy7ttnGa+e7qFLEsRwToRqUIjkG5TP3G9Pc5ymPuXcrNb7IlFCu5pChkHaA/UgAPtt6vL0PqJvrF9uapu+eYXm+UM/BteToZCl6+fLlQUC6GrSlBPbvf//3fwdJUQpVBCOFg88a6rpKLUBUzG2hSSXdJRK1AiePdr7dVkjXJusTh08KOekSEKgqUSyjEUmadp+69h+64tX5LijAT548uXn8+HHnNTIYTg1UiJRdyjFQpmmUUh5ZnrIdEv++L1UGw5jwzTff3Ja060O9nnuhcuw+CMzTFoSapo0bavs0J7R9nPuufZyCk6VoSA/MJRhSqWHs33333cEih/YU9V382gsTasEJtQC16+s31y6RqIWMtO18uy1Id2fI9hGi9MwE4rLNujzdptDuUwSqkjxqvHa+i/QU0WtH7x29eENk2p4iOUa934D5iBFQfus9wnyGfUWmhN4h2hzKXy2T14Ky3bXdrrajvW+4X+oX4HzBgDbuUkibTqhCNzWrl6IqQpVzpIgCwro0/ikkQwobBQsZSDryguRVYRuBPNr5dltAHmkE6hAZMJ1t80m8iBlxWUacpOnap6Sr22njtfNd1OGzMESQlCI5BmW33m/c55SblEc+icNn7kWRSzKXHFGvpz5P4AtAV9vBfN03vjiwjHaBQF758tDGDbV9uibXkqGwSinqE6HKkP08VoCRCYSGfGqvUfuts+tbKGmolOs6CmH9Bgvt9tv5rryB5fQMdRUQ8sgwWmD/6/7ks2ufgPUce1+8vnSVLimq9AmSUiTHSJmsUNZreSQO5b3r/hC5FNeWI7bRhtDeJ133DVDP014ca+NCzf8apA2/lgyF1UgRD+reJ0KVufZT3nKfFFWqINWbU0Rkbcw9rLZ25pKhsBopOhWlaF5OkSIRka2hHJ3G3DIUlCK5CEqRiIhydB9LkaGgFMlFUIpERP5AOXqXpclQUIrkIihFIiJ32bscLVWGglIkF0EpEhHpZ29ytHQZCkqRXASlSETkfrYuR2uRoaAUyUVQikREhrM1OVqbDAWlSC6CUiQicjprl6O1ylBQiuQiKEUiIuNZmxytXYaCUiQXQSkSETmfpcvRVmQoKEVyEZQiEZHpWJocbU2GglIkF0EpEhGZnrnlaKsyFJQiuQhKkYjI5bi2HG1dhsJmpejly5c3Dx8+vHnw4IFhpvDNN9/cXg0REbkEl5ajvchQ2KwUrR17WkREZChTy9HeZCgoRQtFKRIRkVM5V472KkNBKVooSpGIiIzlVDnauwwFpWihKEUiInIu98mRMvQuStFCUYpERGQqWjlShrpRihaKUiQiIlODHD169OggSMrQXZSihaIUiYjIJaBtoY2RuyhFC0UpEhGRS6AU9aMULRSlSERELoFS1I9StFCUIhERuQRKUT9K0UL4/fffD3+LkfDpp58eHoSry168eHEbW0REZBxKUT9K0YJ4/Phx53+IJfB/biIiIuegFPWjFC0IeoO6ZIiAMImIiJyLUtSPUrQg6AnqEiICwiQiInIuSlE/StHC6BtCc+hMRESmQCnqRylaGF1DaA6diYjIVChF/ShFC6NrCM2hMxERmQqlqB+laIG0Q2gOnYmIyFQoRf0oRQukDqE5dCYiIlOiFPWjFC2QOoTm0JmIiEyJUtSPUrRQMoTm0JnMxatXr26ePn168/HHH/s2dZENoRT1oxQtFHqIHDqTOfjtt99uvv7665sPPvjg5vnz5wchQow+++yzm19//fU2loisFaWoH6VoodBD5NCZXJvvv//+IOPffvvt4f/4Kj/88MNhHcKEOInIOlGK+lGKFgjfxim0NEA0RCKX5qeffjr8AfEXX3xxGDbrA1FCmCibCJSIrA+lqB+laEFEhhi2oMD+/PPPhyELGivlSC4BPZJPnjw5BMrbUBAnBAo5QqhEZD0oRf0oRQuglaEW5UimBqn58ssvz5aaKlX+KEBkHShF/ShFM3KfDLUoR3Iudfjru+++u116PogVed43/CYi86MU9aMUzcCpMtSiHMkYKCuIyyUflD72oLaILAOlqB+l6IqcK0MtypEM4do/qc9P+pEjftIvIstCKepHKboCU8tQi3IkXcz98kXKvS9/HAb1Qt5ib5gn7EkSlKJ+lKILcmkZalGOBNqXL85NeqoQJJ836oZ3kvlesvnY2/lXivpRii7AtWWoRTnaL0t+pgdB457w5Y93UYrmRSmSoBRNyNwy1KIc7YehL1+cG1/+2I1SNC9KkQSlaAKWJkMtytF2GfvyxblB3BA4yqQvf1SK5kYpkqAUncHSZahFOdoOSMUUL1+cG8qkL39UiuZGKZKgFI1gbTLUohytl76XL/7yyy+HsFby8kdEb4/PGw1tlF+/fn0Ila5lXVBu+hhTdo7l13JK3Pvo6hFlWcKYY1GKJChFJ7B2GWpRjtYF1whx6HpQ+cMPPzyEtYPocX/RiO7p5Y9DG2XOSysYXcu66CsfSAT12qn05Zd6pTJV2eQ5NPJqj5dln3zyyTvhxx9/vF17P0qRBKVoAFuToRblaNnc9/LFZ8+eHdYRmA7pQaDRoxGp36Dbb9PM9/U2sI7GiHu/kjwoP9kOMLTHssA+kb4+AN4XF+rLH/dSHqeSopxXrlV7zhEHrhPXo5YTSLpjZQaynGvWJzrkjZQQJ+mPbRu69rcL8iV9u23maznK/rVltg+lSIJSdISty1ALFYlytBxoIIa8/DAyRGA60HjRMLDsq6+++m8jQb5djUpXg0SeNETkxb2Q/NPo5Fs5DRqfrM8njSDTbJv0TKeRbON2wf3HOuqbrb/8cSop4nwSuFaEep1zvbgenNecd64ly4F8iMe6WmagLQs170rSEY9yATXPum3IPhGf6T6RoexkP8mvChvzVYqA/Op2jrE3KZJ+lKIO9iZDLcrRvJz68sXaODEduaFRoLEJaXiA60sjB61MVWiEkJvAPI1RpKhdl0YQ2u3X7bRxj0Gds/WXP04pRXXYiPnIQnu9UlZaKeorM7VsAfNd1PxC17aBMlC3x773lUXipcywT9TRgfxynKFrP/rYkhRxXtqhQ87X0Ptt7yhFhb3LUAuVinJ0Xai4GDaiEhvyTA3xaRCIT2C6NhyEUOe5j9NgcI27vp1z/cmP9QmkiRS1DQ7ztWFivuZb07Rxh5CXP9J4be1h7CmlqL0GmY+IhKyr16XNP/PEadO386HmF/rSEo9Qy1iVnQppIml81jyZznGGWsbvY0tSxHHXc8P9WuflOErRG5Sh41DZUFkpR5dj7MsXqfTTUKSxSEOQZaGdJx4C1ddwsB99lWlXw8d8bZi4p+q305qmjTsURJHGC3Gsea+dU6SIa1zJ9Yf2vNb59lqyrhXctoxkvqssnFI2+tK2ZaSPCE72h0AekW6m2/I0NG/YkhQBZSLlhLq79hxlGJRzVgWUc8pyQl2+N3YtRZeWIfJOIUu4REVOtzQFn0LONijcl4BKZw45ynYrOebaJb9Gznn5Ig0V17uFckBjl8YjtPOUReJmGK0LznFthIk7tKeIiphluUbcD9l+G/dUOPa8/DEN47lwXOxXKx1t2bsEQxvlyEmOmXNY59vzWueJR3pIwwisz/SxMkOclBU+ya+L9Exw3XPt27iZZ7+ZJg2wf3X7gbLTllPKb64NebCeYyHP1L1D2ZoUAeeEslzLL+eG85LrwnrOdy0D0J7rPbFLKbpWzxCFjEJHgUu4RCNOnqkU20rzEnAc3GjXlCO2VyvL2sBeExpiysy5wzdcp3NfvkjF1XUOKHOso9GoEt7OU27SOB0jDQyBadLRiDFdYT6NW2B7pEsFHbrijoGySH1E+Tj35Y/klX2NPMCQc9TCtWW4b+hrBU5plCOb7BeftRegPa91nnNEIB2fWc5nruWxMlPPT9vYtmR98m3j1nn2n/nsV91+aNMD1yjL+WTfCEyf2qhvUYo4B5zTWpa5HgTqDQLXiXNGGSAuaWr8PbIrKbr2MBmFra/h5sblXPLJPqXyIX4KKeuZTmURuuJWWHZqpTCGa8oRN2pu8JyXCvvBepankeC8ZDmfU4giZefBgweHQJ6nClLfyxfnIJXiFqD8cU7PefljGn3OSxpzoPwE7jvisOzYuUs5efjw4eEB8fsEaYuN8prY4vmnPNeyC5RdyjDrEtJ+UG9S7olD2Cu7kKK5nhmiYNFwUskmpGGmsLJPKZSsYxkyw7JIANNAQSYvaONWWHbtAs0+sG+XliOOOzdtFRy2HQnkvOX4+YwgRabOpUpRDUMEKQ33Uv4lnjLEedkSefkjn0N7aQLluJadeq8CZYnl6e2lLFImu+gqJ8cESSmal71IEe0I5bZCeU6ZDpTztm3ZC5uWorkfoKZg8W2SwpWQwtcWVirXWsHSyEeCQtK0cUO6rNsCfi04vkvLEeeg3tSRx5wTAvPZF+IyPRV9UlRDK0j3vXxRpoXznqHJU8oh5SRSVO+/3HeUJRqVUOO33FdOWkFSiuZlL1IElFnKMnUln5RzpvOZIbW9slkpomJ87733Zt1XChaFrIu2sBKvxk3hrCRNGzdQqKcUgLEgBF0NwTkhMtGe0zRMfNYQiMt6zh0N3SX27Vj45z//efice6hsj1BXtdfjWKBRrI0B0+SR+y7zIWXv1O20gXrq73//u1I0I59//nnntRkT5vgC3ketCysszzBaYMSCZbWM7xF7ii4IFWaXvMB9UpQKN6RHBNq4S4F9Rswu2VPUdU45L/cNA2Xo41zW0FPEPTqmYkvvyJRlizJBftesaKfoKYKUmXrf1S8qXb25wZ6iYbTPQ87FVOd/r9dxS/hM0QVJhcpnQrrf75MioMJNNydpqYShKy4Qv5r/tbiGDAXOQ3vsnBfOZ84LcdgnltGIZVnO3zn0NXYcfxWhLjg313imKOfhFLivc96maqjYB85LPsn/0kz1TFFgv3OvMizNesoUgeV956qrnPhM0d16j/ptCWI01fnfy3XcMruQonBtOeJmp6KtIc/7MF1hedezQJxvGpVacfTFvXblwjFcS4YCx9h17PQUIT2cr9prxDwiOtW5qY3dEBFqoTHkeiJHlxpSI/+UGT7bXjSWt93kaehruUz6Gg9yLmt57sqz5ZhEnEuE85xfn0G7fxxfe69SzjjWY72TKSdz//qM69FeE+ZTPkLqFJa16zJNuq7j5vy0aULdPvEoA3zmnLZpTt23qZjq/F/qOk4Nr684Vn73zK6kKMw9rLZ2qNCuLUNLYUnvKeqDhoPGh2uUHo00TDTo9HYQh3uAODQ4fBJYzjyfNR4B0rCxjkAj2ZVnS9JNDflSH7HNc99TNCVc2/tEqDJ1Y4o4cE1qrxZwnrhGub7pPWW+r8zkWqcc1OuYZaRP+YGu7VNW+CRO4hEngjRm36ZiqvM/9XW8FJxn275udilFQTk6jT3L0KU4543WfdCI0HgEGiPKOdDYID2B+XwDT0MFNDw1HvPEi9y0eXTlGfJszpQNGVI59Rut52TqxpT7NFIRuHZch8A55FpCW2aYTnkgTV5tAcyTF9eY7QTKQPLr2j5kfUheY/dtKqY6/1Nfx0uhFPWzaykKytFxqLCUocsy9r/PuqDBqI1GGhw+aWi4lgksb6WobaCgr/E6lmdg/bnHFOh5odGhhw3Z2wpTN6Zd55zrW+UCqnjUMlPnc+1D5lnfXnsC9F3zbC/UvMbs21RMdf6nvo6XQinqRykqKEfvQmVFJacMXQ8aehp8Kv2hQy8tbaPBPct1rN++W2qarnhpvAhMh2N5hrov58BwFPcmjc4lH1Sfg6kbU65JFVOg5ybSEoaIR58UdeUXurYPfeVq7L5NxVTnf+rreCmUon6Uog72LkdUUsrQfNDg8ws1yh8icCo0GPnWzZAGDU+GMriu9Rs5y9ueIqhpuOfTQLVSBH15hnMbMLbPKw14YLmr92ELTN2Ycs6pwwLzEdgIDgIeEWmvf52PuIQ6T351aC1p+Gy3D3X7kLzG7ttUTHX+p76Ol0Ip6kcpOsLe5IgKSRlaDjQUiABCwLuOhpIGhQaHhqZtQCjTrCMwjTiRhhDYNnmQvjaCyE5t7EJXniGN26lw/5GW+uaU418jl2hMue65JpFW6m/mua71urTXv85zPavk1nk+U074rHLctX2Emflsu+Y1Zt+mYqrzf4nreAk470pRN0rRALYuR8rQstnb34Skp4xhxL2Ux7U0pltlqvO/luuoFPWjFJ3A1uRIGVoXXCNEYSl/KHsJ8vJFehnGPlO1RtbSmG6Vqc7/Wq6jUtSPUjSCtcuRMrReEAWEATna0v+p8es7juncly+ulbU0pltlqvO/luuoFPWjFJ3B2uRIGdoOPPNzqZc/XhPKZN7TtKSXL16btTSmW2Wq87+W66gU9aMUTcDS5UgZ2i6XePnjNUDq8vLFNUvdVKylMd0qU53/tVxHpagfpWhCliZHytB+mPLlj5ekDv9N/QuiNbOWxnSrTHX+13IdlaJ+lKILMLccKUP7BdFAOJb4oHJevrjlB8XHspbGdKtMdf7Xch2Von6UogtybTlShgTOffnj1OSVAlt++eK5rKUx3SpTnf+1XEelqB+l6ApcWo6UIekCARnz8sepoNzPuf01Qb3w4MEDw4xhirpZKVo/StEVmVqOlCEZwrVf/lhfvriEniqRa6EUrR+laAbOlSNlSMZAWUFULvlMz5KfaRK5NErR+lGKZuRUOVKG5Fwu9fLHvHxx6b9+E7kkStH6UYoWwH1ypAzJ1CAuU7z8sb4nac8vXxQBpWj9KEULopUjZUguzdiXPyJV9AqdK1UiW2KpUsR9nn0j0KZ8+umn7yyzh/ctStECQY5opB49eqQMyVUY+vJHX74o0k8EY2nwDOHDhw87f3VHoK2RtyhFC4WeInqNRK7JsQelr/GgtsiaWaoUAV+0u4SIwJcheYtStFCUIpmL9uWP1/5Jv8haWbIU0aZ0CRGBdl3eohQtFKVI5oZhNO71999/35cvigxgyVLUN4Tm0Nm7KEULRSmSJWA5FBnOkqUIuobQHDp7F6VoodgYyRKwHIoMZ+lSxP3cSpFDZ++iFIlIL0qRDKGrsd1r4FwslXYIzaGzuyhFM0OD88knn7zzM2h+AeTPnWUJKEUyhKX3kMgf1CE0h87uohTNDELEr3pqw8PPoQkic6MUyRCUovVQe/UcOruLUjQzSBHn9MMPP/xvb1GVIpYhTawn7ilvHRY5F6VIhqAUrYcMoTl01o1SNDMRnWfPnh3kB6oUsZ51QDzkSORaKEUyBKVoXTCE5tBZN0rRzNTen/QaRYroJWolyN4iuSZKkQxBKVoX3Ne0NXIXpWhmquSktyhSxHLWV5QiuSZKkQxhyVJEGc4zNAbDsYDfKEUz00oO8xEjoKfo9evXh2lg/pdffrmdE7ksSpEMYclStOR9k+VAPXcQ6Nv5wShF09JK0cFU3xhrpIhP4vDZ/kpN5NIoRTIEpUjWjlK0ELp6fZCk2jtEHKSIcy9yTZQiGYJStDxoL7766qv/jjwMaT/2/GiGUiQi96IUyRCUomXx448/Hh614DlVRIeXATPicB97/nWzUiQi96IUyRCUomWRRy76YPQhvUh55QvihBSR7ljaraIULRx+jv/y5cvbOZF5UIpkCErRskB42udVA20L6+hNYn3EiGmkiM+udFtHKVo4NkayBCyHMgSlaHnQ24PkJKT3B2EiRH4QogytEW+vKEULx8ZIloDlUIagFC2bPGPEsBkCxD2dYTJC/oBcKVKKFouNkSwBy6EMQSlaFvXXywEZolcoPUVdKEVK0WKxMZIlYDmUIShFyyLvtKO9ZogszxhB/j6K3qEMn+UeJw7LSbc3lKKFY2MkS8ByKENQipYF4oPcIEPcvxkeC6xn2CzvMMr78vJOPMLeUIoWjo2RLAHLoQxBKZK1oxQtjN9///1wbhMw/CdPnryz7Ndff72NLXIdlCIZglIka0cpWiCPHj2686+9Nfz000+3MUWug1IkQ1CKZO0oRQvkiy++6JQhwnvvvXfoTRK5JkqRDEEpkrWjFC0Qzm2XEBFsmGQOlCIZwtqliAeO+eUVof71RYX7IHHyK637IE5NQ8j9xEPNbItfgrG8/Zl8u0+0DxXma3ry5QHqvIuoBuLdR3t89Rwcy7M9Ro6D/Qh5OSSh1iXHzifp6/r2+LOOY2ddtpdXDrTw4HjXNa2Qp1K0QPqG0Bw6kzlQimQI15QiGkHK5W+//Xa75DhD9o3GlUaTn6jTxqXRDWyzNrbE6Wp8W2iMySdvjyYgGDTi2WZot1n3iU/m0/jnZYx8hvxqjPisq9sk3Afb5piIy/HV/WNZX57tMSI3NS1k38Kx85lzUyWJvFIPZT9Dtke6pG1hGef9GErRQukaQnPoTOZCKZIhXFOKat04RJCGSlEa+UDeaci71g8hwtDCPdUlVWyHNjbTdZsRj0xX6agQh7SnQp5VXKrIHMuz6xgjVaHmBe2xVTg3fXUOx3zf+WzPDfvSlaaFPJSiBcL5rTc9oa+AiFwapUiGMJcU1dAnSGOlqDam3ANM0yvR15h3gQiQd6QgYkBeXfmwncSp+8Qn8+kpYrqPxK3bTJ7HYJ8SjzdiMx+5OJYnnzlPlXqMNT4cO581XUubT6iyRJ6UhcC2aq9TH8RTihZKO4Tm0JnMhVIkQ1iCFNVQBWmsFDFfG3saXvJlGfG7enpaaMBbmYC+hr/GIR3x2CbTdaiM+T7Il/V81nAfOa5sL/sBx/IkXj1PoR5jPa7Qdz5rupaufID4dR/ILzAdmTyGUrRg6hCaQ2cyJ0qRDOHQmBQpWUrgC+bTp09HSRG9C31ln7i14e3jmDDUIZ6AJKRXI/tErw3TNf6xhn7ovrWwTxEO9qMe+7E8+46x7mOfzISaf9+5AfLouiZt7xDT5BHxGoJStGDqEJoNksyJUiRLI3VjX0CE+GJJPQpjeorSSOfh3LoOIir30ScMNNbt8myzDpFlu1mXee7JrvuS/U3cU6lSBFVOjuXZdYzt/hGn5p3jCPV8dp0b4Hpybup5CHVfITIUORoC+6sULZgMoTl0JnOiFMnSqAKU0IpQZagU0bDW0A5XsYyGnWEepoc0tl3CELivap5so+bZNv6sY1mkibRJn7zoMSEN5yTrCUN6S5JXQLDYHufhWJ6kyfkhMF3rDK5JBKX2ghE3x850PfYcD+uyPnnmPLCc9HVdhTiEoZCHUrRguMEdOpO5UYpkaQwRocoQKaLRT+j76TbraJDZXt/QVQs9IMd+Cs46RIF82zzZXgvxyTMkfbtP9XgS7qPNG8gz+9+XJ2naZZW6PnkB88fOJ8tYT6jpIOs49nZdYHnfui6UooXDebYxkrlRimRpDBGhyhApGgu9KOnNaEPtaVoCa9rXOVCKFs6LFy8OhVVkTpQiWTuXlCLZDkrRQqFbkIvz8ccfH74RPX78+KRvRSJTohTJ2lGKZAhK0QL57rvvDhLEhQkvX748nG9+Vto17ipySZQiWTtK0TDy/A7PALXPFu0BpWhBMFT20Ucf3Xz55Ze9r6t//vz5QZjqrwNELo1SJGtn7VLEr7byS6qEtAN9y3nAmPkqNyzjl1pd5JdepE/YG0rRAqhDZV1P7bcgTF9//bVDanI1lCJZO2uXIoSlT1IQn7QdtCfM5xdXSE69d8mn64Fq0ldZ6pKivl9xsc2tjGAoRTPTNVQ2FIfU5FooRbJ29iJFQNx2njabn6733cfpieKT4bMqRSwjDwJxWB/IL+sIffu4FpSimRgyVDYUh9Tk0ihFsna2IEWRloTISZUixIf5Cj1DSd/3BfpYT1Hf8BvbZz9CTbNWlKIrQ4HkpA8dKhuKQ2pySZQiWTtb7yli/THxYd2x17sckyLalLa3CFhW96mmWStK0RU5Z6hsKA6pySVQimTtbF2K8iW7T36OpYdjUkT+9cu2UtSBUjScKYfKhuKQmkyJUiRrZy9SBMStz/3AWCnKL9gCbX/m6/BZRkHW3uYoRRfkUkNlQ3FITaZCKZK1s3YpQj6QkRoiIEzXNobpdlnbq9NC3AgORIog20aaqAeYDvRK1XVKkXRyjaGyoTikJueiFMnaWbsUzU3fz/ErCBIPeq8ZpWhi5hgqG4pDajIWpUjWjlJ0GeghqmHtKEUTMfdQ2VAcUpMxKEWydpSiy0DbR5u35HbvFJSiCVjSUNlQHFKTU1CKZO0oRTIEpegMljxUNhSH1GQISpGsHaVIhqAUjWAtQ2VDcUhN7kMpkrVzaOgePDAY7g20g0rRQNY4VDYUh9SkD6VIZHukV0TuohTdwxaGyobikJq0KEUi20Mp6kcp6mFrQ2VDcUhNKkqRyPZQivpRijrY8lDZUBxSE1CKRLaHUtSPUlTY01DZUBxS2zdKkcj2UIr6UYre0DVU9vr164MIJJxC+1r0+r8ya8Qhtf2iFIlsD6Won91L0bGhMv4JmNeXn/JMEXHbV57XP9FbMw6p7Q+lSGR7KEX97FaKhgyVdQkOf3qXfx3uEoP8czDr8wd5zJMXBZFQe5KYJg15ImGB9PRWkUfy6YtbSQ8XcYj7448/3q55u+81j6xjeT0Wpo/1jjmkth+UIpHtoRT1szsp6hoq66OVIkQCgWA5UtIlJrV3KfKDFLFNzh1CkjzZF6aRE+JX2SEN6yJXx+JW2Gb2ke2RT/aD9ITsO+siQLXhYx/vEx6H1PaBUiSyPZSifnYlRaf+qgyxQCIC0wjHMdo0gHxUMo98EEhDiFABcej1CcfidkEc9hV5iuAQn+Uh84hR3cfI0hAcUts2SpHI9lCK+tmFFI39VRnCUMUj80hDKxihTQNVOCDzxKNwIi0Jka42zbG4FXqSSJvenqSBdp/rPPHSg8T0qTCk9sEHHxy29fvvv98ulbWjFImsH7685j/gCLSHn3766TvL/FL7lk1LEReZCn3sCxi7BCcgJF3rTpGi9P500aY5FrfSDqtFoOCYFHFdmSeMHQ5DhhhS44b76aefbpfKmlGKRNYPnQEPHz7s/L8vwqNHj25jymalaIoXMGaIKuKAcHD8zNNQdElKhqLosYlc9ElR4iJY5Fl7ado0x+JWECD2kzhMk2aIFEGk6Fz4VvLkyZPDfvjtY90oRSLbgDq5S4gIX3zxxW0s2ZwUTfUCxq73FHHsiBCNfdfQVUCISJM4SR/qPNLAPHnymYei2zTQF7clcRAn9jlyxv7U55TaeRq/2st0Lj/88INDaitHKRLZBtzLrQwlpI2QDUkRwkDlvbf/KpuK9ERNjUNq60YpEtkGfUNoDp29yyakyP8qOx96iLp6p6bCIbV1ohSJbIeuITSHzt5l1VLkf5WtD4fU1oVSJLIduobQHDp7l1VKkUNl68YhtfWgFIlsh3YIzaGzu6xOitY0VMa5mtrC6WG55DAX0Aj2PcQ9JQ6pLR+lSGRb1CE0h87ushopWuNQ2SUE5hpSdA0hqjiktlyUIpFtUYfQpv7SvgUWL0XXGCqjp4JfXvGOHn5OD/xcnUY66/gpPsdOnMwDAsH+EVhOfJYRmM+yvFeoFkKmuxqcvjyhShHrsz981vPDcZCO5cTLT+9zPPVYW4if7THNuWiPe2ocUlsmSpHItsgQmkNn3Sxaiq4xVBZhAQSMxh8QD6aRA4QCIaBxIA6BedYhIkxXmSJPqAIDbCfrgPy63gs0NM8qWMTNvkfeMiTFNtjXvmNtYXkEi+mu474UDqktC6VIZHtQxzp01s0ipehaQ2Vp5CMaBOYRgiofgBxUgYk4EFq5IA9o8wDWpbFPvJZT8kSY6L0hfuLQiLXbPXasLTm2dhra+UvhkNoyUIpEtgf3df1SLX9wcSmiAc345dDwpz/96U6jfgnYtzTyNUDEIRCvnU98pit9AgMITJb3DUUNzTOSQ/xID5C2HRpLntnnhC4Sr52Gdv6S/Prrrzd//vOfD+Whq5ycGpBsOQ2lSOQujGJ01TGG6wW+OF+Ci0vRmJ4lGkO69whMXxJEomuYpsoHIAPtfMSC6cDxZr7NAyIvfduFIXm2cTLEB/QedTVkx7ZZId+IT52Gdv5ScIwMnfLv+1Ng4z4Oz5vIXfLP8jIP1EnUTZdgkVIUeOCWhpHCd6khFIbEkIXIRhr9zAeWt/PEI5Cei0TPD9McM/CZvGvPDc/L1GeLWo7lWfeLfUgcpokXso642de+Y22py9s4fWmmguPkmvPQ9ZRDpzbu4/C8idxFKZoX6qRdShEgQxQ+GspL/SqJ3hOEgX1NTwo9L/XPUvPAdcjDxghCRAHxaXti8jB2TYsQRXK6OJZnu1/0CiUv4leY57hq+q5jbakPUrcPVbfzU8G+PH369FBWeNh6amzcx+F5E7mLUjQvu5aicM0htVOIwAyF83Ff/FPzXDv0Wk05VNaFjfs4PG8id1GK5kUpKlxjSO0U6LWht2YonA/CMU7Nc61wHi4xVNaFjfs4PG8id1GK5kUparjGkJpcjksPlXVh4z4Oz5vIXaaQIr745vlOQv2yPPaL8bFnVdtHH47FPQXqc/a/fRyjHhvH0ve4xhiUoh7mHlJrn+GZi/Y5o1O49jFwg1x6qKwLG/dxeN5E7jKFFPGIBGIScWCeTxgrRfXHNpWuRzL64p5KfujT1hPkzzqOKXH4nAKl6B6uMaSGZXdd9CWQm+oUOBYKKYHj4OHrS0I5uNZQWRc27uPwvIncZSopqvU20+m9qVJE3UlgnvWtLGU56fvaJGSEdcRJeuaRJe5vQvsDG9KQ731tQ/Jpt53lFY55iraG/VWK7uHSQ2rHTJtuwb6uwaG/1upK3xaoSo1PQc/N1Zem3Y+anl+4tQV6KtjOtYfKurBxH4fnTeQuU0kR4kGdTTvJfOrp2t5EdpAZ4jEdsSA99yfxWdZXj7OO/IiXbRCXtORJPtkedTbTtAvEPyZGpI3IkYb5QP6kr2Q/zkUpOoFLDalx4bnIfKaRSKHiIjNNwQpZntAlPZBCkkDB5yaoy7I9SOFNoIATn/3KMvYl28vNlVD3MVD4WTc17NccQ2Vd2LiPw/MmcpeppIh6m3oy7UXutdTbwHpCqPPU9ZV2PtT8Ql9a2ggCaQjHRIb9jTDxGUEC8iN9pWs/xsB2laITmXpIra9Q5aIjISlUFI7akLTzIWnq80BITvt8ENslblvoWEbc3FSB6dw0pK0FM3kFrg/7wOdUkNecQ2Vd2LiPw/MmcpeppKjKDqS+ru1NlSDIPHHS5oR2PtT8Ql9a4qUNSWiH7AJpiJ9Q82S6tj3QtmFjYf+UohFMOaR2SqFKrw2fdbolY8EtSAsXnXXkmcLFfFfhTMENmUewSEu6hOQFWZ/u1HNhv5cwVNaFjfs4PG8id1mCFAH1d6WdD6e0X+kpuo982c/+EmhjWA7kx7IK+8DIxLkoRWcyxZDaKYWqFoxjIDhdDQ7bqfLDfFvgKn03TaSnD9ZP0eAhn2yPf7VfwlBZFzbu4/C8idxlKimiTk99zX2WNqa2N1kf6jzpSUd8Pvvqe76wsg4hoU2GvvYrcWmDyDfy08K2k1cgbvabPJAr9pVPlg+RrSGwP0rRBJwzpHaKFFEwKDCVtvBACl87fMYy1kHipHDWfFmX4bO+m4Z9rmaeNOHcXiLO6UcffXQYKptimPJS2LiPw/MmcpcppAjpSF1NqF94qaPzxZi2o7Yf7TyiEUFJvd8F7QDrk28bt87TTjBPvnx2tRNt+pDlfCawzbRpU6AUTcg5Q2oIBiGNRJ8UQcy4TdMSs07IjUJezFMo+USKoM2XwpqCF+p8ZI6QvFLAWVcl6xQo4KSl921pQ2Vd2LiPw/MmcpcppEjGoxRdgEv9Sq1laE9Ma9HMHzPrU6371Ph91KGyH3744Xbp8rFxH4fnTeQuStG8KEUXZOpfqW2ZtQyVdWHjPg7Pm8hdlKJ5UYouzDlDanuAXqY1DZV1YeM+Ds+byF2UonlRiq7EtYbU1sJah8q6sHEfh+dN5C57kKL6sHcY+wzq1ChFV8YhtXUPlXVh4z4Oz5vIXfYgRV2/uM4PfuZGKZqBvQ6pbWGoTKZDKRK5yyWkiF75/FI47/Oh/WSeXyPXXpr8Spll7TruV9YnXX03UH5xnDT1h0CkIw3LSV/jpQ5gOozZt6lQimZkL0Nqax4q4yasNz5Q7mzMz0cpErnL1FJE3VvvM+b5gopUpHcmogKsR0giNSxnPbCcvEifPBKPdcmP9xYlv5qeNOTf1VNEXjB236ZCKVoAWx5S28JQGTcoZS1wU9Z5GYdSJHKXqaWoCkboeglwpATxIIQ6X8UHMp934iUugfwiOC3HpGjsvk3FqqVoS2xtSI2bgYK9haEyvvXkBuYGrD1HqQy4aWsDn29KLOezvulb3qIUidzlElLU0tZjMEQ8IkEh86znXma6Da38QNfyuv0x+zYVq5Aiusc4gfUvJeg+22KFuvYhtTUPlR0DseFGrRUM5ZVyGeFhfW5Q4mU58ZSiuyhFIneZWoqou/jyVmmlpPbotKJR50lD2pB52uNaN1ZYTv6BuvCYFI3dt6lYhRRx0FzYeqK6TuqWWOOQ2haGyvrIjVkrF24eQm5MpChlkrgsy9i33EUpErnL1FJEHUS9RP1Uv9jRpqb+Yn3qttRnoc4Tr0uKgLyYJ27dTnrTWU4ctgusb79IhjH7NhVsdxVSRKjG20pRLkI9gWtnLUNqWxoqOwblq60Q6MVkWUIkiE/KJHFIpxzdRSkSucvUUhRoXwkV5mlba/1ET07t2a7zbT3WNZ86sUIbQbtcl7Os1pltmlP3bSpWJUW1G40TGCmi8UnlyglieXvx18xSh9S2OlTWRytF3Pxto951g9ZvQ/IHSpHIXS4lRTKMVUkRsMNMVylqv4nX+FtiSUNqWx4q66OVIqAMpkzySY9ZymbKIdPtNypRikS6UIrmZXVSlN4i4lYpqtT4W2PuIbW9DJV10QpRYHnbZZzuYgLTchelSOQuStG8rE6KgOEIGuZIEZ/1l2kcFI3Ulrn2kNrehsrk8ihFIndRiuZllVIE9A5FikjHPHE4oCzfA9cYUtvjUJlcHqVI5C5blaI8WrB0ViFFXU+Y84xGfU6DIQp6h7byy7NTuNSQ2p6Hyk6B8+T5OR2lSOQuS5OiY89D9knOKc9QLu15y1VIkQxjqiE1h8pOw8Z9HJ43kbssRYoQnozIJIR2XZ7rPZam9hQxzb2ftDXe3ChFG+ScITWHyk7Hxn0cnjeRuyytpyhwr2YkBomhvQ6RopY2TaSI6frcL+mzbm5WLUW//fbbYk7k0jh1SM2hsvHYuI/D8yZylyVJESMGtAtIC4F5hrtaCarzXWmglaLadrfzc7JqKbJn6X7uG1JzqOx8bNzH4XkTuctSpKi+FBloJ+6Tor40oBQpRYuia0jNobJpsHEfh+dN5C5LkSJ6e+oPl7hXq+DkNTh8RoruS6MUnYhSdFnqkJpDZdNh4z4Oz5vIXZYiRbSvyA7CQqDNiOAgMCxjPfdwpOhYGqYjPnUa2vk5UYp2CMNoDpVNh437ODxvIndZihSF+34yz+tyIkVhaT+zPwWlSORMbNzH4XkTucvSpKgLen/SG0TY0vsBlSKRM7FxH4fnTeQua5AiYLiLsLX/dlSKRM7Exn0cnjeRu6xFiraKUiRyJjbu4/C8idxFKZoXpUjkTGzcx+F5E7mLUjQvSpHImdi4j8PzJnIXpWheVitFPNxFweFNzC9evLhdKnJdeL0BN9Ff//pXy+GJKEUid6Fd476gPTRcP/D+vtVJ0fPnzw8vICTu+++/f/Pxxx8fDoT/QhO5Ftw4lEN+kson5fDp06e+HXwgSpHIXXiHHG3bWgNt8v/8z/90rltLuNQX3ItIEX9NQRwEqManINEoiVwDxBwRR4Bq4840b2eV+1GKRLYH9zT3ttzlIlL06NGj/74XoY3/xRdf3Hz//fe3cyKXARGiHKZnsm3ckSXkXY6jFIlsD6Won1FSxDNCedCsDV9++eVhmCK0UsS3d/7gtCutwTBVQL5rr2TbuPO2V8plV9q1hyn/HkYpEtkeSlE/J0sR38BpULoq4wREKLRSNCS9wTBFqH9e2Dbu9CB1pVl74EsJX1qmQikS2R5KUT8nS9GptFIkMgd7adz5pZ1SJCLHUIr6UYpkFyhF41CKRLaHUtSPUiS7QCkah1Iksj2Uon6UItkFStE4lCKR7aEU9aMUyS5QisahFIlsD6WoH6VIdoFSNA6lSGR7KEX9XESK6k/uP//880MlXX827P9PyaXh1Q+1zH366ad33o9Vf7K/FZQiEWl5+fLlO3UfdSF1Yl3mX3C95SJSxNuCHzx40BuUIrkGvES0q/wlIBBbQykSkRaE5+HDh531IGHKOmPtXESKqEi7TjzBky/Xgm8/XWWQsNX/4FOKRKSLY50VX3/99W0suYgUHbNST75cC7qMu8oggSHeLaIUiUgXxzorHL35g4s9aN1npZ58uSaMnXeVwy0OnYFSJCJd9HVWOHrzLheToi4r9eTLtaFHqC2HWx06A6VIRPro6qxw9OZdLiZFXVbqyZdrgyTUMkjY6tAZKEUi0kdXZ4WjN+9yMSmC1ko9+TIH9AzVcrjVoTNQikSkj7azwtGbu1xUiqqVevJlLuoQ2paHzkApEpFj1M4KR2/uclEpqlbqyZe5qENoWx46A6VIRI5ROyscvbnLRaUIYqWefJmTDKFteegMlCIROUY6Kxy96ebiUkSl6smXuaGHaOtDZ6AUich90Fnh6E03ByniP6D449ZLhB9//PHw/2dd6wxvA//TtQbo7eva/zWE58+f3/zv//5v57q1hCHlRCkSkfvgvnb0ppsHCNF77713+Cf7S4VPPvmkc7nhb4f/5/ryyy9vL8dy+eGHH24ePXrUeQxrCWsuh0PLiVIkIsfgnn7//fcPL7alXpd3ecA3UCpdmYe1NDo2jvMy9PwrRSLSBfcydQP3M/UEHSKfffaZctSgFM2MUiRDUIpEZAytDLUoR++iFM2MUiRDUIpE5BTuk6EW5egtStHMKEUyBKVIRIZwqgy17F2OlKKZUYpkCEqRiBzjXBlq2ascKUUzswcp+uWXXw4314cffnj4BRjTlDv4/vvvb16/fn2YvhRsK9uD3OxTwPuPuvJiGcea43327NntmnEoRSLSxdQy1LI3OVKKZmYPUoQMVSlgOvNIAzfdJUFc6t97sD22OwWRHuSukmNmW9xjnLtztqkUiUjl0jLUshc5UopmZutSxI2EIHSBNNTeI3qU4Kuvvvrv8ipTxKG88pl9IS7xCF3/a0ae5EUgXUSF+HU72Tbcl2dgX4iTzwr5sp0K2z+W3zGUIhGBa8tQy9blSCmama1LESAMpI2QVFhXlyEk2Q7DapEOQDRYR3wkBsGo+xRpaiFelRHSkxdvWwe2SVoYmifkmID8Xr16dZiGLinqkqehKEUi+2ZuGWqhftuiHClFM7MHKQKGlxACZKEKSStFrKu9NlVoWFchLUKTONygiVupeQDbq3JS54fmCexPnociDSGwrpWidrunoBSJ7JOlyVAL9dqW5Egpmpm9SFElggR8VnloxacKTbuOecov6RO6HtqueQDxqpzU+aF5ZuivDYFp0lY47rHnUCkS2RdLl6EW6rstyNFJUlS/wYeuZS3HfmHUNhxDOJZfyylx76OrgeT4WZ5wKluXIs5XHVYCeon6pIj59CIB2+QaQpUO4AaszxxB17U+RYqG5km8up/A/nE/ZboeF9MsG3K/dKEUieyDtclQC3XdmuVosBS1DQl0LeuCOLWBqHDyTuVYfm3DeSzuKdCYkXe7v+TPcj4zXRvg+9i6FNXzxnkhj3pNWMY8n8SlPOYcJm5geSV5Z7gr22ipeSIybbmt80PyRPLafQHS5ByxnjxraCXqFJQikW2zdhlqoV6l/lybHE0mRXybJtCo0IjwGYhDXLaVb/2B5YE0NDjEIW6lLk9+LSyjMeIz69ttt70WrGv3twsKKvHIv+ZB/rXR5By0y46xdSkKnGfOf65LhWV1ea5122PTlRa4tsQ9dg1ZR/r0+rRx2/n78rxveY6J0Bf3FJQikW2yNRlqoQ5ckxxNJkURBg6eb8xMkzcQh8BFJ7AuZJq82vQRCxoV5lmedcRvoSFNuqQ9tu0sI25Xj0CFdDTWxGc7gbzbdBx33c4x9iJFch5Kkci22LoMtaxFjiaVIoQlMF3FpA4dcGLSCxB5aPNnvzJf4wPLu6QIWhlpt520iBb5BnoQ+kSGfUncul/AdJdMKUUyJUqRyDbYmwy10P4uWY4mlaIqB3U+IhLquj4pqvPEqenb/CpdUtSVlu0Tl4tTQxdZl/0mXYZEyC/HUmn3ow+lSIagFImsm73LUAvtMO3q0uToLCmqvSYRhlDnWzGhFylDUJGHNv86T5yavs2v0spIGzfz9Dz1SVALeeZ4CKRLrxj55TgDxzY0b6VIhqAUiawTZeg4tMdLkqPBUgQIQGSmfaA4whDqPPEy/MUJQDLysPIQKaIwpWJmf1tJqrTryKNvnrh1aK3uf2C/20YhzzgB+SFI5ElgmnXtA919KEXLoi0DHPMUD0qfi1IkW4IyRd1Z60nalvq85tq5tAwhEpzDGi5RV6Xzg3aNz3N+RXsM2s8lyNFJUpTncHJyagPSFug6T6Go6drni4C8a+Xbzic9ywh9Fx+JYRvJt41b5/lMvnym96dCfM5RC/Gzj2wv4dSbWilaFpSFSl85uzbXliLyefLkyc2DBw8O4fHjxzcvXry4XStyHqmja5muX6TXzKVlKFBX0d7lCznhEtD+pR5Mp8QlmVuOTpIimZ49SxFyTOGngiRveh/55sgybjyW50aPgKYnjnW5URFRKtOk47NS82t7BllGIF/yRwCInzxYlu2M2bepuKYUvXz58lAh/fTTT//dLss+/vjjm+fPn9/GEhkP90ga2PQWVSnqu9eWzLVkKHBuus5L6qN0EFA/Mk/dx2fqNpaznnxqh0BX3Eq9ZpdkLjlSimZmr1JEueOGzM3FDczNzDKmgZuCG7BOR2q4iXPDRm4iIixPjx3TyY9tEQ9IU48nlXG2F4ifimfMvk3FtaTo999/P8hPjrlul3X0GF2jwpdtk/uK+6nex7kP++61JXJtGQqcE+qanDcCXyw5X3y5Y57pPOpCoN5lGXUV86wD9r2e+xq3Qrwh9dCUsA+UkWvJkVI0M3uVonoTBqSlT0oITIc6nwohZD75ZZ7APGnz2dK3/bH7NhWnSNGjR48OFdqYwHaofEK73S+//PIQutIaDENC7g8+gWmWt/dtpd5rbX5zBe6NOWQocI4Qx5yXnE8+2/qnnm9gn+ujHjVNGzewvPYoXRv26RpypBTNzNSycSmm3k9usPSshGM3c7uuzqcyDZlPnKRPgLbSDUPFB/rWdcU9l6Hn/7fffjs8C8Q9PTbUyrLdLs8VdaUxGIYGpDr3DqS3qL1vK4lP2q48rx1omOmN+eabb2738PpQV+UcVo6dv8A8bX+oadq4oa/OvCb0Vn/xxRc3Dx8+PAzpX4LdSFH7jAcVf7oO52SvUsT578qPG69eF+a5du2NXudTmYY6T3q+ebZQCad7vtLe+LWCGLNvUzFXOVlL+ZR1Ue8rYD5iBH332pKgd4h7g94i7pNrwzmp5zB01T/t+eY8116fOozZxl0CyNB33313ONeIcVedPhW7kaL2QitFp3GJ/eSakCc3aK5PpvnkJs022xu9zhOXEOo8NzuVR5ZlO1SwTFMxEIgD2WYqjMSHpOdz6L5NhVIkW6LeV0A7lOdgoO9eWyJzyRF1Fueohq4vacB8Pd+0fSyr9V+ks40bUkdek2vKULiIFLHjFGYKSv02jojkQgQuDssZSqHw13XsG4H1rOOzkuWkqSeLNLnYyYMLyjz7lW1WKWL+lH2bij1LEXDzUUbq9ePm5Dpx3SrtN8XMc53qtWznyZttkF97U6V8VNinVApd2zxl36ZCKZIt0XV/cM/V+7bvXlsq15aj1FM1hKH1EfUibVxb/3ZR8780c8hQmFyK2HkEhJPNSaSQ5DPTERBgnm8ICAfT9VsBNwR5EZ/9TL5A/OTHsuSXp+qJTyA/bjSWZZ+A+UyP2bep2LsUyTCUIpF1MPew2pqZU4bC5FKEQHT1qLRdb5ESQiQE6jxSRAh1nvySPmnyyTG1ZH2o82P2bSqUIhmCUiSyLpSj4SxBhsLkUoQ0XONXRYhM5hPoEWoFJ2R7oW/70LeuK+65KEUyBKVIZJ0oR/0sSYbCqnuKuiCtPUXTc99+9o1DT0F9RuiS27kEU+2vUiSybpSjP1iiDIVZnilCbCIXx8TjmBQhXjzjQ/zkz2fXM0VQt59njJhu1w3dt6nYghRd4rxU6nWv120oKSdzMGZ/u1CKRLbBnuVoyTIUJpci4EBpxLjweTAa8hBz7UlCUFge6nzEJrTz5M02yK9uhzjpsarx07hmG+l9gFP3bSq2JkVjfrlAeem6ObL8Pika2xszNF3Xvh1LW+PX/R1zboJSJLIt9iRHa5ChcBEpkuFsRYroHUQACEznuTJkJssJNQ/iMZ80VUizPOu6pIjPxCHU9JXaU5RfECZfPvsgv5o/UkP6zJO+ynhXfD77tkfaxCW0z+JVlCKRbbJlOVqTDAWlaGa2JEXpeUtjD7U3DlieG4M0kRWWMQ+kz7An9PUU1WmoeVfaNLW3r+5Dpd0H8uVY6vFEeqAvft/2WJ+00M63KEUi22ZLcrRGGQpK0cxsRYpqg17nuRlIhzAgBFVCIkEh88SNBEGXFCEkxCduQs27kjTtNLTzgfy6hkq5X1hHOkLd5674fdsjbtf+96EUieyDNcvRmmUoKEUzs3Up4rPKQpWEVgKqYAyVoiHUbdZpaOcD+0DvTwvb5J4JdZ+74vdtj3NyynVXikT2xZrkaAsyFJSimdm6FCENuUH4ZD6S0EpN5lth4FmdVooyXZ/DIf92uA7aNJmGdj50DYe1Isa9k/ljw2dd28u54DN07UdQikT2yZLlaEsyFJSimdmKFFUhqPPIDI0/MsCyKglVMKDOE6+GSBF5JD2fWZ+8EZeWmqZOQztf6XvQOsfD+aj73Be/b3uIVPJK6EMpEtk3S5KjLcpQUIpmZgtSdB/cMGNumi7B6eLSN2Sb/337der+DDlOpUhEYE452rIMBaVoZvYgRXI+SpGIVK4pR3uQoaAUzYxSJENQikSki0vK0Z5kKChFM6MUyRCUIhE5xpRytEcZCkrRzChFMgSlSESGcI4c7VmGglI0M0qRDEEpEpFTOEWOlKE/UIpmRimSIShFIjKGY3KkDN3lIEUfffTR4UV0huuHr7/+ejVS9OTJk85jMFw+zFVOlCKRbdDKkTLUzQNOFD1Faw1//etfb/7yl790rltL6PrPrKXx4sWLzn1fS/if//mfm/fff79z3VrCHOVEKRLZFrT5jx8/vvn000+VoQ4e3H6uFr5F02CIHMPGfRyeN5HtwT3NvS13UYpkF9i4j8PzJrI9lKJ+lCLZBTbu4/C8iWwPpagfpUh2gY37ODxvIttDKepHKZJdYOM+Ds+byPZQivpRimQX2LiPw/Mmsj2Uon6UItkFNu7j8LyJbA+lqB+lSHaBjfs4PG8i20Mp6kcpkl1g4z4Oz5vI9lCK+lGKZBfYuI/D8yayPZSifpQi2QU27uPwvIlsD6WoH6VIdoGN+zg8byLbQynqRymSXWDjPg7Pm8j2UIr6UYpkF9i4j8PzJrI9lKJ+lCLZBTbu4/C8icieUIpkF9i4j8PzJrIuuF+//fbb27m3sOzZs2e3c3IMpUh2gY37ODxvIuvi1atXNx9++OHhE3788cebTz755DBd+eWXX26n3iXp9opSJLvAxn0cnjeR9fH999/ffPbZZ4dphKgKEPczyxIiQcQnZPleUYpkF9i4j8PzJrJOEBsk56uvvrpdcnMYQqv3c+Z//vnnd0Roz71FSpHsAhv3cXjeRNYJbSPDaJX0BNVeIT4z5Ma9jigpRStGKZIh2LiPw/Mmsk7o/emSor4HrhGh9BzVZ5L2hlIku8DGfRyeN5F10iVFSA9iVKENbR+6pgeJ9HtEKZJdYOM+Ds+byDrpkiLgGSOkJ4H7mwez22V7RSmSXWDjPg7Pm8g26fpJft/P9PeEUiS7wMZ9HHzb5D0nIiJ7QCmSXaAU3QXZaYWHhyvpShcR2SNKkewCpegu+Rlu/ZXJsV+niMg2ePny5W5/XXYfSpHsAqWoG/4jKeel/WUKzxfwUGYrSlSmpGO5vUoi64N7njpR7qIUyS5Qivrh1yYMo9VeIz6znOeKqhgRL8uRIx/OFFk2L168OLSTCY8ePbp5/PjxO8t+/fXX29j7RimSXaAU9cM9hOjUf9amh4iA+BAQIiQJiEsaEVkHv//++83Dhw9vHjx40Bk++OCD25iiFMkuUIqOg+ggPyHvKkGUEjJUFkEiTR1uE5Hl8vTp004hInz99de3sUQpkl2gFB2nlaL0FN1HxElEls3z5887hYjA8Jq8RSmSXaAUHaeVIp4pYhm9Qxk+4/wxnU9CnjsSkWXTN4Tm0Nm7KEWyC5Si49Db8/r169u5t9RfmfGZB6ojSASFSGQ9dA2hOXT2LkqR7AKlSET2TtcQmkNn76IUyS5QikRk77RDaA6d3UUpkl2gFImIvDuE5tDZXZQi2QVK0Th++umnm3/+85+3cyKyduoQmkNnd1GKZBcoRePwvIlsiwyhOXTWjVIku8DGfRyeN5HtwRCaQ2fdKEWyC2zcx+F5E7kLvS20PWsN33zzzeEdZF3r1hIuhVIku8DGfRyeN5G78N4uhp9oe9YYeOlq1/K1BP7QlmejLoFSJLvAxn0cnjeRu9DTQpB5oE6ibroESpHsAhv3cXjeRO6iFM2LUnQEpUiGYOM+Ds+byF2UonlRio6gFMkQbNzH4XkTuYtSNC9K0RGUIhmCjfs4PG8id1GK5kUpOoJSJEOwcR+H503kLteSol9++eXm559//m+QtyhFR1CKZAg27uPwvInc5VpSxE/nP/zww8NnwqtXr27X9kOaLaMUHUEpkiHYuI/D8yZyl2tKEe9ECtyLdR5oA3kRY2SJHiWkqPYu0eNUqfM1DuH169eHwDTbatNWSPvs2bNDOBZvapSiIyhFMgQb93F43kTuMpcUffXVV+/Msz7LmI4gIUUsS1zWRX6gzhP3s88+OyyLdGUZeTNNvl2QJtsh3o8//ni75rIoRUdQimQINu7j8LyJ3OWaUoSYIDARj/QIIT+sCwgJIgPEq9wnRXUd26n5RrqOwT6xP9n+pVGKjqAUyRBs3MfheRO5yzWlCNGIENUeG9ZlfULu1VOlqMK2qgS18xW2l/3I9DVgW0pRD0qRDMHGfRyeN5G7XFOKIiQ8t4PA8LwPcF/SO9PFNaSI/ak9Q+SnFC0ApUiGYOM+Ds+byF3mkCJgOuJB24fQ5AFnhrASl+VVgpCXCFTkakopYtvUE0rRAlCKZAg27uPwvMkeePz48UFyXr58ebvkONeSIu69tjeoPuOT54gQm1Z8EJRIC+LEPPFIT76RqcQJ5FG32c5XyKdu+1p1BdtRinpQimQINu7j8LzJHnjw4MF/wxBBupYUSTdK0RGUIhmCjfs4PG+yB6oU1dAnSErRvChFR1CKZAg27uPgvD158uRwnxkMWw1dQtSGKkhK0bwoRUegQCtFch9K0ThevHhxuL8Mhi2HLgnqCx999NHN06dPlaIZUYqOoBTJEJQiEemjS35qQIS+++67m19//fUQ356ieVGKjqAUyRCUIhHpY4gIVZSieVGKjqAUyRCUIhHpY4gIVU6VIl64yE/W8xP6+jcakOXUUfWPVfnpPe8TYnldR155f1BCYF22kb8EyfbzLiPaTWAZP9Vv96eF/cs+JG1XnpnnlQDZJ+KRP9thfeiKOxT2QynqQSmSIShFItLHEBGqnCpFiA3ShRwwHQGCiAnLkQ/e+xOZYToiErEA5Ij4hLqcaeKzPO8qAubzPqEIDPESN/vQBfuU/SMd0+xfV56sI7AfER3myZ/4bI91Wd7GHQr5KEU9KEUyBKVIRKZijBQhAKHO88l8qJKAdFTa+eSTv/5gPcsSknemK21e7X4EliNGyYd6lP3ryjNxQ0Spku22cU9BKTqCUiRDUIpEZCqmlKJWThCOoVJEHuQFfLI+6RMQpmPbDzWvSleetLtD8iBueoZCjqFve0NQio6gFMkQlCIRmYol9BQxbMUQWaWNH9rtQxu3T1JYTjvb0pVnm8d9PUVd2xuCUnQEpUiGoBSJyFRMKUX1mSIkB2mozxRVMo84JU1CliNLWUadl+m6fWBd1iNh7fqQ55wyhJbeoq48s08VlvU9U9TGHQr5KEU9KEUyBKVIRKbiVCnKL7VCO49w5OHr9tdnlcyTNnKSEBCryEd6ktrtBZYhJxGVPmhniUO+pCG/rjyzrsI8aSNHoSvuUJSiIyhFMgSlSESm4lQpkmlRio6gFMkQlCIRmQqlaF6UoiMoRTIEpUhEpkIpmhel6AhKkQxBKRKRqVCK5kUpOoJSJENQikRkKpSieVGKjqAUyRCUIhGZCqVoXpSiIyhFMgSlSESmQimaF6XoCEqRDEEpEpGpQIioT2h/1hj+3//7f53L1xKePHmiFPXBCVKK5D6UIhGZih9++OHQ7qw1vP/++zePHz/uXLeW8OLFi9urMS1KkewCpUhE5C2XHH5aO0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlSETkLUpRP0qR7AKlaBv8+uuvNy9fvrydE5ExKEX9KEWyC5SidfLTTz/dfPHFFzePHj26efDgwc0HH3xw8/jx48P0e++9d7imz58/v40tIkNQivpRimQXKEXrgvv6448/vnny5MnN999/f/Pq1avbNX/w22+/Ha7r06dPD6L0ww8/3K4RkWMoRf0oRbILlKL18N133x3u6RcvXhzmESLECEn66KOP/huIl6E0Pj/77LObL7/88jAvIv0oRf0oRbILlKJ1wDWqYvPNN9/c/PnPf755+PDhYcishj/96U+HdcgQvUaAKNG79Pvvvx/mReQuSlE/SpHsAqVo+SBABKDnhyGxLhlqA3L0l7/85fD8EXitRY6jFPWjFMkusKFcNggNPTzAsBmS0yVAxwK9Rs+ePTvkwcPZDLmJyF2Uon6UItkFStFyYaiLX5Xx7BDT77//fqf0DAn8Ii35JE8ReRelqB+lSHaBUrRceA4ozxH9n//zfwYNmR0LPJANNV8R+QOlqB+lSHaBUnQdEBKGrrgvh0Iahsx+/vnnwxBYl+icEsiDdxfRS8T7jYbCPuedSCJbRinqRymSXaAUXQeGrCInyMV9glTFhV4dHpqugjM28JN9iHD1UUWophfZMkpRP0qR7AKl6DpUKaqhT5Dq/duKybkBuir/PhGqQWTLKEX9bEKK+FbIp8HQF7766qvDr5u61hmmC0PEpgpSldVznyWqgSE0/ictP/NnW/eJUA31mAyGrQXqQqWom9VLEd3vXGC+bRoMfeGvf/3r4b03XesM04VTxIYvM4hKpKgrzthQpejvf//7Yd+64vWF9rgMhq0F/1i5G/uJRWQy+obPEvL3HAgL8H9lvJEaxrybqC/wbBJvueY5JbYHfIHi3UU0CF1pahCRfeLdLyKT0SVFrQhVeAg6P6Hns007NtBTBPxZbNe/6N8nSCKyT7z7RWQyIkUMVTJ01SVCLbxwkV4dJGWq54o+//zzd/I+BoKEtCFvSS8i+8S7X0QmA7E59VmF/BKGt1BP8Qs0RAgZ44FSeoJOgXQZbhOR/aEUicis8NJGemkAkUFqumRnSGDY7P/+3/97yItnlXhmSURkKEqRiMxOfW8KzwGNfYljlatTe4lERJQiEZkdnvtBaBi+Yhjtk08+OfT6dIlPV+BZJJ5jIp+al4jIKShFIrIIeBYJmeHBZ/jXv/41aCiNODzUDQhRXtIpInIqSpGILAZ+oo8YRWryclZ6gpCfGhhiqy+h49kkftb/008/HeZFRE5FKRKRRYEIITs8KB3hYUgNUaohP7VnmIw3YyNTvqVXRM5BKRKRRcIvx3hOiMCbqb/99tv/ChE/m//6668PIsS7kXgVgIjIuShFIrJo6P2JBNGDRIgkMWQmIjIVSpGIiIjIG5QiERERkTcoRSIiIiJvUIpERERE3qAUiYiIiLxBKRIRERF5g1IkIiIi8galSEREROQNSpGIiIjIG5QiERERkTcoRSIiIiJvUIpEZFP88ssvt1MiIqehFInIIuAPXj/88MN3wmeffXa7dhj8Qewnn3xyOycichpKkYgsAqRoiND09QSxXCkSkXNQikRkERyTInqM/vGPfxzW04NU4z179uy/yxJERMagFInIIsjwGQKUgAgBovP9998fpoF49Aq9evXqMP369evDcnuKROQclCIRWQTHeopYjvCEzCNKNY1SJCLnoBSJyCJQikRkbpQiEVkEY6SIh6sZPgs8X6QUichYlCIRWQR5pqiG/CSfzypFdT4PYBPyLJKIyBiUIhFZPTxwTRAROQelSEREROQNSpGIiIjIG5QiERERkZubm/8PUIutxhPesfwAAAAASUVORK5CYII=)

Figure 4: Retrieving an ADConnection handle for reading user or computer object.

The following steps describe the flow of the preceding figure.

1. If the **Collection\_Of\_End\_Entity\_Object\_Query\_AD\_Connections** ADM has no **ADConnection** handle:
   1. Invoke the "Initialize ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.1) to construct an **ADConnection**, with the following parameter:
      * *TaskInputTargetName*: NULL
      * *TaskInputPortNumber*: 3268

Store the generated **ADConnection** handle in the **ActiveDirectory\_Connection** variable.

* 1. Perform a bind request as specified in section [3.2.2.1.2.2](#Section_f371c408206040308416ac852769b157). Go to step 3.

1. Remove from the **Collection\_Of\_End\_Entity\_Object\_Query\_AD\_Connections** ADM element the **ADConnection** handle that was added the last, and use it as the **ADConnection** handle in the following steps.
2. Invoke the "Perform an LDAP Operation on an ADConnection" task (see [MS-ADTS] section 7.6.1.6) with the following parameters:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**
   * *TaskInputRequestMessage*: [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) SearchRequest message (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1), as follows:
     + baseObject: **EndEntityDistinguishedName**
     + scope: baseObject
     + filter: (|(objectCategory=user)(objectCategory=computer))
     + attributes: The CA SHOULD use the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):
       - objectClass
       - cn
       - dNSHostName
       - mail
       - objectGUID
       - userPrincipalName
     + sizeLimit: 10000
     + timeLimit: 120 [<99>](#Appendix_A_99" \o "Product behavior note 99)
     + derefAliases: neverDerefAliases
     + typesOnly: FALSE
   * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search. Set the output parameter **EndEntityAttributes** equal to *TaskOutputResultMessage*.
3. If the *TaskReturnStatus* returned from LDAP search operation in step 3 is not 0, then:
   * Invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set to the **ActiveDirectory\_Connection**.
   * Repeat step 1.1
   * Perform steps 1 and 2 in section 3.2.2.1.2.2 with the exception that in step 1, use the following parameters:
     + *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS
     + *TaskInputOptionValue*: Bitwise OR of the bits A, D, J, and R, as defined in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1
   * If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

* + Repeat step 3. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [MS-ERREF] section 2.1) by performing the processing rules in section 3.2.2.1.7 with the following input parameters:
    - **InputReturnStatus**: *TaskReturnStatus*
    - **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit.

1. If the number of **ADConnection** handles in the **Collection\_Of\_End\_Entity\_Object\_Query\_AD\_Connections** ADM element is less than **Config\_Max\_Number\_Of\_AD\_Connections**, add the **ActiveDirectory\_Connection** variable to the **Collection\_Of\_End\_Entity\_Object\_Query\_AD\_Connections** ADM element.
2. Otherwise, invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set to **ActiveDirectory\_Connection**.

###### Bind Requests

Bind requests are used to connect and to authenticate the user to an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform bind requests as follows:

1. Invoke the "Setting an LDAP Option on an ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.2) once for each of the pairs of option and value parameters in the following table. For each of these, the *TaskInputADConnection* parameter is the **ActiveDirectory\_Connection**.

| TaskInputOptionName | TaskInputOptionValue |
| --- | --- |
| LDAP\_OPT\_GETDSNAME\_FLAGS | Bitwise OR of the bits D, J and R as defined in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1 |
| LDAP\_OPT\_SIGN | TRUE |
| LDAP\_OPT\_REFFERALS | If the **Config\_AD\_Connection\_Referral** ADM element is FALSE, set to FALSE |
| LDAP\_OPT\_PROTOCOL\_VERSION | 2 |

1. Invoke the "Performing an LDAP Bind on an ADConnection" task ([MS-ADTS] section 7.6.1.4) with the following parameter:

*TaskInputADConnection*: **ActiveDirectory\_Connection**

1. If the *TaskReturnStatus* returned is not 0:
   * Repeat step 1 with the following modification:
     + *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS
     + *TaskInputOptionValue*: Bitwise OR of the bits A, D, J, and R, as defined by [MS-NRPC] section 3.5.4.3.1.
   * Repeat step 2.
   * If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

##### Search Requests for Querying End Entity Object Attributes with an End Entity Provided DC Name

This section specifies how to perform a search request against a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) specified by the client, as specified in section [3.2.2.6.2.1.1](#Section_91a45b67fd7342ce9921ba0ab6be6e3d).

**Input Parameters:**

**DCName:** The name of the domain controller (DC) that the client provided to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). This is a null-terminated [**UTF-16**](#gt_4c9eef52-69d4-43e7-ac04-ff1fe43a94fb) string that contains a [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the domain controller, prefixed with "\\".

**EndEntityDistinguishedName:** The [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the user or computer object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**Output Parameters:**

**EndEntityAttributes:** The set of values of the user object [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in Active Directory.

**Processing Rules:**

The CA MUST perform the processing rules in section [3.2.2.1.3.1](#Section_ba3568b0ebeb483ab8dff8c452a78cee).

In the following sections, the following local variable is used:

**ActiveDirectory\_Connection:** An **ADConnection** handle. For more information about **ADConnection** see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2.

###### Search Requests

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform search requests demonstrated in the following figure.[<100>](#Appendix_A_100" \o "Product behavior note 100)
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Figure 5: Retrieving an ADConnection handle for reading user or computer object with provided DC name.

The following steps describe the flow of the preceding figure:

1. The CA MUST validate the provided [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) name by performing the following processing rules:
   1. Perform the processing rules in section [3.2.2.1.2](#Section_24edfc7ffb9d40359193660e84e93a5d) with the following modification: in step 3 of the processing rules in section [3.2.2.1.2.1](#Section_ec4ada6646524f7b8f2813df189cb146) use the following parameters:
      * baseObject: NULL
      * scope: wholeSubtree
      * filter: (&(objectCategory=computer)( servicePrincipalName=HOST/**DCName**)) where **DCName** is the input parameter.
      * attributes: The CA SHOULD use the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):
        + **dNSHostName**
        + **serverReferenceBL**
        + **servicePrincipalName**

The rest of the parameters and processing rules are the same as in section 3.2.2.1.2.

* 1. Perform the processing rules in section 3.2.2.1.2 with the following modification: in step 3 of the processing rules in section 3.2.2.1.2.1, use the following parameters:
     + baseObject: serverReferenceBL attribute value from the previous step
     + scope: wholeSubtree
     + filter: (objectCategory=nTDSDSA)
     + attributes: NULL

The rest of parameters and processing rules are the same as in section 3.2.2.1.2.

* 1. If the previous search request returned exactly one entry, proceed with the rest of the processing rules. Otherwise, return a nonzero error to the client and exit.

1. Invoke the "Initialize ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.1) to construct an **ADConnection** with the following parameters:
   * *TaskInputTargetName*: **DCName**
   * *TaskInputPortNumber*: 389
   * Store the generated **ADConnection** handle in **ActiveDirectory\_Connection** variable.
2. Perform a bind request as specified in section [3.2.2.1.3.2](#Section_8e81589055ef446a9487619f9de5d1cd).
3. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**
   * *TaskInputRequestMessage*: [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) SearchRequest message (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1), as follows:
     + baseObject: **EndEntityDistinguishedName**
     + scope: baseObject
     + filter: (|(objectCategory=user)(objectCategory=computer))
     + attributes: The CA SHOULD use the following attributes
       - objectClass
       - cn
       - dNSHostName
       - mail
       - objectGUID
       - userPrincipalName
     + sizeLimit: 10000
     + timeLimit: 120
     + derefAliases: neverDerefAliases
     + typesOnly: FALSE
   * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search. Set the output parameter **EndEntityAttributes** equal to *TaskOutputResultMessage*.
4. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
   * **InputReturnStatus**: *TaskReturnStatus*
   * **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit.

1. Invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set to be equal to **ActiveDirectory\_Connection**.

###### Bind Requests

Bind requests are used to connect and to authenticate the user to an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform bind requests as follows:

1. Invoke the "Setting an LDAP Option on an ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.2) once for each of the pairs of option and value parameters in the following table. For each of these, the *TaskInputADConnection* parameter is the **ActiveDirectory\_Connection**.

| TaskInputOptionName | TaskInputOptionValue |
| --- | --- |
| LDAP\_OPT\_GETDSNAME\_FLAGS | Bitwise OR of the bits J and R, as defined by [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1 |
| LDAP\_OPT\_SIGN | TRUE |
| LDAP\_OPT\_REFFERALS | FALSE |

1. Invoke the "Performing an LDAP Bind on an ADConnection" task (see [MS-ADTS] section 7.6.1.4) with the following parameters:

*TaskInputADCo*n*nection*: ActiveDirectory\_Connection

1. If the *TaskReturnStatus* returned is not 0:
   * Repeat steps 1 and 2.
   * If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

##### Publishing KRA Certificates

Modify requests are used to write information to the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform modify requests to publish [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) to user objects in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**Input Parameters:**

**IssuedCertificate:** The issued certificate to be published to Active Directory.

**Output Parameters:** None

**Processing Rules:**

The CA MUST perform the processing rules that are specified in section [3.2.2.1.4.1](#Section_7f3c8080b4de4dbcba8243061ad39bfe).

In the following sections, the following local variables are used:

**ActiveDirectory\_Connection:** An **ADConnection** handle. See [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2 for more information about **ADConnection**.

**Set\_Of\_Certificates:** A set of certificates.

###### Search Requests

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform modify requests as demonstrated in the following figure.
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Figure 6: Retrieving an ADConnection handle for publishing KRA certificates to AD

The following steps describe the flow of the preceding figure:

1. Invoke the "Initialize ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.1) to construct an **ADConnection** with the following parameters:
   * *TaskInputTargetName*: NULL
   * *TaskInputPortNumber*: If the value of the Config\_CA\_LDAP\_Flags datum has 0x0000001 (LDAPF\_SSLENABLE) bit set, use port 636. Otherwise, use port 389.

Store the returned **ADConnection** handle in the **ActiveDirectory\_Connection** variable.

1. Perform a bind request, as specified in section [3.2.2.1.4.2](#Section_a06a8e59edf74391a1e2c741e72504f0).
2. Obtain the [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) for the [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) as specified in the following steps:
   1. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
      * *TaskInputADConnection*: **ActiveDirectory\_Connection**
      * *TaskInputRequestMessage*: [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) SearchRequest message (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1) as follows:
        + baseObject: distinguished name (DN) of the rootDSE object, as specified in [MS-ADTS] section 3.1.1.3.2.1
        + scope: baseObject
        + filter: (objectCategory=\*)
        + attributes: The CA SHOULD use the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):
          - **configurationNamingContext**
          - **defaultNamingContext**
        + sizeLimit: 10000
        + timeLimit: 120
        + derefAliases: neverDerefAliases
        + typesOnly: FALSE
      * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.
   2. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
      * **InputReturnStatus**: *TaskReturnStatus*
      * **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit. Also, invoke the "Perform an LDAP Unbind on an ADConnection" task ([MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set equal to **ActiveDirectory\_Connection**.

* 1. Build the distinguished name (DN) by combining the "CN=KRA, CN=Public Key Services,CN=Services, CN=Configuration" path and the value from step 3.1.

1. Verify that the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), passed in as input parameter **IssuedCertificate**, does not already exist under the KRA container as specified in the following steps.
   1. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
      * *TaskInputADConnection*: **ActiveDirectory\_Connection**
      * *TaskInputRequestMessage*: LDAP SearchRequest message ([RFC2251] section 4.5.1) as follows:
        + baseObject: distinguished name (DN) of the object of the class msPKI-Private-Key-Recovery-Agent stored in the KRA container in the working [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). DN of the KRA container is obtained in step 3.
        + scope: baseObject
        + filter: NULL
        + attributes: **userCertificate**
        + sizeLimit: 10000
        + timeLimit: 120
        + derefAliases: neverDerefAliases
        + typesOnly: FALSE
      * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.

Store the returned value for **userCertificate** attribute in the **Set\_Of\_Certificates** variable.

* 1. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [MS-ERREF] section 2.1) by performing the processing rules in section 3.2.2.1.7 with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit. Also invoke the "Perform an LDAP Unbind on an ADConnection" task ([MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set equal to **ActiveDirectory\_Connection** and then exit.

* 1. If the certificate in input parameter **IssuedCertificate** does not exist in the **Set\_Of\_Certificates** variable, add it to this set.
  2. If any of the certificates in **Set\_Of\_Certificates** variable has expired for more than 24 hours, remove it from **Set\_Of\_Certificates**.
  3. If **Set\_Of\_Certificates** is not changed as part of step 4.3 and 4.4, go to step 7.

1. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**
   * *TaskInputRequestMessage*: An LDAP ModifyRequest (see [RFC2251] section 4.6) as follows:
     + object: distinguished name (DN) of the object of the class msPKI-Private-Key-Recovery-Agent stored in the KRA container in the working directory. Distinguished name (DN) of the KRA container is obtained in step 3.
     + The modification sequence has one entry, as follows:
       - operation: replace
       - modification:
         * type: **userCertificate**
         * vals: **Set\_Of\_Certificates**
   * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP operation.
2. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [MS-ERREF] section 2.1) by performing the processing rules in section 3.2.2.1.7 with the following input parameters:
   * **InputReturnStatus**: *TaskReturnStatus*
   * **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit.

1. Invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set equal to **ActiveDirectory\_Connection**.

###### Bind Requests

Bind requests are used to connect and to authenticate the user to an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform bind requests as follows:

1. Invoke the "Setting an LDAP Option on an ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.2) once for each of the pairs of option and value parameters in the following table. For each of these, the *TaskInputADConnection* parameter is the **ActiveDirectory\_Connection**.

| TaskInputOptionName | TaskInputOptionValue |
| --- | --- |
| LDAP\_OPT\_GETDSNAME\_FLAGS | Bitwise OR of the bits J and R, as defined in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1. |
| LDAP\_OPT\_REFFERALS | If the **Config\_AD\_Connection\_Referral** ADM element is FALSE, set to FALSE. |

1. If the value of the Config\_CA\_LDAP\_Flags datum does not have the 0x0000002 (LDAPF\_SIGNDISABLE) bit set and:
   * If after invoking the processing rules that are specified in section [3.2.2.1.6](#Section_04c7b67f988444feb5cc103ac2ef39a3) with input parameter **InputADConnectionHandle** set equal to **ActiveDirectory\_Connection**, the returned value is TRUE (that is, [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) supports signing) set LDAP\_OPT\_SIGN to TRUE.
   * Else, if the Config\_CA\_LDAP\_Flags datum does not have the 0x0000001 (LDAPF\_SSLENABLE) bit set, return 0x80094013 (CERTSRV\_E\_DOWNLEVEL\_DC\_SSL\_OR\_UPGRADE) to the client and exit.
2. Invoke the "Performing an LDAP Bind on an ADConnection" task ([MS-ADTS] section 7.6.1.4) with the following parameter:

*TaskInputADConnection*: **ActiveDirectory\_Connection**.

1. If the *TaskReturnStatus* returned is not 0:
   * Repeat step 1 with the following modification:
     + *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS.
     + *TaskInputOptionValue*: Bitwise OR of the bits A, J, and R, as defined in [MS-NRPC] section 3.5.4.3.1.
   * Repeat step 3.
   * If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

##### Publishing Issued Certificates

Modify requests are used to write information from the [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform modify requests to publish issued [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) to [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) object in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**Input Parameters:**

**EndEntityDistinguishedName:** The [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the user or computer object in Active Directory.

**IssuedCertificate:** The issued certificate to be published to Active Directory.

**Output Parameters: None**

**Processing Rules:**

The CA MUST perform the processing rules that are specified in section [3.2.2.1.5.1](#Section_4bdd07d3d73d436585f3fd1c4a7566b9).

In the following sections, we use the following local variables:

**ActiveDirectory\_Connection:** An **ADConnection** handle (see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2 for more information about **ADConnection**).

**Set\_Of\_Certificates:** A set of certificates.

###### Search Requests

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD perform modify requests as demonstrated in the following figure.
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Figure 7: Retrieving an ADConnection handle for publishing issued certificates to a user or computer object

The following steps describe the flow of the preceding figure:

1. If the **Collection\_of\_Certificates\_Publication\_AD\_Connections** ADM has no **ADConnection** element:
   1. Invoke the "Initialize ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.1) to construct an **ADConnection** with the following parameters:
      * *TaskInputTargetName*: [**Domain Name System (DNS)**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) of the [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) obtained from the [**distinguished name (DN)**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) of the end entity passed in as input parameter **EndEntityDistinguishedName**.
      * *TaskInputPortNumber*: If the value of the Config\_CA\_LDAP\_Flags datum has 0x0000001 (LDAPF\_SSLENABLE) bit set, use port 636. Otherwise, use port 389.

Store the returned **ADConnection** handle in the **ActiveDirectory\_Connection** variable.

* 1. Perform a bind request, as specified in section [3.2.2.1.5.2](#Section_c3e3de75101b4ffa9b381dddd4c6f86c). Go to step 3.

1. If the **Collection\_of\_Certificates\_Publication\_AD\_Connections** ADM has an **ADConnection** handle, remove it from the **Collection\_of\_Certificates\_Publication\_AD\_Connections** ADM and use it as **ActiveDirectory\_Connection** in the following steps.
2. Verify that the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), passed in as input parameter **IssuedCertificate**, does not already exist under the user object as specified in the following steps.
   1. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
      * *TaskInputADConnection*: **ActiveDirectory\_Connection**
      * *TaskInputRequestMessage*: [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) SearchRequest message (see [[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1) as follows:
        + baseObject: **EndEntityDistinguishedName**
        + scope: baseObject
        + filter: NULL
        + attributes: **userCertificate**
        + sizeLimit: 10000
        + timeLimit: 120
        + derefAliases: neverDerefAliases
        + typesOnly: FALSE
      * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.

Store the returned value for **userCertificate** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the **Set\_Of\_Certificates** variable.

* 1. If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: *TaskOutputResultMessages*

Return the **OutputHRESULT** output parameter to the client and exit. Also, invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set equal **ActiveDirectory\_Connection** and then exit.

* 1. If the certificate in input parameter **IssuedCertificate** does not exist in the **Set\_Of\_Certificates** variable, add it to this set.
  2. If any of the certificates in **Set\_Of\_Certificates** variable has expired for more than 24 hours, remove it from **Set\_Of\_Certificates**.
  3. If **Set\_Of\_Certificates** is not changed as part of step 3.3 and 3.4, add the **ActiveDirectory\_Connection** to the **Collection\_of\_Certificates\_Publication\_AD\_Connections** ADM and then exit.

1. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
   * *TaskInputADConnection*: **ActiveDirectory\_Connection**
   * *TaskInputRequestMessage*: An LDAP ModifyRequest (see [RFC2251] section 4.6) as follows:
     + Object: **EndEntityDistinguishedName**
     + The modification sequence has one entry, as follows:
       - operation: replace
       - modification:
         * type: **userCertificate**
         * vals: **Set\_Of\_Certificates**
   * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.
2. If the LDAP modify is successful, add the **ActiveDirectory\_Connection** to the **Collection\_of\_Certificates\_Publication\_AD\_Connections** ADM and exit.
3. If an error is returned from the LDAP modify indicating that the LDAP server is down, unavailable, or that there is a timeout (that is, the error code LDAP\_SERVER\_DOWN, indicating the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server is unreachable), the CA MUST do the following:
   1. Invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set to **ActiveDirectory\_Connection**.
   2. Go to step 1.
4. If an error is returned from the LDAP modify for reasons not covered in step 6, the CA MUST do the following:
   1. Invoke the "Perform an LDAP Unbind on an ADConnection" task (see [MS-ADTS] section 7.6.1.5) with the *TaskInputADConnection* parameter set to **ActiveDirectory\_Connection**.
   2. Return a nonzero error to the client and then exit.

###### Bind Requests

Bind requests are used to connect and to authenticate the user to an [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST perform bind requests as follows:

1. Invoke the "Setting an LDAP Option on an ADConnection" task ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.6.1.2) once for each of the pairs of option and value parameters in the following table. For each of these, the *TaskInputADConnection* parameter is the **ActiveDirectory\_Connection**.

| TaskInputOptionName | TaskInputOptionValue |
| --- | --- |
| LDAP\_OPT\_GETDSNAME\_FLAGS | Bitwise OR of the bits J and R, as defined in [[MS-NRPC]](%5bMS-NRPC%5d.pdf#Section_ff8f970f3e3740f7bd4baf7336e4792f) section 3.5.4.3.1. |
| LDAP\_OPT\_REFFERALS | If the **Config\_AD\_Connection\_Referral** ADM element is FALSE, set to FALSE. |

1. If the value of the Config\_CA\_LDAP\_Flags datum does not have the 0x0000002 (LDAPF\_SIGNDISABLE) bit set and:
   * If after invoking the processing rules that are specified in section [3.2.2.1.6](#Section_04c7b67f988444feb5cc103ac2ef39a3) with input parameter **InputADConnectionHandle** set equal to **ActiveDirectory\_Connection**, the returned value is TRUE (that is, [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) supports signing) set LDAP\_OPT\_SIGN to TRUE.
   * Else, if the Config\_CA\_LDAP\_Flags datum does not have the 0x0000001 (LDAPF\_SSLENABLE) bit set, return 0x80094013 (CERTSRV\_E\_DOWNLEVEL\_DC\_SSL\_OR\_UPGRADE) to the client and exit.
2. Invoke the "Performing an LDAP Bind on an ADConnection" task ([MS-ADTS] section 7.6.1.4) with the following parameter:

*TaskInputADConnection*: **ActiveDirectory\_Connection**.

1. If not successful:
   * Repeat step 1 with the following modification:
     + *TaskInputOptionName*: LDAP\_OPT\_GETDSNAME\_FLAGS.
     + *TaskInputOptionValue*: Bitwise OR of the bits A, J, and R, as defined in [MS-NRPC] section 3.5.4.3.1.
   * Repeat step 3.
   * If the *TaskReturnStatus* returned is not 0, convert it to a 4-byte HRESULT value (errors are specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.1) by performing the processing rules in section [3.2.2.1.7](#Section_51b561c9c0dd4f0e89643ac543f5af7f) with the following input parameters:
     + **InputReturnStatus**: *TaskReturnStatus*
     + **InputResultMessage**: NULL

Return the **OutputHRESULT** output parameter to the client and exit.

##### Determining DC Support for Signing

The processing rules in this section are used to determine whether the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) supports signing or not.

**Input Parameters:**

**InputADConnectionHandle:** An **ADConnection** handle (see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2 for more information about **ADConnection**).

**Output Parameters:**

True or False, depending on whether the DC supports signing or not.

**Processing Rules:**

1. Invoke the "Establishing an ADConnection" task ([MS-ADTS] section 7.6.1.3) with the following parameter:

*TaskInputADConnection*: **InputADConnectionHandle**

1. If the *TaskReturnStatus* returned is FALSE, return FALSE.
2. Invoke the "Perform an LDAP Operation on an ADConnection" task ([MS-ADTS] section 7.6.1.6) with the following parameters:
   * *TaskInputADConnection*: **InputADConnectionHandle**
   * *TaskInputRequestMessage*: [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) SearchRequest message ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.5.1) as follows:
     + baseObject: NULL
     + scope: baseObject
     + filter: (objectClass=\*)
     + attributes: The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD use the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):
       - supportedCapabilities
     + sizeLimit: 10000
     + timeLimit: 120
     + derefAliases: neverDerefAliases
     + typesOnly: FALSE
   * *TaskOutputResultMessage*: Upon successful return from the task, this parameter will contain the results of the LDAP search.
3. If the *TaskReturnStatus* returned is not 0, return FALSE.
4. If *TaskOutputResultMessage* contains 1.2.840.113556.1.4.1791 (LDAP\_CAP\_ACTIVE\_DIRECTORY\_LDAP\_INTEG\_OID\_W), then return TRUE, else return FALSE.

##### Converting the LDAP results to HRESULT

The processing rules in this section are used to convert the returned [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) result into an HRESULT (section 2.2.18), as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.18.

**Input Parameters:**

**InputReturnStatus:** An LDAP resultCode ([[RFC2251]](https://go.microsoft.com/fwlink/?LinkId=90325) section 4.1.10) returned from the [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) server in response to the request or an error indicating that the directory server could not be contacted or a timeout has occurred.

**InputResultMessage:** A list of LDAPMessage values ([RFC2251] section 4.1.1) which contains the response from the directory server.

**Output Parameters:**

**OutputHRESULT:** The returned HRESULT value.

**Processing Rules:**

1. If the input parameter **InputResultMessages** is set to NULL (as in the case of the Bind task), use the **InputReturnStatus** input parameter. Convert this value to a Win32 error using the conversion specified in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.4, and then convert the Win32 error to HRESULT using the conversion specified in [MS-ERREF] section 2.1.2. Set the output parameter **OutputHRESULT** equal to the returned HRESULT and exit.
2. If the input parameter **InputResultMessages.errorMessage** is at least 8 bytes long:
   1. If each of the first 8 bytes is between '0' and '9' inclusive, or between 'a' and 'f' inclusive, or between 'A' and 'F' inclusive, then use this value as the hexadecimal representation of a Win32 error and then convert the Win32 error to HRESULT using the conversion specified in [MS-ERREF] section 2.1.2. Set output parameter **OutputHRESULT** equal to the returned HRESULT and exit.
   2. If each of the first 8 bytes is 0, use ERROR\_DS\_GENERIC\_ERROR, as specified in [MS-ERREF] section 2.4, as the Win32 error and then convert the Win32 error to HRESULT using the conversion specified in [MS-ERREF] section 2.1.2. Set the output parameter **OutputHRESULT** equal to the returned HRESULT and exit.
3. Otherwise, use the input **InputResultMessages.resultCode**. Convert it to a Win32 error using the conversion specified in [MS-ERREF] section 2.4, and then convert the Win32 error to HRESULT using the conversion specified in [MS-ERREF] section 2.1.2. Set the output parameter **OutputHRESULT** equal to the returned HRESULT and exit.

#### CA Information in the Active Directory

This section specifies the information that is required to exist in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) of the client's [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) for [**Enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754).

[**Attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) and [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) in the [**Enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) service object:

1. The object of type pKIEnrollmentService under the following [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) where "CN=Configuration, DC=..." is replaced with the value of the **configurationNamingContext** attribute (specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.3.2.1) of the rootDSE object.
2. "CN=Enrollment Services,CN=Public Key Services,CN=Services,CN=Configuration,DC=..."
3. The [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) attribute of this object is set to the CN value of the **Subject** field of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5). The value is bold sanitized as specified in [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c).
4. The **displayName** attribute of this object is set to the CN value of the **Subject** field of the CA signing certificate. The value is not sanitized.
5. The **dNSHostName** attribute of this object is set to the [**fully qualified domain name (FQDN)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the machine that the CA is running on.
6. The **certificateTemplates** attribute of this object is set with the list of names of the [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) that this CA issues as specified in section [2.2.2.11.2.3](#Section_e820490d10d7421aba021226f893f61a).
7. The CA signing certificate is added to the **cACertificate** attribute of that object.

CA signing certificates in the NTAuthCertificates object:

1. The object of type certificationAuthority under the following container where "CN=Configuration, DC=..." is replaced with the value of the **configurationNamingContext** attribute (specified in [MS-ADTS] section 3.1.1.3.2.1) of the rootDSE object.
2. "CN=Public Key Services,CN=Services,CN=Configuration,DC=..."
3. The CN of this object is set to NTAuthCertificates.
4. All the CA signing certificates are added to the **cACertificate** attribute of that object.

For root enterprise CAs only, the CA signing certificates in the CA object:

1. The object of type certificationAuthority under the following container where "CN=Configuration, DC=..." is replaced with the value of the **configurationNamingContext** attribute (specified in [MS-ADTS] section 3.1.1.3.2.1) of the rootDSE object.
2. "CN=Certification Authorities,CN=Public Key Services,CN=Services,CN=Configuration,DC=..."
3. The CN attribute of this object is set to the CN value of the **Subject** field of the CA signing certificate.
4. All the CA signing certificates are added to the **cACertificate** attribute of that object.

#### Abstract Data Model

In addition to the tables specified in section [3.2.1](#Section_71172c89ef3a4381ba7999db9093065f) and maintained by the server, the [**enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754) maintains the data detailed in the following sections.

**Server\_Current\_Version:** An unsigned integer with values between 0 and 15. This ADM element is used to determine whether the current template is supported by the server. If CT\_FLAG\_REQUIRE\_SAME\_KEY\_RENEWAL is implemented (see section [3.2.2.6.2.1.4.5.7](#Section_EF03F3B9D089415296A4E14B5C5A4AB1) for more details), then this ADM element MUST be set to 4; otherwise, it MUST be set to 15.

**Collection\_Of\_End\_Entity\_Object\_Query\_AD\_Connections:** A collection of **ADConnection** handles whose maximum size SHOULD be set to Config\_Max\_Number\_Of\_AD\_Connections.[<101>](#Appendix_A_101" \o "Product behavior note 101) Each element of this collection can be used each time the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) establishes an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) connection. This collection is initialized with no element. In order to support multiple simultaneous requests, the CA SHOULD enforce mutual exclusion on read and write operations on the elements of this ADM.

**CertificateTemplatesAndEnrollmentServices\_AD\_Connection:** An **ADConnection** handle initialized to NULL. In order to support multiple simultaneous requests, the CA SHOULD serialize the access to this ADM element. All Windows Client Certificate Enrollment server implementations serialize access to the ADconnection handle. Other implementations are not required to do this.

**Collection\_of\_Certificates\_Publication\_AD\_Connections:** A collection of **ADConnection** handles. Each element of this collection can be used each time the CA establishes an Active Directory connection to publish issued [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). This collection is initialized with no element.

See [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 7.2 for more information about **ADConnection**.

##### Certificate Templates Replica Table

The server maintains the following table.

| Column name | Column description |
| --- | --- |
| Certificate\_Template\_Data | Contains the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that are documented in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822). |
| Certificate\_Template\_IsConfigured | Instructs the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) whether it can issue [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), based on this certificate template.  Possible values are True and False. |

#### Timers

There are no timers for this protocol.

#### Initialization

In addition to the initialization steps documented in section [3.2.1.3](#Section_5a563aaf17dc4cbab39aa2f1c388f923), the server MUST perform the following initialization steps:

1. Reads the list of objects under the [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in the working [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9), by performing the processing rules specified in section [3.2.2.1.1](#Section_35505a57d5584278a333dcc19f50ff71) with input parameter **InputContainer** set to Certificate Templates Container.
2. For each certificate template in **CertificateTemplatesandEnrollmentServicesObjects** returned in step 1 that does not have a msPKI-Template-Schema-Version [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) or has msPKI-Template-Schema-Version value of 0x1, 0x2, 0x3, or 0x4, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD create a new row in the Certificate Templates Replica table, store each certificate template object in a Certificate\_Template\_Data column, and set the value of the Certificate\_Template\_IsConfigured to False.[<102>](#Appendix_A_102" \o "Product behavior note 102)
3. Reads the list of objects under the enrollment services container in the working directory by performing the processing rules specified in section 3.2.2.1.1 with input parameter **InputContainer** set to Enrollment Services Container.

For each object in **CertificateTemplatesandEnrollmentServicesObjects** returned from section 3.2.2.1.1, the CA MUST look for the object that has the following characteristics:

* 1. The object is of type pKIEnrollmentService as specified in section [2.2.2.11.2](#Section_3ec073ec9b914bee964e56f22a93a28c).
  2. The value of the cn field is equal to the sanitized value of cn in the subject field of the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5).

1. Looks at the certificateTemplates attribute of the object identified in step 3. This is a multiple-value string and each value of this attribute is a configured certificate template. For each value of this string, the server performs the following steps:
   1. Compares the value of the string to the value of the cn field for each certificate template that is stored in the Certificate\_Template\_Data column in the certificate template replica.
   2. If the values are equal, sets the value of the Certificate\_Template\_IsConfigured of the same row to True.

If the CA fails to complete any of the initialization steps in this section, the CA MUST continue to receive requests from clients. When the CA receives a request from a client, it MUST reattempt all the initialization steps, and if it still fails to initialize, it MUST return a nonzero error to the client.

#### Message Processing Events and Sequencing Rules

The following sections specify processing rules that the server implements, in addition to those specified in section [3.2.1.4](#Section_0d0adba6b854420d94863216c0ab27d5), or rules where the [**Enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754) deviates from those specified in section 3.2.1.4. If an interface or method is specified in section 3.2.1.4, but is omitted in this section, the Enterprise CA implements that method or that interface exactly as specified in section 3.2.1.4.

##### Algorithms

The Server Mode: [**Enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754) protocol role uses the algorithms specified in [3.1.1.4.1](#Section_18f9feb9e42e4d43a1495232c45dc4dd), and its subsections, in addition to the algorithms specified in [3.2.1.4.1](#Section_4ee4790955d9418d9f4f681f8cbbb086).

##### ICertRequestD

###### ICertRequestD::Request (Opnum 3)

The server follows the specifications documented in section [3.2.1.4.2.1](#Section_dbb2e78f7630461592c46734fccfc5a6), with the following exceptions:

* The server MUST support the additional request [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) as specified in section [3.2.2.6.2.1.1](#Section_91a45b67fd7342ce9921ba0ab6be6e3d).
* The server MUST support the additional request scenarios and their supporting structures as documented in [3.2.2.6.2.1.2](#Section_74e4b805f8454d869ec568f352f30a5b).
* The server MUST replace the [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) specified in section [3.2.1.4.2.1.4.5](#Section_f1bcc8fb233642479d8f57ef472a7bd5) with the one specified in section [3.2.2.6.2.1.4](#Section_e8e51249b699400497decb8cbe2c4c9c).

Parsing and Verifying pwszAttributes

In addition to the processing rules specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e), the server MUST support the following [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f):

* CertificateTemplate:
  + Processing: The server MUST use this attribute when processing the request. Specifications are in section [3.2.2.6.2.1.4.1](#Section_618911a18a8f4833b10c18db23c18c57).
* cdc:
  + Processing: If for any reason the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) fails to read information on the requesting [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) from the working [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) and the client provided this attribute in the request, it MUST try to read that information from the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) server by invoking the processing rules in section [3.2.2.1.3](#Section_596a8f7e5a1c424ab69e709510312142) (and its subsections) with input parameters **DCName** set to the value of the **cdc** attribute and **EndEntityDistinguishedName** set equal to the requester's [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b).
* Rmd:
  + Processing: The CA SHOULD verify the value of this attribute with the [**FQDN**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) for the requestor obtained from the **dNSHostName** attribute of the requester's object in the working directory. The CA MUST obtain the **dNSHostName** attribute by invoking the processing rules in section [3.2.2.1.2](#Section_24edfc7ffb9d40359193660e84e93a5d) with input parameter **EndEntityDistinguishedName** set equal to the requester distinguished name and then retrieving the **dNSHostName** from the returned **EndEntityAttributes** output parameter.

Processing a Request

In addition to the request types specified in section [3.2.1.4.2.1.4](#Section_2d0705e991894fd4a51e6e88d86cefeb), the server MUST support the following types of [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) requests:

* A [**Request On Behalf Of (ROBO)**](#gt_08a80e0e-6715-4d38-82a7-05afa3c4e544) a different subject.
* A request that includes [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) materials.
* A request that includes [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) materials.
* A request that includes challenge response materials.

The following table describes the different request formats for these additional scenarios.

| Request type | CMS with PKCS #10 | PKCS #10 | CMS with CMC | Netscape KEYGEN |
| --- | --- | --- | --- | --- |
| ROBO | Yes | No | Yes | No |
| Key archival request | No | No | Yes | No |
| Initial Key Attestation Request | Yes | Yes | Yes | No |
| Challenge Response | Yes | No | Yes | No |

"Yes" indicates that this format is supported for this request type. "No" indicates that this format is not supported by this protocol.

If a certificate request is submitted using a certificate format that is not supported, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return an error code. The error code SHOULD be CRYPT\_E\_INVALID\_MSG\_TYPE.

The server MUST apply the rules specified in the following sections for each of these request types.

Processing Rules for Request on Behalf of a Different Subject

A [**ROBO**](#gt_08a80e0e-6715-4d38-82a7-05afa3c4e544) [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request MUST use one of the following formats as specified in section [3.2.1.4.2.1.4](#Section_2d0705e991894fd4a51e6e88d86cefeb):

* [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) with embedded PKCS #10.
* CMS with embedded CMC.

The following are the specific [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) processing rules for the certificate request for each one of the preceding formats.

If the CA implements Config\_Permissions\_Enrollment\_Agent\_Rights data,[<103>](#Appendix_A_103" \o "Product behavior note 103) the CA MUST verify that the [**EA**](#gt_a79b9053-c419-48b8-9dc5-f574df9f1aee) that has permissions to request a certificate for the specific end-entity (subject of the certificate being requested) based on the specific template. If the EA does not have the permissions to make a request, the CA MUST return a nonzero error. The error SHOULD be 0x80094009 (CERTSRV\_E\_RESTRICTEDOFFICER).

Request on Behalf of Using CMS and PKCS #10 Request Formats

The request MUST be compliant with the information that is specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445). The processing rules for the following fields MUST be adhered to by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) but are not specified by [RFC3852]:

* contentType: This field MUST be set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData). If it is not, the CA MUST return a non-zero error.
* content: This field is a **SignedData** structure (as specified in [RFC3852] section 5.1) and has the following requirements for its fields:
  + encapContentInfo: This field MUST have the following values for its fields:
    - eContentType: This field MUST be set to the OID szOID\_PKCS\_7\_DATA (1.2.840.113549.1.7.1, id-data). If it is not, the CA MUST return a non-zero error.
    - eContent: this field MUST be the PKCS #10 [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. Processing rules MUST be identical to the ones specified in section [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7).
  + certificates: This field MUST include all the certificates that are associated with the [**private keys**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the certificate request. The certificates MUST have the certificate request agent [**EKU**](#gt_06beeb29-6e93-4472-a53d-bbd51eca5759) (1.3.6.1.4.1.311.20.2.1).
  + signerInfos: The signing MUST be done with the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) (or keys) associated with the certificate or certificates that are passed in the **certificates** field.
    - AuthenticatedAttributes (in the first SignerInfo instance): This field MUST include the OID szENROLLMENT\_NAME\_VALUE\_PAIR (1.3.6.1.4.1.311.13.2.1) [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The value of the attribute MUST include the requestername name-value pair. The value of the requestername name-value pair MUST be used to construct the Subject field in the issued certificate.

Request on Behalf of Using CMS and CMC Request Format

The request MUST be compliant with the information that is specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382). The processing rules for the following fields MUST be adhered to by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) but are not specified by [RFC2797]:

* contentType: This field MUST be set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData). If it is not, the CA MUST return a non-zero error.
* content: This field is a SignedData structure. If it is not, the CA MUST return a non-zero error.
  + encapContentInfo: This field MUST have the following values for its fields:
    - eContentType: This field MUST be set to the OID szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, Id-cct-PKIData). If it is not, the CA MUST return a non-zero error.
    - eContent: This field MUST be a **PKIData** structure, as specified in [RFC2797] section 3.1. The **PKIData** structure MUST adhere to the following requirements:
      * TaggedRequest: This field MUST contain exactly one [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request. The certificate request MUST be PKCS #10 conforming to rules specified in sections [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5) and [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7). If it is not, the CA MUST return a non-zero error.
      * TaggedAttribute: This field MUST include the RegInfo [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (as specified in [RFC2797] section 5.12). The RegInfo value MUST include the OID szENROLLMENT\_NAME\_VALUE\_PAIR (1.3.6.1.4.1.311.13.2.1) attribute. The value of the attribute MUST include the requestername name-value pair. The value of the requestername name-value pair MUST be used to construct the Subject field in the issued certificate.
  + certificates: This field MUST include all the certificates that are associated with the [**private keys**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the certificate request. The certificates MUST have the certificate request agent [**EKU**](#gt_06beeb29-6e93-4472-a53d-bbd51eca5759) (1.3.6.1.4.1.311.20.2.1).
  + signerInfos: The signing MUST be done with the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) (or keys) associated with the already issued certificate (or certificates) that are passed in the **certificates** field.

Processing Rules for Requests That Include Private Key Information

A [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request that includes its associated [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) MUST use a [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) certificate request with an embedded CMC structure.

The request MUST be compliant with the information that is specified in [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445). The processing rules for the following fields MUST be adhered to by the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a), but are not specified by [RFC3852].

* contentType: This field MUST be set to the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_RSA\_signedData (1.2.840.113549.1.7.2, id-signedData). If it is not, the CA MUST return a non-zero error.
* content: The content structure MUST be SignedData. The SignedData structure MUST adhere to the following requirements:
  + encapContentInfo: This field MUST have the following values for its fields:
    - eContentType: This field MUST be set to the OID szOID\_CT\_PKI\_DATA (1.3.6.1.5.5.7.12.2, Id-cct-PKIData). If it is not, the CA MUST return a non-zero error.
    - eContent: This field MUST be a **PKIData** structure, as specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382) section 3.1. The **PKIData** structure MUST adhere to the following requirements:
      * TaggedRequest: This field MUST contain exactly one certificate request. The certificate request MUST be PKCS #10 conforming to rules specified in sections [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5) and [3.2.1.4.2.1.4.1.1](#Section_0f92ce74f92141d88a1ba6814d4e7fa7). If it does not, the CA MUST return a non-zero error.
      * TaggedAttribute: This field MUST include the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) hash [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). The OID for this attribute is the OID szOID\_ENCRYPTED\_KEY\_HASH (1.3.6.1.4.1.311.21.21), as specified in section [2.2.2.7.9](#Section_cb51a9acd5b743c5a3f5b5e84cf4b450). The value for this attribute MUST be the hash of the value of the OID szOID\_ARCHIVED\_KEY\_ATTR (1.3.6.1.4.1.311.21.13) attribute, specified in the subsequent steps. The hash algorithm could be either algorithm used to sign certificate request or SHA1. [<104>](#Appendix_A_104" \o "Product behavior note 104) The hash value MUST be encoded as an octet string. The CA MUST calculate its own hash of the enveloped private key using the same hash algorithm and confirm it matches to the value in this field. If it doesn't, the CA MUST fail the request with a non-zero error.

This field MAY also contain additional enrollment attributes. If the field contains the RegInfo attribute (as specified in [RFC2797] section 5.12), processing rules for its value are identical to the ones for the *pwszAttributes* parameter (as specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e)).

* + - signerInfos: The **SignerInfo** structure MUST adhere to the following requirements:
      * unauthenticatedAttributes: One of the attributes in this field MUST be the OID szOID\_ARCHIVED\_KEY\_ATTR (1.3.6.1.4.1.311.21.13). The value for this attribute MUST be ASN.1 [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472) encoded CMS. This CMS MUST have the following structure:
        + contentType: This field MUST be the OID szOID\_PKCS\_7\_ENVELOPED (1.2.840.113549.1.7.3, id-envelopedData). If it is not, the CA MUST return a non-zero error.
        + content: This field MUST be an **EnvelopedData** structure with the following requirements:

recipientInfos: This field MUST reference the CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) that contains the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) used for encrypting the private key. Other certificates in this collection SHOULD be ignored.

encryptedContentInfo: The **encryptedContent** field of the **EncryptedContentInfo** structure includes the private key that is to be sent to the CA encrypted to the public key of the certificate in the Current\_CA\_Exchange\_Cert datum. The format of this private key is specified in section [2.2.2.9](#Section_73697d1a8cf842f0a881b82ac94efffa). If this private key does not correspond to the public key in the encapsulated PKCS #10 request, the CA MUST return a non-zero error.

Processing Rules for Renewal Request

In addition to the processing rules defined in section [3.2.1.4.2.1.4.2](#Section_2d8601749fca44a59000f5fece251845), [**Enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754) MUST validate that the renewal request is based on the same [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) as the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) being renewed. If certificate templates do not match, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST return a non-zero error.

Processing Renewal Request on Behalf of a Different Subject

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) SHOULD accept renewal requests submitted on behalf of other end entities.[<105>](#Appendix_A_105" \o "Product behavior note 105) The client indicates this type of request by setting 0x00200000 bit of the dwFlags parameter of the Request method.

The following are the rules for processing these types of requests:

1. The CA MUST validate the format of the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request as specified in sections [3.2.1.4.2.1.4.2](#Section_2d8601749fca44a59000f5fece251845) and [3.2.2.6.2.1.2.3](#Section_bb1e870505a94f7691682a965abf2624).
2. If the CA implements the Config\_CA\_Allow\_RenewOnBehalfOf\_Requests datum and it is set to false, the CA MUST return a nonzero error.
3. For a renewal request on behalf of others, the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) that signed the request MUST be treated as the authentication of the renewal request, overriding any authentication applied to the message that carries this request. If the CA fails to identify the [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79), it MUST return a nonzero error.
4. Once the end entity has been identified in step 3, the CA MUST process the request as if that end-entity has made the call to the Request method and follow the all of the method's applicable processing rules as specified in section [3.2.2.6.2.1](#Section_c416d042c6c1469899a28f818c00ceb5).

Processing Rules for an Initial Key Attestation Request

**Note**  For information on product behavior, see the following product behavior note.[<106>](#Appendix_A_106" \o "Product behavior note 106)

In addition to the processing rules defined in section [3.2.1.4.2.1.4](#Section_2D0705E991894FD4A51E6E88D86CEFEB), the CA MUST perform the following processing on the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, which is formatted as explained in section [3.1.1.4.3.4](#Section_f596c7dfa72c4323b27f3c8646604ddb).

1. The CA MUST decrypt the encrypted szOID\_ENROLL\_EK\_INFO or szOID\_ENROLL\_AIK\_INFO [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) that contains the **Client\_HardwareKeyInfo** ADM element using the current CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). The [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5) algorithm will be sent back to the client as the szOID\_ENROLL\_ENCRYPTION\_ALGORITHM attribute defined in section [2.2.2.8.1.4](#Section_DD4AFCCA7DE6438DB01D59EC9748EFAB). On failure to decrypt the szOID\_ENROLL\_EK\_INFO or szOID\_ENROLL\_AIK\_INFO attribute, fail with a suitable HRESULT.
2. The CA MUST extract the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) module [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) from the decrypted **Client\_HardwareKeyInfo**, verify it can be loaded, and record its SHA-2 hash as a hexadecimal string with no spaces in the EndorsementKeyHash column of the database ([[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.2).
3. The CA performs the following processing.
   1. The CA SHOULD set the CR\_FLG\_TRUSTONUSE flag in the Request\_Request\_Flags column of the Request table ([MS-CSRA] section 3.1.1.1.2).
   2. The CA SHOULD verify all trust module certificates obtained from the decrypted **Client\_HardwareKeyInfo** according to the processing rules in section [3.2.2.6.2.1.2.5.1](#Section_e406bafe5882437da68ab8427f62bf84).
   3. The CA SHOULD check that the trust module public key exists in one of the locations listed under the Config\_Hardware\_Key\_List\_Directories ADM element according to the processing rules in section [3.2.2.6.2.1.2.5.2](#Section_b37836dab2a74ae7a596a42aa7b32342); if it exists, the CA MUST set the CR\_FLG\_TRUSTEKKEY in the Request\_Request\_Flags column of the Request table ([MS-CSRA] section 3.1.1.1.2).
4. The CA MUST verify the KeyAttestationStatement data stored under the szOID\_ENROLL\_ATTESTATION\_STATEMENT attribute in a [**CSP**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e)-specific manner; otherwise, fail with an HRESULT indicating that the CA failed to validate the KeyAttestationStatement data.
5. The CA MUST verify that the value of the szOID\_ENROLL\_KSP\_NAME attribute is a Unicode string that contains the name of a valid [**TPM**](#gt_7288388e-5351-4538-bcb0-deb95e2abced) provider.[<107>](#Appendix_A_107" \o "Product behavior note 107)
6. If the request contains an szOID\_ENROLL\_EK\_INFO attribute (section [3.1.1.4.3.4.1](#Section_99ece0ea49a849a881a66c6f7cbe3139)), then the CA creates a Challenge message, sends it to the client, and sets the CR\_FLG\_CHALLENGEPENDING bit in the Request\_Request\_Flags column, as described in section [3.2.2.6.2.1.2.6](#Section_50ef0d51e76549ac93ee8c754680f6d6). If the request contains an szOID\_ENROLL\_AIK\_INFO attribute (section [3.1.1.4.3.4.2](#Section_15f1c345707f44be9bcd07045043b4ac)), then the CA sets the CR\_FLG\_CHALLENGESATISFIED bit in the Request\_Request\_Flags column.

Processing Rules for Key Attestation Based on Certificates

The CA MUST follow the processing rules for [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) as outlined in section [3.2.2.6.2.1.2.5](#Section_820e4b9ed3fc46418bb59063b0744391) and below in order to perform key attestation based on [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) ([**EKCerts**](#gt_6aaaff7f-d380-44fb-91d3-b985e458eb6d) or [**AIKCerts**](#gt_89a2ba3c-80af-4d1f-88b3-06ec3489fd5a)).

1. The CA SHOULD verify that there are a maximum of 4 trust module certificates in the Request.
2. The CA MUST check that any one of the certificates in the request meets the following criteria:

* It is a valid certificate according to [[RFC5280]](https://go.microsoft.com/fwlink/?LinkId=131034).
* Its [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) matches the trust module public key in the request.
* It chains up to a trusted root [RFC5280] in the Endorsement Root store using the Endorsement CA store for intermediate CA certificates.
* If [**revocation**](#gt_caac8fa2-5e21-43b9-a3fe-be0819b906bf) information is available in the certificate, it must be validated for revocation.
* If the request contains the szOID\_ENROLL\_AIK\_INFO [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f), the CA MUST also verify the following on the certificate:
  + It contains the szOID\_KP\_TPM\_AIK\_CERTIFICATE (2.23.133.8.3) [**EKU**](#gt_06beeb29-6e93-4472-a53d-bbd51eca5759) [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2).
  + Its certificate chain is valid for the szOID\_KP\_TPM\_AIK\_CERTIFICATE EKU OID.

1. If successful, the CA MUST store the SHA2 hash of the valid trust module certificate as a hexadecimal string with no spaces in the EndorsementCertificateHash column of the Request table ([[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.2), and the CA MUST set the CR\_FLG\_TRUSTEKCERT flag in the Request\_Request\_Flags column to indicate that key attestation succeeded while processing a trusted certificate.

Processing Rules for Key Attestation Based on a Key

The CA MUST follow the processing rules outlined below to perform [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) based on a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a).

1. The CA MUST create a SHA2 hash of the trust module public key as a hexadecimal string with spaces removed.
2. For each folder location contained by the **Config\_Hardware\_Key\_List\_Directories** ADM element, the CA MUST search for a file with a name matching the SHA2 hash of the public key created in step 1.

**Note**  This search SHOULD be case-insensitive.

1. If a file is found with the SHA2 hash of the public key as a hexadecimal string with no spaces in step 2, the CA MUST set the CR\_FLG\_TRUSTEKKEY flag in the Request\_Request\_Flags column of the Request table ([[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.2) to indicate that key attestation succeeded on a trusted [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b).

Processing Rules for Providing a Challenge Response to an Initial Key Attestation Request

If processing for initial [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) request, as specified in section [3.2.2.6.2.1.2.5](#Section_820e4b9ed3fc46418bb59063b0744391), is successful, the CA MUST create the response as show below:

1. The CA MUST generate a random secret of 32 bytes and encrypt the secret into a challenge using the szOID\_ENROLL\_ATTESTATION\_STATEMENT [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).
2. The CA MUST encrypt the secret with a current CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190) [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) and store it in the AttestationChallenge column of the Request table ([[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.2).
3. The CA MUST set the Request\_Request\_Flags column to CR\_FLG\_CHALLENGEPENDING as specified in [MS-CSRA] section 3.1.1.1.2.
4. The CA MUST send a CMC full [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) response including a CA exchange certificate and its full chain.
5. The CA MUST also include additional attributes as specified in section [2.2.2.8.1](#Section_4312c0bd33014514b12dd0c99f117332) where pdwDisposition is set to request pending (5).

Processing Rules for a Challenge Response Request

If a request of type Challenge Response is received the CA MUST adhere to the following processing rules:

1. The CA MUST look up the relevant Request row in the Request Table using the RequestId [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) (section [2.2.2.7.10](#Section_92F07A54288945E3AFD094B60DAA80EC)) specified in the pwszAttributes parameter of **ICertRequestD::Request** or **ICertRequestD2::Request2**.
2. The CA MUST verify that the Request\_Disposition column in the Request table ([[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813) section 3.1.1.1.1) is set to "request pending".
3. The CA MUST verify that the original requester or caller of the request is the caller for this request.
4. The CA MUST verify that the Request\_Request\_Flags column in the Request Table is set to CR\_FLG\_CHALLENGEPENDING and CR\_FLG\_CHALLENGESATISFIED is not set as specified in [MS-CSRA] section 3.1.1.1.2.
5. The CA MUST verify that the KeyAttestationChallenge column still has a challenge and is not set to a single zero byte. If this is true, then after these processing rules are complete (regardless of eventual success or failure), the contents of the KeyAttestationChallenge column MUST be set to a single zero byte to indicate a challenge response has been attempted.
6. The CA MUST decrypt the challenge in the response with the current CA exchange [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca).
7. The CA MUST decrypt the challenge in the KeyAttestationChallenge column of the Request table.
8. The CA MUST verify that the decrypted challenge from the response matches the decrypted challenge in the database.
9. If the above processing is successful, the CA MUST set the Request\_Request\_Flags column in the Request table to CR\_FLG\_CHALLENGESATISFIED indicating that challenge verification is satisfied as specified in [MS-CSRA] section 3.1.1.1.2.
10. The CA MUST call the [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) to process the request according to section [3.2.2.6.2.1.4](#Section_E8E51249B699400497DECB8CBE2C4C9C).

Storing Request Parameters in the Request Table

Unless specified otherwise in this section, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST store the request parameters as specified in section [3.2.1.4.2.1.4.4](#Section_40395018b3c84f4e93276484e0eed5c9).

If a request is a [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7) request as specified in section [3.2.2.6.2.1.2.2](#Section_3b391d9e39aa4e8fb052ff7a7715dbaf):

* The CA MUST remove the unauthenticated [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) szOID\_ARCHIVED\_KEY\_ATTR (1.3.6.1.4.1.311.21.13) from the outer [**CMS**](#gt_e9fba9b7-e587-43da-8770-be34a688e0ab) message before saving the request to the Request\_Raw\_Request column as specified in section 3.2.1.4.2.1.4.4.
* If the CA implements the ICertAdminD2 interface specified in [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813), it MUST follow these steps to archive the client's [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) from the szOID\_ARCHIVED\_KEY\_ATTR (1.3.6.1.4.1.311.21.13) attribute:
  1. If the Config\_CA\_KRA\_Cert\_List is empty, return a non-zero error to the client.
  2. If the Config\_CA\_KRA\_Cert\_Count is less than a number of [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) in the Config\_CA\_KRA\_Cert\_List, return a non-zero error to the client.
  3. From the Config\_CA\_KRA\_Cert\_List select Config\_CA\_KRA\_Cert\_Count number of certificates. These certificates will be used in steps 4 and 6.
  4. Construct an enveloped CMS message as specified in section 6 of [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) with the following requirements:
     + RecipientInfos: Use certificates selected in step 3.
     + EncryptedContent: Encrypt the private key from the szOID\_ARCHIVED\_KEY\_ATTR (1.3.6.1.4.1.311.21.13) attribute of the certificate request.
  5. Save the message from the previous step in the Request\_Raw\_Archived\_Key column.
  6. Save the SHA1 hashes of the certificates selected in step 3 by following these steps:
     1. Convert each hash into a string form by using hexadecimal digits and separating each byte with a space. Use lower case for letters 'a' through 'f'. For example, "01 23 fe dc".
     2. Concatenate each hash into a single string separating them with a '\n' character.
     3. Save the resultant string in the Request\_Key\_Recovery\_Hashes column.
* If the CA doesn't implement the ICertAdminD2 interface specified in [MS-CSRA], it MAY archive the client's private key by implementation specific means.

If the request is a [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) request as specified in section [3.2.2.6.2.1.2.5](#Section_820e4b9ed3fc46418bb59063b0744391), the CA MUST store the request parameters as specified in section 3.2.1.4.2.1.4.3:

* If the request contains an szOID\_ENROLL\_EK\_INFO attribute, then the CA MUST set the CR\_FLG\_CHALLENGEPENDING bit in the Request\_Request\_Flags column when key attestation begins and the CR\_FLG\_CHALLENGESATISFIED bit when key attestation is completed.

If the request contains an szOID\_ENROLL\_AIK\_INFO attribute, then the CA MUST set the CR\_FLG\_CHALLENGESATISFIED bit in the Request\_Request\_Flags column when processing is completed.

* Save the SHA2 hash of the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) module certificate in the Request\_Endorsement\_Certificate\_Hash column as a hexadecimal string with no spaces.
* If the request is validly formed, set the CR\_FLG\_TRUSTONUSE flag in the Request\_Request\_Flags column and store the hash of the [**EK**](#gt_cb6e93f4-07e0-4b4a-8707-47d6db4d41aa) or [**AIK**](#gt_70efa425-6b46-462f-911d-d399404529ab) [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) contained in the **Client\_HardwareKeyInfo** ADM element as a hexadecimal string with no spaces in the Request\_Endorsement\_Key\_Hash column.
* If [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) processing succeeded according to section [3.2.2.6.2.1.2.5.1](#Section_e406bafe5882437da68ab8427f62bf84), set the CR\_FLG\_TRUSTEKCERT flag in the Request\_Request\_Flags column and store the hash of the succeeding certificate as a hexadecimal string with no spaces in the Request\_Endorsement\_Certificate\_Hash column.
* If attestation processing happened according to section [3.2.2.6.2.1.2.5.2](#Section_B37836DAB2A74AE7A596A42AA7B32342), set the CR\_FLG\_TRUSTEKKEY flag in the Request\_Request\_Flags column.
* If the request contains an szOID\_ENROLL\_EK\_INFO attribute, then the CA MUST save the secret that was encrypted with the CA exchange [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) in the Request\_Attestation\_Challenge column.

CA Policy Algorithm

In addition to the rules specified in section [3.2.1.4.2.1.4.1.3](#Section_187eebd2b5814ae885a4788e2ac0fe67), the server MUST adhere to the processing rules described in this section and subsections that describe how the [**CA policy algorithm**](#gt_cd0e4dab-0331-4123-a538-df8e4e626a71) has to be implemented using [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e):

1. The server MUST verify that the request contains an identifier to a configured certificate template and is for a template configured to be issued by this [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). See section [3.2.2.6.2.1.4.1](#Section_618911a18a8f4833b10c18db23c18c57).
2. The server MUST compare the version of the requested certificate template to the version of the certificate template stored in its certificate template table. See section [3.2.2.6.2.1.4.2](#Section_ced1442c7bab463faa6a616085be36c7).
3. The server MUST verify that the requester has [**enroll**](#gt_cf66f877-3541-4fe8-907a-653989421810) permission on the requested certificate template, by invoking the processing rules in section [Verify End Entity Permissions (section 3.2.2.6.2.1.4.3)](#Section_7023778fe2c84ab2a1068a4467cf13ed) with input parameter **Input\_ntSecurityDescriptor** set to the **ntSecurityDescriptor** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the certificate template, and **Input\_SID** set equal to the **Per\_Request.Caller\_SID** ADM element.
4. The server MUST construct the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). It MUST adhere to the processing rules on the certificate template attributes as specified in section 3.2.2.6.2.1.4.1. If the certificate template object has an msPKI-Template-Schema-Version attribute and it is set to 2, 3, or 4, the CA MUST also adhere to processing rules specified in section 3.2.2.6.2.1.4.2.

The certificate templates data structure is specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822).

Verify Configured Certificate Template

After it receives a request, the server MUST first verify that the request is for a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) that is based on a configured [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) by performing the following steps:

1. The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST retrieve the certificate template identifier from the following four optional locations:
   * Name: From the CertificateTemplateName structure as specified in section [2.2.2.7.7.1](#Section_3aec3e50511a42f9a5d5240af503e470).
   * Name: From the Enrollment-Name-Value pair as specified in section [2.2.2.7.10](#Section_92f07a54288945e3afd094b60daa80ec).
   * Name: From the pwszAttributes parameter of [ICertRequestD::Request](#Section_dbb2e78f7630461592c46734fccfc5a6) or [ICertRequestD2::Request2](#Section_0949770a30f94e12a31739aa6f46c4f9) as specified in section [3.2.1.4.2.1.2](#Section_13b7f3f7c8094c1e97fd52f2ed044c7e).
   * [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2): From the CertificateTemplateOID structure as specified in section [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf).
2. The CA MUST map each of these identifiers to one of the certificate templates in its certificate template table in the following way:
   * A name identifier is mapped to the value of the cn [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of a certificate template object that is stored in the Certificate\_Template\_Data column.
   * An OID identifier is mapped to the value of the msPKI-Cert-Template-OID attribute ([[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.20) of a certificate template object that is stored in the Certificate\_Template\_Data column.
3. The CA MUST validate that all the certificate template identifiers that are passed in the request are mapped to a single certificate template object. This certificate template is referred to as the certificate template for this request. If there are no certificate template identifiers, the CA MUST return a nonzero error. The error SHOULD be 0x80094800 (CERTSRV\_E\_UNSUPPORTED\_CERT\_TYPE). If the certificate template identifiers are mapped to more than one certificate template, the CA MUST return a nonzero error. The error code SHOULD be 0x80094802 (CERTSRV\_E\_TEMPLATE\_CONFLICT).
4. The CA MUST verify that the value of the Certificate\_Template\_IsConfigured column of the identified certificate template is True. If the value is False, the CA MUST fail the request. The error code SHOULD be 0x80094800 (CERTSRV\_E\_UNSUPPORTED\_CERT\_TYPE).

Verify Certificate Template Version

The server MUST verify that the version of the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) that is submitted in the request is not newer than the certificate template that the server stores in its certificate template table. The server MUST perform the following steps:

1. If the certificate template does not have the msPKI-Template-Schema-Version [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) or if the attribute exists and its value is 1, the certificate template version is correct and the server MUST continue processing according to the rules specified in section [3.2.2.6.2.1.4](#Section_e8e51249b699400497decb8cbe2c4c9c).
2. If the attribute exists and its value is 2 or 3, the server MUST perform the following steps:
   1. The server MUST inspect the version information specified in the V2 template extension OID\_CERTIFICATE\_TEMPLATE "1.3.6.1.4.1.311.21.7" (as specified in section [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf)). If this extension is not specified in the request, the request is assumed to have (0, 0) as the (major, minor) version for the template.
   2. If the V2 template extension exists in the request and the specified major version is greater than the value of the revision attribute of the certificate template that is stored in the Certificate\_Template\_Data column, the request MUST be rejected with a disposition of error code CERTSRV\_E\_BAD\_TEMPLATE\_VERSION.
   3. If the V2 template extension exists in the request and the specified minor version is greater than the value of the msPKI-Template-Minor-Revision attribute of the certificate template that is stored in the Certificate\_Template\_Data column, the request MUST be rejected with a disposition of error code as CERTSRV\_E\_BAD\_TEMPLATE\_VERSION.

Verify End Entity Permissions

**Input Parameters:**

**Input\_ntSecurityDescriptor:** The **ntSecurityDescriptor** [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the input template.

**Input\_SID:** Contains the SID of the [**end entity**](#gt_6b2b7852-9031-41d6-874c-6a2f9d189f79) requesting the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) based on the input template.

**Output Parameters:**

TRUE or FALSE

**Processing Rules:**

The server MUST verify that the requester is allowed to [**enroll**](#gt_cf66f877-3541-4fe8-907a-653989421810) for the identified [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) by following these steps:

1. Invoke the processing rules in Determining enrollment permission of an end entity for a template (section 2.5.1) as specified in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.5.1, by setting **Template\_ntSecurityDescriptor** equal to **Input\_ntSecurityDescriptor**, and **Requester\_SID** equal to **Input\_SID**.
2. If the enrolling entity does not have the Enroll permission, as determined in the previous step, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST reject the request. The returned error code MUST be 0x80094012 (CERTSRV\_E\_TEMPLATE\_DENIED).

Version 1 Certificate Template Server Processing

The following sections describe the required server processing rules for [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) version 1.

Flags

The following processing rules are applied to flags in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

| Flag | Server processing |
| --- | --- |
| 0x00000040  CT\_FLAG\_MACHINE\_TYPE | If this flag is set and CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT is not set in [msPKI-Certificate-Name-Flag (section 3.2.2.6.2.1.4.5.9)](#Section_a1f27ffb7f744fa188417cde4ba0bcfe), and either CT\_FLAG\_SUBJECT\_REQUIRE\_COMMON\_NAME, CT\_FLAG\_SUBJECT\_REQUIRE\_DNS\_AS\_CN, or CT\_FLAG\_SUBJECT \_ALT\_REQUIRE\_DNS is set in msPKI-Certificate-Name-Flag, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST require a nonempty value for the **dNSHostName** attribute of the requestor's computer object in the working [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). For this, the CA MUST invoke the processing rules in section [3.2.2.1.2](#Section_24edfc7ffb9d40359193660e84e93a5d) with input parameter **EndEntityDistinguishedName** set equal to the requester's computer object [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) and retrieve the **dNSHostName** attribute from the returned **EndEntityAttributes** output parameter. Also, the CA MUST use the value to construct the Subject field of the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). If the value is empty or if the computer object is not found, the CA MUST reject the request. The returned code SHOULD be 0x8009480F (CERTSRV\_E\_SUBJECT\_DNS\_REQUIRED). |
| 0x00000080  CT\_FLAG\_IS\_CA | If this flag is set, a CA MUST set the basic constraint extension and [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) usage extension in the certificate to be issued for the request. Specifications are in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) sections 4.2.1.3 and 4.2.1.10. The CA MUST set the **cA** field of the Basic Constraints extension to TRUE, and set the **pathLenConstraint** field as specified in section [3.2.2.6.2.1.4.4.5](#Section_54bf8465846d468b94dc9e8e7973f087). |
| 0x00000800  CT\_FLAG\_IS\_CROSS\_CA | If this flag is set, a CA MUST set the basic constraint extension and key usage extension in the certificate to be issued for the request. Specifications are in [RFC3280] sections 4.2.1.3 and 4.2.1.10. The CA MUST set the **cA** field of the Basic Constraints extension to TRUE, and the **pathLenConstraint** field MUST be set as specified in section 3.2.2.6.2.1.4.4.5. |
| 0x00000400  CT\_FLAG\_DONOTPERSISTINDB | If this flag is set and if the certificate has been issued, the CA SHOULD NOT persist the information about the request in the Request table that is specified in section [3.2.1.1.1](#Section_fdcd7663a8ee4f73a581058f9e21e8a4).[<108>](#Appendix_A_108" \o "Product behavior note 108) |

pKIExpirationPeriod

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST issue a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) with a validity period that does not exceed the period defined by this attribute's value. Additional information on certificate validity period is specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.1.2.5.

pKIExtendedKeyUsage

The server MUST add the extended [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) usage extension with the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) as specified by this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). Specifications on this extension are in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.13.

pKIKeyUsage

The server SHOULD use this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) from the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e), and use the [**public key algorithm**](#gt_46ef9374-f1be-4b5c-8389-489d594c7603) sent in the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, to construct the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) usage extension in the issued certificate. Specifications on this extension are in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.3.

pKIMaxIssuingDepth

If a Basic Constraints extension (as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.10) is being added to the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879):

* If the value of the **cA** field of the Basic Constraints extension is TRUE:
  + If the value of the pKIMaxIssuingDepth [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) is not equal to 0xFFFFFFFF, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST use the value of the pKIMaxIssuingDepth attribute to populate the **pathLenConstraint** field of the Basic Constraints extension.
  + If the value of the pKIMaxIssuingDepth attribute is equal to 0xFFFFFFFF, the CA MUST NOT include the **pathLenConstraint** field in the Basic Constraints extension.
* If the value of the **cA** field of the Basic Constraints extension is FALSE, the CA MUST NOT include the **pathLenConstraint** field in the Basic Constraints extension.

The conditions under which a Basic Constraints extension is added to the certificate are specified in sections [3.2.2.6.2.1.4.4.1](#Section_4997da8652354f31beb5ade8d069ec56) and [3.2.2.6.2.1.4.5.6](#Section_9cc7ba15fcbc48b38a3b121faef3d5ef).

pKICriticalExtensions

[**CAs**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST use this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to determine which extension is to be marked critical in the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) for the request that is being processed. Specifications on certificates format and extensions are in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.

Version 2, 3, and 4 Certificate Template Server Processing

The following sections describe the required server processing rules for [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e), versions 2, 3, and 4.

Specifications on certificate template versions are in [[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.16.

msPKI-RA-Signature

[**CAs**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that receive a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request referring to a template where the msPKI-RA-Signature is nonzero MUST require that the [**private keys**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) used to sign the request are associated with certificates that meet the requirements of the msPKI-RA-Policies and msPKI-RA-Application-Policies [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

If the value of this property is non-zero and there are no (additional) signatures in the request, the CA SHOULD return a non-zero error. The error SHOULD be 0x80094809 (CERTSRV\_E\_SIGNATURE\_POLICY\_REQUIRED).

If the number of signatures on the certificate request is less than the number defined by this property, the CA SHOULD return a non-zero error. The error SHOULD be 0x8009480A (CERTSRV\_E\_SIGNATURE\_COUNT).

msPKI-Minimal-Key-Size

When receiving a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, a [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST require that the length of the specified [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) be greater than or equal to the value of this property.

If the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) length is less than this value, the CA SHOULD return the disposition as CERTSRV\_E\_KEY\_LENGTH.

msPKI-RA-Policies

If any [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) present in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) doesn't exist in Certificate Policies extension(defined in section 4.2.1.5 of the [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414)) of at least one [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) whose [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) was used to sign the certificate request, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST reject the request and return a non-zero error. The error SHOULD be 0x8009480B (CERTSRV\_E\_SIGNATURE\_REJECTED).

msPKI-RA-Application-Policies

If any [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) doesn't exist as a KeyPurposeID in Extended Key Usage extension (defined in section 4.2.1.13 of the [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414)) of at least one [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) whose [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) was used to sign the certificate request, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST reject the request and return a non-zero error. The error SHOULD be 0x8009480B (CERTSRV\_E\_SIGNATURE\_REJECTED).

msPKI-Certificate-Application-Policy

A [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that processes the request MUST add the [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) specified in this property to the Certificate Application Policy extension, as specified in section [2.2.2.7.7.3](#Section_160b96b1c431457a8eed27c11873f378).

msPKI-Enrollment-Flag

The following processing rules are applied to flags in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

| Flag | Client processing |
| --- | --- |
| 0x00000001 CT\_FLAG\_INCLUDE\_SYMMETRIC\_ALGORITHMS | The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST include an S/MIME extension, as specified in [[RFC4262]](https://go.microsoft.com/fwlink/?LinkId=90463), in the issued [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). |
| 0x00000002 CT\_FLAG\_PEND\_ALL\_REQUESTS | If this flag is included in the template, the CA MUST return a pending state response for the certificate request and require a CA manager to approve the request before issuing the certificate. |
| 0x00000004 CT\_FLAG\_PUBLISH\_TO\_KRA\_CONTAINER | If this flag is included in the template, the CA MUST publish the certificate to the userCertificate attribute of an object of the class msPKI-Private-Key-Recovery-Agent stored in the "CN=KRA, CN=Public Key Services,CN=Services, CN=Configuration" [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) in the working [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) by invoking the processing rules in section [3.2.2.1.4](#Section_62356943413241be97373ac4a299fae0) with input parameter **IssuedCertificate** set equal to the issued certificate. The [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) of that object MUST be equal to the [**sanitized**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8) short name of the CA. The algorithm for sanitizing names is described in section [3.1.1.4.1.1](#Section_bb738507c9c34175baf2fe21f17c076c). |
| 0x00000008 CT\_FLAG\_PUBLISH\_TO\_DS | If this flag is included in the template, the CA MUST append the issued certificate to the userCertificate attribute, as specified in [[RFC4523]](https://go.microsoft.com/fwlink/?LinkId=90479), of the user object in the working directory by invoking the processing rules in section [3.2.2.1.5](#Section_a868b5fa8861466d95b399ea1dfbadea) with input parameter **IssuedCertificate** set equal to the issued certificate and input parameter **EndEntityDistinguishedName** set equal to the requester's user object [**distinguished name**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b). |
| 0x00000040 CT\_FLAG\_PREVIOUS\_APPROVAL\_VALIDATE\_REENROLLMENT | The CA MUST enforce this flag only for [**certificate renewal requests**](#gt_0de36755-c06a-43e5-ab0d-00bc0fce946d).  If this flag is set in the template:   * The CA MUST NOT enforce the signature processing rules specified for the following attributes: msPKI-RA-Signature, msPKI-RA-Policies, and msPKI-Application-Policy. * The CA MUST ignore the CT\_FLAG\_PEND\_ALL\_REQUESTS flag. |
| 0x00001000 CT\_FLAG\_ADD\_OCSP\_NOCHECK | If this flag is set and the following are all true:   * The CA implements Config\_CA\_No\_OCSP\_Revocation\_Check datum and it is set to true or the CA doesn't implement this datum. * Certificate template's msPKI-Certificate-Application-Policy attribute contains the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szOID\_PKIX\_KP\_OCSP\_SIGNING (1.3.6.1.5.5.7.3.9, id-kp-OCSPSigning).   The CA SHOULD NOT include the OIDs szOID\_AUTHORITY\_INFO\_ACCESS (1.3.6.1.5.5.7.1.1, id-pe-authorityInfoAccess) and szOID\_CRL\_DIST\_POINTS (2.5.29.31, id-ce-cRLDistributionPoints) extensions and SHOULD add a NULL value extension with the OID szOID\_PKIX\_OCSP\_NOCHECK (1.3.6.1.5.5.7.48.1.5, id-pkix-ocsp-nocheck) to the issued certificate.[<109>](#Appendix_A_109" \o "Product behavior note 109) |
| 0x00004000  CT\_FLAG\_NOREVOCATIONINFOINISSUEDCERTS | If this flag is set the CA SHOULD NOT include entries from the Config\_CA\_OCSP\_Include\_In\_Cert list in the OID szOID\_AUTHORITY\_INFO\_ACCESS (1.3.6.1.5.5.7.1.1, id-pe-authorityInfoAccess) extension of the issued certificate and SHOULD NOT include the OID szOID\_CRL\_DIST\_POINTS (2.5.29.31, id-ce-cRLDistributionPoints) extension in the issued certificate.[<110>](#Appendix_A_110" \o "Product behavior note 110) |
| 0x00008000  CT\_FLAG\_INCLUDE\_BASIC\_CONSTRAINTS\_FOR\_EE\_CERTS | If this flag is set, the CA SHOULD add a Basic Constraints extension (as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.10) to the certificate and set the **cA** field to FALSE. The CA SHOULD NOT include the **pathLenConstraint** field in the Basic Constraints extension.[<111>](#Appendix_A_111" \o "Product behavior note 111) |
| 0x00010000  CT\_FLAG\_ALLOW\_PREVIOUS\_APPROVAL\_KEYBASEDRENEWAL\_VALIDATE\_REENROLLMENT | The CA MUST enforce this flag only for certificate renewal requests when the CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT and CT\_FLAG\_PREVIOUS\_APPROVAL\_VALIDATE\_REENROLLMENT flags are also set. If this flag is set on the template, the CA SHOULD NOT enforce the processing rules specified in section [3.2.2.6.2.1.4.3](#Section_7023778fe2c84ab2a1068a4467cf13ed).[<112>](#Appendix_A_112" \o "Product behavior note 112) |
| 0x00020000  CT\_FLAG\_ISSUANCE\_POLICIES\_FROM\_REQUEST | If this flag is set the CA SHOULD apply special processing rules to the **msPKI-Certificate-Policy** attribute as specified in section [3.2.2.6.2.1.4.5.8](#Section_f13762ce30654eb4b636ef1866d3ae4e).[<113>](#Appendix_A_113" \o "Product behavior note 113) |

msPKI-Private-Key-Flag

The following processing rules are applied to flags in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f).

| Flag | Client processing |
| --- | --- |
| 0x00000001 CT\_FLAG\_REQUIRE\_PRIVATE\_KEY\_ARCHIVAL | If this flag is set, the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST verify that the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request is a [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7) request as specified in section [3.2.2.6.2.1.2.2](#Section_3b391d9e39aa4e8fb052ff7a7715dbaf). If this is a renewal request and CT\_FLAG\_REQUIRE\_SAME\_KEY\_RENEWAL is set, the CA SHOULD ignore this flag.[<114>](#Appendix_A_114" \o "Product behavior note 114) If the request does not comply with the specifications of the key archival request, the CA SHOULD return the following error code:  0x80094804 CERTSRV\_E\_ARCHIVED\_KEY\_REQUIRED. |
| 0x00000080  CT\_FLAG\_REQUIRE\_SAME\_KEY\_RENEWAL | If this flag is set and the request is a renewal request, the CA MUST verify that the [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) used in the request matches one of the certificates being renewed. If it does not match, the CA SHOULD return error CERTSRV\_E\_RENEWAL\_BAD\_PUBLIC\_KEY (0x80094816) to the client.[<115>](#Appendix_A_115" \o "Product behavior note 115) |
| 0x00002000  CT\_FLAG\_ATTEST\_REQUIRED \* | If this flag is set and the request contains the [**attestation**](#gt_bc38c2e6-0740-4556-a595-a8902f14c867) data, the CA MUST invoke the key Attestation processing rules specified in section [3.2.2.6.2.1.2.5](#Section_820e4b9ed3fc46418bb59063b0744391) and its subsections. The CA SHOULD return error CERTSRV\_E\_KEY\_ATTESTATION\_(0x8009481AL) to the client if none of the [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb) is performed. If flag CT\_FLAG\_ATTESTATION\_WITHOUT\_POLICY is not set, the CA MUST add at least one of the [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) in the msPKI-Certificate-Policy attribute indicating key attestation. The CA MUST add OIDs as specified below to the msPKI-CertificatePolicy attribute if key attestation processing rules are performed according to the corresponding processing sections.   * Processing rules section: 3.2.2.6.2.1.2.5   Add OID: szOID\_ENROLL\_EKVERIFYCREDS (1.3.6.1.4.1.311.21.32)   * Processing rules section: [3.2.2.6.2.1.2.5.1](#Section_e406bafe5882437da68ab8427f62bf84)   Add OID: szOID\_ENROLL\_EKVERIFYCERT (1.3.6.1.4.1.311.21.31)   * Processing rules section: [3.2.2.6.2.1.2.5.2](#Section_b37836dab2a74ae7a596a42aa7b32342)   Add OID: szOID\_ENROLL\_EKVERIFYKEY (1.3.6.1.4.1.311.21.30) |
| 0x00001000  CT\_FLAG\_ATTEST\_PREFERRED \* | If this flag is set and the request contains the attestation data, the CA MUST invoke the key attestation processing rules specified in section 3.2.2.6.2.1.2.5 and its subsections. The CA SHOULD not return an error to the client, if none of the key attestation is performed. If flag CT\_FLAG\_ATTESTATION\_WITHOUT\_POLICY is not set, the CA MUST add OIDs in the msPKI-Certificate-Policy attribute indicating key attestation. The CA MUST add OIDs as specified below to the msPKI-CertificatePolicy attribute if key attestation processing rules are performed according to the corresponding processing sections.   * Processing rules section: 3.2.2.6.2.1.2.5   Add OID: szOID\_ENROLL\_EKVERIFYCREDS (1.3.6.1.4.1.311.21.32)   * Processing rules section: 3.2.2.6.2.1.2.5.1   Add OID: szOID\_ENROLL\_EKVERIFYCERT (1.3.6.1.4.1.311.21.31)   * Processing rules section: 3.2.2.6.2.1.2.5.2   Add OID: szOID\_ENROLL\_EKVERIFYKEY (1.3.6.1.4.1.311.21.30) |
| 0x00000000  CT\_FLAG\_ATTEST\_NONE \* | If this flag is set, the CA MUST NOT add certificate policy OIDs to the msPKI-Certificate-Policy attribute to indicate attestation occurred, and the CA MUST NOT return an error if key attestation failed, even if the request contained key attestation data as specified in section 3.2.2.6.2.1.2.5 and the CA invoked key attestation processing rules. |
| 0x00004000  CT\_FLAG\_ATTESTATION\_WITHOUT\_POLICY \* | If this flag is set, the CA MUST NOT add the certificate policy OIDs as specified in the CT\_FLAG\_ATTEST\_REQUIRED or CT\_FLAG\_ATTEST\_PREFERRED flags to the msPKI-Certificate-Policy attribute, but the CA SHOULD follow the processing rules specified in section 3.2.2.6.2.1.2.5. |
| 0x00000200  CT\_FLAG\_EK\_TRUST\_ON\_USE \* | If this flag is set, the CA MUST invoke the key attestation processing rules in section 3.2.2.6.2.1.2.5 and the CA MUST base the attestation on valid user credentials. If the CT\_FLAG\_ATTESTATION\_WITHOUT\_POLICY flag is not set, the CA MUST add OID szOID\_ENROLL\_EKVERIFYCREDS "1.3.6.1.4.1.311.21.32" to the certificate policy extension indicating that key attestation has occurred based on valid user credentials. |
| 0x00000400  CT\_FLAG\_EK\_VALIDATE\_CERT \* | If this flag is set, the CA MUST invoke the key attestation processing rules in section 3.2.2.6.2.1.2.5 and the CA MUST validate the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) module certificate according to section 3.2.2.6.2.1.2.5.1. The CA SHOULD return CERTSRV\_E\_INVALID\_EK (0x80094817L) if an error occurs. If the CT\_FLAG\_ATTESTATION\_WITHOUT\_POLICY flag is not set, the CA MUST add OID szOID\_ENROLL\_EKVERIFYCERT "1.3.6.1.4.1.311.21.31" to the certificate policy extension indicating that key attestation has occurred based on a valid trust module certificate. |
| 0x00000800  CT\_FLAG\_EK\_VALIDATE\_KEY \* | If this flag is set, the CA MUST invoke the key attestation processing rules in section 3.2.2.6.2.1.2.5 and the CA MUST check the trust module [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) in the request against the trust module public key list located using Config\_Hardware\_Key\_List\_Directories. The entire processing is described in section 3.2.2.6.2.1.2.5.2. If the CT\_FLAG\_ATTESTATION\_WITHOUT\_POLICY flag is not set, the CA MUST add OID szOID\_ENROLL\_EKVERIFYKEY "1.3.6.1.4.1.311.21.30" to the certificate policy extension indicating that key attestation has occurred based on a valid trust module key. |

\* Support for these flags is specified in the following behavior note.[<116>](#Appendix_A_116" \o "Product behavior note 116)

* If the value of a bitwise AND of **Certificate.Template.msPKI-Private-Key-Flag** and 0x000F0000 is larger than 0x000Z0000, where Z denotes the value of the **Server\_Current\_Version** ADM element, the server SHOULD NOT [**enroll**](#gt_cf66f877-3541-4fe8-907a-653989421810) for this template.[<117>](#Appendix_A_117" \o "Product behavior note 117)

msPKI-Certificate-Policy

The [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST construct a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) policies extension as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.5, and the CA MUST use the [**OIDs**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) specified in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) in the certificate request as the OIDs in the certificate policy extension of the certificate.

* Let **CurrentCertificateRequestPolicies** be a list of OIDs identifying each certificate policy requested by the client via the [szOID\_CERT\_EXTENSIONS](#Section_c4f9baf0f4a64977adb84c1454747167) attribute (1.3.6.1.4.1.311.2.1.14) containing a certificate policy extension as defined in [RFC3280] section 4.2.1.5.
* Let **KeyAttestationPolicies** be a list of OIDs identifying each certificate policy verified by the CA according to section [3.2.2.6.2.1.4.5.7](#Section_EF03F3B9D089415296A4E14B5C5A4AB1).

**Processing for CurrentCertificateRequestPolicies**

* If CT\_FLAG\_ISSUANCE\_POLICIES\_FROM\_REQUEST flag of the **msPKI-Enrollment-Flag** attribute is set AND the msPKI-Certificate-Policy attribute is empty AND the **CurrentCertificateRequestCertPolicies** list is not empty, the CA SHOULD return the CERTSRV\_E\_TEMPLATE\_CONFLICT error (0x80094802) to the client.[<118>](#Appendix_A_118" \o "Product behavior note 118)
* For each OID in the msPKI-Certificate-Policy attribute:
  + If the CT\_FLAG\_ISSUANCE\_POLICIES\_FROM\_REQUEST flag of the **msPKI-Enrollment-Flag** attribute is set and the **CurrentCertificateRequestCertPolicies** list does not contain the current OID, the CA SHOULD continue with the next OID.[<119>](#Appendix_A_119" \o "Product behavior note 119)
  + Add a certificate policy identified by the current OID to the certificate policy extension of the certificate to be issued.

**Processing When KeyAttestationPolicies Is Not Empty**

* If the **KeyAttestationPolicies** list is not empty, the CA MUST obtain a union between **KeyAttestationPolicies** OIDs and the OIDs in the msPKI-Certificate-Policy attribute. If there are any duplicates, the CA MUST preserve the OID in msPKI-Certificate-Policy and discard the one from **KeyAttestationPolicies**.
* If the CT\_FLAG\_ISSUANCE\_POLICIES\_FROM\_REQUEST flag of the msPKI-Enrollment-Flag attribute is set and both **KeyAttestationPolicies** and **CurrentCertificateRequestCertPolicies** are not empty, the CA MUST follow the processing rules for **CurrentCertificateRequestCertPolicies** specified earlier in this section. The CA MUST then obtain a union between **KeyAttestationPolicies** OIDs and the OIDs in the msPKI-Certificate-Policy attribute. If there are any duplicates, the CA MUST preserve the OID in msPKI-Certificate-Policy and discard the one from **KeyAttestationPolicies**.

msPKI-Certificate-Name-Flag

The following processing rules are applied to flags in this [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f). If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) fails to obtain any data that is required by this section to be stored in the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), the CA MUST return a nonzero error to the client.

1. The CA MUST ignore the CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT\_ALT\_NAME flag.
2. If the CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT flag is not set, then:
   1. The CA MUST ignore any subject name information provided in the certificate request.
   2. If the CT\_FLAG\_SUBJECT\_REQUIRE\_DIRECTORY\_PATH flag is set, then the CA MUST set the **Subject** field of the issued certificate to the requestor's [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) from the working [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9)
   3. If the CT\_FLAG\_SUBJECT\_REQUIRE\_DIRECTORY\_PATH flag is not set and either the CT\_FLAG\_SUBJECT\_REQUIRE\_COMMON\_NAME or CT\_FLAG\_SUBJECT\_REQUIRE\_DNS\_AS\_CN flag is set, do the following:
      1. If the request is for a machine certificate, the CA MUST set the [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) of the **Subject** field of the issued certificate with the **dNSHostName** attribute of the requestor's computer object in the working directory. For this, the CA MUST invoke the processing rules in section [3.2.2.1.2](#Section_24edfc7ffb9d40359193660e84e93a5d) with input parameter **EndEntityDistinguishedName** set equal to the requester's computer object distinguished name and retrieve the **dNSHostName** attribute from the returned **EndEntityAttributes** output parameter.
      2. If the request is for a user certificate, the CA MUST set the **Subject** field of the issued certificate as a DN whose CN component value is attribute obtained from the User **cn** attribute in the working directory. For this, the CA MUST invoke the processing rules in section 3.2.2.1.2 with input parameter **EndEntityDistinguishedName** set equal to the requester's user object distinguished name and retrieve the **cn** attribute from the returned **EndEntityAttributes** output parameter.
   4. If CT\_FLAG\_SUBJECT\_REQUIRE\_EMAIL is set, the CA MUST set the **Subject** field of the issued certificate as a DN whose E component value is obtained from the value of the **mail** attribute of the requestor's user object in the working directory. For this, the CA MUST invoke the processing rules in section 3.2.2.1.2 with input parameter **EndEntityDistinguishedName** set equal to the requester's user object distinguished name and retrieve the **mail** attribute from the returned **EndEntityAttributes** output parameter.
3. If CT\_FLAG\_ENROLLEE\_SUPPLIES\_SUBJECT is set, then the CA MUST use the subject and subject alternative name information provided in the certificate request. If no subject name is provided in the request, the CA MUST reject the request.
4. If the CT\_FLAG\_SUBJECT\_ALT\_REQUIRE\_UPN or CT\_FLAG\_SUBJECT\_ALT\_REQUIRE\_SPN flag is set, the CA MUST add the value of the **userPrincipalName** attribute from the requestor's user object in the working directory to the subject alternative name extension of the issued certificate. For this, the CA MUST invoke the processing rules in section 3.2.2.1.2 with input parameter **EndEntityDistinguishedName** set equal to the requester's user object distinguished name and retrieve the **userPrincipalName** attribute from the returned **EndEntityAttributes** output parameter.
5. If the CT\_FLAG\_SUBJECT\_ALT\_REQUIRE\_EMAIL flag is set, the CA MUST add the value of the **mail** attribute from the requestor's user object in the working directory to the subject alternative name extension of the issued certificate. For this, the CA MUST invoke the processing rules in section 3.2.2.1.2 with input parameter **EndEntityDistinguishedName** set equal to the requester's user object distinguished name and retrieve the **mail** attribute from the returned **EndEntityAttributes** output parameter.
6. If the CT\_FLAG\_SUBJECT\_ALT\_REQUIRE\_DIRECTORY\_GUID flag is set, the CA MUST add the value of the **objectGuid** attribute from the requestor's user object in the working directory to the subject alternative name extension of the issued certificate. For this, the CA MUST invoke the processing rules in section 3.2.2.1.2 with input parameter **EndEntityDistinguishedName** set equal to the requester's user object distinguished name and retrieve the **objectGuid** attribute from the returned **EndEntityAttributes** output parameter.
7. If the CT\_FLAG\_SUBJECT\_ALT\_REQUIRE\_DOMAIN\_DNS flag is set, the CA SHOULD[<120>](#Appendix_A_120" \o "Product behavior note 120):
   1. The CA SHOULD retrieve a handle for the information policy using the **LsarOpenPolicy** method ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.4.4.2 ), with the *SystemName* parameter set as the **dNSHostName** attribute from the requestor's computer object, all fields of the *ObjectAttributes* set to NULL, and the *DesiredAccess* parameter set to POLICY\_VIEW\_LOCAL\_INFORMATION.
   2. The CA SHOULD obtain the requester's computer [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) Domain Information by using the **LsarQueryInformationPolicy** method ([MS-LSAD] section 3.1.4.4.4), with the *PolicyHandle* parameter set to the value obtained in the previous step, and the *InformationClass* parameter set to *PolicyDnsDomainInformation*.
   3. The CA MUST add the value of the **Name** and **DNSDomainName** field in the returned DNS Domain Information from the previous step, to the subject alternative name extension of the issued certificate.
8. If the CT\_FLAG\_SUBJECT\_ALT\_REQUIRE\_DNS flag is set, the CA MUST add the value of the **dNSHostName** attribute from the requestor's computer object in the working directory to the subject alternative name extension of the issued certificate. For this, the CA MUST invoke the processing rules in section 3.2.2.1.2 with input parameter **EndEntityDistinguishedName** set equal to the requester's computer object distinguished name and retrieve the **dNSHostName** attribute from the returned **EndEntityAttributes** output parameter.

Additional Processing Rules for Certificate Requests

Upon receiving a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request, based on the specific value of either a [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) extension (as specified in [2.2.2.7.7](#Section_c4f9baf0f4a64977adb84c1454747167)) in the certificate request or the value of "CertificateTemplate" [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) 1.3.3, the CA MUST apply following processing rules:

* If the value is the same as "SubCA", "CA", or "CrossCA" (case-insensitive comparison), the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) MUST add a basic constraint extension in the certificate (to be issued corresponding to the request) with a Boolean value set to true, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.10.
* If the value is the same as "ExchangeUser" or "ExchangeUserSignature" (case-insensitive comparison), and the Subject Alternative Name extension (SubjectAltName) is present in the certificate (to be issued corresponding to the request), and if SubjectAltName contains an rfc822Name, then the CA MUST remove any directoryName with only X520CommonName as the RelativeDistinguishedName, as specified in [RFC3280] section 4.2.1.7.

Enforcing Configured Certificate Templates Issuance

If the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) uses the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) identifiers that are supplied in the request to enforce its [**issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f) and [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) policies, the CA MUST require that the identified certificate template is listed as a configured certificate template under the enrollment services [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56), as specified in section [2.2.2.11.2](#Section_3ec073ec9b914bee964e56f22a93a28c). The CA MUST adhere to the following rules:

* Locate a pKIEnrollmentService object that has a cn value that is identical to the sanitized cn value of the **Subject** field in the CA [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879).
* The certificateTemplates [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the object that is located in the preceding step MUST contain a string with a value that is identical to the value of the cn attribute of the certificate templates identified in the request.
* If one or both of these steps fail, the [**enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754) MUST reject the request.

##### ICertRequestD2

###### ICertRequestD2::GetCAProperty (Opnum 7)

The server MUST comply with the requirements specified in section [3.2.1.4.3.2](#Section_7c715f9fdb5041c3abfc0021c6390d4e), with the following exceptions:

* If *PropID* is equal to 0x0000001D (CR\_PROP\_TEMPLATES), the server MUST follow the processing rules as specified in section [3.2.2.6.3.1.1](#Section_7f1b6d55ebf442ee9ecd36284c35f527).
* If *PropID* is equal to 0x0000000A (CR\_PROP\_CATYPE), the server MUST follow the processing rules as specified in section [3.2.2.6.3.1.2](#Section_b7d890a41f034c238cd8b883c476002c).

PropID=0x0000001D (CR\_PROP\_TEMPLATES) "Configured Certificate Templates"

The client requested to know the list of [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) that are configured for this [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a).

The CA MUST return the name and [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) of each certificate template in its certificate template table where the value of the Certificate\_Template\_IsConfigured is True.

The returned string MUST have the following format:

"TemplateName1\nTemplateOID1\nTemplateName2\nTemplateOID2\... " where

* TemplateName1 is one of the values of the cn [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) of the certificate template object that is stored in the Certificate\_Template\_Data column.
* TemplateOID1 is the value of the msPKI-Cert-Template-OID attribute ([[MS-CRTD]](%5bMS-CRTD%5d.pdf#Section_4c6950e41dc24ae398c3b8919bb73822) section 2.20) of the certificate template stored in the Certificate\_Template\_Data column.[<121>](#Appendix_A_121" \o "Product behavior note 121)

**Note**  If the certificate template does not have the msPKI-Cert-Template-OID attribute, then the value of TemplateOID1 is empty. The CA MUST return the configured certificate template as a [[UNICODE]](https://go.microsoft.com/fwlink/?LinkId=90550) string through a CERTTRANSBLOB (section [2.2.2.2](#Section_d6bee093d86241228f2b7b49102097dc)) structure.

Marshaling rules for CERTTRANSBLOB are specified in section 2.2.2.2.

PropID=0x0000000A (CR\_PROP\_CATYPE) "CA Type"

The client has requested the type of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a):

* If the CA [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5) that is stored in the Signing\_Cert\_Certificate column is a [**root certificate**](#gt_d53eb61f-6648-40df-b29a-f51520a9db40), the CA MUST return 0x00000000. Otherwise, the CA SHOULD return 0x00000001.
* The CA MUST return its type through the **CAType** field of a [CAINFO (section 2.2.2.4)](#Section_4fa5241cd10e401187e0c74753d725a3) structure. The server MUST return the CAINFO structure through a [CERTTRANSBLOB](#Section_d6bee093d86241228f2b7b49102097dc) structure.

Marshaling rules for the CERTTRANSBLOB structure are specified in 2.2.2.2.

#### Timer Events

None.

#### Other Local Events

The server SHOULD monitor whether a change was made to the [**certificate template**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) or to its enrollment service object, as identified in section [3.2.2.5](#Section_bc9160f2d7ba4571b85a5460a6bbffe9) steps 1 and 3 respectively by using the LDAP\_SERVER\_NOTIFICATION\_OID control specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.3.4.1.9. A change in one of these objects SHOULD trigger the initialization steps documented in section 3.2.2.5.

# Protocol Examples
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Figure 8: Certificate enrollment

The process of requesting a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) by citing [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e) is shown in the preceding figure. The certificate request process has two separate phases. The first phase, numbered 1 and 2, occurs for both the client and the server ([**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a)), in any order and at any time. In this first step, each asks the DB that holds templates for a list of available templates. The second phase of the process is the request for a certificate, identified A and B in the preceding figure based on a certificate templates that was retrieved from the DB. Because templates are optional, this describes Microsoft code behavior and the behavior of any client and server code that chooses to implement templates as Microsoft does.

# Security Considerations

Any cryptographic protocol has security considerations dealing with [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) handling during cryptographic operations and key distribution. A public-key [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), although it is not by itself a protocol, has most of the same security considerations that a cryptographic protocol has—in the sense that a [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) certificate is a "message" from the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) to the [**relying parties (RPs)**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7). This "message" is addressed, in effect, to "to whom it may concern". A cryptographic protocol that deals with the transmission, [**issuance**](#gt_71f399e7-7026-46bb-b7c2-8fd4872b900f), or other use of a public key certificate therefore has security considerations in two areas: around the protocol itself and around the certificate and its use.

In addition, a certificate binds two or more pieces of information together. In the most common case, that would be a public key and a name. The name in such a certificate has security relevance, and there are security considerations around the use and provisioning of those names. In some certificate forms, there are [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) bound to either a name or a key, and there are security considerations around the use and provisioning of those attributes.

## Security Considerations for Implementers

### Keeping Information Secret

Any cryptographic [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) has to be kept secret. Additionally, any function of a secret (such as a key schedule) that an attacker could use to decipher the secret more easily also has to be kept secret.

When a secret must be in the normal memory of a general-purpose computer in order to be used, that secret should be erased (for example, replaced with a constant value, such as 0) as soon as possible after it is used.

A secret might be kept in a specially protected memory where it can be used without being erased. Typically, such memory is found in a hardware security module (HSM). If an HSM is used, it should be as specified in [[FIPS140]](https://go.microsoft.com/fwlink/?LinkId=89866), or the equivalent, at a level consistent with the security requirements of the customer deploying the cryptographic protocol or [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that uses the HSM.

### Generating Keys

Generation of a cryptographic [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) requires randomness so that the generated key cannot be guessed by an attacker. Randomness is expressed in terms of entropy, in units of bits. A [**symmetric key**](#gt_0e645d50-eabd-40a6-a7c3-1dc4d8d8b56b) should have as many bits of entropy as there are bits in the key. A public [**key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) should have as many bits of entropy as there are bits in the key minus a small number of bits.

### Entropy Sources

How entropy is acquired is up to the implementer of any protocol. The literature on measurement of entropy and on methods of harvesting entropy in computer systems is extensive and well known to anyone skilled in the cryptographic art. The best entropy source is probably a properly verified hardware random-bit generator that has circuitry attached to monitor all bits produced and to verify the entropy of the bits, raising an error condition if the hardware starts to malfunction. Such a hardware source of entropy can be used to drive a conditioning function (sometimes called "a whitening function") and might be used to drive a [**pseudo-random number generator (PRNG)**](#gt_6467872e-7d79-4e85-93e5-eda01108565e). If a PRNG is used, it should be compliant with recognized standards, such as FIPS 140-2 Annex C, as specified in [[FIPS140]](https://go.microsoft.com/fwlink/?LinkId=89866).

### Name Selection

Human beings use names from an ID [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) to refer to end entities. When the [**relying party (RP)**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7) is a human being and that human makes a security decision based on the name from an ID certificate, that name should be clear and unambiguous to the human RP. It is the responsibility of the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) (or the human administering the CA or associated [**RA**](#gt_8afbead6-bab7-44e7-a69b-d92247740f69)) to choose (or approve) the name for an ID certificate.

### Name Binding

A [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) has the responsibility to bind a name to a [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) within an ID [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) and to do so with a proper level of care. In commercial CAs, this is called "certification practices". The actual [**certification**](#gt_0c5337ce-7ba3-42b7-aff9-80e82061bbbf) practices required in any deployment of a CA depend on the security requirements of the various [**RPs**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7) that will use these certificates. However, each deployment of a CA should establish the security requirements of its RPs and the appropriate certification practices. The [**trust root**](#gt_6e38e379-8aeb-4794-9e77-699ef970b7ee) on an RP should list only those CA root keys ([**root certificates**](#gt_d53eb61f-6648-40df-b29a-f51520a9db40)) that meet the RP's security requirements.

### Attribute Definition

When a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) binds an [**attribute**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) to either a [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) or a name, if that attribute is to be used by a human [**RP**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7) in making a security decision, the presentation of that attribute to the human has to be clear and unambiguous.

### Attribute Binding

When [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) are bound to either a [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) or a name, some authority is responsible for making that assignment of attributes. In any given deployment, it is important that the authority empowered to assign the attributes be consistent with the security requirements of the [**RPs**](#gt_ee5619ac-b16e-4727-ace0-3a2f98204fc7) that will use these attribute assignments. Because this varies on a per-deployment basis, this document cannot specify either these security requirements or the selection of attribute authorities. However, each deployment should establish security requirements of RPs and, for each attribute, should establish the list of authorities empowered to assign that attribute.

Different attributes frequently have different lists of authorities. When the attribute is carried in a [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879), the issuer of the certificate carrying that attribute should be on the list of authorities for that attribute. This might imply the use of multiple certificates for carrying attributes. Alternatively, when attributes are held in a [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9) (such as [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90)), the list of authorities for an attribute should be reflected in the [**ACL**](#gt_9f92aa05-dd0a-45f2-88d6-89f1fb654395) for that directory entry.

### Coding Practices

Any implementation of a protocol exposes code to inputs from attackers. Such code has to be developed according to secure coding and development practices to avoid buffer overflows, denial-of-service (DOS) attacks, escalation of privilege, and disclosure of information. For an introduction to these concepts, secure development best practices, and common errors, see [HOWARD].

### Security Consideration Citations

Implementers of this protocol should be aware of the following security considerations:

* A secure communications channel should exist between the client and server that might require an out-of-band [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) initialization process, such as [**DCOM**](#gt_ae2a9876-7fed-4f0d-a390-bf78f76c0736) (as specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0)) or TLS (as specified in [[RFC2246]](https://go.microsoft.com/fwlink/?LinkId=90324)).
* A client or server should follow generally accepted principles of secure [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) management, as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 9. For an introduction to these generally accepted principles, see [[SCHNEIER]](https://go.microsoft.com/fwlink/?LinkId=817338) and [HOWARD].
* A client or server should not archive or escrow a signing key. Details are specified in [[RFC2797]](https://go.microsoft.com/fwlink/?LinkId=90382) section 9.
* Clients should verify the [**public key**](#gt_4cf96ca0-e3a9-4165-8d1a-a21b1397007a) of the server prior to submission of a [**private key**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) for archival or escrow. Details are specified in [RFC2797] section 9.
* [**Certificate enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef) clients and [**CAs**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) that support the Diffie-Hellman algorithm for the certificate's [**key pair**](#gt_3f211a0b-87e1-4884-856b-89c69c4a5d34) should validate cryptographic parameters prior to issuing or accepting [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879). Details are specified in [[RFC2785]](https://go.microsoft.com/fwlink/?LinkId=147760). Windows enrollment clients and CAs do not support Diffie-Hellman in the certificate requests.
* A CA and [**RA**](#gt_8afbead6-bab7-44e7-a69b-d92247740f69) should take care to validate the binding of a client identity to a public key. Details are specified in [RFC3280] section 9. An introduction on CA practices of binding an identity to a public key is specified in [[RFC2527]](https://go.microsoft.com/fwlink/?LinkId=90364).
* A client and server should validate and verify certificate path information, as specified in [RFC3280] section 6. Details about the requirement for certificate path validation are specified in [RFC3280] section 9.
* A client and server should validate and verify the freshness of [**revocation**](#gt_caac8fa2-5e21-43b9-a3fe-be0819b906bf) information of all [**digital certificates**](#gt_a1dfa70d-7803-413d-8697-c40021a3f3d0) prior to usage, trust, or [**encryption**](#gt_8312d817-fdc5-4a49-8894-729b7b9e0ce5), as specified in [RFC3280] section 6.3. Details about the requirement for revocation freshness are specified in [RFC3280] section 9.
* A CA must encode the [**DN**](#gt_1175dd11-9368-41d5-98ed-d585f268ad4b) in the subject field of a CA certificate identically to the DN in the issuer field in certificates issued by that CA. Details are specified in [RFC3280] section 9.
* A client or server should follow all security considerations discussed throughout [[RFC3852]](https://go.microsoft.com/fwlink/?LinkId=90445) and [[RFC2986]](https://go.microsoft.com/fwlink/?LinkId=90401), as neither normative reference has a specific security section.
* A client and server should use an authentication session between client and server to mitigate DOS attacks, as specified in [MS-DCOM]. For more information on generic DOS mitigation techniques, see [HOWARD].
* A client and server should consider security issues regarding [**PKI**](#gt_fbe33f73-7a2c-4134-ab9e-7a12c6d01348) or certificate repositories. For example, security considerations regarding [**LDAP**](#gt_45643bfb-b4c4-432c-a10f-b98790063f8d) repositories are as specified in [[RFC2559]](https://go.microsoft.com/fwlink/?LinkId=90368) section 10.

### Key Archival Security Considerations

[**Key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7) is for decryption [**keys**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) only. The purpose of key archival is the prevention of loss of data. Just as backup preserves the bits of a file, key archival permits recovery of decryption keys. Because a decryption key inherits the security value of everything it can decrypt, this key has to be protected from disclosure strongly enough to withstand an attack by an attacker motivated by that accumulated value.

In the protocol specified here, a private decryption key is protected in transit by being encrypted with a key (the exchange key) belonging to the [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a). The CA must then (through any manner deemed appropriate by the vendor and/or customer of that CA) do the following:

* Protect its own decryption key from disclosure (because the exchange key acquires the sum of value of all of the keys transmitted by using it).
* Protect any archived [**private keys**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca) from disclosure.
* Protect any archived private keys from loss or destruction.
* Make some process available by which a private key can be restored to its owner (including some human-to-human process by which the proper owner of the private key is authenticated).

How the CA chooses to meet these requirements is not addressed in this document. In the Microsoft CA implementation, a private key offered for archival, is decrypted on receipt and then re-encrypted in multiple [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) keys. The resulting encrypted key [**BLOBs**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) are then stored in multiple backup copies. This redundancy meets the third requirement listed above. The recovery process is entirely manual and is a function of the enterprise within which the CA is deployed.

### Data Consistency for Certificate Templates

It is not possible to achieve all three of the desirable properties of a distributed system:

* Data consistency.
* Application availability.
* Tolerance of network partitions.

Because network partitions are unavoidable, the implementer must sacrifice either data consistency or application availability in the system design.

The Microsoft [**CA**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) and the client code that requests [**certificates**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) have chosen to provide application availability and sacrifice data consistency, if a conflict arises. This shows up in a variety of design decisions—including, in particular, the caching of [**certificate templates**](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e).

The design of these systems places data consistency after network partitions are healed. The amount of time needed to reach consistency can be significant (perhaps several hours or days).

If the use of an old certificate template would create a security flaw for the user of this system, methods exist that let the user identify whether the template is up-to-date and, if necessary, retrieve the current template.

When making a request for a certificate to match a particular template, the user can request that template not only by [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) but also by [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) and by revision number.

The user can, in critical cases, define a new OID for the new template, and retire certificates that were built according to the previous OID. In less-critical cases, the user can wait for [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) propagation, as is normal for anything else stored in Active Directory and can expect changes to become fully distributed sometime during that wait period.

# Appendix A: Full IDL

For ease of implementation, the full [**interface definition language (IDL)**](#gt_73177eec-4092-420f-92c5-60b2478df824) is provided here, where "ms-dcom.idl" is the IDL as specified in [[MS-DCOM]](%5bMS-DCOM%5d.pdf#Section_4a893f3dbd2948cd9f43d9777a4415b0) section 6.

1. import "ms-dcom.idl";
2. typedef byte BYTE;
3. typedef struct \_CERTTRANSBLOB {
4. ULONG cb;
5. [size\_is(cb), unique] BYTE \*pb;
6. } CERTTRANSBLOB;
7. typedef struct \_CATRANSPROP {
8. LONG lPropID;
9. BYTE propType;
10. BYTE Reserved;
11. USHORT propFlags;
12. ULONG obwszDisplayName;
13. } CATRANSPROP;
14. typedef struct \_CAINFO {
15. DWORD cbSize;
16. long CAType;
17. DWORD cCASignatureCerts;
18. DWORD cCAExchangeCerts;
19. DWORD cExitAlgorithms;
20. long lPropIDMax;
21. long lRoleSeparationEnabled;
22. DWORD cKRACertUsedCount;
23. DWORD cKRACertCount;
24. DWORD fAdvancedServer;
25. } CAINFO;
26. [
27. object,
28. uuid(d99e6e70-fc88-11d0-b498-00a0c90312f3),
29. helpstring("ICertRequest DCOM Interface"),
30. pointer\_default(unique)
31. ]
32. interface ICertRequestD: IUnknown
33. {
34. HRESULT Request(
35. [in] DWORD dwFlags,
36. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAuthority,
37. [in, out, ref] DWORD \*pdwRequestId,
38. [out] DWORD \*pdwDisposition,
39. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAttributes,
40. [in, ref] CERTTRANSBLOB const \*pctbRequest,
41. [out, ref] CERTTRANSBLOB \*pctbCertChain,
42. [out, ref] CERTTRANSBLOB \*pctbEncodedCert,
43. [out, ref] CERTTRANSBLOB \*pctbDispositionMessage
44. );
46. HRESULT GetCACert(
47. [in] DWORD fchain,
48. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAuthority,
49. [out, ref] CERTTRANSBLOB \*pctbOut
50. );
51. HRESULT Ping(
52. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAuthority
53. );
54. };
55. [
56. object,
57. uuid(5422fd3a-d4b8-4cef-a12e-e87d4ca22e90),
58. helpstring("ICertRequest2 DCOM Interface"),
59. pointer\_default(unique)
60. ]
61. interface ICertRequestD2: ICertRequestD
62. {
63. HRESULT Request2(
64. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAuthority,
65. [in] DWORD dwFlags,
66. [in, string, unique, range(1, 64)] wchar\_t const \*pwszSerialNumber,
67. [in, out, ref] DWORD \*pdwRequestId,
68. [out] DWORD \*pdwDisposition,
69. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAttributes,
70. [in, ref] CERTTRANSBLOB const \*pctbRequest,
71. [out, ref] CERTTRANSBLOB \*pctbFullResponse,
72. [out, ref] CERTTRANSBLOB \*pctbEncodedCert,
73. [out, ref] CERTTRANSBLOB \*pctbDispositionMessage
74. );
75. HRESULT GetCAProperty(
76. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAuthority,
77. [in] long PropID,
78. [in] long PropIndex,
79. [in] long PropType,
80. [out, ref] CERTTRANSBLOB \*pctbPropertyValue
81. );
82. HRESULT GetCAPropertyInfo(
83. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAuthority,
84. [out] long \*pcProperty,
85. [out, ref] CERTTRANSBLOB \*pctbPropInfo
86. );
87. HRESULT Ping2(
88. [in, string, unique, range(1, 1536)] wchar\_t const \*pwszAuthority
89. );
90. };

# Appendix B: Product Behavior

The information in this specification is applicable to the following Microsoft products or supplemental software. References to product versions include updates to those products.

The terms "earlier" and "later", when used with a product version, refer to either all preceding versions or all subsequent versions, respectively. The term "through" refers to the inclusive range of versions. Applicable Microsoft products are listed chronologically in this section.

The following tables show the relationships between Microsoft product versions or supplemental software and the roles they perform.

| Windows Client Releases | Server Role | Client Role |
| --- | --- | --- |
| Windows 2000 Professional operating system | No | Yes |
| Windows XP operating system | No | Yes |
| Windows Vista operating system | No | Yes |
| Windows 7 operating system | No | Yes |
| Windows 8 operating system | No | Yes |
| Windows 8.1 operating system | No | Yes |
| Windows 10 operating system | No | Yes |
| Windows 11 operating system | No | Yes |

| Windows Server Releases | Server Role | Client Role |
| --- | --- | --- |
| Windows 2000 Server operating system | Yes | Yes |
| Windows Server 2003 operating system | Yes | Yes |
| Windows Server 2008 operating system | Yes | Yes |
| Windows Server 2008 R2 operating system | Yes | Yes |
| Windows Server 2012 operating system | Yes | Yes |
| Windows Server 2012 R2 operating system | Yes | Yes |
| Windows Server 2016 operating system | Yes | Yes |
| Windows Server operating system | Yes | Yes |
| Windows Server 2019 operating system | Yes | Yes |
| Windows Server 2022 operating system | Yes | Yes |

Exceptions, if any, are noted in this section. If an update version, service pack or Knowledge Base (KB) number appears with a product name, the behavior changed in that update. The new behavior also applies to subsequent updates unless otherwise specified. If a product edition appears with the product version, behavior is different in that product edition.

Unless otherwise specified, any statement of optional behavior in this specification that is prescribed using the terms "SHOULD" or "SHOULD NOT" implies product behavior in accordance with the SHOULD or SHOULD NOT prescription. Unless otherwise specified, the term "MAY" implies that the product does not follow the prescription.

[<1> Section 1.3.2.2](#Appendix_A_Target_1): Windows 8.1 and later and Windows Server 2012 R2 and later support [**key attestation**](#gt_59e1a147-0624-42fb-9177-c32cfdd193cb).

[<2> Section 1.3.2.3](#Appendix_A_Target_2): Windows Server v1803 operating system and later support Certificate Transparency processing. The Certificate Transparency feature is also supported in Windows Server 2016 via the instructions provided in [[CertTransp]](https://go.microsoft.com/fwlink/?linkid=2009256).

[<3> Section 1.3.3.1](#Appendix_A_Target_3): **[Certificate templates](#gt_9c47ca85-9343-4e01-96d4-53d96d3df60e)** were first introduced with the release of Windows 2000 Server. The [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) schema for this release defined a new class named **pKICertificateTemplate** (as specified in [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830) section 2.221) and the unique [**attributes**](#gt_108a1419-49a9-4d19-b6ca-7206aa726b3f) for this class. It was technically possible to modify the attributes of these pKICertificateTemplate objects, but such modifications were not supported by Microsoft. The attributes were not documented.

One of the requirements for the release of Windows Server 2003 was to support attribute modifications. To meet this requirement, a schema change was introduced that defined the following new attributes for the **pKICertificateTemplate** class.

* **msPKI-Template-Schema-Version**: This attribute defines the **pKICertificateTemplate** class version and instructs the client and server as to those processing rules that apply to the object. For example, certificate template version 2 is a **pKICertificateTemplate** object where the value of **msPKI-Template-Schema-Version** is 2.
* **msPKI-Template-Minor-Version**: With this attribute, the certificate template revision number has two parts (revision and **msPKI-Template-Minor-Version**). It can be used to identify the minimum revision required in an Windows Client Certificate Enrollment Protocol request.

In addition to the schema change, a new certificate template extension was introduced that can be added to a certificate request and can be used by clients to request a specific revision of a certificate template. For more information, see [2.2.2.7.7.2](#Section_9da866e59ce94a8390640d20af8b2ccf).

[<4> Section 1.3.3.1](#Appendix_A_Target_4): The MMC Certificate Templates snap-in that ships with applicable Windows Server releases automatically increments the minor revision value with each modification of a certificate template.

[<5> Section 1.3.3.3](#Appendix_A_Target_5): Microsoft offers an MMC snap-in to allow a customer to modify templates. However, the customer is not prohibited from using any other application to modify templates.

[<6> Section 2.1](#Appendix_A_Target_6): Windows XP sets the authentication level to RPC\_C\_AUTHN\_LEVEL\_PKT\_INTEGRITY (0x05).

[<7> Section 2.1](#Appendix_A_Target_7): By default, [**CAs**](#gt_c925d5d7-a442-4ba4-9586-5f94ccec847a) on Windows Server 2012 operating system and later have IF\_ENFORCEENCRYPTICERTREQUEST and IF\_ENFORCEENCRYPTICERTADMIN auth levels set.

[<8> Section 2.2.2.5](#Appendix_A_Target_8): Windows 8.1 and later and Windows Server 2012 R2 and later support key attestation.

[<9> Section 2.2.2.5](#Appendix_A_Target_9): Windows 8.1 and later and Windows Server 2012 R2 and later support [[TCG-Struct-V2]](https://go.microsoft.com/fwlink/?LinkId=522455).

[<10> Section 2.2.2.7.4](#Appendix_A_Target_10): Windows implementations set the value of the Client ID as follows:

| Values for client application sending the request | | |
| --- | --- | --- |
| **Value** | **Internal name** | **Meaning** |
| 0 | ClientIdNone | No information about the client application. |
| 1 | ClientIdXEnroll2003 | The client application in XEnroll.dll shipped with Windows Server 2003. |
| 2 | ClientIdAutoEnroll2003 | The client application in the Windows [**autoenrollment**](#gt_01405111-1ea0-41ba-a1a5-4c447549eb06) service shipped with Windows Server 2003. |
| 3 | ClientIdWizard2003 | The client application in the enrollment wizard shipped with Windows Server 2003. |
| 4 | ClientIdCertReq2003 | The client application in certreq.exe shipped with Windows Server 2003. |
| 5 | ClientIdDefaultRequest | The client application that uses Windows Vista and later enrollment classes. |
| 6 | ClientIdAutoEnroll | The client application in the Windows autoenrollment service shipped with Windows Vista and later. |
| 7 | ClientIdRequestWizard | The client application in the enrollment wizard shipped with Windows Vista and later. |
| 8 | ClientIdEOBO | The client application that makes [**Enroll On Behalf Of (EOBO)**](#gt_c20f5cb3-a18f-4903-99f3-08bab1b38871) requests. |
| 9 | ClientIdCertReq | The client application in certreq.exe shipped with Windows Vista, Windows 7, Windows 8, Windows 8.1, and Windows 10. |
| 1000 | ClientIdUserStart | The client application is not adequately described by the preceding entries. |

[<11> Section 2.2.2.7.9](#Appendix_A_Target_11): In Windows 2000 operating system, Windows XP, and Windows Server 2003, the hash algorithm used is always set to SHA1. In Windows Vista and later and in Windows Server 2008 and later, the hash algorithm is defined by the certificate template that is used for [**enrollment**](#gt_3edb3c30-bb82-4782-9777-19c5006965ef). For more information, see section [3.2.2.6.2.1.4.5.4](#Section_a409f56edb6b4bf893058c8c7d0a4872).

[<12> Section 2.2.2.7.10](#Appendix_A_Target_12): Windows 2000, Windows XP, and Windows Server 2003 do not support the "ExpirationDate" value for the [**OID**](#gt_aaaf2f1a-0b0a-487e-a0f0-c3510a6091b2) szENROLLMENT\_NAME\_VALUE\_PAIR (1.3.6.1.4.1.311.13.2.1).

[<13> Section 2.2.2.7.10](#Appendix_A_Target_13): To enable this feature for the Microsoft CA, follow the instructions as specified in [[MSFT-EXIT]](https://go.microsoft.com/fwlink/?LinkId=100630).

Windows Server 2003 and later ignore the value of this attribute and instead copy the certificate to the following location:"%system%\certsrv\certenroll". The file name is the request ID with a '.cer' extension.

[<14> Section 2.2.2.7.10](#Appendix_A_Target_14): The RequestId attribute is available in Windows Server 2012 R2 and Windows Server 2016 only.

[<15> Section 2.2.2.7.15](#Appendix_A_Target_15): Support for szOID\_ENROLL\_AIK\_INFO is included in Windows 10, Windows Server 2016, Windows Server operating system, and in Windows Server 2019 and later.

[<16> Section 2.2.3.1](#Appendix_A_Target_16): Applicable Windows Server releases use [**key recovery certificates**](#gt_449fe2b7-d985-447c-b318-49902de82c82) that contain the following X.509v3 extensions that are specific to such releases:

* Application Policies (Policy Identifier = Key Recovery Agent)
* Certificate Template Name
* Certificate Template Information

[Key recovery certificates](#Section_52b4c361383347c0a8a72c97f65102bc), when issued by a Windows [**enterprise CA**](#gt_9afe7f11-a471-45a0-a731-f3e81099f754), are automatically written to the configuration [**container**](#gt_c3143e71-2ada-417e-83f4-3ef10eff2c56) of Active Directory. The actual certificates are published to the userCertificate attribute (as specified in [[RFC4523]](https://go.microsoft.com/fwlink/?LinkId=90479)) of the [**KRA**](#gt_d0a0d050-0dd5-4620-a7f8-7b3a3b71ae09) object when issued to a member of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) administrators group in Active Directory.

[<17> Section 3.1](#Appendix_A_Target_17): Microsoft implements multiple clients of this protocol, including:

* Certificates snap-in for the Microsoft Management Console (MMC)
* Certreq.exe tool (see [[MSDOCS-certreq]](https://go.microsoft.com/fwlink/?linkid=2164277) for more information)
* Certificate Autoenrollment (see [[MSFT-AUTOENROLLMENT]](https://go.microsoft.com/fwlink/?LinkId=90178) for more information).

[<18> Section 3.1.1](#Appendix_A_Target_18): Windows clients implement an abstraction layer on top of the interfaces specified in this document. Windows 2000, Windows XP, and Windows Server 2003 support the interfaces documented in [[MSDN-XEnroll]](https://go.microsoft.com/fwlink/?LinkId=100157). Windows 2000, Windows XP, and Windows Server 2003 do not support the interfaces documented in [[MSDN-CertEnroll]](https://go.microsoft.com/fwlink/?LinkId=100156).

[<19> Section 3.1.1.4](#Appendix_A_Target_19): Windows 2000 clients do not obtain a supported interface version from the server and always use the [ICertRequestD](#Section_6b6ffe4a62614d2ebdf9fdeb2e086834) interface.

[<20> Section 3.1.1.4.3.1.1](#Appendix_A_Target_20): Windows clients use the OS version structure defined in [[MSDN-OSVERSIONINFO]](https://go.microsoft.com/fwlink/?LinkId=106010) to create a string in the format "A.B.C.D", where the A is the value of the **dwMajorVersion** field, B is the value of the **dwMinorVersion** field, C is the value of the **dwBuildNumber** field, and D is the value of the **dwPlatformId**. All numbers are represented in the decimal format. For example, the string "6.1.7600.2" represents Windows Server 2008 R2.

[<21> Section 3.1.1.4.3.1.4](#Appendix_A_Target_21): This format was designed by Netscape, and there are no Microsoft tools to create a request in this format. To construct a certificate request using this format, the SPKAC tool can be used (for more information, see [[OPENSSL]](https://go.microsoft.com/fwlink/?LinkId=90242)).

[<22> Section 3.1.1.4.3.2.1](#Appendix_A_Target_22): Windows 8.1 and later and Windows Server 2012 R2 and later support the processing rules in section [3.1.1.4.3.4](#Section_f596c7dfa72c4323b27f3c8646604ddb).

[<23> Section 3.1.1.4.3.2.2](#Appendix_A_Target_23): Windows 8.1 and later and Windows Server 2012 R2 and later support the processing rules in section 3.1.1.4.3.4.

[<24> Section 3.1.1.4.3.3.1](#Appendix_A_Target_24): The Microsoft client allows importing a request file during the enrollment implemented in the certificates snap-in for the MMC in Windows Vista and later and in Windows Server 2008 and later; and during web enrollment in Windows 2000, Windows XP, and Windows Server 2003.

[<25> Section 3.1.1.4.3.4](#Appendix_A_Target_25): Windows 8.1 and later and Windows Server 2012 R2 and later support key attestation.

[<26> Section 3.1.1.4.3.4.1.2](#Appendix_A_Target_26): Only Windows Server 2012 R2, Windows Server 2016, Windows Server operating system, and Windows Server 2019 and later support this behavior.

[<27> Section 3.1.1.4.3.4.1.2](#Appendix_A_Target_27): Windows 8.1 and later and Windows Server 2012 R2 and later support these processing rules.

[<28> Section 3.1.1.4.3.4.2](#Appendix_A_Target_28): Support for [**AIK**](#gt_70efa425-6b46-462f-911d-d399404529ab) Attestation (subject only) is included in Windows 10, Windows Server 2016, Windows Server operating system, and in Windows Server 2019 and later.

[<29> Section 3.1.1.6](#Appendix_A_Target_29): Windows Certificate MMC snap-in has a command to trigger this client.

[<30> Section 3.1.1.6.2](#Appendix_A_Target_30): Windows 8.1 and later and Windows Server 2012 R2 and later support this behavior.

[<31> Section 3.1.2.1](#Appendix_A_Target_31): In the Windows implementation, the **Client\_Intermediate\_CA\_Certificates** collection is stored in the [**Windows registry**](#gt_5ae1b1fd-a770-4028-b1ca-bcc8fa9bcf0a) using the following registry path:

HKEY\_LOCAL\_MACHINE\Software\Microsoft\SystemCertificates\CA\Certificates\

A unique registry key for each intermediate CA certificate is added using the thumbprint of the certificate as the key name. Each element in **Client\_Intermediate\_CA\_Certificates** is the [**BLOB**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) value under the corresponding [**key**](#gt_718bfd46-3cd2-45e8-befa-55f5c9f3be7b) (stored as a binary type).

[<32> Section 3.1.2.1](#Appendix_A_Target_32): In the Windows implementation, the **Client\_Root\_CA\_Certificates** collection is stored in the Windows registry using the following registry path:

HKEY\_LOCAL\_MACHINE\Software\Microsoft\SystemCertificates\Root\Certificates\

A unique registry key for each [**root CA**](#gt_c5dc44e1-179a-481b-b4b0-d47aa3c81ae4) certificate is added using the thumbprint of the certificate as the key name. Each element in **Client\_Root\_CA\_Certificates** is the BLOB value under the corresponding key (stored as a binary type).

[<33> Section 3.1.2.4.2.1](#Appendix_A_Target_33): Windows 2000 does not support certificate templates with these versions. Windows XP and Windows Server 2003 do not support certificate templates that have the **Certificate.Template.msPKI-Template-Schema-Version** datum equal to 3. Windows Vista, Windows Server 2008, Windows 7, and Windows Server 2008 R2 do not support certificate templates that have the **Certificate.Template.msPKI-Template-Schema-Version** datum equal to 4.

[<34> Section 3.1.2.4.2.1](#Appendix_A_Target_34): Windows 8.1 and later and Windows Server 2012 R2 and later support this flag.

[<35> Section 3.1.2.4.2.1](#Appendix_A_Target_35): Windows 2000 does not process the **Certificate.Template.msPKI-Template-Schema-Version** datum and treats all templates with a **Certificate.Template.msPKI-Template-Schema-Version** datum less than 100 as templates that have the **Certificate.Template.msPKI-Template-Schema-Version** datum set to 1. Windows XP treats templates with the **Certificate.Template.msPKI-Template-Schema-Version** datum set to 0 the same as templates with **Certificate.Template.msPKI-Template-Schema-Version** datum set to 1.

[<36> Section 3.1.2.4.2.1](#Appendix_A_Target_36): Windows 2000 does not support certificate templates with these versions. Windows XP and Windows Server 2003 do not support certificate templates that have the **Certificate.Template.msPKI-Template-Schema-Version** datum equal to 3. Windows Vista, Windows Server 2008, Windows 7, and Windows Server 2008 R2 do not support certificate templates that have the **Certificate.Template.msPKI-Template-Schema-Version** datum equal to 4.

[<37> Section 3.1.2.4.2.1](#Appendix_A_Target_37): Windows 2000 does not process the **Certificate.Template.msPKI-Template-Schema-Version** datum and treats all templates with a **Certificate.Template.revision** datum less than 100 as templates that have the **Certificate.Template.msPKI-Template-Schema-Version** datum set to 1. Windows XP treats templates with the **Certificate.Template.msPKI-Template-Schema-Version** datum set to 0 the same as templates with **Certificate.Template.msPKI-Template-Schema-Version** datum set to 1.

[<38> Section 3.1.2.4.2.2](#Appendix_A_Target_38): The Microsoft Certificate Services client uses the following values for the **Certificate.Template.msPKI-Template-Schema-Version** datum:

* When the datum does not exist: Windows can use this certificate template.
* When the value = 1: Windows can use this certificate template.
* When the value = 2: Windows XP, Windows Server 2003, and Windows Vista and later and Windows Server 2008 and later can use this certificate template.
* When the value = 3: Windows 2000, Windows XP, and Windows Server 2003 cannot use this certificate template.
* When the value = 4: Windows 8 and later and Windows Server 2012 and later can use this certificate template.
* For other values, existing Windows clients ignore the certificate template.

[<39> Section 3.1.2.4.2.2.1.5](#Appendix_A_Target_39): The Microsoft Certificate Services client uses this flag with the [**cryptographic service provider (CSP)**](#gt_c9b94107-addb-4246-85b2-6c1cab7d492e) when creating the cryptographic keys.

[<40> Section 3.1.2.4.2.2.1.8](#Appendix_A_Target_40): Windows XP and later and Windows Server 2003 and later create this extension only if the **Certificate.Template.msPKI-Template-Schema-Version** datum equals 1 or is not initialized with any value.

[<41> Section 3.1.2.4.2.2.1.9](#Appendix_A_Target_41): Windows 2000 does not add certificate template OID extension as an attribute of the request.

[<42> Section 3.1.2.4.2.2.2.2](#Appendix_A_Target_42): Windows 8.1 and later and Windows Server 2012 R2 and later support these flags.

[<43> Section 3.1.2.4.2.2.2.2](#Appendix_A_Target_43): Windows 8.1 and later and Windows Server 2012 R2 and later support this behavior.

[<44> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_44): Windows clients default to [**RSA**](#gt_3f85a24a-f32a-4322-9e99-eba6ae802cd6).

[<45> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_45): Windows clients default to set Read permissions on the key associated with the [**certificate**](#gt_7a0f4b71-23ba-434f-b781-28053ed64879) request for the entity sending the certificate request.

[<46> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_46): Windows 8.1 and later and Windows Server 2012 R2 and later support this behavior.

[<47> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_47): Windows clients default to [**Triple Data Encryption Standard**](#gt_f1896d9a-34c2-44a6-917a-759ac77f4cf1).

[<48> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_48): Windows clients default to 168.

[<49> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_49): Windows clients defaults to SHA1.

[<50> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_50): The Microsoft client uses the msPKI-Key-Usage value with the cryptographic service provider (CSP) when creating the cryptographic keys.

[<51> Section 3.1.2.4.2.2.2.5](#Appendix_A_Target_51): Windows clients default to all key usages.

[<52> Section 3.1.2.4.2.2.2.6](#Appendix_A_Target_52): CryptoAPI, a Windows cryptographic application programming interface, creates a union of the values in the Extended Key Usage and Application Policy extensions. The combined union will be used as the extended key usages for the certificate as specified in [[RFC3280]](https://go.microsoft.com/fwlink/?LinkId=90414) section 4.2.1.5.

[<53> Section 3.1.2.4.2.2.2.7](#Appendix_A_Target_53): Windows 7 and later and Windows Server 2008 R2 and later support this flag.

[<54> Section 3.1.2.4.2.2.2.8](#Appendix_A_Target_54): Windows 8 and later and Windows Server 2012 and later ignore this flag.

[<55> Section 3.1.2.4.2.2.2.8](#Appendix_A_Target_55): Windows uses the Data Protection API (DPAPI) to protect [**private keys**](#gt_6fca10f4-e829-42ab-ad40-1566585060ca). For more information, see [[MSDN-DPAPI]](https://go.microsoft.com/fwlink/?LinkId=89993).

[<56> Section 3.1.2.4.2.2.2.8](#Appendix_A_Target_56): Windows 2000, Windows XP, and Windows Server 2003 do not support this flag.

[<57> Section 3.1.2.4.2.2.2.8](#Appendix_A_Target_57): Windows 8 and later and Windows Server 2012 and later support this flag.

[<58> Section 3.1.2.4.2.2.2.8](#Appendix_A_Target_58): Windows 8 and later and Windows Server 2012 and later support this flag.

[<59> Section 3.1.2.4.2.2.2.8](#Appendix_A_Target_59): Windows 8.1 and later and Windows Server 2012 R2 and later support this flag.

[<60> Section 3.1.2.4.2.2.2.8](#Appendix_A_Target_60): Windows 8 and later and Windows Server 2012 and later implement the **Client\_Current\_Version** ADM element.

[<61> Section 3.1.2.4.2.2.2.10](#Appendix_A_Target_61): Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008 ignore the CT\_FLAG\_OLD\_CERT\_SUPPLIES\_SUBJECT\_AND\_ALT\_NAME flag.

[<62> Section 3.2](#Appendix_A_Target_62): Windows 2000 Server doesn't implement ICertRequestD2 interface.

[<63> Section 3.2](#Appendix_A_Target_63): All Microsoft CAs implement selection among the CA modes during setup.

[<64> Section 3.2](#Appendix_A_Target_64): CAs that run on Windows Server 2003 Datacenter Edition operating system, Windows Server 2003 Enterprise Edition operating system, Windows Server 2008 Datacenter operating system, and Windows Server 2008 Enterprise operating system implement [**key archival**](#gt_e705a2b6-a678-4169-ba05-87a773976fe7). CAs that run on Windows Server 2003 Standard Edition operating system and on Windows Server 2008 and later do not implement key archival.

[<65> Section 3.2.1.1.4](#Appendix_A_Target_65): Windows clients use this CA property for diagnostics information only on the operating system that hosts the CA. The Windows Client Certificate Enrollment Protocol does not depend on the value of this property.

CAs running on Windows Server 2003 Enterprise Edition, Windows Server 2003 Datacenter Edition, Windows Server 2008 Enterprise operating system, and Windows Server 2008 Datacenter operating system support key archival and are considered "advanced server". Windows Server 2003 Standard Edition and Windows Server 2008 and later CAs are considered "standard server".

[<66> Section 3.2.1.4.2.1](#Appendix_A_Target_66): Windows 2000 does not return an error.

[<67> Section 3.2.1.4.2.1](#Appendix_A_Target_67): If pdwDisposition was request failed (1, or an error code from [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90)), the disposition messages include the following:

* Error archiving private key.
* Error parsing request.
* Error verifying request signature or [**signing certificate**](#gt_6a2366ee-fc9c-4406-963d-eac335ed8fc5).
* Resubmitted by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was submitted by using the ResubmitRequest method of [[MS-CSRA]](%5bMS-CSRA%5d.pdf#Section_40e7471414bf4f97a26435efbd63a813).

If pdwDisposition was request denied (2), the disposition messages include the following:

* Denied by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was submitted by using the DenyRequest method of [MS-CSRA].
* Denied by policy module.
* Denied by policy module, combined with a descriptive error message such as: "Renewing a certificate with the 'xyz' Certificate Template failed because the renewal overlap period is longer than the certificate validity period."
* Requested by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was formerly in a pending state and was issued by using the ResubmitRequest method of [MS-CSRA].

If pdwDisposition was certificate issued (3), the disposition messages include the following:

* Requested by {domain\name} where {domain\name} is replaced with the user name of the caller.
* Issued.
* Issued, combined with a descriptive informational message from the policy algorithm.
* Resubmitted by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was formerly in a pending state and was issued by using the ResubmitRequest method of [MS-CSRA].

If pdwDisposition was request pending (5), the disposition messages include the following:

* Taken under submission.
* Taken under submission, combined with an informational message from the policy algorithm.
* The disposition message contains text in the system language of the server.

[<68> Section 3.2.1.4.2.1.2](#Appendix_A_Target_68): The **ExpirationDate** value of the OID szENROLLMENT\_NAME\_VALUE\_PAIR (1.3.6.1.4.1.311.13.2.1) is supported in Windows Vista and later and in Windows Server 2008 and later.

[<69> Section 3.2.1.4.2.1.2](#Appendix_A_Target_69): The **ExpirationDate** value of *the OID szENROLLMENT\_NAME\_VALUE\_PAIR* (1.3.6.1.4.1.311.13.2.1) is supported in Windows Vista and later and in Windows Server 2008 and later.

[<70> Section 3.2.1.4.2.1.2](#Appendix_A_Target_70): Only a Windows 2000 CA publishes the certificate to the location that is provided by the requestor through this attribute.

[<71> Section 3.2.1.4.2.1.3](#Appendix_A_Target_71): Windows 2000, Windows Server 2003, and Windows Server 2008 CAs will set this value to 0 in this case.

[<72> Section 3.2.1.4.2.1.4.1.1](#Appendix_A_Target_72): Microsoft [**standalone CAs**](#gt_6593a312-1130-482c-aa85-6840f7b1859f) will not add a requested extension to the certificate unless it is configured as allowed locally by the administrator. By default when the CA is installed, the following extensions are allowed:

* 1.2.840.113549.1.9.15 - SMIME Capabilities
* 1.3.6.1.4.1.311.21.1 - CA Version
* 1.3.6.1.4.1.311.21.2 - Previous CA Certificate Hash
* 2.5.29.15 - Key Usage
* 1.3.6.1.4.1.311.10.9.1 - Cross-Certificate Distribution Points
* 1.3.6.1.4.1.311.20.2 - Certificate Template Name (Certificate Type)
* 1.3.6.1.4.1.311.21.7 - Certificate Template Information
* 1.3.6.1.4.1.311.21.10 - Application Policies
* 1.3.6.1.4.1.311.21.11 - Application Policy Mappings
* 1.3.6.1.4.1.311.21.12 - Application Policy Constraints
* 2.5.29.17 - Subject Alternative Name
* 2.5.29.30 - Name Constraints
* 2.5.29.32 - Certificate Policies
* 2.5.29.33 - Policy Mappings
* 2.5.29.36 - Policy Constraints
* 2.5.29.37 - Enhanced Key Usage

[<73> Section 3.2.1.4.2.1.4.4](#Appendix_A_Target_73): A Windows CA stores these additional values in the Request table.

[<74> Section 3.2.1.4.2.1.4.5](#Appendix_A_Target_74): If the disposition was Error (30), the disposition messages include the following:

* Error archiving private key.
* Error parsing request.
* Error verifying request signature or signing certificate.
* Resubmitted by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was submitted by using the ResubmitRequest method of [MS-CSRA].

If the disposition was Denied (31), the disposition messages include the following:

* Denied by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was submitted by using the DenyRequest method of [MS-CSRA].
* Denied by policy module.
* Denied by policy module, combined with a descriptive error message such as "Renewing a certificate with the 'xyz' Certificate Template failed because the renewal overlap period is longer than the certificate validity period."
* Requested by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was formerly in a pending state and was issued by using the ResubmitRequest method of [MS-CSRA].

If the disposition was Issued (20), the disposition messages include the following:

* Requested by {domain\name} where {domain\name} is replaced with the user name of the caller.
* Issued.
* Issued, combined with a descriptive informational message from the policy algorithm.
* Resubmitted by {domain\name}, where {domain\name} is replaced with the user name of the caller if the request was formerly in a pending state and was issued by using the ResubmitRequest method of [MS-CSRA].

If the disposition was Pending (9), the disposition messages include the following:

* Taken under submission.
* Taken under submission, combined with an informational message from the policy algorithm.
* The disposition message will contain text in the system language of the server.

[<75> Section 3.2.1.4.2.1.4.6](#Appendix_A_Target_75): All applicable Windows Server releases support this behavior, with exception of Windows 2000.

[<76> Section 3.2.1.4.2.1.4.6](#Appendix_A_Target_76): All applicable Windows Server releases support this behavior, with exception of Windows 2000.

[<77> Section 3.2.1.4.2.2](#Appendix_A_Target_77): Windows 2000 does not return an error.

[<78> Section 3.2.1.4.2.2.2](#Appendix_A_Target_78): Applicable Windows Server releases implement this property, with exception of Windows 2000.

[<79> Section 3.2.1.4.2.3](#Appendix_A_Target_79): Windows 2000 does not return an error.

[<80> Section 3.2.1.4.3.1.2](#Appendix_A_Target_80): Windows 2000, Windows Server 2003, and Windows Server 2008 CAs will set this value to 0 in this case.

[<81> Section 3.2.1.4.3.2](#Appendix_A_Target_81): Windows 2000 does not return an error.

[<82> Section 3.2.1.4.3.2.1](#Appendix_A_Target_82): The format of the string is "w.x:y.z" in all applicable Windows Server releases, with the exception of Windows Server 2016, Windows Server operating system, and Windows Server 2019 and later.

[<83> Section 3.2.1.4.3.2.1](#Appendix_A_Target_83): This string is based on the file version attribute of the certsrv.exe file. For example, in Windows Server 2003, the string is "5.2:3790.0" and in Windows Server 2003 operating system with Service Pack 1 (SP1), the string is "5.2:3790.1830". The string might change to represent servicing changes to the CA binaries.

[<84> Section 3.2.1.4.3.2.2](#Appendix_A_Target_84): The format of the string is "w.x:y.z" in all applicable Windows Server releases, with the exception of Windows Server 2016, Windows Server operating system, and Windows Server 2019 and later.

[<85> Section 3.2.1.4.3.2.2](#Appendix_A_Target_85): This string is based on the product version attribute of the certsrv.exe file. For example, in Windows Server 2003, the string is "5.2:3790.0" and in Windows Server 2003 with SP1, the string is "5.2:3790.1830". The string might change to represent servicing changes to the server product.

[<86> Section 3.2.1.4.3.2.3](#Appendix_A_Target_86): By default, the Microsoft CA returns the value 1 for this CA property.

[<87> Section 3.2.1.4.3.2.4](#Appendix_A_Target_87): By default, if the requested index is 0, a Microsoft CA returns the value "Windows default".

[<88> Section 3.2.1.4.3.2.5](#Appendix_A_Target_88): By default, a Windows CA returns the value "Windows default".

[<89> Section 3.2.1.4.3.2.8](#Appendix_A_Target_89): In Windows 2000 Server and Windows Server 2003 CAs, the Shared Folder feature is disabled and can be enabled through the CA setup wizard. If the feature is enabled, the folder contains a file named "certsrv.txt".

In Windows Server 2008 and later, the Shared Folder feature is also disabled, but it cannot be enabled through the CA setup wizard. If Windows Server 2003 CA has the shared folder enabled and is upgraded to the Windows Server 2008 CA, the folder remains shared.

The "Certsrv.txt" file provides limited ability to publish information about CAs. With the introduction of Active Directory in Windows 2000 Server, the benefit of storing CA information in a shared folder was minimized and use of the technique became rare.

The "Certsrv.txt" file contains one or more lines of text that identifies the location of CAs. Each line has the following form.

**Note**  Line breaks have been added to improve readability. They do not exist in the file.

1. CASanitizedCN,
2. CASanitizedOU,
3. CASanitizedO,
4. CASanitizedL,
5. CASanitizedS,
6. CASanitizedC,
7. CAFullDNSMachineName\CASanitizedCommonName,
8. ExchangeCertName,
9. SignatureCertName,
10. Description

Each field in the preceding string is described in the following table. Optional fields that are not populated contain quotation marks (""). All but the first and seventh fields are optional.

| Field | Description |
| --- | --- |
| CASanitizedCN | The sanitized [**CN**](#gt_a86706d6-bcdf-4107-be38-d2f08a7eaa68) from the CA certificate subject. |
| CASanitizedOU | Optional. The sanitized OU from the CA certificate subject. |
| CASanitizedO | Optional. The sanitized O from the CA certificate subject. |
| CASanitizedL | Optional. The sanitized L from the CA certificate subject. |
| CASanitizedS | Optional. The sanitized S from the CA certificate subject. |
| CASanitizedC | Optional. The sanitized C from the CA certificate subject. |
| CAFullDNSMachineName\  CASanitizedCommonName | A configuration string that contains the CA [**Domain Name System (DNS)**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) name and the sanitized common name. |
| ExchangeCertName | Optional. The file name of the CA [**exchange certificate**](#gt_d3e1039c-49e0-4ccf-bb89-67829214a190). This field is never used and the value is empty. |
| SignatureCertName | Optional. The file name of the CA signing certificate. For the first CA signing certificate only, this is stored in the %windir%\System32\CertSrv\CertEnroll [**directory**](#gt_49ce3946-04d2-4cc9-9350-ebcd952b9ab9). |
| Description | Optional. This is the CA description. If specified, this is the sanitized CN from the CA certificate subject. |

For more information about [**sanitized names**](#gt_de084567-c0d0-4b19-8612-aa88b38ef7c8), see section [1.3.2.5](#Section_aa64b85e0d6d4e138a1580e2fdb02e2a).

The shared folder can also contain the additional files specified as follows:

* CA signing certificates: The certificate files are encoded by using [**DER**](#gt_25428624-f292-4134-8f6c-85ba65a6d472), and the naming convention is "CAComputerDNSName\_CASanitizedName(CertIndex).crt". Because the CertIndex value is based on CA certificate renewal, no index value is present for the first certificate.
* Certificate request files: [**Subordinate CAs**](#gt_8944be61-749a-43da-9374-0f8e7ad88a09) copy the certificate request file to this folder. This file contains data on the certificate that the subordinate CA requests from its parent CA. The file is encoded by using DER, and the naming convention is "CAComputerDNSName\_CASanitizedName(CertIndex).req". Because the CertIndex value is based on CA certificate renewal, no index value is present for the first certificate.

**Note**  No Windows-based clients depend on these certificates being stored in the shared folder.

[<90> Section 3.2.1.4.3.2.21](#Appendix_A_Target_90): Windows Server 2003 returns the value 40. Windows Server 2008 returns the value 43, Windows Server 2008 R2 returns the value 44, and Windows Server 2012 and later return the value 45.

[<91> Section 3.2.1.4.3.2.23](#Appendix_A_Target_91): Microsoft Windows 2000, Windows Server 2003, and Windows Server 2008 CAs do not implement **CR\_PROP\_ROLESEPARATIONENABLED** property and always return E\_INVALIDARG (0x80070057).

[<92> Section 3.2.1.4.3.2.24](#Appendix_A_Target_92): For more information on the Windows implementation for KRAs and key archival, see [[MSFT-ARCHIVE]](https://go.microsoft.com/fwlink/?LinkId=90177).

[<93> Section 3.2.1.4.3.2.41](#Appendix_A_Target_93): Windows 2000 and Windows Server 2003 CAs do not implement this property and always return 0x80070057 (E\_INVALIDARG).

[<94> Section 3.2.1.4.3.2.42](#Appendix_A_Target_94): Windows 2000 and Windows Server 2003 CAs do not implement this property and always return 0x80070057 (E\_INVALIDARG).

[<95> Section 3.2.1.4.3.2.43](#Appendix_A_Target_95): Windows 2000 and Windows Server 2003 CAs do not implement this property and always return 0x80070057 (E\_INVALIDARG).

[<96> Section 3.2.1.4.3.2.44](#Appendix_A_Target_96): This property is supported by Windows Server 2008 R2 and later.

[<97> Section 3.2.1.4.3.2.45](#Appendix_A_Target_97): The CT\_FLAG\_ISSUANCE\_POLICIES\_FROM\_REQUEST flag is supported by Windows 8 and later clients.

[<98> Section 3.2.1.4.3.3](#Appendix_A_Target_98): In Windows Server 2003 and later the error is E\_ACCESSDENIED (0x80000009). Windows 2000 does not return an error.

[<99> Section 3.2.2.1.2.1](#Appendix_A_Target_99): Windows 2000 operating system Service Pack 1 (SP1) and Windows 2000 operating system Service Pack 2 (SP2) set the timeLimit to 300.

[<100> Section 3.2.2.1.3.1](#Appendix_A_Target_100): Windows 2000 does not support this feature.

[<101> Section 3.2.2.3](#Appendix_A_Target_101): In Windows 2000, the maximum size of Collection\_Of\_End\_Entity\_Object\_Query\_AD\_Connections is always one.

[<102> Section 3.2.2.5](#Appendix_A_Target_102): Windows 2000 Server only supports templates that do not have msPKI-Template-Schema-Version, or that have msPKI-Template-Schema-Version set to 0x1. Windows Server 2003 only supports templates that do not have msPKI-Template-Schema-Version, or that have msPKI-Template-Schema-Version set to 0x1 or 0x2. Windows Server 2008 and Windows Server 2008 R2 CAs only support templates that do not have msPKI-Template-Schema-Version or that have msPKI-Template-Schema-Version set to 0x1, 0x2, or 0x3.

[<103> Section 3.2.2.6.2.1.2.1](#Appendix_A_Target_103): Windows Server 2008 and later CAs implement this data.

[<104> Section 3.2.2.6.2.1.2.2](#Appendix_A_Target_104): Windows 2000 and Windows Server 2003 CAs only attempt to calculate the SHA1 hash.

[<105> Section 3.2.2.6.2.1.2.4](#Appendix_A_Target_105): These types of requests are supported by Windows Server 2008 R2 and later.

[<106> Section 3.2.2.6.2.1.2.5](#Appendix_A_Target_106): Windows 8.1 and later and Windows Server 2012 R2 and later support key attestation.

[<107> Section 3.2.2.6.2.1.2.5](#Appendix_A_Target_107): In the Windows implementation, the value of this string is "Microsoft Platform Crypto Provider".

[<108> Section 3.2.2.6.2.1.4.4.1](#Appendix_A_Target_108): Windows Server 2008 R2 and later support this flag.

[<109> Section 3.2.2.6.2.1.4.5.6](#Appendix_A_Target_109): Windows Server 2008 and later support this flag.

[<110> Section 3.2.2.6.2.1.4.5.6](#Appendix_A_Target_110): Windows Server 2008 R2 and later support this flag.

[<111> Section 3.2.2.6.2.1.4.5.6](#Appendix_A_Target_111): Windows Server 2008 R2 and later support this flag.

[<112> Section 3.2.2.6.2.1.4.5.6](#Appendix_A_Target_112): Windows Server 2012 and later support this flag.

[<113> Section 3.2.2.6.2.1.4.5.6](#Appendix_A_Target_113): Windows Server 2012 and later support this flag.

[<114> Section 3.2.2.6.2.1.4.5.7](#Appendix_A_Target_114): Flag CT\_FLAG\_REQUIRE\_SAME\_KEY\_RENEWAL is supported by Windows Server 2012 and later.

[<115> Section 3.2.2.6.2.1.4.5.7](#Appendix_A_Target_115): This flag is supported by Windows Server 2012 and later.

[<116> Section 3.2.2.6.2.1.4.5.7](#Appendix_A_Target_116): These flags are supported only in Windows Server 2012 R2 and later.

[<117> Section 3.2.2.6.2.1.4.5.7](#Appendix_A_Target_117): Windows Server 2012 and later implement the **Server\_Current\_Version** ADM element.

[<118> Section 3.2.2.6.2.1.4.5.8](#Appendix_A_Target_118): The CT\_FLAG\_ISSUANCE\_POLICIES\_FROM\_REQUEST flag is supported by Windows Server 2012 and later.

[<119> Section 3.2.2.6.2.1.4.5.8](#Appendix_A_Target_119): The CT\_FLAG\_ISSUANCE\_POLICIES\_FROM\_REQUEST flag is supported by Windows Server 2012 and later.

[<120> Section 3.2.2.6.2.1.4.5.9](#Appendix_A_Target_120): Windows Server 2008 and later support the CT\_FLAG\_SUBJECT\_ALT\_REQUIRE\_DOMAIN\_DNS flag.

[<121> Section 3.2.2.6.3.1.1](#Appendix_A_Target_121): The format of the returned value depends on the Active Directory schema.

For a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) running with a Windows Server 2003 Active Directory schema, a Windows Server 2008, Windows Server 2008 R2, Windows Server 2012, or Windows Server 2012 R2 Active Directory Domain Services (AD DS) schema, or Windows Server 2016 Active Directory Domain Services (AD DS) schema, or Windows Server operating system Active Directory Domain Services (AD DS) schema, or a Windows Server 2019 and later Active Directory Domain Services (AD DS) schema:

If the DC is running with a Windows Server 2003 Active Directory schema and at least one Windows Server 2003, Enterprise Edition CA has been installed in the forest, the string returned in the pctbPropertyValue parameter contains the name (cn attribute of the certificate template) and OID (msPKI-Cert-Template-OID) attribute of the certificate template of each configured certificate template and has the following format:

TemplateName1\nTemplateOID1\nTemplateName2\nTemplateOID2\...

**Note**  All certificate templates are represented with their OID and name regardless of the certificate template version.

For a DC running with a Windows 2000 Server Active Directory schema:

If the DC is running with a Windows 2000 Server Active Directory schema or if no Windows Server 2003, Enterprise Edition CA has been installed in the forest, the string returned in the pctbPropertyValue parameter contains the names (cn attribute of the certificate template) of the configured certificate template and has the following format:

TemplateName1\n\nTemplateName2\n\nTemplateName3\n\...

# Change Tracking

This section identifies changes that were made to this document since the last release. Changes are classified as Major, Minor, or None.

The revision class **Major** means that the technical content in the document was significantly revised. Major changes affect protocol interoperability or implementation. Examples of major changes are:

* A document revision that incorporates changes to interoperability requirements.
* A document revision that captures changes to protocol functionality.

The revision class **Minor** means that the meaning of the technical content was clarified. Minor changes do not affect protocol interoperability or implementation. Examples of minor changes are updates to clarify ambiguity at the sentence, paragraph, or table level.

The revision class **None** means that no new technical changes were introduced. Minor editorial and formatting changes may have been made, but the relevant technical content is identical to the last released version.

The changes made to this document are listed in the following table. For more information, please contact [dochelp@microsoft.com](mailto:dochelp@microsoft.com).

| Section | Description | Revision class |
| --- | --- | --- |
| [2.1](#Section_43af938c071d4568b1a37ed75a953012) Transport | 11173 : Clarified how authentication level configuration impacts client CA connections: 1) If CA server has IF\_ENFORCEENCRYPTICERTREQUEST set and RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY (0x06) auth level is not specified by client, CA MUST deny connection to client and return non-zero error; 2) If CA server has IF\_ENFORCEENCRYPTICERTADMIN set and RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY (0x06) auth level is not specified by client, CA MUST deny a connection to client and return non-zero error. | Major |
| [2.2.2.6.5](#Section_592788d45edd4cb3b067dbd891e67ab5) Null Signature | 11193 : Added information about conditions and processing for null signatures in certificate requests. | Major |
| [3.1.1.4.3.1.3](#Section_3ae0e4d6ce894a84bf938594e82967db) New Certificate Request Using CMS and CMC Request Formats | 11193 : Added reference to null signature processing. | Major |
| [3.1.1.4.3.2.2](#Section_da0d78160965447480f169d80673eb31) Renew Certificate Request Using CMS and CMC Request Formats | 11193 : Added reference to null signature processing. | Major |
| [3.1.1.4.3.3.3](#Section_2d1cf18325074026bc057b6b65dfced9) Enroll on Behalf of Certificate Request Using CMS and CMC Request Formats | 11193 : Added reference to null signature processing. | Major |
| [3.1.1.4.3.6.1](#Section_1745766baea546f194b3eb1398bbc4a7) Certificate Request with a Private Key Using CMC Request Format | 11193 : Added reference to null signature processing. | Major |
| [3.2.1.4.2.1.4.1.3](#Section_187eebd2b5814ae885a4788e2ac0fe67) New Certificate Request Using CMS and CMC Request Format | 11193 : Added reference to null signature processing. | Major |
| [3.2.1.4.2.1.4.2.2](#Section_d83e53a445f3434891b023de0b764da4) Renewing a Certificate Request Using CMS and CMC Request Format | 11193 : Added reference to null signature processing. | Major |
| [3.2.1.4.3.2.15.1](#Section_bcae68c15b264a9d8f28eb2fdc209c65) Creating a CA Exchange Certificate | 11201 : Updated information about creating a CA Exchange Certificate. | Major |
| 3.2.1.4.3.2.15.1 Creating a CA Exchange Certificate | 11216 : Updated process to create exchange certificate (step 13) to clarify the value of the Signature Algorithm field as the name of the signing algorithm configured at the CA. | Major |
| [3.2.2.6.2.1.2.1.2](#Section_92a48c37292848009e9140aad6a9bc3b) Request on Behalf of Using CMS and CMC Request Format | 11193 : Added reference to null signature processing. | Major |
| [3.2.2.6.2.1.2.2](#Section_3b391d9e39aa4e8fb052ff7a7715dbaf) Processing Rules for Requests That Include Private Key Information | 11193 : Added reference to null signature processing. | Major |
| [3.2.2.6.2.1.4.5.7](#Section_ef03f3b9d089415296a4e14b5c5a4ab1) msPKI-Private-Key-Flag | 11204 : Removed extra leading zeroes in the following flags in the msPKI-Private-Key-Flag attribute to reduce the hex value length from 9 to 8 digits in each stated value: 0x00002000 CT\_FLAG\_ATTEST\_REQUIRED \*, 0x00001000 CT\_FLAG\_ATTEST\_PREFERRED \*, 0x00004000 CT\_FLAG\_ATTESTATION\_WITHOUT\_POLICY \*, 0x00000200 CT\_FLAG\_EK\_TRUST\_ON\_USE \*, 0x00000400 CT\_FLAG\_EK\_VALIDATE\_CERT \*, and 0x00000800 CT\_FLAG\_EK\_VALIDATE\_KEY \*. | Major |
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