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# Introduction

The Netlogon Remote Protocol is a [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) interface that is used for user and machine authentication on domain-based networks.

The Netlogon Remote Protocol RPC interface is also used to replicate the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) for [**backup domain controllers (BDCs)**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3).

The Netlogon Remote Protocol is used to maintain [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) relationships from the members of a domain to the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), among DCs for a domain, and between DCs across domains. This RPC interface is used to discover and manage these relationships.

Sections 1.5, 1.8, 1.9, 2, and 3 of this specification are normative. All other sections and examples in this specification are informative.

## Glossary

This document uses the following terms:

**Active Directory**: A general-purpose network [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) also refers to the Windows implementation of a [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) stores information about a variety of objects in the network. User accounts, computer accounts, groups, and all related credential information used by the Windows implementation of Kerberos are stored in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is either deployed as Active Directory Domain Services (AD DS) or Active Directory Lightweight Directory Services (AD LDS). [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) describes both forms. For more information, see [[MS-AUTHSOD]](%5bMS-AUTHSOD%5d.pdf#Section_953d700a57cb4cf7b0c3a64f34581cc9) section 1.1.1.5.2, Lightweight Directory Access Protocol (LDAP) versions 2 and 3, Kerberos, and [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700).

**Advanced Encryption Standard (AES)**: A block cipher that supersedes the Data Encryption Standard (DES). AES can be used to protect electronic data. The AES algorithm can be used to encrypt (encipher) and decrypt (decipher) information. Encryption converts data to an unintelligible form called ciphertext; decrypting the ciphertext converts the data back into its original form, called plaintext. AES is used in symmetric-key cryptography, meaning that the same key is used for the encryption and decryption operations. It is also a block cipher, meaning that it operates on fixed-size blocks of plaintext and ciphertext, and requires the size of the plaintext as well as the ciphertext to be an exact multiple of this block size. AES is also known as the Rijndael symmetric encryption algorithm [[FIPS197]](https://go.microsoft.com/fwlink/?LinkId=89870).

**alias**: A group that is local to a particular machine (as opposed to a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) that has security permissions and settings for the entire [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca)).

**authentication level**: A numeric value indicating the level of authentication or message protection that [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) will apply to a specific message exchange. For more information, see [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section 13.1.2.1 and [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15).

**authenticator**: When used in reference to the Netlogon Protocol, the data stored in the NETLOGON\_AUTHENTICATOR structure.

**authoritative response**: An authoritative response is one in which the server has all necessary resources to service the caller's request. If some of the resources are temporarily unavailable, then the server will indicate that its response is not authoritative. When a server does not return an authoritative response, it is reasonable for the caller to retry the request at another server. The reasons why a request is non-authoritative are always implementation-specific and could include any failure of the server to allocate necessary resources.

**backup domain controller (BDC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that receives a copy of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) directory database from the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). This copy is synchronized periodically and automatically with the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). BDCs also authenticate user logons and can be promoted to function as the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). There is only one [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) or [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) emulator in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), and the rest are [**backup domain controllers**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3).

**binary large object (BLOB)**: A collection of binary data stored as a single entity in a database.

**binding handle**: A data structure that represents the logical connection between a client and a server.

**checked build**: A special build of an operating system that contains fewer compiler optimizations and more debugging checks than a production environment build. The purpose of the checked build is to make identifying and diagnosing operating system–level problems easier. For more information, see [[MSDN-CHKBLD]](https://go.microsoft.com/fwlink/?LinkId=105832).

**client challenge**: A 64-bit [**nonce**](#gt_001c0e40-0980-417d-853c-f7cb34ba6d3b) generated on the client side.

**computer name**: The [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) or NetBIOS name.

**computer object**: An object of class computer. A [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) is a [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) object; the principal is the operating system running on the computer. The shared secret allows the operating system running on the computer to authenticate itself independently of any user running on the system. See [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409).

**credential**: Previously established, authentication data that is used by a security principal to establish its own identity. When used in reference to the Netlogon Protocol, it is the data that is stored in the NETLOGON\_CREDENTIAL structure.

**database**: For the purposes of the Netlogon RPC, a database is a collection of user accounts, machine accounts, aliases, groups, and policies, managed by a component. The database, or the component managing the database, must expose a mechanism to enable Netlogon to gather changes from and apply changes to the database. Additionally, it must export a database serial number in order to track changes for efficient replication.

**database serial number**: A numeric value that is incremented each time a database transaction is applied to the database.

**decryption**: In cryptography, the process of transforming encrypted information to its original clear text form.

**delta**: One of a set of possible changes that can be made to a [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15).

**direct trust**: A type of authentication functionality in which one [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) accepts another [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) as an authoritative source to provide object authentication and other [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) services for that other [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). For example, if a [**direct trust**](#gt_e03f25c6-dd6e-43df-83e2-98f89bcc50d9) is established from [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), DOMAIN-A, to [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), DOMAIN-B, DOMAIN-A trusts DOMAIN-B. If a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), DOMAIN-A, must authenticate an object, such as a user account, from a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), DOMAIN-B, DOMAIN-A requests that DOMAIN-B authenticate the user account, and DOMAIN-A will treat the response from DOMAIN-B as reliable.

**directory service (DS)**: A service that stores and organizes information about a computer network's users and network shares, and that allows network administrators to manage users' access to the shares. See also [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**domain**: A set of users and computers sharing a common namespace and management infrastructure. At least one computer member of the set must act as a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and host a member list that identifies all members of the domain, as well as optionally hosting the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) service. The domain controller provides authentication of members, creating a unit of trust for its members. Each domain has an identifier that is shared among its members. For more information, see [MS-AUTHSOD] section 1.1.1.5 and [MS-ADTS].

**domain account**: A stored set of attributes representing a principal used to authenticate a user or machine to an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) domain.

**domain controller (DC)**: The service, running on a server, that implements [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), or the server hosting this service. The service hosts the data store for objects and interoperates with other [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to ensure that a local change to an object replicates correctly across all [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as Active Directory Domain Services (AD DS), the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) contains full NC replicas of the configuration naming context (config NC), schema naming context (schema NC), and one of the domain NCs in its [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). If the AD DS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is a global catalog server (GC server), it contains partial NC replicas of the remaining domain NCs in its [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). For more information, see [MS-AUTHSOD] section 1.1.1.5.2 and [MS-ADTS]. When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as Active Directory Lightweight Directory Services (AD LDS), several AD LDS [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can run on one server. When [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) is operating as AD DS, only one AD DS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can run on one server. However, several AD LDS [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) can coexist with one AD DS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) on one server. The AD LDS [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) contains full NC replicas of the config NC and the schema NC in its [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). The domain controller is the server side of Authentication Protocol Domain Support [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e).

**domain local group**: An [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) group that allows user objects, global groups, and universal groups from any [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) as members. It can additionally include, and be a member of, other [**domain local groups**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) from within its [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). A group object g is a [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) if and only if GROUP\_TYPE\_RESOURCE\_GROUP is present in g!groupType; see [MS-ADTS] section 2.2.12, "Group Type Flags". A security-enabled [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) is valid for inclusion within access control lists (ACLs) from its own [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). If a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660), then a security-enabled [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97) in that [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) allows only user objects as members.

**domain member (member machine)**: A machine that is joined to a domain by sharing a secret between the machine and the domain.

**domain name**: A domain name or a [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) that identifies a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**Domain Name System (DNS)**: A hierarchical, distributed database that contains mappings of domain names to various types of data, such as IP addresses. DNS enables the location of computers and services by user-friendly names, and it also enables the discovery of other information stored in the database.

**domain tree**: A set of [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that are arranged hierarchically, typically following an accompanying DNS hierarchy, with trusts between parents and children. An example [**domain tree**](#gt_e2c071f1-5977-4749-868f-6c5a04929476) might be a.example.com, b.example.com, and example.com; domain A and domain B each trust example.com but do not trust each other directly. They will have a transitive trust relationship through example.com.

**dynamic endpoint**: A network-specific server address that is requested and assigned at run time. For more information, see [C706].

**encryption key**: One of the input parameters to an encryption algorithm. Generally speaking, an encryption algorithm takes as input a clear-text message and a key, and results in a cipher-text message. The corresponding [**decryption**](#gt_8bf79983-1325-42db-8e2c-520c8ab2ae74) algorithm takes a cipher-text message, and the key, and results in the original clear-text message.

**endpoint**: A network-specific address of a remote procedure call (RPC) server process for remote procedure calls. The actual name and type of the endpoint depends on the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) protocol sequence that is being used. For example, for RPC over TCP (RPC Protocol Sequence ncacn\_ip\_tcp), an endpoint might be TCP port 1025. For RPC over Server Message Block (RPC Protocol Sequence ncacn\_np), an endpoint might be the name of a named pipe. For more information, see [C706].

**enterprise network**: The network of computer systems in an organization, such as a corporation. An enterprise can span geographical locations and often includes a variety of computer types, operating systems, protocols, and network architectures.

**forest**: One or more [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that share a common schema and trust each other transitively. An organization can have multiple [**forests**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). A [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) establishes the security and administrative boundary for all the objects that reside within the [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that belong to the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). In contrast, a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) establishes the administrative boundary for managing objects, such as users, groups, and computers. In addition, each [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has individual security policies and trust relationships with other [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**forest trust**: A type of [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) where the trusted party is a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), which means that all [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) in that [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) are trusted.

**forest trust information**: Information about namespaces, [**domain names**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c), and [**security identifiers (SIDs)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) owned by a trusted [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**full database synchronization**: A mechanism for synchronizing an entire database record set on a particular replication partner.

**fully qualified domain name (FQDN)**: (1) An unambiguous domain name that gives an absolute location in the [**Domain Name System's (DNS)**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) hierarchy tree, as defined in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) section 3.1 and [[RFC2181]](https://go.microsoft.com/fwlink/?LinkId=127732) section 11.

(2) In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), a [**fully qualified domain name (FQDN) (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) that identifies a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**global catalog (GC)**: A unified partial view of multiple [**naming contexts (NCs)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) in a distributed partitioned directory. The [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) directory service [**GC**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) is implemented by GC servers. The definition of [**global catalog**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) is specified in [MS-ADTS] section 3.1.1.1.8.

**globally unique identifier (GUID)**: A term used interchangeably with [**universally unique identifier (UUID)**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3) in Microsoft protocol technical documents (TDs). Interchanging the usage of these terms does not imply or require a specific algorithm or mechanism to generate the value. Specifically, the use of this term does not imply or require that the algorithms described in [[RFC4122]](https://go.microsoft.com/fwlink/?LinkId=90460) or [C706] must be used for generating the [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). See also [**universally unique identifier (UUID)**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3).

**group**: A collection of objects that can be treated as a whole.

**Hash-based Message Authentication Code (HMAC)**: A mechanism for message authentication using cryptographic hash functions. HMAC can be used with any iterative cryptographic hash function (for example, MD5 and SHA-1) in combination with a secret shared key. The cryptographic strength of HMAC depends on the properties of the underlying hash function.

**interactive logon**: A software method in which the account information and credentials input by the user interactively are authenticated by a [**server**](#gt_434b0234-e970-4e8c-bdfa-e16a30d96703) or [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**Interface Definition Language (IDL)**: The International Standards Organization (ISO) standard language for specifying the interface for remote procedure calls. For more information, see [C706] section 4.

**Key Distribution Center (KDC)**: The Kerberos service that implements the authentication and ticket granting services specified in the Kerberos protocol. The service runs on computers selected by the administrator of the realm or domain; it is not present on every machine on the network. It must have access to an account database for the realm that it serves. [**KDCs**](#gt_6e5aafba-6b66-4fdd-872e-844f142af287) are integrated into the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) role. It is a network service that supplies tickets to clients for use in authenticating to services.

**Local Security Authority (LSA)**: A protected subsystem that authenticates and logs users onto the local system. [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) also maintains information about all aspects of local security on a system, collectively known as the local security policy of the system.

**Local Security Authority (LSA) database**: A Microsoft-specific terminology for the part of the user account database containing account privilege information (such as specific account rights) and domain security policy information.

**mailslot**: A mechanism for one-way interprocess communications (IPC). For more information, see [[MSLOT]](https://go.microsoft.com/fwlink/?LinkId=90218) and [[MS-MAIL]](%5bMS-MAIL%5d.pdf#Section_8ea19aa46e5a4aedb6280b5cd75a1ab9).

**mixed mode**: A state of an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that supports [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) running Windows NT Server 4.0 operating system. Mixed mode does not allow organizations to take advantage of new [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) features such as universal groups, nested group membership, and interdomain group membership. See also native mode.

**naming context (NC)**: An [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is a set of objects organized as a tree. It is referenced by a DSName. The DN of the DSName is the distinguishedName attribute of the tree root. The [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of the DSName is the objectGUID attribute of the tree root. The [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the DSName, if present, is the objectSid attribute of the tree root; for Active Directory Domain Services (AD DS), the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is present if and only if the [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) is a domain naming context (domain NC). [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) supports organizing several [**NCs**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) into a tree structure.

**NetBIOS name**: A 16-byte address that is used to identify a NetBIOS resource on the network. For more information, see [[RFC1001]](https://go.microsoft.com/fwlink/?LinkId=90260) and [[RFC1002]](https://go.microsoft.com/fwlink/?LinkId=90261).

**Netlogon**: In a Windows NT operating system-compatible network security environment, the component responsible for synchronization and maintenance functions between a [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) and backup domain controllers (BDC). [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) is a precursor to the directory replication server (DRS) protocol.

**network logon**: A software method in which the account information and credentials previously supplied by the user as part of an interactive logon are used again to log the user onto another network resource.

**nonce**: A number that is used only once. This is typically implemented as a random number large enough that the probability of number reuse is extremely small. A nonce is used in authentication protocols to prevent replay attacks. For more information, see [[RFC2617]](https://go.microsoft.com/fwlink/?LinkId=90373).

**NT LAN Manager (NTLM)**: An authentication protocol that is based on a challenge-response sequence for authentication. For more information, see [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4).

**one-way function (OWF)**: The calculation of a hash of the password using the Rivest-Shamir-Adleman (RSA) MD4 function. [**OWF**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) is used to refer to the resulting value of the hash operation.

**opnum**: An operation number or numeric identifier that is used to identify a specific [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method or a method in an interface. For more information, see [C706] section 12.5.2.12 or [MS-RPCE].

**original equipment manufacturer (OEM) character set**: A character encoding used where the mappings between characters is dependent upon the code page configured on the machine, typically by the manufacturer.

**partial database synchronization**: A mechanism for synchronizing a set of database records on a particular replication partner.

**primary domain**: A [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) (identified by a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)) that the server is joined to. For a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496) is that of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) itself.

**primary domain controller (PDC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) designated to track changes made to the accounts of all computers on a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). It is the only computer to receive these changes directly, and is specialized so as to ensure consistency and to eliminate the potential for conflicting entries in the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) database. A [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has only one [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d).

**principal**: An authenticated entity that initiates a message or channel in a distributed system.

**privilege**: The right of a user to perform system-related operations, such as debugging the system. A user's authorization context specifies what privileges are held by that user.

**RC4**: A variable key-length symmetric encryption algorithm. For more information, see [[SCHNEIER]](https://go.microsoft.com/fwlink/?LinkId=817338) section 17.1.

**read-only domain controller (RODC)**: A [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that does not accept originating updates. Additionally, an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) does not perform outbound replication. An RODC cannot be the primary domain controller (PDC) for its domain.

**relative identifier (RID)**: The last item in the series of SubAuthority values in a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) [[SIDD]](https://go.microsoft.com/fwlink/?LinkId=90516). It distinguishes one account or group from all other accounts and groups in the domain. No two accounts or groups in any domain share the same RID.

**remote procedure call (RPC)**: A context-dependent term commonly overloaded with three meanings. Note that much of the industry literature concerning RPC technologies uses this term interchangeably for any of the three meanings. Following are the three definitions: (\*) The runtime environment providing remote procedure call facilities. The preferred usage for this meaning is "RPC runtime". (\*) The pattern of request and response message exchange between two parties (typically, a client and a server). The preferred usage for this meaning is "RPC exchange". (\*) A single message from an exchange as defined in the previous definition. The preferred usage for this term is "RPC message". For more information about RPC, see [C706].

**RPC protocol sequence**: A character string that represents a valid combination of a [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) protocol, a network layer protocol, and a transport layer protocol, as described in [C706] and [MS-RPCE].

**RPC transport**: The underlying network services used by the remote procedure call (RPC) runtime for communications between network nodes. For more information, see [C706] section 2.

**secret key**: A symmetric encryption key shared by two entities, such as between a user and the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), with a long lifetime. A password is a common example of a secret key. When used in a context that implies Kerberos only, a principal's secret key.

**secure channel**: An authenticated [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) connection between two machines in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) with an established [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) used for signing and encrypting [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) packets.

**Security Account Manager (SAM)**: A centrally managed service, such as Active Directory Domain Services (AD DS), that enables a server to establish a trust relationship with other authorized servers. The SAM also maintains information about domains and security principals, and provides client-to-server information by using several available standards for access control lists (ACLs).

**security account manager (SAM) built-in database**: The part of the user account database that contains account information (such as account names and passwords) for accounts and groups that are pre-created at the database installation.

**security context**: An abstract data structure that contains authorization information for a particular [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) in the form of a Token/Authorization Context (see [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.5.2). A server uses the authorization information in a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) to check access to requested resources. A [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) also contains a key identifier that associates mutually established cryptographic keys, along with other information needed to perform secure communication with another security principal.

**security identifier (SID)**: An identifier for [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) that is used to identify an account or a group. Conceptually, the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is composed of an account authority portion (typically a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca)) and a smaller integer representing an identity relative to the account authority, termed the [**relative identifier (RID)**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c). The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) format is specified in [MS-DTYP] section 2.4.2; a string representation of [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) is specified in [MS-DTYP] section 2.4.2 and [[MS-AZOD]](%5bMS-AZOD%5d.pdf#Section_5a0a0a3ec7a742e1b5f2cc8d8bd9739e) section 1.1.1.2.

**security principal**: A unique entity, also referred to as a principal, that can be authenticated by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). It frequently corresponds to a human user, but also can be a service that offers a resource to other security principals. Other security principals might be a group, which is a set of principals. Groups are supported by [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

**security provider**: A pluggable security module that is specified by the protocol layer above the [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) layer, and will cause the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) layer to use this module to secure messages in a communication session with the server. The security provider is sometimes referred to as an authentication service. For more information, see [C706] and [MS-RPCE].

**security support provider (SSP)**: A dynamic-link library (DLL) that implements the [**Security Support Provider Interface (SSPI)**](#gt_fb216516-748b-4873-8bdd-64c5f4da9920) by making one or more security packages available to applications. Each security package provides mappings between an application's [**SSPI**](#gt_fb216516-748b-4873-8bdd-64c5f4da9920) function calls and an actual security model's functions. Security packages support security protocols such as Kerberos authentication and NTLM.

**Security Support Provider Interface (SSPI)**: A Windows-specific API implementation that provides the means for connected applications to call one of several security providers to establish authenticated connections and to exchange data securely over those connections. This is the Windows equivalent of Generic Security Services (GSS)-API, and the two families of APIs are on-the-wire compatible.

**server**: A computer on which the [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) server is executing.

**server challenge (SC)**: A 64-bit nonce generated on the server side.

**service principal name (SPN)**: The name a client uses to identify a service for mutual authentication. (For more information, see [[RFC1964]](https://go.microsoft.com/fwlink/?LinkId=90304) section 2.1.1.) An [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) consists of either two parts or three parts, each separated by a forward slash ('/'). The first part is the service class, the second part is the host name, and the third part (if present) is the service name. For example, "ldap/dc-01.fabrikam.com/fabrikam.com" is a three-part [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) where "ldap" is the service class name, "dc-01.fabrikam.com" is the host name, and "fabrikam.com" is the service name. See [[SPNNAMES]](https://go.microsoft.com/fwlink/?LinkId=90532) for more information about [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) format and composing a unique [**SPN**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4).

**session key**: A relatively short-lived symmetric key (a cryptographic key negotiated by the client and the server based on a shared secret). A [**session key's**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) lifespan is bounded by the session to which it is associated. A [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) has to be strong enough to withstand cryptanalysis for the lifespan of the session.

**shared secret**: A piece of data that is known only to the [**security principal**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) and an authenticating authority; for example, a user and a domain controller. It is used to prove the [**principal's**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) identity. A password is a common example of a shared secret. Also called a "secret key".

**site**: A collection of one or more well-connected (reliable and fast) TCP/IP subnets. By defining [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) (represented by site objects) an administrator can optimize both [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) access and [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) replication with respect to the physical network. When users log in, [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) clients find [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that are in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) as the user, or near the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) if there is no [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba). See also Knowledge Consistency Checker (KCC). For more information, see [MS-ADTS].

**sub-authentication**: Optional and additional authentication functionality, usually provided by extending an authentication algorithm.

**sub-authentication package**: An optional component that provides additional authentication functionality. If a [**sub-authentication package**](#gt_b1331d67-e2ca-45e1-af31-50f52659a0c2) is installed, the authentication package calls the [**sub-authentication package**](#gt_b1331d67-e2ca-45e1-af31-50f52659a0c2) before returning its authentication result. The request to verify by a [**sub-authentication package**](#gt_b1331d67-e2ca-45e1-af31-50f52659a0c2) is indicated by the ParameterControl field of the LogonInformation parameter (see [MS-APDS] section 3.1.5.2.1, Verifying Responses with Sub-Authentication Packages).

**transitive trust**: The state of two domains establishing trust through an intermediary domain. For example, if domain A trusts domain B, and domain B trusts domain C, then domain A can be configured to trust domain C through transitive trust.

**trust**: To accept another authority's statements for the purposes of authentication and authorization, especially in the case of a relationship between two domains. If [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A trusts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B, [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) A accepts [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B's authentication and authorization statements for [**principals**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) represented by security principal objects in [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) B; for example, the list of groups to which a particular user belongs. As a noun, a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) is the relationship between two [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) described in the previous sentence.

**trusted domain object (TDO)**: A collection of properties that define a trust relationship with another domain, such as direction (outbound, inbound, or both), trust attributes, name, and security identifier of the other domain. For more information, see [MS-ADTS].

**Unicode**: A character encoding standard developed by the Unicode Consortium that represents almost all of the written languages of the world. The [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) standard [[UNICODE5.0.0/2007]](https://go.microsoft.com/fwlink/?LinkId=154659) provides three forms (UTF-8, UTF-16, and UTF-32) and seven schemes (UTF-8, UTF-16, UTF-16 BE, UTF-16 LE, UTF-32, UTF-32 LE, and UTF-32 BE).

**universally unique identifier (UUID)**: A 128-bit value. UUIDs can be used for multiple purposes, from tagging objects with an extremely short lifetime, to reliably identifying very persistent objects in cross-process communication such as client and server interfaces, manager entry-point vectors, and [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) objects. UUIDs are highly likely to be unique. UUIDs are also known as [**globally unique identifiers (GUIDs)**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) and these terms are used interchangeably in the Microsoft protocol technical documents (TDs). Interchanging the usage of these terms does not imply or require a specific algorithm or mechanism to generate the UUID. Specifically, the use of this term does not imply or require that the algorithms described in [RFC4122] or [C706] must be used for generating the UUID.

**user principal name (UPN)**: A user account name (sometimes referred to as the user logon name) and a domain name that identifies the domain in which the user account is located. This is the standard usage for logging on to a Windows domain. The format is: someone@example.com (in the form of an email address). In [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), the userPrincipalName attribute of the account object, as described in [MS-ADTS].

**Windows Time Service (W32Time)**: A service that supports time synchronization against network and hardware time sources. For more information, see [[WTSREF]](https://go.microsoft.com/fwlink/?LinkId=90586) and [[MS-SNTP]](%5bMS-SNTP%5d.pdf#Section_8106cb73ab3a45428bc8784dd32031cc).

**writable domain controller**: A [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that performs originating updates and outbound replication.

**MAY, SHOULD, MUST, SHOULD NOT, MUST NOT:** These terms (in all caps) are used as defined in [[RFC2119]](https://go.microsoft.com/fwlink/?LinkId=90317). All statements of optional behavior use either MAY, SHOULD, or SHOULD NOT.
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## Overview

The Netlogon Remote Protocol is used for secure communication between machines in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) (both [**domain members**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) and [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd)) and DCs. The communication is secured by using a shared [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) computed between the client and the DC that is engaged in the secure communication. The session key is computed by using a preconfigured [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) that is known to the client and the DC.

The Netlogon Remote Protocol client and server can only run on domain-joined systems, and are started during boot. When a system is unjoined from the domain, then the client and server are stopped and will not be started during boot.

The following sections describe the scenarios in which this protocol is used. It provides an overview about the general purpose of this protocol and the flow of its operations.

### Pass-Through Authentication

In a scenario where a user does an [**interactive logon**](#gt_9360639b-135c-46dc-9f9e-85728008146f) to a client machine and connects to a server, the connection is authenticated. The client and the server engage in an authentication protocol, such as NTLM (as specified in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4)), which validates the user [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) and logs the user on to the server upon successful validation. This type of logon is known as [**network logon**](#gt_c020fc9f-456f-4fd0-8e25-001ef6b8acf2) because it happens over a network connection from the client to the server.

To authenticate the user, the server passes the user credentials securely to a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) of the user account. (The DC is the only entity, other than the client machine, that knows the user [**secret key**](#gt_dc4cd75d-71f9-4ceb-8938-504d0c6b2fbf); that is, the user password.) After the logon request is delivered to the DC and the DC successfully validates the credentials, the DC refers back to the server those attributes of the user account that the server can use in authorization decisions (such as granting the user access to a particular file).

It is the responsibility of the Netlogon Remote Protocol to deliver the logon request to the DC over a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) that is established from the server (acting as the secure channel client) to the DC (acting as the secure channel server). The secure channel is achieved by encrypting the communication traffic with a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) computed using a secret key (called a server's machine account password) shared by the server and the DC.

Upon successful validation of the user credentials on the DC, the Netlogon Remote Protocol delivers the user authorization attributes (referred to as user validation information) back to the server over the secure channel.

This mechanism of delegating the authentication request to a DC is called pass-through authentication, a process in which the server passes the logon request through to the DC. The following illustration depicts a process of pass-through authentication in which the authentication request is passed over a secure channel from a server in Domain A to a DC in the domain containing the user account, in this case also Domain A.
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Figure 1: Pass-through authentication

### Pass-Through Authentication and Domain Trusts

The user account can be in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) other than the domain of the server. In that case, the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) receiving the logon request from the server passes the request on to a DC in the domain of the user account. To make such scenarios work, the domain of the server (called the resource domain) and the domain of the user account (called the account domain) engage in a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) relationship, in which authentication decisions made in the account domain are trusted in the resource domain. In such trust relationships, the resource domain is called the trusting domain, while the account domain is called the trusted domain. Trust relationships are established by administrators of the two domains.

The result of a trust establishment is a [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) (called a trust password) that DCs use in the two domains for computing the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) that is used for protecting the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) traffic. By using this secure channel, the DC in the resource domain can pass logon requests securely to the DC in the account domain, in the same way that the server passed the logon request to the former DC. The secure channel between DCs in two domains that are connected via a trust relationship is called a trusted domain secure channel. In contrast, the secure channel between the server and the DC in the resource domain is called a workstation secure channel. The following illustration depicts a process of pass-through authentication in which the authentication request is passed over two secure channels: from a server in Domain A to a DC in the same domain, and then from that DC to a DC in Domain B, which contains the user account.
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Figure 2: Pass-through authentication and domain trusts

In this scenario, the two domains are connected by means of a [**direct trust**](#gt_e03f25c6-dd6e-43df-83e2-98f89bcc50d9) relationship. Consider a scenario in which the two domains are connected by means of an "intermediate trust partner"; the resource domain trusts the intermediate domain, which in turn trusts the account domain. There can be multiple domains connected by means of trust relationships along the chain of direct domain trusts between the resource and the account domains. This type of trust relationship, in which the resource domain trusts the account domain through a chain of trust relationships between intermediate domains, is called [**transitive trust**](#gt_1c9fbb3f-ba87-419f-bd0c-39f73cee86f7). Each link in the transitive trust chain is backed by a shared secret used by DCs in two domains involved in the link for establishing the secure channel. Thus, the resource domain DC can deliver the logon request to the account domain DC over a chain of secure channels.

### Account Database Replication

Account [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) replication is relevant only for server-to-server communication of the protocol.

So far we have considered scenarios in which there is one [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). In practice, multiple DCs are placed into a domain for redundancy and load balancing so that multiple DCs can service logon requests from many servers. In such scenarios, the DCs need to share the user account database.[<1>](#Appendix_A_1" \o "Product behavior note 1)[<2>](#Appendix_A_2" \o "Product behavior note 2)

A BDC was a domain controller that maintained a full copy of the [**domain account**](#gt_d0be6ce0-cc28-43cd-bd6b-6f324fcb8397) database and could satisfy authentication requests, but would not allow modification of the accounts. Instead, the BDCs of a domain replicate the account database from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) using account database replication methods.[<3>](#Appendix_A_3" \o "Product behavior note 3)[<4>](#Appendix_A_4" \o "Product behavior note 4)

To request and transfer the replication data securely, Netlogon uses the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) that the BDCs establish with the PDC by using the BDC's machine account password. This type of secure channel is called the server secure channel.

### Secure Channel Maintenance

The security of a channel based on a [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) depends on the secrecy of that shared value. Good cryptographic hygiene requires that such a shared value not be permanent. This protocol includes the facility to choose a new password and communicate it from the client to the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). This allows client implementations of this protocol to set new passwords on machine accounts (if the request comes over a workstation [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca)) or on the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) accounts (if the request comes over a trusted [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) secure channel).

### Domain Trust Services

In some application scenarios, it can be desirable to obtain the list of [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6). For example, an application collecting user [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) might need to present the list of trusted domains from which users can choose their domains. The Netlogon Remote Protocol provides services to such applications via methods for retrieving domain trust information.

### Message Protection Services

Some applications might need to authenticate their messages sent to and received from a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). [**Windows Time Service (W32Time)**](#gt_43e51d0a-ac6a-4662-a99a-8f3029b78caf) is an example of such an application running on a machine that authenticates messages carrying time information received from the DC. The Netlogon Remote Protocol provides services to such applications via methods for computing a cryptographic digest of the message by using the machine account or [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) password as the cryptographic key. By using these methods, the application running on the DC obtains the message digest and includes it in its response to the client. The application running on the client receives the message, obtains the message digest, and compares the digest with that received from the DC. If the two digests are the same, the client determines that the message was indeed sent by the DC.

### Administrative Services

Administrators might need to control or query the behavior related to Netlogon operations. For example, an administrator might want to force a change of the machine account password, or might want to reset the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to a particular [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). Netlogon provides such administrative services via methods for querying and controlling the server.

#### Netlogon Operational Flow on Domain Members

The first action that a Netlogon client performs on a [**domain member**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) is finding a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in its [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) with which to set up the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca). This process is called the DC discovery. After a DC is discovered, the domain member sets up a secure channel to the DC.

For all subsequent requests from the client to the DC pertaining to authentication, the Netlogon Remote Protocol transmits the request by using the secure channel. The Netlogon Remote Protocol receives the user validation data over the secure channel from the DC and returns the data to the authentication protocol.

Periodically, the operating system can use the Netlogon Remote Protocol to change the machine account password.

#### Netlogon Operational Flow on Domain Controllers

Upon receiving a logon request, Netlogon determines the account [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) of the user being authenticated. Netlogon determines the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) link over which to send the request toward the account domain. Netlogon finds a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the trusted domain on that link and sets up the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to that DC by using the trust password for the trusted domain. Netlogon passes the logon request through to that DC. Netlogon receives the user validation data from that DC and returns the data to the secure channel client making the logon request.

Netlogon synchronizes BDC account [**databases**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) with the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) account database.

Periodically, Netlogon changes the machine account password for the DC. On the PDC, Netlogon periodically changes trust passwords for all directly trusted domains.

Netlogon performs the aforementioned services requested by applications or administrators.

### Netlogon Structures and Methods

The Netlogon Remote Protocol structures and methods that are specified in section [2.2.1](#Section_c3a0defffd1b4df9850f420cb8a224f5) and section [3.5.4](#Section_256678803d51499bb22819c08eb16b81) are grouped according to the Netlogon scenarios and operational flows as follows:

* [DC Location Structures (section 2.2.1.2)](#Section_94c3b27ad8064eacbfe15a48e63eeca9) and [DC Location Methods (section 3.5.4.3)](#Section_2c26616cfe894d0288aea56356e0f512). This protocol uses the structures and methods in this group to locate a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd)in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). Methods in this group are also used for obtaining the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) information that is related to DC discovery, as well as for maintaining [**Domain Name System (DNS)**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) registration information for DCs.
* [Secure Channel Establishment and Maintenance Structures (section 2.2.1.3)](#Section_fb50db727f71478da18012eb0ca3b36b) and [Secure Channel Establishment and Maintenance Methods (section 3.5.4.4)](#Section_641f684e080943f38ba92a3754874126). Structures and methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used for setting up and maintaining the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca).
* [Pass-Through Authentication Structures (section 2.2.1.4)](#Section_d76f87d0b8a142e8b3b147ab47444cbc) and [Pass-Through Authentication Methods (section 3.5.4.5)](#Section_24933c92b96540f19e1d74ea27d4813c). These structures and methods are used for performing pass-through authentication and obtaining user validation information.
* [Account Database Replication Structures (section 2.2.1.5)](#Section_c4adbfb3678b4996860f3602709558b9) and [Account Database Replication Methods (section 3.5.4.6)](#Section_5657e68eab5b4d9998b80fcaa1bdffc6). These structures and methods were used in the account database replication.
* [Domain Trust Structures (section 2.2.1.6)](#Section_26bc3213bff74ed5ac5b651bab12d874) and [Domain Trust Methods (section 3.5.4.7)](#Section_d6ee9b3a1cf24719a82773f2e0298336). Structures and methods in this group are used for retrieving domain [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) information.
* [Message Protection Methods (section 3.5.4.8)](#Section_fff9e47b029f41e0b48b1f5c5554b68f). Methods in this group are used for performing the message protection services.
* [Administrative Services Structures (section 2.2.1.7)](#Section_3b7ad20ab8c64191971e8b96f85d0899) and [Administrative Services Methods (section 3.5.4.9)](#Section_647e0ebb338f499fabbc8f82adcb36ff). This group of structures and methods is used for querying and controlling the Netlogon Remote Protocol server.
* [Obsolete Structures (section 2.2.1.8)](#Section_7a86a6835c4a4a71b0659c73f6c1beb8) and [Obsolete Methods (section 3.5.4.10)](#Section_a9dccfcfea6e4f919c0739183708e34e). The structures and methods in this group are unsupported and obsolete.

#### History of Netlogon

The Netlogon Remote Protocol is an older protocol that predates Windows NT and has been through multiple revisions and expansions. As a result, some of the methods are not used in non–LAN Manager environments, and new structures and methods were introduced to support the new functionality required.[<5>](#Appendix_A_5" \o "Product behavior note 5)

##### New Methods Derived from Existing Methods

In many cases, a new method would differ from an existing method by the addition of one or a few new parameters. In such cases, one of two naming conventions was used. One convention was that the new method would typically be named identically to the existing method, except for the addition of a suffix such as Ex (to mean Extended, as in the [DsrGetDcNameEx](#Section_5de19b7e4ce34cc4978f8959f46797ba) method, which is the extended version of the original [DsrGetDcName](#Section_86a3fa5b1f0e412a942f33a10e5e9eff) method). The other convention was to add a numeral value to reflect the method revision number (as in the [NetrServerAuthenticate2](#Section_985982ae9aa84565b30b33d6353d3355) method and [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9) method, which are the new versions of the original [NetrServerAuthenticate](#Section_2561f16011f943a7bad45721a05e8ad8) method).

##### Using Dummy Fields in Structures

The requirements of this protocol have evolved over time. During the original design phase, typed but unused fields were appended to some structures. In later versions of the protocol, if new data needed to be transmitted between the client and the server, these fields could be used without ill effects, so long as the type of the data was preserved. The servers of a previous version of the Netlogon protocol would receive and ignore the fields.

In many cases, an introduction of a new Ex structure necessitated an introduction of a corresponding Ex [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) method for passing the new structure between the client and the server. As an alternative to the growing number of Ex structures and methods, an approach was introduced to avoid the addition of new structures and methods by using dummy fields. New structures would have a few unused fields, such as **DummyString1**, **DummyString2**, **DummyLong1**, and **DummyLong2**. These dummy fields allow additional information that was not conceived originally to be passed through the interface in a safe fashion. If the structure has not been extended, these fields are set to zero and ignored upon receipt.

For example, a dummy field **DummyString1** of the [NETLOGON\_ONE\_DOMAIN\_INFO (section 2.2.1.3.10)](#Section_77cd977686124dab9748bfb07247fd4c) structure was used at one point to carry [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) extension attributes. As a dummy field got used, it might or might not be renamed. In the case of NETLOGON\_ONE\_DOMAIN\_INFO, **DummyString1** was renamed as **TrustExtension** to reflect the new nature of the field. This scheme of dummy field usage worked well: this protocol running on a new client receiving the NETLOGON\_ONE\_DOMAIN\_INFO structure would use the **TrustExtension** field as appropriate, while the NETLOGON\_ONE\_DOMAIN\_INFO running on an old client would completely ignore the **DummyString1** field.

##### Fields and Structures Used by Netlogon Pass-through Methods

During the design of the **NetrLogonSamLogon** method which is used for Netlogon pass-through, three fields were created to pass information opaquely for applications:

* **LogonLevel**
* **LogonInformation**
* **ValidationLevel**

At that time, it was thought that there would be four types of logon:

* Interactive
* Network
* Service
* Generic

However, only three were used: Interactive, Network, and Generic. Service type remains an option that can be used by callers, and like all Netlogon pass-through behavior, it is specified by the receiving protocol.

##### Using Negotiated Flags

The client and the server often need to know the capabilities of their partners in their client/server communications. For example, it is sometimes necessary or desirable for a newer version client to avoid calling a method that the older version server does not implement. Similarly, the new server would avoid sending fields that the older client is going to treat as dummies and ignore. To make this possible, the client and the server need to establish a common set of capabilities that both the client and the server support.

For this reason, the [NetrServerAuthenticate3 (section 3.5.4.4.2)](#Section_3a9ed16f801445ae80afc0ecb06e2db9) method, which is called early on during setup of the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) between the client and the server, includes the *NegotiateFlags* parameter. The *NegotiateFlags* parameter uses a set of bit flags to carry the client and server capabilities. The client sets its capabilities on input, and the server responds with capabilities that it supports out of those sent by the client. The resulting set of bit flags is the set of capabilities that the client and the server mutually support.

## Relationship to Other Protocols

The Netlogon Remote Protocol depends on [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) and on the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) datagram delivery service, as specified in [[MS-SMB]](%5bMS-SMB%5d.pdf#Section_f210069c70864dc2885e861d837df688), which are its transports.

![Transport relationships](data:image/png;base64,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)

Figure 3: Transport relationships

Other non-RFC standard specifications relevant to the implementation of the Netlogon Remote Protocol are:

* Directory Technical Specification [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) defines Active Directory data types, data structures, and their interactions, many of which are relevant to the functioning of the Netlogon Remote Protocol.
* Group Policy: Security Protocol Extension [[MS-GPSB]](%5bMS-GPSB%5d.pdf#Section_6a07a06be62847659d910d63ba47fdc0) is for managing [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) signing and encryption settings.
* Local Security Authority (Domain Policy) Remote Protocol Specification [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) is used for accessing certain directory information.
* NT LAN Manager (NTLM) Authentication Protocol Specification [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) uses netlogon for pass-through authentication and specifies how to do one-way functions (OWF) of the computer password.
* Security Account Manager (SAM) Remote Protocol Specification (Client-to-Server) [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) is used for account lookup during session-key negotiation.

Authentication Protocol Domain Support Specification [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) is an example of how authentication protocols can use generic pass-through (section [3.2.4.1](#Section_fe2775d4a3e24971a2558eef8dd27a27)).

## Prerequisites/Preconditions

This protocol is an [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) interface and, as a result, has the prerequisites that [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) specifies as being common to RPC interfaces.

Netlogon replication uses the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) datagram delivery mechanism; therefore, it depends on this mailslot delivery mechanism being operational before Netlogon begins operation. For mailslot operational requirements, see [[MS-MAIL]](%5bMS-MAIL%5d.pdf#Section_8ea19aa46e5a4aedb6280b5cd75a1ab9) section 1.5. For more information about the mailslot delivery mechanism, see [[MS-CIFS]](%5bMS-CIFS%5d.pdf#Section_d416ff7cc536406ea9514f04b2fd1d2b) section 2.2.4.33.

To use this protocol or to use Netlogon as a [**security support provider (SSP)**](#gt_e0edad22-1b0e-42f3-8e51-50f8aa30b29a), a computer requires a [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) (section [3.1.1](#Section_708b71329e72447c992bd0bef4078f81)) with the [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

The client of the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) is required to discover the DC to which it is establishing a secure channel. Thus, a [**domain member**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) discovers a DC in its [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

A BDC discovers the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) in its domain. A DC discovers a DC for each of its [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domains.

Upon establishing a secure channel, a client can call any of the methods of this protocol that require a secure channel. This requires both the client and the server to have a working RPC implementation, including the security extensions ([MS-RPCE] section 2.2.1.1.7). For a complete list of methods that require a secure channel, see section [3.5](#Section_1b79123d2f1e4970b9e8ea74ba95f95a).

All methods of this protocol are RPC calls from the client to the server that perform the complete operation in a single call. No shared state between the client and server is assumed other than the [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) that was previously established. There are no restrictions on the number of times that a method can be called or the order in which methods can be called, unless explicitly noted in sections [3.4](#Section_2e745bde2f654857bd3c7de7b191c35a) and 3.5.

The Netlogon Remote Protocol client and server can run only on domain-joined systems. This protocol is enabled or disabled during the domain join and unjoin tasks as described in [[MS-ADOD]](%5bMS-ADOD%5d.pdf#Section_5ff67bf4c14548cb89cd4f5482d94664) and specified in [[MS-WKST]](%5bMS-WKST%5d.pdf#Section_5bb08058bc364d3cabebb132228281b7) sections 3.2.4.12, 3.2.4.13, and 3.2.4.14.

## Applicability Statement

The Netlogon Remote Protocol contains an implementation of a [**security support provider (SSP)**](#gt_e0edad22-1b0e-42f3-8e51-50f8aa30b29a), which provides packet encryption and signing services to secure client and server communication at the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) packet level. These security services SHOULD[<6>](#Appendix_A_6" \o "Product behavior note 6) be used for establishing a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) for RPC-based client-to-server communication.

The Netlogon Remote Protocol can act as a secure transport for NTLM authentication and for other authentication mechanisms between arbitrary servers and the account authority or [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) for that server. The Netlogon Remote Protocol also provides methods for maintaining the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) password for all trusted domains. Additional information for the methods in this topic is provided in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413) for cases where the server is not a member of a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and resolves requests independently.

## Versioning and Capability Negotiation

* Supported Transports: This protocol uses the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) datagram delivery service, [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) over named pipes ([[PIPE]](https://go.microsoft.com/fwlink/?LinkId=90247)), and RPC over TCP/IP as its only transports. Also see section [2.1](#Section_592edbc8f6f140c09ab3fe6725ac6d7e).
* Security and Authentication Methods: As specified in section [3.2](#Section_8ea3ca7111074888b108f5bdcb350eea) and [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 1.7.
* Protocol Version: This protocol's RPC interface has a single version number of 1.0. Microsoft can extend this protocol by adding RPC methods to the interface with [**opnums**](#gt_e127848e-c66d-427d-b3aa-9f904fa4ada7) lying numerically beyond those defined in this document. A client determines whether such methods are supported by attempting to invoke the method. If the version of the interface does not implement the method being invoked, it is required that the RPC server return an opnum out of range error. RPC versioning and capability negotiation for this situation is specified in [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) and [MS-RPCE] section 2.1.

For methods with multiple definitions (for example, [NetrServerAuthenticate (section 3.5.4.4.4)](#Section_2561f16011f943a7bad45721a05e8ad8), [NetrServerAuthenticate2 (section 3.5.4.4.3)](#Section_985982ae9aa84565b30b33d6353d3355), and [NetrServerAuthenticate3 (section 3.5.4.4.2)](#Section_3a9ed16f801445ae80afc0ecb06e2db9)), the Netlogon Remote Protocol first tries the most recent definition of the method for which it has code. If that fails, this protocol tries the next most recent definition, and so on. Using the NetrServerAuthenticate example, this protocol tries NetrServerAuthenticate3 first, NetrServerAuthenticate2 second, and finally NetrServerAuthenticate.

* Capability Negotiation: When a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) is established, the *NegotiateFlags* parameter of the NetrServerAuthenticate2 and NetrServerAuthenticate3 methods is used to negotiate a common set of capabilities that each of the participants in the negotiation can support. See section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed).

## Vendor-Extensible Fields

This protocol uses NTSTATUS values as defined in [[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.3. Vendors are free to choose their own values for this field, as long as the C bit (0x20000000) is set, indicating it is a customer code.

## Standards Assignments

This protocol uses the following [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) [**UUID**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3), [**endpoint**](#gt_b91c1e27-e8e0-499b-8c65-738006af72ee), and [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) assignments:

| Parameter | Value | Reference |
| --- | --- | --- |
| RPC interface UUID | 12345678-1234-ABCD-EF00-01234567CFFB | Section [2.1](#Section_592edbc8f6f140c09ab3fe6725ac6d7e) |
| Pipe name | \PIPE\NETLOGON | Section 2.1 |
| Mailslot name | \MAILSLOT\NET\NETLOGON | Section 2.1 |

# Messages

## Transport

This protocol uses the following [**RPC protocol sequences**](#gt_0c171cc7-e9c4-41b6-95a9-536db0042c7a) as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.1:

* [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) over TCP/IP
* RPC over named pipes

This protocol uses RPC [**dynamic endpoints**](#gt_46da887f-3f66-4941-a854-e51c52cf4c56) for RPC over TCP/IP, as specified in [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section 4.

This protocol uses the following well-known [**endpoint**](#gt_b91c1e27-e8e0-499b-8c65-738006af72ee). This endpoint is a named pipe for RPC over SMB:

* \PIPE\NETLOGON

This protocol uses the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) datagram delivery service ([[MS-MAIL]](%5bMS-MAIL%5d.pdf#Section_8ea19aa46e5a4aedb6280b5cd75a1ab9) and [[MS-SMB]](%5bMS-SMB%5d.pdf#Section_f210069c70864dc2885e861d837df688)). Mailslot messages (see [MS-MAIL] section 2.2.1) are sent to the following mailslot:

* \MAILSLOT\NET\NETLOGON. This named mailslot is used in Netlogon replication, as defined in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

This protocol MUST use the [**universally unique identifier (UUID)**](#gt_c4813fc3-b2e5-4aa3-bde7-421d950d68d3) 12345678-1234-ABCD-EF00-01234567CFFB. The RPC version number is 1.0.

This protocol uses the Netlogon SSP. The server MUST use the RPC [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) extensions ([MS-RPCE] section 2.2.1.1.7). It MUST register the Netlogon security package as specified in section [3.3](#Section_388e4b68f4e44e0498ecdfae7e9b1f01).

## Common Data Types

In addition to the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) base types and definitions that are specified in [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section 4.2.9 and [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2, additional data types are defined in the following sections.

### Structures and Enumerated Types

This section specifies structures and enumerated types that are used by the Netlogon [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) methods specified in section [3.5](#Section_1b79123d2f1e4970b9e8ea74ba95f95a). Section [2.2.1.1](#Section_5fc4156477124f478ca634edc1721bae) specifies the basic structures that are elementary to this protocol and which are used by many methods. In the sections that follow 2.2.1.1, structures are grouped according to their usage scenarios as described in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

#### Basic Structures

The structures in this group do not fall into any particular category of Netlogon usage scenarios. They are used by multiple Netlogon Remote Protocol methods.

##### CYPHER\_BLOCK

The CYPHER\_BLOCK structure defines an encrypted eight-character string. The type of encryption used is application-dependent.

1. typedef struct \_CYPHER\_BLOCK {
2. CHAR data[8];
3. } CYPHER\_BLOCK,
4. \*PCYPHER\_BLOCK;

**data:**  An encrypted eight-character string.

##### STRING

The STRING structure contains the length, the maximum length, and a pointer to a buffer containing the string.

1. typedef struct \_STRING {
2. USHORT Length;
3. USHORT MaximumLength;
4. [size\_is(MaximumLength), length\_is(Length)]
5. CHAR \* Buffer;
6. } STRING,
7. \*PSTRING;

**Length:**  The length of the data pointed to by **Buffer**, in bytes.

**MaximumLength:**  The total allocated length of the data pointed to by **Buffer**, in bytes.[<7>](#Appendix_A_7" \o "Product behavior note 7)

**Buffer:**  A pointer to a buffer containing the character string.

##### LM\_OWF\_PASSWORD

The LM\_OWF\_PASSWORD structure carries a [**one-way function (OWF)**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of a LAN Manager password. The LM\_OWF\_PASSWORD structure MAY be encrypted, as specified by each method that uses this structure. See the [NetrServerPasswordSet](#Section_a93310347f3047bd8aee93bbabe90df4) method in section 3.5.4.4.6 for encryption information.

1. typedef struct \_LM\_OWF\_PASSWORD {
2. CYPHER\_BLOCK data[2];
3. } LM\_OWF\_PASSWORD,
4. \*PLM\_OWF\_PASSWORD,
5. ENCRYPTED\_LM\_OWF\_PASSWORD,
6. \*PENCRYPTED\_LM\_OWF\_PASSWORD;

**data:**  An array of [CYPHER\_BLOCK (section 2.2.1.1.1)](#Section_56a8d298dbeb4eb5ad9876536ec352f8) data structures that contains the LMOWFv1 of a password. LMOWFv1 is specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1.

##### NT\_OWF\_PASSWORD

The NT\_OWF\_PASSWORD structure defines a [**one-way function (OWF)**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of a Windows NT operating system [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) password. The NT\_OWF\_PASSWORD structure can be encrypted, as specified by each method that uses this structure. When this structure is encrypted, Netlogon methods can use the DES encryption algorithm in ECB mode, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.11.1.1 Encrypting an NT Hash or LM Hash Value with a specified key. The [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is the specified 16-byte key used to derive its keys using the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4. For specific encryption information, see the individual methods, such as [NetrServerTrustPasswordsGet (section 3.5.4.4.8)](#Section_84b0d22a9b2c44328ae04a72eda28ea4) and [NetrServerGetTrustInfo (section 3.5.4.7.6)](#Section_4c2296c3c6f047fc9f01a6fe17bf1d5b).

1. typedef struct \_NT\_OWF\_PASSWORD {
2. CYPHER\_BLOCK data[2];
3. } NT\_OWF\_PASSWORD,
4. \*PNT\_OWF\_PASSWORD,
5. ENCRYPTED\_NT\_OWF\_PASSWORD,
6. \*PENCRYPTED\_NT\_OWF\_PASSWORD;

**data:**  An array of [CYPHER\_BLOCK (section 2.2.1.1.1)](#Section_56a8d298dbeb4eb5ad9876536ec352f8) structures that contains the NTOWFv1 of a password. NTOWFv1 is specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1.

##### NETLOGON\_AUTHENTICATOR

The NETLOGON\_AUTHENTICATOR structure defines an authentication [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8).

1. typedef struct \_NETLOGON\_AUTHENTICATOR {
2. NETLOGON\_CREDENTIAL Credential;
3. DWORD Timestamp;
4. } NETLOGON\_AUTHENTICATOR,
5. \*PNETLOGON\_AUTHENTICATOR;

**Credential:**  A [NETLOGON\_CREDENTIAL (section 2.2.1.3.4)](#Section_d55e263271634f6cb6624b870e8cc1cd) structure that contains the encrypted portion of the [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**Timestamp:**  An integer value that contains the time of day at which the client constructed this authentication credential, represented as the number of elapsed seconds since 00:00:00 of January 1, 1970. The authenticator is constructed just before making a call to a method that requires its usage.

#### DC Location Structures

The structures in this group relate to locating a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### DOMAIN\_CONTROLLER\_INFOW

The DOMAIN\_CONTROLLER\_INFOW structure SHOULD[<8>](#Appendix_A_8" \o "Product behavior note 8) define information returned by the following methods: [DsrGetDcName (section 3.5.4.3.3)](#Section_86a3fa5b1f0e412a942f33a10e5e9eff), [DsrGetDcNameEx (section 3.5.4.3.2)](#Section_5de19b7e4ce34cc4978f8959f46797ba), and [DsrGetDcNameEx2 (section 3.5.4.3.1)](#Section_fb8e1146a0454c3198d1c68507ad5620). This structure is used to describe naming and addressing information about a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

1. typedef struct \_DOMAIN\_CONTROLLER\_INFOW {
2. [string, unique] wchar\_t\* DomainControllerName;
3. [string, unique] wchar\_t\* DomainControllerAddress;
4. ULONG DomainControllerAddressType;
5. GUID DomainGuid;
6. [string, unique] wchar\_t\* DomainName;
7. [string, unique] wchar\_t\* DnsForestName;
8. ULONG Flags;
9. [string, unique] wchar\_t\* DcSiteName;
10. [string, unique] wchar\_t\* ClientSiteName;
11. } DOMAIN\_CONTROLLER\_INFOW,
12. \*PDOMAIN\_CONTROLLER\_INFOW;

**DomainControllerName:**  A pointer to a null-terminated UTF-16 string that contains a NetBIOS or [**fully qualified domain name (FQDN) (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of the DC, prefixed with "\\".

**DomainControllerAddress:**  A pointer to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the DC address, prefixed with "\\". The string can be either a textual representation of an IPv4/IPv6 address[<9>](#Appendix_A_9" \o "Product behavior note 9) or the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the DC, determined by the **DomainControllerAddressType** field.

**DomainControllerAddressType:**  A 32-bit value indicating the DC address type, which MUST be one, and only one, of the following.

| Value | Meaning |
| --- | --- |
| 0x00000001 | The address is a string that contains an IPv4 address in dotted-decimal notation (for example, 192.168.0.1), or an IPv6 address in colon-separated notation.[<10>](#Appendix_A_10" \o "Product behavior note 10) |
| 0x00000002 | The address is a NetBIOS name. |

**DomainGuid:**  A [**globally unique identifier (GUID)**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) structure ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.4.1) that contains an identifier for the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). When there is no domain GUID, this field MUST be set to zero.[<11>](#Appendix_A_11" \o "Product behavior note 11) A GUID can be used across all computers and networks wherever a unique identifier is required.

**DomainName:**  A pointer to a Unicode string that contains the NetBIOS or FQDN (1) of the domain.

**DnsForestName:**  A pointer to a null-terminated Unicode string that contains the FQDN (1) of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62).

**Flags:**  A set of bit flags in little-endian format that describe the features and roles of the DC. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table, with the exceptions that bit J cannot be combined with A, B, D, E, or P; bit F cannot be combined with I; and bit K cannot be combined with L.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| O | N | M | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | S | R | Q | P | L | K | J | I | H | G | F | E | D | C | B | 0 | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | The DC is the domain's [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). |
| B | The DC contains the [**global catalog (GC)**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) for the forest [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90). |
| C | The DC supports the Lightweight Directory Access Protocol (LDAP). |
| D | The DC supports a [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e). |
| E | The DC is a Kerberos [**Key Distribution Center (KDC)**](#gt_6e5aafba-6b66-4fdd-872e-844f142af287). |
| F | The DC has a network time service available but no clock hardware. |
| G | The DC is in the closest [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) to the client. |
| H | The DC has a writable directory service available. |
| I | The DC has clock hardware and a network time service available. |
| J | The DC is an LDAP server servicing an Application [**naming context (NC)**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.1.5). |
| K | The DC is a [**read-only domain controller (RODC)**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870).[<12>](#Appendix_A_12" \o "Product behavior note 12) |
| L | The server is a [**writable domain controller**](#gt_9d964ddb-09d6-4a1b-b27b-42adabc07993).[<13>](#Appendix_A_13" \o "Product behavior note 13) |
| M | The DC's name is a [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) name. |
| N | The DC's [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) is a DNS name. |
| O | The DC's forest name is a DNS name. |
| P | The DC has an Active Directory Web Service available.[<14>](#Appendix_A_14" \o "Product behavior note 14) |
| Q | The DC has a functional level of DS\_BEHAVIOR\_WIN2012 or later. |
| R | The DC has a functional level of DS\_BEHAVIOR\_WIN2012R2 or later. |
| S | The DC has a functional level of DS\_BEHAVIOR\_WIN2016 or later. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**DcSiteName:** A pointer to a null-terminated Unicode string that SHOULD[<15>](#Appendix_A_15" \o "Product behavior note 15) contain the site name that is associated with the DC. When there is no associated site, this field MUST be NULL.

**ClientSiteName:**  A pointer to a null-terminated Unicode string that contains the client's site name. When there is no client site name, this field MUST be NULL.

##### NL\_SITE\_NAME\_ARRAY

The NL\_SITE\_NAME\_ARRAY structure defines an array of [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) names.

1. typedef struct \_NL\_SITE\_NAME\_ARRAY {
2. ULONG EntryCount;
3. [size\_is(EntryCount)] PRPC\_UNICODE\_STRING SiteNames;
4. } NL\_SITE\_NAME\_ARRAY,
5. \*PNL\_SITE\_NAME\_ARRAY;

**EntryCount:**  The number of entries in **SiteNames**.

**SiteNames:**  A pointer to an array of null-terminated RPC\_UNICODE\_STRING strings ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10) that contain site names. For more information about sites, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.1.2.2.1.

##### NL\_SITE\_NAME\_EX\_ARRAY

The NL\_SITE\_NAME\_EX\_ARRAY structure defines an array of [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) and subnet names. This structure extends the [NL\_SITE\_NAME\_ARRAY (section 2.2.1.2.2)](#Section_4c5fb44a6d68420d970e68ad5436bbd3) structure by adding an array of subnets that correspond to the sites.

1. typedef struct \_NL\_SITE\_NAME\_EX\_ARRAY {
2. ULONG EntryCount;
3. [size\_is(EntryCount)] PRPC\_UNICODE\_STRING SiteNames;
4. [size\_is(EntryCount)] PRPC\_UNICODE\_STRING SubnetNames;
5. } NL\_SITE\_NAME\_EX\_ARRAY,
6. \*PNL\_SITE\_NAME\_EX\_ARRAY;

**EntryCount:**  The number of entries in **SiteNames** and **SubnetNames**.

**SiteNames:**  A pointer to an array of null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) strings that contain site names. For details about sites, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.1.2.2.1.

**SubnetNames:**  A pointer to an array of null-terminated Unicode strings that contain subnet names. For details about subnets, see [MS-ADTS] section 6.1.1.2.2.2.1.

##### NL\_SOCKET\_ADDRESS

The NL\_SOCKET\_ADDRESS structure contains a socket address.

1. typedef struct \_NL\_SOCKET\_ADDRESS {
2. [size\_is(iSockaddrLength)] UCHAR \* lpSockaddr;
3. ULONG iSockaddrLength;
4. } NL\_SOCKET\_ADDRESS,
5. \*PNL\_SOCKET\_ADDRESS;

**lpSockaddr:**  A pointer to an octet string. The format of the **lpSockaddr** member when an IPv4 socket address is used is specified in section [2.2.1.2.4.1](#Section_75981bfba7bb41bc8705388531af6ed8). The format of the **lpSockaddr** member when an IPv6 socket address is used is specified in section [2.2.1.2.4.2](#Section_f8e21b2b6ea54eb9a350acdabe33cc93).

**iSockaddrLength:**  The length of the octet string pointed to by **lpSockaddr**, in bytes.

###### IPv4 Address Structure

The IPv4\_Sockaddr structure specifies the format of an IPv4 socket address. This structure is built as if on a little-endian machine, and is treated as a byte array.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| AddressFamily | | | | | | | | | | | | | | | | Port | | | | | | | | | | | | | | | |
| Address | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Padding | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**AddressFamily (2 bytes):** The address family; MUST be 0x0002.

**Port (2 bytes):** An IP port number.

**Address (4 bytes):** An IP address, as specified in [[RFC791]](https://go.microsoft.com/fwlink/?LinkId=392659).

**Padding (8 bytes):** Set to zero. This field is ignored by the server.

###### IPv6 Address Structure

The IPv6\_Sockaddr structure specifies the format of an IPv6 socket address. This structure is built as if on a little-endian machine, and is treated as a byte array.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| AddressFamily | | | | | | | | | | | | | | | | Port | | | | | | | | | | | | | | | |
| FlowInfo | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Address (16 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ScopeID | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**AddressFamily (2 bytes):** Address family; MUST be 0x0017.

**Port (2 bytes):** An IP port number.

**FlowInfo (4 bytes):** Flow information. This field is not currently used by the protocol. The field MUST be set to zero and MUST be ignored on receipt.

**Address (16 bytes):** An IP address, as specified in [[RFC3493]](https://go.microsoft.com/fwlink/?LinkId=90425).

**ScopeID (4 bytes):**  Set of interfaces for a scope, as specified in [RFC3493].

##### NL\_DNS\_NAME\_INFO

The NL\_DNS\_NAME\_INFO structure provides the information on a [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) name (record) (as specified in [[RFC2782]](https://go.microsoft.com/fwlink/?LinkId=90381)) to be updated by the [DsrUpdateReadOnlyServerDnsRecords (section 3.5.4.3.11)](#Section_e83df1615c134520ae5a79218ed0bb19) method. The DsrUpdateReadOnlyServerDnsRecords method will update DNS as requested by the **Register** field's value in this structure.

1. typedef struct \_NL\_DNS\_NAME\_INFO {
2. ULONG Type;
3. [string] wchar\_t\* DnsDomainInfo;
4. ULONG DnsDomainInfoType;
5. ULONG Priority;
6. ULONG Weight;
7. ULONG Port;
8. UCHAR Register;
9. ULONG Status;
10. } NL\_DNS\_NAME\_INFO,
11. \*PNL\_DNS\_NAME\_INFO;

**Type:**  The type of DNS name, which MUST be one, and only one, of the following:

| Value | Meaning |
| --- | --- |
| NlDnsLdapAtSite  22 | \_ldap.\_tcp.<SiteName>.\_sites.<DnsDomainName>.  Allows a client to find an LDAP server in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) named by <DnsDomainName>, and is in the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) named by <SiteName>. |
| NlDnsGcAtSite  25 | \_ldap.\_tcp.<SiteName>.\_sites.gc.\_msdcs.<DnsForestName>.  Allows a client to find a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) serving a [**global catalog (GC)**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) in the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) named by <DnsForestName>, and is in the site named by <SiteName>. |
| NlDnsDsaCname  28 | <DsaGuid>.\_msdcs.<DnsForestName>.  Allows a client to find a DC in the forest named by <DnsForestName> based on the DSA [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). For a definition of DSA GUID, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 1.1. |
| NlDnsKdcAtSite  30 | \_kerberos.\_tcp.<SiteName>.\_sites.dc.\_msdcs.<DnsDomainName>.  Allows a client to find a DC running a Kerberos [**KDC**](#gt_6e5aafba-6b66-4fdd-872e-844f142af287) in the domain named by <DnsDomainName>, and is in the site named by <SiteName>. |
| NlDnsDcAtSite  32 | \_ldap.\_tcp.<SiteName>.\_sites.dc.\_msdcs.<DnsDomainName>.  Allows a client to find a DC in the domain named by <DnsDomainName>, and is in the site named by <SiteName>. |
| NlDnsRfc1510KdcAtSite  34 | \_kerberos.\_tcp.<SiteName>.\_sites.<DnsDomainName>.  Allows a client to find a RFC-1510 compliant Kerberos KDC in the domain named by <DnsDomainName>, and is in the site named by <SiteName>. |
| NlDnsGenericGcAtSite  36 | \_gc.\_tcp.<SiteName>.\_sites.<DnsForestName>.  Allows a client to find a global catalog (GC) server in the forest named by <DnsForestName>, and is in the site named by <SiteName>. |

**DnsDomainInfo:**  The string that will be based on the **DnsDomainInfoType** defined below.

**DnsDomainInfoType:**  The type of **DnsDomainInfo** member, which MUST be one, and only one, of the following.

| Value | Meaning |
| --- | --- |
| NlDnsDomainName  1 | The **DnsDomainInfo** member is a DNS [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c). |
| NlDnsDomainNameAlias  2 | The **DnsDomainInfo** member is a DNS domain name [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd). |
| NlDnsForestName  3 | The **DnsDomainInfo** member is a DNS forest name. |
| NlDnsForestNameAlias  4 | The **DnsDomainInfo** member is a DNS forest name alias. |
| NlDnsNdncDomainName  5 | The **DnsDomainInfo** member is a non-domain [**NC**](#gt_784c7cce-f782-48d8-9444-c9030ba86942) (application NC) name. For a definition of application NC, see [MS-ADTS] section 1.1. |
| NlDnsRecordName  6 | The **DnsDomainInfo** member is a DNS record name that is required to be deregistered. This is valid only for deregistration in which the Register value is set to FALSE. For the types of DNS record name, see [MS-ADTS] section 6.3.2. |

**Priority:** The priority for DNS SRV records.

**Weight:** The weight for DNS SRV records.

**Port:** The port for the DNS SRV record.

**Register:** Zero indicates to deregister the DNS name; other values indicate to register the DNS name.

**Status:** The update status of the DNS name. Status SHOULD[<16>](#Appendix_A_16" \o "Product behavior note 16) be set to 0x00000000 on success; otherwise, it contains a nonzero error code.

##### NL\_DNS\_NAME\_INFO\_ARRAY

The NL\_DNS\_NAME\_INFO\_ARRAY structure provides the information on [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) names (records) to be updated by the [DsrUpdateReadOnlyServerDnsRecords (section 3.5.4.3.11)](#Section_e83df1615c134520ae5a79218ed0bb19) method.

1. typedef struct \_NL\_DNS\_NAME\_INFO\_ARRAY {
2. ULONG EntryCount;
3. [size\_is(EntryCount)] PNL\_DNS\_NAME\_INFO DnsNamesInfo;
4. } NL\_DNS\_NAME\_INFO\_ARRAY,
5. \*PNL\_DNS\_NAME\_INFO\_ARRAY;

**EntryCount:** The number of entries in the **DnsNamesInfo** field.

**DnsNamesInfo:** A pointer to an array of the [NL\_DNS\_NAME\_INFO (section 2.2.1.2.5)](#Section_1c7e652045a243e1ac0b43e771f85b14) structure, which SHOULD[<17>](#Appendix_A_17" \o "Product behavior note 17) contain DNS name information.

#### Secure Channel Establishment and Maintenance Structures

Structures and enumerated types in this group are used to establish and maintain the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### NL\_AUTH\_MESSAGE

The NL\_AUTH\_MESSAGE structure is a token containing information that is part of the first message in establishing a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) between a client and a server. It is used for establishing the secure session when Netlogon functions as a [**security support provider (SSP)**](#gt_e0edad22-1b0e-42f3-8e51-50f8aa30b29a). For details about NL\_AUTH\_MESSAGE construction, see section [3.3.4.1](#Section_b28a01cb295d4833bdb6b113baf109b4).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| MessageType | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Flags | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Buffer (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**MessageType (4 bytes):** A 32-bit unsigned integer. This value is used to indicate whether the message is a negotiate request message sent from a client to a server, or a negotiate response message sent from the server to the client. **MessageType** MUST be one, and only one, of the following.

| Value | Meaning |
| --- | --- |
| 0x00000000 | This is a negotiate request message. |
| 0x00000001 | This is a negotiate response message. |

**Flags (4 bytes):** A set of bit flags indicating the [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0) names carried in the request. A flag is TRUE (or set) if its value is equal to 1. These flags are set only in negotiate request messages. The value is constructed from one or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | E | D | C | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Buffer contains a NetBIOS [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) as an OEM\_STRING ([[MS-CIFS]](%5bMS-CIFS%5d.pdf#Section_d416ff7cc536406ea9514f04b2fd1d2b) section 2.2.1.1). |
| B | Buffer contains a NetBIOS [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b) as an OEM\_STRING ([MS-CIFS] section 2.2.1.1). |
| C | Buffer contains a [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) domain name as a compressed UTF-8 string, as specified in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) section 4.1.4. |
| D | Buffer contains a DNS host name as a compressed UTF-8 string, as specified in [RFC1035] section 4.1.4. |
| E | Buffer contains a NetBIOS computer name as a compressed UTF-8 string, as specified in [RFC1035] section 4.1.4. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**Buffer (variable):** Text buffer that contains a concatenation of null-terminated strings for each of the name flags set in the **Flags** field. The order is the same as the order of the **Flags** values (A–E). This buffer is only used in negotiate request messages. For negotiate response messages, the buffer contains a NULL character.

##### NL\_AUTH\_SIGNATURE

The NL\_AUTH\_SIGNATURE structure is a security token that defines the authentication signature used by Netlogon to execute Netlogon methods over a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca). It follows the security trailer that a [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) MUST associate with a signed or encrypted message. A security trailer or sec\_trailer structure ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.2.11) has syntax equivalent to the auth\_verifier\_co\_t structure, as specified in "Common Authentication Verifier Encodings" in [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section 13.2.6.1. When Netlogon is functioning as its own SSP for the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) connection, this structure contains the signature, a sequence number, and if encryption is requested, a confounder. See section [3.3.4.2](#Section_2af2dc5f794143aba6d063161a591a6e).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| SignatureAlgorithm | | | | | | | | | | | | | | | | SealAlgorithm | | | | | | | | | | | | | | | |
| Pad | | | | | | | | | | | | | | | | Flags | | | | | | | | | | | | | | | |
| SequenceNumber | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Checksum | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Confounder | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**SignatureAlgorithm (2 bytes):** A 16-bit little-endian integer that identifies the algorithm that is used for signature computation. The only supported signature algorithm is [**HMAC-MD5**](#gt_ba024019-a866-41df-99a5-764b7eab2e1e), as specified in [[RFC2104]](https://go.microsoft.com/fwlink/?LinkId=90314). The **SignatureAlgorithm** field MUST contain the following value.

| Value | Meaning |
| --- | --- |
| 0x0077 | The packet is signed using HMAC-MD5. |

**SealAlgorithm (2 bytes):** A 16-bit little-endian integer that identifies the algorithm used for encryption. The only supported encryption algorithm is RSA-[**RC4**](#gt_d57eac33-f561-4a08-b148-dfcf29cfb4d8) (for more information about RC4, see [[SCHNEIER]](https://go.microsoft.com/fwlink/?LinkId=817338) section 17.1). The **SealAlgorithm** field MUST contain one of the following values.

| Value | Meaning |
| --- | --- |
| 0xFFFF | The packet is not encrypted. |
| 0x007A | The packet is encrypted using RC4. |

**Pad (2 bytes):** A 2-byte padding field. Both bytes MUST be set to 0xFF.

**Flags (2 bytes):** Specifies properties of the structure. No flags are currently defined. Both bytes MUST be set to zero and MUST be ignored on receipt.

**SequenceNumber (8 bytes):** A 64-bit little-endian integer containing the sequence number of the RPC message. For more details about how to calculate the **SequenceNumber**, see section [3.3.4.2.1](#Section_0593a87c7a83423280f8571e34220fed).

**Checksum (8 bytes):** A 64-bit value containing the final checksum of the signature and the RPC message. For more details about how to calculate the checksum, see section 3.3.4.2.1.

**Confounder (8 bytes):** A buffer used when the structure is used for encryption in addition to signing. The bytes are filled with random data that is used by the encryption algorithm. If the structure is used only for signing, the confounder is not included. For details about the confounder and encrypting the data, see section 3.3.4.2.1.

##### NL\_AUTH\_SHA2\_SIGNATURE

The NL\_AUTH\_SHA2\_SIGNATURE structure is a security token that defines the SHA2 authentication signature that SHOULD[<18>](#Appendix_A_18" \o "Product behavior note 18) be used by Netlogon to execute Netlogon methods over a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca). It follows the security trailer that a [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) MUST associate with a signed or encrypted message. A security trailer or sec\_trailer structure ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.2.11) has syntax equivalent to the auth\_verifier\_co\_t structure, as specified in [[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section 13.2.6.1. When Netlogon is functioning as its own SSP for the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) connection, this structure contains the signature, a sequence number, and (if encryption is requested) a confounder. See section [3.3.4.2](#Section_2af2dc5f794143aba6d063161a591a6e).

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| SignatureAlgorithm | | | | | | | | | | | | | | | | SealAlgorithm | | | | | | | | | | | | | | | |
| Pad | | | | | | | | | | | | | | | | Flags | | | | | | | | | | | | | | | |
| SequenceNumber | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Checksum (32 bytes) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Confounder | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**SignatureAlgorithm (2 bytes):** A 16-bit little-endian integer that identifies the algorithm that is used for signature computation. The only supported signature algorithm is HMAC-SHA256 [[RFC4634]](https://go.microsoft.com/fwlink/?LinkId=90486). The **SignatureAlgorithm** field MUST contain the following value.

| Value | Meaning |
| --- | --- |
| 0x0013 | The packet is signed using HMAC-SHA256. |

**SealAlgorithm (2 bytes):** A 16-bit little-endian integer that identifies the algorithm used for encryption. The only supported encryption algorithm is AES-128 [[FIPS197]](https://go.microsoft.com/fwlink/?LinkId=89870). The **SealAlgorithm** field MUST contain one of the following values.

| Value | Meaning |
| --- | --- |
| 0xFFFF | The packet is not encrypted. |
| 0x001A | The packet is encrypted using AES-128. |

**Pad (2 bytes):** A 2-byte padding field. Both bytes MUST be set to 0xFF.

**Flags (2 bytes):** Specifies properties of the structure. No **Flags** are currently defined. Both bytes MUST be set to zero and MUST be ignored on receipt.

**SequenceNumber (8 bytes):** A 64-bit little-endian integer containing the sequence number of the RPC message. For more details about how to calculate the **SequenceNumber**, see section [3.3.4.2.1](#Section_0593a87c7a83423280f8571e34220fed).

**Checksum (32 bytes):** A 256-bit value containing the final **Checksum** of the signature and the RPC message. For more details about how to calculate the **Checksum**, see section 3.3.4.2.1.

**Confounder (8 bytes):** A buffer that is employed when the structure is used for encryption, in addition to signing. The bytes are filled with random data that is used by the encryption algorithm. If the structure is used only for signing, the **Confounder** is not included. For details about the **Confounder** and encrypting the data, see section 3.3.4.2.1.

##### NETLOGON\_CREDENTIAL

The NETLOGON\_CREDENTIAL structure contains 8 bytes of data that have two distinct uses: for [**session-key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) negotiation and for building a Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

1. typedef struct \_NETLOGON\_CREDENTIAL {
2. CHAR data[8];
3. } NETLOGON\_CREDENTIAL,
4. \*PNETLOGON\_CREDENTIAL;

**data:**  The meaning of the 8 bytes of data contained in this structure is determined by the following:

* When session-key negotiation is performed, the data field carries an 8-byte challenge. Also see section [3.1.4.1](#Section_7b9e31d1670e4fc5ad549ffff50755f9).
* When the NETLOGON\_CREDENTIAL is used as part of a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, the data field carries 8 bytes of encrypted data, as specified in sections [3.1.4.4](#Section_594909fd725f45ac979962e4aefe0585) and [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

##### NETLOGON\_LSA\_POLICY\_INFO

The NETLOGON\_LSA\_POLICY\_INFO structure defines [**Local Security Authority (LSA)**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) policy information as an unsigned character buffer. For details, see [[LSAPOLICY]](https://go.microsoft.com/fwlink/?LinkId=89934) and [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc).

1. typedef struct \_NETLOGON\_LSA\_POLICY\_INFO {
2. ULONG LsaPolicySize;
3. [size\_is(LsaPolicySize)] UCHAR \* LsaPolicy;
4. } NETLOGON\_LSA\_POLICY\_INFO,
5. \*PNETLOGON\_LSA\_POLICY\_INFO;

**LsaPolicySize:**  This field is not used, and is set to zero.

**LsaPolicy:**  This field is not used, and is initialized to NULL.

##### NETLOGON\_WORKSTATION\_INFO

The NETLOGON\_WORKSTATION\_INFO structure defines information passed into the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) method, as specified in 3.5.4.4.9. It SHOULD[<19>](#Appendix_A_19" \o "Product behavior note 19) be used to convey information about a member workstation from the client side to the server side.

1. typedef struct \_NETLOGON\_WORKSTATION\_INFO {
2. NETLOGON\_LSA\_POLICY\_INFO LsaPolicy;
3. [string] wchar\_t\* DnsHostName;
4. [string] wchar\_t\* SiteName;
5. [string] wchar\_t\* Dummy1;
6. [string] wchar\_t\* Dummy2;
7. [string] wchar\_t\* Dummy3;
8. [string] wchar\_t\* Dummy4;
9. RPC\_UNICODE\_STRING OsVersion;
10. RPC\_UNICODE\_STRING OsName;
11. RPC\_UNICODE\_STRING DummyString3;
12. RPC\_UNICODE\_STRING DummyString4;
13. ULONG WorkstationFlags;
14. ULONG KerberosSupportedEncryptionTypes;
15. ULONG DummyLong3;
16. ULONG DummyLong4;
17. } NETLOGON\_WORKSTATION\_INFO,
18. \*PNETLOGON\_WORKSTATION\_INFO;

**LsaPolicy:**  A [NETLOGON\_LSA\_POLICY\_INFO](#Section_4676ac8320994e33b680502fd8a32dbd) structure, as specified in section 2.2.1.3.5, that contains the [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) policy for this [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**DnsHostName:**  A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) host name of the client.

**SiteName:**  A null-terminated Unicode string that contains the name of the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) where the workstation resides.

**Dummy1:**  MUST be set to NULL and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**Dummy2:**  MUST be set to NULL and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**Dummy3:**  MUST be set to NULL and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**Dummy4:**  MUST be set to NULL and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**OsVersion:**  An RPC\_UNICODE\_STRING structure (as defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10) in which the **Length** and **MaximumLength** fields are set to the size of an OSVERSIONINFOEX structure and the **Buffer** field points to an OSVERSIONINFOEX ([[MS-RPRN]](%5bMS-RPRN%5d.pdf#Section_d42db7d5f14144668f470a4be14e2fc1) section 2.2.3.10.2) structure. *OsVersion* contains the version number of the operating system installed on the client machine.

**OsName:**  A null-terminated Unicode string that SHOULD[<20>](#Appendix_A_20" \o "Product behavior note 20) contain the name of the operating system installed on the client machine. The [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) that receives this data structure updates the **operatingSystem** attribute of the client's machine account object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90), as specified in [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.53.

**DummyString3:**  A STRING structure, defined in section [2.2.1.1.1](#Section_56a8d298dbeb4eb5ad9876536ec352f8), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyString4:**  See description for DummyString3.

**WorkstationFlags:**  A set of bit flags specifying workstation behavior. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Client will receive inbound [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.9. The client sets this bit in order to receive the inbound trusts. |
| B | Client handles the update of the [**service principal name (SPN)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4). |

All other bits MUST be set to zero and MUST be ignored on receipt.

**KerberosSupportedEncryptionTypes:**  The **msDS-SupportedEncryptionTypes** attribute of the client's machine account object in Active Directory, as specified in [[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e) section 2.464.[<21>](#Appendix_A_21" \o "Product behavior note 21)

**DummyLong3:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong4:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

##### NL\_TRUST\_PASSWORD

The NL\_TRUST\_PASSWORD structure defines a buffer for carrying a computer account password, or a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) password, to be transmitted over the wire. It SHOULD[<22>](#Appendix_A_22" \o "Product behavior note 22) be transported as an input parameter to the [NetrServerPasswordSet2](#Section_14b020a80bcf4af5ab72cc92bc6b1d81) method, as specified in section 3.5.4.4.5. [**Domain members**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) use NetrServerPasswordSet2 to change their computer account password. The [**primary domain controller**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) uses NetrServerPasswordSet2 to change trust passwords for all directly trusted [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). The NL\_TRUST\_PASSWORD structure is encrypted using the negotiated encryption algorithm before it is sent over the wire.

1. typedef struct \_NL\_TRUST\_PASSWORD {
2. WCHAR Buffer[256];
3. ULONG Length;
4. } NL\_TRUST\_PASSWORD,
5. \*PNL\_TRUST\_PASSWORD;

**Buffer:**  Array of [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) characters that is treated as a byte buffer containing the password, as follows:

* For a computer account password, the buffer has the following format:
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Figure 4: Computer account password buffer format

The first (512 – Length) bytes MUST be randomly generated data that serves as an additional source of entropy during encryption. The last Length bytes of the buffer MUST contain the clear text password.

* For a domain trust password, the buffer has the following format:

![Domain trust password buffer format](data:image/png;base64,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)

Figure 5: Domain trust password buffer format

The last Length bytes of the buffer contain the clear text password. The 12 bytes preceding the password are filled with the password version information as defined below. The rest of the buffer is filled with randomly generated data.

* The **PasswordVersion** part of the preceding diagram has the following format:
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Figure 6: Password version buffer format

Where **ReservedField**, **PasswordVersionNumber**, and **PasswordVersionPresent** are the fields of the [NL\_PASSWORD\_VERSION](#Section_cba0e87eb91f411b9be86fd321e126b7) structure, as specified in section 2.2.1.3.8. The **PasswordVersionPresent** field is used to indicate whether the buffer contains a computer account password or a trust password: If the value of the **PasswordVersionPresent** field is 0x02231968, then the buffer contains a trust password; otherwise the buffer contains a computer account password.

**Length:**  The length of the password, in bytes.

##### NL\_PASSWORD\_VERSION

The NL\_PASSWORD\_VERSION structure defines a password version number that is used to distinguish between different versions of information passed in the **Buffer** field of the [NL\_TRUST\_PASSWORD](#Section_52d5bd865caf47aaaae4cadf7339ec83) structure. The NL\_PASSWORD\_VERSION structure SHOULD[<23>](#Appendix_A_23" \o "Product behavior note 23) be prepended to the password in the buffer of NL\_TRUST\_PASSWORD. This structure is only used for interdomain [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) accounts.

1. typedef struct \_NL\_PASSWORD\_VERSION {
2. ULONG ReservedField;
3. ULONG PasswordVersionNumber;
4. ULONG PasswordVersionPresent;
5. } NL\_PASSWORD\_VERSION,
6. \*PNL\_PASSWORD\_VERSION;

**ReservedField:**  MUST be set to zero when sent and MUST be ignored on receipt.

**PasswordVersionNumber:**  Integer value that contains the current password version number. The password version number is incremented by one when a new password is generated; the value for the first password is one.

**PasswordVersionPresent:**  MUST be 0x02231968, which is a constant used to indicate that the password version number is present and is stored in **PasswordVersionNumber**. This member is relevant only for server-to-server communication.

##### NETLOGON\_WORKSTATION\_INFORMATION

The NETLOGON\_WORKSTATION\_INFORMATION union SHOULD[<24>](#Appendix_A_24" \o "Product behavior note 24) select between two parameters of type [NETLOGON\_WORKSTATION\_INFO](#Section_3ae9e9a9a3034fa58e11823d9e7e1e61) structure, as specified in section 2.2.1.3.6, based on the value of the *Level* parameter of the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) method, as specified in section 3.5.4.4.9.

1. typedef
2. [switch\_type(DWORD)]
3. union \_NETLOGON\_WORKSTATION\_INFORMATION {
4. [case(1)]
5. PNETLOGON\_WORKSTATION\_INFO WorkstationInfo;
6. [case(2)]
7. PNETLOGON\_WORKSTATION\_INFO LsaPolicyInfo;
8. } NETLOGON\_WORKSTATION\_INFORMATION,
9. \*PNETLOGON\_WORKSTATION\_INFORMATION;

**WorkstationInfo:**  Field is selected when the switched DWORD ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.9) constant is 0x00000001.

**LsaPolicyInfo:**  Field is selected when the switched DWORD constant is 0x00000002.

##### NETLOGON\_ONE\_DOMAIN\_INFO

The NETLOGON\_ONE\_DOMAIN\_INFO structure SHOULD[<25>](#Appendix_A_25" \o "Product behavior note 25) define information about a single [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). It is in turn contained in the [NETLOGON\_DOMAIN\_INFO](#Section_440c3430ed5f481db60274db422df3c8) structure, as specified in section 2.2.1.3.11. The NETLOGON\_DOMAIN\_INFO structure describes domain relationships and is generated as output from the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) method, as specified in section 3.5.4.4.9.

1. typedef struct \_NETLOGON\_ONE\_DOMAIN\_INFO {
2. RPC\_UNICODE\_STRING DomainName;
3. RPC\_UNICODE\_STRING DnsDomainName;
4. RPC\_UNICODE\_STRING DnsForestName;
5. GUID DomainGuid;
6. PRPC\_SID DomainSid;
7. RPC\_UNICODE\_STRING TrustExtension;
8. RPC\_UNICODE\_STRING DummyString2;
9. RPC\_UNICODE\_STRING DummyString3;
10. RPC\_UNICODE\_STRING DummyString4;
11. ULONG DummyLong1;
12. ULONG DummyLong2;
13. ULONG DummyLong3;
14. ULONG DummyLong4;
15. } NETLOGON\_ONE\_DOMAIN\_INFO,
16. \*PNETLOGON\_ONE\_DOMAIN\_INFO;

**DomainName:**  A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the domain being described. This field MUST NOT be an empty string.

**DnsDomainName:**  A null-terminated Unicode string that contains the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) for this domain. This field MUST NOT be an empty string.

**DnsForestName:**  A null-terminated Unicode string that contains the DNS [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) name for this domain.

**DomainGuid:**  A globally unique 128-bit identifier for this domain.

**DomainSid:**  The [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d), as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.3 for this domain.

**TrustExtension:**  An RPC\_UNICODE\_STRING structure, as specified in [MS-DTYP] section 2.3.10, which does not point to a Unicode string, but in fact points to a buffer of size 16, in bytes, in the following format.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| Flags | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ParentIndex | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| TrustType | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| TrustAttributes | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

This structure is supplementary domain [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) information that contains the following fields of a [DS\_DOMAIN\_TRUSTSW](#Section_7de9866ed3ef4a9f98a5c2dcff1e61c1) structure: **Flags**, **ParentIndex**, **TrustType**, and **TrustAttributes**. For more details on usage in NetrLogonGetDomainInfo, see section 3.5.4.4.9. For more details on the DS\_DOMAIN\_TRUSTSW structure, see section 2.2.1.6.2.

**DummyString2:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString3:**  See description for DummyString2.

**DummyString4:**  See description for DummyString2.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong3:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong4:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

##### NETLOGON\_DOMAIN\_INFO

The NETLOGON\_DOMAIN\_INFO structure SHOULD[<26>](#Appendix_A_26" \o "Product behavior note 26) define information returned as output from the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) method, as specified in section 3.5.4.4.9. It contains information about a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), including naming information and a list of [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domains.

1. typedef struct \_NETLOGON\_DOMAIN\_INFO {
2. NETLOGON\_ONE\_DOMAIN\_INFO PrimaryDomain;
3. ULONG TrustedDomainCount;
4. [size\_is(TrustedDomainCount)] PNETLOGON\_ONE\_DOMAIN\_INFO TrustedDomains;
5. NETLOGON\_LSA\_POLICY\_INFO LsaPolicy;
6. RPC\_UNICODE\_STRING DnsHostNameInDs;
7. RPC\_UNICODE\_STRING DummyString2;
8. RPC\_UNICODE\_STRING DummyString3;
9. RPC\_UNICODE\_STRING DummyString4;
10. ULONG WorkstationFlags;
11. ULONG SupportedEncTypes;
12. ULONG DummyLong3;
13. ULONG DummyLong4;
14. } NETLOGON\_DOMAIN\_INFO,
15. \*PNETLOGON\_DOMAIN\_INFO;

**PrimaryDomain:**  A [NETLOGON\_ONE\_DOMAIN\_INFO](#Section_77cd977686124dab9748bfb07247fd4c) structure, as specified in section 2.2.1.3.10, that contains information about the domain of which the server is a member.

**TrustedDomainCount:**  The number of trusted domains listed in TrustedDomains.

**TrustedDomains:**  A pointer to an array of NETLOGON\_ONE\_DOMAIN\_INFO structures, as specified in section 2.2.1.3.10, which contain information about domains with which the current domain has a trust relationship.

**LsaPolicy:**  A [NETLOGON\_LSA\_POLICY\_INFO](#Section_4676ac8320994e33b680502fd8a32dbd) data structure that contains the [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) policy for this domain. This field is not used. For details, see section 2.2.1.3.5.

**DnsHostNameInDs:**  A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) host name for the client.

**DummyString2:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString3:**  See description for DummyString2.

**DummyString4:**  See description for DummyString2.

**WorkstationFlags:**  A set of bit flags that specify workstation behavior. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Client receives inbound trusts. |
| B | Client handles the update of the [**service principal name (SPN)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4). See [[SPNNAMES]](https://go.microsoft.com/fwlink/?LinkId=90532) for details. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**SupportedEncTypes:**  A set of bit flags that SHOULD[<27>](#Appendix_A_27" \o "Product behavior note 27) specify the encryption types supported, as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.18. See [MS-LSAD] for a specification of these bit values and their allowed combinations.

**DummyLong3:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong4:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

##### NETLOGON\_DOMAIN\_INFORMATION

The NETLOGON\_DOMAIN\_INFORMATION union SHOULD[<28>](#Appendix_A_28" \o "Product behavior note 28) select either a [NETLOGON\_DOMAIN\_INFO](#Section_440c3430ed5f481db60274db422df3c8), as specified in section 2.2.1.3.11, or a [NETLOGON\_LSA\_POLICY\_INFO](#Section_4676ac8320994e33b680502fd8a32dbd), as specified in section 2.2.1.3.5, data type based on the value of the *Level* parameter to the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) method, as specified in section 3.5.4.4.9.

1. typedef
2. [switch\_type(DWORD)]
3. union \_NETLOGON\_DOMAIN\_INFORMATION {
4. [case(1)]
5. PNETLOGON\_DOMAIN\_INFO DomainInfo;
6. [case(2)]
7. PNETLOGON\_LSA\_POLICY\_INFO LsaPolicyInfo;
8. } NETLOGON\_DOMAIN\_INFORMATION,
9. \*PNETLOGON\_DOMAIN\_INFORMATION;

**DomainInfo:** This field is selected when the switched DWORD ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.9) value is set to 0x00000001. The union contains a NETLOGON\_DOMAIN\_INFO structure, as specified in section 2.2.1.3.11.

**LsaPolicyInfo:**  This field is selected when the switched DWORD value is set to 0x00000002. The union contains a NETLOGON\_LSA\_POLICY\_INFO structure, as specified in section 2.2.1.3.5.

##### NETLOGON\_SECURE\_CHANNEL\_TYPE

The NETLOGON\_SECURE\_CHANNEL\_TYPE enumeration specifies the type of [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to use in a logon transaction.

1. typedef enum \_NETLOGON\_SECURE\_CHANNEL\_TYPE
2. {
3. NullSecureChannel = 0,
4. MsvApSecureChannel = 1,
5. WorkstationSecureChannel = 2,
6. TrustedDnsDomainSecureChannel = 3,
7. TrustedDomainSecureChannel = 4,
8. UasServerSecureChannel = 5,
9. ServerSecureChannel = 6,
10. CdcServerSecureChannel = 7
11. } NETLOGON\_SECURE\_CHANNEL\_TYPE;

**NullSecureChannel:** An unauthenticated channel type. This value MUST NOT be used in the Netlogon [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) calls between a client and a remote server. The error code STATUS\_INVALID\_PARAMETER SHOULD be returned.

**MsvApSecureChannel:** A secure channel between the local [**NT LAN Manager (NTLM)**](#gt_6e52bc15-d369-45fd-b098-d51fc9baa56a) [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) and the Netlogon server. The client and the server are the same machine for this channel type. This value MUST NOT be used in the Netlogon RPC calls between a client and a remote server. The error code STATUS\_INVALID\_PARAMETER SHOULD be returned.

**WorkstationSecureChannel:** A secure channel from a [**domain member**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**TrustedDnsDomainSecureChannel:** A secure channel between two DCs, connected through a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) relationship created between two [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). A [**trusted domain object (TDO)**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) is used in this type of channel.

**TrustedDomainSecureChannel:** A secure channel between two DCs, connected through a trust relationship created between two domains.[<29>](#Appendix_A_29" \o "Product behavior note 29)

**UasServerSecureChannel:** Secure channel from a LAN Manager server to a DC. This value is no longer supported, and it MUST NOT be used in the Netlogon RPC calls between a client and a remote server. The error code STATUS\_INVALID\_PARAMETER SHOULD be returned.

**ServerSecureChannel:** A secure channel from a [**backup domain controller**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3) to a [**primary domain controller**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d).

**CdcServerSecureChannel: A** secure channel from a [**read-only domain controller (RODC)**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) to a domain controller.[<30>](#Appendix_A_30" \o "Product behavior note 30)

##### NETLOGON\_CAPABILITIES

The NETLOGON\_CAPABILITIES union SHOULD[<31>](#Appendix_A_31" \o "Product behavior note 31) carry the supported Netlogon capabilities.

1. typedef
2. [switch\_type(DWORD)]
3. union \_NETLOGON\_CAPABILITIES {
4. [case(1)]
5. ULONG ServerCapabilities;
6. } NETLOGON\_CAPABILITIES,
7. \*PNETLOGON\_CAPABILITIES;

**ServerCapabilities:**  A 32-bit set of bit flags that identify the server's capabilities (section [3.5.4.4.10](#Section_5780fc6c82f0489fb9a0a9e855388492)).

##### NL\_OSVERSIONINFO\_V1

The NL\_OSVERSIONINFO\_V1 structure specifies the values used to update the **operatingSystemVersion** and **operatingSystem** attributes on the client's computer account object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) on a normal (writable) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).[<32>](#Appendix_A_32" \o "Product behavior note 32)

1. typedef struct \_NL\_OSVERSIONINFO\_V1 {
2. DWORD dwOSVersionInfoSize;
3. DWORD dwMajorVersion;
4. DWORD dwMinorVersion;
5. DWORD dwBuildNumber;
6. DWORD dwPlatformId;
7. wchar\_t szCSDVersion[128];
8. USHORT wServicePackMajor;
9. USHORT wServicePackMinor;
10. USHORT wSuiteMask;
11. UCHAR wProductType;
12. UCHAR wReserved;
13. } NL\_OSVERSIONINFO\_V1;

**dwOSVersionInfoSize:**  The size, in bytes, of this data structure. Set this member to sizeof(NL\_OSVERSIONINFO\_V1).

**dwMajorVersion:**  The implementation-specific major version number of the operating system.[<33>](#Appendix_A_33" \o "Product behavior note 33)

**dwMinorVersion:**  The implementation-specific minor version number of the operating system.[<34>](#Appendix_A_34" \o "Product behavior note 34)

**dwBuildNumber:**  The build number of the operating system.

**dwPlatformId:**  The operating system platform. This member can be 0x00000002.

**szCSDVersion:**  A null-terminated string, such as "Service Pack 3", that indicates the latest service pack installed on the system. If no service pack has been installed, the string is empty.

**wServicePackMajor:**  The major version number of the latest service pack installed on the system. For example, for "Service Pack 3", the major version number is 3. If no service pack has been installed, the value is 0.

**wServicePackMinor:**  The minor version number of the latest service pack installed on the system. For example, for "Service Pack 3", the minor version number is 0.

**wProductType:**  Any additional information about the system. This member can be one of the following values.

| Value | Meaning |
| --- | --- |
| VER\_NT\_DOMAIN\_CONTROLLER  0x00000002 | The system is a DC. |
| VER\_NT\_SERVER  0x00000003 | The system is a server. Note that a server that is also a DC is reported as VER\_NT\_DOMAIN\_CONTROLLER, not VER\_NT\_SERVER. |
| VER\_NT\_WORKSTATION  0x00000001 | Identifies the operating system.[<35>](#Appendix_A_35" \o "Product behavior note 35) |

**wReserved:** Reserved for future use.[<36>](#Appendix_A_36" \o "Product behavior note 36)

##### NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1

The NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 structure specifies the values to update on the client's computer account object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) on a normal (writable) [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).[<37>](#Appendix_A_37" \o "Product behavior note 37)

1. typedef struct \_NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 {
2. [unique, string] wchar\_t\* ClientDnsHostName;
3. [unique] NL\_OSVERSIONINFO\_V1\* OsVersionInfo\_V1;
4. [unique, string] wchar\_t\* OsName;
5. } NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1;

**ClientDnsHostName:**  A NULL or null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that is used to update the attribute **dNSHostName** on the client's computer account object in Active Directory.

**OsVersionInfo\_V1:**  If not NULL, the attribute **operatingSystemVersion** on the client's computer account in Active Directory (using the ABNF Syntax as specified in [[RFC2234]](https://go.microsoft.com/fwlink/?LinkId=90323)) is set to:

* If OsVersionInfo\_V1.dwBuildNumber is 0:

1. operatingSystemVersion = MajorVersion "." MinorVersion
2. MajorVersion = OsVersionInfo\_V1.dwMajorVersion
3. MinorVersion = OsVersionInfo\_V1.dwMinorVersion

* Otherwise:

1. operatingSystemVersion = MajorVersion "." MinorVersion "."
2. BuildNumber
3. MajorVersion = OsVersionInfo\_V1.dwMajorVersion
4. MinorVersion = OsVersionInfo\_V1.dwMinorVersion
5. BuildNumber = OsVersionInfo\_V1.dwBuildNumber

**OsName:**  A NULL or a null-terminated Unicode string that SHOULD[<38>](#Appendix_A_38" \o "Product behavior note 38) be used to update the attribute **operatingSystem** on the client's computer account object in Active Directory.

##### NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES

The NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES union defines versioning.

1. typedef
2. [switch\_type(DWORD)]
3. union {
4. [case(1)]
5. NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 V1;
6. } NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES;

**V1:**  An [NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 (section 2.2.1.3.16)](#Section_f4ed8790d7e84ca18062d25784ed79e3) structure.[<39>](#Appendix_A_39" \o "Product behavior note 39)

##### NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1

The NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 structure SHOULD[<40>](#Appendix_A_40" \o "Product behavior note 40) specify the values returned from the normal (writable) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

1. typedef struct \_NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 {
2. [unique, string] wchar\_t\* HubName;
3. [unique, string] wchar\_t\*\* OldDnsHostName;
4. [unique] ULONG \* SupportedEncTypes;
5. } NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1;

**HubName:**  The [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the [**writable domain controller**](#gt_9d964ddb-09d6-4a1b-b27b-42adabc07993) receiving [NetrChainSetClientAttributes (section 3.5.4.4.11)](#Section_3a416e8202994ff0a25d223f972ba1d6). The [**read-only domain controller (RODC)**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) that invoked the method NetrChainSetClientAttributes SHOULD[<41>](#Appendix_A_41" \o "Product behavior note 41) attempt to replicate the computer account object from **HubName** to itself, ignoring errors.

**OldDnsHostName:**  The client's [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) host name, if any, from the **dNSHostName** attribute  
([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.185) on the client's computer account object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) on the writable domain controller. If there was an update to the **dNSHostName** attribute by the writable domain controller as a result of receiving NetrChainSetClientAttributes, this value will hold the previous value of that attribute.

**SupportedEncTypes:**  The supported encryption algorithms received from the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) request, in the **SupportedEncTypes** field in the [NETLOGON\_DOMAIN\_INFO (section 2.2.1.3.11)](#Section_440c3430ed5f481db60274db422df3c8) structure.[<42>](#Appendix_A_42" \o "Product behavior note 42)

##### NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES

The NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES union defines versioning. Currently, only version 1 is supported.

1. typedef
2. [switch\_type(DWORD)]
3. union {
4. [case(1)]
5. NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 V1;
6. } NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES;

**V1:**  An [NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 (section 2.2.1.3.18)](#Section_ab43a76224e245c387011838589d80fe) structure.[<43>](#Appendix_A_43" \o "Product behavior note 43)

#### Pass-Through Authentication Structures

Structures and enumerated types in this group are used for generic pass-though and for user logon and logoff, as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### LM\_CHALLENGE

The LM\_CHALLENGE structure carries a LAN Manager authentication challenge.

1. typedef struct {
2. CHAR data[8];
3. } LM\_CHALLENGE;

**data:**   A string of eight characters that contains a LAN Manager authentication challenge, which is an unencrypted [**nonce**](#gt_001c0e40-0980-417d-853c-f7cb34ba6d3b).

For more information, see [[LANMAN]](https://go.microsoft.com/fwlink/?LinkId=89929).

##### NETLOGON\_GENERIC\_INFO

The NETLOGON\_GENERIC\_INFO structure defines a structure that contains logon information in binary format. Authentication protocols make use of this structure for passing generic logon data through the Netlogon [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that contains the user account to use the domain's [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15). For an example of using the NETLOGON\_GENERIC\_INFO structure, see any of the examples documented in [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e).

1. typedef struct \_NETLOGON\_GENERIC\_INFO {
2. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
3. RPC\_UNICODE\_STRING PackageName;
4. ULONG DataLength;
5. [size\_is(DataLength)] UCHAR \* LogonData;
6. } NETLOGON\_GENERIC\_INFO,
7. \*PNETLOGON\_GENERIC\_INFO;

**Identity:**  The [NETLOGON\_LOGON\_IDENTITY\_INFO](#Section_81c44fa00a2741b3b607de39cce7ea1d) structure, as specified in section 2.2.1.4.15, contains information about the logon identity. The **LogonDomainName** field of the NETLOGON\_LOGON\_IDENTITY\_INFO structure indicates the target domain that contains the user account.

**PackageName:**  Contains the name of the [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333), such as Kerberos, to which the data will be delivered on the domain controller in the target domain that was specified in the **Identity** field. This name MUST match the name of an existing security provider; otherwise, the [**Security Support Provider Interface (SSPI)**](#gt_fb216516-748b-4873-8bdd-64c5f4da9920) ([[SSPI]](https://go.microsoft.com/fwlink/?LinkId=90536)) returns a package not found error.

**DataLength:**  The length, in bytes, of **LogonData**.

**LogonData:**  A pointer to a block of binary data that contains the information to be sent to the security package referenced in **PackageName**. This data is opaque to Netlogon.

##### NETLOGON\_INTERACTIVE\_INFO

The NETLOGON\_INTERACTIVE\_INFO structure defines information about an [**interactive logon**](#gt_9360639b-135c-46dc-9f9e-85728008146f) instance.

1. typedef struct \_NETLOGON\_INTERACTIVE\_INFO {
2. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
3. LM\_OWF\_PASSWORD LmOwfPassword;
4. NT\_OWF\_PASSWORD NtOwfPassword;
5. } NETLOGON\_INTERACTIVE\_INFO,
6. \*PNETLOGON\_INTERACTIVE\_INFO;

**Identity:**  A [NETLOGON\_LOGON\_IDENTITY\_INFO](#Section_81c44fa00a2741b3b607de39cce7ea1d) structure, as specified in section 2.2.1.4.15, that contains information about the logon identity.

**LmOwfPassword:**  An [LM\_OWF\_PASSWORD](#Section_30a12be7a4ed4ef2bd8883961edb8f26) structure, as specified in section 2.2.1.1.3, that contains the LMOWFv1 of a password. LMOWFv1 is specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1.

**NtOwfPassword:**  An [NT\_OWF\_PASSWORD](#Section_f7458576d53847cdb387b6f98449a0ee) structure, as specified in section 2.2.1.1.4, that contains the NTOWFv1 of a password. NTOWFv1 is specified in NTLM v1 Authentication in [MS-NLMP] section 3.3.1.

##### NETLOGON\_SERVICE\_INFO

The NETLOGON\_SERVICE\_INFO structure defines information about a service account logon. Operating system services use service accounts as their run-time security identity.

1. typedef struct \_NETLOGON\_SERVICE\_INFO {
2. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
3. LM\_OWF\_PASSWORD LmOwfPassword;
4. NT\_OWF\_PASSWORD NtOwfPassword;
5. } NETLOGON\_SERVICE\_INFO,
6. \*PNETLOGON\_SERVICE\_INFO;

**Identity:**  [NETLOGON\_LOGON\_IDENTITY\_INFO](#Section_81c44fa00a2741b3b607de39cce7ea1d) structure, as specified in section 2.2.1.4.15, that contains information about the logon identity.

**LmOwfPassword:**  [LM\_OWF\_PASSWORD](#Section_30a12be7a4ed4ef2bd8883961edb8f26) structure, as specified in section 2.2.1.1.3, that contains the LMOWFv1 of a password. LMOWFv1 is specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1.

**NtOwfPassword:**  [NT\_OWF\_PASSWORD](#Section_f7458576d53847cdb387b6f98449a0ee) structure, as specified in section 2.2.1.1.4, that contains the NTOWFv1 of a password. NTOWFv1 is specified in NTLM v1 Authentication in [MS-NLMP] section 3.3.1.

##### NETLOGON\_NETWORK\_INFO

The NETLOGON\_NETWORK\_INFO structure defines information that describes a network account logon.

1. typedef struct \_NETLOGON\_NETWORK\_INFO {
2. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
3. LM\_CHALLENGE LmChallenge;
4. STRING NtChallengeResponse;
5. STRING LmChallengeResponse;
6. } NETLOGON\_NETWORK\_INFO,
7. \*PNETLOGON\_NETWORK\_INFO;

**Identity:**  [NETLOGON\_LOGON\_IDENTITY\_INFO](#Section_81c44fa00a2741b3b607de39cce7ea1d) structure, as specified in section 2.2.1.4.15, that contains information about the logon identity.

**LmChallenge:**  [LM\_CHALLENGE](#Section_bb8eca9041bc4ca48419defdf043e01b) structure, as specified in section 2.2.1.4.1, that contains the network authentication challenge. For details about challenges, see [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4).

**NtChallengeResponse:**  String that contains the NT response (see [MS-NLMP]) to the network authentication challenge.

**LmChallengeResponse:**  String that contains the LAN Manager response (see [MS-NLMP]) to the network authentication challenge.

##### NETLOGON\_LEVEL

The NETLOGON\_LEVEL union defines a union of all types of logon information.

1. typedef
2. [switch\_type(NETLOGON\_LOGON\_INFO\_CLASS)]
3. union \_NETLOGON\_LEVEL {
4. [case(NetlogonInteractiveInformation)]
5. PNETLOGON\_INTERACTIVE\_INFO LogonInteractive;
6. [case(NetlogonInteractiveTransitiveInformation)]
7. PNETLOGON\_INTERACTIVE\_INFO LogonInteractiveTransitive;
8. [case(NetlogonServiceInformation)]
9. PNETLOGON\_SERVICE\_INFO LogonService;
10. [case(NetlogonServiceTransitiveInformation)]
11. PNETLOGON\_SERVICE\_INFO LogonServiceTransitive;
12. [case(NetlogonNetworkInformation)]
13. PNETLOGON\_NETWORK\_INFO LogonNetwork;
14. [case(NetlogonNetworkTransitiveInformation)]
15. PNETLOGON\_NETWORK\_INFO LogonNetworkTransitive;
16. [case(NetlogonGenericInformation)]
17. PNETLOGON\_GENERIC\_INFO LogonGeneric;
18. [default]  ;
19. } NETLOGON\_LEVEL,
20. \*PNETLOGON\_LEVEL;

**LogonInteractive:**  This field is selected when the logon information type is **NetlogonInteractiveInformation**. The data type is [NETLOGON\_INTERACTIVE\_INFO](#Section_af76351fef6946bca451e4c4b99bac4a), as specified in section 2.2.1.4.3.

**LogonInteractiveTransitive:**  This field is selected when the logon information type is **NetlogonInteractiveTransitiveInformation**. The data type is NETLOGON\_INTERACTIVE\_INFO, as specified in section 2.2.1.4.3.

**LogonService:**  This field is selected when the logon information type is **NetlogonServiceInformation**. The data type is [NETLOGON\_SERVICE\_INFO](#Section_1c9f2af2e16445489428eae68a03537e), as specified in section 2.2.1.4.4.

**LogonServiceTransitive:**  This field is selected when the logon information type is **NetlogonServiceTransitiveInformation**. The data type is NETLOGON\_SERVICE\_INFO, as specified in section 2.2.1.4.4.

**LogonNetwork:**  This field is selected when the logon information type is **NetlogonNetworkInformation**. The data type is [NETLOGON\_NETWORK\_INFO](#Section_e17b03b8c1d243a198dbcf8d05b9c6a8), as specified in section 2.2.1.4.5.

**LogonNetworkTransitive:**  This field is selected when the logon information type is **NetlogonNetworkTransitiveInformation**. The data type is NETLOGON\_NETWORK\_INFO, as specified in section 2.2.1.4.5.

**LogonGeneric:**  This field is selected when the logon information type is **NetlogonGenericInformation**. The data type is [NETLOGON\_GENERIC\_INFO](#Section_c03d6d959b5e43299645eedcdd167f6e), as specified in section 2.2.1.4.2.

##### NETLOGON\_SID\_AND\_ATTRIBUTES

The NETLOGON\_SID\_AND\_ATTRIBUTES structure contains a [**security identifier (SID)**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) and its attributes.

1. typedef struct \_NETLOGON\_SID\_AND\_ATTRIBUTES {
2. PRPC\_SID Sid;
3. ULONG Attributes;
4. } NETLOGON\_SID\_AND\_ATTRIBUTES,
5. \*PNETLOGON\_SID\_AND\_ATTRIBUTES;

**Sid:**  A pointer to a security identifier (SID).

**Attributes:**  A set of bit flags that contains the set of security attributes assigned to this SID. A bit is TRUE (or set) if its value is equal to 1. The value is constructed from one or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | D | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | The SID cannot have the **SE\_GROUP\_ENABLED** attribute removed. Corresponds to the SID attribute **SE\_GROUP\_MANDATORY**. This attribute prevents the user from disabling the [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac). Disabling a group causes the group to be ignored by access validation routines. |
| B | The SID is enabled by default (as opposed to being enabled by an application). Corresponds to the SID attribute **SE\_GROUP\_ENABLED\_BY\_DEFAULT**. |
| C | The SID is enabled for access checks. Corresponds to the SID attribute **SE\_GROUP\_ENABLED**. |
| D | This group is a [**domain local group**](#gt_32226492-3c8c-4a99-a0d1-f27aaeec3c97). Corresponds to **SE\_GROUP\_RESOURCE**. |

All other bits MUST be set to zero and MUST be ignored on receipt. For more information, see [[SIDATT]](https://go.microsoft.com/fwlink/?LinkId=90515).

These values are opaque to the Netlogon protocol. They are not used or processed directly. All fields of this structure have the same meaning as the identically named fields in the **KERB\_SID\_AND\_ATTRIBUTES** structure as specified in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 2.2.1.

##### NETLOGON\_VALIDATION\_GENERIC\_INFO2

The NETLOGON\_VALIDATION\_GENERIC\_INFO2 structure defines a structure that contains account information in binary format. This structure is used by authentication protocols to return generic account information upon successful logon validation. For an example of using the NETLOGON\_VALIDATION\_GENERIC\_INFO2 structure, see any of the examples in [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e).

1. typedef struct \_NETLOGON\_VALIDATION\_GENERIC\_INFO2 {
2. ULONG DataLength;
3. [size\_is(DataLength)] UCHAR \* ValidationData;
4. } NETLOGON\_VALIDATION\_GENERIC\_INFO2,
5. \*PNETLOGON\_VALIDATION\_GENERIC\_INFO2;

**DataLength:**  An integer value that contains the length of the data referenced by **ValidationData**, in bytes.

**ValidationData:**  A pointer to a buffer that contains the logon validation information.

##### USER\_SESSION\_KEY

The USER\_SESSION\_KEY structure defines an encrypted user [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d).

1. typedef struct \_USER\_SESSION\_KEY {
2. CYPHER\_BLOCK data[2];
3. } USER\_SESSION\_KEY,
4. \*PUSER\_SESSION\_KEY;

**data:**  A two-element [CYPHER\_BLOCK](#Section_56a8d298dbeb4eb5ad9876536ec352f8) structure, as specified in section 2.2.1.1.1, that contains the 16-byte encrypted user session key.

##### GROUP\_MEMBERSHIP

The GROUP\_MEMBERSHIP structure identifies the [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) to which an account belongs.

1. typedef struct \_GROUP\_MEMBERSHIP {
2. ULONG RelativeId;
3. ULONG Attributes;
4. } GROUP\_MEMBERSHIP,
5. \*PGROUP\_MEMBERSHIP;

**RelativeId:**  The [**relative identifier (RID)**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) for a particular group.

**Attributes:**   A set of values that describe the group membership attributes set for the RID specified in **RelativeId**. The value is constructed from one or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) cannot have the **SE\_GROUP\_ENABLED** attribute removed. Corresponds to the SID attribute **SE\_GROUP\_MANDATORY**. This attribute prevents the user from disabling the group. Disabling a group causes the group to be ignored by access validation routines. |
| B | The SID is enabled by default (as opposed to being enabled by an application). Corresponds to the SID attribute **SE\_GROUP\_ENABLED\_BY\_DEFAULT**. |
| C | The SID is enabled for access checks. Corresponds to the SID attribute **SE\_GROUP\_ENABLED**. The **SE\_GROUP\_ENABLED** attribute enables the group. |

All other bits MUST be zero and MUST be ignored on receipt. For more information, see [[SIDATT]](https://go.microsoft.com/fwlink/?LinkId=90515).

These values are opaque to the Netlogon protocol. They are not used or processed directly. All fields of this structure have the same meaning as the identically named fields in the **GROUP\_MEMBERSHIP** structure as specified in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 2.2.2.

##### NETLOGON\_VALIDATION\_SAM\_INFO

The NETLOGON\_VALIDATION\_SAM\_INFO structure defines account information retrieved from a [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) upon a successful user logon validation.

All fields of this structure, except the fields detailed following the structure definition, have the same meaning as the identically named fields in the KERB\_VALIDATION\_INFO structure, as specified in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section2.5. Additionally, fields of this structure that are defined as OLD\_LARGE\_INTEGER are 64-bit timestamps equivalent to the identically named fields in the KERB\_VALIDATION\_INFO structure of **FILETIME** type ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.3).

1. typedef struct \_NETLOGON\_VALIDATION\_SAM\_INFO {
2. OLD\_LARGE\_INTEGER LogonTime;
3. OLD\_LARGE\_INTEGER LogoffTime;
4. OLD\_LARGE\_INTEGER KickOffTime;
5. OLD\_LARGE\_INTEGER PasswordLastSet;
6. OLD\_LARGE\_INTEGER PasswordCanChange;
7. OLD\_LARGE\_INTEGER PasswordMustChange;
8. RPC\_UNICODE\_STRING EffectiveName;
9. RPC\_UNICODE\_STRING FullName;
10. RPC\_UNICODE\_STRING LogonScript;
11. RPC\_UNICODE\_STRING ProfilePath;
12. RPC\_UNICODE\_STRING HomeDirectory;
13. RPC\_UNICODE\_STRING HomeDirectoryDrive;
14. USHORT LogonCount;
15. USHORT BadPasswordCount;
16. ULONG UserId;
17. ULONG PrimaryGroupId;
18. ULONG GroupCount;
19. [size\_is(GroupCount)] PGROUP\_MEMBERSHIP GroupIds;
20. ULONG UserFlags;
21. USER\_SESSION\_KEY UserSessionKey;
22. RPC\_UNICODE\_STRING LogonServer;
23. RPC\_UNICODE\_STRING LogonDomainName;
24. PRPC\_SID LogonDomainId;
25. ULONG ExpansionRoom[10];
26. } NETLOGON\_VALIDATION\_SAM\_INFO,
27. \*PNETLOGON\_VALIDATION\_SAM\_INFO;

**LogonServer:**  An **RPC\_UNICODE\_STRING** structure (defined in [MS-DTYP] section 2.3.10) that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the server that populates this structure.

**ExpansionRoom:**  A ten-element array of unsigned 32-bit integers. This member has a function similar to that of dummy fields, as detailed in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046). Each element of the array MUST be zero when sent, and MUST be ignored on receipt.

##### NETLOGON\_VALIDATION\_SAM\_INFO2

The NETLOGON\_VALIDATION\_SAM\_INFO2 structure is an extension to [NETLOGON\_VALIDATION\_SAM\_INFO](#Section_142a277fe16145ac8b95b94bb169b5da), as specified in section 2.2.1.4.11, with support for storing extra [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d).

All fields of this structure, except the fields detailed following the structure definition, have the same meaning as the identically named fields in the KERB\_VALIDATION\_INFO structure as specified in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 2.5. Additionally, fields of this structure that are defined as OLD\_LARGE\_INTEGER are 64-bit timestamps equivalent to the identically named fields in the KERB\_VALIDATION\_INFO structure of **FILETIME** type ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.3).

1. typedef struct \_NETLOGON\_VALIDATION\_SAM\_INFO2 {
2. OLD\_LARGE\_INTEGER LogonTime;
3. OLD\_LARGE\_INTEGER LogoffTime;
4. OLD\_LARGE\_INTEGER KickOffTime;
5. OLD\_LARGE\_INTEGER PasswordLastSet;
6. OLD\_LARGE\_INTEGER PasswordCanChange;
7. OLD\_LARGE\_INTEGER PasswordMustChange;
8. RPC\_UNICODE\_STRING EffectiveName;
9. RPC\_UNICODE\_STRING FullName;
10. RPC\_UNICODE\_STRING LogonScript;
11. RPC\_UNICODE\_STRING ProfilePath;
12. RPC\_UNICODE\_STRING HomeDirectory;
13. RPC\_UNICODE\_STRING HomeDirectoryDrive;
14. USHORT LogonCount;
15. USHORT BadPasswordCount;
16. ULONG UserId;
17. ULONG PrimaryGroupId;
18. ULONG GroupCount;
19. [size\_is(GroupCount)] PGROUP\_MEMBERSHIP GroupIds;
20. ULONG UserFlags;
21. USER\_SESSION\_KEY UserSessionKey;
22. RPC\_UNICODE\_STRING LogonServer;
23. RPC\_UNICODE\_STRING LogonDomainName;
24. PRPC\_SID LogonDomainId;
25. ULONG ExpansionRoom[10];
26. ULONG SidCount;
27. [size\_is(SidCount)] PNETLOGON\_SID\_AND\_ATTRIBUTES ExtraSids;
28. } NETLOGON\_VALIDATION\_SAM\_INFO2,
29. \*PNETLOGON\_VALIDATION\_SAM\_INFO2;

**LogonServer:**  An **RPC\_UNICODE\_STRING** structure that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the server that populates this structure.

**ExpansionRoom:**  A ten-element array of unsigned 32-bit integers. This member has a function similar to that of dummy fields, as detailed in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046). Each element of the array MUST be zero when sent, and MUST be ignored on receipt.

##### NETLOGON\_VALIDATION\_SAM\_INFO4

The NETLOGON\_VALIDATION\_SAM\_INFO4 structure extends [NETLOGON\_VALIDATION\_SAM\_INFO2](#Section_2a12e28979044ecb9d836732200230c0), as specified in section 2.2.1.4.12, by storing the [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e)of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) of the user account and the user [**principal**](#gt_8492780e-99e2-47ba-8553-aedb8de9f9c0).

All fields of this structure, except the fields detailed following the structure definition, have the same meaning as the identically named fields in the KERB\_VALIDATION\_INFO structure, as specified in [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962) section 2.5. Additionally, fields of this structure that are defined as OLD\_LARGE\_INTEGER are 64-bit timestamps equivalent to the identically named fields in the KERB\_VALIDATION\_INFO structure of **FILETIME** type ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.3).

1. typedef struct \_NETLOGON\_VALIDATION\_SAM\_INFO4 {
2. OLD\_LARGE\_INTEGER LogonTime;
3. OLD\_LARGE\_INTEGER LogoffTime;
4. OLD\_LARGE\_INTEGER KickOffTime;
5. OLD\_LARGE\_INTEGER PasswordLastSet;
6. OLD\_LARGE\_INTEGER PasswordCanChange;
7. OLD\_LARGE\_INTEGER PasswordMustChange;
8. RPC\_UNICODE\_STRING EffectiveName;
9. RPC\_UNICODE\_STRING FullName;
10. RPC\_UNICODE\_STRING LogonScript;
11. RPC\_UNICODE\_STRING ProfilePath;
12. RPC\_UNICODE\_STRING HomeDirectory;
13. RPC\_UNICODE\_STRING HomeDirectoryDrive;
14. unsigned short LogonCount;
15. unsigned short BadPasswordCount;
16. unsigned long UserId;
17. unsigned long PrimaryGroupId;
18. unsigned long GroupCount;
19. [size\_is(GroupCount)] PGROUP\_MEMBERSHIP GroupIds;
20. unsigned long UserFlags;
21. USER\_SESSION\_KEY UserSessionKey;
22. RPC\_UNICODE\_STRING LogonServer;
23. RPC\_UNICODE\_STRING LogonDomainName;
24. PRPC\_SID LogonDomainId;
25. unsigned char LMKey[8];
26. ULONG UserAccountControl;
27. ULONG SubAuthStatus;
28. OLD\_LARGE\_INTEGER LastSuccessfulILogon;
29. OLD\_LARGE\_INTEGER LastFailedILogon;
30. ULONG FailedILogonCount;
31. ULONG Reserved4[1];
32. unsigned long SidCount;
33. [size\_is(SidCount)] PNETLOGON\_SID\_AND\_ATTRIBUTES ExtraSids;
34. RPC\_UNICODE\_STRING DnsLogonDomainName;
35. RPC\_UNICODE\_STRING Upn;
36. RPC\_UNICODE\_STRING ExpansionString1;
37. RPC\_UNICODE\_STRING ExpansionString2;
38. RPC\_UNICODE\_STRING ExpansionString3;
39. RPC\_UNICODE\_STRING ExpansionString4;
40. RPC\_UNICODE\_STRING ExpansionString5;
41. RPC\_UNICODE\_STRING ExpansionString6;
42. RPC\_UNICODE\_STRING ExpansionString7;
43. RPC\_UNICODE\_STRING ExpansionString8;
44. RPC\_UNICODE\_STRING ExpansionString9;
45. RPC\_UNICODE\_STRING ExpansionString10;
46. } NETLOGON\_VALIDATION\_SAM\_INFO4,
47. \*PNETLOGON\_VALIDATION\_SAM\_INFO4;

**LogonServer:**  An **RPC\_UNICODE\_STRING** structure that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the server that populates this structure.

**LMKey:**  Contains the first 8 bytes of the LMOWF ([[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) if NTLMV1 is used, or the first 8 bytes of the KXKEY ([MS-NLMP] section 3.4.5.1) if NTLMV2 is used.

**Reserved4:**  An unsigned 32-bit integer. This member is reserved. MUST be zero when sent, and MUST be ignored on receipt.

**DnsLogonDomainName:**  Contains the FQDN (1) of the domain of the user account.

**Upn:**  Contains the [**user principal name (UPN)**](#gt_9d606f55-b798-4def-bf96-97b878bb92c6).

**ExpansionString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. Expansion strings have a function similar to that of dummy fields, as detailed in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**ExpansionString2:**  See description for ExpansionString1.

**ExpansionString3:**  See description for ExpansionString1.

**ExpansionString4:**  See description for ExpansionString1.

**ExpansionString5:**  See description for ExpansionString1.

**ExpansionString6:**  See description for ExpansionString1.

**ExpansionString7:**  See description for ExpansionString1.

**ExpansionString8:**  See description for ExpansionString1.

**ExpansionString9:**  See description for ExpansionString1.

**ExpansionString10:**  See description for ExpansionString1.

##### NETLOGON\_VALIDATION

The NETLOGON\_VALIDATION union defines a union of all types of user validation information values.

1. typedef
2. [switch\_type(enum \_NETLOGON\_VALIDATION\_INFO\_CLASS)]
3. union \_NETLOGON\_VALIDATION {
4. [case(NetlogonValidationSamInfo)]
5. PNETLOGON\_VALIDATION\_SAM\_INFO ValidationSam;
6. [case(NetlogonValidationSamInfo2)]
7. PNETLOGON\_VALIDATION\_SAM\_INFO2 ValidationSam2;
8. [case(NetlogonValidationGenericInfo2)]
9. PNETLOGON\_VALIDATION\_GENERIC\_INFO2 ValidationGeneric2;
10. [case(NetlogonValidationSamInfo4)]
11. PNETLOGON\_VALIDATION\_SAM\_INFO4 ValidationSam4;
12. [default]  ;
13. } NETLOGON\_VALIDATION,
14. \*PNETLOGON\_VALIDATION;

**ValidationSam:**  This field is selected when the validation information type is **NetlogonValidationSamInfo**. The selected data type is [NETLOGON\_VALIDATION\_SAM\_INFO](#Section_142a277fe16145ac8b95b94bb169b5da), as specified in section 2.2.1.4.11.

**ValidationSam2:**  This field is selected when the validation information type is **NetlogonValidationSamInfo2**. The selected data type is [NETLOGON\_VALIDATION\_SAM\_INFO2](#Section_2a12e28979044ecb9d836732200230c0), as specified in section 2.2.1.4.12.

**ValidationGeneric2:**  This field is selected when the validation information type is **NetlogonValidationGenericInfo2**. The selected data type is [NETLOGON\_VALIDATION\_GENERIC\_INFO2](#Section_e89f8f5b098541a0b1101ae0ea2bd183), as specified in section 2.2.1.4.8.

**ValidationSam4:**  This field is selected when the validation information type is **NetlogonValidationSamInfo4**. The selected data type is [NETLOGON\_VALIDATION\_SAM\_INFO4](#Section_bccfdba90c38485eb751d4de1935781d), as specified in section 2.2.1.4.13.

##### NETLOGON\_LOGON\_IDENTITY\_INFO

The NETLOGON\_LOGON\_IDENTITY\_INFO structure defines a logon identity within a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

1. typedef struct \_NETLOGON\_LOGON\_IDENTITY\_INFO {
2. RPC\_UNICODE\_STRING LogonDomainName;
3. ULONG ParameterControl;
4. OLD\_LARGE\_INTEGER Reserved;
5. RPC\_UNICODE\_STRING UserName;
6. RPC\_UNICODE\_STRING Workstation;
7. } NETLOGON\_LOGON\_IDENTITY\_INFO,
8. \*PNETLOGON\_LOGON\_IDENTITY\_INFO;

**LogonDomainName:**  Contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the domain of the account.

**ParameterControl:**  A set of bit flags that contain information pertaining to the logon validation processing. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| X | W | V | U | T | S | R | Q | 0 | 0 | 0 | P | 0 | 0 | 0 | O | 0 | N | M | L | K | J | I | H | G | F | E | D | C | B | A | 0 |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Clear text passwords can be transmitted for this logon identity. |
| B | Update the logon statistics for this account upon successful logon. |
| C | Return the user parameter list for this account upon successful logon. |
| D | Do not attempt to log this account on as a guest upon logon failure. |
| E | Allow this account to log on with the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) account. |
| F | Return the password expiration date and time upon successful logon. |
| G | Send a [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473) upon logon request. |
| H | Attempt logon as a guest for this account only. |
| I | Return the profile path upon successful logon. |
| J | Attempt logon to the specified domain only. |
| K | Allow this account to log on with the computer account. |
| L | Disable allowing fallback to guest account for this account. |
| M | Force the logon of this account as a guest if the password is incorrect. |
| N | This account has supplied a clear text password. |
| O | Allow NTLMv1 authentication ([[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4)) when only NTLMv2 ([[NTLM]](https://go.microsoft.com/fwlink/?LinkId=90235)) is allowed. |
| P | Use [**sub-authentication**](#gt_704fc38e-bf60-44b9-adbf-4b842d6141ed) ([[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) section 3.1.5.2.1). |
| Q - X | Encode the [**sub-authentication package**](#gt_b1331d67-e2ca-45e1-af31-50f52659a0c2) identifier. Bits Q–X are used to encode the integer value of the sub-authentication package identifier (this is in little-endian order). |

**Reserved:**  MUST be set to zero when sent and MUST be ignored on receipt.

**UserName:**  Contains the name of the user.

**Workstation:**  Contains the NetBIOS name of the workstation from which the user is logging on.

##### NETLOGON\_LOGON\_INFO\_CLASS

The NETLOGON\_LOGON\_INFO\_CLASS enumeration SHOULD[<44>](#Appendix_A_44" \o "Product behavior note 44) identify a particular type of logon information block.

1. typedef enum \_NETLOGON\_LOGON\_INFO\_CLASS
2. {
3. NetlogonInteractiveInformation = 1,
4. NetlogonNetworkInformation = 2,
5. NetlogonServiceInformation = 3,
6. NetlogonGenericInformation = 4,
7. NetlogonInteractiveTransitiveInformation = 5,
8. NetlogonNetworkTransitiveInformation = 6,
9. NetlogonServiceTransitiveInformation = 7
10. } NETLOGON\_LOGON\_INFO\_CLASS;

**NetlogonInteractiveInformation:** Logon information pertains to an interactive account logon. Interactive account logon requires a user to physically input [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) to the client that are then authenticated by the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**NetlogonNetworkInformation:** Logon information pertains to a network account logon. [**Network logon**](#gt_c020fc9f-456f-4fd0-8e25-001ef6b8acf2) is transparent to the user. The user has already input his or her credentials during [**interactive logon**](#gt_9360639b-135c-46dc-9f9e-85728008146f) and has been authenticated by the server or DC. These credentials are used again to log the user onto another network resource without prompting the user for his or her credentials.

**NetlogonServiceInformation:** Logon information pertains to a service account logon. A service account acts as a non-privileged user on the local computer and presents anonymous credentials to any remote server.

**NetlogonGenericInformation:** Logon information pertains to a generic account logon. This type of account logon is for generic pass-through authentication, as specified in section [3.2.4.1](#Section_fe2775d4a3e24971a2558eef8dd27a27), that enables servers to forward NTLM and Digest authentication credentials to a DC for authorization.

**NetlogonInteractiveTransitiveInformation:** Logon information pertains to a transitive interactive account logon and can be passed through [**transitive trust**](#gt_1c9fbb3f-ba87-419f-bd0c-39f73cee86f7) links.

**NetlogonNetworkTransitiveInformation:** Logon information pertains to a transitive network account logon and can be passed through transitive trust links.

**NetlogonServiceTransitiveInformation:** Logon information pertains to a transitive service account logon and can be passed through transitive trust links.

##### NETLOGON\_VALIDATION\_INFO\_CLASS

The NETLOGON\_VALIDATION\_INFO\_CLASS enumeration SHOULD[<45>](#Appendix_A_45" \o "Product behavior note 45) select the type of logon information block being used.

1. typedef enum \_NETLOGON\_VALIDATION\_INFO\_CLASS
2. {
3. NetlogonValidationUasInfo = 1,
4. NetlogonValidationSamInfo = 2,
5. NetlogonValidationSamInfo2 = 3,
6. NetlogonValidationGenericInfo = 4,
7. NetlogonValidationGenericInfo2 = 5,
8. NetlogonValidationSamInfo4 = 6
9. } NETLOGON\_VALIDATION\_INFO\_CLASS;

**NetlogonValidationUasInfo:** Associated structure is [NETLOGON\_VALIDATION\_UAS\_INFO (section 2.2.1.8.1)](#Section_7bd204f6aba3464cb02855e49f7999a0).[<46>](#Appendix_A_46" \o "Product behavior note 46)

**NetlogonValidationSamInfo:** Associated structure is [NETLOGON\_VALIDATION\_SAM\_INFO (section 2.2.1.4.11)](#Section_142a277fe16145ac8b95b94bb169b5da).

**NetlogonValidationSamInfo2:** Associated structure is [NETLOGON\_VALIDATION\_SAM\_INFO2 (section 2.2.1.4.12)](#Section_2a12e28979044ecb9d836732200230c0).

**NetlogonValidationGenericInfo:** Associated structure is [NETLOGON\_VALIDATION\_GENERIC\_INFO2 (section 2.2.1.4.8)](#Section_e89f8f5b098541a0b1101ae0ea2bd183).

**NetlogonValidationGenericInfo2:** Associated structure is NETLOGON\_VALIDATION\_GENERIC\_INFO2 (section 2.2.1.4.8).

**NetlogonValidationSamInfo4:** Associated structure is [NETLOGON\_VALIDATION\_SAM\_INFO4 (section 2.2.1.4.13)](#Section_bccfdba90c38485eb751d4de1935781d).

##### NETLOGON Specific Access Masks

**Access Rights**: The access rights defined by this protocol are specified by the bit settings in the following table:

| Name | Value | Informative Summary |
| --- | --- | --- |
| NETLOGON\_UAS\_LOGON\_ACCESS | 0x0001 | Obsolete (LAN Manager). |
| NETLOGON\_UAS\_LOGOFF\_ACCESS | 0x0002 | Obsolete (LAN Manager). |
| NETLOGON\_CONTROL\_ACCESS | 0x0004 | Granted to [**security principals**](#gt_f3ef2572-95cf-4c5c-b3c9-551fd648f409) that are system operators, account operators, administrators, or components of the operating system. |
| NETLOGON\_QUERY\_ACCESS | 0x0008 | Granted to all security principals. |
| NETLOGON\_SERVICE\_ACCESS | 0x0010 | Granted to all security principals that are administrators or components of the operating system. |
| NETLOGON\_FTINFO\_ACCESS | 0x0020 | Granted to all security principals that are authenticated users. |
| NETLOGON\_WKSTA\_RPC\_ACCESS | 0x0040 | Granted to all security principals that are local users or administrators. |

#### Account Database Replication Structures

Structures and enumerated types in this group are used for account [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) replication as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7). These structures are relevant only for server-to-server communication, and are obsolete.

##### NETLOGON\_DB\_CHANGE (Announcement) Message

The following is the format of the payload of a [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) message used in Netlogon replication, as specified in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761). The message is used to indicate that one or more changes have taken place in the account [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15), and carries an indication of the changes from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to the BDC. Because it is sent in the open, this is a hint, and the BDC must connect to the PDC over a reliable transport and secure connection to obtain the actual change.

The DBChangeInfo field represents information about a state of one of the databases ([**security account manager (SAM) built-in database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b), [**Security Account Manager (SAM)**](#gt_0b53d5bb-74ab-4705-8657-c22d32781103), or [**Local Security Authority**](#gt_48a53a9a-6c9a-4df8-9882-1eccdf32340b)). The number of DBChangeInfo fields is specified by the DBCount field. The format of the DBChangeInfo field is described below.

The fields in the above diagram are in little-endian format and have the following meanings:

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| MessageType | | | | | | | | | | | | | | | | LowSerialNumber | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | DateAndTime | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | Pulse | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | Random | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | PrimaryDCName (variable) | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodePrimaryDCName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| UnicodeDomainName (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DBCount | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DBChangeInfo (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DomainSidSize | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DomainSid (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| MessageFormatVersion | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| MessageToken | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**MessageType (2 bytes):** A two-byte field identifying the message. MUST be set to 0x000A.

**LowSerialNumber (4 bytes):** The low DWORD part of the 64-bit [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) of the SAM database.

**DateAndTime (4 bytes):** An unsigned 32-bit value representing the time stamp for the SAM database creation time. This MUST be expressed as the number of seconds elapsed since midnight of January 1, 1970.

**Pulse (4 bytes):** An unsigned 32-bit value that specifies the message interval in seconds between change announcements sent to the BDCs.

**Random (4 bytes):** An unsigned 32-bit value that indicates the number of seconds the recipient of the message SHOULD[<47>](#Appendix_A_47" \o "Product behavior note 47) wait before contacting the sender.

**PrimaryDCName (variable):** The null-terminated name of the PDC sending the message. MUST be encoded in the [**original equipment manufacturer (OEM) character set**](#gt_3240e34e-920e-40ac-a672-342ac34a5e22).

**DomainName (variable):** The null-terminated [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) encoded in the OEM character set. The domain name is padded to a multiple of 2 bytes for alignment reasons.

**UnicodePrimaryDCName (variable):** The null-terminated name of the PDC sending the message. MUST be encoded in the [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) character set.

**UnicodeDomainName (variable):** The null-terminated domain name. MUST be encoded in the Unicode character set.

**DBCount (4 bytes):** An unsigned 32-bit value representing the number of DBChangeInfo fields in the message.

**DBChangeInfo (variable):** A set of **DBChangeInfo** messages, specified below, that indicate the changes that are pending replication. There are **DBCount** entries in this set.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| DBIndex | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LargeSerialNumber | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| DateAndTime | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**DBIndex (4 bytes):** A 32-bit value that identifies the database as follows:

| Value | Meaning |
| --- | --- |
| 0x00000000 | Indicates the SAM database. |
| 0x00000001 | Indicates the SAM built-in database. |
| 0x00000002 | Indicates the LSA database. |

**LargeSerialNumber (8 bytes):** A 64-bit value that contains the database serial number for the database identified by the **DBIndex** field.

**DateAndTime (8 bytes):** The time in UTC of the database creation expressed as an 8-byte value in the TIME format in a **FILETIME** structure, as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) Appendix A (section 6).

In what follows, the above message is referred to as the announcement message.

**DomainSidSize (4 bytes):** An unsigned 32-bit value specifying the size in bytes of the DomainSid field.

**DomainSid (variable):** The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**MessageFormatVersion (4 bytes):** An unsigned 32-bit value containing the version of the message format. MUST be set to 0x00000001.

**MessageToken (4 bytes):** An unsigned 32-bit field identifying the message. MUST be set to 0xFFFFFFFF.

##### NLPR\_QUOTA\_LIMITS

The NLPR\_QUOTA\_LIMITS structure defines a set of system resources that are available to a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) user.

1. typedef struct \_NLPR\_QUOTA\_LIMITS {
2. ULONG PagedPoolLimit;
3. ULONG NonPagedPoolLimit;
4. ULONG MinimumWorkingSetSize;
5. ULONG MaximumWorkingSetSize;
6. ULONG PagefileLimit;
7. OLD\_LARGE\_INTEGER Reserved;
8. } NLPR\_QUOTA\_LIMITS,
9. \*PNLPR\_QUOTA\_LIMITS;

**PagedPoolLimit:**   Specifies the number of bytes of paged pool memory assigned to the user. The paged pool is an area of system memory (physical memory used by the operating system) for objects that can be written to disk when they are not being used.

**NonPagedPoolLimit:**  Specifies the number of bytes of nonpaged pool memory assigned to the user. The nonpaged pool is an area of system memory for objects that cannot be written to disk but MUST remain in physical memory as long as they are allocated.

**MinimumWorkingSetSize:**  Specifies the minimum set size assigned to the user. The working set of a process is the set of memory pages currently visible to the process in physical RAM memory. These pages are present in memory when the application is running and available for an application to use without triggering a page fault.

**MaximumWorkingSetSize:**  Specifies the maximum set size assigned to the user.

**PagefileLimit:**  Specifies the maximum size, in bytes, of the paging file, which is a reserved space on disk that backs up committed physical memory on the computer.

**Reserved:**  SHOULD be set to zero and MUST be ignored on receipt.

##### NETLOGON\_DELTA\_ACCOUNTS

The NETLOGON\_DELTA\_ACCOUNTS structure contains the settings and [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940) for a [**Local Security Authority (LSA)**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) account. This structure is used for replicating the LSA account data from the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a [**backup domain controller (BDC)**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3).

1. typedef struct \_NETLOGON\_DELTA\_ACCOUNTS {
2. ULONG PrivilegeEntries;
3. ULONG PrivilegeControl;
4. [size\_is(PrivilegeEntries)] ULONG\* PrivilegeAttributes;
5. [size\_is(PrivilegeEntries)] PRPC\_UNICODE\_STRING PrivilegeNames;
6. NLPR\_QUOTA\_LIMITS QuotaLimits;
7. ULONG SystemAccessFlags;
8. SECURITY\_INFORMATION SecurityInformation;
9. ULONG SecuritySize;
10. [size\_is(SecuritySize)] UCHAR\* SecurityDescriptor;
11. RPC\_UNICODE\_STRING DummyString1;
12. RPC\_UNICODE\_STRING DummyString2;
13. RPC\_UNICODE\_STRING DummyString3;
14. RPC\_UNICODE\_STRING DummyString4;
15. ULONG DummyLong1;
16. ULONG DummyLong2;
17. ULONG DummyLong3;
18. ULONG DummyLong4;
19. } NETLOGON\_DELTA\_ACCOUNTS,
20. \*PNETLOGON\_DELTA\_ACCOUNTS;

**PrivilegeEntries:**  The number of privileges associated with the LSA account.

**PrivilegeControl:**  A bit flag describing the properties of the account privileges. A flag is TRUE (or set) if its value is equal to 1. PrivilegeControl MAY be the following value.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | All of the specified privileges MUST be held by the process that is requesting access. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**PrivilegeAttributes:**  Pointer to an array of unsigned 32-bit values that contain a set of bit flags describing each privilege's attributes. An attribute is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Privilege is enabled by default. |
| B | Privilege is enabled. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**PrivilegeNames:**  A pointer to an array of privilege names represented as RPC\_UNICODE\_STRING structures. See [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10 for a specification of the RPC\_UNICODE\_STRING structure. The names of the privileges are implementation-specific.

**QuotaLimits:**  An NLPR\_QUOTA\_LIMITS structure that describes the account's current quota settings. For more details about the NLPR\_QUOTA\_LIMITS structure, see section [2.2.1.5.2](#Section_55d7ea86c4cc4a5e8414426673cb77d1).

**SystemAccessFlags:**  A set of the following bit flags that specify the ways in which the account is permitted to access the system as detailed in POLICY\_MODE\_INTERACTIVE, POLICY\_MODE\_NETWORK, POLICY\_MODE\_BATCH, POLICY\_MODE\_SERVICE, and POLICY\_MODE\_PROXY of [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc). See [MS-LSAD] for the specification of these bit values and allowed combinations.

**SecurityInformation:**  A SECURITY\_INFORMATION structure, as specified in [MS-DTYP] section 2.4.7, that specifies portions of a security descriptor about the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**SecuritySize:**  The size, in bytes, of the **SecurityDescriptor** field.

**SecurityDescriptor:**  A pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6, that describes the security settings for the account object.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong3:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong4:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

##### NETLOGON\_DELTA\_ALIAS

The NETLOGON\_DELTA\_ALIAS structure contains information about a SAM [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd). This structure is used to replicate the SAM alias data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC.

1. typedef struct \_NETLOGON\_DELTA\_ALIAS {
2. RPC\_UNICODE\_STRING Name;
3. ULONG RelativeId;
4. SECURITY\_INFORMATION SecurityInformation;
5. ULONG SecuritySize;
6. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
7. RPC\_UNICODE\_STRING Comment;
8. RPC\_UNICODE\_STRING DummyString2;
9. RPC\_UNICODE\_STRING DummyString3;
10. RPC\_UNICODE\_STRING DummyString4;
11. ULONG DummyLong1;
12. ULONG DummyLong2;
13. ULONG DummyLong3;
14. ULONG DummyLong4;
15. } NETLOGON\_DELTA\_ALIAS,
16. \*PNETLOGON\_DELTA\_ALIAS;

**Name:**  An RPC\_UNICODE\_STRING structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10, that contains the alias name.

**RelativeId:**  The [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) for the alias.

**SecurityInformation:**  A SECURITY\_INFORMATION structure, as specified in [MS-DTYP] section 2.4.7, that contains security settings for the alias.

**SecuritySize:**  The size, in bytes, of the **SecurityDescriptor** field.

**SecurityDescriptor:**  A pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6, that describes the security information for the alias object.

**Comment:**  An RPC\_UNICODE\_STRING structure, as specified in [MS-DTYP] section 2.3.10, that contains the administrative comment string for the alias.

**DummyString2:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString3:**  See description for DummyString2.

**DummyString4:**  See description for DummyString2.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:**  See DummyLong1.

**DummyLong3:**  See DummyLong1.

**DummyLong4:**  See DummyLong1.

##### NLPR\_SID\_INFORMATION

The NLPR\_SID\_INFORMATION structure is used to form a wrapper for a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d); it is used to transmit a SID during certain replication operations. See section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761) for details.

1. typedef struct \_NLPR\_SID\_INFORMATION {
2. PRPC\_SID SidPointer;
3. } NLPR\_SID\_INFORMATION,
4. \*PNLPR\_SID\_INFORMATION;

**SidPointer:**  A pointer to a SID structure.

##### NLPR\_SID\_ARRAY

The NLPR\_SID\_ARRAY structure defines an array of pointers to [**security identifier**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) structures.

1. typedef struct \_NLPR\_SID\_ARRAY {
2. ULONG Count;
3. [size\_is(Count)] PNLPR\_SID\_INFORMATION Sids;
4. } NLPR\_SID\_ARRAY,
5. \*PNLPR\_SID\_ARRAY;

**Count:**  The number of pointers in the **Sids** array.

**Sids:**  An array of NLPR\_SID\_INFORMATION structures, as specified in section [2.2.1.5.5](#Section_e936e7db27cb40ddacf7eec6ac0e9ed5), each of which is a pointer to a SID.

##### NETLOGON\_DELTA\_ALIAS\_MEMBER

The NETLOGON\_DELTA\_ALIAS\_MEMBER structure contains all the members of a SAM [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd). This structure is used for replicating the SAM alias data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

1. typedef struct \_NETLOGON\_DELTA\_ALIAS\_MEMBER {
2. NLPR\_SID\_ARRAY Members;
3. ULONG DummyLong1;
4. ULONG DummyLong2;
5. ULONG DummyLong3;
6. ULONG DummyLong4;
7. } NETLOGON\_DELTA\_ALIAS\_MEMBER,
8. \*PNETLOGON\_DELTA\_ALIAS\_MEMBER;

**Members:**  An NLPR\_SID\_ARRAY structure, as specified in section [2.2.1.5.6](#Section_d89f92c6bc7c4af3a96d835e9ab03ca0), that contains an array of [**SIDs**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) for each member of the alias.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyLong2:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong3:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong4:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

##### NETLOGON\_DELTA\_DELETE\_GROUP

The NETLOGON\_DELTA\_DELETE\_GROUP structure contains information about a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) to be deleted in the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15). This structure is used for replicating the SAM group data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

1. typedef struct \_NETLOGON\_DELTA\_DELETE\_GROUP {
2. [string] wchar\_t\* AccountName;
3. RPC\_UNICODE\_STRING DummyString1;
4. RPC\_UNICODE\_STRING DummyString2;
5. RPC\_UNICODE\_STRING DummyString3;
6. RPC\_UNICODE\_STRING DummyString4;
7. ULONG DummyLong1;
8. ULONG DummyLong2;
9. ULONG DummyLong3;
10. ULONG DummyLong4;
11. } NETLOGON\_DELTA\_DELETE\_GROUP,
12. \*PNETLOGON\_DELTA\_DELETE\_GROUP;

**AccountName:**  A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the group to delete.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is specified in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NETLOGON\_DELTA\_DELETE\_USER

The NETLOGON\_DELTA\_DELETE\_USER structure contains information about a user account to be deleted in the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15).

1. typedef struct \_NETLOGON\_DELTA\_DELETE\_USER {
2. [string] wchar\_t\* AccountName;
3. RPC\_UNICODE\_STRING DummyString1;
4. RPC\_UNICODE\_STRING DummyString2;
5. RPC\_UNICODE\_STRING DummyString3;
6. RPC\_UNICODE\_STRING DummyString4;
7. ULONG DummyLong1;
8. ULONG DummyLong2;
9. ULONG DummyLong3;
10. ULONG DummyLong4;
11. } NETLOGON\_DELTA\_DELETE\_USER,
12. \*PNETLOGON\_DELTA\_DELETE\_USER;

**AccountName:**  A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the user to delete.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is specified in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NETLOGON\_DELTA\_DOMAIN

The NETLOGON\_DELTA\_DOMAIN structure contains information about a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). Most of the fields in this structure are obtained by querying the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15). This structure is used to replicate the domain data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

All fields of this structure, except the fields detailed following the structure definition, have the same meaning as the identically named fields in the Domain Fields section ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.4.1).

1. typedef struct \_NETLOGON\_DELTA\_DOMAIN {
2. RPC\_UNICODE\_STRING DomainName;
3. RPC\_UNICODE\_STRING OemInformation;
4. OLD\_LARGE\_INTEGER ForceLogoff;
5. USHORT MinPasswordLength;
6. USHORT PasswordHistoryLength;
7. OLD\_LARGE\_INTEGER MaxPasswordAge;
8. OLD\_LARGE\_INTEGER MinPasswordAge;
9. OLD\_LARGE\_INTEGER DomainModifiedCount;
10. OLD\_LARGE\_INTEGER DomainCreationTime;
11. SECURITY\_INFORMATION SecurityInformation;
12. ULONG SecuritySize;
13. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
14. RPC\_UNICODE\_STRING DomainLockoutInformation;
15. RPC\_UNICODE\_STRING DummyString2;
16. RPC\_UNICODE\_STRING DummyString3;
17. RPC\_UNICODE\_STRING DummyString4;
18. ULONG PasswordProperties;
19. ULONG DummyLong2;
20. ULONG DummyLong3;
21. ULONG DummyLong4;
22. } NETLOGON\_DELTA\_DOMAIN,
23. \*PNETLOGON\_DELTA\_DOMAIN;

**SecurityInformation:**  A SECURITY\_INFORMATION structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.7, that specifies portions of a security descriptor about the domain.

**SecuritySize:**  The size, in bytes, of the **SecurityDescriptor** field.

**SecurityDescriptor:**  A pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6, that contains the security settings for the domain object.

**DomainLockoutInformation:**  An RPC\_UNICODE\_STRING structure, as specified in [MS-DTYP] section 2.3.10, that contains the domain lockout information detailed in [MS-SAMR]. The **Buffer** field points to the SAMPR\_DOMAIN\_LOCKOUT\_INFORMATION structure, as specified in [MS-SAMR] section 2.2.4.15, and the **Length** and **MaximumLength** fields are set to the size in bytes of the SAMPR\_DOMAIN\_LOCKOUT\_INFORMATION structure pointed to by the **Buffer** field.

**DummyString2:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is specified in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString3:**  See description for DummyString2.

**DummyString4:**  See description for DummyString2.

**DummyLong2:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong3:**  See description for DummyLong2.

**DummyLong4:**  See description for DummyLong2.

##### NETLOGON\_DELTA\_ENUM

The NETLOGON\_DELTA\_ENUM structure defines a common structure that encapsulates all possible types of [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) changes. Database changes, in the context of Netlogon, are called [**deltas**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e).

1. typedef struct \_NETLOGON\_DELTA\_ENUM {
2. NETLOGON\_DELTA\_TYPE DeltaType;
3. [switch\_is(DeltaType)] NETLOGON\_DELTA\_ID\_UNION DeltaID;
4. [switch\_is(DeltaType)] NETLOGON\_DELTA\_UNION DeltaUnion;
5. } NETLOGON\_DELTA\_ENUM,
6. \*PNETLOGON\_DELTA\_ENUM;

**DeltaType:**  One of the values from the NETLOGON\_DELTA\_TYPE enumeration, as specified in section [2.2.1.5.28](#Section_f8a8cd32426d45f1be45e0dc5c1c1359).

**DeltaID:**  One of the [NETLOGON\_DELTA\_ID\_UNION](#Section_797e1033d40b400ba71a522f820bac33) types selected based on the value of the **DeltaType** field.

**DeltaUnion:**  One of the [NETLOGON\_DELTA\_UNION](#Section_3d07c30c9f0e4aa3a9d08fc348fd1fe1) types selected based on the value of the **DeltaType** field.

##### NETLOGON\_DELTA\_ENUM\_ARRAY

The NETLOGON\_DELTA\_ENUM\_ARRAY structure defines an array of [**delta**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e) objects.

1. typedef struct \_NETLOGON\_DELTA\_ENUM\_ARRAY {
2. DWORD CountReturned;
3. [size\_is(CountReturned)] PNETLOGON\_DELTA\_ENUM Deltas;
4. } NETLOGON\_DELTA\_ENUM\_ARRAY,
5. \*PNETLOGON\_DELTA\_ENUM\_ARRAY;

**CountReturned:**  The number of elements in the Deltas field.

**Deltas:**  An array of NETLOGON\_DELTA\_ENUM structures, as specified in section [2.2.1.5.11](#Section_20e5863c014240f6a914f352a9d66047).

##### NETLOGON\_DELTA\_GROUP

The NETLOGON\_DELTA\_GROUP structure contains information about a SAM [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) account. This structure is used for replicating the group data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

1. typedef struct \_NETLOGON\_DELTA\_GROUP {
2. RPC\_UNICODE\_STRING Name;
3. ULONG RelativeId;
4. ULONG Attributes;
5. RPC\_UNICODE\_STRING AdminComment;
6. SECURITY\_INFORMATION SecurityInformation;
7. ULONG SecuritySize;
8. [size\_is(SecuritySize)] UCHAR\* SecurityDescriptor;
9. RPC\_UNICODE\_STRING DummyString1;
10. RPC\_UNICODE\_STRING DummyString2;
11. RPC\_UNICODE\_STRING DummyString3;
12. RPC\_UNICODE\_STRING DummyString4;
13. ULONG DummyLong1;
14. ULONG DummyLong2;
15. ULONG DummyLong3;
16. ULONG DummyLong4;
17. } NETLOGON\_DELTA\_GROUP,
18. \*PNETLOGON\_DELTA\_GROUP;

**Name:**  A RPC\_UNICODE\_STRING structure that contains the group name.

**RelativeId:**  The [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) for the group.

**Attributes:**  A set of bit flags that describe attributes of the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d). An attribute is true (or set) if its value is equal to 1. The value is constructed from one or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | The SID cannot have the **SE\_GROUP\_ENABLED** attribute removed. Corresponds to the SID attribute **SE\_GROUP\_MANDATORY**. This attribute prevents the user from disabling the group. Disabling a group causes the group to be ignored by access validation routines. For more information, see [[SIDATT]](https://go.microsoft.com/fwlink/?LinkId=90515). |
| B | The SID is enabled by default (as opposed to being enabled by an application). Corresponds to the SID attribute **SE\_GROUP\_ENABLED\_BY\_DEFAULT**. For more information, see [SIDATT]. |
| C | The SID is enabled for access checks. Corresponds to the SID attribute **SE\_GROUP\_ENABLED**. For more information, see [SIDATT]. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**AdminComment:**  An RPC\_UNICODE\_STRING structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10, that contains an administrative comment for the group.

**SecurityInformation:**  A SECURITY\_INFORMATION structure, as specified in [MS-DTYP] section 2.4.7, that specifies portions of a security descriptor about the group.

**SecuritySize:**  The size, in bytes, of the **SecurityDescriptor** field.

**SecurityDescriptor:**  A pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6, that contains the security settings of the group object.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2** See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NLPR\_LOGON\_HOURS

The NLPR\_LOGON\_HOURS structure contains the logon policy information that specifies when a user account is permitted to authenticate.

1. typedef struct \_NLPR\_LOGON\_HOURS {
2. USHORT UnitsPerWeek;
3. [size\_is(1260), length\_is((UnitsPerWeek + 7)/8)]
4. UCHAR \* LogonHours;
5. } NLPR\_LOGON\_HOURS,
6. \*PNLPR\_LOGON\_HOURS;

The fields in this structure have the same meanings as identically named fields of the SAMPR\_LOGON\_HOURS structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.7.5.

##### NLPR\_USER\_PRIVATE\_INFO

The NLPR\_USER\_PRIVATE\_INFO structure defines a data buffer that is optionally encrypted with the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d), as detailed in this section. The structure is used to carry user account passwords as follows.

1. typedef struct \_NLPR\_USER\_PRIVATE\_INFO {
2. UCHAR SensitiveData;
3. ULONG DataLength;
4. [size\_is(DataLength)] UCHAR \* Data;
5. } NLPR\_USER\_PRIVATE\_INFO,
6. \*PNLPR\_USER\_PRIVATE\_INFO;

**SensitiveData:**  Is either TRUE (0x01) or FALSE (0x00). The **SensitiveData** field indicates whether the data is encrypted as follows. If this field is set to 0x00, then the data is not encrypted. If the field is set to 0x01, the data pointed to by the **Data** field is encrypted with the session key used on the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) between the client and the server exchanging this data structure to the client. The encryption algorithm is [**RC4**](#gt_d57eac33-f561-4a08-b148-dfcf29cfb4d8) if the flag C is set in the negotiated flags between the client and the server, as specified in section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed); otherwise the encryption algorithm is DES.

**DataLength:** The size, in bytes, of the **Data** field.

**Data:**  A pointer to a buffer with a size of **DataLength**. If the **SensitiveData** field is set to TRUE, this data is encrypted as described in the description of the **SensitiveData** field. The buffer content prior to encryption (if any) is shown in the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| DataType | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmLength | | | | | | | | | | | | | | | | LmMaximumLength | | | | | | | | | | | | | | | |
| Unused1 | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmHash[0..3] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmHash[4..7] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmHash[8..11] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmHash[12..15] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtLength | | | | | | | | | | | | | | | | NtMaximumLength | | | | | | | | | | | | | | | |
| Unused2 | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtHash[0..3] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtHash[4..7] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtHash[8..11] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtHash[12..15] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmHistoryLength | | | | | | | | | | | | | | | | LmHistoryMaximumLength | | | | | | | | | | | | | | | |
| Unused3 | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtHistoryLength | | | | | | | | | | | | | | | | NtHistoryMaximumLength | | | | | | | | | | | | | | | |
| Unused4 | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| NtHistoryArray (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| LmHistoryArray (variable) | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ... | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**DataType:** An unsigned integer. This value MUST be 0x00000002.

**LmLength:** An unsigned (short) integer. This value MUST be either 0x0010 or 0x0000. If 0x0010, the **LmHash** field contains the LM hash of the user password (specified in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4)). If 0x0000, the value of the **LmHash** field is undefined and MUST be ignored upon receipt.

**LmMaximumLength:** This value MUST be the same value as **LmLength**.

**Unused1:** This value MUST be zero and ignored on receipt.

**LmHash:** The encrypted ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.11.1) LM OWF ([MS-NLMP] section 3.3) of the user password. The 16-byte [**encryption key**](#gt_fbdcfa70-e954-4dbd-bafa-0f9c4bcf90dd) is created by concatenating four times the relative ID (from the given user's [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)).

**NtLength:** An unsigned (short) integer. This value MUST be either 0x0010 or 0x0000. If 0x0010, the **NtHash** field contains the NT hash of the user password (specified in [MS-NLMP]). If 0x0000, the value of the **NtHash** field is undefined and MUST be ignored upon receipt.

**NtMaximumLength:** This value MUST be the same value as **NtLength**.

**Unused2:** This value SHOULD be zero and ignored on receipt.

**NtHash:** The encrypted ([MS-SAMR] section 2.2.11.1) NT OWF ([MS-NLMP] section 3.3) of the user password. The 16-byte encryption key is created by concatenating four times the relative ID (from the given user's SID).

**LmHistoryLength:** An unsigned (short) integer. This value is the length, in bytes, of the **LmHistoryArray** field.

**LmHistoryMaximumLength:** This value MUST be the same value as **LmHistoryLength**.

**Unused3:** This value SHOULD be zero and ignored on receipt.

**NtHistoryLength**: An unsigned (short) integer. This value is the length, in bytes, of the **NtHistoryArray** field.

**NtHistoryMaximumLength:** This value MUST be the same value as **NtHistoryLength**.

**Unused4**: This value SHOULD be zero and ignored on receipt.

**NtHistoryArray:** An array of NT hash values of user passwords for the given user. The array is ordered so that the first element is the hash of the current password and the last element is the hash of the oldest password.

**Note**  The number of elements in the array is the value of the **NtHistoryLength** field divided by 0x0010.

**LmHistoryArray:** An array of LM hash values of user passwords for the given user. The array is ordered so that the first element is the hash of the current password and the last element is the hash of the oldest password.

**Note**  The number of elements in the array is the value of the **LmHistoryLength** field divided by 0x0010.

##### NETLOGON\_DELTA\_USER

The NETLOGON\_DELTA\_USER structure contains information about a SAM user account. This structure is used for replicating the user account data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

All fields of this structure, except the fields detailed following the structure definition, have the same meanings as the identically named fields in the Common User Fields, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.7.1 and the SAMPR\_USER\_INTERNAL1\_INFORMATION structure fields, as specified in [MS-SAMR] section 2.2.7.23.

1. typedef struct \_NETLOGON\_DELTA\_USER {
2. RPC\_UNICODE\_STRING UserName;
3. RPC\_UNICODE\_STRING FullName;
4. ULONG UserId;
5. ULONG PrimaryGroupId;
6. RPC\_UNICODE\_STRING HomeDirectory;
7. RPC\_UNICODE\_STRING HomeDirectoryDrive;
8. RPC\_UNICODE\_STRING ScriptPath;
9. RPC\_UNICODE\_STRING AdminComment;
10. RPC\_UNICODE\_STRING WorkStations;
11. OLD\_LARGE\_INTEGER LastLogon;
12. OLD\_LARGE\_INTEGER LastLogoff;
13. NLPR\_LOGON\_HOURS LogonHours;
14. USHORT BadPasswordCount;
15. USHORT LogonCount;
16. OLD\_LARGE\_INTEGER PasswordLastSet;
17. OLD\_LARGE\_INTEGER AccountExpires;
18. ULONG UserAccountControl;
19. ENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNtOwfPassword;
20. ENCRYPTED\_LM\_OWF\_PASSWORD EncryptedLmOwfPassword;
21. UCHAR NtPasswordPresent;
22. UCHAR LmPasswordPresent;
23. UCHAR PasswordExpired;
24. RPC\_UNICODE\_STRING UserComment;
25. RPC\_UNICODE\_STRING Parameters;
26. USHORT CountryCode;
27. USHORT CodePage;
28. NLPR\_USER\_PRIVATE\_INFO PrivateData;
29. SECURITY\_INFORMATION SecurityInformation;
30. ULONG SecuritySize;
31. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
32. RPC\_UNICODE\_STRING ProfilePath;
33. RPC\_UNICODE\_STRING DummyString2;
34. RPC\_UNICODE\_STRING DummyString3;
35. RPC\_UNICODE\_STRING DummyString4;
36. ULONG DummyLong1;
37. ULONG DummyLong2;
38. ULONG DummyLong3;
39. ULONG DummyLong4;
40. } NETLOGON\_DELTA\_USER,
41. \*PNETLOGON\_DELTA\_USER;

**PrivateData:**  An NLPR\_USER\_PRIVATE\_INFO structure, as specified in section [2.2.1.5.15](#Section_1333d2308d174c16a09d0b7c785d591a), containing the **PrivateData** field of the SAMPR\_USER\_INFORMATION structure, as specified in [MS-SAMR] section 2.2.7.6.

**SecurityInformation:**  A SECURITY\_INFORMATION structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.7, that specifies portions of a security descriptor about the user account.

**SecuritySize:**  The size, in bytes, of **SecurityDescriptor**.

**SecurityDescriptor:**  A pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6, that specifies the security settings for the user account object.

**DummyString2:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString3:**  See description for DummyString2.

**DummyString4:**  See description for DummyString2

**DummyLong1:**  The high part (the first 32 bits) of the **LastBadPasswordTime** field of the SAMPR\_USER\_INTERNAL3\_INFORMATION structure, as specified in [MS-SAMR] section 2.2.7.7.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NETLOGON\_DELTA\_GROUP\_MEMBER

The NETLOGON\_DELTA\_GROUP\_MEMBER structure contains information about members of a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) by providing pointers to a list of group members and their respective attributes. This structure is used to replicate the group membership data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

All fields of this structure, except the fields detailed following the structure definition, have the same meanings as the identically named fields of the SAMPR\_GET\_MEMBERS\_BUFFER structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.3.14. The last four fields of the structure (DummyLong1, DummyLong2, DummyLong3, and DummyLong4) are not found in [MS-SAMR].

1. typedef struct \_NETLOGON\_DELTA\_GROUP\_MEMBER {
2. [size\_is(MemberCount)] ULONG \* Members;
3. [size\_is(MemberCount)] ULONG \* Attributes;
4. ULONG MemberCount;
5. ULONG DummyLong1;
6. ULONG DummyLong2;
7. ULONG DummyLong3;
8. ULONG DummyLong4;
9. } NETLOGON\_DELTA\_GROUP\_MEMBER,
10. \*PNETLOGON\_DELTA\_GROUP\_MEMBER;

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyLong2:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong3:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

**DummyLong4:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is specified in section 1.3.8.1.2.

##### NETLOGON\_DELTA\_ID\_UNION

The NETLOGON\_DELTA\_ID\_UNION union defines an account identifier type that is selected based on the requested [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) change.

1. typedef
2. [switch\_type(NETLOGON\_DELTA\_TYPE)]
3. union \_NETLOGON\_DELTA\_ID\_UNION {
4. [case(AddOrChangeDomain, AddOrChangeGroup, DeleteGroup, RenameGroup, AddOrChangeUser, DeleteUser, RenameUser, ChangeGroupMembership, AddOrChangeAlias, DeleteAlias, RenameAlias, ChangeAliasMembership, DeleteGroupByName, DeleteUserByName)]
5. ULONG Rid;
6. [case(AddOrChangeLsaPolicy, AddOrChangeLsaTDomain, DeleteLsaTDomain, AddOrChangeLsaAccount, DeleteLsaAccount)]
7. PRPC\_SID Sid;
8. [case(AddOrChangeLsaSecret, DeleteLsaSecret)]
9. [string] wchar\_t\* Name;
10. [default]  ;
11. } NETLOGON\_DELTA\_ID\_UNION,
12. \*PNETLOGON\_DELTA\_ID\_UNION;

**Rid:**  A 32-bit [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) whose type is selected when the following [**delta**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e) types are switched: AddOrChangeDomain(1), AddOrChangeGroup(2), RenameGroup(4), DeleteGroup(3), AddOrChangeUser(5), DeleteUser(6), RenameUser(7), ChangeGroupMembership(8), AddOrChangeAlias(9), DeleteAlias(10), RenameAlias(11), ChangeAliasMembership(12), DeleteGroupByName(20), and DeleteUserByName(21).

**Sid:**  A pointer to a [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) whose type is selected when the following delta types are switched: AddOrChangeLsaPolicy(13), AddOrChangeLsaDomain(14), DeleteLsaTDomain(15), AddOrChangeLsaAccount(16), and DeleteLsaAccount(17).

**Name:**  A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains an identifier name. This identifier type is selected when the following delta types are switched: AddOrChangeLsaSecret(18) and DeleteLsaSecret(19).

##### NETLOGON\_DELTA\_POLICY

The NETLOGON\_DELTA\_POLICY structure contains information about the [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) policy. This structure is used for replicating the LSA policy data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

1. typedef struct \_NETLOGON\_DELTA\_POLICY {
2. ULONG MaximumLogSize;
3. OLD\_LARGE\_INTEGER AuditRetentionPeriod;
4. UCHAR AuditingMode;
5. ULONG MaximumAuditEventCount;
6. [size\_is(MaximumAuditEventCount + 1)]
7. ULONG \* EventAuditingOptions;
8. RPC\_UNICODE\_STRING PrimaryDomainName;
9. PRPC\_SID PrimaryDomainSid;
10. NLPR\_QUOTA\_LIMITS QuotaLimits;
11. OLD\_LARGE\_INTEGER ModifiedId;
12. OLD\_LARGE\_INTEGER DatabaseCreationTime;
13. SECURITY\_INFORMATION SecurityInformation;
14. ULONG SecuritySize;
15. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
16. RPC\_UNICODE\_STRING DummyString1;
17. RPC\_UNICODE\_STRING DummyString2;
18. RPC\_UNICODE\_STRING DummyString3;
19. RPC\_UNICODE\_STRING DummyString4;
20. ULONG DummyLong1;
21. ULONG DummyLong2;
22. ULONG DummyLong3;
23. ULONG DummyLong4;
24. } NETLOGON\_DELTA\_POLICY,
25. \*PNETLOGON\_DELTA\_POLICY;

**MaximumLogSize:**  This field has the same meaning as the identically named field of the POLICY\_AUDIT\_LOG\_INFO structure, as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.4.3.

**AuditRetentionPeriod:**  This field has the same meaning as the identically named field of the POLICY\_AUDIT\_LOG\_INFO structure, as specified in [MS-LSAD] section 2.2.4.3.

**AuditingMode:**  This field has the same meaning as the identically named field of the LSAPR\_POLICY\_AUDIT\_EVENTS\_INFO structure, as specified in [MS-LSAD] section 2.2.4.4.

**MaximumAuditEventCount:**  This field has the same meaning as the identically named field of the LSAPR\_POLICY\_AUDIT\_EVENTS\_INFO structure, as specified in [MS-LSAD] section 2.2.4.4.

**EventAuditingOptions:**  This field has the same meaning as the identically named field of the LSAPR\_POLICY\_AUDIT\_EVENTS\_INFO structure, as specified in [MS-LSAD] section 2.2.4.4.

**PrimaryDomainName:**  An RPC\_UNICODE\_STRING structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10, that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496).

**PrimaryDomainSid:**  A pointer to the [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) for the primary domain.

**QuotaLimits:**  An NLPR\_QUOTA\_LIMITS structure, as specified in section [2.2.1.5.2](#Section_55d7ea86c4cc4a5e8414426673cb77d1), that contains information about system resource quotas imposed on an account.

**ModifiedId:**  An OLD\_LARGE\_INTEGER structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.2.2, that contains the count that is incremented each time the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) is modified. This count is the [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) for the database.

**DatabaseCreationTime:**  A 64-bit time stamp, equivalent to a **FILETIME**, specifying when the database was created.

**SecurityInformation:**  A SECURITY\_INFORMATION bit flag that contains security information about the policy. For details about SECURITY\_INFORMATION structure, see [MS-DTYP] section 2.4.7.

**SecuritySize:**  The size, in bytes, of the **SecurityDescriptor** field.

**SecurityDescriptor:**  A pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6, that describes the security settings for the LSA policy object.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NLPR\_CR\_CIPHER\_VALUE

The NLPR\_CR\_CIPHER\_VALUE structure defines an encrypted string buffer that contains the value of an [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) Secret Object as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc).

1. typedef struct \_NLPR\_CR\_CIPHER\_VALUE {
2. ULONG Length;
3. ULONG MaximumLength;
4. [size\_is(MaximumLength), length\_is(Length)]
5. UCHAR \* Buffer;
6. } NLPR\_CR\_CIPHER\_VALUE,
7. \*PNLPR\_CR\_CIPHER\_VALUE;

**Length:**  The length, in bytes, of the used portion of the buffer.

**MaximumLength:**  The maximum length, in bytes, of the buffer.

**Buffer:**  A pointer to a buffer that contains the secret data encrypted with the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) used on the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) between the client and the server exchanging this data structure. The encryption algorithm is [**RC4**](#gt_d57eac33-f561-4a08-b148-dfcf29cfb4d8) if the flag C is set in the negotiated flags between the client and the server as detailed in section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed); otherwise the encryption algorithm is DES.

##### NETLOGON\_DELTA\_SECRET

The NETLOGON\_DELTA\_SECRET structure contains information about the [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) secret object, as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc). This structure is used to replicate the LSA secret object data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC, as detailed in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

1. typedef struct \_NETLOGON\_DELTA\_SECRET {
2. NLPR\_CR\_CIPHER\_VALUE CurrentValue;
3. OLD\_LARGE\_INTEGER CurrentValueSetTime;
4. NLPR\_CR\_CIPHER\_VALUE OldValue;
5. OLD\_LARGE\_INTEGER OldValueSetTime;
6. SECURITY\_INFORMATION SecurityInformation;
7. ULONG SecuritySize;
8. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
9. RPC\_UNICODE\_STRING DummyString1;
10. RPC\_UNICODE\_STRING DummyString2;
11. RPC\_UNICODE\_STRING DummyString3;
12. RPC\_UNICODE\_STRING DummyString4;
13. ULONG DummyLong1;
14. ULONG DummyLong2;
15. ULONG DummyLong3;
16. ULONG DummyLong4;
17. } NETLOGON\_DELTA\_SECRET,
18. \*PNETLOGON\_DELTA\_SECRET;

**CurrentValue:**  An NLPR\_CR\_CIPHER\_VALUE structure, as specified in section [2.2.1.5.20](#Section_c6fcb4974b1045958fe796bf961ba292), that contains the encrypted current value of the LSA secret.

**CurrentValueSetTime:**  A 64-bit time stamp, equivalent to a **FILETIME**, at which the current value of the LSA secret object was set.

**OldValue:**  An NLPR\_CR\_CIPHER\_VALUE structure, as specified in section 2.2.1.5.20, that contains the encrypted previous (old) value of the LSA secret.

**OldValueSetTime:**  A 64-bit time stamp, equivalent to a **FILETIME**, at which the previous value of the LSA secret object was set.

**SecurityInformation:**  A SECURITY\_INFORMATION structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.7, that specifies portions of a security descriptor about the secret object.

**SecuritySize:**  The size, in bytes, of the **SecurityDescriptor** member.

**SecurityDescriptor:**  A pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6 that describes the security settings for the LSA secret object.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NETLOGON\_DELTA\_TRUSTED\_DOMAINS

The NETLOGON\_DELTA\_TRUSTED\_DOMAINS structure contains information about a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). This structure is used for replicating the trusted domain data from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to a BDC.

1. typedef struct \_NETLOGON\_DELTA\_TRUSTED\_DOMAINS {
2. RPC\_UNICODE\_STRING DomainName;
3. ULONG NumControllerEntries;
4. [size\_is(NumControllerEntries)]
5. PRPC\_UNICODE\_STRING ControllerNames;
6. SECURITY\_INFORMATION SecurityInformation;
7. ULONG SecuritySize;
8. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
9. RPC\_UNICODE\_STRING DummyString1;
10. RPC\_UNICODE\_STRING DummyString2;
11. RPC\_UNICODE\_STRING DummyString3;
12. RPC\_UNICODE\_STRING DummyString4;
13. ULONG TrustedPosixOffset;
14. ULONG DummyLong2;
15. ULONG DummyLong3;
16. ULONG DummyLong4;
17. } NETLOGON\_DELTA\_TRUSTED\_DOMAINS,
18. \*PNETLOGON\_DELTA\_TRUSTED\_DOMAINS;

**DomainName:**  An RPC\_UNICODE\_STRING structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10, that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the trusted domain.

**NumControllerEntries:**  Number of [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) names listed in the **ControllerNames** field.[<48>](#Appendix_A_48" \o "Product behavior note 48)

**ControllerNames:**  Pointer to an array of RPC\_UNICODE\_STRING structures, as specified in [MS-DTYP] section 2.3.10, that contain the NetBIOS names of the DCs in the trusted domain. The only restriction is the maximum value of the 32-bit unsigned integer enforced by [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331).[<49>](#Appendix_A_49" \o "Product behavior note 49)

**SecurityInformation:**  A SECURITY\_INFORMATION structure, as specified in [MS-DTYP] section 2.4.7, that specifies portions of a security descriptor about the trusted domain.

**SecuritySize:**  Size, in bytes, of the **SecurityDescriptor** field.

**SecurityDescriptor:**  Pointer to a SECURITY\_DESCRIPTOR structure, as specified in [MS-DTYP] section 2.4.6 that describes the security settings for the trusted domain object.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**TrustedPosixOffset:**  The value that contains the POSIX offset for the trusted domain, as specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.6.

**DummyLong2:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong3:**  See description for DummyLong2.

**DummyLong4:**  See description for DummyLong2.

##### NETLOGON\_RENAME\_ALIAS

The NETLOGON\_RENAME\_ALIAS structure specifies a rename of an [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd).

1. typedef struct \_NETLOGON\_DELTA\_RENAME\_ALIAS {
2. RPC\_UNICODE\_STRING OldName;
3. RPC\_UNICODE\_STRING NewName;
4. RPC\_UNICODE\_STRING DummyString1;
5. RPC\_UNICODE\_STRING DummyString2;
6. RPC\_UNICODE\_STRING DummyString3;
7. RPC\_UNICODE\_STRING DummyString4;
8. ULONG DummyLong1;
9. ULONG DummyLong2;
10. ULONG DummyLong3;
11. ULONG DummyLong4;
12. } NETLOGON\_RENAME\_ALIAS,
13. \*PNETLOGON\_DELTA\_RENAME\_ALIAS;

**OldName:**  An RPC\_UNICODE\_STRING structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10, that contains the previous name of the alias.

**NewName:**  An RPC\_UNICODE\_STRING structure, as specified in [MS-DTYP] section 2.3.10, that contains the new name to assign to the alias.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NETLOGON\_RENAME\_GROUP

The NETLOGON\_RENAME\_GROUP structure specifies a rename of a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac).

1. typedef struct \_NETLOGON\_DELTA\_RENAME\_GROUP {
2. RPC\_UNICODE\_STRING OldName;
3. RPC\_UNICODE\_STRING NewName;
4. RPC\_UNICODE\_STRING DummyString1;
5. RPC\_UNICODE\_STRING DummyString2;
6. RPC\_UNICODE\_STRING DummyString3;
7. RPC\_UNICODE\_STRING DummyString4;
8. ULONG DummyLong1;
9. ULONG DummyLong2;
10. ULONG DummyLong3;
11. ULONG DummyLong4;
12. } NETLOGON\_RENAME\_GROUP,
13. \*PNETLOGON\_DELTA\_RENAME\_GROUP;

**OldName:**  An RPC\_UNICODE\_STRING structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10, that contains the group's previous name.

**NewName:**  An RPC\_UNICODE\_STRING structure, as specified in [MS-DTYP] section 2.3.10, that contains the new name to assign to the group.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:** See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NETLOGON\_RENAME\_USER

The NETLOGON\_RENAME\_USER structure specifies a rename of a user account.

1. typedef struct \_NETLOGON\_DELTA\_RENAME\_USER {
2. RPC\_UNICODE\_STRING OldName;
3. RPC\_UNICODE\_STRING NewName;
4. RPC\_UNICODE\_STRING DummyString1;
5. RPC\_UNICODE\_STRING DummyString2;
6. RPC\_UNICODE\_STRING DummyString3;
7. RPC\_UNICODE\_STRING DummyString4;
8. ULONG DummyLong1;
9. ULONG DummyLong2;
10. ULONG DummyLong3;
11. ULONG DummyLong4;
12. } NETLOGON\_RENAME\_USER,
13. \*PNETLOGON\_DELTA\_RENAME\_USER;

**OldName:**  An RPC\_UNICODE\_STRING structure, as specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.10, that contains the user account's previous name.

**NewName:**  An RPC\_UNICODE\_STRING structure, as specified in [MS-DTYP] section 2.3.10, that contains the new name to assign to the user account.

**DummyString1:**  A STRING structure, defined in section [2.2.1.1.2](#Section_4a896c09a39c487894f09e4f8a419f32), that MUST contain 0 for the **Length** field, 0 for the **MaximumLength** field, and NULL for the **Buffer** field. It is ignored upon receipt. The Netlogon usage of dummy fields is described in section [1.3.8.1.2](#Section_bbc95890215e49a98bb892e723548046).

**DummyString2:**  See description for DummyString1.

**DummyString3:**  See description for DummyString1.

**DummyString4:**  See description for DummyString1.

**DummyLong1:**  MUST be set to zero and MUST be ignored on receipt. The Netlogon usage of dummy fields is described in section 1.3.8.1.2.

**DummyLong2:**  See description for DummyLong1.

**DummyLong3:**  See description for DummyLong1.

**DummyLong4:**  See description for DummyLong1.

##### NLPR\_MODIFIED\_COUNT

The NLPR\_MODIFIED\_COUNT structure specifies a count for the number of times an account's [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) has been modified.

1. typedef struct \_NLPR\_MODIFIED\_COUNT {
2. OLD\_LARGE\_INTEGER ModifiedCount;
3. } NLPR\_MODIFIED\_COUNT,
4. \*PNLPR\_MODIFIED\_COUNT;

**ModifiedCount:**  An OLD\_LARGE\_INTEGER structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.2.2, that contains the number of modifications made to the database since its creation. This value is the [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d).

##### NETLOGON\_DELTA\_UNION

The NETLOGON\_DELTA\_UNION union defines a union of all types of [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) changes ([**deltas**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e)).

1. typedef
2. [switch\_type(NETLOGON\_DELTA\_TYPE)]
3. union \_NETLOGON\_DELTA\_UNION {
4. [case(AddOrChangeDomain)]
5. PNETLOGON\_DELTA\_DOMAIN DeltaDomain;
6. [case(AddOrChangeGroup)]
7. PNETLOGON\_DELTA\_GROUP DeltaGroup;
8. [case(RenameGroup)]
9. PNETLOGON\_DELTA\_RENAME\_GROUP DeltaRenameGroup;
10. [case(AddOrChangeUser)]
11. PNETLOGON\_DELTA\_USER DeltaUser;
12. [case(RenameUser)]
13. PNETLOGON\_DELTA\_RENAME\_USER DeltaRenameUser;
14. [case(ChangeGroupMembership)]
15. PNETLOGON\_DELTA\_GROUP\_MEMBER DeltaGroupMember;
16. [case(AddOrChangeAlias)]
17. PNETLOGON\_DELTA\_ALIAS DeltaAlias;
18. [case(RenameAlias)]
19. PNETLOGON\_DELTA\_RENAME\_ALIAS DeltaRenameAlias;
20. [case(ChangeAliasMembership)]
21. PNETLOGON\_DELTA\_ALIAS\_MEMBER DeltaAliasMember;
22. [case(AddOrChangeLsaPolicy)]
23. PNETLOGON\_DELTA\_POLICY DeltaPolicy;
24. [case(AddOrChangeLsaTDomain)]
25. PNETLOGON\_DELTA\_TRUSTED\_DOMAINS DeltaTDomains;
26. [case(AddOrChangeLsaAccount)]
27. PNETLOGON\_DELTA\_ACCOUNTS DeltaAccounts;
28. [case(AddOrChangeLsaSecret)]
29. PNETLOGON\_DELTA\_SECRET DeltaSecret;
30. [case(DeleteGroupByName)]
31. PNETLOGON\_DELTA\_DELETE\_GROUP DeltaDeleteGroup;
32. [case(DeleteUserByName)]
33. PNETLOGON\_DELTA\_DELETE\_USER DeltaDeleteUser;
34. [case(SerialNumberSkip)]
35. PNLPR\_MODIFIED\_COUNT DeltaSerialNumberSkip;
36. [default]  ;
37. } NETLOGON\_DELTA\_UNION,
38. \*PNETLOGON\_DELTA\_UNION;

**DeltaDomain:**  A pointer to a NETLOGON\_DELTA\_DOMAIN structure, as specified in section [2.2.1.5.10](#Section_803be876d7554187a011eaf5bf2755ab), that describes a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). This structure is selected when the delta type is AddOrChangeDomain.

**DeltaGroup:**  A pointer to a NETLOGON\_DELTA\_GROUP structure, as specified in section [2.2.1.5.13](#Section_b7949b4e0fc740d488418d69230e2d79), that describes a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) account. This structure is selected when the delta type is AddOrChangeGroup.

**DeltaRenameGroup:**  A pointer to a NETLOGON\_RENAME\_GROUP structure, as specified in section [2.2.1.5.24](#Section_c48a22162c51412baeb6c6666004b53f), that describes a rename of a group account. This structure is selected when the delta type is RenameGroup.

**DeltaUser:**  A pointer to a NETLOGON\_DELTA\_USER structure, as specified in section [2.2.1.5.16](#Section_c82fcc5a59b647f79f69dec916ebed2c), that describes a domain user account. This structure is selected when the delta type is AddOrChangeUser.

**DeltaRenameUser:**  A pointer to a NETLOGON\_RENAME\_USER structure, as specified in section [2.2.1.5.25](#Section_96943cc2441245df8ac0f4b3d323a27e), that describes a rename of a user account. This structure is selected when the delta type is RenameUser.

**DeltaGroupMember:**  A pointer to a NETLOGON\_DELTA\_GROUP\_MEMBER structure, as specified in section [2.2.1.5.17](#Section_3d4c56361f2a4896a717d8598ffaffab), that describes a group membership. This structure is selected when the delta type is ChangeGroupMembership.

**DeltaAlias:**  A pointer to a NETLOGON\_DELTA\_ALIAS structure, as specified in section [2.2.1.5.4](#Section_38155d03b5dc445d9fcba6938be5972d), that describes an [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd). This structure is selected when the delta type is AddOrChangeAlias.

**DeltaRenameAlias:**  A pointer to a NETLOGON\_RENAME\_ALIAS structure, as specified in section [2.2.1.5.23](#Section_15426b427d0740e4bca7933823d1b40e), that describes a rename of an alias. This structure is selected when the delta type is RenameAlias.

**DeltaAliasMember:**  A pointer to a NETLOGON\_DELTA\_ALIAS\_MEMBER structure, as specified in section [2.2.1.5.7](#Section_aeca74675e13417ca4cb71d1f6476090), that describes an alias membership. This structure is selected when the delta type is ChangeAliasMembership.

**DeltaPolicy:**  A pointer to a NETLOGON\_DELTA\_POLICY structure, as specified in section [2.2.1.5.19](#Section_b9ee3608efd14d57b4da5a13b9ec1fa1), that describes an [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) policy. This structure is selected when the delta type is AddOrChangeLsaPolicy.

**DeltaTDomains:**  A pointer to a NETLOGON\_DELTA\_TRUSTED\_DOMAINS structure, as specified in section [2.2.1.5.22](#Section_fe95340edb884fdd85c6bc8ad1c4ff8c), that describes a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domain. This structure is selected when the delta type is AddOrChangeLsaTDomain.

**DeltaAccounts:**  A pointer to a NETLOGON\_DELTA\_ACCOUNTS structure, as specified in section [2.2.1.5.3](#Section_7f60a1a799d849ba91c06e027237b009), that describes an LSA account. This structure is selected when the delta type is AddOrChangeLsaAccount.

**DeltaSecret:**  A pointer to a NETLOGON\_DELTA\_SECRET structure, as specified in section [2.2.1.5.21](#Section_ddf4e131ef89425fa70b88fdd73afb51), that describes a LSA secret object as detailed in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc). This structure is selected when the delta type is AddOrChangeLsaSecret.

**DeltaDeleteGroup:**  A pointer to a NETLOGON\_DELTA\_DELETE\_GROUP structure, as specified in section [2.2.1.5.8](#Section_3ef0689005194f6e889dec76cd865d7c), that describes a group account deletion. This structure is selected when the delta type is DeleteGroupByName.

**DeltaDeleteUser:**  A pointer to a NETLOGON\_DELTA\_DELETE\_USER structure, as specified in section [2.2.1.5.9](#Section_3fb60f5fe33d427bb540ac3b84342d5d), that describes a user account deletion. This structure is selected when the delta type is DeleteUserByName.

**DeltaSerialNumberSkip:**  A pointer to an NLPR\_MODIFIED\_COUNT structure, as specified in section [2.2.1.5.26](#Section_75dd36998abc45d29fb7e7a9a78779f5), that holds the [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d). This structure is selected when the delta type is SerialNumberSkip.

##### NETLOGON\_DELTA\_TYPE

The NETLOGON\_DELTA\_TYPE enumeration defines an enumerated set of possible [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) changes.

1. typedef enum \_NETLOGON\_DELTA\_TYPE
2. {
3. AddOrChangeDomain = 1,
4. AddOrChangeGroup = 2,
5. DeleteGroup = 3,
6. RenameGroup = 4,
7. AddOrChangeUser = 5,
8. DeleteUser = 6,
9. RenameUser = 7,
10. ChangeGroupMembership = 8,
11. AddOrChangeAlias = 9,
12. DeleteAlias = 10,
13. RenameAlias = 11,
14. ChangeAliasMembership = 12,
15. AddOrChangeLsaPolicy = 13,
16. AddOrChangeLsaTDomain = 14,
17. DeleteLsaTDomain = 15,
18. AddOrChangeLsaAccount = 16,
19. DeleteLsaAccount = 17,
20. AddOrChangeLsaSecret = 18,
21. DeleteLsaSecret = 19,
22. DeleteGroupByName = 20,
23. DeleteUserByName = 21,
24. SerialNumberSkip = 22
25. } NETLOGON\_DELTA\_TYPE;

**AddOrChangeDomain:** Adds or changes a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**Security Account Manager (SAM)**](#gt_0b53d5bb-74ab-4705-8657-c22d32781103) account.

**AddOrChangeGroup:** Adds or changes a [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) SAM account.

**DeleteGroup:** Deletes a group SAM account.

**RenameGroup:** Renames a group SAM account.

**AddOrChangeUser:** Adds or changes a user SAM account.

**DeleteUser:** Deletes a user SAM account.

**RenameUser:** Renames a user SAM account.

**ChangeGroupMembership:** Changes a group membership record.

**AddOrChangeAlias:** Adds or changes an [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd).

**DeleteAlias:** Deletes an alias.

**RenameAlias:** Renames an alias.

**ChangeAliasMembership:** Changes the membership record for an alias.

**AddOrChangeLsaPolicy:** Adds or changes an [**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) policy.

**AddOrChangeLsaTDomain:** Adds or changes a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain account**](#gt_d0be6ce0-cc28-43cd-bd6b-6f324fcb8397).

**DeleteLsaTDomain:** Deletes a trusted domain account.

**AddOrChangeLsaAccount:** Adds or changes an LSA user or machine account.

**DeleteLsaAccount:** Deletes an LSA user or machine account.

**AddOrChangeLsaSecret:** Adds or changes an LSA encrypted data block.

**DeleteLsaSecret:** Deletes an LSA encrypted data block.

The following three types MAY[<50>](#Appendix_A_50" \o "Product behavior note 50) have an additional requirement.

**DeleteGroupByName:** Deletes a group account based on a string name.

**DeleteUserByName:** Deletes a user account based on a string name.

**SerialNumberSkip:** Updates the [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d).

##### SYNC\_STATE

The SYNC\_STATE enumeration tracks the progress of synchronization of the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) between BDCs and [**PDCs**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). Synchronization is initiated by the client calling [NetrDatabaseSync2 (section 3.5.4.6.2)](#Section_31fc80bd4f4d4512a792e488bb78f6a0). All references to *SyncContext* in the following synchronization state descriptions refer to the *SyncContext* parameter in that method.

1. typedef enum \_SYNC\_STATE
2. {
3. NormalState = 0,
4. DomainState = 1,
5. GroupState = 2,
6. UasBuiltInGroupState = 3,
7. UserState = 4,
8. GroupMemberState = 5,
9. AliasState = 6,
10. AliasMemberState = 7,
11. SamDoneState = 8
12. } SYNC\_STATE,
13. \*PSYNC\_STATE;

**NormalState:** A state that MUST be used unless the current synchronization is the restart of a full synchronization.

**DomainState:** The *SyncContext* parameter is the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) with which to continue.

**GroupState:** The *SyncContext* parameter is the global [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) RID with which to continue.

**UasBuiltInGroupState:** Not used.

**UserState:** The *SyncContext* parameter is the user RID with which to continue.

**GroupMemberState:** The *SyncContext* parameter is the global group RID with which to continue.

**AliasState:** The *SyncContext* parameter MUST have a value of 0, indicating synchronization restarts at the first database [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd) and that AddOrChangeAlias (see NETLOGON\_DELTA\_TYPE enumeration, [2.2.1.5.28](#Section_f8a8cd32426d45f1be45e0dc5c1c1359)) was the last account change being performed prior to the restart.

**AliasMemberState:** The *SyncContext* parameter MUST have a value of 0, indicating synchronization restarts at the first database alias and that ChangeAliasMembership (see NETLOGON\_DELTA\_TYPE enumeration, 2.2.1.5.28) was the last account change being performed prior to the restart.

**SamDoneState:** The database has finished synchronization.

#### Domain Trust Structures

Structures in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used for retrieving [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) information as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### DOMAIN\_NAME\_BUFFER

The DOMAIN\_NAME\_BUFFER structure defines information returned by the [NetrEnumerateTrustedDomains](#Section_1d106b28c30f4fd1b7b0240b6250d7f6) method, as specified in section 3.5.4.7.3. The structure is used to describe a set of [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain names**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c).

1. typedef struct \_DOMAIN\_NAME\_BUFFER {
2. ULONG DomainNameByteCount;
3. [unique, size\_is(DomainNameByteCount)]
4. UCHAR \* DomainNames;
5. } DOMAIN\_NAME\_BUFFER,
6. \*PDOMAIN\_NAME\_BUFFER;

**DomainNameByteCount:**  The size, in bytes, of the buffer pointed to by the **DomainNames** field, including all UTF-16 null characters.

**DomainNames:**  The [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string buffer that contains the list of trusted [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). The list format is a UTF-16 string composed of one or more substrings. Each substring is separated from adjacent substrings by the UTF-16 null character, 0x0000. After the final substring, the string is terminated by two UTF-16 null characters.

For example, if there are three trusted domains, DOMAIN1, DOMAIN2, and DOMAIN3, the **DomainNames** string buffer would have the following form:

DOMAIN1<null>DOMAIN2<null>DOMAIN3<null><null>

where <null> is the UTF-16 null character, 0x0000.

##### DS\_DOMAIN\_TRUSTSW

The DS\_DOMAIN\_TRUSTSW structure defines information about a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6). It is part of the [NETLOGON\_TRUSTED\_DOMAIN\_ARRAY](#Section_251cf1be29324d338532595cf42e8091) structure returned by the [DsrEnumerateDomainTrusts](#Section_f98236242b34415cbdca9f9a6d97016b) method, as specified in section 3.5.4.7.1. This structure SHOULD[<51>](#Appendix_A_51" \o "Product behavior note 51) contain naming information and trust-related information for a specific trusted domain.

1. typedef struct \_DS\_DOMAIN\_TRUSTSW {
2. [string] wchar\_t\* NetbiosDomainName;
3. [string] wchar\_t\* DnsDomainName;
4. ULONG Flags;
5. ULONG ParentIndex;
6. ULONG TrustType;
7. ULONG TrustAttributes;
8. PRPC\_SID DomainSid;
9. GUID DomainGuid;
10. } DS\_DOMAIN\_TRUSTSW,
11. \*PDS\_DOMAIN\_TRUSTSW;

**NetbiosDomainName:**  A pointer to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the trusted domain.

**DnsDomainName:**  A pointer to a null-terminated Unicode string that contains the [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e)of the trusted domain.

**Flags:**  A set of bit flags that defines the domain trust attributes. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | F | E | D | C | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Domain is a member of a [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). |
| B | Domain is directly trusted by the current domain. |
| C | Domain is the root of a forests. |
| D | Domain is the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496) of the queried server. |
| E | Primary domain is running in native mode. |
| F | Domain directly trusts the current domain. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**ParentIndex:**  An integer value that contains the index in the NETLOGON\_TRUSTED\_DOMAIN\_ARRAY array (returned by the DsrEnumerateDomainTrusts method) that corresponds to the parent domain of the domain represented by this structure. This field is set if all of the following conditions are met:

* The A flag was specified in the *Flags* parameter of the DsrEnumerateDomainTrusts method.
* The **Flags** field of this structure, DS\_DOMAIN\_TRUSTSW, does not contain the C flag.

Otherwise, it MUST be set to zero and MUST be ignored.

**TrustType:**  An integer value that describes the type of domain with which the trust is associated. **TrustType** is one of the following values.

| Value | Meaning |
| --- | --- |
| 0x00000001 | Trust is with a Windows NT domain.[<52>](#Appendix_A_52" \o "Product behavior note 52) |
| 0x00000002 | Trust is with an [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) domain.[<53>](#Appendix_A_53" \o "Product behavior note 53) |
| 0x00000003 | Trust is with an MIT Kerberos realm. |
| 0x00000004 | Trust is with a Distributed Computing Environment (DCE) realm. |

All other values MUST be ignored on receipt.

**TrustAttributes:**  A set of bit flags describing trust link attributes. A flag is true (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table, with the exception that bit F cannot be combined with E or D.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | I | H | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | G | F | E | D | C | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Trust link MUST NOT allow transitivity. |
| B | Trust link MAY[<54>](#Appendix_A_54" \o "Product behavior note 54) be valid. |
| C | Trust link MUST be set for [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) filtering of the client domain. For details about SID filtering, see [[MS-PAC]](%5bMS-PAC%5d.pdf#Section_166d8064c86341e19c23edaaa5f36962). |
| D | Trust link can contain [**forest trust information**](#gt_8c0b82d9-efec-4723-95a9-8564edf9ba44). |
| E | Trust link is to either a domain or a forest that is not part of the [**enterprise network**](#gt_e44ff7b5-53ad-4b0c-b82d-f4826008866f). |
| F | Trust link is internal to the forest. |
| G | Trust is to be treated as external for trust boundary purposes. |
| H | Domain is parent domain. |
| I | Domain is root of another forest. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**DomainSid:**  A pointer to an SID structure that identifies the current domain. If the **TrustType** field is set to C or D, the value is 0.

**DomainGuid:**  A [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) that identifies the current domain.

##### NETLOGON\_TRUSTED\_DOMAIN\_ARRAY

The NETLOGON\_TRUSTED\_DOMAIN\_ARRAY structure SHOULD[<55>](#Appendix_A_55" \o "Product behavior note 55) define information returned by the [NetrEnumerateTrustedDomainsEx](#Section_c3e9870a09434d45be94edb9419a1c11) method, as specified in section 3.5.4.7.2. It contains an array of [DS\_DOMAIN\_TRUSTSW](#Section_7de9866ed3ef4a9f98a5c2dcff1e61c1) structures, as specified in section 2.2.1.6.2, that describe [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) by the server processing the call.

1. typedef struct \_NETLOGON\_TRUSTED\_DOMAIN\_ARRAY {
2. DWORD DomainCount;
3. [size\_is(DomainCount)] PDS\_DOMAIN\_TRUSTSW Domains;
4. } NETLOGON\_TRUSTED\_DOMAIN\_ARRAY,
5. \*PNETLOGON\_TRUSTED\_DOMAIN\_ARRAY;

**DomainCount:**  The number of entries in the **Domains** field.

**Domains:**   The data structure that contains an array of DS\_DOMAIN\_TRUSTSW structures, as specified in section 2.2.1.6.2, that represent trusted domains.

##### NL\_GENERIC\_RPC\_DATA

The NL\_GENERIC\_RPC\_DATA structure SHOULD[<56>](#Appendix_A_56" \o "Product behavior note 56) define a format for marshaling arrays of unsigned long values and [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) strings, by value, over [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331). The NL\_GENERIC\_RPC\_DATA structure can be used to transmit generic data over RPC from the server to a client.

1. typedef struct \_NL\_GENERIC\_RPC\_DATA {
2. ULONG UlongEntryCount;
3. [size\_is(UlongEntryCount)] ULONG \* UlongData;
4. ULONG UnicodeStringEntryCount;
5. [size\_is(UnicodeStringEntryCount)]
6. PRPC\_UNICODE\_STRING UnicodeStringData;
7. } NL\_GENERIC\_RPC\_DATA,
8. \*PNL\_GENERIC\_RPC\_DATA;

**UlongEntryCount:**   The number of entries in **UlongData**.

**UlongData:**   A pointer to an array of unsigned 32-bit integer values.

**UnicodeStringEntryCount:**   The number of entries in **UnicodeStringData**.

**UnicodeStringData:**  A pointer to an array of Unicode string structures.

#### Administrative Services Structures

Structures in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used to query and control Netlogon behavior, as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### NETLOGON\_CONTROL\_DATA\_INFORMATION

The NETLOGON\_CONTROL\_DATA\_INFORMATION union is used as input to the [NetrLogonControl2](#Section_650a105f64434eb0839a188708328fb0) method, as specified in section 3.5.4.9.2, and the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method, as specified in section 3.5.4.9.1. This union selects a data type, based on the FunctionCode parameter passed to the method. For details about FunctionCode values, see NetrLogonControl2Ex, section 3.5.4.9.1.

1. typedef
2. [switch\_type(DWORD)]
3. union \_NETLOGON\_CONTROL\_DATA\_INFORMATION {
4. [case(5,6,9,10)]
5. [string] wchar\_t\* TrustedDomainName;
6. [case(65534)]
7. DWORD DebugFlag;
8. [case(8)]
9. [string] wchar\_t\* UserName;
10. [default]  ;
11. } NETLOGON\_CONTROL\_DATA\_INFORMATION,
12. \*PNETLOGON\_CONTROL\_DATA\_INFORMATION;

**TrustedDomainName:**  A pointer to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c). Switched on the DWORD ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.9) values 0x00000005, 0x00000006, 0x00000009, and 0x0000000A. The DWORD values are equivalent to FunctionCode values. For a complete list of the Netlogon function codes and their associated meanings, see NetrLogonControl2Ex, section 3.5.4.9.1.

**DebugFlag:**  A DWORD that contains an implementation-specific debug flag. Switched on the value 0x0000FFFE.

**UserName:**  A pointer to null-terminated Unicode string that contains a user name. Switched on the DWORD value 0x00000008.

##### NETLOGON\_INFO\_1

The NETLOGON\_INFO\_1 structure defines information returned as part of an administrative query, as detailed in the description of the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method in section 3.5.4.9.1. This structure is used to convey information about the state and properties of the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496) of the queried server. Additionally, this structure MAY[<57>](#Appendix_A_57" \o "Product behavior note 57) contain information about the state of the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) synchronization.

1. typedef struct \_NETLOGON\_INFO\_1 {
2. DWORD netlog1\_flags;
3. NET\_API\_STATUS netlog1\_pdc\_connection\_status;
4. } NETLOGON\_INFO\_1,
5. \*PNETLOGON\_INFO\_1;

**netlog1\_flags:**  A set of bit flags that are defined in the following table. A flag SHOULD[<58>](#Appendix_A_58" \o "Product behavior note 58) be TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | G | F | E | D | C | B | A |

| Value | Description |
| --- | --- |
| A | One of the databases is out-of-date, and replication is needed. |
| B | At least one of the databases is currently being replicated. |
| C | At least one of the databases requires a full synchronization update. |
| D | At least one database record requires an update. |
| E | The DC used on the secure channel is reachable over TCP/IP. If this flag is not set, then the DC does not have a known IP address. |
| F | The DC used on the secure channel runs [**W32Time**](#gt_43e51d0a-ac6a-4662-a99a-8f3029b78caf). |
| G | The last update of one of the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records on the DC failed. |

All other bits MUST be set to zero and MUST be ignored on receipt.

To a client, bit D will appear arbitrarily set to 0 or 1 and the client is not expected to perform any action based on this value. For more information, see the server to server database synchronization topic in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

**netlog1\_pdc\_connection\_status:**  The integer value that indicates the connection status (section [3.4.5.3.1](#Section_739115d00d16460f96c8775fde606bd5)) of the secure channel to a DC in the primary domain of the queried server. See section 3.4.5.3.1 for more information.

##### NETLOGON\_INFO\_2

The NETLOGON\_INFO\_2 structure defines information returned as part of an administrative query of the status of the Netlogon server, as detailed in the description of the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method in section 3.5.4.9.1. This structure is used to convey information about the status and properties of the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the primary or directly [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) specified by the caller of the NetrLogonControl2Ex method.

1. typedef struct \_NETLOGON\_INFO\_2 {
2. DWORD netlog2\_flags;
3. NET\_API\_STATUS netlog2\_pdc\_connection\_status;
4. [string] wchar\_t\* netlog2\_trusted\_dc\_name;
5. NET\_API\_STATUS netlog2\_tc\_connection\_status;
6. } NETLOGON\_INFO\_2,
7. \*PNETLOGON\_INFO\_2;

**netlog2\_flags:**  A set of bit flags describing the following control query responses from the DC. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | 0 | B | A | 0 | 0 | 0 | 0 |

Where the flags SHOULD[<59>](#Appendix_A_59" \o "Product behavior note 59) be defined as shown in the following table.

| Value | Description |
| --- | --- |
| A | The DC used on the secure channel has an IP address (either IPv4 or IPv6). |
| B | The DC used on the secure channel runs [**W32Time**](#gt_43e51d0a-ac6a-4662-a99a-8f3029b78caf). |
| C | Signifies that the trust verification status was returned in the netlog2\_pdc\_connection\_status field. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**netlog2\_pdc\_connection\_status:**  Unless the C bit is set in **netlog2\_flags** field, this field indicates the connection status (section [3.4.5.3.1](#Section_739115d00d16460f96c8775fde606bd5)) of the secure channel to a DC in the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496) of the queried server. If the C bit is set in **netlog2\_flags** field, this field indicates the connection status of verifying the secure channel to the DC in the specified domain (specified by the caller of the NetrLogonControl2Ex method; see section 3.5.4.9.1 for more information).

**netlog2\_trusted\_dc\_name:**  A pointer to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) or [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the DC used on the secure channel for the specified domain. The name is the [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) if the DC was discovered using the discovery mechanism based on the DNS query and LDAP ping ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.3). The name is the NetBIOS name if the DC was discovered using the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78)-based mechanism ([MS-ADTS] section 6.3.5).

**netlog2\_tc\_connection\_status:**  An integer value that indicates the connection status (section 3.4.5.3.1) of the secure channel to the DC in the specified domain.

##### NETLOGON\_INFO\_3

The NETLOGON\_INFO\_3 structure defines information returned as part of an administrative query of the status of the Netlogon server, as detailed in the description of the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method in section 3.5.4.9.1. This structure is used to return the number of NTLM logons attempted on the queried server since the last restart.

1. typedef struct \_NETLOGON\_INFO\_3 {
2. DWORD netlog3\_flags;
3. DWORD netlog3\_logon\_attempts;
4. DWORD netlog3\_reserved1;
5. DWORD netlog3\_reserved2;
6. DWORD netlog3\_reserved3;
7. DWORD netlog3\_reserved4;
8. DWORD netlog3\_reserved5;
9. } NETLOGON\_INFO\_3,
10. \*PNETLOGON\_INFO\_3;

**netlog3\_flags:**  MUST be set to zero and MUST be ignored on receipt.

**netlog3\_logon\_attempts:**  The number of NTLM logon attempts made on the server since the last restart.

**netlog3\_reserved1:**  MUST be set to zero and MUST be ignored on receipt.

**netlog3\_reserved2:**   MUST be set to zero and MUST be ignored on receipt.

**netlog3\_reserved3:**  MUST be set to zero and MUST be ignored on receipt.

**netlog3\_reserved4:**  MUST be set to zero and MUST be ignored on receipt.

**netlog3\_reserved5:**  MUST be set to zero and MUST be ignored on receipt.

##### NETLOGON\_INFO\_4

The NETLOGON\_INFO\_4 structure defines information that is returned as part of an administrative query of the status of the Netlogon server, as detailed in the description of the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method in section 3.5.4.9.1. This structure is used to convey information about the status and properties of the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the primary or directly [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) containing the user account specified by the caller of the NetrLogonControl2Ex method.

1. typedef struct \_NETLOGON\_INFO\_4 {
2. [string] wchar\_t\* netlog4\_trusted\_dc\_name;
3. [string] wchar\_t\* netlog4\_trusted\_domain\_name;
4. } NETLOGON\_INFO\_4,
5. \*PNETLOGON\_INFO\_4;

**netlog4\_trusted\_dc\_name:**  A pointer to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) or [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of a DC that is used on the secure channel for the primary or directly trusted domain containing the specified user account. The name is the [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) if the DC was discovered using the discovery mechanism based on the DNS query and LDAP ping ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.3). The name is the NetBIOS name if the DC was discovered using the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78)-based mechanism ([MS-ADTS] section 6.3.5).

**netlog4\_trusted\_domain\_name:**  A pointer to a null-terminated Unicode string that contains the NetBIOS name of the primary or directly trusted domain containing the specified user account.

##### NETLOGON\_CONTROL\_QUERY\_INFORMATION

The NETLOGON\_CONTROL\_QUERY\_INFORMATION union selects an appropriate **NETLOGON\_INFO** data type, based on the value of the *QueryLevel* parameter to the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method described in section 3.5.4.9.1.

1. typedef
2. [switch\_type(DWORD)]
3. union \_NETLOGON\_CONTROL\_QUERY\_INFORMATION {
4. [case(1)]
5. PNETLOGON\_INFO\_1 NetlogonInfo1;
6. [case(2)]
7. PNETLOGON\_INFO\_2 NetlogonInfo2;
8. [case(3)]
9. PNETLOGON\_INFO\_3 NetlogonInfo3;
10. [case(4)]
11. PNETLOGON\_INFO\_4 NetlogonInfo4;
12. [default]  ;
13. } NETLOGON\_CONTROL\_QUERY\_INFORMATION,
14. \*PNETLOGON\_CONTROL\_QUERY\_INFORMATION;

**NetlogonInfo1:**  This field is selected when the switched DWORD ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.9) value is 1. For more details about [NETLOGON\_INFO\_1](#Section_afeb873c48264beba35cae73a708b108), see section 2.2.1.7.2.

**NetlogonInfo2:**  This field is selected when the switched DWORD value is 2. For more details about [NETLOGON\_INFO\_2](#Section_c48a87004c174afb8866f0cfc0c0a671), see section 2.2.1.7.3.

**NetlogonInfo3:**  This field is selected when the switched DWORD value is 3. For more details about [NETLOGON\_INFO\_3](#Section_be92a2cd950c4b268cd3475065406b92), see section 2.2.1.7.4.

**NetlogonInfo4:**  This field is selected when the switched DWORD value is 4. For more details about [NETLOGON\_INFO\_4](#Section_a2b4c31118314de6bf5efe8427323144), see section 2.2.1.7.5.

#### Obsolete Structures

The structures in this section SHOULD[<60>](#Appendix_A_60" \o "Product behavior note 60) be unsupported, but they are types associated with parameters in methods defined in section [3.4.5.8](#Section_c96e78b25b964002bf2f3d6297736edc) that are also obsolete.

##### NETLOGON\_VALIDATION\_UAS\_INFO

The NETLOGON\_VALIDATION\_UAS\_INFO structure was for the support of LAN Manager products and is beyond the scope of this document.

1. typedef struct \_NETLOGON\_VALIDATION\_UAS\_INFO {
2. [string] wchar\_t\* usrlog1\_eff\_name;
3. DWORD usrlog1\_priv;
4. DWORD usrlog1\_auth\_flags;
5. DWORD usrlog1\_num\_logons;
6. DWORD usrlog1\_bad\_pw\_count;
7. DWORD usrlog1\_last\_logon;
8. DWORD usrlog1\_last\_logoff;
9. DWORD usrlog1\_logoff\_time;
10. DWORD usrlog1\_kickoff\_time;
11. DWORD usrlog1\_password\_age;
12. DWORD usrlog1\_pw\_can\_change;
13. DWORD usrlog1\_pw\_must\_change;
14. [string] wchar\_t\* usrlog1\_computer;
15. [string] wchar\_t\* usrlog1\_domain;
16. [string] wchar\_t\* usrlog1\_script\_path;
17. DWORD usrlog1\_reserved1;
18. } NETLOGON\_VALIDATION\_UAS\_INFO,
19. \*PNETLOGON\_VALIDATION\_UAS\_INFO;

##### NETLOGON\_LOGOFF\_UAS\_INFO

The NETLOGON\_LOGOFF\_UAS\_INFO structure was for the support of LAN Manager products and is beyond the scope of this document.

1. typedef struct \_NETLOGON\_LOGOFF\_UAS\_INFO {
2. DWORD Duration;
3. USHORT LogonCount;
4. } NETLOGON\_LOGOFF\_UAS\_INFORMATION,
5. \*PNETLOGON\_LOGOFF\_UAS\_INFO;

##### UAS\_INFO\_0

The UAS\_INFO\_0 structure was for the support of LAN Manager products and is beyond the scope of this document.

1. typedef struct \_UAS\_INFO\_0 {
2. CHAR ComputerName[16];
3. ULONG TimeCreated;
4. ULONG SerialNumber;
5. } UAS\_INFO\_0,
6. \*PUAS\_INFO\_0;

##### NETLOGON\_DUMMY1

The NETLOGON\_DUMMY1 union MAY[<61>](#Appendix_A_61" \o "Product behavior note 61) serve as a placeholder.

1. typedef
2. [switch\_type(DWORD)]
3. union {
4. [case(1)]
5. ULONG Dummy;
6. } NETLOGON\_DUMMY1,
7. \*PNETLOGON\_DUMMY1;

**Dummy:**  The field is selected when the switched DWORD ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.2.9) value is 1.

## Directory Service Schema Elements Used by the Netlogon Remote Protocol

The Netlogon Remote Protocol accesses the [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) schema classes and attributes listed in the following table.

For the syntactic specifications of the following <Class> or <Class><Attribute> pairs, refer to Active Directory Domain Services (AD DS) ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f), [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0), and [[MS-ADSC]](%5bMS-ADSC%5d.pdf#Section_9abb5e97123d4da99557b353ab79b830)).

| Class | Attribute |
| --- | --- |
| nTDSDSA | objectGUID |
| trustedDomain | trustAuthIncoming  trustAuthOutgoing |
| computer | lmPwdHistory  operatingSystem  securityIdentifier  operatingSystemVersion  servicePrincipalName  unicodePwd  dnsHostName |

# Protocol Details

The Netlogon Remote Protocol [**remote procedure call (RPC)**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) interface is used primarily to maintain the relationship between a machine and its [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), and relationships among [**domain controllers (DCs)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) and domains. As such, there are several distinct responsibilities that the RPC interface fulfills while acting in this maintenance capacity. These responsibilities are as follows:[<62>](#Appendix_A_62" \o "Product behavior note 62)

* To establish and maintain the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) that is used by members of a domain to communicate with the domain controller (DC).
* To transport authentication requests from [**domain members**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) to the DC, and among DCs. This functionality is most commonly implemented by authentications using the NTLM Authentication Protocol ([[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4)), but it is also used by other protocols such as Kerberos and Digest ([[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) section 1.4).
* To transmit certain account changes, such as password changes or account lockout information. Details about the types of account changes that can be transmitted are as specified in [Netlogon NT Replication Details (section 3.6)](#Section_f28f9dc8eeb241129eeca466f639c761).
* To serve as its own [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) for its RPC connection; that is, the authentication protocol is used both within the RPC exchanges for specific methods, and also as a general authentication protocol for the entire Netlogon Remote Protocol RPC interface.

The details of the Netlogon Remote Protocol are presented in the following sections:

* Section [3.1](#Section_273b6905782d4a7ea2e44337816916e0) specifies the authentication aspects that are common to all Netlogon Remote Protocol roles, including establishing the secure channel. Before any method that utilizes the secure channel can be invoked, the authentication process that is described in this section MUST be completed.
* Section [3.2](#Section_8ea3ca7111074888b108f5bdcb350eea) specifies the use of the Netlogon Remote Protocol for pass-through authentication.
* Section [3.3](#Section_388e4b68f4e44e0498ecdfae7e9b1f01) specifies the use of the Netlogon Remote Protocol authentication method as a generic security authentication mechanism.
* Sections [3.4](#Section_2e745bde2f654857bd3c7de7b191c35a) and [3.5](#Section_1b79123d2f1e4970b9e8ea74ba95f95a) detail client and server operations, respectively.
* Section 3.6 specifies the behavior of the Netlogon Remote Protocol in the account replication role in environments with BDCs.

All the Netlogon Remote Protocol methods return 0x00000000 (NERR\_Success) to indicate success; otherwise, they return a 32-bit nonzero error code. There are two types of error codes returned, NET\_API\_STATUS ([[MS-ERREF]](%5bMS-ERREF%5d.pdf#Section_1bc92ddfb79e413cbbaa99a5281a6c90) section 2.2) and NTSTATUS ([MS-ERREF] section 2.3). For more information about NTSTATUS values, see [[NTSTATUSERR]](https://go.microsoft.com/fwlink/?LinkId=90238).

**Common Error Processing Rules**

Several Netlogon Remote Protocol methods apply the processing rules listed in the following section to determine which error codes are returned. The applicable processing rules from those mentioned in this section are referred to in each of the method descriptions. Error codes prepended with the prefix STATUS are of type NTSTATUS; the remaining error codes are of type NET\_API\_STATUS.

| Common Error Processing Rule | Description |
| --- | --- |
| **A** | If a server does not support a specific Netlogon RPC method, it MUST return ERROR\_NOT\_SUPPORTED or STATUS\_NOT SUPPORTED, based on the return type. This includes the case when the server is not a domain controller. |
| **B** | If the input parameter to a Netlogon RPC request is a [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b) or server name, the server SHOULD[<63>](#Appendix_A_63" \o "Product behavior note 63) look up this name in the domain the server hosts. If the name is not found, the server MUST return ERROR\_INVALID\_COMPUTERNAME or STATUS\_INVALID\_COMPUTER\_NAME. |
| **C** | If a server needs to locate a domain controller (DC) to service a Netlogon RPC request, it follows the method specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.6. If the DC cannot be located by following this method, the server MUST return ERROR\_NO\_LOGON\_SERVERS or STATUS\_NO\_LOGON\_SERVERS, depending on the return type. |
| **D** | If the [**Directory Service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) is paused and the Netlogon RPC method cannot be processed further, the server SHOULD return STATUS\_DS\_BUSY. |
| **E** | The server MUST return ERROR\_NO\_SUCH\_DOMAIN if the DC could not be located for the specified domain, or if the specified domain is not primary or directly [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6). |

The default pointer type for the Netlogon Remote Protocol RPC interface is pointer\_default(unique). Method calls are received at a dynamically assigned [**endpoint**](#gt_b91c1e27-e8e0-499b-8c65-738006af72ee) ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.3.3.3.1.4). The endpoints for the Netlogon Remote Protocol service are negotiated by the RPC endpoint mapper ([MS-RPCE] section 3.3.3.3.1.4).

**Out of Memory Errors**

Netlogon Remote Protocol methods require allocation of memory in order to execute their processing rules. If a client or server is unable to allocate the memory required, it MUST return STATUS\_NO\_MEMORY.

## Netlogon Common Authentication Details

The Netlogon [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) interface is used to establish and maintain the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca). The client MUST attempt to establish this secure channel with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) within the client's [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). (Common Error Processing Rule C MUST be applied whenever a secure connection to a DC is required by a method.) Establishing the secure channel is accomplished by first negotiating a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) (as specified in section [3.1.4.1](#Section_7b9e31d1670e4fc5ad549ffff50755f9)) over nonprotected RPC (nonprotected RPC is an RPC connection without any underlying security support), resulting in both the client and server mutually verifying each other's [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8). Verifying Netlogon credentials on both the client and server establishes that both ends shared the same password information for the requesting client. Therefore, both Netlogon credentials are valid. The client and server both store a copy of the Netlogon credential computed by using the [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473). This stored client Netlogon credential serves as a seed for authenticating further client-to-server operations.

Upon successful mutual verification, both client and server have the information necessary to compute a session key. The session key is used to secure further RPC communication between the two machines.

The following sections specify the common steps in the authentication portion of the Netlogon RPC interface, including Netlogon credential computation and the derivation and use of the session key.

### Abstract Data Model

This section describes a conceptual model of possible data organization that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

The Netlogon interface is used to create a secure connection between a client and a server, where the server is a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The client of the Netlogon interface can be a member of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca), another DC in the same domain, or a DC in a different but [**trusting**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domain. This secure connection is often referred to as the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca).

The connection is secured by the use of cryptographic algorithms. The key used for these algorithms, the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d), is computed on both the client and the server and is based on a [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) that has been previously shared between the client and the server. After the session key is computed on both sides, it is used to encrypt the communication between the two parties. There are two methods of deriving the key. The method used is version-dependent, as specified in section [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63).

Abstract variables of the session key operations are as follows:

**ClientStoredCredential:** A [NETLOGON\_CREDENTIAL (section 2.2.1.3.4)](#Section_d55e263271634f6cb6624b870e8cc1cd) structure containing the [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) that is created by the client and received by the server and that is used during computation and verification of the Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)).

**ClientChallenge:** A pointer to a NETLOGON\_CREDENTIAL structure that contains the [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473).

**NegotiateFlags:** A 32-bit set of bit flags that identify the negotiated capabilities between the client and the server.

**ServerStoredCredential:** A NETLOGON\_CREDENTIAL structure containing the credential that is created by the server and received by the client and that is used during computation and verification of the Netlogon authenticator.

**ServerChallenge:** A pointer to a NETLOGON\_CREDENTIAL structure that contains the [**server challenge (SC)**](#gt_7deccd83-29bf-4f63-ba8d-d3ae04d196e9) response.

**SharedSecret:** An even-numbered sequence of bytes, with no embedded zero values, that is a plain-text secret (password) shared between the client and the server. Implementers can choose to store the **unicodePwd** ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.332) instead of a clear text version of the shared secret.[<64>](#Appendix_A_64" \o "Product behavior note 64)[<65>](#Appendix_A_65" \o "Product behavior note 65)[<66>](#Appendix_A_66" \o "Product behavior note 66) For more information, refer to the ADM element **Password** in [[MS-WKST]](%5bMS-WKST%5d.pdf#Section_5bb08058bc364d3cabebb132228281b7) section 3.2.1.6; initialization of this shared ADM element is covered in the domain join and unjoin sections of [MS-WKST] (sections 3.2.4.13 and 3.2.4.14).

**TrustPasswordVersion:** An unsigned 32-bit integer that indicates the number of times that a trust password has changed.[<67>](#Appendix_A_67" \o "Product behavior note 67)

**SealSecureChannel:** A Boolean setting that indicates whether the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) message has to be encrypted or just integrity-protected ([[C706]](https://go.microsoft.com/fwlink/?LinkId=89824) section 13.2.5). When TRUE, the message will be encrypted; otherwise, it will be integrity-protected.

**StrongKeySupport:** A Boolean setting that indicates whether a strong method of creating the session key will be used. A strong method, in the context of Netlogon, is one that uses the MD5 message-digest algorithm [[RFC1321]](https://go.microsoft.com/fwlink/?LinkId=90275). The behavior of this setting is specified in section 3.1.4.3.

The Netlogon client and server variables are as follows:

**LocatedDCsCache:** A cache SHOULD be implemented containing a set of previously located DCs. The fields of the cache are implementation-specific but are required to contain enough information to be able to respond correctly to a DC locator request. Any cache implementation MUST be able to return the set of cache results given a [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c). The results SHOULD be equivalent to the DOMAIN\_CONTROLLER\_INFOW structure. Also, each entry SHOULD maintain, and return with any cache lookup, two timestamps. The first timestamp indicates when the entry was created so that age checks can be performed in order to invalidate stale cache entries. The second timestamp indicates the last communication with the indicated machine in order to facilitate periodic liveliness tests with the cached DC (see section [3.5.4.3.1](#Section_fb8e1146a0454c3198d1c68507ad5620) for more information).

**SealSecureChannel:** A Boolean setting that indicates whether the RPC message has to be encrypted or just integrity-protected ([C706] section 13.2.5). When TRUE, the message will be encrypted; otherwise, it will be integrity-protected.

Implementations SHOULD[<68>](#Appendix_A_68" \o "Product behavior note 68) persistently store and retrieve the **SealSecureChannel** variable.

The implementation SHOULD also expose the key and value at the specified registry path using the Windows Remote Registry Protocol [[MS-RRP]](%5bMS-RRP%5d.pdf#Section_0fa3191dbb79490a81bd54c2601b7a78). For each abstract data model (ADM) element that is loaded from the registry, there is one instance that is shared between the Windows Remote Registry Protocol and the protocol(s) that use the ADM element. Any changes made to the registry keys will be reflected in the ADM elements when a PolicyChange event is received ([[MS-GPOD]](%5bMS-GPOD%5d.pdf#Section_6e6349392ccf4412b75f0035dc05ea67) section 2.8.2).

### Timers

None.

### Initialization

See section [3.4.3](#Section_8db09e2864ff45a78219943405a74b56) for client initialization, and see section [3.5.3](#Section_f8c12682fd984c1a8b0ab6e153f96186) for server initialization.

### Message Processing Events and Sequencing Rules

Netlogon communication between a client and a server occurs through [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) calls. A subset of the methods defined by Netlogon's RPC interface requires a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) to be established between the client and the server before these methods are called. Section [3.1.4.6](#Section_f61c3f4a53ff4f3090066d93a2162ef8) lists all Netlogon methods that require a session key. This section also specifies the sequence of steps that a client MUST follow when calling any method in the list. Section [3.1.4.7](#Section_6b7f7a1c83b7452c9b7b2ece221e236d) specifies the required sequence of steps that a client MUST follow when calling methods that do not require a session key. Section [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63) specifies how the session key is computed. Section [3.1.4.10](#Section_00ac739d274d434b9efbfad10405721a) specifies how a client attempts to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

#### Session-Key Negotiation

[**Session-key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) negotiation between a client and a server is performed over an unprotected [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) channel.

The following diagram illustrates the negotiation flow.
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Figure 7: Session-key negotiation

Session-key negotiation works as follows.

1. The client binds to the remote Netlogon RPC [**endpoint**](#gt_b91c1e27-e8e0-499b-8c65-738006af72ee) on the server. The client then generates a [**nonce**](#gt_001c0e40-0980-417d-853c-f7cb34ba6d3b), called the [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473), and sends the client challenge to the server as an input argument to the [NetrServerReqChallenge](#Section_5ad9db9f74414ce58c7b7b771e243d32) method call.
2. The server receives the client's NetrServerReqChallenge call. The server generates its own nonce, called the [**server challenge (SC)**](#gt_7deccd83-29bf-4f63-ba8d-d3ae04d196e9). In its response to the client's NetrServerReqChallenge method call, the server sends the SC back to the client as an output argument to NetrServerReqChallenge. After the client has received the server's response, both computers have one another's challenge nonce (client challenge and server challenge (SC), respectively).
3. The client computes a session key, as specified in section [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63), Session-Key Computation. The client specifies an initial set of capabilities by providing an initial set of values in the NegotiateFlags.
4. The client computes its client Netlogon [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) by using client challenge as input to the credential computation algorithm, as specified in section [3.1.4.4](#Section_594909fd725f45ac979962e4aefe0585).
5. The client exchanges its client Netlogon credential with the server by passing it in the [NetrServerAuthenticate](#Section_2561f16011f943a7bad45721a05e8ad8), [NetrServerAuthenticate2](#Section_985982ae9aa84565b30b33d6353d3355), or [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9) call as the ClientCredential input argument. The selection of the particular method called by the client is specified in section [3.4.5.2.2](#Section_5ce4f403c16e42bc9c6e30d7e319feac).
6. The server receives the NetrServerAuthenticate, NetrServerAuthenticate2, or NetrServerAuthenticate3 call and verifies the client Netlogon credential. It does this by computing a session key, as specified in section 3.1.4.3, duplicating the client Netlogon credential computation, using its stored copy of client challenge, and comparing the result of this recomputation with the client Netlogon credential that was just received from the client. If the comparison fails, the server MUST fail session-key negotiation without further processing of the following steps.
7. The server computes its server Netlogon credential by using the server challenge as input to the credential computation algorithm, as specified in section 3.1.4.4. The server returns the server Netlogon credential as the ServerCredential output parameter of the NetrServerAuthenticate, NetrServerAuthenticate2, or NetrServerAuthenticate3 call.
8. The client verifies the server Netlogon credential. It does this by recomputing the server Netlogon credential, using its stored copy of server challenge, and comparing the result of this recomputation with the server Netlogon credential passed back from the server. If the comparison fails, the client MUST fail session-key negotiation.
9. Upon mutual verification, the client and server agree to use the computed session key for encrypting and/or signing further communications.
10. The client calls the NetrLogonGetCapabilities method (section [3.4.5.2.10](#Section_5e43f2088ecb4d10b5e5206836fe0e7d)).
11. The server SHOULD[<69>](#Appendix_A_69" \o "Product behavior note 69) return the negotiated flags for the current exchange.
12. The client SHOULD[<70>](#Appendix_A_70" \o "Product behavior note 70) compare the received ServerCapabilities (section [3.5.4.4.10](#Section_5780fc6c82f0489fb9a0a9e855388492)) with the negotiated NegotiateFlags (section 3.5.4.4.2), and if there is a difference, the session key negotiation is aborted.
13. The client sets the ServerSessionInfo.LastAuthenticationTry (indexed by server name) to the current time. This prevents authentication retries from occurring for 45 seconds, unless a new transport notification is received.

In the first phase of session-key negotiation (NetrServerReqChallenge), the client and server exchange nonces. This allows both the client and the server to compute a session key by using the algorithm described in section 3.1.4.3. To provide mutual authentication, both the client and the server calculate a Netlogon credential based on their own nonce, using the computed session key, and exchange them in the second phase of session-key negotiation (NetrServerAuthenticate or NetrServerAuthenticate2 or NetrServerAuthenticate3). Because nonces are exchanged in the first phase, this allows each side to calculate the other party's Netlogon credential locally, and then compare it with the received one. If the locally computed credential matches the one supplied by the other party, this proves to the client and to the server that the respective party has access to the [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1).

For more information about the methods involved in session-key negotiation, see client and server details in sections [3.4](#Section_2e745bde2f654857bd3c7de7b191c35a) and [3.5](#Section_1b79123d2f1e4970b9e8ea74ba95f95a).

#### Netlogon Negotiable Options

As part of the [**session-key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) negotiation, the client and server use the *NegotiateFlags* parameter of [NetrServerAuthenticate2](#Section_985982ae9aa84565b30b33d6353d3355) or [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9) to negotiate support for the following options. The client offers an initial set of capabilities through the *NegotiateFlags* parameter to the server as input. The server then selects the capabilities acceptable to it. The capabilities that are supported by the server are combined with the capabilities supported by the client by performing a bit-wise AND; the result of the operation is returned to the client as output, as detailed in sections 3.5.4.4.2 and 3.5.4.4.3. The client MUST inspect the returned negotiation capabilities to determine whether server-selected capabilities are supported by the client, and that all of the capabilities required by the client are returned by the server. For example, a client could be configured outside the protocol to require strong-key support; if the server did not offer strong-key support, the client SHOULD reject the server.

If **NT4Emulator** is set to TRUE and bit U has not been set in *NegotiateFlags* as input, then the server MUST return 0 for bits J, K, L, M, N, O, P, Q, R, S, T, U, V, W, X, and Y in the output of the *NegotiateFlags* parameter.

The following options are negotiable between the client and the server as part of the session-key negotiation. An option is TRUE (or set) if its value is equal to 1.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | Y | X | 0 | 0 | 0 | 0 | W | 0 | 0 | V | U | T | S | R | Q | P | O | N | M | L | K | J | I | H | G | F | E | D | C | B | A |

Where the negotiable options SHOULD[<71>](#Appendix_A_71" \o "Product behavior note 71) be defined as the following:

| Option | Meaning |
| --- | --- |
| A | Not used. MUST be ignored on receipt. |
| B | Presence of this flag indicates that BDCs MAY[<72>](#Appendix_A_72" \o "Product behavior note 72) persistently try to update their [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) to the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d)'s version after they get a notification indicating that their database is out-of-date. Server-to-server only. |
| C | Supports [**RC4**](#gt_d57eac33-f561-4a08-b148-dfcf29cfb4d8) encryption. |
| D | Not used. MUST be ignored on receipt. |
| E | Supports BDCs handling CHANGELOGs. Server-to-server only. |
| F | Supports restarting of full synchronization between [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). Server-to-server only. |
| G | Does not require ValidationLevel 2 for nongeneric passthrough. |
| H | Supports the NetrDatabaseRedo (Opnum 17) functionality (section [3.5.4.6.4](#Section_c8352ce88b094baeaaf7456d7e6fda6c)). |
| I | Supports refusal of password changes. |
| J | Supports the NetrLogonSendToSam (Opnum 32) functionality. |
| K | Supports generic pass-through authentication. |
| L | Supports concurrent [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) calls. |
| M | Supports avoiding of user account database replication. Server-to-server only. |
| N | Supports avoiding of Security Authority database replication. Server-to-server only. |
| O | Supports strong keys. |
| P | Supports [**transitive trusts**](#gt_1c9fbb3f-ba87-419f-bd0c-39f73cee86f7). |
| Q | Not used. MUST be ignored on receipt. |
| R | Supports the [NetrServerPasswordSet2](#Section_14b020a80bcf4af5ab72cc92bc6b1d81) functionality. |
| S | Supports the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) functionality. |
| T | Supports cross-[**forest trusts**](#gt_035d9ce5-f117-4251-8d4d-127c462ec4a0). |
| U | Supports neutralizing Windows NT 4.0 operating system emulation. Note that when this flag is negotiated between a client and a server, it indicates that the server SHOULD ignore the **NT4Emulator** ADM element.[<73>](#Appendix_A_73" \o "Product behavior note 73) |
| V | Supports [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) pass-through to different [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).[<74>](#Appendix_A_74" \o "Product behavior note 74) |
| W | Supports [**Advanced Encryption Standard (AES)**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) encryption (128 bit in 8-bit CFB mode) and SHA2 hashing as specified in sections [2.2.1.3.3](#Section_fc77c8aa6c21446ba8224da26cc8a9a8), [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63), [3.1.4.4](#Section_594909fd725f45ac979962e4aefe0585), and [3.3](#Section_388e4b68f4e44e0498ecdfae7e9b1f01).[<75>](#Appendix_A_75" \o "Product behavior note 75) |
| X | Not used. MUST be ignored on receipt. |
| Y | Supports Secure RPC.[<76>](#Appendix_A_76" \o "Product behavior note 76) |

All other bits MUST be set as specified in the *NegotiateFlags* description and MUST be ignored on receipt.

#### Session-Key Computation

Although ClientChallenge and ServerChallenge are treated normally as byte arrays, ClientChallenge and ServerChallenge are treated as 64-bit integers in little-endian format to set the sum in the following pseudocode. The carry of the most-significant bit is ignored in the sum of the ClientChallenge and ServerChallenge.

##### AES Session-Key

If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) support is negotiated between the client and the server, the strong-key support flag is ignored and the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is computed with the HMAC-SHA256 algorithm [[RFC4634]](https://go.microsoft.com/fwlink/?LinkId=90486), as specified in the steps of pseudocode that follow. SHA256Reset, SHA256Input, SHA256FinalBits, and SHA256Result are predicates or functions specified in [RFC4634]. MD4 is specified in [[RFC1320]](https://go.microsoft.com/fwlink/?LinkId=90274).

1. ComputeSessionKey(SharedSecret, ClientChallenge,
2. ServerChallenge)
3. M4SS := MD4(UNICODE(SharedSecret))
4. CALL SHA256Reset(HashContext, M4SS, sizeof(M4SS));
5. CALL SHA256Input(HashContext, ClientChallenge, sizeof(ClientChallenge));
6. CALL SHA256FinalBits (HashContext, ServerChallenge, sizeof(ServerChallenge));
7. CALL SHA256Result(HashContext, SessionKey);
8. SET SessionKey to lower 16 bytes of the SessionKey;

The key produced with AES support negotiated is 128 bits (16 bytes).

##### Strong-key Session-Key

If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) is not negotiated and strong-key support is one of the flags in the NegotiateFlags between the client and the server, the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is computed with the MD5 message-digest algorithm [[RFC1321]](https://go.microsoft.com/fwlink/?LinkId=90275), as specified in the steps of pseudocode that follow. MD5Init, MD5Update, and MD5Final are predicates or functions specified in [RFC1321]. HMAC\_MD5 is a function specified in [[RFC2104]](https://go.microsoft.com/fwlink/?LinkId=90314). The md5Context variable is of type MD5\_CTX, as specified in [RFC1321].

1. SET zeroes to 4 bytes of 0
2. ComputeSessionKey(SharedSecret, ClientChallenge,
3. ServerChallenge)
4. M4SS := MD4(UNICODE(SharedSecret))
5. CALL MD5Init(md5context)
6. CALL MD5Update(md5context, zeroes, [4 bytes])
7. CALL MD5Update(md5context, ClientChallenge, [8 bytes])
8. CALL MD5Update(md5context, ServerChallenge, [8 bytes])
9. CALL MD5Final(md5context)
10. CALL HMAC\_MD5(md5context.digest, md5context.digest length,
11. M4SS, length of M4SS, output)
12. SET Session-Key to output

The key produced with strong-key support negotiated is 128 bits (16 bytes).

##### DES Session-Key

If neither [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) nor strong-key support is negotiated between the client and the server, the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is computed by using the DES encryption algorithm in ECB mode, as specified in [[FIPS81]](https://go.microsoft.com/fwlink/?LinkId=89874), as follows.

1. ComputeSessionKey(SharedSecret, ClientChallenge,
2. ServerChallenge)
3. M4SS := MD4(UNICODE(SharedSecret))
4. SET sum to ClientChallenge + ServerChallenge
5. SET k1 to lower 7 bytes of the M4SS
6. SET k2 to upper 7 bytes of the M4SS
7. CALL DES\_ECB(sum, k1, &output1)
8. CALL DES\_ECB(output1, k2, &output2)
9. SET Session-Key to output2

The key produced without AES and strong-key support negotiated is 64 bits and is padded to 128 bits with zeros in the most-significant bits.

#### Netlogon Credential Computation

When establishing a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca), the input is the [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473) when the Netlogon [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) for the client is being computed, and the [**server challenge (SC)**](#gt_7deccd83-29bf-4f63-ba8d-d3ae04d196e9) when the Netlogon credential for the server is being computed. For subsequent calls using [**authenticators**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3), the input is the previously computed credential.

Output contains the computed 64-bit Netlogon credential.

##### AES Credential

If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) support is negotiated between the client and the server, the Netlogon [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) are computed using the AES-128 encryption algorithm in 8-bit CFB mode with a zero initialization vector.

1. ComputeNetlogonCredential(Input, Sk,
2. Output)
3. SET IV = 0
4. CALL AesEncrypt(Input, Sk, IV, Output)

AesEncrypt is the AES-128 encryption algorithm in 8-bit CFB mode with a zero initialization vector [[FIPS197]](https://go.microsoft.com/fwlink/?LinkId=89870).

##### DES Credential

The [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is computed as follows.

1. InitLMKey(KeyIn, KeyOut)
2. KeyOut[0] = KeyIn[0] >> 0x01;
3. KeyOut[1] = ((KeyIn[0]&0x01)<<6) | (KeyIn[1]>>2);
4. KeyOut[2] = ((KeyIn[1]&0x03)<<5) | (KeyIn[2]>>3);
5. KeyOut[3] = ((KeyIn[2]&0x07)<<4) | (KeyIn[3]>>4);
6. KeyOut[4] = ((KeyIn[3]&0x0F)<<3) | (KeyIn[4]>>5);
7. KeyOut[5] = ((KeyIn[4]&0x1F)<<2) | (KeyIn[5]>>6);
8. KeyOut[6] = ((KeyIn[5]&0x3F)<<1) | (KeyIn[6]>>7);
9. KeyOut[7] = KeyIn[6] & 0x7F;
10. for( int i=0; i<8; i++ ){
11. KeyOut[i] = (KeyOut[i] << 1) & 0xfe;
12. }

Assume bytes(s, e, l) returns bytes from s to e of the byte array l. After a session key is computed, a Netlogon [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) is computed. If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) support is not negotiated between the client and the server, the Netlogon credentials are computed using DES:

1. ComputeNetlogonCredential(Input, Sk,
2. Output)
3. SET k1 to bytes(0, 6, Sk)
4. CALL InitLMKey(k1, k3)
5. SET k2 to bytes(7, 13, Sk)
6. CALL InitLMKey(k2, k4)
7. CALL DES\_ECB(Input, k3, &output1)
8. CALL DES\_ECB(output1, k4, &output2)
9. SET Output to output2

DES\_ECB is the DES encryption algorithm in ECB mode ([[FIPS81]](https://go.microsoft.com/fwlink/?LinkId=89874) and [[FIPS46-2]](https://go.microsoft.com/fwlink/?LinkId=89871)).

#### Netlogon Authenticator Computation and Verification

All methods that require a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca), except [NetrLogonSamLogonEx](#Section_1725735133844de5bfe0453926ef67cd), will use Netlogon [**authenticators**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3). If the Netlogon [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) call is using Netlogon authenticators, the following steps are used to calculate the authenticator:

1. Each time a client sends a new request, it records the current time stamp (expressed as the number of seconds since 00:00:00 on January 1, 1970 (UTC)) in the **TimeStamp** field of the [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5. The client also adds the value of this time stamp to the stored Netlogon client [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) and encrypts the result with the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d), using the Netlogon credential computation algorithm described in section [3.1.4.4](#Section_594909fd725f45ac979962e4aefe0585). The result of this computation is stored in the **Credential** field of the NETLOGON\_AUTHENTICATOR structure and is then sent to the server.
2. SET TimeNow = current time;
3. SET ClientAuthenticator.Timestamp = TimeNow;
4. SET ClientStoredCredential = ClientStoredCredential + TimeNow;
5. CALL ComputeNetlogonCredential(ClientStoredCredential,
6. Session-Key, ClientAuthenticator.Credential);
7. When the server receives a request, the server confirms the validity of the Netlogon authenticator that it received with the request. Validation is achieved by adding the time stamp transmitted in the received Netlogon authenticator to the server's stored copy of the Netlogon credential, and by encrypting the result with the session key, using the algorithm specified in section 3.1.4.4. The server then compares the Netlogon credential that it just calculated with the Netlogon credential transmitted in the received Netlogon authenticator. If the Netlogon credentials do not match, the operation fails, and an error indicating that access is denied is returned to the client.

If the Netlogon credentials match, the server increments the Netlogon credential in the Netlogon authenticator by one, performs the computation described in section 3.1.4.4, Netlogon Credential Computation, and stores the new Netlogon credential. The server returns a Netlogon authenticator that contains the new Netlogon credential to the client.

1. SET ServerStoredCredential = ServerStoredCredential +
2. ClientAuthenticator.Timestamp;
3. CALL ComputeNetlogonCredential(ServerStoredCredential,
4. Session-Key, TempCredential);
5. IF TempCredential != ClientAuthenticator.Credential
6. THEN return access denied error
7. SET ServerStoredCredential = ServerStoredCredential + 1;
8. CALL ComputeNetlogonCredential(ServerStoredCredential,
9. Session-Key, ServerAuthenticator.Credential);
10. The client validates the returned Netlogon authenticator by incrementing its stored Netlogon credential by one, encrypting the result with the session key using the algorithm described in section 3.1.4.4, and comparing the results. If this is successful, the client stores the Netlogon credential part of the Netlogon authenticator as the new Netlogon credential. If the validation failed, the client SHOULD re-establish its secure channel with the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).
11. SET ClientStoredCredential = ClientStoredCredential + 1;
12. CALL ComputeNetlogonCredential(ClientStoredCredential,
13. Session-Key, TempCredential);
14. IF TempCredential != ServerAuthenticator.Credential
15. THEN return abort

In each of the addition operations previously performed, the least-significant 4 bytes of the credential are added with the 4-byte time stamp value (or the constant 1), and overflow is ignored. This leaves the most-significant 4 bytes of the credential unmodified.

#### Calling Methods Requiring Session-Key Establishment

To call the methods in the following set, the client and the server MUST have performed [**session-key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) negotiation. If negotiation has not been completed prior to the time of a call, negotiation MUST be initiated and completed before making the call. Each method that requires a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) is described in section [3.5](#Section_1b79123d2f1e4970b9e8ea74ba95f95a), with the errors specified. For descriptions of the following methods, see section 3.5.

* NetrGetForestTrustInformation
* NetrLogonGetCapabilities
* NetrLogonSamLogon
* NetrLogonSamLogonEx
* NetrLogonSamLogonWithFlags
* NetrLogonSamLogoff
* NetrLogonSendToSam
* NetrServerPasswordGet
* NetrServerPasswordSet
* NetrServerPasswordSet2
* NetrServerGetTrustInfo
* NetrServerTrustPasswordsGet
* NetrLogonGetDomainInfo
* NetrDatabaseDeltas
* NetrDatabaseSync2
* NetrDatabaseSync
* NetrDatabaseRedo
* NetrAccountDeltas
* NetrAccountSync
* NetrLogonDummyRoutine1

The client follows this sequence of steps.

1. The client binds to the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) server.[<77>](#Appendix_A_77" \o "Product behavior note 77)

The client and server SHOULD[<78>](#Appendix_A_78" \o "Product behavior note 78) utilize a secure bind. If a secure bind is used, the client instructs the RPC runtime to use the Netlogon SSP ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.7) for privacy/integrity of the RPC messages. If the SealSecureChannel setting is TRUE, the client requests the Privacy [**authentication level**](#gt_bfb9708e-9d05-4f79-8969-ef63f73aa434) from the RPC runtime. If the SealSecureChannel setting is FALSE, then the authentication level requested is Integrity.

1. If the call to be made uses Netlogon [**authenticators**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3), the client MUST compute the Netlogon authenticator to be passed as a parameter to the RPC method, as specified in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).
2. The client calls the method on the server. If the RPC server denies access, the client SHOULD attempt to re-establish the session key with the target server if the difference between the current time and value of ServerSessionInfo.LastAuthenticationTry (indexed by the name of the target server) is greater than 45 seconds.
3. The server MUST verify the authenticator, if used, and compute the return authenticator, as specified in section 3.1.4.5.
4. The client MUST validate the returned authenticator, if used.
5. The client MAY unbind from the server, but it SHOULD[<79>](#Appendix_A_79" \o "Product behavior note 79) reuse the binding for multiple RPC calls.

#### Calling Methods Not Requiring Session-Key Establishment

The client follows this sequence of steps:

1. The client SHOULD bind to the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) server using the named pipe "\PIPE\NETLOGON", or MAY bind to the RPC server over TCP/IP.

**Note**  The TCP/IP channel cannot support impersonation for access control, and is therefore unusable. The server will ignore any calls made via this channel.

1. The client MUST call the method on the server.
2. The client SHOULD unbind from the server, or it MAY reuse the binding for multiple RPC calls.

#### Determining If the Implementation Is Running on a Domain Controller

The implementation determines whether it is running on a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) by querying the current server configuration by calling the abstract interface **ServerGetInfo** specified in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.6, specifying a level of 101. The resulting bufptr contains a **SERVER\_INFO\_101** structure, as specified in [MS-DTYP] section 2.3.12. The determination is TRUE if **sv101\_version\_type** contains SV\_TYPE\_DOMAIN\_CTRL or SV\_TYPE\_DOMAIN BAKCTRL. If **sv101\_version\_type** does not contain either of these values, the determination is FALSE.

#### Determining if a Request is for the Current Domain

If the server is running on a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the server determines if a request is for its [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) by comparing the domain the request was intended for and the domain-name ADM element.

#### Client Domain Controller Location

The client MUST attempt to locate a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) of a given [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). A client locally invokes processing rules specified in [DsrGetDCName](#Section_86a3fa5b1f0e412a942f33a10e5e9eff) (section 3.5.4.3.3) with the method parameters set as follows:

* Set the *ComputerName* parameter to NULL.
* Set the *DomainName* parameter to the [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c).
* Set the *DomainGuid* parameter to NULL.
* Set the *SiteGuid* parameter to NULL.
* Set the *Flags* parameter to a bitwise OR of the bits L and R that are specified in [DsrGetDcNameEx2](#Section_fb8e1146a0454c3198d1c68507ad5620) (section 3.5.4.3.1).

If DsrGetDCName returns with no errors, the **DomainControllerName** field of the returned **DomainControllerInfo** structure will contain the DC name.

### Timer Events

No protocol timer events are required on the client beyond the timers required in the underlying [**RPC transport**](#gt_c2eeb200-3cd0-4916-966e-d7d6bff1737a).

### Other Local Events

No additional local events are used on the client beyond the events maintained in the underlying [**RPC transport**](#gt_c2eeb200-3cd0-4916-966e-d7d6bff1737a) and Group Policy notification.

The Netlogon client and server register a local change notification callback with the Group Policy: Security Protocol Extension Client [[MS-GPSB]](%5bMS-GPSB%5d.pdf#Section_6a07a06be62847659d910d63ba47fdc0). The client SHOULD[<80>](#Appendix_A_80" \o "Product behavior note 80) send Netlogon a PolicyChange event when the policy is changed.

## Pass-Through Authentication Details

Netlogon has various roles, one of which is to securely transport data for authentication packages between the client and the server.

### Abstract Data Model

None.

### Timers

None.

### Initialization

Using Netlogon for pass-through authentication requires a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) to have already been negotiated, as specified in section [3.1.4.1](#Section_7b9e31d1670e4fc5ad549ffff50755f9).

### Message Processing Events and Sequencing Rules

Netlogon is used to securely transport data for authentication packages between the client and the server. This is accomplished by packages calling the [NetrLogonSamLogon](#Section_a3a192c800704ae3a537dfe0a144426a) or [NetrLogonSamLogonEx](#Section_1725735133844de5bfe0453926ef67cd) methods. Netlogon takes the data specified in the input parameters by the authentication package on the client and sends it unexamined over the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to the server. The server delivers the data to the target authentication package.

#### Generic Pass-Through

When using the [NetrLogonSamLogon](#Section_a3a192c800704ae3a537dfe0a144426a) method, as specified in section 3.5.4.5.3, or the [NetrLogonSamLogonEx](#Section_1725735133844de5bfe0453926ef67cd) method, as specified in section 3.5.4.5.1, for generic pass-through, the following requirements MUST be met:

* The *LogonLevel* parameter is 4 ([NetlogonGenericInformation](#Section_8c7808e54e5c420e9c9047286da2218f)).
* The *ValidationLevel* parameter is 5 ([NetlogonValidationGenericInfo2](#Section_5eb0b7cb3a55477b92fcc236bd5873fa)).
* The *LogonInformation* parameter is [NETLOGON\_GENERIC\_INFO](#Section_c03d6d959b5e43299645eedcdd167f6e).
* NETLOGON\_GENERIC\_INFO.**PackageName** is "Kerberos" ([[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) section 3.2.5.1) or "WDigest" ([MS-APDS] section 3.3.5.1).

Protocols that use Netlogon for generic pass-through will also include opaque [**Binary Large Objects (BLOBs)**](#gt_ad861812-8cb0-497a-80bb-13c95aa4e425) that comprise their respective message data. These BLOBs are passed in the **LogonData** field of the NETLOGON\_GENERIC\_INFO structure, with the size of the data specified in the **DataLength** field. The BLOB is passed from one system's Netlogon component to the other system's component over the wire. Netlogon will then pass the opaque BLOB to the security package specified in the **PackageName** field.

The [NETLOGON\_LOGON\_IDENTITY\_INFO](#Section_81c44fa00a2741b3b607de39cce7ea1d) structure (as specified in section 2.2.1.4.15) inside the NETLOGON\_GENERIC\_INFO structure (as specified in section 2.2.1.4.2) MUST:

* Contain the LogonDomainName.
* Ensure that the rest of the NETLOGON\_LOGON\_IDENTITY\_INFO fields are zeroed out.

The response is sent by the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) via the *ValidationInformation* parameter, which points to a pointer to the [NETLOGON\_VALIDATION\_GENERIC\_INFO2](#Section_e89f8f5b098541a0b1101ae0ea2bd183) structure.

See [MS-APDS] for a specification of how NTLM, Kerberos, and Digest authentication packages use the Netlogon [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca).

### Timer Events

No protocol timer events are required on the client beyond the timers required in the underlying [**RPC transport**](#gt_c2eeb200-3cd0-4916-966e-d7d6bff1737a).

### Other Local Events

No additional local events are used on the client beyond the events maintained in the underlying [**RPC transport**](#gt_c2eeb200-3cd0-4916-966e-d7d6bff1737a).

## Netlogon as a Security Support Provider

In addition to other functionality, Netlogon also serves as a limited private SSP[<81>](#Appendix_A_81" \o "Product behavior note 81) for use by Netlogon and [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.1.1.7) when encrypting and signing data during communication.[<82>](#Appendix_A_82" \o "Product behavior note 82) Central to this capability is the use of the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d), as specified in section [3.1](#Section_273b6905782d4a7ea2e44337816916e0). This section specifies the behavior of the [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) role for both client and server.

Netlogon implements a service that allows the RPC runtime to perform a [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) negotiation between the client and the server and to use per-message calls to protect the data being passed over the network. For Netlogon to be able to perform this functionality, a session key

MUST have been established between the client and the server as described in section 3.1. Netlogon registers with the RPC runtime as a security provider with the auth\_type value (as specified in [MS-RPCE] section 2.2.2.11) of 0x44.

When serving as its own generic SSP, Netlogon always provides the following service features:

* Integrity: Signed messages are constructed so that they cannot be tampered with while in transit. The generation and receipt of the [Netlogon Signature](#Section_2af2dc5f794143aba6d063161a591a6e) token will always provide integrity protection for the messages.
* Sequence Detect: Signed messages are constructed such that out-of-order sequences can be detected. The generation and receipt of the Netlogon Signature token will always detect out-of-sequence messages.

### Abstract Data Model

This section describes a conceptual model of possible data organization that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

Netlogon serves as a [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) for its own [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) connections. As such, it provides the following service: Confidentiality.

For protocol features, once a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) has been established through the session-key negotiation, Netlogon relies upon the RPC runtime to invoke the per-message functions. The following define the services provided by the Netlogon [**security support provider (SSP)**](#gt_e0edad22-1b0e-42f3-8e51-50f8aa30b29a).

**Note**  The following defined variables are logical, abstract parameters that an implementation is required to maintain and expose to provide the proper level of service. How these variables are maintained and exposed is determined by the implementation.

**Confidentiality:**  A Boolean setting that indicates that the caller is requiring encryption of messages so that they cannot be read while in transit. Requesting this service results in Netlogon encrypting the message. For more information, see sections [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed) and [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63).

As per [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.2.11, the **auth\_level** field of the **sec\_trailer** structure determines the [**authentication level**](#gt_bfb9708e-9d05-4f79-8969-ef63f73aa434) used. Netlogon only supports RPC\_C\_AUTHN\_LEVEL\_PKT\_INTEGRITY and RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY. A value of RPC\_C\_AUTHN\_LEVEL\_PKT\_INTEGRITY implies that Integrity is provided by the Netlogon SSP, and a value of RPC\_C\_AUTHN\_LEVEL\_PKT\_PRIVACY implies that Confidentiality is provided by the Netlogon SSP. Sequence detection is always provided.

The Netlogon SSP maintains the following set of data for each session:

**ClientSequenceNumber:** A 64-bit integer value used for detecting out-of-order messages on the client side.

**ServerSequenceNumber:** A 64-bit integer value used for detecting out-of-order messages on the server side.

**Session-Key:** See section 3.1.4.3 for **Session-Key** computation details.

**NegotiateFlags:** See section [3.1.1](#Section_708b71329e72447c992bd0bef4078f81) for **NegotiateFlags** details.

**MessageBlockSize:** An integer that indicates the minimum size of messages for encryption. This value MUST be 1.

### Timers

None.

### Initialization

Establishing a Netlogon [**security context**](#gt_88d49f20-6c95-4b64-a52c-c3eca2fe5709) requires a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) to have already been negotiated, as described in section [3.1.4.1](#Section_7b9e31d1670e4fc5ad549ffff50755f9).

### Message Processing Events and Sequencing Rules

Netlogon uses two types of tokens when functioning as an SSP: [NL\_AUTH\_MESSAGE](#Section_525f0bf3ebd943609343685767eb3c67) and [NL\_AUTH\_SIGNATURE](#Section_05b99afd1b6a4207b16e959e6a483867).

#### The NL\_AUTH\_MESSAGE Token

The NL\_AUTH\_MESSAGE token contains information that is part of the first message in an authenticated transaction between a client and a server. It contains a message type, flags, and naming information. For the exact format, see section [2.2.1.3.1](#Section_525f0bf3ebd943609343685767eb3c67).

The NL\_AUTH\_MESSAGE token is part of the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) PDU AUTH trailer structure as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 2.2.2.11.

The client generates an initial token and sends it to the server. The server receives the token, processes it, and passes back a return token to the client.

The exchange of this message requires a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) to have been negotiated as described in section [3.1](#Section_273b6905782d4a7ea2e44337816916e0). Upon successful exchange of tokens, the application can start using per-message calls to protect the data being passed over the network.

##### Generating an Initial NL\_AUTH\_MESSAGE Token

The client generates a [NL\_AUTH\_MESSAGE token](#Section_b28a01cb295d4833bdb6b113baf109b4) to initiate authentication to a server. The **MessageType** field of this token MUST be set to zero to indicate that this is a Negotiate message type.

The client MUST provide at least one [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) and one [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b) in the token by providing the **Flags** bit and the corresponding text buffer. The **Flags** field is a bitwise OR of the values described under the **Flags** field of the NL\_AUTH\_MESSAGE token in section [2.2.1.3.1](#Section_525f0bf3ebd943609343685767eb3c67). This value represents the names available in the token. The **Buffer** field is then composed by concatenating the strings of the names indicated by the **Flags** value. The compressed UTF-8 strings are generated, as specified in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) section 4.1.4.

The following is an example token on the wire.

1. 00 00 00 00 17 00 00 00 4E 54 44 45 56 00 4E 41 ........NTDEV.NA
2. 53 4B 4F 00 05 6E 74 64 65 76 04 63 6F 72 70 09 SKO..ntdev.corp.
3. 6D 69 63 72 6F 73 6F 66 74 03 63 6F 6D 00 05 4E microsoft.com..N
4. 41 53 4B 4F 00 ASKO.

##### Receiving an Initial NL\_AUTH\_MESSAGE Token

When the server receives the initial NL\_AUTH\_MESSAGE token, the server will check the token type and extract the client names using the Flags values and corresponding text buffer passed. The server MUST return SEC\_E\_INVALID\_TOKEN (0x80090308), indicating that an invalid token has been received, when any of the following are true:

* The MessageType is not set to 0x00000000.
* A flag for a particular name type is present and the corresponding text buffer cannot be extracted from the Buffer.
* The token does not contain at least one [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) and one [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b).

The server initializes **ServerSequenceNumber** to 0. This sequence number is used to detect out-of-order messages.

##### Generating a Return NL\_AUTH\_MESSAGE Token

Upon successful verification and extraction of data from the initial token, the server verifies that a successful [**session-key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) negotiation has occurred by the presence of the **Session-Key** data item for the client. If no negotiation has occurred, the server MUST return SEC\_E\_INVALID\_TOKEN (0x80090308) indicating that an invalid token has been received.

The server generates a return NL\_AUTH\_MESSAGE (section [2.2.1.3.1](#Section_525f0bf3ebd943609343685767eb3c67)) token. The **MessageType** MUST be set to 1 to indicate that this is a Negotiate response message type, the **Flags** field SHOULD be set to zero, the **Buffer** field SHOULD contain a NULL character, and the NL\_AUTH\_MESSAGE token MUST be padded to 12 bytes in length.

The return NL\_AUTH\_MESSAGE token is then sent back to the client along with any additional application-specific data.

##### Receiving a Return NL\_AUTH\_MESSAGE Token

When the client receives the return token, it verifies that:

* the NL\_AUTH\_MESSAGE token is at least 12 bytes in length, and
* the MessageType is set to 1.

If either of these conditions are not true, the client MUST return SEC\_E\_INVALID\_TOKEN (0x80090308) indicating that an invalid token has been received.

Otherwise, the client initializes ClientSequenceNumber to 0, which is used to detect out-of-order messages.

#### The Netlogon Signature Token

The Netlogon Signature token contains information that MUST be part of each protected message. It contains a signature algorithm identifier, encryption algorithm identifier, confounder, flags, sequence number, and checksum (see section [2.2.1.3.2](#Section_05b99afd1b6a4207b16e959e6a483867) for the exact format). When data is protected/signed, a Netlogon Signature token is generated that describes the algorithms used and contains the checksum of the data to be sent. When data is received and is unprotected/verified, the Netlogon Signature token is used.

##### Generating a Client Netlogon Signature Token

If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) is negotiated, a client generates an [NL\_AUTH\_SHA2\_SIGNATURE](#Section_fc77c8aa6c21446ba8224da26cc8a9a8) token that contains an HMAC-SHA256 checksum [[RFC4634]](https://go.microsoft.com/fwlink/?LinkId=90486), a sequence number, and a **Confounder** (if confidentiality has been requested) to send data protected on the wire. The data is encrypted using the AES algorithm. If AES is not negotiated, a client generates a [Netlogon Signature token](#Section_2af2dc5f794143aba6d063161a591a6e) that contains an [**HMAC-MD5**](#gt_ba024019-a866-41df-99a5-764b7eab2e1e) checksum ([[RFC2104]](https://go.microsoft.com/fwlink/?LinkId=90314)), a sequence number, and a **Confounder** (if confidentiality has been requested) to send data protected on the wire. The data is encrypted using the negotiated encryption algorithm. Note that in the algorithm that follows, the term Confidentiality is used as defined in section [3.3.1](#Section_a7bd20030d614686aa6e89336cec83a1). The following steps are performed to generate the client Netlogon Signature tokens and to encrypt the data if requested.

1. If AES is negotiated:
   * The **SignatureAlgorithm** first byte MUST be set to 0x13, and the second byte MUST be set to 0x00.
   * If the Confidentiality option (section 3.3.1) is requested from the application, then the **SealAlgorithm** first byte MUST be set to 0x1A, the second byte MUST be set to 0x00, and the **Confounder** MUST be filled with cryptographically random data.
   * If the Confidentiality option (section 3.3.1) is not requested, then the **SealAlgorithm** MUST be filled with two bytes of 0xff and the **Confounder** is not included in the token.
2. If AES is not negotiated:
   * The **SignatureAlgorithm** first byte MUST be set to 0x77, and the second byte MUST be set to 0x00.
   * If the Confidentiality option (section 3.3.1) is requested from the application, then the **SealAlgorithm** first byte MUST be set to 0x7A, the second byte MUST be set to 0x00, and the **Confounder** MUST be filled with cryptographically random data.
   * If the Confidentiality option is not requested, then the **SealAlgorithm** MUST be filled with two bytes of value 0xff and the **Confounder** is not included in the token.
3. The **Pad** MUST be filled with 0xff bytes.
4. The **Flags** MUST be filled with 0x00 bytes.
5. The **SequenceNumber** MUST be computed using the following algorithm.
6. Assume byte(n, l) returns byte n of the 32-bit number l.
7. The n parameter is limited to 0..3. The least significant
8. byte is 0, the most significant byte is 3.
9. SET CopySeqNumber[0] to byte(3, ClientSequenceNumber.LowPart)
10. SET CopySeqNumber[1] to byte(2, ClientSequenceNumber.LowPart)
11. SET CopySeqNumber[2] to byte(1, ClientSequenceNumber.LowPart)
12. SET CopySeqNumber[3] to byte(0, ClientSequenceNumber.LowPart)
13. SET CopySeqNumber[4] to byte(3, ClientSequenceNumber.HighPart)
14. SET CopySeqNumber[5] to byte(2, ClientSequenceNumber.HighPart)
15. SET CopySeqNumber[6] to byte(1, ClientSequenceNumber.HighPart)
16. SET CopySeqNumber[7] to byte(0, ClientSequenceNumber.HighPart)
17. Set CopySeqNumber[4] to CopySeqNumber[4] OR 0x80
18. The **ClientSequenceNumber** MUST be incremented by 1.
19. If AES is negotiated, then a signature MUST be computed using the following algorithm:
20. CALL SHA256Reset(&HashContext, Sk, sizeof(Sk));
21. CALL SHA256Input(HashContext, NL\_AUTH\_SHA2\_SIGNATURE, [8 bytes]);
22. IF Confidentiality requested
23. CALL SHA256Input(HashContext, Confounder, [8 bytes]);
24. CALL SHA256FinalBits(HashContext, Message, size of Message;
25. CALL SHA256Result(HashContext, output);
26. SET Signature to output
27. Note: In the first call to SHA256Input, only the first 8-bytes
28. of the NL\_AUTH\_SHA2\_SIGNATURE structure are used.

Else, a signature MUST be computed using the following algorithm:

1. SET zeroes to 4 bytes of 0
2. CALL MD5Init(md5context)
3. CALL MD5Update(md5context, zeroes, [4 bytes])
4. CALL MD5Update(md5context, NL\_AUTH\_SIGNATURE, [8 bytes])
5. IF Confidentiality requested
6. CALL MD5Update(md5context, Confounder, [8 bytes])
7. CALL MD5Update(md5context, Message, size of Message)
8. CALL MD5Final(md5context)
9. CALL HMAC\_MD5(md5context.digest, md5context.digest length,
10. Session-Key, size of Session Key, output)
11. SET Signature to output
12. Note: In the second call to MD5Update, only the first 8-bytes
13. of the NL\_AUTH\_SIGNATURE structure are used.

After the signature is computed, the signature MUST be truncated, with only the first 8 bytes being copied into the **Checksum** field of [NL\_AUTH\_SIGNATURE](#Section_05b99afd1b6a4207b16e959e6a483867).

1. If the Confidentiality option is requested, the **Confounder** field and the data MUST be encrypted, in that order, using the same encryption algorithm.
   * If AES is negotiated, then the server MUST use AES-128 for encryption. The server MUST derive the AES key using the following algorithm:
2. FOR (I=0; I < Key Length; I++)
3. EncryptionKey[I] = SessionKey[I] XOR 0xf0

The server MUST encrypt the **Confounder** field using the initialization vector constructed by concatenating the sequence number with itself twice (thus getting 16 bytes of data). For encrypting the data, the initialization vector MUST be constructed using the last block of the encrypted **Confounder** field.

* + Else, the server MUST use [**RC4**](#gt_d57eac33-f561-4a08-b148-dfcf29cfb4d8) for encryption. The server MUST derive the RC4 key using the following algorithm:

1. SET zeroes to 4 bytes of 0
2. FOR (I=0; I < Key Length; I++)
3. XorKey [I] = SessionKey[I] XOR 0xf0
4. CALL hmac\_md5(zeroes, [4 bytes], XorKey, size of XorKey, TmpData)
5. CALL hmac\_md5(CopySeqNumber, size of CopySeqNumber, TmpData,
6. size of TmpData, EncryptionKey)

The hmac\_md5 function is defined in the Appendix of [RFC2104]. The server MUST use this key to initialize RC4 and encrypt the **Confounder** field and then the data. The server MUST initialize RC4 only once, before encrypting the **Confounder** field.

1. The **SequenceNumber** MUST be encrypted. If AES is negotiated, then the AES-128 algorithm MUST be used, using the SessionKey with an initialization vector constructed by concatenating the first 8 bytes of the checksum with itself twice (thus getting 16 bytes of data), otherwise the RC4 algorithm MUST be used.

The RC4 key MUST be derived as follows:

1. SET zeroes to 4 bytes of 0
2. CALL hmac\_md5(zeroes, [4 bytes], SessionKey, size of SessionKey, TmpData)
3. CALL hmac\_md5(Checksum, size of Checksum, TmpData, size of TmpData,
4. EncryptionKey)

The NetLogon Signature token MUST then be sent to the server along with the data.

##### Receiving a Client Netlogon Signature Token

When a server receives encrypted data, it verifies the [Netlogon Signature](#Section_2af2dc5f794143aba6d063161a591a6e) token. If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) is negotiated, a server receives an [NL\_AUTH\_SHA2\_SIGNATURE](#Section_fc77c8aa6c21446ba8224da26cc8a9a8) structure, otherwise it receives an [NL\_AUTH\_SIGNATURE](#Section_05b99afd1b6a4207b16e959e6a483867) structure. The following steps are performed to verify the data and to decrypt with AES if negotiated, otherwise [**RC4**](#gt_d57eac33-f561-4a08-b148-dfcf29cfb4d8) if required:

1. The **SignatureAlgorithm** bytes MUST be verified to ensure:
   * If AES is negotiated, the first byte is set to 0x13; otherwise the first byte is set to 0x77.
   * The second byte is set to 0x00.

If either of these two is incorrect, an SEC\_E\_MESSAGE\_ALTERED (0x8009030F) MUST be returned.

1. If the Confidentiality option is requested from the application, then the **SealAlgorithm** MUST be verified to ensure that if AES is negotiated, the first byte is set to 0x1A; otherwise the first byte is set to 0x7A. The second byte is set to 0x00.

If the Confidentiality option is not requested, then the **SealAlgorithm** MUST be verified to contain all 0xff bytes.

If either of these two is incorrect, an SEC\_E\_MESSAGE\_ALTERED (0x8009030F) MUST be returned.

1. The **Pad** MUST be verified to contain all 0xff bytes and SEC\_E\_MESSAGE\_ALTERED (0x8009030F) MUST be returned otherwise.
2. The **Flags** data SHOULD be[<83>](#Appendix_A_83" \o "Product behavior note 83) disregarded.
3. The **SequenceNumber** MUST be decrypted. If AES is negotiated, then the AES-128 algorithm MUST be used with Session Key and an initialization vector constructed by concatenating the checksum with itself (thus getting 16 bytes of data). Otherwise, the RC4 algorithm MUST be used. The RC4 key MUST be derived as follows:
4. SET zeroes to 4 bytes of 0
5. CALL hmac\_md5(zeroes, [4 bytes], SessionKey, size of SessionKey, TmpData)
6. CALL hmac\_md5(Checksum, size of Checksum, TmpData, size of TmpData,
7. DecryptionKey)
8. A local copy of **SequenceNumber** MUST be computed using the following algorithm.
9. Assume byte(n, l) returns byte n of the 32-bit number l. The n
10. parameter is limited to 0..3. The least significant byte is 0,
11. the most significant byte is 3.
12. SET CopySeqNumber[0] to byte(3, ServerSequenceNumber.LowPart)
13. SET CopySeqNumber[1] to byte(2, ServerSequenceNumber.LowPart)
14. SET CopySeqNumber[2] to byte(1, ServerSequenceNumber.LowPart)
15. SET CopySeqNumber[3] to byte(0, ServerSequenceNumber.LowPart)
16. SET CopySeqNumber[4] to byte(3, ServerSequenceNumber.HighPart)
17. SET CopySeqNumber[5] to byte(2, ServerSequenceNumber.HighPart)
18. SET CopySeqNumber[6] to byte(1, ServerSequenceNumber.HighPart)
19. SET CopySeqNumber[7] to byte(0, ServerSequenceNumber.HighPart)
20. Set CopySeqNumber[4] to CopySeqNumber[4] OR 0x80
21. The **SequenceNumber** MUST be compared to **CopySeqNumber**. If these two do not match, SEC\_E\_OUT\_OF\_SEQUENCE MUST be returned.
22. **ServerSequenceNumber** MUST be incremented.

If the Confidentiality option is requested, the **Confounder** and the data MUST be decrypted using RC4.

1. If the Confidentiality option is requested, the **Confounder** and the data MUST be decrypted.
   * The AES key used MUST be derived using the following algorithm:
2. FOR (I=0; I < Key Length; I++)
3. EncryptionKey [I] = SessionKey[I] XOR 0xf0

If AES is negotiated, decrypt using an initialization vector constructed by concatenating twice the sequence number (thus getting 16 bytes of data).

* + The RC4 key used MUST be derived using the following algorithm:

1. SET zeroes to 4 bytes of 0
2. FOR (I=0; I < Key Length; I++)
3. XorKey [I] = SessionKey[I] XOR 0xf0
4. CALL hmac\_md5(zeroes, [4 bytes], XorKey, size of XorKey, TmpData)
5. CALL hmac\_md5(CopySeqNumber, size of CopySeqNumber, TmpData,
6. size of TmpData, EncryptionKey)

The hmac\_md5 function is specified in [[RFC2104]](https://go.microsoft.com/fwlink/?LinkId=90314).

1. If AES is negotiated, then a signature MUST be computed using the following algorithm:
2. CALL SHA256Reset(&HashContext, Sk, sizeof(Sk));
3. CALL SHA256Input(HashContext, NL\_AUTH\_SHA2\_SIGNATURE, [8 bytes]);
4. IF Confidentiality requested
5. CALL SHA256Input(HashContext, Confounder, [8 bytes]);
6. CALL SHA256FinalBits(HashContext, Message, size of Message);
7. CALL SHA256Result(HashContext, output);
8. SET Signature to output
9. Note: In the first call to SHA256Input only the first 8-bytes
10. of the NL\_AUTH\_SHA2\_SIGNATURE structure are used.

Else a signature MUST be computed using the following algorithm:

1. SET zeroes to 4 bytes of 0
2. CALL MD5Init(md5context)
3. CALL MD5Update(md5context, zeroes, [4 bytes])
4. CALL MD5Update(md5context, NL\_AUTH\_SIGNATURE, [8 bytes])
5. IF Confidentiality requested
6. CALL MD5Update(md5context, Confounder, [8 bytes])
7. CALL MD5Update(md5context, Message, size of Message)
8. CALL MD5Final(md5context)
9. CALL HMAC\_MD5(md5context.digest, md5context.digest length,
10. Session Key, size of Session Key, output)
11. SET Signature to output
12. Note: In the second call to MD5Update only the first 8-bytes
13. of the NL\_AUTH\_SIGNATURE structure are used.
14. The first 8 bytes of the computed signature MUST be compared to the checksum. If these two do not match, the SEC\_E\_MESSAGE\_ALTERED (0x8009030F) MUST be returned, indicating that the message was altered.

##### Generating a Server Netlogon Signature Token

If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) is negotiated, a server generates an [NL\_AUTH\_SHA2\_SIGNATURE](#Section_fc77c8aa6c21446ba8224da26cc8a9a8) token that contains an HMAC-SHA256 checksum [[RFC4634]](https://go.microsoft.com/fwlink/?LinkId=90486), a sequence number, and a **Confounder** (if confidentiality has been requested) to send data protected on the wire. The data is encrypted using the AES algorithm. If AES is not negotiated, a client generates a [Netlogon Signature](#Section_2af2dc5f794143aba6d063161a591a6e) token that contains an [**HMAC-MD5**](#gt_ba024019-a866-41df-99a5-764b7eab2e1e) checksum ([[RFC2104]](https://go.microsoft.com/fwlink/?LinkId=90314)), a sequence number, and a **Confounder** (if confidentiality has been requested) to send data protected on the wire. The data is encrypted using the negotiated encryption algorithm. Note that in the algorithm that follows, the term Confidentiality is used as defined in section [3.3.1](#Section_a7bd20030d614686aa6e89336cec83a1). The following steps are performed to generate the server Netlogon Signature tokens and to encrypt the data if requested.

1-4. Same as steps 1-4 in section [3.3.4.2.1](#Section_0593a87c7a83423280f8571e34220fed).

5. The **SequenceNumber** MUST be computed using the following algorithm:

1. Assume byte(n, l) returns byte n of the 32-bit number l.
2. The n parameter is limited to 0..3. The least significant
3. byte is 0, the most significant byte is 3.
4. SET CopySeqNumber[0] to byte(3, ServerSequenceNumber.LowPart)
5. SET CopySeqNumber[1] to byte(2, ServerSequenceNumber.LowPart)
6. SET CopySeqNumber[2] to byte(1, ServerSequenceNumber.LowPart)
7. SET CopySeqNumber[3] to byte(0, ServerSequenceNumber.LowPart)
8. SET CopySeqNumber[4] to byte(3, ServerSequenceNumber.HighPart)
9. SET CopySeqNumber[5] to byte(2, ServerSequenceNumber.HighPart)
10. SET CopySeqNumber[6] to byte(1, ServerSequenceNumber.HighPart)
11. SET CopySeqNumber[7] to byte(0, ServerSequenceNumber.HighPart)

6. The **ServerSequenceNumber** MUST be incremented by one. The Netlogon Signature token MUST then be sent to the client along with the data.

7-9. Same as steps 7-9 in section 3.3.4.2.1.

##### Receiving a Server Netlogon Signature Token

When a client receives encrypted data, it verifies the [Netlogon Signature](#Section_2af2dc5f794143aba6d063161a591a6e) token. If [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) is negotiated, a client receives an [NL\_AUTH\_SHA2\_SIGNATURE](#Section_fc77c8aa6c21446ba8224da26cc8a9a8) structure, otherwise it receives an [NL\_AUTH\_SIGNATURE](#Section_05b99afd1b6a4207b16e959e6a483867) structure. The following steps are performed to verify the data and to decrypt with AES if negotiated, otherwise [**RC4**](#gt_d57eac33-f561-4a08-b148-dfcf29cfb4d8) MUST be used if required.

1-5. Same as steps 1-5 in section [3.3.4.2.2](#Section_4daf7de2197f48eab34cea71773fde9b).

6. A local copy of **SequenceNumber** MUST be computed using the following algorithm.

1. Assume byte(n, l) returns byte n of the 32-bit number l. The n
2. parameter is limited to 0..3. The least significant byte is 0,
3. the most significant byte is 3.
4. SET CopySeqNumber[0] to byte(3, ClientSequenceNumber.LowPart)
5. SET CopySeqNumber[1] to byte(2, ClientSequenceNumber.LowPart)
6. SET CopySeqNumber[2] to byte(1, ClientSequenceNumber.LowPart)
7. SET CopySeqNumber[3] to byte(0, ClientSequenceNumber.LowPart)
8. SET CopySeqNumber[4] to byte(3, ClientSequenceNumber.HighPart)
9. SET CopySeqNumber[5] to byte(2, ClientSequenceNumber.HighPart)
10. SET CopySeqNumber[6] to byte(1, ClientSequenceNumber.HighPart)
11. SET CopySeqNumber[7] to byte(0, ClientSequenceNumber.HighPart)

7. Same as step 7 in section 3.3.4.2.2.

8. **ClientSequenceNumber** MUST be incremented.

9-11. Same as steps 9-11 in section 3.3.4.2.2.

### Timer Events

None.

### Other Local Events

None.

## Netlogon Client Details

The following sections specify data and state maintained by the Netlogon [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) client. They include details of calling Netlogon RPC methods on the client side of the client/server communication. A client in this context can be a [**domain member (member machine)**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65), a member server, or a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The provided data is to facilitate the explanation of how the protocol behaves. This section does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.[<84>](#Appendix_A_84" \o "Product behavior note 84)

### Abstract Data Model

This section describes a conceptual model of possible data organization that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

The Netlogon Protocol client maintains the following variables in addition to the ones described in section [3.1](#Section_273b6905782d4a7ea2e44337816916e0), Netlogon Common Details, which are part of the abstract state.

**ClientCapabilities:** A 32-bit set of flags defined in section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed) that identify the client's supported options.

**domain-name (Public):** For client machines, the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to which the machine has been joined. This ADM element is shared with **DomainName.NetBIOS** ([[MS-WKST]](%5bMS-WKST%5d.pdf#Section_5bb08058bc364d3cabebb132228281b7) section 3.2.1.6). For [**domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) to which the domain controller has a [**direct trust**](#gt_e03f25c6-dd6e-43df-83e2-98f89bcc50d9).

The Netlogon client variables that are registry keys are as follows:

**RejectMD5Servers:** A Boolean variable that indicates whether the client SHOULD[<85>](#Appendix_A_85" \o "Product behavior note 85) reject servers that are using MD5 encryption.

**RequireSignOrSeal:** Indicates whether the client SHOULD[<86>](#Appendix_A_86" \o "Product behavior note 86) continue session-key negotiation when the server did not specify support for Secure [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) as described in the negotiable option Y of section 3.1.4.2.

**RequireStrongKey:** A Boolean variable that indicates whether the client SHOULD[<87>](#Appendix_A_87" \o "Product behavior note 87)[<88>](#Appendix_A_88" \o "Product behavior note 88) negotiate the use of a strong key during [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) creation as described by the negotiable option O of section 3.1.4.2.

These registry keys and values MUST be exposed at a specified registry path via the Windows Remote Registry Protocol [[MS-RRP]](%5bMS-RRP%5d.pdf#Section_0fa3191dbb79490a81bd54c2601b7a78). For each abstract data model (ADM) element that is loaded from the registry, there is one instance that is shared between the Windows Remote Registry Protocol and the protocol(s) that uses the ADM element. Any changes made to the **RejectMD5Servers** registry key will not be reflected in the ADM elements until the Netlogon server is stopped and restarted. Any changes made to the **RequireStrongKey** and **RequireSignOrSeal** registry keys are reflected in the ADM elements when a PolicyChange event is received (section 3.1.6).

When a secure channel is established, the client maintains:

**ServerSessionInfo**: A table indexed by *PrimaryName* with the following members:

* **PrimaryName**: The *PrimaryName* (section [3.5.4.4.1](#Section_5ad9db9f74414ce58c7b7b771e243d32)) used by the client during session-key negotiations (section [3.1.4.1](#Section_7b9e31d1670e4fc5ad549ffff50755f9)).
* **ClientSequenceNumber**: See section [3.3.1](#Section_a7bd20030d614686aa6e89336cec83a1) for *ClientSequenceNumber* details.
* **ServerSequenceNumber**: See section 3.3.1 for *ServerSequenceNumber* details.
* **Session-Key**: See section [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63) for *Session-Key* computation details.
* **NegotiateFlags**: See section [3.1.1](#Section_708b71329e72447c992bd0bef4078f81) for *NegotiateFlags* details.
* **ClientStoredCredential**: See section 3.1.1 for *ClientStoredCredential* details.
* **DomainName**: See section 3.1.1 for *ClientStoredCredential* details.
* **ConnectionStatus**: See section 3.1.1 for *ClientStoredCredential* details.
* **LastAuthenticationTry**: A FILETIME ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.3.3) indicating the time when the last authentication attempt was made. The time stamp is used to determine if at least 45 seconds have passed since the last authentication attempt.

### Timers

If the client is running on a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the client MUST create a domainControllerCacheTimer with an expiry of 15 minutes. The operation of this timer is specified in section [3.4.6.1](#Section_35a7b9edf2e44953b25e569a62fe62df).

### Initialization

If the client is running on a member workstation, the client MUST initialize the **LocatedDCsCache** with one entry, as follows:

* The client MUST attempt to locate a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) from the client's [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) by performing the steps described in section [3.1.4.10](#Section_00ac739d274d434b9efbfad10405721a) for the domain specified by the domain-name ADM element. If a DC is successfully located, the **LocatedDCsCache** is populated based on the resulting DomainControllerInfo structure.
* If the client fails to locate a DC, the client ignores errors and MUST continue initialization.

If the client is running on a DC, the client MUST initialize the **LocatedDCsCache** for each domain [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) by the client DC, as follows:

* The client MUST get a trusted domain list by performing the external behavior consistent with locally invoking LsarEnumerateTrustedDomains ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.4.7.8).
  + The *EnumerationContext* parameter MUST be set to 0.
  + The *PreferredMaximumLength* SHOULD[<89>](#Appendix_A_89" \o "Product behavior note 89) be set to 4096.
  + A policy handle is not needed locally.
* The client MUST attempt to locate a DC (section 3.1.4.10) for each of the domain entries of the returned trusted domain list.
  + If the client fails when attempting to locate a DC for a domain entry in the trusted domain list, the client MUST ignore errors and continue to attempt to locate DCs for the remaining domain entries in the trusted domain list.
  + For each successfully located DC, the client must add an entry to the ServerSessionInfo table with the new entry's **PrimaryName** set to **DOMAIN\_CONTROLLER\_INFOW.DomainControllerName** and the new entry's **DomainName** set to **DOMAIN\_CONTROLLER\_INFOW.DomainName**.
* For each located DC, the client MUST attempt to establish a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) with the located DC (section 3.1.4.10)

**ServerSessionInfo** MUST be empty.

**ClientCapabilities** SHOULD be initialized in an implementation-specific way to reflect the capabilities offered by that client implementation. The client SHOULD set the value according to the bit field, defined as shown in Netlogon Negotiable Options (section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed)). Bits C, G, I, J, K, L, O, P, R, S, T, V, W, and Y SHOULD[<90>](#Appendix_A_90" \o "Product behavior note 90) be set to 1 when a corresponding capability is supported by a given implementation. Bit U SHOULD be set if the client is determined to be running on a domain controller (section [3.1.4.8](#Section_16f8294280d643ac8c38eee3cfe4ac99)). Other bits are not used and MAY be set to zero, but will be ignored upon receipt.

**RejectMD5Servers** MUST be initialized to FALSE.

**RequireSignOrSeal** SHOULD[<91>](#Appendix_A_91" \o "Product behavior note 91) be initialized to TRUE.

**RequireStrongKey** SHOULD[<92>](#Appendix_A_92" \o "Product behavior note 92) be initialized to TRUE.

**domain-name** is a shared Abstract Data Model element with **DomainName.NetBIOS** in ([[MS-WKST]](%5bMS-WKST%5d.pdf#Section_5bb08058bc364d3cabebb132228281b7) section 3.2.1.6).

**TrustPasswordVersion** MUST be initialized to 0.

### Higher-Layer Triggered Events

Netlogon responds to a few higher-layer triggered events.

* Transport being added or removed. Whenever a new transport becomes available or unavailable, Netlogon MUST incorporate the transport event and use the DC Locator components ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.6) to make sure that it has a valid [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to connect to.
* If an application calls a Netlogon method and a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) is not currently set up, a secure channel MUST be established before the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) call to the server is made.

### Message Processing Events and Sequencing Rules

For all of the method calls, the client MUST bind to the server before making the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) call. If an application calls a Netlogon method and a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) is not currently set up, a secure channel MUST be established before the RPC call to the server is made. For details, see sections [3.1.4.6](#Section_f61c3f4a53ff4f3090066d93a2162ef8) and [3.1.4.7](#Section_6b7f7a1c83b7452c9b7b2ece221e236d).

If the *NegotiateFlags* bit L is not set, clients calling the **NetrLogonSamLogon**/**NetrLogonSamLogonEx**/**NetrLogonSamLogonWithFlags** methods MUST have only one outstanding RPC call at a time. If the *NegotiateFlags* bit L is set, clients can have more than one concurrent RPC call.

Whenever a new transport becomes available or unavailable, Netlogon receives a notification, and it uses the DC Locator component ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.6) to make sure that it has a valid [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) with which to connect.

#### DC Location Methods

##### Calling DsrGetDcNameEx2

No client-specific events or rules are required.

##### Calling DsrGetDcNameEx

No client-specific events or rules are required.

##### Calling DsrGetDcName

No client-specific events or rules are required.[<93>](#Appendix_A_93" \o "Product behavior note 93)

##### Calling NetrGetDCName

No client-specific events or rules are required.

##### Calling NetrGetAnyDCName

No client-specific events or rules are required.

##### Calling DsrGetSiteName

No client-specific events or rules are required.

##### Calling DsrGetDcSiteCoverageW

No client-specific events or rules are required.

##### Calling DsrAddressToSiteNamesW

No client-specific events or rules are required.

##### Calling DsrAddressToSiteNamesExW

No client-specific events or rules are required.

##### Calling DsrDeregisterDnsHostRecords

The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED, if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

##### Calling DsrUpdateReadOnlyServerDnsRecords

The client MUST do the following to call DsrUpdateReadOnlyServerDnsRecords.

* Use the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name, and pass its name as the *ServerName* parameter.[<94>](#Appendix_A_94" \o "Product behavior note 94)
* Pass the client name as the *ComputerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

After the method returns, the client MUST verify the ReturnAuthenticator, as defined in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).[<95>](#Appendix_A_95" \o "Product behavior note 95)

#### Secure Channel Establishment and Maintenance Methods

##### Calling NetrServerReqChallenge

The client MUST do the following:

* Pass a valid [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) name as the *PrimaryName* parameter.
* Generate 64 bits of random data to pass as the *ClientChallenge* parameter.

##### Calling NetrServerAuthenticate3

To call NetrServerAuthenticate3, the client MUST have called [NetrServerReqChallenge](#Section_5ad9db9f74414ce58c7b7b771e243d32) and have a local copy of the [**server challenge (SC)**](#gt_7deccd83-29bf-4f63-ba8d-d3ae04d196e9).

The client MUST set **ClientStoredCredential** to 0.

The client MUST set **ServerStoredCredential** to 0.

The client MUST compute a Netlogon [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) using the algorithm described in section [3.1.4.4](#Section_594909fd725f45ac979962e4aefe0585). The result MUST be computed using the [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473) used in the call to NetrServerReqChallenge. The computed credential is passed as the *ClientCredential* parameter.

If the server returns STATUS\_ACCESS\_DENIED and the client used [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e):

* If RejectMD5Servers is set to FALSE and the *NegotiateFlags* parameter bit flag W is not set, the client SHOULD retry establishing the session with the MD5/DES algorithm.
* If RejectMD5Servers is set to TRUE, the client MUST fail session-key negotiation.

If RequireStrongKey is set to TRUE, and the server did not specify bit O in the *NegotiateFlags* output parameter as described in section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed), the client MUST fail session-key negotiation.

If RequireSignOrSeal is set to TRUE, and the server did not specify bit Y in the *NegotiateFlags* output parameter as described in section 3.1.4.2, the client MUST fail session-key negotiation.

After the call to NetrServerAuthenticate3 completes successfully, the client MUST compute the server Netlogon credential (as specified in section 3.1.4.4) and compare it with the one passed from the server for verification. The result MUST be computed using the server challenge. If the comparison fails, the client MUST fail [**session-key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) negotiation.

If the return value indicates that the method is not available on the server, the client MUST retry with a call to [NetrServerAuthenticate2](#Section_985982ae9aa84565b30b33d6353d3355). If that call also fails with the method not available on the server, the client MUST retry with a call to [NetrServerAuthenticate](#Section_2561f16011f943a7bad45721a05e8ad8).

The client MUST compute a session key to use for encrypting further communications, as specified in section [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63).

The client sets **ConnectionStatus** (section [3.4.5.3.1](#Section_739115d00d16460f96c8775fde606bd5)) if changed.

##### Calling NetrServerAuthenticate2

Message processing is identical to [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9), as specified in section [3.4.5.2.2](#Section_5ce4f403c16e42bc9c6e30d7e319feac), except for the following:

The *AccountRid* parameter is not present in [NetrServerAuthenticate2](#Section_985982ae9aa84565b30b33d6353d3355).

##### Calling NetrServerAuthenticate

Message processing is identical to [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9),[<96>](#Appendix_A_96" \o "Product behavior note 96) as specified in section [3.4.5.2.2](#Section_5ce4f403c16e42bc9c6e30d7e319feac), except for the following:

* The *NegotiateFlags* parameter is not present in [NetrServerAuthenticate](#Section_2561f16011f943a7bad45721a05e8ad8).
* The *AccountRid* parameter is not present in NetrServerAuthenticate.

##### Calling NetrServerPasswordSet2

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) that is established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that is identified by domain-name, and pass its name as the *PrimaryName* parameter.
* Encrypt the *ClearNewPassword* parameter using the negotiated encryption algorithm (determined by bits C, O, or W, respectively, in the **NegotiateFlags** member of the **ServerSessionInfo** table entry for *PrimaryName*) and the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) established as the [**encryption key**](#gt_fbdcfa70-e954-4dbd-bafa-0f9c4bcf90dd).
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

The *ClearNewPassword* parameter is constructed as follows, assuming a WCHAR-represented password of length X bytes.

If the password is for an interdomain account:

* The password is copied into the **Buffer** field of *ClearNewPassword*, which is treated as an array of bytes, starting at byte offset (512 - X).
* An [NL\_PASSWORD\_VERSION](#Section_cba0e87eb91f411b9be86fd321e126b7) structure, as specified in section 2.2.1.3.8, is prepared. The **PasswordVersionNumber** field of the structure is set to the value of the [TrustPasswordVersion](#Section_708b71329e72447c992bd0bef4078f81) variable corresponding to the password being set. The first [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) password generated has **TrustPasswordVersion** equal to one. Each time a new trust password is generated, its **TrustPasswordVersion** is computed by adding one to the value of **TrustPasswordVersion** of the previous password. The NL\_PASSWORD\_VERSION structure is copied into ClearNewPassword.Buffer starting at byte offset (512 - X - size of (NL\_PASSWORD\_VERSION)). For more information on the NL\_PASSWORD\_VERSION structure, see section 2.2.1.3.8.
* The first (512 - X) - size of (NL\_PASSWORD\_VERSION) bytes of ClearNewPassword.Buffer are filled with randomly generated data.
* ClearNewPassword.Length is set to X.

For any other type of account:

* The password is copied into the **Buffer** field of *ClearNewPassword*, which is treated as an array of bytes, starting at byte offset (512 - X).
* The first (512 - X) bytes are filled with randomly generated data.
* ClearNewPassword.Length is set to X.

After the method returns, the client MUST verify the ReturnAuthenticator as defined in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<97>](#Appendix_A_97" \o "Product behavior note 97) re-establish the secure channel with the domain controller.

##### Calling NetrServerPasswordSet

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name, and pass its name as the *PrimaryName* parameter.
* Pass the encrypted new password:
  1. Compute the NTOWFv1 ([[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) of the new password.
  2. Encrypt ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.11.1.1) the result of step 1 using the Session-Key for the secure channel as the specified key.
  3. Pass the result of step 2 as the *UasNewPassword* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

After the method returns, the client MUST verify the ReturnAuthenticator as described in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<98>](#Appendix_A_98" \o "Product behavior note 98) re-establish the secure channel with the domain controller.

##### Calling NetrServerPasswordGet

The client calling this method MUST be a BDC. The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name and pass its name as the *ServerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

The client MUST decrypt the *EncryptedNtOwfPassword* return parameter that was encrypted (as described in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.11.1.1) with the Session-Key for the secure channel as the specified key.

After the method returns, the client MUST verify the *ReturnAuthenticator* as defined in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<99>](#Appendix_A_99" \o "Product behavior note 99) reestablish the secure channel with the domain controller.

##### Calling NetrServerTrustPasswordsGet

The process for calling NetrServerTrustPasswordsGet is the same as that used for [NetrServerGetTrustInfo](#Section_4c2296c3c6f047fc9f01a6fe17bf1d5b), except the *TrustInfo* parameter is not specified.

See section [3.4.5.5.6](#Section_6482836222d940d48cc2bfad92f50964), Calling NetrServerGetTrustInfo.

##### Calling NetrLogonGetDomainInfo

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name, and pass its name as the *ServerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.
* Pass the *Level* parameter set to 1 or 2.

After the method returns, the client MUST verify the *ReturnAuthenticator* as defined in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<100>](#Appendix_A_100" \o "Product behavior note 100) re-establish the secure channel with the domain controller.

##### Calling NetrLogonGetCapabilities

The client SHOULD[<101>](#Appendix_A_101" \o "Product behavior note 101) do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name, and pass its name as the *ServerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

After the method returns, the client MUST verify the *ReturnAuthenticator* (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)) and compare the received **Capabilities** with the negotiated flags of the current secure channel. If the negotiated flags do not match, then the client SHOULD[<102>](#Appendix_A_102" \o "Product behavior note 102) re-establish the secure channel with the DC.

Upon receiving STATUS\_NOT\_IMPLEMENTED, the client MUST treat this as successful confirmation that the DC does not support [**AES**](#gt_21edac94-99d0-44cb-bc1a-3416d8fc618e) [[FIPS197]](https://go.microsoft.com/fwlink/?LinkId=89870).[<103>](#Appendix_A_103" \o "Product behavior note 103)

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<104>](#Appendix_A_104" \o "Product behavior note 104) re-establish the secure channel with the DC.

##### Calling NetrChainSetClientAttributes

The [**read-only domain controller**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a normal (writable) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name and pass its name as the *ServerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.
* Pass the *dwInVersion* parameter set to 1.
* Pass the address of a valid [NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1](#Section_ab43a76224e245c387011838589d80fe) structure as the *pmsgIn* parameter.
* Pass the *pdwOutVersion* parameter set to the address of the value 1.
* Pass the address of a valid NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 structure as the *pmsgOut* parameter.

After the method returns, the client MUST verify the ReturnAuthenticator, as specified in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD reestablish the secure channel with the normal (writable) DC.[<105>](#Appendix_A_105" \o "Product behavior note 105)

#### Pass-Through Authentication Methods

All clients SHOULD set **ConnectionStatus** (section [3.4.5.3.1](#Section_739115d00d16460f96c8775fde606bd5)) if changed.

##### Setting ConnectionStatus

When one of the following return values is received, the client SHOULD set **ConnectionStatus** to that value:

* NERR\_Success
* STATUS\_NO\_LOGON\_SERVERS
* STATUS\_ACCESS\_DENIED
* STATUS\_NO\_TRUST\_LSA\_SECRET
* STATUS\_NO\_TRUST\_SAM\_ACCOUNT
* STATUS\_INVALID\_SERVER\_STATE
* STATUS\_NO\_MEMORY
* STATUS\_INSUFFICIENT\_RESOURCES
* STATUS\_DISK\_FULL

##### Calling NetrLogonSamLogonEx

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name and pass its name as the *LogonServer* parameter.
* Pass the client name as the *ComputerName* parameter.
* If the *LogonLevel* is [NetlogonInteractiveInformation](#Section_8c7808e54e5c420e9c9047286da2218f) or NetlogonInteractiveTransitiveInformation, the client SHOULD[<106>](#Appendix_A_106" \o "Product behavior note 106) encrypt the **LmOwfPassword** and **NtOwfPassword** members in the [NETLOGON\_INTERACTIVE\_INFO](#Section_af76351fef6946bca451e4c4b99bac4a) structure.
* If the *LogonLevel* is NetlogonServiceInformation or NetlogonServiceTransitiveInformation, encrypt[<107>](#Appendix_A_107" \o "Product behavior note 107) the **LmOwfPassword** and **NtOwfPassword** members in the [NETLOGON\_SERVICE\_INFO](#Section_1c9f2af2e16445489428eae68a03537e) structure.
* If the *LogonLevel* is NetlogonGenericInformation, then encrypt[<108>](#Appendix_A_108" \o "Product behavior note 108) the **LogonData** member in the [NETLOGON\_GENERIC\_INFO](#Section_c03d6d959b5e43299645eedcdd167f6e) structure.
* Call the method using Secure [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331), as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.3.1.5.2.1.

If the *NegotiateFlags* bit V is not set, then the [**read-only domain controller (RODC)**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) SHOULD NOT set *ExtraFlags* C or D.

If the *NegotiateFlags* bit P is set, then the client SHOULD convert:

* NetlogonInteractiveInformation to NetlogonInteractiveTransitiveInformation
* NetlogonNetworkInformation to NetlogonNetworkTransitiveInformation
* NetlogonServiceInformation to NetlogonServiceTransitiveInformation

If the *NegotiateFlags* bit G is not set and *LogonLevel* is not NetlogonGenericInformation, then the *ValidationLevel* parameter MUST be set to 2 ([NETLOGON\_VALIDATION\_SAM\_INFO (section 2.2.1.4.11)](#Section_142a277fe16145ac8b95b94bb169b5da)).

The *LogonLevel*, *LogonInformation*, *ValidationLevel*, and *ValidationInformation* parameters are specified in [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) for NTLM, Kerberos, and Digest, and in [[MS-RCMP]](%5bMS-RCMP%5d.pdf#Section_5462719690dd4e968c7f7520066785ba) for TLS/SSL.

To call for Generic-Passthrough to authentication packages, the *LogonLevel* parameter MUST be set to 4 (NetlogonGenericInformation), and the *ValidationLevel* parameter MUST be set to 5 ([NetlogonValidationGenericInfo2](#Section_95154ae4d30543e582e4d5353e0f117c)). The *LogonInformation* parameter MUST be a NETLOGON\_GENERIC\_INFO structure, as specified in section 2.2.1.4.2.

After the method returns, the client MUST:

* If the *LogonLevel* is **NetlogonNetworkInformation** or **NetlogonNetworkTransitiveInformation**, the client MUST decrypt the *UserSessionKey* and the first two elements of the **ExpansionRoom** array in the NETLOGON\_VALIDATION\_SAM\_INFO (section 2.2.1.4.11) or in the [NETLOGON\_VALIDATION\_SAM\_INFO2 (section 2.2.1.4.12)](#Section_2a12e28979044ecb9d836732200230c0) structure.
* Verify that it received an [**authoritative response**](#gt_1ed0d067-3bfd-4fd5-a68a-5e947d379858) by checking the *Authoritative* parameter. If the *Authoritative* parameter is TRUE, the client MUST treat the result as final. If the *Authoritative* parameter is FALSE, the client SHOULD retry the call at a later time or at a different domain controller.

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD re-establish the secure channel with the DC. [<109>](#Appendix_A_109" \o "Product behavior note 109)

##### Calling NetrLogonSamLogonWithFlags

Message processing for NetrLogonSamLogonWithFlags is identical to [NetrLogonSamLogon](#Section_20cf9342c1fa49ada9a96d5f52e444fd), except for the following:

* NetrLogonSamLogonWithFlags has the additional parameter *ExtraFlags*.

See section 3.4.5.3.4.

##### Calling NetrLogonSamLogon

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name, and pass its name as the *LogonServer* parameter.
* Pass the client name as the *ComputerName* parameter.
* If the *LogonLevel* is [NetlogonInteractiveInformation](#Section_8c7808e54e5c420e9c9047286da2218f) or NetlogonInteractiveTransitiveInformation, then encrypt[<110>](#Appendix_A_110" \o "Product behavior note 110) the **LmOwfPassword** and **NtOwfPassword** members in the [NETLOGON\_INTERACTIVE\_INFO](#Section_af76351fef6946bca451e4c4b99bac4a) structure.
* If the *LogonLevel* is NetlogonServiceInformation or NetlogonServiceTransitiveInformation, then encrypt[<111>](#Appendix_A_111" \o "Product behavior note 111) the **LmOwfPassword** and **NtOwfPassword** members in the [NETLOGON\_SERVICE\_INFO](#Section_1c9f2af2e16445489428eae68a03537e) structure.
* If the *LogonLevel* is NetlogonGenericInformation, then encrypt[<112>](#Appendix_A_112" \o "Product behavior note 112) the **LogonData** member in the [NETLOGON\_GENERIC\_INFO](#Section_c03d6d959b5e43299645eedcdd167f6e) structure.
* If the *LogonLevel* is **NetlogonNetworkInformation** or **NetlogonNetworkTransitiveInformation**, then encrypt the *UserSessionKey* and the first two elements of the **ExpansionRoom** array in the [NETLOGON\_VALIDATION\_SAM\_INFO (section 2.2.1.4.11)](#Section_142a277fe16145ac8b95b94bb169b5da) or in the [NETLOGON\_VALIDATION\_SAM\_INFO2 (section 2.2.1.4.12)](#Section_2a12e28979044ecb9d836732200230c0) structure.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

If the *NegotiateFlags* bit P is set, then the client SHOULD convert:

* NetlogonInteractiveInformation to NetlogonInteractiveTransitiveInformation
* NetlogonNetworkInformation to NetlogonNetworkTransitiveInformation
* NetlogonServiceInformation to NetlogonServiceTransitiveInformation

If the *NegotiateFlags* bit G is not set and *LogonLevel* is not NetlogonGenericInformation, then the *ValidationLevel* parameter MUST be set to 2 (NETLOGON\_VALIDATION\_SAM\_INFO (section 2.2.1.4.11)).

The *LogonLevel*, *LogonInformation*, *ValidationLevel*, and *ValidationInformation* parameters are specified in [[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) for NTLM, Kerberos, and Digest, and in [[MS-RCMP]](%5bMS-RCMP%5d.pdf#Section_5462719690dd4e968c7f7520066785ba) for TLS/SSL.

To call for Generic-Passthrough to authentication packages, the *LogonLevel* parameter MUST be set to 4 (NetlogonGenericInformation), and the *ValidationLevel* parameter MUST be set to 5 ([NetlogonValidationGenericInfo2](#Section_95154ae4d30543e582e4d5353e0f117c)). The *LogonInformation* parameter MUST be a NETLOGON\_GENERIC\_INFO structure, as specified in section 2.2.1.4.2.

After the method returns, the client MUST:

* Verify the *ReturnAuthenticator*, as specified in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).
* Verify that it received an [**authoritative response**](#gt_1ed0d067-3bfd-4fd5-a68a-5e947d379858) by checking the *Authoritative* parameter. If the *Authoritative* parameter is TRUE, the client MUST treat the result as final. If the *Authoritative* parameter is FALSE, the client SHOULD retry the call at a later time or at a different domain controller.

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD reestablish the secure channel with the DC.[<113>](#Appendix_A_113" \o "Product behavior note 113)

##### Calling NetrLogonSamLogoff

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name, and pass its name as the *LogonServer* parameter.
* Pass the client name as the *ComputerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

After the method returns, the client MUST verify the *ReturnAuthenticator* as described in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD reestablish the secure channel with the DC.[<114>](#Appendix_A_114" \o "Product behavior note 114)

#### Account Database Replication Methods

##### Calling NetrDatabaseDeltas

The client calling this method MUST be a BDC. It MUST do the following:

* Pass a valid [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) name as the *PrimaryName* parameter.
* Pass the client BDC name as the *ComputerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.
* Pass a valid [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) identifier as the *DatabaseID* parameter as follows:
  + For the [**SAM database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b), the *DatabaseID* parameter MUST be 0x00000000.
  + For the SAM built-in database, the *DatabaseID* parameter MUST be 0x00000001.
  + For the [**LSA database**](#gt_48a53a9a-6c9a-4df8-9882-1eccdf32340b), the *DatabaseID* parameter MUST be 0x00000002.
* Pass the value of the local [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) as the *DomainModifiedCount*.
* Pass the preferred maximum length of data to be returned in the DeltaArray parameter as the *PreferredMaximumLength* parameter.

On receiving the STATUS\_MORE\_ENTRIES status code, the client continues calling this routine in a loop updating DomainModifiedCount until all missing database entries are received. On receiving the STATUS\_SUCCESS status code, the client terminates the loop. The client MAY terminate the loop early without receiving all entries. For example, the client MAY choose to do so on a system shutdown notification.

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD [<115>](#Appendix_A_115" \o "Product behavior note 115) reestablish the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) with the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

##### Calling NetrDatabaseSync2

The client calling this method MUST be a BDC. The client SHOULD[<116>](#Appendix_A_116" \o "Product behavior note 116) call this method in a loop (referred to in this section as the synchronization loop) until all [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) records are received as indicated by the return code STATUS\_SUCCESS.

The client MUST do the following:

* Pass a valid [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) name as the *PrimaryName* parameter.
* Pass the client BDC name as the *ComputerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.
* Pass a valid database identifier as the *DatabaseID* parameter as follows:
  + For the [**SAM database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b), the *DatabaseID* parameter MUST be 0x00000000.
  + For the SAM built-in database, the *DatabaseID* parameter MUST be 0x00000001.
  + For the [**LSA database**](#gt_48a53a9a-6c9a-4df8-9882-1eccdf32340b), *DatabaseID* MUST be 0x00000002.
* Set *RestartState* to NormalState unless this call is a restart of a synchronization loop, in which case set *RestartState* as follows:
  + GroupState if the last [**delta**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e) type of the previous synchronization loop was AddOrChangeGroup.
  + UserState if the last delta type of the previous synchronization loop was AddOrChangeUser.
  + GroupMemberState if the last delta type of the previous synchronization loop was ChangeGroupMembership.
  + AliasState if the last delta type of the previous synchronization loop was AddOrChangeAlias.
  + AliasMemberState if the last delta type of the previous synchronization loop was ChangeAliasMembership.
* If this is a first call in a synchronization loop, pass *SyncContext* as 0x00000000. Otherwise, pass *SyncContext* as the *SyncContext* value returned by the previous call in a synchronization loop, either continued as normal or terminated.
* Pass the preferred maximum length of data to be referenced in the *DeltaArray* parameter as the *PreferredMaximumLength* parameter.

On receiving the STATUS\_MORE\_ENTRIES status code, the client SHOULD[<117>](#Appendix_A_117" \o "Product behavior note 117) continue calling this routine in a loop until all missing database entries are received. On receiving the STATUS\_SUCCESS status code, the client MUST terminate the loop. The client MAY terminate the loop early on without receiving all entries. For example, the client MAY choose to do so on a system shutdown notification. In that case, if the client intends to restart the synchronization loop at a later point, the client MUST maintain the state for setting the *RestartState* parameter to restart the loop as previously described.

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<118>](#Appendix_A_118" \o "Product behavior note 118) re-establish the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) with the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

##### Calling NetrDatabaseSync

Calling this method is identical to calling [NetrDatabaseSync2](#Section_b9acd7feee244bb0a3ff085c4b98284d), as specified in section 3.4.5.4.2, except that this call does not use the *RestartState* parameter, as it doesn't support restarting the synchronization loop.

##### Calling NetrDatabaseRedo

The client calling this method MUST be a BDC. The client MUST do the following:

* Pass a valid [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) name as the *PrimaryName* parameter.
* Pass the client BDC name as the *ComputerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.
* Pass a valid single account object information request message as described in the CHANGELOG\_ENTRY structure in section [3.5.4.6.4](#Section_c8352ce88b094baeaaf7456d7e6fda6c).
* Pass the size of the single account object information request message as the *ChangeLogEntrySize* parameter.

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<119>](#Appendix_A_119" \o "Product behavior note 119) reestablish the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) with the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

#### Domain Trusts Methods

##### Calling DsrEnumerateDomainTrusts

No client-specific events or rules are required.

##### Calling NetrEnumerateTrustedDomainsEx

No client-specific events or rules are required.

##### Calling NetrEnumerateTrustedDomains

No client-specific events or rules are required.

##### Calling NetrGetForestTrustInformation

The client calling this method MUST be a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a different [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). If the NegotiateFlags bit T is not set, then the client SHOULD NOT call this method.

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a domain controller in the domain identified by domain-name and pass its name as the *ServerName* parameter.
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

After the method returns, the client MUST verify the *ReturnAuthenticator* as described in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<120>](#Appendix_A_120" \o "Product behavior note 120) reestablish the secure channel with the domain controller.

##### Calling DsrGetForestTrustInformation

The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED, if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

##### Calling NetrServerGetTrustInfo

The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name, and pass its name as the *TrustedDcName* parameter.

After the method returns, the client MUST verify the *ReturnAuthenticator* as described in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).

On receiving STATUS\_ACCESS\_DENIED, the client SHOULD[<121>](#Appendix_A_121" \o "Product behavior note 121) reestablish the secure channel with the domain controller.

#### Message Protection Methods

##### Calling NetrLogonGetTrustRid

If the client requires the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) for the computer account of the calling machine, the caller MUST specify this by passing NULL for both the *ServerName* and *DomainName* parameters. Otherwise, a valid *ServerName* MUST be passed. The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED, if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

##### Calling NetrLogonComputeServerDigest

The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED, if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

##### Calling NetrLogonComputeClientDigest

When comparing digests, the client SHOULD compare the new password digest first. If this comparison fails, the client SHOULD compare the old password digest. If that comparison also fails, the digests do not match. The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED, if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

##### Calling NetrLogonSendToSam

The client calling this method MUST be a BDC or [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870). The client MUST do the following:

* Have a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) established with a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) identified by domain-name and pass its name as the *PrimaryName* parameter.
* Encrypt the *OpaqueBuffer* parameter using the negotiated encryption algorithm (determined by bits C, O, or W, respectively, in the **NegotiateFlags** member of the **ServerSessionInfo** table entry for *PrimaryName*) and the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) established as the [**encryption key**](#gt_fbdcfa70-e954-4dbd-bafa-0f9c4bcf90dd).
* Pass a valid client Netlogon [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) as the *Authenticator* parameter.

After the method returns, the client MUST verify the *ReturnAuthenticator* as described in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806).[<122>](#Appendix_A_122" \o "Product behavior note 122)

For details about how the *OpaqueBuffer* parameter is used, see [[MS-SAMS]](%5bMS-SAMS%5d.pdf#Section_2e785e4ed5b64ae3b479351a50830921).

##### Calling NetrLogonSetServiceBits

The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

##### Calling NetrLogonGetTimeServiceParentDomain

The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED, if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

#### Administrative Services Methods

##### Calling NetrLogonControl2Ex

The client MUST do the following:

Supply the *Data* parameter if the client is calling with one of the following *FunctionCode* values:

* 0x00000005(NETLOGON\_CONTROL\_REDISCOVER)
* 0x00000006(NETLOGON\_CONTROL\_TC\_QUERY)
* 0x00000008(NETLOGON\_CONTROL\_FIND\_USER)
* 0x00000009(NETLOGON\_CONTROL\_CHANGE\_PASSWORD)
* 0x0000000A(NETLOGON\_CONTROL\_TC\_VERIFY)

For details about the *FunctionCode* values, see section [3.5.4.9.1](#Section_df7e5dd1ebcc47549da02e0bded82d29).

The client SHOULD be prepared to handle ERROR\_ACCESS\_DENIED, if the server determines that the client does not have appropriate [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940).

##### Calling NetrLogonControl2

The client MUST not use this method for calls requiring *QueryLevel* set to 4. All other client requirements are identical to NetrLogonControl2Ex (section [3.4.5.7.1](#Section_5c506b48dd6b40209a504f93b9f8c7c1)).

##### Calling NetrLogonControl

No client-specific events or rules are required.

#### Obsolete Methods

##### Calling NetrLogonUasLogon

This method was used only by LAN Manager clients and is not currently used.

##### Calling NetrLogonUasLogoff

This method was used only by LAN Manager clients and is not currently used.

##### Calling NetrAccountDeltas

This method supports LAN Manager products.

##### Calling NetrAccountSync

This method supports LAN Manager products.

### Timer Events

#### Timer Expiry on domainControllerCacheTimer

This event occurs whenever the domainControllerCacheTimer expires.

If the client is a [**domain controller (DC)**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the client MUST get a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) list by performing the external behavior consistent with locally invoking LsarEnumerateTrustedDomains ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.4.7.8).

* The *EnumerationContext* parameter MUST be set to 0.
* The *PreferredMaximumLength* SHOULD[<123>](#Appendix_A_123" \o "Product behavior note 123) be set to 4096.
* A policy handle is not needed locally.

The client MUST attempt to locate a DC (section [3.1.4.10](#Section_00ac739d274d434b9efbfad10405721a)) for each of the domain entries of the returned trusted domain list.

* If the client fails when attempting to locate a DC for a domain entry in the trusted domain list, the client MUST ignore errors and continue to attempt to locate DCs for the remaining domain entries in the trusted domain list.
* For each successfully located DC: If the DomainControllerInfo.Flags has bit G set, and the ServerSessionInfo table's entry **PrimaryName** field whose **DomainName** field matches the **DomainControllerInfoW.DomainName** field does not match the **DomainControllerInfoW.DomainControllerName** field, the client MUST update the name in **PrimaryName** so that it matches **DomainControllerInfoW.DomainControllerName**. The client also MUST attempt to establish a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) with the located DC (section 3.1.4.10).

### Other Local Events

No additional local events are used on the client beyond the events maintained in the underlying [**RPC transport**](#gt_c2eeb200-3cd0-4916-966e-d7d6bff1737a) and GP notification.

When Netlogon receives a PolicyChange event ([[MS-GPOD]](%5bMS-GPOD%5d.pdf#Section_6e6349392ccf4412b75f0035dc05ea67) section 2.8.2), NRPC implementations that persistently store and retrieve the **RequireStrongKey** and **RequireSignOrSeal** variables as defined in section [3.4.1](#Section_fd1e918135a045d3b39cb7453dfc0af5) SHOULD[<124>](#Appendix_A_124" \o "Product behavior note 124) load the new value.

## Netlogon Server Details

### Abstract Data Model

This section describes a conceptual model of possible data organization that an implementation maintains to participate in this protocol. The described organization is provided to facilitate the explanation of how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

A Netlogon Remote Protocol server maintains the following abstract variables, in addition to the ones defined in section [3.1](#Section_273b6905782d4a7ea2e44337816916e0):

**NetlogonSecurityDescriptor:** A security descriptor that is used for verifying access security during processing of some methods. This security descriptor MUST NOT be changed.

**ServerCapabilities:** A 32-bit set of bit flag options defined in section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed) that identify the server's supported options.

**DNSDomainName:** The [**FQDN (2)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) for the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to which the server belongs. This ADM element is shared with **DomainName.FQDN** ([[MS-WKST]](%5bMS-WKST%5d.pdf#Section_5bb08058bc364d3cabebb132228281b7) section 3.2.1.6).

**NetbiosDomainName:** The NetBIOS domain name for the domain to which the server belongs. This ADM element is shared with **DomainName.NetBIOS** [MS-WKST] section 3.2.1.6).

**DomainGuid:** The [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) for the domain. This ADM element is shared with **DomainGuid** ([MS-WKST] section 3.2.1.6).

**DomainSid:** The [**security identifier**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) for the domain. This ADM element is shared with **DomainSid** ([MS-WKST] section 3.2.1.6).

**AllowSingleLabelDNSDomain:** A Boolean that specifies whether [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) location via single label [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) names is enabled.

**AllowDnsSuffixSearch:** A Boolean that specifies whether DC location via single-label domains using DNS suffix composition is enabled.

**SiteName:** The [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) name of the computer.

**NextClostestSiteName:** The name of the site that is closest to the site of the computer.

**DynamicSiteName:** Dynamically determined site name of the computer.

**DynamicSiteNameTimeout:** An implementation-specific time span that determines whether it SHOULD[<125>](#Appendix_A_125" \o "Product behavior note 125) be time to rediscover the site name.

**DynamicSiteNameSetTime:** An implementation-specific timestamp indicating the time at which DynamicSiteName was determined.

**ChallengeTable:** A table indexed by **ComputerName** with the following members:

* **ComputerName:** The **ComputerName** (section [3.5.4.4.1](#Section_5ad9db9f74414ce58c7b7b771e243d32)) used by the DC during [session-key negotiations (section 3.1.4.1)](#Section_7b9e31d1670e4fc5ad549ffff50755f9).
* **ClientChallenge:** A pointer to a [NETLOGON\_CREDENTIAL (section 2.2.1.3.4)](#Section_d55e263271634f6cb6624b870e8cc1cd) structure that contains the [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473).
* **ServerChallenge:** A pointer to a NETLOGON\_CREDENTIAL structure that contains the [**server challenge (SC)**](#gt_7deccd83-29bf-4f63-ba8d-d3ae04d196e9) response.
* **SecureChannelType:** A [NETLOGON\_SECURE\_CHANNEL\_TYPE (section 2.2.1.3.13)](#Section_4d1235e32c964e9fa1473cb338a0d09f) enumerated value, as specified in section 2.2.1.3.13, that indicates the type of the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) being established.

**FailedDiscoveryCache:** The server SHOULD implement a cache containing a set of failed DC discovery attempts. The fields of the cache are implementation-specific but any cache implementation MUST be able to return the time when the last DC discovery attempt failed for a given domain name (see section [3.5.4.3.1](#Section_fb8e1146a0454c3198d1c68507ad5620) for more information).

**FailedDiscoveryCachePeriod:** The length of time, in seconds, for which an entry in the **FailedDiscoveryCache** is valid.

**CacheEntryValidityPeriod:** The length of time, in hours, for which an entry in the **LocatedDCsCache** is valid.

**CacheEntryPingValidityPeriod:** The length of time, in minutes, for which an entry in the **LocatedDCsCache** is considered valid without having to ping the DC represented by that cached entry.

The Netlogon server variables which are registry keys are as follows:

**RejectMD5Clients:** A Boolean variable that indicates whether the server SHOULD[<126>](#Appendix_A_126" \o "Product behavior note 126) reject incoming clients that are using MD5 encryption.

**SignSecureChannel:** A Boolean variable that determines whether a [**domain member**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) attempts to negotiate signing for all secure channel traffic that it initiates.

**TrustedDomains:** A list of domain [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) (of type [DS\_DOMAIN\_TRUSTSW (section 2.2.1.6.2)](#Section_7de9866ed3ef4a9f98a5c2dcff1e61c1)) obtained by calling [DsrEnumerateDomainTrusts (section 3.5.4.7.1)](#Section_f98236242b34415cbdca9f9a6d97016b).

When the server is a DC, it also maintains the following abstract variables:

**RejectDES:** A Boolean variable that indicates whether the server MUST reject incoming clients using DES encryption in ECB mode.

**DnsForestName:** The FQDN (2) [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) name for the forest to which the domain belongs. The **DnsForestName** value is configured as described in [MS-WKST] and is shared with **DomainName.FQDN** ([MS-WKST] section 3.2.1.6).

**LogonAttempts:** A 32-bit unsigned integer shared from LogonAttempts ([[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) section 3.1.1).

**NT4Emulator:** A Boolean variable that indicates whether the server offers only the server capabilities of a Windows NT 4.0 unless the client specifically requests otherwise.[<127>](#Appendix_A_127" \o "Product behavior note 127)

**RefusePasswordChange:** A setting that indicates whether the server refuses client password changes. This domain-wide setting can be used to indicate to the client machines that they SHOULD avoid password changes. When TRUE, the *NegotiateFlags* bit I is sent.

**DCRPCPort:** The domain controller Netlogon port that SHOULD[<128>](#Appendix_A_128" \o "Product behavior note 128) be registered with the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) [**endpoint**](#gt_b91c1e27-e8e0-499b-8c65-738006af72ee) mapper instead of the standard dynamic port. It is read only once, at initialization.

**SiteCoverage:** The names of all the sites that a domain controller covers.

**TrustedDomainObjectsCollection:** A collection of trusted domain objects as defined and initialized in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.1.5.

The server also maintains the following abstract variable for BDC replication:

**SynchronizationComplete:** A Boolean variable that indicates that [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) synchronization is complete.

When a secure channel is established, the server maintains:

**ClientSessionInfo**: A table indexed by *ComputerName* with the following members:

* **ComputerName**: The *ComputerName* (section 3.5.4.4.1) used by the DC during session-key negotiations (section 3.1.4.1).
* **ClientSequenceNumber**: See section [3.3.1](#Section_a7bd20030d614686aa6e89336cec83a1) for *ClientSequenceNumber* details.
* **AccountRid**: The [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of this client's machine account.
* **ServerSequenceNumber**: See section 3.3.1 for *ServerSequenceNumber* details.
* **Session-Key**: See section [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63) for *Session-Key* computation details.
* **NegotiateFlags**: See section [3.1.1](#Section_708b71329e72447c992bd0bef4078f81) for *NegotiateFlags* details.
* **ServerStoredCredential**: See section 3.1.1 for *ServerStoredCredential* details.
* **SecureChannelType**: A **NETLOGON\_SECURE\_CHANNEL\_TYPE** enumerated value, as specified in section 2.2.1.3.13, which indicates the type of secure channel being established with this client.

In addition, NetLogon stores service state information.

**ServerServiceBits:** A set of bit flags used to store the state of running services. If the bit is set to 0, the corresponding service is not running; otherwise, the bit is set to 1 and the corresponding service is running. The value of the bit flags is constructed from zero or more bit flags in the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | 0 | 0 | 0 | B | 0 | 0 | A | 0 | 0 | 0 | 0 | 0 | 0 |

The meanings of the flags are described in the following table.

| Value | Description |
| --- | --- |
| A | The time service is running. |
| B | The time service with clock hardware is running. |
| C | The Active Directory Web service is running. |

### Timers

None.

### Initialization

The server side registers an [**endpoint**](#gt_b91c1e27-e8e0-499b-8c65-738006af72ee) with [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) over named pipes transport, using the NETLOGON named pipe[<129>](#Appendix_A_129" \o "Product behavior note 129) and an endpoint with RPC over TCP/IP. When DCRPCPort is present and is not NULL, and the [**server**](#gt_434b0234-e970-4e8c-bdfa-e16a30d96703) is a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), then the DC MUST also register the port listed in DCRPCPort ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.3.3.3.1.4). The server side MUST register the Netlogon [**security support provider (SSP)**](#gt_e0edad22-1b0e-42f3-8e51-50f8aa30b29a) authentication\_type constant [0x44] as the [**security provider**](#gt_05fd3925-0672-4f24-9dd9-2b9d441eb333) ([MS-RPCE] section 3.3.3.3.1.3) used by the RPC interface.

**NetlogonSecurityDescriptor**: Initialized to the following value, expressed in Security Descriptor Description Language (SDDL) ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.5.1): D:(A;;CCLCSWRPWPDTLOCRRC;;;SY)(A;;CCDCLCSWRPWPDTLOCRSDRCWDWO;;;BA)(A;;CCLCSWLOCRRC;;;IU)(A;;CCLCSWLOCRRC;;;SU) S:(AU;FA;CCDCLCSWRPWPDTLOCRSDRCWDWO;;;WD)

**ChallengeTable** MUST be empty.

**ClientSessionInfo** MUST be empty.

**RefusePasswordChange** SHOULD be FALSE.

The **ServerCapabilities** field SHOULD be initialized to reflect the capabilities offered by that server implementation.

**RejectMD5Clients** SHOULD[<130>](#Appendix_A_130" \o "Product behavior note 130) be initialized in an implementation-specific way and SHOULD be FALSE.

**SealSecureChannel** SHOULD be TRUE.

**SignSecureChannel** SHOULD[<131>](#Appendix_A_131" \o "Product behavior note 131) be initialized in an implementation-specific way and SHOULD be TRUE. Any changes made to the **SignSecureChannel** registry keys are reflected in the ADM elements when a PolicyChange event is received (section [3.1.6](#Section_6e9975e7c21d4ec5aafc0dfdf7325ebe)).

**StrongKeySupport** SHOULD[<132>](#Appendix_A_132" \o "Product behavior note 132) be TRUE.

**NetbiosDomainName** is a shared ADM element with **DomainName.NetBIOS** ([[MS-WKST]](%5bMS-WKST%5d.pdf#Section_5bb08058bc364d3cabebb132228281b7) section 3.2.1.6).

**DomainGuid**: Prior to the initialization of the Netlogon Remote Protocol, **DomainGuid** has already been initialized, as described in [MS-WKST] section 3.2.1.6, since Netlogon Remote Protocol is running on a system already joined to a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**DomainSid**: Prior to the initialization of the Netlogon Remote Protocol, **DomainSid** has already been initialized, as described in [MS-WKST] section 3.2.1.6, since Netlogon Remote Protocol is running on a system already joined to a domain.

**AllowSingleLabelDNSDomain** SHOULD[<133>](#Appendix_A_133" \o "Product behavior note 133) be set to a locally configured value.

**AllowDnsSuffixSearch** SHOULD[<134>](#Appendix_A_134" \o "Product behavior note 134) be set to TRUE.

**SiteName** SHOULD[<135>](#Appendix_A_135" \o "Product behavior note 135) be initialized from msDS-SiteName ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.4.5.29) of the [**computer object**](#gt_d8e8f5a7-db85-40a8-98ed-1abab2237b82) if the server is a DC. If the server is not a DC, this ADM element is set to a locally configured value.

**NextClosestSiteName** SHOULD be initialized as follows: if the server is a DC, the server SHOULD invoke IDL\_DRSQuerySitesByCost ([[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47) section 4.1.16), setting **NextClosestSiteName** to the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) that is closest to **SiteName** but not equal to **SiteName**. If the server is not a DC, this ADM element SHOULD be initialized to NULL.

**DynamicSiteNameSetTime** MUST be set to a value such that **DynamicSiteNameSetTime** plus **DynamicSiteNameTimeout** is less than the current time.

**FailedDiscoveryCachePeriod** SHOULD[<136>](#Appendix_A_136" \o "Product behavior note 136) be set to a locally configured value.

**CacheEntryValidityPeriod** SHOULD[<137>](#Appendix_A_137" \o "Product behavior note 137) be set to a locally configured value.

**CacheEntryPingValidityPeriod** SHOULD[<138>](#Appendix_A_138" \o "Product behavior note 138) be set to a locally configured value.

If the NRPC server is a DC, then the following abstract data model variables are initialized:

* **DCRPCPort** SHOULD[<139>](#Appendix_A_139" \o "Product behavior note 139) be initialized in an implementation-specific way and MUST default to NULL.
* **DnsForestName**: SHOULD be initialized from the [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) of **rootDomainNamingContext** ([MS-ADTS] section 3.1.1.3.2.16).
* The objects in **TrustedDomainObjectsCollection** are initialized as described in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.1.5.
* The **NT4Emulator** field SHOULD be FALSE.
* **RejectDES** SHOULD[<140>](#Appendix_A_140" \o "Product behavior note 140) be initialized in an implementation-specific way and SHOULD[<141>](#Appendix_A_141" \o "Product behavior note 141) default to TRUE. .
* **ServerServiceBits** SHOULD be initialized to zero.
* **SiteCoverage** SHOULD be initialized in an implementation-specific way and MUST default to NULL. Implementations SHOULD[<142>](#Appendix_A_142" \o "Product behavior note 142) persistently store and retrieve the **SiteCoverage** variable.

### Message Processing Events and Sequencing Rules

The following section specifies data and state maintained by the Netlogon [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) server. It includes details about receiving Netlogon RPC methods on the server side of the client/server communication. The provided data is to facilitate the explanation of how the protocol behaves. This section does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

This protocol MUST instruct the RPC runtime, via the **strict\_context\_handle** attribute, to reject use of context handles created by a method of a different RPC interface than this one, as described in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.

This protocol MUST indicate to the RPC runtime that it is to perform a strict NDR data consistency check at target level 6.0, as specified in [MS-RPCE] section 3.

Methods in RPC Opnum Order

| Method | Description |
| --- | --- |
| [NetrLogonUasLogon](#Section_4db6051c9876446c957dc8f6aecbdb9a) | This method was for support of LAN Manager products, and it is no longer used. This method was introduced in LAN Manager.  Opnum: 0 |
| [NetrLogonUasLogoff](#Section_f89840bc42154dc89d365c1e5fa6a77d) | This method was for support of LAN Manager products, and it is no longer used. This method was introduced in LAN Manager.  Opnum: 1 |
| [NetrLogonSamLogon](#Section_a3a192c800704ae3a537dfe0a144426a) | The NetrLogonSamLogon method updates the user's **lastLogon** attribute for the [**Security Account Manager (SAM)**](#gt_0b53d5bb-74ab-4705-8657-c22d32781103).  Opnum: 2 |
| [NetrLogonSamLogoff](#Section_a087dc875d4b40228f9156ac2dc20256) | The NetrLogonSamLogoff method handles logoff requests for the SAM.  Opnum: 3 |
| [NetrServerReqChallenge](#Section_5ad9db9f74414ce58c7b7b771e243d32) | The NetrServerReqChallenge method receives a [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473) and returns a server challenge.  Opnum: 4 |
| [NetrServerAuthenticate](#Section_2561f16011f943a7bad45721a05e8ad8) | The NetrServerAuthenticate method authenticates an account by verifying that the computed client [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) are the same as those provided in the previous challenge.  Opnum: 5 |
| [NetrServerPasswordSet](#Section_a93310347f3047bd8aee93bbabe90df4) | The NetrServerPasswordSet method sets a new password for an account in the User Account Subsystem (UAS).  Opnum: 6 |
| [NetrDatabaseDeltas](#Section_5412f0bc5eb94197b4c4c5a8c06ba018) | The NetrDatabaseDeltas method returns a set of recent actions performed on the [**Security Account Manager (SAM) database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b), along with the number of times the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has been modified.  Opnum: 7 |
| [NetrDatabaseSync](#Section_86683ada19a2414eafaf124f77dc4685) | The NetrDatabaseSync method provides an interface to synchronize a [**backup domain controller's**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3) Security Account Manager (SAM) database to that of the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) by means of replication.  Opnum: 8 |
| [NetrAccountDeltas](#Section_9a4ba74c00474053bd51d6204f291710) | The NetrAccountDeltas method supported LAN Manager BDCs, and is no longer supported.  Opnum: 9 |
| [NetrAccountSync](#Section_717064350c2b4fd999abb27f28dc9ae0) | The NetrAccountSync method supported LAN Manager BDCs, and is no longer supported.  Opnum: 10 |
| [NetrGetDCName](#Section_ddd7452f4b7d47e6895b5b23d9dd2120) | The NetrGetDCName method retrieves the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the PDC for a specified domain.  Opnum: 11 |
| [NetrLogonControl](#Section_d62ebadc996749efa48db4059a7176c5) | The NetrLogonControl method executes a specific Netlogon control operation.  Opnum: 12 |
| [NetrGetAnyDCName](#Section_3db726ac0d1b43bebd6f923d97768436) | The NetrGetAnyDCName method retrieves the name of a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a specified domain.  Opnum: 13 |
| [NetrLogonControl2](#Section_650a105f64434eb0839a188708328fb0) | The NetrLogonControl2 method executes a specific Netlogon control operation. This method extends NetrLogonControl by allowing an input buffer that contains data for a particular query.  Opnum: 14 |
| [NetrServerAuthenticate2](#Section_985982ae9aa84565b30b33d6353d3355) | The NetrServerAuthenticate2 method handles logoff requests for the Security Account Manager (SAM).  Opnum: 15 |
| [NetrDatabaseSync2](#Section_31fc80bd4f4d4512a792e488bb78f6a0) | The NetrDatabaseSync2 method is used by a BDC to request the entire [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) from a PDC. It can be called only by a BDC that has been previously authenticated by the PDC.  Opnum: 16 |
| [NetrDatabaseRedo](#Section_c8352ce88b094baeaaf7456d7e6fda6c) | The NetrDatabaseRedo method is used by a SAM BDC to request information about a single account. It can be called only by a BDC that has been previously authenticated by the PDC.  Opnum: 17 |
| [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) | The NetrLogonControl2Ex method executes a specific Netlogon control operation. The introduction of this method added support for query level (4) to both NetrLogonControl2Ex and NetrLogonControl2 for retrieving user account information.  Opnum: 18 |
| [NetrEnumerateTrustedDomains](#Section_1d106b28c30f4fd1b7b0240b6250d7f6) | The NetrEnumerateTrustedDomains method returns an enumeration of [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain names**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c).  Opnum: 19 |
| [DsrGetDcName](#Section_86a3fa5b1f0e412a942f33a10e5e9eff) | The DsrGetDcName method returns the current domain controller for a specified domain.  Opnum: 20 |
| [NetrLogonGetCapabilities](#Section_5780fc6c82f0489fb9a0a9e855388492) | The NetrLogonGetCapabilities method returns server capabilities.  Opnum: 21 |
| [NetrLogonSetServiceBits](#Section_481bb1f8319a40fb89cdad1f6a146d9d) | The NetrLogonSetServiceBits method indicates to Netlogon whether a domain controller is running a specified service. This is done by setting service bits.  Opnum: 22 |
| [NetrLogonGetTrustRid](#Section_1d6fad9e763d495f9bed18c79304c3d7) | The NetrLogonGetTrustRid method is used to obtain the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the account that is used by the specified server in its [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca), to determine the **DomainName** for the specified domain.  Opnum: 23 |
| [NetrLogonComputeServerDigest](#Section_5f95c374795142d9816cc7f4cff2ed52) | The NetrLogonComputeServerDigest method computes a cryptographic digest of a message.  Opnum: 24 |
| [NetrLogonComputeClientDigest](#Section_79ca6e90ccd2429eb5ac8050b620eef6) | The NetrLogonComputeClientDigest method is used by a client to compute a cryptographic digest of a message.  Opnum: 25 |
| [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9) | The NetrServerAuthenticate3 method extends NetrServerAuthenticate2, returning an account RID after authentication.  Opnum: 26 |
| [DsrGetDcNameEx](#Section_5de19b7e4ce34cc4978f8959f46797ba) | The DsrGetDcNameEx method returns the current domain controller for a specified domain and [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba).  Opnum: 27 |
| [DsrGetSiteName](#Section_2b0173e28c454fde8967ad1cbbc7e593) | The DsrGetSiteName method returns the site name for a specified computer.  Opnum: 28 |
| [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) | The NetrLogonGetDomainInfo method returns information that describes the current domain to which a specified client belongs.  Opnum: 29 |
| [NetrServerPasswordSet2](#Section_14b020a80bcf4af5ab72cc92bc6b1d81) | The NetrServerPasswordSet2 method allows an account to set a new clear text password. This method extends NetrServerPasswordSet, which specifies an encrypted [**one-way function (OWF)**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of a password.  Opnum: 30 |
| [NetrServerPasswordGet](#Section_5647a125f6ae4ea6acec14f3e9ec3a8b) | The NetrServerPasswordGet method allows a BDC to get a computer account password from the PDC in the domain.  Opnum: 31 |
| [NetrLogonSendToSam](#Section_b06e6b30fe574e0fba1a5214c953a5df) | The NetrLogonSendToSam method allows a BDC or [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) to forward user account password changes to the PDC.  Opnum: 32 |
| [DsrAddressToSiteNamesW](#Section_0731ce2efde2405cb7d7c9012df9d718) | The DsrAddressToSiteNamesW method resolves a list of socket addresses as their corresponding site names.  Opnum: 33 |
| [DsrGetDcNameEx2](#Section_fb8e1146a0454c3198d1c68507ad5620) | The DsrGetDcNameEx2 method returns the current DC for a specified domain and site.  Opnum: 34 |
| [NetrLogonGetTimeServiceParentDomain](#Section_be27686c237347439b655c97b2618bdd) | The NetrLogonGetTimeServiceParentDomain method returns the name of the parent domain of the current domain.  Opnum: 35 |
| [NetrEnumerateTrustedDomainsEx](#Section_c3e9870a09434d45be94edb9419a1c11) | The NetrEnumerateTrustedDomainsEx method returns a list of trusted domains from a specified server.  Opnum: 36 |
| [DsrAddressToSiteNamesExW](#Section_95c432063a184af3928d02d2e0c3d6c1) | The DsrAddressToSiteNamesExW method translates a list of socket addresses into their corresponding site names and subnet names.  Opnum: 37 |
| [DsrGetDcSiteCoverageW](#Section_6d26f254b1254f0f84411ca66cc93b2f) | The DsrGetDcSiteCoverageW method returns a list of sites covered by a DC.  Opnum: 38 |
| [NetrLogonSamLogonEx](#Section_1725735133844de5bfe0453926ef67cd) | The NetrLogonSamLogonEx method provides an extension to NetrLogonSamLogon that allows for [**NT LAN Manager (NTLM)**](#gt_6e52bc15-d369-45fd-b098-d51fc9baa56a) pass-through authentication.  Opnum: 39 |
| [DsrEnumerateDomainTrusts](#Section_f98236242b34415cbdca9f9a6d97016b) | The DsrEnumerateDomainTrusts method returns an enumerated list of domain trusts, filtered by a set of flags, from a specified server.  Opnum: 40 |
| [DsrDeregisterDnsHostRecords](#Section_db6c9aad573640c5af86538dd439134c) | The DsrDeregisterDnsHostRecords method deletes [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) entries, except for type A records registered by a DC.  Opnum: 41 |
| [NetrServerTrustPasswordsGet](#Section_84b0d22a9b2c44328ae04a72eda28ea4) | The NetrServerTrustPasswordsGet method returns encrypted passwords for an account on a server.  Opnum: 42 |
| [DsrGetForestTrustInformation](#Section_8bff4d0be06c4c3a8bd9b0e2a7f2b06b) | The DsrGetForestTrustInformation method retrieves the trust information for the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) of the specified domain controller, or for a forest trusted by the forest of the specified DC.  Opnum: 43 |
| [NetrGetForestTrustInformation](#Section_63bab11ca90244a29cd7221357788483) | The NetrGetForestTrustInformation method retrieves the trust information for the forest of which the member's domain is itself a member.  Opnum: 44 |
| [NetrLogonSamLogonWithFlags](#Section_d17f1077de4b4fcd886739068cb789f5) | The NetrLogonSamLogonWithFlags method handles logon requests for the SAM according to specific property flags.  Opnum: 45 |
| [NetrServerGetTrustInfo](#Section_4c2296c3c6f047fc9f01a6fe17bf1d5b) | The NetrServerGetTrustInfo method returns an information block from a specified server. The information includes encrypted passwords for a particular account and trust data.  Opnum: 46 |
| OpnumUnused47 | Opnum: 47 |
| [DsrUpdateReadOnlyServerDnsRecords](#Section_e83df1615c134520ae5a79218ed0bb19) | The DsrUpdateReadOnlyServerDnsRecords method allows an RODC to send a control command to a normal (writable) DC for site-specific and CName types of DNS records update.  Opnum: 48 |
| [NetrChainSetClientAttributes](#Section_3a416e8202994ff0a25d223f972ba1d6) | When a read-only DC receives either the NetrServerAuthenticate3 method or the NetrLogonGetDomainInfo method, with updates requested, it invokes this method on a normal (writable) DC to update to a client's computer account object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).  Opnum: 49 |

**Note** that gaps in the [**opnum**](#gt_e127848e-c66d-427d-b3aa-9f904fa4ada7) numbering sequence represent opnums that SHOULD NOT[<143>](#Appendix_A_143" \o "Product behavior note 143) be used over the wire.

All methods MUST NOT throw an exception.

The following is a complete list of the Netlogon methods that require a secure channel to be established before they are called by a client. See section [3.1.4.1](#Section_7b9e31d1670e4fc5ad549ffff50755f9) for details about how to establish a secure channel between the client and the server:

* DsrUpdateReadOnlyServerDnsRecords
* NetrGetForestTrustInformation
* NetrLogonSamLogon
* NetrLogonSamLogonEx
* NetrLogonSamLogonWithFlags
* NetrLogonSamLogoff
* NetrLogonSendToSam
* NetrServerPasswordGet
* NetrServerPasswordSet
* NetrServerPasswordSet2
* NetrServerGetTrustInfo
* NetrServerTrustPasswordsGet
* NetrLogonGetDomainInfo
* NetrChainSetClientAttributes
* NetrDatabaseDeltas
* NetrDatabaseSync
* NetrDatabaseSync2
* NetrDatabaseRedo
* NetrAccountDeltas
* NetrAccountSync
* NetrLogonDummyRoutine1

#### RPC Binding Handles for Netlogon Methods

[**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) binding is the process of creating a logical connection between a client and a server. The information that composes the binding between client and server is represented by a structure called a [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed).

All Netlogon RPC methods accept an RPC binding handle as the first parameter. With the exception of the [NetrLogonSamLogonEx (section 3.5.4.5.1)](#Section_1725735133844de5bfe0453926ef67cd) method, which uses an RPC primitive binding handle (see [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.3.2.3.1), all Netlogon RPC methods use a custom binding handle.

This type is declared as follows:

1. typedef [handle] wchar\_t\* LOGONSRV\_HANDLE;

This custom binding handle is a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string of the name of the server that receives the call. The server name can be in either the NetBIOS format or the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) format. It might or might not be prefixed with two backslashes. There is no prescriptive requirement regarding backslashes. If the string is NULL, the server is the same as the client (that is, the local computer).

#### Determining client privileges

To determine access rights, the client access token is retrieved from the [**RPC transport**](#gt_c2eeb200-3cd0-4916-966e-d7d6bff1737a), as described for RpcImpersonationAccessToken in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.3.3.4.3.

Method Access Control Algorithm: During processing of methods that implement access checks, the server implementing this protocol SHOULD perform access security verification on the client's identity, using the algorithm specified by the Access Check Algorithm Pseudo code ([[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.5.3.2). For this protocol, the input parameters of that algorithm are mapped as follows:

* *SecurityDescriptor*: This MUST be the NetlogonSecurityDescriptor ADM element.
* *Token / Authorization Context*: This MUST be the identity of the client from the ADM element RpcImpersonationAccessToken, retrieved as specified in [MS-RPCE] section 3.3.3.4.3.
* *Access Request mask*: This is specified by each method's processing logic and MUST be one or more of the Access Rights specified previously in section [2.2.1.4.18](#Section_b698c4175da343b9a603eb1d4bd1cb77).
* *Object Tree*: This parameter MUST be NULL.
* *PrincipalSelfSubst SID*: This parameter MUST be NULL.

#### DC Location Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used to locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### DsrGetDcNameEx2 (Opnum 34)

The DsrGetDcNameEx2 method SHOULD[<144>](#Appendix_A_144" \o "Product behavior note 144) return information about a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba). If the *AccountName* parameter is not NULL, and a DC matching the requested capabilities (as defined in the *Flags* parameter) responds during this method call, then that DC will have verified that the DC account [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) contains an account for the *AccountName* specified. The server that receives this call is not required to be a DC.

1. NET\_API\_STATUS DsrGetDcNameEx2(
2. [in, unique, string] LOGONSRV\_HANDLE ComputerName,
3. [in, unique, string] wchar\_t\* AccountName,
4. [in] ULONG AllowableAccountControlBits,
5. [in, unique, string] wchar\_t\* DomainName,
6. [in, unique] GUID\* DomainGuid,
7. [in, unique, string] wchar\_t\* SiteName,
8. [in] ULONG Flags,
9. [out] PDOMAIN\_CONTROLLER\_INFOW\* DomainControllerInfo
10. );

**ComputerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed) defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**AccountName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the account that MUST exist and be enabled on the DC.

**AllowableAccountControlBits:** A set of bit flags that list properties of the *AccountName* account. A flag is TRUE (or set) if its value is equal to 1. If the flag is set, then the account MUST have that property; otherwise, the property is ignored. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | F | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | E | D | C | 0 | B | A | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Account for users whose primary account is in another domain. This account provides user access to the domain, but not to any domain that [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) the domain. |
| B | Normal domain user account. |
| C | Interdomain trust account. |
| D | Computer account for a [**domain member**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65). |
| E | Computer account for a BDC. |
| F | Computer account for an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870).[<145>](#Appendix_A_145" \o "Product behavior note 145) |

All other bits MUST be set to zero and MUST be ignored on receipt.

**DomainName:** A null-terminated Unicode string that contains the [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c). If the string is NULL or empty (that is, the first character in the string is the null-terminator character), then the primary domain name is assumed.

**DomainGuid:** A pointer to a [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) structure that specifies the GUID of the domain queried. If *DomainGuid* is not NULL and the domain specified by *DomainName* cannot be found, the DC locator attempts to locate a DC in the domain that has the GUID specified by *DomainGuid*. This allows renamed domains to be found by their GUID.

**SiteName:** A null-terminated string that contains the name of the site in which the DC MUST be located.

**Flags:** A set of bit flags that provide additional data that is used to process the request. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| S | R | 0 | 0 | 0 | 0 | 0 | 0 | W | V | U | T | Q | P | O | N | M | L | K | J | I | H | G | F | E | D | C | B | 0 | 0 | 0 | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | The server ignores any cached DC data. |
| B | The server returns a DC that supports [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) functions. |
| C | The server first attempts to find a DC that supports directory service functions. |
| D | The server returns a DC that is a [**global catalog**](#gt_4f5d605a-7b3f-4db7-8c21-b146856d7169) server for the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). |
| E | The server returns a DC that is the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) for the domain. |
| F | The server uses cached DC data if available, even if the cached data is expired. |
| G | The server returns a DC that has an IP (either IPv4 or IPv6) address. |
| H | The server returns a DC that is currently running the Kerberos [**Key Distribution Center**](#gt_6e5aafba-6b66-4fdd-872e-844f142af287) service. |
| I | The server returns a DC that is currently running [**W32Time**](#gt_43e51d0a-ac6a-4662-a99a-8f3029b78caf). |
| J | The server returns a DC that is writable. |
| K | The server first attempts to find a DC that is a reliable time server. If a reliable time server is unavailable, the server returns a DC that is currently running W32Time. |
| L | The server returns a different DC in the domain, if one exists. |
| M | The server returns a server that is an LDAP server. The server MAY return a DC. |
| N | Specifies that the *DomainName* parameter is a [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf). |
| O | Specifies that the *DomainName* parameter is a [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) name. |
| P | The server attempts to find a DC in the next closest site, if a DC in the closest site is not available. If a DC in the next closest site is also not available, the server returns any available DC.[<146>](#Appendix_A_146" \o "Product behavior note 146) |
| Q | The server returns a DC that has a DC functional level of DS\_BEHAVIOR\_WIN2008 or greater, as specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.4.2. |
| R | Specifies that the names returned in the **DomainControllerName** and **DomainName** fields of *DomainControllerInfo* are DNS names. |
| S | Specifies that the names returned in the **DomainControllerName** and **DomainName** fields of *DomainControllerInfo* are NetBIOS names. |
| T | The server returns a DC that is currently running the Active Directory Web Service. |
| U | The server returns a DC that has a DC functional level of DS\_BEHAVIOR\_WIN2012 or greater, as specified in [MS-ADTS] section 6.1.4.2. |
| V | The server returns a DC that has a DC functional level of DS\_BEHAVIOR\_WIN2012R2 or greater, as specified in [MS-ADTS] section 6.1.4.2. |
| W | The server returns a DC that has a DC functional level of DS\_BEHAVIOR\_WIN2016 or greater, as specified in [MS-ADTS] section 6.1.4.2. |

All other bits MUST be set to zero. The server MUST return ERROR\_INVALID\_FLAGS if any of the unspecified bits are not zero.

**DomainControllerInfo:** A pointer to a [DOMAIN\_CONTROLLER\_INFOW](#Section_9b85a7a48d344b9e9500bf8644ebfc06) structure (section 2.2.1.2.1) containing data about the DC.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following *Flags* parameter validations:

* Flags D, E, and H MUST NOT be combined with each other.
* Flag N MUST NOT be combined with the O flag.
* Flag R MUST NOT be combined with the S flag.
* Flags B, Q, U, V, and W MUST NOT be combined with each other.
* Flag K MUST NOT be combined with any of the flags: B, C, D, E, or H.
* Flag P MUST NOT be set when the SiteName parameter is provided.

The server MUST return ERROR\_INVALID\_FLAGS for any of the previously mentioned conflicting combinations.

Additionally, the server MUST perform the following parameter validations:

* If the flag D is set and *DomainName* parameter is neither NULL nor empty, the *DomainName* is a valid NetBIOS name format or a [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e) format, and the *DomainName* is not the FQDN (1) or NetBIOS name of a trusted forest, then the server MUST return ERROR\_NO\_SUCH\_DOMAIN. To determine the list of trusted forests, and their FQDN) and NetBIOS names, the server MUST use the **TrustedDomains** ADM. The domains from this collection that have the C bit set in the *Flags* field represent the trusted forests.
* If the flag N is set and *DomainName* parameter is neither NULL nor empty and the *DomainName* is NOT a valid NetBIOS name format, then the server MUST return ERROR\_INVALID\_DOMAINNAME.
* If the flag O is set and *DomainName* parameter is neither NULL nor empty and the *DomainName* is NOT in a valid FQDN format and **AllowDnsSuffixSearch** is FALSE, then the server MUST return ERROR\_INVALID\_DOMAINNAME.
* If neither the N flag nor the O flag are specified and *DomainName* parameter is neither NULL nor empty, then the server MUST return ERROR\_INVALID\_DOMAINNAME if the *DomainName* is neither a valid NetBIOS name format nor a valid FQDN format.

If the A bit in *Flags* is not set, then the server SHOULD attempt to use the **LocatedDCsCache** and **FailedDiscoveryCache** if it has them, even if the F bit in *Flags* is not set. The process for this is as follows:

* If there is no entry for the requested domain in **LocatedDCsCache**, then check if it exists in **FailedDiscoveryCache**. If an entry is found in **FailedDiscoveryCache**, then find the [**delta**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e) between the current time and the last failure time for that cache entry. If this delta is less than **FailedDiscoveryCachePeriod**, the server SHOULD return an error.
* If there is an entry for the requested domain in **LocatedDCsCache**, but its capabilities do not include the requested capabilities, then invalidate the cached entry and attempt to locate a DC as described below.
* If the delta between the current time and the creation time for the entry in **LocatedDCsCache** is greater than the **CacheEntryValidityPeriod** and the F bit in the *Flags* is not set, then invalidate the cached entry and attempt to locate a DC as described below.
* If the difference between the current time and the refresh time for the entry in **LocatedDCsCache** is greater than **CacheEntryPingValidityPeriod**, then the server MUST send a ping message to the DC prior to returning the value. The ping mechanism to be used, whether LDAP Ping ([MS-ADTS] section 6.3.3) or Mailslot Ping ([MS-ADTS] section 6.3.5), is determined based on the N and O bit settings in the *Flags*, as described below. If a ping of the DC fails, then it MUST invalidate the cache entry and attempt to locate a DC as described below. Otherwise update the refresh time and return the cached result.

The server MUST attempt to locate a domain controller for the domain specified by the client. The server SHOULD[<147>](#Appendix_A_147" \o "Product behavior note 147) implement alternate means of locating a DC: for example, a static list in a file, or the two methods detailed in [MS-ADTS] section 6.3.6.

If the *ComputerName* parameter is not NULL, it is compared against the server's [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b). If the server is not a DC (section [3.1.4.8](#Section_16f8294280d643ac8c38eee3cfe4ac99)) and the *ComputerName* parameter does not match the server's computer name, the server MUST return STATUS\_INVALID\_COMPUTER\_NAME. If the *ComputerName* parameter matches the server's computer name, the *ComputerName* parameter is NULL, or the server is a DC, then processing proceeds.

The server can use the DC location protocol ([MS-ADTS] section 6.3.6) to locate a DC (the located DC is known as the responding DC). There are two methods of locating a DC that the DC location protocol supports. One of the methods involves the DNS-based discovery mechanism (described below) and then the LDAP ping message, and the other method involves the [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) ping message.

If the N bit is set in the *Flags* parameter, the mailslot message MUST be sent.

If the O bit is set in the *Flags* parameter, DNS-based discovery MUST be performed and the LDAP message MUST be sent.

* If the *DomainName* parameter is an FQDN with a single label and **AllowDnsSuffixSearch** is TRUE and **AllowSingleLabelDNSDomain** is FALSE, then a DNS-based discovery SHOULD be attempted. The DNS SRV queries specified below SHOULD be performed by using FQDNs formed by appending in turn each of the server's DNS suffixes to *DomainName*.

If neither the N bit nor the O bit are specified, then:

* If the *DomainName* parameter is an FQDN with more than one label (as specified in [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264)), or if the **AllowSingleLabelDNSDomain** field is TRUE and the *DomainName* parameter is an FQDN with a single label, then a DNS-based discovery SHOULD be attempted and an LDAP message SHOULD be sent.
* If the DomainName parameter is a syntactically valid NetBIOS name (as specified in [[MS-NBTE]](%5bMS-NBTE%5d.pdf#Section_3461cfa83d284fa38163131bf1046fa3)), then the mailslot message MUST be sent.

If the DNS-based discovery is performed, the server identifies the candidate DCs by performing DNS SRV queries as follows:

1. Based on the value of the B, D, E, H, and M bits in the *Flags* parameter, the appropriate query is selected from those listed in [MS-ADTS] section 6.3.6. Other bits specified in the *Flags* parameter do not contribute to the selection of this query but are used to validate against the capabilities published in the ping response. The table below shows the specific query that is used for the different valid combinations of these bits:

| Bits specified | Non site-specific query | Site-specific query |
| --- | --- | --- |
| B=0/1, D=0, E=1, H=0, M=0/1 | \_ldap.\_tcp.pdc.\_msdcs.<domainname> | N/A |
| B=0/1, D=0, E=0, H=1, M=0/1 | \_kerberos.\_tcp.dc.\_msdcs.<domainname> | \_kerberos.\_tcp.<sitename>.\_sites.dc.\_msdcs.<domainname> |
| B=0/1, D=1, E=0, H=0, M=1 | \_gc.\_tcp.<forestname> | \_gc.\_tcp.<sitename>.\_sites.<forestname> |
| B=0/1, D=0, E=0, H=0, M=1 | \_ldap.\_tcp.<domainname> | \_ldap.\_tcp.<sitename>.\_sites.<domainname> |
| B=0/1, D=1, E=0, H=0, M=0 | \_gc.\_tcp.dc.\_msdcs.<forestname> | \_gc.\_tcp.<sitename>.\_sites.dc.\_msdcs.<forestname> |
| B=0/1, D=0, E=0, H=0, M=0 | \_ldap.\_tcp.dc.\_msdcs.<domainname> | \_ldap.\_tcp.<sitename>.\_sites.dc.\_msdcs.<domainname> |

1. If the SiteName parameter is not NULL, the server MUST attempt a site-specific query. For example, if the request is to locate a Key Distribution Center (KDC), the following query is used: \_kerberos.\_tcp.<*SiteName*>.\_sites.dc.\_msdcs.<*DomainName*>.
2. If the *SiteName* parameter is NULL, the server MUST attempt to first use a site-specific query for the **SiteName** (ADM element) site where applicable. For example, if the request is to locate a KDC, the following query is used: \_kerberos.\_tcp.<**SiteName**>.\_sites.dc.\_msdcs.<*DomainName*>. If the site-specific query does not result in any candidate domain controllers, or if the candidate domain controllers are not reachable via LDAP ping (described below), and if the P bit in the *Flags* parameter is set, and if **NextClosestSiteName** (ADM element) is not NULL, then the server MUST attempt to locate a DC in the next closest site by performing a site-specific query for **NextClosestSiteName**. If a DC in the next closest site is not available, or if the P bit in the *Flags* parameter was not set, or if **NextClosestSiteName** was NULL, the server MUST return any available DC, using a non-site-specific query to determine the candidate domain controllers. Using the same KDC example as before, the following non-site-specific query is used: \_kerberos.\_tcp.dc.\_mcdcs.<*DomainName*>.

In either mechanism (described in [MS-ADTS] section 6.3.6), multiple candidate DCs can be discovered. The candidate DCs are pinged to determine availability and ability to satisfy the specified requirements.

The LDAP/mailslot ping messages are constructed as follows:

When using the LDAP ping method ([MS-ADTS] section 6.3.3), the server MUST set the parameters of the LDAP message as follows:

* The **DnsDomain** field of the message is set to the *DomainName* parameter of the **DsrGetDcNameEx2** call. If *DomainName* is NULL, the **DnsDomain** field of the message is set to **DnsDomainName** (section [3.5.1](#Section_b8d168acebb642f4bfb27a84377f2cbc)). If the *DomainName* parameter is an FQDN with a single label and **AllowDnsSuffixSearch** is TRUE and **AllowSingleLabelDNSDomain** is FALSE, the **DnsDomain** field of the message is set to the FQDN (2) formed by appending in turn each of the server's DNS suffixes to *DomainName*.
* The **Host** field of the message is set to the *ComputerName* that is sending the message.
* The **User** field of the message is not set.
* The **AAC** field of the message is not set.
* The **DomainSid** field of the message is not set.
* If the **DomainGuid** parameter of the **DsrGetDcNameEx2** is not NULL, the **DomainGuid** field of the message is set to the *DomainGuid* parameter, else the **DomainGuid** field of the message is not set.

When using the mailslot ping method ([MS-ADTS] section 6.3.5), the server MUST set the parameters of the mailslot message as follows:

* The **UnicodeComputerName** field of the message is set to the *ComputerName* that is sending the message.
* The **UnicodeUserName** field of the message is not set.
* The **AllowableAccountControlBits** field of the message is not set.
* The **DomainSidSize** field of the message is set to 0x00000000.
* The **DomainSid** field of the message is not set.
* The **DomainGuid** field of the message is not set.

If the *AccountName* parameter is specified, the server MUST perform the following additional processing that is described in detail in [MS-ADTS]:

* The LDAP and mailslot query message fields are set as specified in [MS-ADTS] sections 6.3.3 and 6.3.5, except for the following:
  + LDAP ping message:
    - The **User** field of the message is set to the value of the *AccountName* parameter.
    - The **AAC** field of the message is mapped from the *AllowableAccountControlBits* parameter, according to the table in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.5.14.2, where the "ProtocolUserAccountControl" column defines the **AAC** field while the "DatabaseUserAccountControl" column defines the *AllowableAccountControlBits*.
  + Mailslot message:
    - The **UnicodeUserName** field of the message is set to the value of the *AccountName* parameter.
    - The **AllowableAccountControlBits** field of the message is mapped from the *AllowableAccountControlBits* parameter, according to the table in [MS-SAMR] section 3.1.5.14.2, where the "ProtocolUserAccountControl" column defines the **AAC** field while the "DatabaseUserAccountControl" column defines the *AllowableAccountControlBits*.

LDAP/Mailslot ping responses from the candidate DCs are processed (in the order in which they are received) along with the flags to determine if the server queried meets all of the requirements, until a server that meets the requirements is found or an implementation-specific timeout is reached.

If the B bit in the *Flags* is set, the server SHOULD[<148>](#Appendix_A_148" \o "Product behavior note 148) return a DC that supports directory service functions. To determine if a domain controller meets this requirement, the server MUST check the value of the **NETLOGON\_SAM\_LOGON\_RESPONSE.NtVersion** field in the message and ensure that NETLOGON\_NT\_VERSION\_5 or greater is specified. If a server that meets this requirement cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the C bit in the *Flags* is set, the service MUST first attempt to find a DC that supports directory service functions.[<149>](#Appendix_A_149" \o "Product behavior note 149) To determine if a domain controller meets this requirement, the server MUST check the value of the **NETLOGON\_SAM\_LOGON\_RESPONSE.NtVersion** field in the message and ensure that NETLOGON\_NT\_VERSION\_5 or greater is specified. If a DC that supports the directory service functions is not available, the server MUST return the name of a non–directory service DC.

If the D bit in the *Flags* is set, the server MUST return a DC that is a global catalog server for the forest of domains. To determine if a domain controller is a global catalog server, the server MUST check the value of the FG bit in the *Flags* field of the message as defined in [MS-ADTS] section 6.3.1.2.

If the E bit in the *Flags* is set, the server MUST return a DC that is the PDC for the domain. To determine if a domain controller is a primary domain controller the server MUST check the value of the FP bit in the *Flags* field of the message as defined in [MS-ADTS] section 6.3.1.2. If a server that meets this requirement cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the G bit in the *Flags* is set, the server MUST return a DC that has an IP (either IPv4 or IPv6) address. The IP address can be verified by examining the **DcIpAddress** field of the NETLOGON\_SAM\_LOGON\_RESPONSE message ([MS-ADTS] section 6.3.1.8) or the **DcSockAddr** field of the NETLOGON\_SAM\_LOGON\_RESPONSE\_EX message ([MS-ADTS] section 6.3.1.9). If a server that meets this requirement cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the H bit in the *Flags* is set, the server MUST return a DC that is currently running the Kerberos Key Distribution Center service. To determine if a domain controller is currently running the Kerberos Key Distribution Center service, the server MUST check the value of the FK bit in the **Flags** field of the message as defined in [MS-ADTS] section 6.3.1.2. If a server that meets this requirement cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the I bit in the *Flags* is set, then the server MUST return a DC that is currently running W32Time. To determine if a domain controller is currently running an [[MS-SNTP]](%5bMS-SNTP%5d.pdf#Section_8106cb73ab3a45428bc8784dd32031cc) implementation, the server MUST check the value of the FT bit in the *Flags* field of the message as defined in [MS-ADTS] section 6.3.1.2. If a server that meets this requirement cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the J bit in the *Flags* is set, the server MUST return a DC that is writable.[<150>](#Appendix_A_150" \o "Product behavior note 150) To determine if a domain controller is writable, the server MUST check the value of the FW bit in the *Flags* field of the message as defined in [MS-ADTS] section 6.3.1.2. If a server that meets this requirement cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the K bit in the *Flags* is set, the server returns a DC that is a reliable time server. If a reliable time server is unavailable, the server returns a DC that is a time server. To determine whether a domain controller is a reliable time server, the server MUST check the value of the FGT bit in the **Flags** field of the message as defined in [MS-ADTS] section 6.3.1.2. To determine whether a domain controller is a time server, the server MUST check the value of the FT bit in the **Flags** field of the message as defined in [MS-ADTS] section 6.3.1.2. If a domain controller that meets either of these requirements cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the L bit in the **Flags** is set, the server MUST return a DC in the domain other than the server, if one exists. This flag is ignored if the recipient if not running as a DC.

If the M bit in the *Flags* is set, the server MUST return an LDAP server. To determine if a domain controller is an LDAP server, the server MUST check the value of the FL bit in the **Flags** field of the message as defined in [MS-ADTS] section 6.3.1.2. The server MAY return a DC. No other services are required to be present on the server returned. The server MAY return a server that has a writable config container or a writable schema container. If the D bit in the **Flags** is set, the server returned MUST be an LDAP server and a global catalog server, and might be a DC. No other services are implied to be present at the server. If this flag is specified, the B, C, E, H, I, J, and T bits in the **Flags** are ignored along with their respective processing requirements.

If the Q bit in **Flags** is set, the server MUST return a DC that has a functional level of DS\_BEHAVIOR\_WIN2008 or greater. To determine the functional level of a DC, the server MUST locate the DC's nTDSDSA object in the directory and verify the **msDS-Behavior-Version** attribute as specified in [MS-ADTS] section 6.1.4.2.

If the T bit in the *Flags* is set, the server SHOULD[<151>](#Appendix_A_151" \o "Product behavior note 151) return a DC that is currently running the Active Directory Web Service. To determine if a domain controller is currently running the Active Directory Web Service, the server MUST check the value of the FWS bit in the *Flags* field of the message as defined in [MS-ADTS] section 6.3.1.2. If a server that meets this requirement cannot be located, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the U bit in **Flags** is set, the server MUST return a DC that has a functional level of DS\_BEHAVIOR\_WIN2012 or greater. To determine the functional level of a DC, the server MUST locate the DC's nTDSDSA object in the directory and verify the **msDS-Behavior-Version** attribute as specified in [MS-ADTS] section 6.1.4.2.

If the V bit in **Flags** is set, the server MUST return a DC that has a functional level of DS\_BEHAVIOR\_WIN2012R2 or greater. To determine the functional level of a DC, the server MUST locate the DC's nTDSDSA object in the directory and verify the **msDS-Behavior-Version** attribute as specified in [MS-ADTS] section 6.1.4.2.

If the W bit in **Flags** is set, then the server MUST return a DC that has a functional level of DS\_BEHAVIOR\_WIN2016 or greater. To determine the functional level of a DC, the server MUST locate the DC's nTDSDSA object in the directory and verify the **msDS-Behavior-Version** attribute as specified in [MS-ADTS] section 6.1.4.2.

NETLOGON\_SAM\_LOGON\_RESPONSE\_EX ([MS-ADTS] section 6.3.1.9) and NETLOGON\_SAM\_LOGON\_RESPONSE ([MS-ADTS] section 6.3.1.8) messages are received from a DC in response to the LDAP and the mailslot messages, respectively. Using these response messages, the **DsrGetDcNameEx2** populates the returned DOMAIN\_CONTROLLER\_INFOW structure (section 2.2.1.2.1) as follows:

* The **DnsHostName**, **DnsDomainName**, **NetbiosComputerName**, and **NetbiosDomainName** fields are compressed and MUST be decompressed as described in [MS-ADTS] section 6.3.7.
* If the R flag is set in the *Flags* parameter:
  + The **DomainControllerInfo.DomainControllerName** field MUST be set to the value of the **DnsHostName** message field. If the **DnsHostName** field is not set in the message, the error ERROR\_NO\_SUCH\_DOMAIN MUST be returned.
  + The **DomainControllerInfo.DomainName** field MUST be set to the value of the **DnsDomainName** message field. If the **DnsDomainName** field is not set in the message, the error ERROR\_NO\_SUCH\_DOMAIN MUST be returned.
* If the S flag is set in the *Flags* parameter:
  + The **DomainControllerInfo.DomainControllerName** field MUST be set to the value of the **NetbiosComputerName** message field.
  + The **DomainControllerInfo.DomainName** field MUST be set to the value of the **NetbiosDomainName** message field.
* If neither the R nor S flags are set in the *Flags* parameter:[<152>](#Appendix_A_152" \o "Product behavior note 152)
  + The **DomainControllerInfo.DomainControllerName** field MUST be set to either the value of the **DnsHostName** message field, or to the value of the **NetbiosComputerName** message field.[<153>](#Appendix_A_153" \o "Product behavior note 153)
  + The **DomainControllerInfo.DomainName** field MUST be set to either the value of the **DnsDomainName** message field, or to the value of the **NetbiosDomainName** message field.[<154>](#Appendix_A_154" \o "Product behavior note 154)
* If the IP address of the DC to which the message was sent is known from the underlying transport protocol, the **DomainControllerInfo.DomainControllerAddress** field MUST be set to that address. Otherwise, the field SHOULD be set from the value of the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.DcSockAddr** message field if the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.DcSockAddrSize** message field is not zero.
* If the IP address of the DC is not available because the aforementioned conditions are not met, the **DomainControllerInfo.DomainControllerAddress** field MUST be set to the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.NetbiosComputerName** field.
* The **DomainControllerInfo.DomainControllerAddressType** field MUST be set to 0x00000001 if the **DomainControllerAddress** field is set to the IP address of the DC. Otherwise, the **DomainControllerInfo.DomainControllerAddressType** field MUST be set to 0x00000002 for a NETBIOS name.
* The **DomainControllerInfo.DomainGuid** field MUST be set to the **NETLOGON\_SAM\_LOGON\_RESPONSE.DomainGuid** or the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.DomainGuid** field.
* The **DomainControllerInfo.DnsForestName** field MUST be set to the value of the **NETLOGON\_SAM\_LOGON\_RESPONSE.DnsForestName** or the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.DnsForestName** fields if they are present, or to NULL if the **NETLOGON\_SAM\_LOGON\_RESPONSE.DnsForestName** and the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.DnsForestName** fields are not present.
* The **DomainControllerInfo.Flags** field MUST be set to the value of the **NETLOGON\_SAM\_LOGON\_RESPONSE.Flags** or the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.Flags** field. Additionally, the following flags are set in the **DomainControllerInfo.Flags** field:
  + The flag M MUST be set if the **DomainControllerInfo.DomainControllerName** field is set to the FQDN (1) of the DC.
  + The flag N MUST be set if the **DomainControllerInfo.DomainName** field is set to the FQDN (1) of the domain.
  + The flag O MUST be set if the **DomainControllerInfo.DnsForestName** field is set.
* The **DomainControllerInfo.DcSiteName** field MUST be set to the value of the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.DcSiteName** field if it is present, or to NULL if the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.DcSiteName** field is not present.
* The **DomainControllerInfo.ClientSiteName** field MUST be set to the value of the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.ClientSiteName** field if it is present, or to NULL if the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.ClientSiteName** field is not present.
  + If the **NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.NextClosestSiteName** field is present, the value MUST be saved in the **NextClosestSiteName** ADM element.

If a satisfactory NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40 ([MS-ADTS] section 6.3.1.7) response message is received from a Windows NT 4.0 DC in response to the mailslot messages, the **DsrGetDcNameEx2** call populates the returned **DOMAIN\_CONTROLLER\_INFOW** structure (section 2.2.1.2.1) as follows:

* The **DomainControllerInfo.DomainControllerName** field MUST be set to the **NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40.UnicodeLogonServer** field.
* The **DomainControllerInfo.DomainControllerAddress** field MUST be set to the **NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40.UnicodeLogonServer** field.
* The **DomainControllerInfo.DomainControllerAddressType** field MUST be set to 0x00000002.
* The **DomainControllerInfo.DomainGuid** field MUST be set to NULL.
* The **DomainControllerInfo.DomainName** field MUST be set to the **NETLOGON\_SAM\_LOGON\_RESPONSE\_NT40.UnicodeLogonServer** field.
* The **DomainControllerInfo.DnsForestName** field MUST be set to NULL.
* The **DomainControllerInfo.Flags** field MUST have the A and H flags set if the response is to a PDC query; otherwise it MUST be set to 0x00000000.
* The **DomainControllerInfo.DcSiteName** field MUST be set to NULL.
* The **DomainControllerInfo.ClientSiteName** field MUST be set to NULL.

If the *AccountName* parameter is not NULL, the response message validation adds the following check: if the DC response is received indicating the lack of an account, as specified in [MS-ADTS] sections 6.3.3 and 6.3.5, the server MUST return ERROR\_NO\_SUCH\_USER.

If the server successfully locates a DC for the requested capabilities, then it SHOULD save the result in the **LocatedDCsCache**. If a DC for the domain cannot be located, then the server SHOULD save the result in the **FailedDiscoveryCache**.

##### DsrGetDcNameEx (Opnum 27)

The DsrGetDcNameEx method is a predecessor to the [DsrGetDcNameEx2 (section 3.5.4.3.1)](#Section_fb8e1146a0454c3198d1c68507ad5620) method. The method SHOULD[<155>](#Appendix_A_155" \o "Product behavior note 155) return information about a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba). All parameters of this method have the same meanings as the identically named parameters of the DsrGetDcNameEx2 method.

1. NET\_API\_STATUS DsrGetDcNameEx(
2. [in, unique, string] LOGONSRV\_HANDLE ComputerName,
3. [in, unique, string] wchar\_t\* DomainName,
4. [in, unique] GUID\* DomainGuid,
5. [in, unique, string] wchar\_t\* SiteName,
6. [in] ULONG Flags,
7. [out] PDOMAIN\_CONTROLLER\_INFOW\* DomainControllerInfo
8. );

On receiving this call, the server MUST perform all of the processing done on receiving the **DsrGetDcNameEx2** call, except that any processing specific to the *AccountName* and *AllowableAccountControlBits* parameters is ignored. This function MUST be processed as if the *AccountName* and *AllowableControlBits* parameters were not specified.

##### DsrGetDcName (Opnum 20)

The DsrGetDcName method is a predecessor to the [DsrGetDcNameEx2](#Section_fb8e1146a0454c3198d1c68507ad5620) method (section 3.5.4.3.1). The method SHOULD[<156>](#Appendix_A_156" \o "Product behavior note 156) return information about a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). All parameters of this method have the same meanings as the identically named parameters of the DsrGetDcNameEx2 method, except for the *SiteGuid* parameter, detailed as follows.

1. NET\_API\_STATUS DsrGetDcName(
2. [in, unique, string] LOGONSRV\_HANDLE ComputerName,
3. [in, unique, string] wchar\_t\* DomainName,
4. [in, unique] GUID\* DomainGuid,
5. [in, unique] GUID\* SiteGuid,
6. [in] ULONG Flags,
7. [out] PDOMAIN\_CONTROLLER\_INFOW\* DomainControllerInfo
8. );

**SiteGuid:** This parameter MUST be NULL and ignored upon receipt.

The **DsrGetDcName** call accepts the *SiteGuid* parameter instead of the *SiteName* parameter of the **DsrGetDcNameEx** call. On receiving this call, the server MUST perform all of the processing done on receiving the **DsrGetDcNameEx** call.

##### NetrGetDCName (Opnum 11)

The NetrGetDCName method MAY[<157>](#Appendix_A_157" \o "Product behavior note 157) retrieve the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) for the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

1. NET\_API\_STATUS NetrGetDCName(
2. [in, string] LOGONSRV\_HANDLE ServerName,
3. [in, unique, string] wchar\_t\* DomainName,
4. [out, string] wchar\_t\*\* Buffer
5. );

**ServerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640), that represents the connection to a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**DomainName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that specifies the NetBIOS name of the domain.

**Buffer:** A pointer to a null-terminated Unicode string that contains the NetBIOS name of the PDC for the specified domain. The server name returned by this method is prefixed by two backslashes (\\).

**Return Values:** The method returns 0x00000000 on success; otherwise, it MUST return a nonzero error code and SHOULD return the following error code.

| Return Value/Code | Description |
| --- | --- |
| 0x00000035  ERROR\_ BAD\_ NETPATH | The network path was not found. |

If the *DomainName* parameter is not NULL and is not a valid NetBIOS name format, the server MUST return NERR\_DCNotFound.

The server MUST attempt to locate a PDC for the domain specified by the client. The server MUST return NERR\_DCNotFound if the PDC could not be located for the specified domain. The server SHOULD[<158>](#Appendix_A_158" \o "Product behavior note 158) implement alternate means of locating DCs: for example, a static list in a file, or two methods detailed in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.6.

NetrGetDcName returns the name of the discovered PDC.

##### NetrGetAnyDCName (Opnum 13)

The NetrGetAnyDCName method MAY[<159>](#Appendix_A_159" \o "Product behavior note 159) retrieve the name of a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the specified primary or directly [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). Only DCs can return the name of a DC in a specified directly trusted domain.

1. NET\_API\_STATUS NetrGetAnyDCName(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, unique, string] wchar\_t\* DomainName,
4. [out, string] wchar\_t\*\* Buffer
5. );

**ServerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**DomainName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the primary or directly trusted domain. If the string is NULL or empty (that is, the first character in the string is the null-terminator character), the primary [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) is assumed.

**Buffer:** A pointer to an allocated buffer that contains the null-terminated Unicode string containing the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of a DC in the specified domain. The DC name is prefixed by two backslashes (\\).

**Return Values:** The method returns 0x00000000 on success; otherwise, it MUST return a nonzero error code and SHOULD return the following error code.

| Return Value/Code | Description |
| --- | --- |
| 0x00000712  ERROR\_DOMAIN\_TRUST\_INCONSISTENT | The name or security ID ([**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d)) of the domain specified is inconsistent with the trust information for that domain. |

The server MUST attempt to locate a DC for the domain specified by the client. The server SHOULD[<160>](#Appendix_A_160" \o "Product behavior note 160) implement alternate means to locate domain controllers: for example, a static list in a file, or the two methods detailed in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.6. If the server that receives this call is the PDC for the domain specified in DomainName, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If the *ServerName* parameter is not a valid binding handle (as defined in section 3.5.4.1), the server MUST return ERROR\_INVALID\_COMPUTERNAME.

This method also returns errors based on Common Error Processing Rule E, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).

NetrGetAnyDcName returns the name of the discovered DC.

##### DsrGetSiteName (Opnum 28)

The DsrGetSiteName method SHOULD[<161>](#Appendix_A_161" \o "Product behavior note 161) return the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) name for the specified computer that receives this call.

1. NET\_API\_STATUS DsrGetSiteName(
2. [in, unique, string] LOGONSRV\_HANDLE ComputerName,
3. [out, string] wchar\_t\*\* SiteName
4. );

**ComputerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed) (defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640)).

**SiteName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the site in which the computer that receives this call resides.

**Return Values:** The method returns 0x00000000 on success; otherwise, it MUST return a nonzero error code and SHOULD return the following error code.

| Return Value/Code | Description |
| --- | --- |
| 0x0000077F  ERROR\_NO\_SITENAME | No site name is available for this machine. |

If the computer has been configured with a SiteName, it MUST return the SiteName immediately.

If the DynamicSiteNameSetTime plus the DynamicSiteNameTimeout is less than the current time (meaning that the DynamicSiteNameSetTime is older than allowed by DynamicSiteNameTimeout), then:

* The server MUST locate a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). The server SHOULD[<162>](#Appendix_A_162" \o "Product behavior note 162) implement alternate means to locate DCs: for example, a static list in a file, or the two methods detailed in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.6. If the server cannot locate a DC for the domain, then the server MUST return ERROR\_NO\_SUCH\_DOMAIN.
* The server then populates the *SiteName* parameter with the NETLOGON\_SAM\_LOGON\_RESPONSE\_EX message ([MS-ADTS] section 6.3.1.9) by setting the *SiteName* parameter to NETLOGON\_SAM\_LOGON\_RESPONSE\_EX.ClientSiteName. The server stores the discovered site name in **DynamicSiteName**.
* The server sets the DynamicSiteNameSetTime to the current time.

Otherwise, **DynamicSiteName** MUST be returned immediately as the *SiteName* parameter.

If it is determined that the server that receives this call has no site name, the server MUST return ERROR\_NO\_SITENAME.

This method also returns errors based on Common Error Processing Rules B and C, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).

##### DsrGetDcSiteCoverageW (Opnum 38)

The DsrGetDcSiteCoverageW method SHOULD[<163>](#Appendix_A_163" \o "Product behavior note 163) return a list of [**sites**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) covered by a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). Site coverage is detailed in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.1.2.2.

1. NET\_API\_STATUS DsrGetDcSiteCoverageW(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [out] PNL\_SITE\_NAME\_ARRAY\* SiteNames
4. );

**ServerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed) (defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640)) that represents the connection to a DC.

**SiteNames:** A pointer to an [NL\_SITE\_NAME\_ARRAY](#Section_4c5fb44a6d68420d970e68ad5436bbd3) structure (section 2.2.1.2.2) that contains an array of site name strings.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

This method returns errors based on Common Error Processing Rules A and B, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).

The server MUST return all the sites for which the DC publishes site-specific [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) SRV records ([MS-ADTS] section 6.3.2.3).

##### DsrAddressToSiteNamesW (Opnum 33)

The DsrAddressToSiteNamesW method SHOULD[<164>](#Appendix_A_164" \o "Product behavior note 164) translate a list of socket addresses into their corresponding [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) names. For details about the mapping from socket address to subnet/site name, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) sections 6.1.1.2.2.1 and 6.1.1.2.2.2.

1. NET\_API\_STATUS DsrAddressToSiteNamesW(
2. [in, unique, string] LOGONSRV\_HANDLE ComputerName,
3. [in, range(0, 32000)] DWORD EntryCount,
4. [in, size\_is(EntryCount)] PNL\_SOCKET\_ADDRESS SocketAddresses,
5. [out] PNL\_SITE\_NAME\_ARRAY\* SiteNames
6. );

**ComputerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed) (section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640)) that represents the connection to a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**EntryCount:** The number of socket addresses specified in *SocketAddresses*. The maximum value for *EntryCount* is 32000. The limit was chosen to prevent clients from being able to force large memory allocations on servers.

**SocketAddresses:** An array of [NL\_SOCKET\_ADDRESS](#Section_235d0c09b9db44c59d4d806919be657b) structures (section 2.2.1.2.4) that contains socket addresses to translate. The number of addresses specified MUST be equal to *EntryCount*.

**SiteNames:** A pointer to an [NL\_SITE\_NAME\_ARRAY](#Section_4c5fb44a6d68420d970e68ad5436bbd3) structure (section 2.2.1.2.2) that contains a corresponding array of site names. The number of entries returned is equal to *EntryCount*. The fields of an entry are set to zero if the corresponding socket address does not map to any site, or if the address family of the socket address is not IPV4 or IPV6. The mapping of IP addresses to sites is specified in [MS-ADTS] section 6.1.1.2.2.1.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

| Return Value/Code | Description |
| --- | --- |
| 0x00000008  ERROR\_NOT\_ENOUGH\_MEMORY | Not enough storage is available to process this command. |
| 0x00000057  ERROR\_INVALID\_PARAMETER | One of the parameters is invalid. This error value is returned if the value of *EntryCount* passed to **DsrAddressToSiteNamesW** is zero. |

This method returns errors based on Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).

The server MUST return the site names that correspond to the *SocketAddresses* parameter by using the method specified for IP address and site/subnet mapping ([MS-ADTS] section 6.1.1.2.2.2.1).

##### DsrAddressToSiteNamesExW (Opnum 37)

The DsrAddressToSiteNamesExW method SHOULD[<165>](#Appendix_A_165" \o "Product behavior note 165) translate a list of socket addresses into their corresponding [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) names and subnet names. For details about the mapping from socket address to subnet/site name, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) sections 6.1.1.2.2.1 and 6.1.1.2.2.2.

1. NET\_API\_STATUS DsrAddressToSiteNamesExW(
2. [in, unique, string] LOGONSRV\_HANDLE ComputerName,
3. [in, range(0, 32000)] DWORD EntryCount,
4. [in, size\_is(EntryCount)] PNL\_SOCKET\_ADDRESS SocketAddresses,
5. [out] PNL\_SITE\_NAME\_EX\_ARRAY\* SiteNames
6. );

**ComputerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed) (defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640)) that represents the connection to a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

**EntryCount:** The number of socket addresses specified in *SocketAddresses*. The maximum value for *EntryCount* is 32000. To avoid large memory allocations, this number was chosen as a reasonable limit for the maximum number of socket addresses that this method accepts.

**SocketAddresses:** An array of [NL\_SOCKET\_ADDRESS](#Section_235d0c09b9db44c59d4d806919be657b) structures (section 2.2.1.2.4) that contains socket addresses to translate. The number of addresses specified MUST be equal to *EntryCount*.

**SiteNames:** A pointer to an [NL\_SITE\_NAME\_EX\_ARRAY](#Section_2b40b2eb480c42e9b8643de716db892d) structure (section 2.2.1.2.3) that contains an array of site names and an array of subnet names that correspond to socket addresses in *SocketAddresses*. The number of entries returned is equal to *EntryCount*. The fields of an entry are set to zero if the corresponding socket address does not map to any site, or if the address family of the socket address is not IPV4 or IPV6. The mapping of IP addresses to sites is specified in [MS-ADTS] section 6.1.1.2.2.1.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns one of the following error codes.

| Return Value/Code | Description |
| --- | --- |
| 0x00000008  ERROR\_NOT\_ENOUGH\_MEMORY | Not enough storage is available to process this command. |
| 0x00000057  ERROR\_INVALID\_PARAMETER | One of the parameters is invalid. This error value is returned if the value of *EntryCount* passed to **DsrAddressToSiteNamesExW** is zero. |

This method returns errors based on Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).

The server MUST return the site and subnet names that correspond to the *SocketAddresses* by using the method specified for IP address and site/subnet mapping ([MS-ADTS] section 6.1.1.2.2.2.1).

##### DsrDeregisterDnsHostRecords (Opnum 41)

The DsrDeregisterDnsHostRecords method SHOULD[<166>](#Appendix_A_166" \o "Product behavior note 166) delete all of the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) SRV records registered by a specified [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). For the list of SRV records that a [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) registers, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.2.3, "SRV Records Registered by DC".

1. NET\_API\_STATUS DsrDeregisterDnsHostRecords(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, unique, string] wchar\_t\* DnsDomainName,
4. [in, unique] GUID\* DomainGuid,
5. [in, unique] GUID\* DsaGuid,
6. [in, string] wchar\_t\* DnsHostName
7. );

**ServerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640), that represents the connection to the DC.

**DnsDomainName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that specifies the [**FQDN (1)**](#gt_1769aec9-237e-44ed-9014-1abb3ec6de6e).

**DomainGuid:** A pointer to the domain [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1). If the value is not NULL, the DNS SRV record of type \_ldap.\_tcp.DomainGuid.domains.\_msdcs.DnsDomainName is also deregistered.

**DsaGuid:** A pointer to the objectGUID of the DC's NTDSDSA object. For details about the NTDSDSA object, see [MS-ADTS] section 6.1.1.2.2.1.2.1.1. If the value is not NULL, the CNAME [[RFC1035]](https://go.microsoft.com/fwlink/?LinkId=90264) record of the domain in the form of DsaGuid.\_msdcs.DnsDomainName is also deregistered.

**DnsHostName:** A null-terminated Unicode string that specifies the FQDN (1) of the DC whose records are being deregistered.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns the following error code.

| Return Value/Code | Description |
| --- | --- |
| 0x00000032  ERROR\_NOT\_SUPPORTED | The request is not supported. This error value is returned when **DsrDeregisterDnsHostRecords** is called on a machine that is not a DC. |

The server SHOULD determine if the client has sufficient [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940) (as described in section [3.5.4.2](#Section_1ec948862b6445afb68e3d9faa36617c)) with the Access Request mask set to the NETLOGON\_CONTROL\_ACCESS mask.

If the client does not have sufficient privilege, the server MUST return ERROR\_ACCESS\_DENIED.

If the *DnsHostName* parameter is not null, the server MUST attempt to delete the DNS SRV records registered for the DC *DnsHostName*, as specified in [MS-ADTS] section 6.3.2.3.

If the *DomainGuid* parameter is not null, then the server MUST attempt to delete the domain-GUID-based SRV record.

If the *DsaGuid* parameter is not null, then the server MUST attempt to delete the domain CNAME record.

The deletion of [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba)-specific records MUST be attempted for every site in the enterprise of the DC on which the method is executed.

Unless stated otherwise, if the attempt to delete any records documented previously fails for any reason, then the server MUST ignore the error and continue message processing.

It is possible that this method call will create a time-consuming run that can generate significant network traffic for enterprises with many sites.

##### DsrUpdateReadOnlyServerDnsRecords (Opnum 48)

The DsrUpdateReadOnlyServerDnsRecords method SHOULD[<167>](#Appendix_A_167" \o "Product behavior note 167) allow an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) to send a control command to a normal (writable) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) for site-specific and CName types of [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records update. For registration, site-specific records SHOULD be for the [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) in which RODC resides. For the types of DNS records, see [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.2.

1. NTSTATUS DsrUpdateReadOnlyServerDnsRecords(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in, unique, string] wchar\_t\* SiteName,
7. [in] ULONG DnsTtl,
8. [in, out] PNL\_DNS\_NAME\_INFO\_ARRAY DnsNames
9. );

**ServerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed) (as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640)) that represents the connection to the normal (writable) DC.

**ComputerName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the client computer [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf).

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure (as specified in section 2.2.1.1.5) that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3) that will be used to authenticate the client.

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure that contains the server return authenticator.

**SiteName:** A pointer to a null-terminated Unicode string that contains the site name where the RODC resides.

**DnsTtl:** The Time To Live value, in seconds, for DNS records.

**DnsNames:** A pointer to an [NL\_DNS\_NAME\_INFO\_ARRAY (section 2.2.1.2.6)](#Section_8ae8a92eb63a43fd935097f1cab1c148) structure that contains an array of [NL\_DNS\_NAME\_INFO](#Section_1c7e652045a243e1ac0b43e771f85b14) structures.

**Return Values:** The method returns 0x00000000 (NO\_ERROR) on success; otherwise, it returns a nonzero error code.

On receiving this call, the server performs the following steps:

* Verifies that the server is a normal (writable) DC; otherwise, the server MUST return STATUS\_NOT\_SUPPORTED.[<168>](#Appendix_A_168" \o "Product behavior note 168)
* Verifies that the caller (ComputerName) is an RODC; otherwise, the server MUST return STATUS\_NOT\_SUPPORTED.
* Verifies that the *Authenticator* passed, and compute the *ReturnAuthenticator*, as specified in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806). If the *Authenticator* verification fails, the server MUST return STATUS\_ACCESS\_DENIED.
* Validates the requested DNS name type. Only site-specific and CName types are supported. For an unsupported DNS name type, sets the DNS name status to STATUS\_NOT\_SUPPORTED.
* Validates the site name for site-specific DNS name registration. Sets DNS name status to STATUS\_ACCESS\_DENIED for an invalid site name.
* Validates Ndnc [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) for the registration of NlDnsNdncDomainName DnsDomainInfoType. Sets DNS name status to STATUS\_ACCESS\_DENIED for an invalid Ndnc domain name.

This method can be called only by a machine that has established a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) with the server.

#### Secure Channel Establishment and Maintenance Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used to establish the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca), as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### NetrServerReqChallenge (Opnum 4)

The NetrServerReqChallenge method SHOULD[<169>](#Appendix_A_169" \o "Product behavior note 169) receive a [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473) and return a [**server challenge (SC)**](#gt_7deccd83-29bf-4f63-ba8d-d3ae04d196e9) .

1. NTSTATUS NetrServerReqChallenge(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_CREDENTIAL ClientChallenge,
5. [out] PNETLOGON\_CREDENTIAL ServerChallenge
6. );

**PrimaryName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**ComputerName:** A [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer calling this method.

**ClientChallenge:** A pointer to a [NETLOGON\_CREDENTIAL](#Section_d55e263271634f6cb6624b870e8cc1cd) structure, as specified in section 2.2.1.3.4, that contains the client challenge.

**ServerChallenge:** A pointer to a NETLOGON\_CREDENTIAL structure, as specified in section 2.2.1.3.4, that contains the server challenge response.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Apply Common Error Processing Rule B, specified in section 3, to the *PrimaryName* parameter.

The server MUST generate 64 bits of random data as the server challenge to be returned in the *ServerChallenge* parameter. The *ServerChallenge* is saved in the **ChallengeTable**, along with the client name passed in the *ComputerName* parameter and the client challenge passed in the *ClientChallenge* parameter.

##### NetrServerAuthenticate3 (Opnum 26)

The NetrServerAuthenticate3 method SHOULD[<170>](#Appendix_A_170" \o "Product behavior note 170) mutually authenticate the client and the server and establish the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) to be used for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) message protection between the client and the server. It is called after the [NetrServerReqChallenge](#Section_5ad9db9f74414ce58c7b7b771e243d32) method, as specified in section 3.5.4.4.1.

1. NTSTATUS NetrServerAuthenticate3(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_CREDENTIAL ClientCredential,
7. [out] PNETLOGON\_CREDENTIAL ServerCredential,
8. [in, out] ULONG \* NegotiateFlags,
9. [out] ULONG \* AccountRid
10. );

**PrimaryName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**AccountName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that identifies the name of the account that contains the [**secret key**](#gt_dc4cd75d-71f9-4ceb-8938-504d0c6b2fbf) (password) that is shared between the client and the server, as described in section [1.5](#Section_41679899e81b41bfaddae269ce9dc33d).[<171>](#Appendix_A_171" \o "Product behavior note 171)

**SecureChannelType:** A [NETLOGON\_SECURE\_CHANNEL\_TYPE](#Section_4d1235e32c964e9fa1473cb338a0d09f) enumerated value, as specified in section 2.2.1.3.13, that indicates the type of the secure channel being established by this call.

**ComputerName:** A null-terminated Unicode string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer calling this method.

**ClientCredential:** A pointer to a [NETLOGON\_CREDENTIAL](#Section_d55e263271634f6cb6624b870e8cc1cd) structure, as specified in section 2.2.1.3.4, that contains the supplied client [**credentials**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8), as specified in section [3.1.4.4](#Section_594909fd725f45ac979962e4aefe0585).

**ServerCredential:** A pointer to a NETLOGON\_CREDENTIAL structure, as specified in section 2.2.1.3.4, that contains the returned server credentials.

**NegotiateFlags:** A pointer to a 32-bit set of bit flags in little-endian format that indicate features supported. As input, the set of flags are those requested by the client and SHOULD be the same as [ClientCapabilities](#Section_fd1e918135a045d3b39cb7453dfc0af5). As output, they are the bit-wise AND of the client's requested capabilities and the server's [ServerCapabilities](#Section_b8d168acebb642f4bfb27a84377f2cbc). For more details, see section [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed).

**AccountRid:** A pointer that receives the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the account specified by the *AccountName* parameter. ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.5.2.4 describes how this RID is assigned at account creation time.) This value is stored in the **AccountRid** ADM element within the ClientSessionInfo table.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Apply Common Error Processing Rule B, specified in section 3, to the *PrimaryName* parameter.

If the *AccountName* parameter is the name of a domain trust object, and there is a period at the end of the parameter name, the period is ignored during processing.

The server SHOULD[<172>](#Appendix_A_172" \o "Product behavior note 172) check the *SecureChannelType* parameter.

The server MUST compute the mask of supported Netlogon Options.

If **RejectDES** is set to TRUE and neither flag O nor flag W is specified by the client, the server MUST fail the session-key negotiation and return STATUS\_DOWNGRADE\_DETECTED.

If **RejectMD5Clients** is set to TRUE and flag W is not specified by the client, the server MUST fail the session-key negotiation and return STATUS\_DOWNGRADE\_DETECTED.

The server MUST set **ClientStoredCredential** to 0.

The server MUST set **ServerStoredCredential** to the value of the *ClientCredential* parameter.

The server MUST compute or retrieve the NTOWFv1 (as specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) of the client computer password and use it to compute a session key, as described in section [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63). If the server cannot compute or retrieve the NTOWFv1 of the client computer password, it MUST return STATUS\_NO\_TRUST\_SAM\_ACCOUNT.

The server MUST compute the client Netlogon credential as described in section 3.1.4.4, and compare the result with the client Netlogon credential passed from the client for verification. The computation is performed using the *ClientChallenge* from the **ChallengeTable**. If the comparison fails, session-key negotiation fails, and the server MUST return STATUS\_ACCESS\_DENIED.

The server MUST compute the server Netlogon credential to be returned to the client.

The server MUST obtain the RID to be returned in the *AccountRid* parameter by performing external behavior consistent with locally invoking **SamrLookupNamesInDomain** ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.5.11.2), using the following parameters:

* *DomainHandle* is set to the value received by performing external behavior consistent with locally invoking **SamrOpenDomain** ([MS-SAMR] section 3.1.5.1.5).
* *Count* is set to the value of 1.
* *Names* is set to an array with a length of 1, and is the only array element set to the value of <AccountName>.

If the call returns any error code other than STATUS\_SUCCESS, the server MUST return that error code.

The server MUST obtain the value of the DomainHandle parameter used when invoking **SamrLookupNamesInDomain** by performing external behavior consistent with locally invoking **SamrOpenDomain** ([MS-SAMR] section 3.1.5.1.5), using the following parameters:

* *ServerHandle* is set to the value returned by performing external behavior consistent with locally invoking **SamrConnect** ([MS-SAMR] section 3.1.5.1.4).
* *DesiredAccess* is set to the value DOMAIN\_LOOKUP.
* *DomainId* is set to the value of DomainSid (section 3.5.1).

If the call returns any error code other than STATUS\_SUCCESS, the server MUST return that error code.

The server MUST obtain the value of the *ServerHandle* parameter used when invoking **SamrOpenDomain** by performing external behavior consistent with locally invoking **SamrConnect** ([MS-SAMR] section 3.1.5.1.4), using the following parameters:

* *ServerName* is set to the value of the NetBIOS form of the server [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b).
* *DesiredAccess* is set to the value SAM\_SERVER\_LOOKUP\_DOMAIN.

If the call returns any error code other than STATUS\_SUCCESS, the server MUST return that error code.

##### NetrServerAuthenticate2 (Opnum 15)

The NetrServerAuthenticate2 method[<173>](#Appendix_A_173" \o "Product behavior note 173) is a predecessor to the [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9) method, as specified in section 3.5.4.4.2. All parameters of this method have the same meanings as the identically named parameters of the NetrServerAuthenticate3 method.

1. NTSTATUS NetrServerAuthenticate2(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_CREDENTIAL ClientCredential,
7. [out] PNETLOGON\_CREDENTIAL ServerCredential,
8. [in, out] ULONG \* NegotiateFlags
9. );

Message processing is identical to NetrServerAuthenticate3, except for the following:

The *AccountRid* parameter is not present in NetrServerAuthenticate2.

##### NetrServerAuthenticate (Opnum 5)

The NetrServerAuthenticate method[<174>](#Appendix_A_174" \o "Product behavior note 174) is a predecessor to the [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9) method (section 3.5.4.4.2). All parameters of this method have the same meanings as the identically named parameters of the NetrServerAuthenticate3 method.

1. NTSTATUS NetrServerAuthenticate(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_CREDENTIAL ClientCredential,
7. [out] PNETLOGON\_CREDENTIAL ServerCredential
8. );

Message processing is identical to NetrServerAuthenticate3, as specified in section 3.5.4.4.2, except for the following:

* The *NegotiateFlags* parameter is not present in NetrServerAuthenticate. Message processing would be identical to an invocation of NetrServerAuthenticate3 with the *NegotiateFlags* parameter set to 0.
* The *AccountRid* parameter is not present in NetrServerAuthenticate.

##### NetrServerPasswordSet2 (Opnum 30)

The NetrServerPasswordSet2 method SHOULD[<175>](#Appendix_A_175" \o "Product behavior note 175) allow the client to set a new clear text password for an account used by the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (as specified in section [1.5](#Section_41679899e81b41bfaddae269ce9dc33d)) for setting up the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) from the client. A [**domain member**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65) uses this function to periodically change its machine account password. A [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) uses this function to periodically change the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) password for all directly trusted [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).[<176>](#Appendix_A_176" \o "Product behavior note 176)

1. NTSTATUS NetrServerPasswordSet2(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
7. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
8. [in] PNL\_TRUST\_PASSWORD ClearNewPassword
9. );

**PrimaryName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**AccountName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the account whose password is being changed.[<177>](#Appendix_A_177" \o "Product behavior note 177)

**SecureChannelType:** An enumerated value that describes the secure channel to be used for authentication, as specified in section [2.2.1.3.13](#Section_4d1235e32c964e9fa1473cb338a0d09f).

**ComputerName:** The null-terminated Unicode string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the computer making the request.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the encrypted logon [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) and a time stamp.

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ClearNewPassword:** A pointer to an [NL\_TRUST\_PASSWORD](#Section_52d5bd865caf47aaaae4cadf7339ec83) structure, as specified in section 2.2.1.3.7, that contains the new password encrypted as specified in [Calling NetrServerPasswordSet2 (section 3.4.5.2.5)](#Section_b348c16e5cdb4414876de8b0e12fbae0).

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Using the *ComputerName* for the secure channel to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.
* Apply Common Error Processing Rule B, specified in section 3, to the *PrimaryName* parameter.

If the server *RefusePasswordChange* variable (section [3.5.1](#Section_b8d168acebb642f4bfb27a84377f2cbc)) is set and the *SecureChannelType* is WorkstationSecureChannel, the server MUST return STATUS\_WRONG\_PASSWORD.

The server MUST decrypt the new password supplied in the *ClearNewPassword* parameter, by using the negotiated encryption algorithm (determined by bits C, O, or W, respectively, in the **NegotiateFlags** member of the **ClientSessionInfo** table entry for *ComputerName*) and the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) established as the [**decryption**](#gt_8bf79983-1325-42db-8e2c-520c8ab2ae74) key. The NTOWFv1 (as specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) of the cleartext password MUST be computed.

The server MUST compute or retrieve (see unicodePwd, [[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.332) the NTOWFv1 of the current client machine password, which is stored as the result of the [**OWF**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) on the clear text password for the AccountName. If the current password matches the new password, success is returned to the client, but no actual password change is performed.

The server MUST change the SharedSecret abstract value to the new password supplied in the *ClearNewPassword* parameter. If the value of the **PasswordVersionPresent** field of the ClearNewPassword.Buffer parameter is equal to 0x02231968, the server MUST change the **TrustPasswordVersion** abstract value to the value of the **PasswordVersionNumber** field of the ClearNewPassword.Buffer parameter. See section [2.2.1.3.8](#Section_cba0e87eb91f411b9be86fd321e126b7) for more details about the type of the *ClearNewPassword* parameter.

This method can only be called by a machine that has established a secure channel with the server.

This method also returns errors based on Common Error Processing Rule D, specified in section 3.

##### NetrServerPasswordSet (Opnum 6)

The NetrServerPasswordSet method SHOULD[<178>](#Appendix_A_178" \o "Product behavior note 178) set a new [**one-way function (OWF)**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of a password for an account used by the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (as described in section [1.5](#Section_41679899e81b41bfaddae269ce9dc33d)) for setting up the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) from the client.

1. NTSTATUS NetrServerPasswordSet(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
7. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
8. [in] PENCRYPTED\_NT\_OWF\_PASSWORD UasNewPassword
9. );

**PrimaryName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**AccountName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the account whose password is being changed.[<179>](#Appendix_A_179" \o "Product behavior note 179)

**SecureChannelType:** An enumerated value (specified in section [2.2.1.3.13](#Section_4d1235e32c964e9fa1473cb338a0d09f)) that indicates the type of secure channel used by the client.

**ComputerName:** A null-terminated Unicode string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer calling this method.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**UasNewPassword:** A pointer to an ENCRYPTED\_NT\_OWF\_PASSWORD structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.3.3 and encrypted by the algorithm specified in section [3.4.5.2.6](#Section_0be5436ec68c46478ecafe0be3512b9b).

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Using the *ComputerName* for the secure channel to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.

If the *RefusePasswordChange* variable (section [3.5.1](#Section_b8d168acebb642f4bfb27a84377f2cbc)) is set and the *SecureChannelType* is WorkstationSecureChannel, the server MUST return STATUS\_WRONG\_PASSWORD.

The server MUST decrypt the new password that is supplied in the *UasNewPassword* parameter by using the inverse to the encryption algorithm that is specified in [MS-SAMR] section 2.2.11.1.1, Encrypt an NT Hash or LM Hash Value with a specified key. The [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is the specified key input, and the [**decryption**](#gt_8bf79983-1325-42db-8e2c-520c8ab2ae74) keys are derived using the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4.

The server MUST compute or retrieve the NTOWFv1 (as specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) of the current client machine password, which is stored as an OWF of the clear-text password for the account.

The server MUST compute or retrieve the NTOWFv1 of the old client machine password and compare it to the NTOWFv1 of the new password supplied in the *UasNewPassword* parameter; if they match, the server MUST return STATUS\_ACCESS\_DENIED.

This method can only be called by a machine that has established a secure channel with the server.

This method also returns errors based on Common Error Processing Rule D, specified in section 3.

##### NetrServerPasswordGet (Opnum 31)

The NetrServerPasswordGet method SHOULD[<180>](#Appendix_A_180" \o "Product behavior note 180) allow a BDC to get a machine account password from the [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) with the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) role in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

1. NTSTATUS NetrServerPasswordGet(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE AccountType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
7. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
8. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNtOwfPassword
9. );

**PrimaryName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**AccountName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the account to retrieve the password for.[<181>](#Appendix_A_181" \o "Product behavior note 181)

**AccountType:** A [NETLOGON\_SECURE\_CHANNEL\_TYPE](#Section_4d1235e32c964e9fa1473cb338a0d09f) enumerated value, as specified in section 2.2.1.3.13, that describes the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to be used for authentication.

**ComputerName:** A null-terminated Unicode string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the DC making the call.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the encrypted logon [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) and a time stamp.

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**EncryptedNtOwfPassword:** A pointer to an [ENCRYPTED\_NT\_OWF\_PASSWORD](#Section_f7458576d53847cdb387b6f98449a0ee) structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.3.3, that contains the [**OWF**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) password of the account.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Verify that the caller of this method is not an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) or PDC; otherwise, the server MUST return STATUS\_ACCESS\_DENIED.
* Verify that AccountName is not NULL and AccountType flags are valid; otherwise, the server MUST return STATUS\_INVALID\_PARAMETER.
* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Apply Common Error Processing Rule B, specified in section 3, to the *PrimaryName* parameter.
* The server uses the server name passed in the PrimaryName parameter to look up the domain that the server hosts. If the name is not found, the server MUST return STATUS\_INVALID\_COMPUTER\_NAME.
* Using the *ComputerName* for the secure channel to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.

The server MUST retrieve the current OWF of the password for the account identified by the *AccountName* and *AccountType* parameters. If the *AccountType* is TrustedDnsDomainSecureChannel or TrustedDomainSecureChannel, then the SharedSecret of the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) will be used. All other types of **SecureChannelType** that can be used require that the SharedSecret of the computer account is used.

The server MUST retrieve the current OWF of the client password and encrypt it with the key that is derived by using the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) as the specified 16-byte key. The specified 16-byte key uses the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4. The encrypted version of the password MUST be returned in the *EncryptedNtOwfPassword* parameter.

This method can only be called by a machine that has established a secure channel with the server.

##### NetrServerTrustPasswordsGet (Opnum 42)

The NetrServerTrustPasswordsGet method SHOULD[<182>](#Appendix_A_182" \o "Product behavior note 182) return the encrypted current and previous passwords for an account in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). This method is called by a client to retrieve the current and previous account passwords from a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd). The account name requested MUST be the name used when the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) was created, unless the method is called on a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) by a DC, in which case it can be any valid account name.

1. NTSTATUS NetrServerTrustPasswordsGet(
2. [in, unique, string] LOGONSRV\_HANDLE TrustedDcName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
7. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
8. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNewOwfPassword,
9. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedOldOwfPassword
10. );

**TrustedDcName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**AccountName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the client account in the domain for which the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) password MUST be returned.[<183>](#Appendix_A_183" \o "Product behavior note 183)

**SecureChannelType:** A [NETLOGON\_SECURE\_CHANNEL\_TYPE](#Section_4d1235e32c964e9fa1473cb338a0d09f) enumerated value, as specified in section 2.2.1.3.13, that indicates the type of the secure channel being established by this call.

**ComputerName:** The null-terminated Unicode string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**EncryptedNewOwfPassword:** A pointer to an [ENCRYPTED\_NT\_OWF\_PASSWORD](#Section_f7458576d53847cdb387b6f98449a0ee) structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.3.3, that contains the NTOWFv1 (as specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) of the current password, encrypted as specified in [MS-SAMR] section 2.2.11.1.1, Encrypting an NT Hash or LM Hash Value with a specified key. The [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is the specified 16-byte key that is used to derive the password's keys. The specified 16-byte key uses the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4.

**EncryptedOldOwfPassword:** A pointer to an ENCRYPTED\_NT\_OWF\_PASSWORD structure, as specified in [MS-SAMR] section 2.2.3.3, that contains the NTOWFv1 (as specified in NTLM v1 Authentication in [MS-NLMP] section 3.3.1) of the previous password, encrypted as specified in [MS-SAMR] section 2.2.11.1.1, Encrypting an NT Hash or LM Hash Value with a specified key. The session key is the specified 16-byte key that is used to derive the password's keys. The specified 16-byte key uses the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

Message processing is identical to [NetrServerGetTrustInfo](#Section_4c2296c3c6f047fc9f01a6fe17bf1d5b), as specified in section 3.5.4.7.6, except for the following:

* The *TrustInfo* parameter is not present in NetrServerTrustPasswordsGet.

##### NetrLogonGetDomainInfo (Opnum 29)

The NetrLogonGetDomainInfo method SHOULD[<184>](#Appendix_A_184" \o "Product behavior note 184) return information that describes the current [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) to which the specified client belongs.

1. NTSTATUS NetrLogonGetDomainInfo(
2. [in, string] LOGONSRV\_HANDLE ServerName,
3. [in, string, unique] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD Level,
7. [in, switch\_is(Level)] PNETLOGON\_WORKSTATION\_INFORMATION WkstaBuffer,
8. [out, switch\_is(Level)] PNETLOGON\_DOMAIN\_INFORMATION DomBuffer
9. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**ComputerName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the client computer issuing the request.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**Level:** The information level requested by the client. The *DomBuffer* parameter contains one of the following structures, based on the value of this field.

| Value | Meaning |
| --- | --- |
| 0x00000001 | The *DomBuffer* contains a [NETLOGON\_DOMAIN\_INFO](#Section_440c3430ed5f481db60274db422df3c8) structure. |
| 0x00000002 | The *DomBuffer* contains a [NETLOGON\_LSA\_POLICY\_INFO](#Section_4676ac8320994e33b680502fd8a32dbd) structure. |

**WkstaBuffer:** A pointer to a [NETLOGON\_WORKSTATION\_INFORMATION](#Section_7520d43a751d4d52928244bb48fcc6d4) structure, as specified in section 2.2.1.3.9, that contains information about the client workstation.

**DomBuffer:** A pointer to a [NETLOGON\_DOMAIN\_INFORMATION](#Section_3077715970ef498290a1f8e93aaeb985) structure, as specified in section 2.2.1.3.12, that contains information about the domain or policy information.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Verify that the *WkstaBuffer* parameter is not NULL. If it is, the server SHOULD return STATUS\_INVALID\_PARAMETER.[<185>](#Appendix_A_185" \o "Product behavior note 185)
* Verify that the *Level* parameter is set to 1 or 2. All other values are invalid, and STATUS\_INVALID\_LEVEL MUST be returned.
* Using the *ComputerName* for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.

If the *Level* parameter is set to 1, the return structure pointed to by *DomBuffer* MUST be generated as follows:

* NETLOGON\_DOMAIN\_INFO.PrimaryDomain.DomainName MUST be set to **NetbiosDomainName**.
* NETLOGON\_DOMAIN\_INFO.PrimaryDomain.DnsDomainName MUST be set to **DnsDomainName**.
* NETLOGON\_DOMAIN\_INFO.PrimaryDomain.DnsForestName MUST be set to **DnsForestName**.
* NETLOGON\_DOMAIN\_INFO.PrimaryDomain.DomainGuid MUST be set to **DomainGuid**.
* NETLOGON\_DOMAIN\_INFO.PrimaryDomain.DomainSid MUST be set to **DomainSid**.
* NETLOGON\_DOMAIN\_INFO.WorkstationFlags MUST be set with the bitwise AND of NETLOGON\_WORKSTATION\_INFORMATION.WorkstationInfo.WorkstationFlags and 0x3.
* NETLOGON\_DOMAIN\_INFO.TrustedDomainCount MUST be set to the number of elements of the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domain list returned by performing the external behavior consistent with locally invoking LsarEnumerateTrustedDomainsEx ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.4.7.7). The *EnumerationContext* parameter MUST be set to 0 and *PreferredMaximumLength* SHOULD[<186>](#Appendix_A_186" \o "Product behavior note 186) be set to 4096. A policy handle is not needed locally.
* NETLOGON\_DOMAIN\_INFO.TrustedDomains MUST be set to a TrustedDomainCount-sized array of NETLOGON\_ONE\_DOMAIN\_INFO structures. Each structure MUST be generated as follows:
  + NETLOGON\_ONE\_DOMAIN\_INFO.DomainName MUST be set to the NetBIOS [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) of the trusted domain.
  + NETLOGON\_ONE\_DOMAIN\_INFO.DnsDomainName MUST be set to the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) domain name of the trusted domain.
  + NETLOGON\_ONE\_DOMAIN\_INFO.DnsForestName MUST be set to NULL string.
  + NETLOGON\_ONE\_DOMAIN\_INFO.DomainGuid MUST be set to the domain [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1) of the trusted domain.
  + NETLOGON\_ONE\_DOMAIN\_INFO.DomainSid SHOULD[<187>](#Appendix_A_187" \o "Product behavior note 187) be set to the domain [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the trusted domain.
* NETLOGON\_DOMAIN\_INFO.SupportedEncTypes MUST be set to the value of the msDS-SupportedEncryptionTypes attribute ([[MS-ADA2]](%5bMS-ADA2%5d.pdf#Section_e20ebc4e528540bab3bdffcb81c2783e) section 2.464) of the *ComputerName* account. If the msDS-SupportedEncryptionTypes attribute does not exist, then set NETLOGON\_DOMAIN\_INFO.SupportedEncTypes to 0xFFFFFFFF.

| Structure | Reference |
| --- | --- |
| NETLOGON\_DOMAIN\_INFO | For details, see section 2.2.1.3.11. |
| NETLOGON\_WORKSTATION\_INFO | For details, see section [2.2.1.3.6](#Section_3ae9e9a9a3034fa58e11823d9e7e1e61). |
| DS\_DOMAIN\_TRUSTSW | For details, see section [2.2.1.6.2](#Section_7de9866ed3ef4a9f98a5c2dcff1e61c1). |
| NETLOGON\_ONE\_DOMAIN\_INFO | For details, see section [2.2.1.3.10](#Section_77cd977686124dab9748bfb07247fd4c). |

If the Level parameter is set to 2:

* NETLOGON\_DOMAIN\_INFO.LsaPolicy.LsaPolicySize MUST be set to 0.
* NETLOGON\_DOMAIN\_INFO.LsaPolicy.LsaPolicy MUST be set to NULL.

If the WkstaBuffer.*WorkstationInfo* pointer is NULL, no further processing occurs and NERR\_Success MUST be returned.

If WkstaBuffer.*WorkstationInfo*.*WorkstationFlags* has the 0x2 bit set, NETLOGON\_DOMAIN\_INFO.DnsHostNameInDs is set to the **dNSHostName** attribute ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.185) of the client account. The **dNSHostName** attribute is validated against the constraints specified in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.5.3.1.1.2. If there was a change in domain naming, this value holds the previous DNS host name because the AD query is done prior to changing the value. If WkstaBuffer.*WorkstationInfo*.*WorkstationFlags* does not have the 0x2 bit set, the server adds the following [**SPNs**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) to the **ServicePrincipalName** attribute of the clients account:

* HOST/<Netbios name>
* HOST/<FQDN name>

WkstaBuffer.*WorkstationInfo*.*OsName* and WkstaBuffer.*WorkstationInfo*.*OsVersion* SHOULD be processed as specified in section 2.2.1.3.6. If WkstaBuffer.*WorkstationInfo*.*OsName* and WkstaBuffer.*WorkstationInfo*.*OsVersion* are not specified, then use a generic string, for example, "Windows unknown version" to update the operatingSystem attribute. If WkstaBuffer.*WorkstationInfo*.*OsVersion* is specified but WkstaBuffer.*WorkstationInfo*.*OsName* is not, then a different generic string SHOULD[<188>](#Appendix_A_188" \o "Product behavior note 188) be used to update the **operatingSystem** attribute, depending on the value of WkstaBuffer.*WorkstationInfo*.*OsVersion*.*wProductType*.[<189>](#Appendix_A_189" \o "Product behavior note 189)

If WkstaBuffer*.WorkstationInfo.KerberosSupportedEncryptionTypes* is set, NETLOGON\_DOMAIN\_INFO.SupportedEncTypes is set to the **msDS-SupportedEncryptionTypes** attribute ([MS-ADA2] section 2.464) of the client account.

This method can only be called by a machine that has established a secure channel with the server.

##### NetrLogonGetCapabilities (Opnum 21)

The NetrLogonGetCapabilities method is used by clients to confirm the server capabilities after a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) has been established.[<190>](#Appendix_A_190" \o "Product behavior note 190)

1. NTSTATUS NetrLogonGetCapabilities(
2. [in, string] LOGONSRV\_HANDLE ServerName,
3. [in, string, unique] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD QueryLevel,
7. [out, switch\_is(QueryLevel)] PNETLOGON\_CAPABILITIES ServerCapabilities
8. );

**ServerName:** A [LOGONSRV\_HANDLE](#Section_3b224201b53143e28c79b61f6dea8640) [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string handle of the server that is handling the request.

**ComputerName:** A string that contains the name of the computer.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure that contains the server return authenticator.

**QueryLevel:** Specifies the level of information to return from the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) being queried. A value of 0x00000001 causes return of a [NETLOGON\_CAPABILITIES](#Section_f03cad67077f404280b0cdc38dca9968) structure that contains server capabilities.

**ServerCapabilities:** A pointer to a 32-bit set of bit flags that identify the server's capabilities.[<191>](#Appendix_A_191" \o "Product behavior note 191)

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

Upon receiving this call, the server MUST perform the following validation steps:[<192>](#Appendix_A_192" \o "Product behavior note 192)

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Verify that the *QueryLevel* parameter is set to 1. All other values are invalid, and STATUS\_INVALID\_LEVEL MUST be returned.
* Using the ComputerName for the secure channel to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.

If *ServerCapabilities* bit W is true, then *ServerCapabilities* MUST be set to the ServerSessionInfo.NegotiateFlags being used by the secure channel of the calling client. Otherwise, the server MUST return STATUS\_NOT\_IMPLEMENTED.

##### NetrChainSetClientAttributes (Opnum 49)

When an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) receives either the [NetrServerAuthenticate3](#Section_3a9ed16f801445ae80afc0ecb06e2db9) method or the [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) method with updates requested, it SHOULD[<193>](#Appendix_A_193" \o "Product behavior note 193) invoke the NetrChainSetClientAttributes method on a normal (writable) [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) to update to a client's computer account object in [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90).

1. NTSTATUS NetrChainSetClientAttributes(
2. [in, string, ref] LOGONSRV\_HANDLE PrimaryName,
3. [in, string, ref] wchar\_t\* ChainedFromServerName,
4. [in, string, ref] wchar\_t\* ChainedForClientName,
5. [in, ref] PNETLOGON\_AUTHENTICATOR Authenticator,
6. [in, out, ref] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
7. [in] DWORD dwInVersion,
8. [in, ref] [switch\_is(dwInVersion)]
9. NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\* pmsgIn,
10. [in, out, ref] DWORD\* pdwOutVersion,
11. [in, out, ref] [switch\_is(\*pdwOutVersion)]
12. NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\* pmsgOut
13. );

**PrimaryName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**ChainedFromServerName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the read-only DC that issues the request.

**ChainedForClientName:** The null-terminated Unicode string that contains the name of the client computer that called NetrServerAuthenticate3 or NetrLogonGetDomainInfo on the RODC.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure that contains the server return authenticator.

**dwInVersion:** One of the [NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES](#Section_548d751953d1489192d5f7d240c73496) union types selected based on the value of the *pmsgIn* field. The value MUST be 1.

**pmsgIn:** A pointer to an [NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1](#Section_f4ed8790d7e84ca18062d25784ed79e3) structure that contains the values to update on the client's computer account object in Active Directory on the normal (writable) DC.

**pdwOutVersion:** A pointer to one of the [NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES](#Section_b8491488cbb6452bbab1b0f4390bca59) union types selected based on the value of the *pmsgIn* field. The value MUST be 1.

**pmsgOut:** A pointer to an [NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1](#Section_ab43a76224e245c387011838589d80fe) structure that contains information on the client workstation and the [**writable domain controller**](#gt_9d964ddb-09d6-4a1b-b27b-42adabc07993). For how it is populated by the server, see below.

**Return Values:** The method returns 0x00000000 on success.

On receiving this call, the normal (writable) DC MUST perform the following validation steps.

* Verify that the server is a normal (writable) DC machine; otherwise, the server MUST return STATUS\_NOT\_SUPPORTED.
* Verify that the *dwInVersion* parameter is set to 1. All other values are invalid and STATUS\_NOT\_SUPPORTED MUST be returned.
* Verify that the *pdwOutVersion* parameter is set to 1. All other values are invalid and STATUS\_NOT\_SUPPORTED MUST be returned.
* Verify that the *Authenticator* passed, and compute the *ReturnAuthenticator*, as specified in section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806). If the *Authenticator* verification fails, the server MUST return STATUS\_ACCESS\_DENIED.[<194>](#Appendix_A_194" \o "Product behavior note 194)

The return structure MUST be generated as follows:

* NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES.HubName MUST be set to the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the writable domain controller.
* If NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES.OldDnsHostName is not NULL, it MUST be set to the client's [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) host name, if any. If there was a change in [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) naming, this value holds the previous DNS host name.
* If NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES.SupportedEncTypes is not NULL, it MUST be set to the supported encryption algorithms.

#### Pass-Through Authentication Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used for generic pass-though, user logon, and user logoff as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### NetrLogonSamLogonEx (Opnum 39)

The NetrLogonSamLogonEx method SHOULD[<195>](#Appendix_A_195" \o "Product behavior note 195) provide an extension to [NetrLogonSamLogon](#Section_a3a192c800704ae3a537dfe0a144426a) that accepts an extra flags parameter and uses Secure [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) ([[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) section 3.3.1.5.2) instead of Netlogon [**authenticators**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3). This method handles logon requests for the [**SAM**](#gt_0b53d5bb-74ab-4705-8657-c22d32781103) accounts and allows for generic pass-through authentication, as specified in section [3.2.4.1](#Section_fe2775d4a3e24971a2558eef8dd27a27). For more information about fields and structures used by Netlogon pass-through methods, see section [1.3.8.1.3](#Section_115abd4a7a1947a3af0ebdc9631a36d1).

1. NTSTATUS NetrLogonSamLogonEx(
2. [in] handle\_t ContextHandle,
3. [in, unique, string] wchar\_t\* LogonServer,
4. [in, unique, string] wchar\_t\* ComputerName,
5. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
6. [in, switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation,
7. [in] NETLOGON\_VALIDATION\_INFO\_CLASS ValidationLevel,
8. [out, switch\_is(ValidationLevel)]
9. PNETLOGON\_VALIDATION ValidationInformation,
10. [out] UCHAR \* Authoritative,
11. [in, out] ULONG \* ExtraFlags
12. );

**ContextHandle:** A primitive RPC handle that identifies a particular client/server binding, as specified in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**LogonServer:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the server that will handle the logon request.

**ComputerName:** The null-terminated Unicode string that contains the NetBIOS name of the client computer sending the logon request.

**LogonLevel:** A [NETLOGON\_LOGON\_INFO\_CLASS](#Section_8c7808e54e5c420e9c9047286da2218f) enumerated type, as specified in section 2.2.1.4.16, that specifies the type of the logon information passed in the *LogonInformation* parameter.

**LogonInformation:** A pointer to a [NETLOGON\_LEVEL](#Section_d0128545f74b4d89afd942621dff24c4) structure, as specified in section 2.2.1.4.6, that describes the logon request information.

**ValidationLevel:** A [NETLOGON\_VALIDATION\_INFO\_CLASS](#Section_95154ae4d30543e582e4d5353e0f117c) enumerated type, as specified in section 2.2.1.4.17, that contains the validation level requested by the client.

**ValidationInformation:** A pointer to a [NETLOGON\_VALIDATION](#Section_5eb0b7cb3a55477b92fcc236bd5873fa) structure, as specified in section 2.2.1.4.14, that describes the user validation information returned to the client. The type of the NETLOGON\_VALIDATION used is determined by the value of the *ValidationLevel* parameter.

**Authoritative:** A pointer to a char value that represents a Boolean condition. FALSE is indicated by the value 0x00, and TRUE SHOULD[<196>](#Appendix_A_196" \o "Product behavior note 196) be indicated by the value 0x01 and MAY also be indicated by any nonzero value.

This Boolean value indicates whether the validation information is final. This field is necessary because the request might be forwarded through multiple servers. The value TRUE indicates that the validation information is an [**authoritative response**](#gt_1ed0d067-3bfd-4fd5-a68a-5e947d379858) and MUST remain unchanged. The value FALSE SHOULD indicate that the validation information is not an authoritative response and that the client can resend the request to another server.

**ExtraFlags:** A pointer to a set of bit flags that specify delivery settings. A flag is TRUE (or set) if its value is equal to 1. Output flags MUST be the same as input. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | D | C | B | A |

Where the bits SHOULD[<197>](#Appendix_A_197" \o "Product behavior note 197) be defined as:

| Value | Description |
| --- | --- |
| A | Request MUST be passed to the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) at the root of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). |
| B | Request MUST be passed to the DC at the end of the first hop over a cross-[**forest trust**](#gt_035d9ce5-f117-4251-8d4d-127c462ec4a0). |
| C | Request was passed by an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) to a DC in a different [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). |
| D | Request is an NTLM authentication package request passed by an RODC. |

All other bits MUST be set to zero and MUST be ignored on receipt. Flags A, B, C, and D can be combined and the server SHOULD honor the flags. Flags A and B require the server to take action to deliver the request, while flags C and D are informational and implementation-specific.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* The pointer contained in the *LogonInformation* parameter MUST NOT be NULL; otherwise, the server MUST return STATUS\_INVALID\_PARAMETER.
* Verify that the caller is using Secure RPC ([MS-RPCE] section 3.3.1.5.2); otherwise, the server MUST return STATUS\_ACCESS\_DENIED.
* Verify that if bit B in *ExtraFlags* is enabled, then the domain's TAFT bit in the **trustAttributes** structure ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.6.7.9) is also enabled; otherwise, the server MUST return STATUS\_NO\_SUCH\_USER.
* Apply Common Error Processing Rule B, specified in section 3, to the *LogonServer* parameter.
* If the *LogonServer* parameter is not NULL, it is compared against the server's [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b). If the *LogonServer* parameter does not match the server's computer name or is NULL, the server MUST return STATUS\_INVALID\_COMPUTER\_NAME. If the *LogonServer* parameter matches the server's computer name, processing proceeds.

If the server cannot service the request due to an implementation-specific condition, the server SHOULD return STATUS\_ACCESS\_DENIED.

The server uses the server name passed in the *LogonServer* parameter to look up the domain that the server hosts. If the name is not found, the server MUST return STATUS\_INVALID\_COMPUTER\_NAME.

The server MUST decrypt data protected in transport:

* If the *LogonLevel* is **NetlogonInteractiveInformation** or **NetlogonInteractiveTransitiveInformation**, decrypt[<198>](#Appendix_A_198" \o "Product behavior note 198) the **LmOwfPassword** and **NtOwfPassword** members in the [NETLOGON\_INTERACTIVE\_INFO (section 2.2.1.4.3)](#Section_af76351fef6946bca451e4c4b99bac4a) structure.
* If the *LogonLevel* is **NetlogonServiceInformation** or **NetlogonServiceTransitiveInformation**, decrypt[<199>](#Appendix_A_199" \o "Product behavior note 199) the **LmOwfPassword** and **NtOwfPassword** members in the [NETLOGON\_SERVICE\_INFO (section 2.2.1.4.4)](#Section_1c9f2af2e16445489428eae68a03537e) structure.
* If the *LogonLevel* is **NetlogonGenericInformation**, decrypt[<200>](#Appendix_A_200" \o "Product behavior note 200) the **LogonData** member in the [NETLOGON\_GENERIC\_INFO (section 2.2.1.4.2)](#Section_c03d6d959b5e43299645eedcdd167f6e) structure.

When the *LogonLevel* parameter is set to 4 (**NetlogonGenericInformation**), the call is for generic pass-through to authentication packages, and the *ValidationLevel* parameter MUST be 5 (**NetlogonValidationGenericInfo2**) or 4 (**NetlogonValidationGenericInfo**). If this is not true, the server MUST return STATUS\_INVALID\_INFO\_CLASS.[<201>](#Appendix_A_201" \o "Product behavior note 201)

If *LogonLevel* is not set to 4 (**NetlogonGenericInformation**), the ValidationLevel parameter MUST be 6 (**NetlogonValidationSamInfo4**) or 3 (**NetlogonValidationSamInfo2**) or 2 (**NetlogonValidationSamInfo**). If this is not true, the server MUST return STATUS\_INVALID\_INFO\_CLASS.[<202>](#Appendix_A_202" \o "Product behavior note 202) The data is opaque to Netlogon, and the parameters MUST be passed to NTLM ([[MS-APDS]](%5bMS-APDS%5d.pdf#Section_dd444344fd7e430eb3137e95ab9c338e) section 3.1).

If the request is not for the domain of which the server is a member and the server is a DC, then the server MUST perform external behavior consistent with locally invoking **LsarQueryTrustedDomainInfoByName** ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.4.7.5), using the following parameters (policy handle is not needed locally):

* *Domain* is set to the value of the *TrustedDomainName* parameter.
* *InformationClass* is set to the value of *TrustedDomainInformationEx*.

The server MUST also verify that:

* The **securityIdentifier** (Sid) field ([MS-ADTS] section 6.1.6.7.8) is not NULL,
* The **trustType** field ([MS-ADTS] section 6.1.6.7.15) is 1 or 2, and
* The **trustAttributes** field ([MS-ADTS] section 6.1.6.7.9) does not contain TRUST\_ATTRIBUTE\_UPLEVEL\_ONLY

If **LsarQueryTrustedDomainInfoByName** succeeds and returns the domain information in *TrustedDomainInformation*, the server MUST check if it has established a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) with the domain. If there is not an established secure channel then the server MUST return the error code STATUS\_NO\_SUCH\_USER. If there is an established secure channel then the server MUST call NetrLogonSamLogonEx using **LogonLevel**, **LogonInformation**, **ValidationLevel**, **ValidationInformation**, and **ExtraFlags** (**ExtraFlags** can be updated by the server before passing it to NetrLogonSamLogonEx on the DC) to the DC with which it has an established secure channel.

If an error is returned from an authentication package (in the case of generic pass-through) or from NTLM (in the case of logon), the error code MUST be propagated to the caller of this method.

If the *LogonLevel* is **NetlogonNetworkInformation** or **NetlogonNetworkTransitiveInformation**, the server MUST encrypt the *UserSessionKey* and the first two elements of the **ExpansionRoom** array in the [NETLOGON\_VALIDATION\_SAM\_INFO (section 2.2.1.4.11)](#Section_142a277fe16145ac8b95b94bb169b5da) or in the [NETLOGON\_VALIDATION\_SAM\_INFO2 (section 2.2.1.4.12)](#Section_2a12e28979044ecb9d836732200230c0) structure.

This method can be called only by a machine that has established a secure channel with the server.

This is the only NetrLogonSamLogon family method that uses secure channel and does not use Netlogon authenticator parameters.

##### NetrLogonSamLogonWithFlags (Opnum 45)

The NetrLogonSamLogonWithFlags method SHOULD[<203>](#Appendix_A_203" \o "Product behavior note 203) handle logon requests for the SAM accounts.

1. NTSTATUS NetrLogonSamLogonWithFlags(
2. [in, unique, string] LOGONSRV\_HANDLE LogonServer,
3. [in, string, unique] wchar\_t\* ComputerName,
4. [in, unique] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out, unique] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
7. [in, switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation,
8. [in] NETLOGON\_VALIDATION\_INFO\_CLASS ValidationLevel,
9. [out, switch\_is(ValidationLevel)]
10. PNETLOGON\_VALIDATION ValidationInformation,
11. [out] UCHAR \* Authoritative,
12. [in, out] ULONG \* ExtraFlags
13. );

**LogonServer:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**ComputerName:** The [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer calling this method.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**LogonLevel:** A [NETLOGON\_LOGON\_INFO\_CLASS](#Section_8c7808e54e5c420e9c9047286da2218f) structure, as specified in section 2.2.1.4.16, that specifies the type of logon information passed in the *LogonInformation* parameter.

**LogonInformation:** A pointer to a [NETLOGON\_LEVEL](#Section_d0128545f74b4d89afd942621dff24c4) structure, as specified in section 2.2.1.4.6, that describes the logon request information.

**ValidationLevel:** A [NETLOGON\_VALIDATION\_INFO\_CLASS](#Section_95154ae4d30543e582e4d5353e0f117c) enumerated type, as specified in section 2.2.1.4.17, that contains the validation level requested by the client.

**ValidationInformation:** A pointer to a [NETLOGON\_VALIDATION](#Section_5eb0b7cb3a55477b92fcc236bd5873fa) structure, as specified in section 2.2.1.4.14, that describes the user validation information returned to the client. The type of the NETLOGON\_VALIDATION used is determined by the value of the *ValidationLevel* parameter.

**Authoritative:** A pointer to a char value representing a Boolean condition. FALSE is indicated by the value 0x00; TRUE SHOULD[<204>](#Appendix_A_204" \o "Product behavior note 204) be indicated by the value 0x01 and MAY also be indicated by any nonzero value.

This Boolean value indicates whether the validation information is an [**authoritative response**](#gt_1ed0d067-3bfd-4fd5-a68a-5e947d379858). This field is necessary because the request might be forwarded through multiple servers. A value of TRUE indicates that the validation information is final and MUST remain unchanged. The value FALSE SHOULD indicate that the validation information is not an authoritative response and that the client can resend the request to another server.

**ExtraFlags:** A pointer to a set of bit flags that specify delivery settings. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | D | C | B | A |

Where the bits SHOULD[<205>](#Appendix_A_205" \o "Product behavior note 205) defined as:

| Value | Description |
| --- | --- |
| A | Request is passed to the [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) at the root of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). |
| B | Request is passed to the DC at the end of the first hop over a cross-[**forest trust**](#gt_035d9ce5-f117-4251-8d4d-127c462ec4a0). |
| C | Request is passed by an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) to a DC in a different [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). |
| D | Request is an NTLM authentication package request passed by an RODC. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

Message processing is identical to [NetrLogonSamLogon](#Section_a3a192c800704ae3a537dfe0a144426a), as specified in section 3.5.4.5.3, except for the following:

* NetrLogonSamLogonWithFlags contains an additional parameter named *ExtraFlags*.

##### NetrLogonSamLogon (Opnum 2)

The NetrLogonSamLogon method[<206>](#Appendix_A_206" \o "Product behavior note 206) is a predecessor to the [NetrLogonSamLogonWithFlags](#Section_d17f1077de4b4fcd886739068cb789f5) method (section 3.5.4.5.2). All parameters of this method have the same meanings as the identically named parameters of the NetrLogonSamLogonWithFlags method.

1. NTSTATUS NetrLogonSamLogon(
2. [in, unique, string] LOGONSRV\_HANDLE LogonServer,
3. [in, string, unique] wchar\_t\* ComputerName,
4. [in, unique] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out, unique] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
7. [in, switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation,
8. [in] NETLOGON\_VALIDATION\_INFO\_CLASS ValidationLevel,
9. [out, switch\_is(ValidationLevel)]
10. PNETLOGON\_VALIDATION ValidationInformation,
11. [out] UCHAR \* Authoritative
12. );

Message processing is identical to [NetrLogonSamLogonEx](#Section_1725735133844de5bfe0453926ef67cd), as specified in section 3.5.4.5.1, except for the following:

* The method uses Netlogon [**authenticators**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3), so instead of checking for Secure [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331), the server MUST confirm the validity of the *Authenticator* (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)) that it received using the ComputerName for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to find the corresponding record in the ClientSessionInfo table. If the *Authenticator* parameter is valid, the server MUST compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.
* The ExtraFlags parameter is not processed.

This method can only be called by a machine that has established a secure channel with the server.

On receiving this call, the server MUST perform the following validation step:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).

##### NetrLogonSamLogoff (Opnum 3)

The NetrLogonSamLogoff method SHOULD[<207>](#Appendix_A_207" \o "Product behavior note 207) update the user **lastLogoff** attribute for the SAM accounts.

1. NTSTATUS NetrLogonSamLogoff(
2. [in, unique, string] LOGONSRV\_HANDLE LogonServer,
3. [in, string, unique] wchar\_t\* ComputerName,
4. [in, unique] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out, unique] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
7. [in, switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation
8. );

**LogonServer:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**ComputerName:** The [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer calling this method.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**LogonLevel:** A NETLOGON\_LOGON\_INFO\_CLASS structure, as specified in section [2.2.1.4.16](#Section_8c7808e54e5c420e9c9047286da2218f), that identifies the type of logon information in the *LogonInformation* union.

**LogonInformation:** A pointer to a [NETLOGON\_LEVEL](#Section_d0128545f74b4d89afd942621dff24c4) structure, as specified in section 2.2.1.4.6, that describes the logon information.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* The pointer contained in the *LogonInformation* parameter MUST not be NULL; otherwise, the server MUST return STATUS\_INVALID\_PARAMETER.
* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Using the *ComputerName* for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.

The server MUST check the following parameters, and if any of them are NULL, it MUST return STATUS\_INVALID\_PARAMETER:

* *LogonServer*
* *ComputerName*
* *Authenticator*
* *ReturnAuthenticator*

The server MUST check the *LogonLevel* parameter, and the server MUST return STATUS\_INVALID\_INFO\_CLASS if it is not set to 1 (**NetlogonInteractiveInformation**).

If the request is not for the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) of which the server is a member and the server is a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), then the server MUST perform external behavior consistent with locally invoking **LsarQueryTrustedDomainInfoByName** ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.4.7.5), using the following parameters (policy handle is not needed locally):

* **TrustedDomainName** is set to the value of the *LogonInformation.LogonInteractive.Identity.LogonDomainName* parameter
* **InformationClass** is set to the value of **TrustedDomainInformationEx**.

If the call returns STATUS\_OBJECT\_NAME\_NOT\_FOUND (0xC0000034) the server MUST return STATUS\_NO\_SUCH\_DOMAIN. If the call returns any other error code other than STATUS\_SUCCESS the server MUST return that error code.

Additionally, the server MUST also verify that:

* The **securityIdentifier** (Sid) field ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.6.7.8) is not NULL,
* The **trustType** field ([MS-ADTS] section 6.1.6.7.15) is 1 or 2
* The **trustAttributes** field ([MS-ADTS] section 6.1.6.7.9) does not contain TRUST\_ATTRIBUTE\_UPLEVEL\_ONLY.

If **LsarQueryTrustedDomainInfoByName** succeeds and returns the domain information in *TrustedDomainInformation*, the server MUST check if it has established a secure channel with the domain. If there is not an established secure channel then the server MUST return the error code STATUS\_NO\_SUCH\_DOMAIN. If there is an established secure channel then the server MUST call NetrLogonSamLogoff using **LogonLevel** and **LogonInformation** to the DC with which it has established a secure channel.

Otherwise, if the server's account [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) is for the domain specified by **LogonInformation.LogonInteractive.Identity.LogonDomainName**, then it MAY update the **lastLogoff** attribute ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.350) on the account object specified by the **LogonInformation.LogonInteractive.Identity.UserName** field.[<208>](#Appendix_A_208" \o "Product behavior note 208)

This method can only be called by a machine that has established a secure channel with the server.

#### Account Database Replication Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used for [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) replication as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### NetrDatabaseDeltas (Opnum 7)

The NetrDatabaseDeltas method SHOULD[<209>](#Appendix_A_209" \o "Product behavior note 209) return a set of changes (or [**deltas**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e)) performed to the SAM, SAM built-in, or [**LSA databases**](#gt_48a53a9a-6c9a-4df8-9882-1eccdf32340b) after a particular value of the [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d). It is used by BDCs to request [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) changes from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) that are missing on the BDC.

1. NTSTATUS NetrDatabaseDeltas(
2. [in, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD DatabaseID,
7. [in, out] PNLPR\_MODIFIED\_COUNT DomainModifiedCount,
8. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY\* DeltaArray,
9. [in] DWORD PreferredMaximumLength
10. );

**PrimaryName:** The custom binding handle (as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640)) that represents the connection to the PDC.

**ComputerName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the BDC calling this method.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure that contains the server return authenticator.

**DatabaseID:**  The identifier for a specific account database set as follows:

| Value | Meaning |
| --- | --- |
| 0x00000000 | Indicates the [**SAM database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b). |
| 0x00000001 | Indicates the SAM built-in database. |
| 0x00000002 | Indicates the LSA database. |

**DomainModifiedCount:** A pointer to an NLPR\_MODIFIED\_COUNT structure, as specified in section [2.2.1.5.26](#Section_75dd36998abc45d29fb7e7a9a78779f5), that contains the database serial number. On input, this is the value of the database serial number on the client. On output, this is the value of the database serial number corresponding to the last element (delta) returned in the DeltaArray parameter.

**DeltaArray:** A pointer to a [NETLOGON\_DELTA\_ENUM\_ARRAY](#Section_82d47318c4d8458386a6ce186504bcba) structure that contains an array of enumerated changes (deltas) to the specified database with database serial numbers larger than the database serial number value specified in the input value of the *DomainModifiedCount* parameter.

**PreferredMaximumLength:** The value that specifies the preferred maximum size, in bytes, of data to return in the *DeltaArray* parameter. This is not a hard upper limit, but serves as a guide to the server. The server SHOULD[<210>](#Appendix_A_210" \o "Product behavior note 210) stop including elements in the returned *DeltaArray* after the size of the returned data equals or exceeds the value of the *PreferredMaximumLength* parameter. It is up to the client implementation to choose the value for this parameter.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

The synchronization that this method performs is not a full synchronization; rather, a subset of database changes is returned. To perform a full synchronization, call [NetrDatabaseSync](#Section_86683ada19a2414eafaf124f77dc4685).

The server that receives this call MUST do the following:

* Verify that the client is a BDC.
* Verify the client authenticator. The server MUST return status code STATUS\_ACCESS\_DENIED if the verification fails.
* Validate that *DatabaseID* is one of the allowed values, 0x00000000 through 0x00000002. If the *DatabaseID* is not one of these values, the server MUST return the status code STATUS\_INVALID\_LEVEL.
* Given the BDC database serial number, obtain all database records that are missing on the BDC and return the array of deltas, NETLOGON\_DELTA\_ENUM\_ARRAY, for the missing records. The number of elements returned SHOULD be affected by the value of the *PreferredMaximumLength* parameter. The server SHOULD[<211>](#Appendix_A_211" \o "Product behavior note 211) stop including elements in the returned array after the size of the returned data equals or exceeds the value of the *PreferredMaximumLength* parameter. The server MAY also limit the number of elements per local configuration to avoid large array allocations.
* Compute and return the server authenticator.
* The server MUST set the value of the *DomainModifiedCount* parameter to the database serial number of the last delta returned in the array.
* If not all missing records are returned, the server MUST return the status code STATUS\_MORE\_ENTRIES.[<212>](#Appendix_A_212" \o "Product behavior note 212)

##### NetrDatabaseSync2 (Opnum 16)

The NetrDatabaseSync2 method SHOULD[<213>](#Appendix_A_213" \o "Product behavior note 213) return a set of all changes applied to the specified [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) since its creation. It provides an interface for a BDC to fully synchronize its databases to those of the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). Because returning all changes in one call might be prohibitively expensive due to a large amount of data being returned, this method supports retrieving portions of the database changes in a series of calls using a continuation context until all changes are received. It is possible for the series of calls to be terminated prematurely due to external events, such as system restarts. For that reason, the method also supports restarting the series of calls at a particular point specified by the caller. The caller MUST keep track of synchronization progress during the series of calls as detailed in this section.

1. NTSTATUS NetrDatabaseSync2(
2. [in, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD DatabaseID,
7. [in] SYNC\_STATE RestartState,
8. [in, out] ULONG \* SyncContext,
9. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY\* DeltaArray,
10. [in] DWORD PreferredMaximumLength
11. );

**PrimaryName:**  The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640), that represents the connection to the PDC.

**ComputerName:**  The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the BDC calling this method.

**Authenticator:**  A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:**  A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**DatabaseID:** The identifier for a specific database for which the changes are requested. It MUST be one of the following values.

| Value | Meaning |
| --- | --- |
| 0x00000000 | Indicates the [**SAM database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b). |
| 0x00000001 | Indicates the SAM built-in database. |
| 0x00000002 | Indicates the [**LSA database**](#gt_48a53a9a-6c9a-4df8-9882-1eccdf32340b). |

**RestartState:** Specifies whether this is a restart of the series of the synchronization calls and how to interpret *SyncContext*. This value MUST be NormalState unless this is the restart, in which case the value MUST be set as specified in the description of the *SyncContext* parameter.

**SyncContext:** Specifies context needed to continue the operation. The value MUST be set to zero on the first call. The caller MUST treat this as an opaque value, unless this call is a restart of the series of synchronization calls. The value returned is to be used on input for the next call in the series of synchronization calls.

If this call is the restart of the series, the values of the *RestartState* and the *SyncContext* parameters are dependent on the **DeltaType** value received on the last call before the restart and MUST be set as follows. Find the last [NETLOGON\_DELTA\_ENUM](#Section_20e5863c014240f6a914f352a9d66047) structure in the *DeltaArray* parameter of the call. The **DeltaType** field of this NETLOGON\_DELTA\_ENUM structure, as specified in section 2.2.1.5.11, is the **DeltaType** needed for the restart. The values of *RestartState* and *SyncContext* are then determined from the following table.

| DeltaType | RestartState | SyncContext |
| --- | --- | --- |
| AddOrChangeGroup | GroupState | The value of the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the last element |
| AddOrChangeUser | UserState | The value of the RID of the last element |
| ChangeGroupMembership | GroupMemberState | The value of the RID of the last element |
| AddOrChangeAlias | AliasState | 0x00000000 |
| ChangeAliasMembership | AliasMemberState | 0x00000000 |
| Any other value not previously listed | NormalState | 0x00000000 |

**DeltaArray:**  A pointer to a [NETLOGON\_DELTA\_ENUM\_ARRAY](#Section_82d47318c4d8458386a6ce186504bcba) structure, as specified in section 2.2.1.5.12, that contains an array of enumerated changes ([**deltas**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e)) to the specified database.

**PreferredMaximumLength:**  The value that specifies the preferred maximum size, in bytes, of data referenced in the *DeltaArray* parameter. This is not a hard upper limit, but serves as a guide to the server. The server SHOULD[<214>](#Appendix_A_214" \o "Product behavior note 214) stop including elements in the returned *DeltaArray* once the size of the returned data equals or exceeds the value of the *PreferredMaximumLength* parameter. It is up to the client implementation to choose the value for this parameter.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

The server that receives this call MUST do the following:

* Verify that the client is a BDC, the server is a PDC, and is enabled. If any of these conditions are false, the server MUST return the status code STATUS\_NOT\_SUPPORTED.
* Apply Common Error Processing Rule B, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Using the *ComputerName* for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.
* Validate that *DatabaseID* is one of the allowed values, 0x00000000 through 0x00000002. If the *DatabaseID* is not one of these values, the server MUST return the status code STATUS\_INVALID\_LEVEL.
* Given the *RestartState* parameter and the *SyncContext* parameter, obtain database records that are missing on the BDC and return the array of deltas, NETLOGON\_DELTA\_ENUM\_ARRAY, for the missing records. The number of elements returned SHOULD be affected by the value of the *PreferredMaximumLength* parameter. The server SHOULD[<215>](#Appendix_A_215" \o "Product behavior note 215) stop including elements in the returned array once the size of the returned data equals or exceeds the value of the *PreferredMaximumLength* parameter. The server MAY also limit the number of elements per local configuration to avoid large array allocations.
* The server MUST update and return the *SyncContext* parameter (section [2.2.1.5.29](#Section_ffce9bbc6ae544788f45e82c3847aaa2)) to continue the synchronization loop on the next client request.
* Compute and return the server authenticator.
* Initialize **SynchronizationComplete** by setting it to FALSE, and when all the missing records are sent set **SynchronizationComplete** to TRUE.
* If **SynchronizationComplete** is FALSE, the server MUST return the status code STATUS\_MORE\_ENTRIES.

##### NetrDatabaseSync (Opnum 8)

The NetrDatabaseSync method[<216>](#Appendix_A_216" \o "Product behavior note 216) is a predecessor to the [NetrDatabaseSync2](#Section_31fc80bd4f4d4512a792e488bb78f6a0) method (section 3.5.4.6.2). All parameters of this method have the same meanings as the identically named parameters of the NetrDatabaseSync2 method.

1. NTSTATUS NetrDatabaseSync(
2. [in, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD DatabaseID,
7. [in, out] ULONG \* SyncContext,
8. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY\* DeltaArray,
9. [in] DWORD PreferredMaximumLength
10. );

Receiving this method is identical to receiving NetrDatabaseSync2, as specified in section 3.5.4.6.2, except that this call does not use the *RestartState* parameter. NetrDatabaseSync does not support restarting the synchronization loop.

##### NetrDatabaseRedo (Opnum 17)

The NetrDatabaseRedo method SHOULD[<217>](#Appendix_A_217" \o "Product behavior note 217) be used by a BDC to request information about a single account from the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d).

1. NTSTATUS NetrDatabaseRedo(
2. [in, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in, size\_is(ChangeLogEntrySize)]
7. UCHAR \* ChangeLogEntry,
8. [in] DWORD ChangeLogEntrySize,
9. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY\* DeltaArray
10. );

**PrimaryName:** The custom binding handle, defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640), representing the connection to the PDC.

**ComputerName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the BDC calling this method.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**ChangeLogEntry:** A pointer to a buffer that contains a CHANGELOG\_ENTRY structure, specified as follows, for the account being queried.

**ChangeLogEntrySize:** The size, in bytes, of the buffer pointed to by the *ChangeLogEntry* parameter.

**DeltaArray:** A pointer to a [NETLOGON\_DELTA\_ENUM\_ARRAY](#Section_82d47318c4d8458386a6ce186504bcba) structure, as specified in section 2.2.1.5.12, that contains an array of enumerated [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) changes for the account being queried.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

The following CHANGELOG\_ENTRY structure pointed to by the *ChangeLogEntry* parameter carries information about the account object being queried.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| SerialNumber [0..3] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| SerialNumber [4..7] | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ObjectRid | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| Flags | | | | | | | | | | | | | | | | DBIndex | | | | | | | | DeltaType | | | | | | | |
| ObjectSid (optional, variable length) … | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |
| ObjectName (optional, variable length) … | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | | |

**SerialNumber:** The [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) that corresponds to this account object (64-bit integer).

**ObjectRid:** The [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the object (32-bit integer).

**Flags:** A two-byte set of bit flags that describes the properties of the message. A flag is TRUE (or set) if its value is equal to 1. The value is constructed from zero or more bit flags from the following table, with the exception that bit C cannot be combined with bit D.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | E | D | C | B | A |

The flags are defined as follows.

| Flag | Meaning |
| --- | --- |
| A | The object requires immediate replication at the moment that the object is changed. |
| B | The object is an account with a changed password. |
| C | The optional **ObjectSid** field is included in the message. Cannot be combined with flag D. |
| D | The optional **ObjectName** field is included in the message. Cannot be combined with flag C. |
| E | The object is the first object changed after a promotion of a BDC to a new PDC. |

All other bits MUST be set to zero and MUST be ignored on receipt.

**DBIndex:** The 8-bit integer identifier of the database containing the object. MUST be one, and only one, of the following values.

| Value | Meaning |
| --- | --- |
| 0x00 | The [**SAM database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b). |
| 0x01 | The SAM built-in database. |
| 0x02 | The [**LSA database**](#gt_48a53a9a-6c9a-4df8-9882-1eccdf32340b). |

**DeltaType:** One of the [NETLOGON\_DELTA\_TYPE](#Section_f8a8cd32426d45f1be45e0dc5c1c1359) values specified in section 2.2.1.5.28.

**ObjectSid:** The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the object. Included only if flag C is set. This is an RPC\_SID structure, as defined in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) section 2.4.2.3.

**ObjectName:** The name of the object. **ObjectName** is a null-terminated Unicode string, and is included only if flag D is set.

The server that receives this call MUST do the following:

* Verify that the client is a BDC, the server is a PDC, and synchronization is enabled. If any of these conditions are false, the server MUST return the status code STATUS\_NOT\_SUPPORTED.
* Using the *ComputerName* for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.
* Validate the *ChangeLogEntry* parameter as a valid single account object information request message. If the *ChangeLogEntry* parameter is not valid, the server MUST return the status code STATUS\_INVALID\_PARAMETER.

The server uses the server name passed in the *PrimaryName* parameter to look up the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) that the server hosts. If the name is not found, the server MUST return STATUS\_INVALID\_COMPUTER\_NAME.

Return a single [**delta**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e) for the requested account in the *DeltaArray* parameter.

#### Domain Trust Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used to retrieve [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) data, as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### DsrEnumerateDomainTrusts (Opnum 40)

The DsrEnumerateDomainTrusts method SHOULD[<218>](#Appendix_A_218" \o "Product behavior note 218) return an enumerated list of [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6), filtered by a set of flags, from the specified server.

1. NET\_API\_STATUS DsrEnumerateDomainTrusts(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in] ULONG Flags,
4. [out] PNETLOGON\_TRUSTED\_DOMAIN\_ARRAY Domains
5. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**Flags:** A set of bit flags that specify properties that MUST be true for a domain trust to be part of the returned [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) list. A flag is TRUE (or set) if its value is equal to 1. Flags MUST contain one or more of the following bits.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | F | E | D | C | B | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Domain is a member of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62). |
| B | Domain is directly trusted by this domain. |
| C | Domain is the root of a [**domain tree**](#gt_e2c071f1-5977-4749-868f-6c5a04929476) in the forest. |
| D | Domain is the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496) of the queried server. |
| E | Primary domain is running in native mode. |
| F | Domain directly trusts this domain. |

All other bits MUST be set to zero.

**Domains:** A pointer to a [NETLOGON\_TRUSTED\_DOMAIN\_ARRAY](#Section_251cf1be29324d338532595cf42e8091) structure, as specified in section 2.2.1.6.3, that contains a list of trusted domains.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns one of the following error codes.

| Return Value/Code | Description |
| --- | --- |
| 0x0000051F  ERROR\_NO\_LOGON\_SERVERS | There are currently no logon servers available to service the logon request. |
| 0x000006FA  ERROR\_NO\_TRUST\_LSA\_SECRET | The workstation does not have a trust secret. |
| 0x000006FB  ERROR\_NO\_TRUST\_SAM\_ACCOUNT | The security [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) on the server does not have a computer account for this workstation trust relationship. |

On receiving this call, the server MUST perform the following validation step:

* The *Flags* parameter MUST be checked to verify that at least one of the valid bits is set. All other bits (0-24) MUST be zero. The server MUST return ERROR\_INVALID\_FLAGS if there are invalid bits present.

If the *ServerName* parameter is not NULL, it is compared against the server's [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b). If the *ServerName* parameter does not match the server's computer name, the server MUST return ERROR\_INVALID\_COMPUTERNAME. If the *ServerName* parameter matches the server's computer name or the *ServerName* parameter is NULL, then processing proceeds.

If the server is not a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) (section [3.1.4.8](#Section_16f8294280d643ac8c38eee3cfe4ac99)), the server SHOULD call [NetrLogonGetDomainInfo](#Section_7c3ad0ccee054643b7734d84e1d431dc) to a DC in its domain, with the following parameters:

* The *NetlogonWorkstationInfo* parameter with the following elements:
  + *NetlogonWorkstationInfo.LsaPolicy.LsaPolicySize* is set to 0.
  + *NetlogonWorkstationInfo.LsaPolicy.LsaPolicy* is set to NULL.
  + *NetlogonWorkstationInfo.WorkStationFlags* has the A flag set.
  + *NetlogonWorkstationInfo.DnsHostName* set to the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) computer name.
* Level MUST be set to 0x1.

If the server is a domain controller (section 3.1.4.8), it MUST perform behavior equivalent to locally invoking NetrLogonGetDomainInfo with the previously described parameters.

If the call returns any other error code other than STATUS\_SUCCESS, then the server MUST return that error code and no further processing occurs.

If the call returns STATUS\_SUCCESS, the server MUST use the returned domains in the DomBuffer.TrustedDomains parameter to build and return an array of **DS\_DOMAIN\_TRUSTSW** structures from the **NETLOGON\_ONE\_DOMAIN\_INFO** structures as follows:

* If the primary domain is determined to not be running in [**mixed mode**](#gt_06c1c70e-f2c6-4efd-bff8-474409e69660) ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.4.1), and the E bit is set in the *Flags* parameter, the server MUST include the primary domain (*DomBuffer.PrimaryDomain*) in the returned array.
* For each element of *DomBuffer.TrustedDomains*, if the bitwise AND of the *Flags* parameter and the *DomBuffer.TrustedDomains.TrustExtension.Flags* (*Flags* & *DomBuffer.TrustedDomains.TrustExtension[0-3]*) is true, the server MUST include the domain in the returned array.
* For each element to be included in the returned array, each field in the NETLOGON\_ONE\_DOMAIN\_INFO structure listed in the first column of the following table is copied to the field of the DS\_DOMAIN\_TRUSTSW structure listed on the same line in the second column:

| NETLOGON\_ONE\_DOMAIN\_INFO element | DS\_DOMAIN\_TRUSTSW element |
| --- | --- |
| DomainName | NetBiosDomainName |
| DnsDomainName | DnsDomainName |
| DomainGuid | DomainGuid |
| DomainSid | DomainSid |
| Bytes 0 – 3 of TrustExtension | Flags |
| Bytes 4 – 7 of TrustExtension | ParentIndex |
| Bytes 8 – 11 of TrustExtension | TrustType |
| Bytes 12 – 15 of Trust Extension | TrustAttributes |

##### NetrEnumerateTrustedDomainsEx (Opnum 36)

The NetrEnumerateTrustedDomainsEx method SHOULD[<219>](#Appendix_A_219" \o "Product behavior note 219) return a list of [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) from a specified server. This method extends NetrEnumerateTrustedDomains by returning an array of domains in a more flexible [DS\_DOMAIN\_TRUSTSW](#Section_7de9866ed3ef4a9f98a5c2dcff1e61c1) structure, as specified in section 2.2.1.6.2, rather than the array of strings in [DOMAIN\_NAME\_BUFFER](#Section_11743dc47a2d4464b35150aeb8801b8b) structure, as specified in section 2.2.1.6.1. The array is returned as part of the [NETLOGON\_TRUSTED\_DOMAIN\_ARRAY](#Section_251cf1be29324d338532595cf42e8091) structure, as specified in section 2.2.1.6.3.

1. NET\_API\_STATUS NetrEnumerateTrustedDomainsEx(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [out] PNETLOGON\_TRUSTED\_DOMAIN\_ARRAY Domains
4. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**Domains:** A pointer to a NETLOGON\_TRUSTED\_DOMAIN\_ARRAY structure, as specified in section 2.2.1.6.3, that contains an array of DS\_DOMAIN\_TRUSTSW structures, as specified in section 2.2.1.6.2, one for each trusted domain.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns one of the following error codes.

| Return Value/Code | Description |
| --- | --- |
| 0x0000051F  ERROR\_NO\_LOGON\_SERVERS | There are currently no logon servers available to service the logon request. |
| 0x000006FA  ERROR\_NO\_TRUST\_LSA\_SECRET | The workstation does not have a trust secret. |
| 0x000006FB  ERROR\_NO\_TRUST\_SAM\_ACCOUNT | The security [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) on the server does not have a computer account for this workstation trust relationship. |

This method is a wrapper for [DsrEnumerateDomainTrusts](#Section_f98236242b34415cbdca9f9a6d97016b), which strips off the F flag from the returned data for backward compatibility. For details, see section 3.5.4.7.1.

##### NetrEnumerateTrustedDomains (Opnum 19)

The NetrEnumerateTrustedDomains method SHOULD[<220>](#Appendix_A_220" \o "Product behavior note 220) return a set of [**NetBIOS names**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) [**domains**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

1. NTSTATUS NetrEnumerateTrustedDomains(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [out] PDOMAIN\_NAME\_BUFFER DomainNameBuffer
4. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**DomainNameBuffer:** A pointer to a [DOMAIN\_NAME\_BUFFER](#Section_11743dc47a2d4464b35150aeb8801b8b) structure, as specified in section 2.2.1.6.1, that contains a list of trusted [**domain names**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c). The format of domain names contained in the buffer is specified in section 2.2.1.6.1.

**Return Values:** The method returns 0x00000000 on success; otherwise, it SHOULD return one of the following error codes.

| Return Value/Code | Description |
| --- | --- |
| 0x0000051F  ERROR\_NO\_LOGON\_SERVERS | There are currently no logon servers available to service the logon request. |
| 0x000006FA  ERROR\_NO\_TRUST\_LSA\_SECRET | The workstation does not have a trust secret. |
| 0x000006FB  ERROR\_NO\_TRUST\_SAM\_ACCOUNT | The security [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) on the server does not have a computer account for this workstation trust relationship. |

The server initializes the *DomainNames* field of the DOMAIN\_NAME buffer to the empty string. The server calls the [NetrEnumerateTrustedDomainsEx](#Section_c3e9870a09434d45be94edb9419a1c11) method and for each **PDS\_DOMAIN\_TRUSTSW** element of the **NETLOGON\_TRUSTED\_DOMAIN\_ARRAY**, appends the *NetbiosDomainName* field to the *DomainNames* field of the **DOMAIN\_NAME\_BUFFER** (section 2.2.1.6.1). Then the server terminates the *DomainNames* field with two null bytes.

For details, see section 3.5.4.7.2, Receiving NetrEnumerateTrustedDomainsEx.

##### NetrGetForestTrustInformation (Opnum 44)

The NetrGetForestTrustInformation method SHOULD[<221>](#Appendix_A_221" \o "Product behavior note 221) retrieve the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) information for the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) of which the member's [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) is itself a member.

1. NTSTATUS NetrGetForestTrustInformation(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD Flags,
7. [out] PLSA\_FOREST\_TRUST\_INFORMATION\* ForestTrustInfo
8. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**ComputerName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the client computer [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf).

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**Flags:** MUST be set to zero and MUST be ignored on receipt.

**ForestTrustInfo:** A pointer to an LSA\_FOREST\_TRUST\_INFORMATION structure, as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.25, that contains data for each [**forest trust**](#gt_035d9ce5-f117-4251-8d4d-127c462ec4a0).

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Using the *ComputerName* for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.
* Ensure that the caller is a [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in a different domain by checking that the *SecureChannelType* from ChallengeTable is TrustedDnsDomainSecureChannel or TrustedDomainSecureChannel. For all other types, this call MUST return STATUS\_NOT\_IMPLEMENTED.
* Apply Common Error Processing Rule B, specified in section 3, to the *ServerName* parameter.

The [**forest trust information**](#gt_8c0b82d9-efec-4723-95a9-8564edf9ba44) for the domain hosted by *ServerName* MUST be returned.

This method can only be called by a machine that has established a secure channel with the server.

##### DsrGetForestTrustInformation (Opnum 43)

The DsrGetForestTrustInformation method SHOULD[<222>](#Appendix_A_222" \o "Product behavior note 222) retrieve the [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) information for the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) of the specified [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), or for a forest trusted by the forest of the specified DC.

1. NET\_API\_STATUS DsrGetForestTrustInformation(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, unique, string] wchar\_t\* TrustedDomainName,
4. [in] DWORD Flags,
5. [out] PLSA\_FOREST\_TRUST\_INFORMATION\* ForestTrustInfo
6. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**TrustedDomainName:** The optional null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) or [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the trusted [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) for which the [**forest trust information**](#gt_8c0b82d9-efec-4723-95a9-8564edf9ba44) is to be gathered.

**Flags:** A set of bit flags that specify additional applications for the forest trust information. A flag is TRUE (or set) if its value is equal to 1.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | A |

Where the bits are defined as:

| Value | Description |
| --- | --- |
| A | Update a [**trusted domain object (TDO)**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) with the information returned in ForestTrustInfo. |

All other bits MUST be set to zero.

**ForestTrustInfo:** A pointer to an LSA\_FOREST\_TRUST\_INFORMATION structure, as specified in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.25, that contains data for each [**forest trust**](#gt_035d9ce5-f117-4251-8d4d-127c462ec4a0).

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns the following error code.

| Return Value/Code | Description |
| --- | --- |
| 0x00000001  ERROR\_INVALID\_FUNCTION | Incorrect function. |

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Apply Common Error Processing Rule B, specified in section 3.
* Verify that the client has sufficient [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940). The server SHOULD determine if the client has sufficient privileges (as specified in section 3.5.4.1) with the Access Request mask set to match the NETLOGON\_FTINFO\_ACCESS mask; otherwise, the server MUST return ERROR\_ACCESS\_DENIED.
* Verify that if the *Flags* parameter has bit A enabled, the server is a PDC; otherwise, the server MUST return NERR\_NotPrimary.
* The *Flags* parameter MUST be checked for invalid bit flags. The server MUST return ERROR\_INVALID\_FLAGS if any bit other than A is set.

If the *TrustedDomainName* parameter is specified, the server calls the DsrGetForestTrustInformation method on a DC in the trusted domain specified by the *TrustedDomainName* parameter.

Additionally, if the *TrustedDomainName* is not NULL, the server MUST perform the additional following validation steps:

* Verify that the server has established a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) with the domain specified in the *TrustedDomainName* parameter, and apply Common Error Processing Rule E, specified in section 3. If the server has not established a secure channel with the domain specified in the *TrustedDomainName* parameter, then the server MUST return the error code ERROR\_NO\_SUCH\_DOMAIN.
* Apply Common Error Processing Rule C, specified in section 3.
* The forest trust information for the domain specified by the *TrustedDomainName* parameter MUST be returned.
* The server MUST verify that the *TrustedDomainName* refers to a cross-forest trust by performing external behavior consistent with locally invoking LsarQueryTrustedDomainInfoByName ([MS-LSAD] section 3.1.4.7.5), using the following parameters (a policy handle is not needed locally):
  + *Domain* is set to the value of the *TrustedDomainName* parameter
  + *InformationClass* is set to the value of TrustedDomainInformationEx.

If the call returns STATUS\_OBJECT\_NAME\_NOT\_FOUND the server MUST return ERROR\_NO\_SUCH\_DOMAIN. Additionally, the server MUST verify that:

* + The **securityIdentifier** (Sid) field ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.1.6.7.8) is not NULL
  + The **trustType** field ([MS-ADTS] section 6.1.6.7.15) is 1 or 2
  + The **trustAttributes** field ([MS-ADTS] section 6.1.6.7.9) does not contain TRUST\_ATTRIBUTE\_UPLEVEL\_ONLY
  + The **trustAttributes** field ([MS-ADTS] section 6.1.6.7.9) contains TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE.

If the server fails to verify any of the preceding conditions, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

Otherwise, if the *TrustedDomainName* is NULL, the server MUST check to see if Flags bit A is set. If Flags bit A is set, the server MUST return ERROR\_INVALID, and no further processing occurs.

The server MUST retrieve the forest trust information for the domain specified by the TrustedDomainName parameter:

* If the *TrustedDomainName* is NULL the server SHOULD perform external behavior equivalent to locally invoking NetrGetForestTrustInformation with the parameters specified in the previous paragraph, return the forest trust information, and stop further processing.
* Otherwise, the server SHOULD call NetrGetForestTrustInformation with the following parameters (in addition to those specified in section [3.4.5.5.4](#Section_c7308656b404469fb976947ae0ae2370)) to a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d), in the domain specified by the *TrustedDomainName* Parameter, in order to retrieve the Trusted Forest's version of the LSA\_FOREST\_TRUST\_INFORMATION, referred to in the rest of this section as NewTrustInfo:
  + **ServerName** is set to NULL, indicating the current server's domain.
  + **ComputerName** is set to the NetBIOS [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b) of the server.
  + **Flags** is set to 0.

Otherwise, if the *TrustedDomainName* is not NULL and Flags bit A is set, the server SHOULD update the server's forest information for the domain specified by the *TrustedDomainName* parameter as follows:

* The server MUST retrieve its version of the forest trust information, referred to in the rest of this section as OldTrustInfo, by performing external behavior equivalent to locally invoking LsarQueryForestTrustInformation with the following parameters (a policy handle is not required locally):
  + **TrustedDomainName** is set to the *TrustedDomainName* parameter that was passed by the caller of DsrGetForestTrustInformation
  + **HighestRecordType** is set to ForestTrustRecordTypeLast.
* If the call returns STATUS\_NOT\_FOUND, the server SHOULD ignore this error and continue processing. If any other error is returned, the server SHOULD pass the error through and stop processing.
* The server SHOULD merge the OldTrustInfo LSA\_FOREST\_TRUST\_INFORMATION with the Trusted Forest's version of the NewTrustInfo LSA\_FOREST\_TRUST\_INFORMATION. The server SHOULD create an LSA\_FOREST\_TRUST\_INFORMATION structure. After the merge the new version of the LSA\_FOREST\_TRUST\_INFORMATION will result in the merged result, referred to in this section as MergedTrustInfo. The server SHOULD perform the merge using the following rules:
  + The server SHOULD iterate through the LSA\_FOREST\_TRUST\_RECORD ([MS-LSAD] section 2.2.7.21) entries in the NewTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in NewTrustInfo.Entries is denoted as "i":
    - If the NewTrustInfo.Entries[i].ForestTrustType is not ForestTrustTopLevelName, then ignore further rules for NewTrustInfo.Entries[i], and continue iterating through NewTrustInfo.Entries.
    - If the NewTrustInfo.Entries[i].ForestTrustData.TopLevelName is equal to the DNS [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) of the TDO, copy NewTrustInfo.Entries[i] into MergedTrustInfo.Entries, ignore further rules for NewTrustInfo.Entries[i], and continue iterating through NewTrustInfo.Entries.
    - Iterate through the LSA\_FOREST\_TRUST\_RECORD entries in the MergedTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in MergedTrustInfo.Entries is denoted as "m":
      * If the NewTrustInfo.Entries[i].ForestTrustData.TopLevelName is subordinate to the MergedTrustInfo.Entries[m].ForestTrustData.TopLevelName, stop iterating through MergedTrustInfo.Entries, ignore further rules for NewTrustInfo.Entries[i], and continue iterating through NewTrustInfo.Entries.
    - Copy the NewTrustInfo.Entries[i] to MergedTrustInfo.Entries. The new entry in MergedTrustInfo.Entries is referred to as MergedEntry.
      * Iterate through the LSA\_FOREST\_TRUST\_RECORD entries in the OldTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in OldTrustInfo.Entries is denoted as "k":
        + If the OldTrustInfo.Entries[k].ForestTrustType is equal to ForestTrustTopLevelName, and the NewTrustInfo.Entries[i].ForestTrustData.TopLevelName is equal to OldTrustInfo.Entries[k].ForestTrustData.TopLevelName, copy OldTrustInfo.Entries[k].Flags to MergedEntry.Flags and copy OldTrustInfo.Entries[k].Time to MergedEntry.Time.
        + Otherwise, MergedEntry.Flags is set to LSA\_TLN\_DISABLED\_NEW and MergedEntry.Time is set to 0.
  + The server SHOULD iterate through the LSA\_FOREST\_TRUST\_RECORD ([MS-LSAD] section 2.2.7.21) entries in the NewTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in NewTrustInfo.Entries is denoted as "i":
    - If the NewTrustInfo.Entries[i].ForestTrustType is a ForestTrustDomainInfo, create a new LSA\_FOREST\_TRUST\_RECORD, referred to in this section as TempEntry, and copy NewTrustInfo.Entries[i] into TempEntry. TempEntry.Flags is set to 0 and TempEntry.Time is set to 0.
    - Iterate through the LSA\_FOREST\_TRUST\_RECORD entries in the MergedTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in MergedTrustInfo.Entries is denoted as "m":
      * If MergedTrustInfo.Entries[m].ForestTrustType is a ForestTrustDomainInfo and TempEntry.ForestTrustData.DomainInfo.Sid is equal to MergedTrustInfo.Entries[m].ForestTrustData.DomainInfo.Sid, delete TempEntry, stop iterating through MergedTrustInfo.Entries, ignore further rules for NewTrustInfo.Entries[i], and continue iterating through NewTrustInfo.Entries.
      * Iterate through the LSA\_FOREST\_TRUST\_RECORD Entries in the OldTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in OldTrustInfo.Entries is denoted as "n":
        + If OldTrustInfo.Entries[n].ForestTrustType is a ForestTrustDomainInfo and TempEntry.ForestTrustData.DomainInfo.NetbiosName is equal to OldTrustInfo.Entries[n].ForestTrustData.DomainInfo.NetbiosName, copy OldTrustInfo.Entries[n].Flags into TempEntry.Flags and also copy OldTrustInfo.Entries[n].Time into TempEntry.Time.
    - Copy TempEntry into MergedTrustedInfo.Entries.
  + The server SHOULD iterate through the LSA\_FOREST\_TRUST\_RECORD ([MS-LSAD] section 2.2.7.21) entries in the OldTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in OldTrustInfo.Entries is denoted as "i":
    - If OldTrustInfo.Entries[i].ForestTrustType is not ForestTrustDomainInfo, then ignore further rules for OldTrustInfo.Entries[i] and continue iterating through OldTrustInfo.Entries.
    - Iterate through the LSA\_FOREST\_TRUST\_RECORD entries in the MergedTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in MergedTrustInfo.Entries is denoted as "m":
      * If MergedTrustInfo.Entries[m].ForestTrustType is a ForestTrustDomainInfo and OldTrustInfo.Entries[m].ForestTrustData.DomainInfo.NetbiosName equals MergedTrustInfo.Entries[m].ForestTrustData.DomainInfo.NetbiosName, stop iterating through the MergedTrustInfo.Entries, ignore further rules for OldTrustInfo.Entries[i] and continue iterating through OldTrustInfo.Entries.
    - If OldTrustInfo.Entries[i].Flags has either the LSA\_SID\_DISABLED\_ADMIN flag set or the LSA\_NB\_DISABLED\_ADMIN flag set, copy OldTrustInfo.Entries[i] into MergedTrustInfo.Entries.
  + The server SHOULD iterate through the LSA\_FOREST\_TRUST\_RECORD ([MS-LSAD] section 2.2.7.21) entries in the OldTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in OldTrustInfo.Entries is denoted as "i":
    - If OldTrustInfo.Entries[i].ForestTrustType is not equal to ForestTrustTopLevelNameEx, then ignore further rules for OldTrustInfo.Entries[i] and continue iterating through OldTrustInfo.Entries.
    - Iterate through the LSA\_FOREST\_TRUST\_RECORD entries in the MergedTrustInfo version of the LSA\_FOREST\_TRUST\_INFORMATION according to the following rules. The index for the current entry in MergedTrustInfo.Entries is denoted as "m":
      * If MergedTrustInfo.Entries[m].ForestTrustType is a ForestTrustTopLevelName and OldTrustInfo.Entries[i].ForestTrustData.TopLevelName is equal to or subordinate to MergedTrustInfo.Entries[m].ForestTrustData.TopLevelName, copy OldTrustInfo.Entries[i] into MergedTrustInfo.Entries. Stop iterating through MergedTrustInfo.Entries, but continue iterating through OldTrustInfo.Entries.

The server MUST update its version of the forest trust information for the domain specified by the TrustedDomainName parameter by performing external behavior equivalent to locally invoking LsarSetForestTrustInformation, with the following parameters (a policy handle is not needed locally):

* **TrustedDomainName** is set to the TrustedDomainName parameter that was passed by the caller of DsrGetForestTrustInformation
* **HighestRecordType** is set to ForestTrustRecordTypeLast
* **ForestTrustInfo** is set to the merged forest trust information, MergedTrustInfo.

If the *TrustedDomainName* is NULL:

* The forest trust information for the domain hosted by *ServerName* MUST be returned if *Flags* bit A is not set.
* The server MUST return ERROR\_INVALID\_FLAGS if *Flags* bit A is set.

##### NetrServerGetTrustInfo (Opnum 46)

The NetrServerGetTrustInfo method SHOULD[<223>](#Appendix_A_223" \o "Product behavior note 223) return an information block from a specified server. The information includes encrypted current and previous passwords for a particular account and additional [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) data. The account name requested MUST be the name used when the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) was created, unless the method is called on a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) by a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), in which case it can be any valid account name.

1. NTSTATUS NetrServerGetTrustInfo(
2. [in, unique, string] LOGONSRV\_HANDLE TrustedDcName,
3. [in, string] wchar\_t\* AccountName,
4. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
5. [in, string] wchar\_t\* ComputerName,
6. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
7. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
8. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNewOwfPassword,
9. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedOldOwfPassword,
10. [out] PNL\_GENERIC\_RPC\_DATA\* TrustInfo
11. );

**TrustedDcName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**AccountName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the client account in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

**SecureChannelType:**  A [NETLOGON\_SECURE\_CHANNEL\_TYPE](#Section_4d1235e32c964e9fa1473cb338a0d09f) enumerated value, as specified in section 2.2.1.3.13, that indicates the type of the secure channel being established by this call.

**ComputerName:** The null-terminated Unicode string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer, for which the trust information MUST be returned.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**EncryptedNewOwfPassword:** A pointer to an [ENCRYPTED\_NT\_OWF\_PASSWORD](#Section_f7458576d53847cdb387b6f98449a0ee) structure, as specified in [[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 2.2.3.3, that contains the NTOWFv1 (as specified in NTLM v1 Authentication in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) of the current password, encrypted as specified in [MS-SAMR] section 2.2.11.1.1, Encrypting an NT Hash or LM Hash Value with a specified key. The [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) is the specified 16-byte key that is used to derive its keys via the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4.

**EncryptedOldOwfPassword:** A pointer to an ENCRYPTED\_NT\_OWF\_PASSWORD structure, as specified in [MS-SAMR] section 2.2.3.3, that contains the NTOWFv1 (as specified in NTLM v1 Authentication in [MS-NLMP] section 3.3.1) of the old password, encrypted as specified in [MS-SAMR] section 2.2.11.1.1, Encrypting an NT Hash or LM Hash Value with a specified key. The session key is the specified 16-byte key that is used to derive its keys via the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4.

**TrustInfo:** A pointer to an [NL\_GENERIC\_RPC\_DATA](#Section_a1c7f3cac8b145149fd5ed3460c83a4d) structure, as specified in section 2.2.1.6.4, that contains a block of generic [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) data with trust information for the specified server.

**Return Values:** The method returns 0x00000000 to indicate success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Using the *ComputerName* for the secure channel to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.

If the *TrustedDcName* parameter is not NULL, it is compared against the server's [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b). If the *TrustedDcName* parameter does not match the server's computer name, or is NULL, then the server MUST return STATUS\_INVALID\_COMPUTER\_NAME. If the *TrustedDcName* parameter matches the server's computer name, processing proceeds.

The server MUST retrieve the [**OWF**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of the current password for the account identified by the *AccountName* and *SecureChannelType* parameters. If the *SecureChannelType* is **TrustedDnsDomainSecureChannel** or **TrustedDomainSecureChannel**, then the SharedSecret of the trust will be used and the OWF of the previous password MUST also be retrieved. All other types of *SecureChannelType* require that the SharedSecret of the computer account be used, and that an empty string MUST be used when calculating the OWF of the previous password.

The NTOWFv1 of the current and previous passwords MUST be encrypted as specified in [MS-SAMR] section 2.2.11.1.1, Encrypting an NT Hash or LM Hash Value with a specified key. The session key is the specified 16-byte key used to derive its keys via the 16-byte value process, as specified in [MS-SAMR] section 2.2.11.1.4. The encrypted versions of the NTOWFv1 for the current password and previous password MUST be returned in the parameters *EncryptedNewOwfPassword* and *EncryptedOldOwfPassword*, respectively.

If the *TrustInfo* parameter is not NULL, the structure is generated by setting NL\_GENERIC\_RPC\_DATA.UlongEntryCount to 1 and setting NL\_GENERIC\_RPC\_DATA.UlongData to a 32-bit value that contains the trust attributes. The trust attributes themselves are defined in [[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 2.2.7.9 as the TrustAttributes member, as part of the LSAPR\_TRUSTED\_DOMAIN\_INFORMATION\_EX structure.

This method can only be called by a machine that has established a secure channel with the server.

#### Message Protection Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used by components outside Netlogon to accomplish certain tasks, as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### NetrLogonGetTrustRid (Opnum 23)

The NetrLogonGetTrustRid method SHOULD[<224>](#Appendix_A_224" \o "Product behavior note 224) be used to obtain the [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the account whose password is used by [**domain controllers**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) for establishing the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) from the server receiving this call.

1. NET\_API\_STATUS NetrLogonGetTrustRid(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, string, unique] wchar\_t\* DomainName,
4. [out] ULONG \* Rid
5. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**DomainName:** The null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) or [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the primary or [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domain. If this parameter is NULL, this method uses the name of the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496) of the server.

**Rid:** A pointer to an unsigned long that receives the RID of the account.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

The server SHOULD[<225>](#Appendix_A_225" \o "Product behavior note 225) return ERROR\_ACCESS DENIED if the caller is not local.

If *ServerName* equals NULL and *DomainName* equals NULL, then the server SHOULD determine if the client has sufficient [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940) (as described in section [3.5.4.2](#Section_1ec948862b6445afb68e3d9faa36617c)) with the Access Request mask set to NETLOGON\_FTINFO\_ACCESS.

Otherwise, the server SHOULD determine if the client has sufficient privilege (as described in section 3.5.4.2) with the Access Request mask set to NETLOGON\_SERVICE\_ACCESS.

If the client does not have sufficient privilege, the server MUST return ERROR\_ACCESS\_DENIED.

If *ServerName* equals NULL, then the call MUST be made to the local machine. If the *DomainName* is the same as the domain that the machine is joined to, the call MUST succeed, and the server MUST return the **AccountRid** of the machine in the domain. If the *DomainName* is a different domain, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.

If both *ServerName* and *DomainName* are NULL, the server MUST return the RID for the computer account of the caller. Otherwise, the RID for the account identified by *ServerName* and *DomainName* MUST be returned.

The server uses the server name passed in the *ServerName* parameter to look up the domain for the request. If the name is not found, the server MUST return ERROR\_INVALID\_COMPUTERNAME.

If the RID cannot be determined, the server SHOULD return ERROR\_TRUSTED\_RELATIONSHIP\_FAILURE.

##### NetrLogonComputeServerDigest (Opnum 24)

The NetrLogonComputeServerDigest method computes a cryptographic digest of a message by using the MD5 message-digest algorithm, as specified in [[RFC1321]](https://go.microsoft.com/fwlink/?LinkId=90275). This method SHOULD[<226>](#Appendix_A_226" \o "Product behavior note 226) be called by a client computer against a server and is used to compute a message digest, as specified in this section. The client can then call the [NetrLogonComputeClientDigest](#Section_79ca6e90ccd2429eb5ac8050b620eef6) method (as specified in section [3.4.5.6.3](#Section_1bf3702bbe13464aad5e6be0fe210c90)) and compare the digests to ensure that the server that it communicates with knows the [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) between the client machine and the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

1. NET\_API\_STATUS NetrLogonComputeServerDigest(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in] ULONG Rid,
4. [in, size\_is(MessageSize)] UCHAR \* Message,
5. [in] ULONG MessageSize,
6. [out] CHAR NewMessageDigest[16],
7. [out] CHAR OldMessageDigest[16]
8. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**Rid:** The [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) of the machine account for which the digest is to be computed. The [NetrLogonGetTrustRid method](#Section_1d6fad9e763d495f9bed18c79304c3d7), as specified in section 3.5.4.8.1, is used to obtain the RID.

**Message:** A pointer to buffer that contains the message to compute the digest.

**MessageSize:** The length of the data referenced by the *Message* parameter, in bytes.

**NewMessageDigest:** A 128-bit MD5 digest of the current machine account password and the message in the *Message* buffer. The machine account is identified by the *Rid* parameter.

**OldMessageDigest:** A 128-bit MD5 digest of the previous machine account password, if present, and the message in the *Message* buffer. If no previous machine account password exists, then the current password is used. The machine account is identified by the *Rid* parameter.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

The server uses the server name passed in the *ServerName* parameter to look up the domain for the request. If the name is not found, the server MUST return ERROR\_INVALID\_COMPUTERNAME.

If the client does not have sufficient [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940), the server MUST return ERROR\_ACCESS\_DENIED.

The server MUST construct the machine account [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) using the *Rid* parameter and the current domain with the format S-1-5-*current domain*-*Rid parameter*.

The server MUST compute or retrieve the NTOWFv1 of the current password, retrieve **lmPwdHistory** ([[MS-ADA1]](%5bMS-ADA1%5d.pdf#Section_19528560f41e4623a406dabcfff0660f) section 2.363), and the NTOWFv1 of the previous password (if it exists) for the machine account whose security identifier ([[MS-ADA3]](%5bMS-ADA3%5d.pdf#Section_4517e8353ee644d4bb95a94b6966bfb0) section 2.237) corresponds to the generated SID. If the machine account cannot be found, or the machine account does not correspond to a machine, or the machine account is disabled, the server MUST return ERROR\_NO\_SUCH\_USER. When the server is an [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) and the NTOWFv1 of the current password cannot be retrieved, the server MUST return ERROR\_NO\_TRUST\_LSA\_SECRET.

The digest of the *Message* parameter MUST be calculated with the following algorithm, using this [**one-way function (OWF)**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of the password.

1. CALL MD5Init(md5context)
2. IF OWF of password is present
3. CALL MD5Update(md5context, OWF of password, length of OWF of
4. password)
5. CALL MD5Update(md5context, Message, MessageSize)
6. CALL MD5Final(md5context)
7. SET digest to md5context.digest

The *NewMessageDigest* parameter MUST be computed by using the current password. The *OldMessageDigest* parameter MUST be computed by using the previous password, if it exists. If the previous password is not present, the new password MAY[<227>](#Appendix_A_227" \o "Product behavior note 227) be used to compute the *OldMessageDigest*.

Creating a message digest for the previous password allows the possibility of password replication latency to be accounted for. If the machine account password was recently changed, but the change has not propagated to the server processing this method, the server keeps the old password.

##### NetrLogonComputeClientDigest (Opnum 25)

The NetrLogonComputeClientDigest method is used by a client to compute a cryptographic digest of a message by using the MD5 message-digest algorithm, as specified in [[RFC1321]](https://go.microsoft.com/fwlink/?LinkId=90275). This method is called by a client to compute a message digest, as specified in this section. The client SHOULD[<228>](#Appendix_A_228" \o "Product behavior note 228) use this digest to compare against one that is returned by a call to [NetrLogonComputeServerDigest](#Section_5f95c374795142d9816cc7f4cff2ed52). This comparison allows the client to ensure that the server that it communicates with knows the [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) between the client machine and the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

1. NET\_API\_STATUS NetrLogonComputeClientDigest(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, string, unique] wchar\_t\* DomainName,
4. [in, size\_is(MessageSize)] UCHAR \* Message,
5. [in] ULONG MessageSize,
6. [out] CHAR NewMessageDigest[16],
7. [out] CHAR OldMessageDigest[16]
8. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**DomainName:** A pointer to a null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) or [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domain. If this parameter is NULL, the domain of which the client computer is a member is used.

**Message:** A pointer to a buffer that contains the message for which the digest is to be computed.

**MessageSize:** The length, in bytes, of the *Message* parameter.

**NewMessageDigest:** A 128-bit MD5 digest of the current computer account password and the message in the *Message* buffer.

**OldMessageDigest:** A 128-bit MD5 digest of the previous machine account password and the message in the *Message* buffer. If no previous computer account password exists, the current password is used.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

If the client does not have sufficient [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940), the server MUST return ERROR\_ACCESS\_DENIED.

The server MUST compute or retrieve the NTOWFv1 of the current machine password and the NTOWFv1 of the previous machine password, if it exists. If the password cannot be found, the server MUST return ERROR\_NO\_TRUST\_LSA\_SECRET.

The server MUST compute the NTOWFv1 (as specified in [[MS-NLMP]](%5bMS-NLMP%5d.pdf#Section_b38c36ed28044868a9ff8dd3182128e4) section 3.3.1) of each password, if present. The digest of the *Message* parameter MUST be calculated using this [**OWF**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of the password, as follows.

1. CALL MD5Init(md5context)
2. IF OWF of password is present
3. CALL MD5Update(md5context, OWF of password, length of OWF of
4. password)
5. CALL MD5Update(md5context, Message, MessageSize)
6. CALL MD5Final(md5context)
7. SET digest to md5context.digest

The *NewMessageDigest* parameter MUST be computed by using the current password. The *OldMessageDigest* parameter MUST be computed by using the previous password, if it exists. If the previous password is not present, the new password MUST be used to compute the *OldMessageDigest*.

Creating a message digest for the previous password allows the possibility of password replication latency to be accounted for. If the client computer password was recently changed, but the change has not propagated to the server processing this method, the client and the server will have two different passwords.

##### NetrLogonSendToSam (Opnum 32)

The NetrLogonSendToSam method allows a BDC or [**RODC**](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870) to forward user account password changes to the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). It SHOULD[<229>](#Appendix_A_229" \o "Product behavior note 229) be used by the client to deliver an opaque buffer to the [**SAM database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b) ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1) on the server side.

1. NTSTATUS NetrLogonSendToSam(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in, size\_is(OpaqueBufferSize)]
7. UCHAR \* OpaqueBuffer,
8. [in] ULONG OpaqueBufferSize
9. );

**PrimaryName:** The custom binding handle, as defined in [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**ComputerName:** A null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the [**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf) of the client computer making the call.

**Authenticator:** A pointer to a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure, as specified in section 2.2.1.1.5, that contains the client [**authenticator**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3).

**ReturnAuthenticator:** A pointer to a NETLOGON\_AUTHENTICATOR structure, as specified in section 2.2.1.1.5, that contains the server return authenticator.

**OpaqueBuffer:** A buffer to be passed to the [**Security Account Manager (SAM)**](#gt_0b53d5bb-74ab-4705-8657-c22d32781103) service on the PDC. The buffer is encrypted on the wire.

**OpaqueBufferSize:** The size, in bytes, of the *OpaqueBuffer* parameter.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* Apply Common Error Processing Rule A, specified in section [3](#Section_2d776bfce81f4c8f9da84c2920f65413).
* Using the *ComputerName* for the [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to find the corresponding record in the ClientSessionInfo table, verify the *Authenticator* parameter (section [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806)). If the *Authenticator* parameter is valid, compute the *ReturnAuthenticator* parameter returned (section 3.1.4.5). Otherwise, the server MUST return STATUS\_ACCESS\_DENIED.

If the *PrimaryName* parameter is not NULL, it is compared against the server's [**computer name**](#gt_9a7bc8b3-3374-4608-8f73-be20a90b898b). If the *PrimaryName* parameter does not match the server's computer name, the server MUST return STATUS\_INVALID\_COMPUTER\_NAME. If the *PrimaryName* parameter matches the server's computer name, or the *PrimaryName* parameter is NULL, then processing proceeds.

The server MUST check whether the caller is a BDC or RODC; otherwise, it MUST return STATUS\_ACCESS\_DENIED. The server determines whether the caller is BDC or RODC by examining the value of *SecureChannelType* parameter in the ClientSessionInfo table. The caller is a BDC if *SecureChannelType* is ServerSecureChannel. The caller is an RODC if the *SecureChannelType* is CdcServerSecureChannel.

The server MUST decrypt the message passed in the *OpaqueBuffer* parameter using the negotiated encryption algorithm (determined by bits C, O, or W, respectively, in the **NegotiateFlags** member of the **ClientSessionInfo** table entry for *ComputerName*) and the established [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) as the [**decryption**](#gt_8bf79983-1325-42db-8e2c-520c8ab2ae74) key. The server SHOULD pass the decrypted data to the local SAM for processing. The buffer specified by *OpaqueBuffer* is completely opaque to the Netlogon Protocol.

This method can be called only by a machine that has established a secure channel with the server.

##### NetrLogonSetServiceBits (Opnum 22)

The NetrLogonSetServiceBits method SHOULD[<230>](#Appendix_A_230" \o "Product behavior note 230) be used to notify Netlogon whether a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) is running specified services, as detailed in the following section.

1. NTSTATUS NetrLogonSetServiceBits(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in] DWORD ServiceBitsOfInterest,
4. [in] DWORD ServiceBits
5. );

**ServerName:** The custom binding handle, as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640), representing the connection to a DC.

**ServiceBitsOfInterest:** A set of bit flags used as a mask to indicate which service's state (running or not running) is being set by this call. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | 0 | 0 | 0 | B | 0 | 0 | A | 0 | 0 | 0 | 0 | 0 | 0 |

The flags SHOULD[<231>](#Appendix_A_231" \o "Product behavior note 231) be defined as follows.

| Value | Description |
| --- | --- |
| A | The state of the time service is being set. |
| B | The state of the time service with clock hardware is being set. |
| C | The state of the Active Directory Web service is being set. |

All other bits MUST be set to zero; otherwise, the error STATUS\_ACCESS\_DENIED is returned.

**ServiceBits:** A set of bit flags used as a mask to indicate whether the service indicated by *ServiceBitsOfInterest* is running. If the flag is set to 0, the corresponding service indicated by *ServiceBitsOfInterest* is not running. Otherwise, if the flag is set to 1, the corresponding service indicated by *ServiceBitsOfInterest* is running. The value is constructed from zero or more bit flags from the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 1  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 2  0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 3  0 | 1 |
| 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | 0 | C | 0 | 0 | 0 | B | 0 | 0 | A | 0 | 0 | 0 | 0 | 0 | 0 |

The flags SHOULD[<232>](#Appendix_A_232" \o "Product behavior note 232) be defined as follows.

| Value | Description |
| --- | --- |
| A | Time service is running. |
| B | Time service with clock hardware is running. |
| C | Active Directory Web service is running. |

All other bits MUST be set to zero; otherwise, the error STATUS\_INVALID\_PARAMETER is returned.

If a flag is set to 1 and the same flag is set to 0 in the *ServiceBitsOfInterest* parameter, the error STATUS\_INVALID\_PARAMETER is returned.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

The server SHOULD[<233>](#Appendix_A_233" \o "Product behavior note 233) return ERROR\_ACCESS DENIED if the caller is not local.

If the client does not have sufficient [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940), the server MUST return ERROR\_ACCESS\_DENIED.

The server MUST return STATUS\_ACCESS\_DENIED if bits other than those previously specified are passed in.

For every service state being set by this call, as indicated by *ServiceBitsOfInterest*, the state of the corresponding service ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.1.2), as indicated by *ServiceBits*, is updated in the **ServerServiceBits** ADM element.

##### NetrLogonGetTimeServiceParentDomain (Opnum 35)

The NetrLogonGetTimeServiceParentDomain method SHOULD[<234>](#Appendix_A_234" \o "Product behavior note 234) return the name of the parent [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) of the current domain. The [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) returned by this method is suitable for passing into the [NetrLogonGetTrustRid](#Section_1d6fad9e763d495f9bed18c79304c3d7) method and [NetrLogonComputeClientDigest](#Section_79ca6e90ccd2429eb5ac8050b620eef6) method.

1. NET\_API\_STATUS NetrLogonGetTimeServiceParentDomain(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [out, string] wchar\_t\*\* DomainName,
4. [out] int\* PdcSameSite
5. );

**ServerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**DomainName:** A pointer to the buffer that receives the null-terminated [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8) string that contains the name of the parent domain. If the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) domain name is available, it is returned through this parameter; otherwise, the NetBIOS domain name is returned.

**PdcSameSite:** A pointer to the integer that receives the value that indicates whether the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) for the domain *DomainName* is in the same [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba) as the server specified by *ServerName*. This value SHOULD[<235>](#Appendix_A_235" \o "Product behavior note 235) be ignored if *ServerName* is not a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd).

| Value | Meaning |
| --- | --- |
| False  0 | The PDC is not in the same site as the server specified by *ServerName*. |
| True  1 | The PDC is in the same site as the server specified by *ServerName*. |

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

The server SHOULD[<236>](#Appendix_A_236" \o "Product behavior note 236) return ERROR\_ACCESS DENIED if the caller is not local.

If the client does not have sufficient [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940), the server MUST return ERROR\_ACCESS\_DENIED.

The domain name returned MUST be determined according to the following rules:

* On a non-DC machine, the returned domain name is the name of the domain of which the *ServerName* is a member. If *ServerName* is not valid, the server MUST return ERROR\_INVALID\_COMPUTERNAME.
* On a DC that is at the root of the [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62), **rootDomainNamingContext** ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 3.1.1.3.2.16) is equal to **defaultNamingContext** ([MS-ADTS] section 3.1.1.3.2.3). In this case, ERROR\_NO\_SUCH\_DOMAIN is returned.
* On a DC that is at the root of a [**domain tree**](#gt_e2c071f1-5977-4749-868f-6c5a04929476) in the forest, the name of a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domain that is also at the root of a domain tree in the forest is returned.

On any other DC, the name of the domain that is directly the parent domain is returned.

The domain's information MUST be retrieved from an implementation-specific directory. Based on this retrieved information, if the domain has a DNS domain name, it MUST be returned; otherwise, the NetBIOS domain name MUST be returned. This behavior is functionally equivalent to locally invoking LsarQueryTrustedDomainInfo ([[MS-LSAD]](%5bMS-LSAD%5d.pdf#Section_1b5471ef4c334a91b079dfcbb82f05cc) section 3.1.4.7.2) for the domain, where TrustedDomainSid is the domain [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) corresponding to the appropriate domain name retrieved from a cached list, and InformationClass is TrustedDomainInformationEx (policy handle is not needed locally), to return the TrustedDomainInformationEx.Name string (DNS name) if it is present or TrustedDomainInformationEx.Flat Name string ([**NetBIOS name**](#gt_0334e0bd-2755-42f6-aeff-2d4a22bf4abf)) otherwise.

The *PdcSameSite* returned MUST be determined according to the following rules:

* On a non-DC machine, the value of *PdcSameSite* is set to TRUE.
* On a DC machine, the server SHOULD determine the PDC as specified in [MS-ADTS] section 3.1.1.1.11. Then the server SHOULD determine the sites of both the server and PDC as described in [MS-ADTS] section 3.1.1.4.5.29. The server MUST compare the PDC site with its own site, and if the two match, the *PdcSameSite* output parameter MUST be set to TRUE; otherwise, it MUST be set to FALSE.

#### Administrative Services Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) are used for querying and controlling Netlogon behavior, as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7).

##### NetrLogonControl2Ex (Opnum 18)

The NetrLogonControl2Ex method SHOULD[<237>](#Appendix_A_237" \o "Product behavior note 237) execute administrative actions that pertain to the Netlogon server operation. It is used to query the status and control the actions of the Netlogon server.

1. NET\_API\_STATUS NetrLogonControl2Ex(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in] DWORD FunctionCode,
4. [in] DWORD QueryLevel,
5. [in, switch\_is(FunctionCode)] PNETLOGON\_CONTROL\_DATA\_INFORMATION Data,
6. [out, switch\_is(QueryLevel)] PNETLOGON\_CONTROL\_QUERY\_INFORMATION Buffer
7. );

**ServerName:** The custom [**binding handle**](#gt_44deb72d-c62b-4335-90e4-b9fd4dd782ed), as defined in section [3.5.4.1](#Section_3b224201b53143e28c79b61f6dea8640).

**FunctionCode:** The control operation to be performed; it SHOULD[<238>](#Appendix_A_238" \o "Product behavior note 238) be one of the following values:

| Value | Meaning |
| --- | --- |
| NETLOGON\_CONTROL\_QUERY  0x00000001 | No operation; only the requested information is returned. |
| NETLOGON\_CONTROL\_REPLICATE  0x00000002 | Forces a BDC to perform an immediate partial synchronization of all [**databases**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15), as detailed in section [3.6.5.2.2](#Section_870c890e74fc4850aa8b5599299e390a).[<239>](#Appendix_A_239" \o "Product behavior note 239) |
| NETLOGON\_CONTROL\_SYNCHRONIZE  0x00000003 | Forces a BDC to perform an immediate full synchronization of all databases.[<240>](#Appendix_A_240" \o "Product behavior note 240) |
| NETLOGON\_CONTROL\_PDC\_REPLICATE  0x00000004 | Forces a [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to immediately send announcement messages to ask each BDC to replicate the database for details (see section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761)). |
| NETLOGON\_CONTROL\_REDISCOVER  0x00000005 | Forces the server to rediscover a [**domain controller**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the specified [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) and to set up a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) to the discovered DC. |
| NETLOGON\_CONTROL\_TC\_QUERY  0x00000006 | Queries the status of the last usage of the secure channel to the DC. |
| NETLOGON\_CONTROL\_TRANSPORT\_NOTIFY  0x00000007 | Notifies the Netlogon server that a new network connection has been added, and causes the server to flush any DC cache. |
| NETLOGON\_CONTROL\_FIND\_USER  0x00000008 | Queries the name of a [**trusted**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) domain that contains an account for a user. |
| NETLOGON\_CONTROL\_CHANGE\_PASSWORD  0x00000009 | Causes the server to generate a new [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) and to set it on the account used by the DC for setting up the secure channel from the server. |
| NETLOGON\_CONTROL\_TC\_VERIFY  0x0000000A | Verifies the current status of the server's secure channel to a DC in the specified domain. |
| NETLOGON\_CONTROL\_FORCE\_DNS\_REG  0x0000000B | Triggers the non-timer event, Force Register DNS Records, described in [[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.3.2.2.1. |
| NETLOGON\_CONTROL\_QUERY\_DNS\_REG  0x0000000C | SHOULD[<241>](#Appendix_A_241" \o "Product behavior note 241) query the status of [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) updates performed by the Netlogon server, as described in [MS-ADTS] section 6.3.2. |
| NETLOGON\_CONTROL\_BACKUP\_CHANGE\_LOG  0x0000FFFC | Used for debugging purposes and does not affect the Netlogon protocol behavior.[<242>](#Appendix_A_242" \o "Product behavior note 242) |
| NETLOGON\_CONTROL\_TRUNCATE\_LOG  0x0000FFFD | Used for debugging purposes and does not affect the Netlogon protocol behavior.[<243>](#Appendix_A_243" \o "Product behavior note 243) |
| NETLOGON\_CONTROL\_SET\_DBFLAG  0x0000FFFE | Used for debugging purposes and does not affect the Netlogon protocol behavior.[<244>](#Appendix_A_244" \o "Product behavior note 244) |
| NETLOGON\_CONTROL\_BREAKPOINT  0x0000FFFF | Used for debugging purposes and MUST be used only with [**checked builds**](#gt_cd33ef8c-8d58-43b6-9273-fa308fc1caf1).[<245>](#Appendix_A_245" \o "Product behavior note 245) Calling NetrLogonControl2Ex with this function code does not affect the Netlogon protocol behavior.[<246>](#Appendix_A_246" \o "Product behavior note 246) |

**QueryLevel:** Information query level requested by the client. The buffer returned in the *Buffer* parameter contains one of the following structures, based on the value of this field.

| Value | Buffer Contents |
| --- | --- |
| 0x00000001 | A [NETLOGON\_INFO\_1](#Section_afeb873c48264beba35cae73a708b108) structure is returned. |
| 0x00000002 | A [NETLOGON\_INFO\_2](#Section_c48a87004c174afb8866f0cfc0c0a671) structure is returned. |
| 0x00000003 | A [NETLOGON\_INFO\_3](#Section_be92a2cd950c4b268cd3475065406b92) structure is returned. |
| 0x00000004 | A [NETLOGON\_INFO\_4](#Section_a2b4c31118314de6bf5efe8427323144) structure is returned.[<247>](#Appendix_A_247" \o "Product behavior note 247) |

**Data:** A [NETLOGON\_CONTROL\_DATA\_INFORMATION](#Section_ab0e203d5f69469c8c577b6a0b1308b9) structure, as specified in section 2.2.1.7.1, that contains specific data required by the query.

**Buffer:** A [NETLOGON\_CONTROL\_QUERY\_INFORMATION](#Section_c5d2469cf0c347de87950e22f1070337) structure, as specified in section 2.2.1.7.6, that contains the specific query results, with a level of verbosity as specified in *QueryLevel*.

**Return Values:** The method returns 0x00000000 on success; otherwise, it returns a nonzero error code.

On receiving this call, the server MUST perform the following validation steps:

* The server uses the server name passed in the *ServerName* parameter to look up the domain for the request. If the name is not found, the server MUST return ERROR\_INVALID\_COMPUTERNAME.
* If the client does not have sufficient [**privilege**](#gt_d8092e10-b227-4b44-b015-511bb8178940), the server MUST return ERROR\_ACCESS\_DENIED.
* The *QueryLevel* parameter MUST contain a value between 1 and 4; otherwise, the server MUST return ERROR\_INVALID\_LEVEL.
  + When the *QueryLevel* parameter is set to 0x00000004, the *FunctionCode* parameter MUST be set to NETLOGON\_CONTROL\_FIND\_USER (0x00000008); otherwise, the server MUST return ERROR\_INVALID\_PARAMETER.
  + When the *QueryLevel* parameter is set to 0x00000002, the *FunctionCode* parameter MUST be set to NETLOGON\_CONTROL\_REDISCOVER (0x00000005), NETLOGON\_CONTROL\_TC\_QUERY (0x00000006), or NETLOGON\_CONTROL\_TC\_VERIFY (0x0000000A); otherwise, the server MUST return ERROR\_INVALID\_PARAMETER.
* When the *FunctionCode* parameter is set to:
  + NETLOGON\_CONTROL\_FIND\_USER (0x00000008), the *QueryLevel* parameter MUST be set to 0x00000004; otherwise, the server MUST return ERROR\_INVALID\_PARAMETER.
  + NETLOGON\_CONTROL\_TC\_VERIFY (0x0000000A), the *QueryLevel* parameter MUST be set to 0x00000002; otherwise, the server MUST return ERROR\_INVALID\_PARAMETER.
  + NETLOGON\_CONTROL\_QUERY\_DNS\_REG (0x0000000C), the *QueryLevel* parameter MUST be set to 0x00000001; otherwise, the server MUST return ERROR\_INVALID\_LEVEL.
* The server MUST verify the *Data* parameter for the NETLOGON\_CONTROL\_REDISCOVER (0x00000005), NETLOGON\_CONTROL\_TC\_QUERY (0x00000006), NETLOGON\_CONTROL\_FIND\_USER (0x00000008), NETLOGON\_CONTROL\_CHANGE\_PASSWORD (0x00000009), and NETLOGON\_CONTROL\_TC\_VERIFY (0x0000000A) function codes:
  + If the parameter is NULL, the server MUST return ERROR\_INVALID\_PARAMETER.
  + For the NETLOGON\_CONTROL\_REDISCOVER (0x00000005), NETLOGON\_CONTROL\_TC\_QUERY (0x00000006), NETLOGON\_CONTROL\_CHANGE\_PASSWORD (0x00000009), and NETLOGON\_CONTROL\_TC\_VERIFY (0x0000000A) function codes, if the parameter does not contain a valid [**domain name**](#gt_45a1c9f1-0263-49a8-97c7-7aca1a99308c) in the trust list, the server MUST return ERROR\_NO\_SUCH\_DOMAIN.
  + For the NETLOGON\_CONTROL\_FIND\_USER (0x00000008) function code, if the parameter does not contain a valid user name, the server MUST return NERR\_UserNotFound.

For other function codes, the *Data* parameter is ignored.

Based on the *FunctionCode* parameter provided by the client, the server MUST complete the following before populating the return structure:

* NETLOGON\_CONTROL\_QUERY: Nothing.
* NETLOGON\_CONTROL\_REPLICATE: Return ERROR\_NOT\_SUPPORTED.[<248>](#Appendix_A_248" \o "Product behavior note 248)
* NETLOGON\_CONTROL\_SYNCHRONIZE: Return ERROR\_NOT\_SUPPORTED.[<249>](#Appendix_A_249" \o "Product behavior note 249)
* NETLOGON\_CONTROL\_PDC\_REPLICATE: Return ERROR\_NOT\_SUPPORTED.[<250>](#Appendix_A_250" \o "Product behavior note 250)
* NETLOGON\_CONTROL\_REDISCOVER: Force the server to rediscover DCs in the domain name provided in the **TrustedDomainName** field of the *Data* parameter and to set up a secure channel (section [3.1](#Section_273b6905782d4a7ea2e44337816916e0)) to the discovered DC. DC rediscovery is the same as initial DC discovery (section [3.1.4.10](#Section_00ac739d274d434b9efbfad10405721a)). If a DC discovery and establishment of a secure channel to the DC fails, the error ERROR\_NO\_LOGON\_SERVERS is returned.
* NETLOGON\_CONTROL\_TC\_QUERY: Provide return data based on the DC in the domain name provided in the **TrustedDomainName** field of the *Data* parameter.
* NETLOGON\_CONTROL\_TRANSPORT\_NOTIFY: In order to allow the server to immediately retry establishing a secure session over the new network connection that became available, the server SHOULD set the **LastAuthenticationTry** member of every entry in the ServerSession table maintained by the Netlogon client on the server's machine to zero, enumerating across every entry in the table. Also, if the server has a DC cache, the server SHOULD flush the **LocatedDCsCache** and **FailedDiscoveryCache**.
* NETLOGON\_CONTROL\_FIND\_USER: Query the name of a trusted domain that contains an account for a user with the user name provided in the **UserName** field of the *Data* parameter. The server MUST be a DC; otherwise, return ERROR\_NOT\_SUPPORTED.
* NETLOGON\_CONTROL\_CHANGE\_PASSWORD: Generate a new shared secret for the domain name provided in the **TrustedDomainName** field of the *Data* parameter. The server MUST update the **SharedSecret** (section [3.1.1](#Section_708b71329e72447c992bd0bef4078f81)). If the **TrustedDomainName** field of the *Data* parameter is a trust name and the server is not a PDC ([MS-ADTS] section 6.1.5.3), the server MUST return ERROR\_INVALID\_DOMAIN\_ROLE.
* NETLOGON\_CONTROL\_TC\_VERIFY: Call any Netlogon method that requires a secure channel (section [3.1.4.6](#Section_f61c3f4a53ff4f3090066d93a2162ef8)) to the DCC in the domain name provided in the **TrustedDomainName** field of the *Data* parameter.
* NETLOGON\_CONTROL\_FORCE\_DNS\_REG: The DC SHOULD re-register all of its DNS records ([MS-ADTS] section 6.3.2).[<251>](#Appendix_A_251" \o "Product behavior note 251)
* NETLOGON\_CONTROL\_QUERY\_DNS\_REG: Query the status of DNS updates performed by the Netlogon server.[<252>](#Appendix_A_252" \o "Product behavior note 252)
* NETLOGON\_CONTROL\_BACKUP\_CHANGE\_LOG: Nothing.
* NETLOGON\_CONTROL\_TRUNCATE\_LOG: Nothing.
* NETLOGON\_CONTROL\_SET\_DBFLAG: Nothing.
* NETLOGON\_CONTROL\_BREAKPOINT: Nothing.

The following describes the output generated in the *Buffer* parameter based on the *FunctionCode* and *QueryLevel* requested.

For *QueryLevel* 1, the return structure MUST be generated as follows:

* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo1.netlog1\_flags** MUST be set to the **netlog1\_flags** values that are applicable to the server. See NETLOGON\_INFO\_1 (section 2.2.1.7.2) for a description of the netlog1\_flags field.
* If the *FunctionCode* parameter has the value NETLOGON\_CONTROL\_QUERY\_DNS\_REG (0x0000000C), and any DNS registration or deregistration ([MS-ADTS] section 6.3.2) errors occurred on the last completed update, then the NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo1.netlog1\_flags G bit MUST be set. Otherwise, the NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo1.netlog1\_flags G bit MUST NOT be set.
* If this is a non-PDC computer, **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo1.netlog1\_pdc\_connection\_status** MUST be set to the current connection status of the PDC, which is stored in the **ConnectionStatus** field of the **ServerSessionInfo** table. This field MUST be set to zero if this server is the PDC.
* If *FunctionCode* NETLOGON\_CONTROL\_PDC\_REPLICATE (0x00000004) is supported and **ntMixedDomain** is set to zero, the server MUST return ERROR\_NOT\_SUPPORTED. Otherwise, the server SHOULD return ERROR\_SUCCESS.

For *QueryLevel* 2, the return structure MUST be generated as follows:

* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_flags** MUST be set to the **netlog2\_flags** values that are applicable to the server. For a description of the **netlog2\_flags** member, see 2.2.1.7.3.
* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status** MUST be set as follows.
* Call NetrServerGetTrustInof to the DC with which it has an established secure channel for the domain specified in the *Data.TrustedDomainName* parameter received.
* If the server returns STATUS\_NOT\_SUPPORTED, then NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status MUST be set to the value of the ConnectionStatus field from the ServerSessionInfo table.
  + - If the server returns anything else and ServerSessionInfo.ConnectionStatus is not STATUS\_SUCCESS, then **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status** MUST be set to the value of **ConnectionStatus** field from the **ServerSessionInfo** table.
    - Otherwise, the **ConnectionStatus** field of the **ServerSessionInfo** table is STATUS\_SUCCESS and the following rules apply:
      1. If the *TrustInfo* value returned by NetrServerGetTrustInfo is not NULL and the *ULongEntryCount* value is greater than 0, then process the first ULONG element in the *UlongData* array as follows:
         * If the TRUST\_ATTRIBUTE\_FOREST\_TRANSITIVE (0x00000008) bit is set, and if the server processing the element is either of the following:

Workstation: **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status** MUST be set to STATUS\_DOMAIN\_TRUST\_INCONSISTENT.

Domain controller (DC): If the D flag is not set in the TrustedDomains.TrustAttributes for the domain specified in the *Data.TrustedDomainName* parameter received, then **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status** MUST be set to STATUS\_DOMAIN\_TRUST\_INCONSISTENT.

* + - * + Otherwise, if the server processing the element is a domain controller (DC) and the D flag is set in the TrustedDomains.TrustAttributes for the domain specified in the *Data.TrustedDomainName* parameter received, then **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status** MUST be set to STATUS\_DOMAIN\_TRUST\_INCONSISTENT.
      1. Verify that the SharedSecret stored locally is the same as what was returned by NetrServerGetTrustInfo in EncryptedNewOwfPassword and EncryptedOldOwfPassword. If the SecureChannelType returned by NetrServerGetTrustInfo is **TrustedDnsDomainSecureChannel** or **TrustedDomainSecureChannel**, then verify using the local trust secrets. For all other types of *SecureChannelType* values, verify using the **SharedSecret** of the computer account. If verification fails, then **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status** MUST be set to STATUS\_WRONG\_PASSWORD.
      2. If **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_pdc\_connection\_status** has not been set, then it MUST be set to STATUS\_SUCCESS.
* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_trusted\_dc\_name** MUST be set to the name of the DC with which the computer has a secure channel established, which is stored in the **DCName** field of the **ServerSessionInfo** table.
* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo2.netlog2\_tc\_connection\_status** MUST be set to the status of the secure channel, which is stored in the ConnectionStatus field of the ServerSessionInfo table.

For *QueryLevel* 3, the return structure MUST be generated as follows:

* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo3.netlog3\_flags** MUST be set to zero.
* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo3.netlog3\_logon\_attempts** MUST be set to LogonAttempts.
* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo3.netlog3\_reserved1** through **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo3.netlog3\_reserved5** MUST be set to zero.

For *QueryLevel* 4, the return structure MUST be generated as follows:

* **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo4.netlog4\_trusted\_domain\_name** MUST be set to the trusted domain that the user was found in. **NETLOGON\_CONTROL\_QUERY\_INFORMATION.NetlogonInfo4.netlog4\_trusted\_dc\_name** MUST be set to the DC in the trusted domain.

In addition, the returned *Buffer* structure contains undefined data of varied size at the end, which MUST be ignored.

##### NetrLogonControl2 (Opnum 14)

The NetrLogonControl2 method[<253>](#Appendix_A_253" \o "Product behavior note 253) is a predecessor to the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method (section 3.5.4.9.1) and is updated to have the same functionality as NetrLogonControl2Ex. All parameters of this method have the same meanings as the identically named parameters of the NetrLogonControl2Ex method.

1. NET\_API\_STATUS NetrLogonControl2(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in] DWORD FunctionCode,
4. [in] DWORD QueryLevel,
5. [in, switch\_is(FunctionCode)] PNETLOGON\_CONTROL\_DATA\_INFORMATION Data,
6. [out, switch\_is(QueryLevel)] PNETLOGON\_CONTROL\_QUERY\_INFORMATION Buffer
7. );

All restrictions on parameter values in the NetrLoginControl2Ex method (section 3.5.4.9.1) apply. Extra restrictions are applied to the values of the *QueryLevel* parameter as follows:

* If the *QueryLevel* parameter is set to 0x00000004, the error ERROR\_INVALID\_LEVEL is returned.

Message processing is identical to NetrLogonControl2Ex (section 3.5.4.9.1).

##### NetrLogonControl (Opnum 12)

The NetrLogonControl method is a predecessor to the [NetrLogonControl2Ex](#Section_650a105f64434eb0839a188708328fb0) method (section [3.5.4.9.1](#Section_df7e5dd1ebcc47549da02e0bded82d29)). All parameters of this method SHOULD[<254>](#Appendix_A_254" \o "Product behavior note 254) have the same meanings as the identically named parameters of the NetrLogonControl2Ex method.

1. NET\_API\_STATUS NetrLogonControl(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in] DWORD FunctionCode,
4. [in] DWORD QueryLevel,
5. [out, switch\_is(QueryLevel)] PNETLOGON\_CONTROL\_QUERY\_INFORMATION Buffer
6. );

All restrictions on parameter values in the NetrLogonControl2Ex method (section 3.5.4.9.1) apply. Extra restrictions are applied to the values of the *FunctionCode*[<255>](#Appendix_A_255" \o "Product behavior note 255) and *QueryLevel* parameters as follows:

* The value of *QueryLevel* parameter is restricted to 0x00000001. If 0x00000002 is used, the error ERROR\_NOT\_SUPPORTED is returned; if any value larger than 0x00000002 is used, the error ERROR\_INVALID\_LEVEL is returned.

Message processing is identical to NetrLogonControl2Ex (section 3.5.4.9.1), except for the following:

* The *Data* parameter of **NetrLogonControl2Ex** is set to NULL.

#### Obsolete Methods

Methods in this [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac) support LAN Manager products and are now obsolete, as outlined in section [1.3](#Section_70d9e96a9e32432188334b597efc87a7). They SHOULD[<256>](#Appendix_A_256" \o "Product behavior note 256) be rejected with an error code.

##### NetrLogonUasLogon (Opnum 0)

1. NET\_API\_STATUS NetrLogonUasLogon(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, string] wchar\_t\* UserName,
4. [in, string] wchar\_t\* Workstation,
5. [out] PNETLOGON\_VALIDATION\_UAS\_INFO\* ValidationInformation
6. );

##### NetrLogonUasLogoff (Opnum 1)

1. NET\_API\_STATUS NetrLogonUasLogoff(
2. [in, unique, string] LOGONSRV\_HANDLE ServerName,
3. [in, string] wchar\_t\* UserName,
4. [in, string] wchar\_t\* Workstation,
5. [out] PNETLOGON\_LOGOFF\_UAS\_INFO LogoffInformation
6. );

##### NetrAccountDeltas (Opnum 9)

1. NTSTATUS NetrAccountDeltas(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] PUAS\_INFO\_0 RecordId,
7. [in] DWORD Count,
8. [in] DWORD Level,
9. [out, size\_is(BufferSize)] UCHAR \* Buffer,
10. [in] DWORD BufferSize,
11. [out] ULONG \* CountReturned,
12. [out] ULONG \* TotalEntries,
13. [out] PUAS\_INFO\_0 NextRecordId
14. );

##### NetrAccountSync (Opnum 10)

1. NTSTATUS NetrAccountSync(
2. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
3. [in, string] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD Reference,
7. [in] DWORD Level,
8. [out, size\_is(BufferSize)] UCHAR \* Buffer,
9. [in] DWORD BufferSize,
10. [out] ULONG \* CountReturned,
11. [out] ULONG \* TotalEntries,
12. [out] ULONG \* NextReference,
13. [out] PUAS\_INFO\_0 LastRecordId
14. );

### Timer Events

None.

### Other Local Events

When Netlogon receives a PolicyChange event ([[MS-GPOD]](%5bMS-GPOD%5d.pdf#Section_6e6349392ccf4412b75f0035dc05ea67) section 2.8.2), NRPC implementations SHOULD[<257>](#Appendix_A_257" \o "Product behavior note 257) load the new value.

## Netlogon NT Replication Details

Netlogon replication is a single master replication in which the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) serves as the replication master. [<258>](#Appendix_A_258" \o "Product behavior note 258) The PDC maintains a state for each BDC that includes the [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) of the BDC [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15). The PDC periodically sends announcement messages to BDCs with out-of-sync database serial numbers to notify them about database changes accumulated during the period. In response, BDCs receiving the message update their database by making synchronization calls to the PDC using [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331). The PDC updates the database serial number in the local state information for the BDC after processing the synchronization call from that BDC.
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Figure 8: PDC States
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Figure 9: BDC States

### Abstract Data Model

The following section describes data organization and state maintained for purposes of Netlogon replication. The described organization is provided to explain how the protocol behaves. This document does not mandate that implementations adhere to this model as long as their external behavior is consistent with that described in this document.

Each [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) maintains the following set of data.

**AbstractDomainName:** The name of the domain.

**AbstractDomainSid:** The [**SID**](#gt_83f2020d-0804-4840-a5ac-e06439d50f8d) of the domain.

**AbstractPrimaryDCName:** The name of the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d).

**AbstractBuiltinDatabaseCreationTime:** The QWORD time stamp in UTC for the [**SAM built-in database**](#gt_6bb6ffcf-2a22-4989-89ef-6c9937f91b8b) creation time.

**AbstractBuiltinDatabaseSerialNumber:** The [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) serial number of the SAM built-in database.

**AbstractSamDatabaseCreationTime:** The QWORD time stamp in UTC for the **SAM database** creation time.

**AbstractSamDatabaseSerialNumber:** The [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) of the SAM database.

**AbstractLsaDatabaseCreationTime:** The QWORD time stamp in UTC for the [**LSA database**](#gt_48a53a9a-6c9a-4df8-9882-1eccdf32340b) creation time.

**AbstractLsaDatabaseSerialNumber:** The database serial number of the LSA database.

Additionally, the PDC maintains the following set of data.

**AbstractPulse:** A setting on the PDC that specifies the period, in seconds, at which the announcement message will be sent periodically by the PDC to BDCs needing synchronization in the domain.

**AbstractRandom:** A setting on the PDC that indicates the amount of time, in seconds, that the BDC recipient of the message waits before contacting the PDC with a synchronization request.

**AbstractPulseConcurrency:** A setting on the PDC indicating the number of outstanding messages the PDC has sent to BDCs that haven't yet contacted the PDC with a synchronization request.

**AbstractMaximumPulse:** A setting on the PDC indicating a timeout value. If the last announcement message sent to a BDC was more than this value ago, the PDC will send a message to that BDC, as specified below.

**AbstractBdcDatabaseSerialNumbers:** An array of numbers that the PDC maintains to track database serial numbers for corresponding databases on BDCs.

Additionally, the BDC maintains the following set of data.

**AbstractFullSamSynchronizationNeeded:** A Boolean setting on the BDC that indicates whether full synchronization of the **SAM database** is needed. If TRUE, the BDC needs to perform full synchronization. If FALSE, the BDC needs to perform partial synchronization.

**AbstractFullBuiltinSynchronizationNeeded:** A Boolean setting on the BDC that indicates whether full synchronization of the SAM built-in database is needed. If TRUE, the BDC needs to perform full synchronization. If FALSE, the BDC needs to perform partial synchronization.

**AbstractFullLsaSynchronizationNeeded:** A Boolean setting on the BDC that indicates whether full synchronization of the LSA database is needed. If TRUE, the BDC needs to perform full synchronization. If FALSE, the BDC needs to perform partial synchronization.

### Timers

A timer is maintained on [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) to periodically notify BDCs of the changes to the [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) state. The protocol does not mandate a particular time-out value for the timer. The time-out can be configured between 1 minute and 2 days, inclusive. The default time-out is 5 minutes.

A timer is maintained on the BDC to start synchronization requests with the expiration time as described in section [3.6.3](#Section_b3773acfb5aa488c93550ad61767e4f2).

### Initialization

The [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) MUST register the [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) [**endpoint**](#gt_b91c1e27-e8e0-499b-8c65-738006af72ee). The PDC timer MUST be initialized to expire in AbstractPulse seconds. BDCs MUST create the \MAILSLOT\NET\NETLOGON [**mailslot**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78), as specified in section [2.1](#Section_592edbc8f6f140c09ab3fe6725ac6d7e). BDCs MUST initialize their BDC timers to never expire.

### Message Processing Events and Sequencing Rules

#### Message Processing on PDC

After the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) protocol initialization, the PDC MUST prepare an initial announcement message as follows:

* Set **LowSerialNumber** to the low DWORD part of AbstractSamDatabaseSerialNumber.
* Set **DateAndTime** to the value of AbstractSamDatabaseCreationTime expressed as the number of seconds elapsed since midnight of January 1, 1970.
* Set **Pulse** to the value of AbstractPulse.
* Set **Random** to the value of AbstractRandom.
* Set **PrimaryDCName** to the value of AbstractPrimaryDCName encoded in the [**OEM character set**](#gt_3240e34e-920e-40ac-a672-342ac34a5e22).
* Set **DomainName** to the value of AbstractDomainName encoded in the OEM character set.
* Optionally set **Pad** to 0x00 to make the next field in the message 2-byte aligned.
* Set **UnicodePrimaryDCName** to the value of AbstractPrimaryDCName encoded in [**Unicode**](#gt_c305d0ab-8b94-461a-bd76-13b40cb8c4d8).
* Set **UnicodeDomainName** to the value of AbstractDomainName encoded in Unicode.
* Set **DBCount** to 0x3.
* Set three **DBChangeInfo** fields as follows:
  + Set **DBIndex** of the 1st **DBChangeInfo** field to 0x0.

Set **LargeSerialNumber** of the 1st DBChangeInfo field to the value of AbstractSamDatabaseSerialNumber.

Set **DateAndTime** of the 1st **DBChangeInfo** field to the value of AbstractSamDatabaseCreationTime.

* + Set **DBIndex** of the 2nd **DBChangeInfo** field to 0x1.

Set **LargeSerialNumber** of the 2nd **DBChangeInfo** field to the value of AbstractBuiltinDatabaseSerialNumber.

Set **DateAndTime** of the 2nd **DBChangeInfo** field to the value of AbstractBuiltinDatabaseCreationTime.

* + Set **DBIndex** of the 3rd **DBChangeInfo** field to 0x2.

Set **LargeSerialNumber** of the 3rd **DBChangeInfo** field to the value of AbstractLsaDatabaseSerialNumber.

Set **DateAndTime** of the 3rd **DBChangeInfo** field to the value of AbstractLsaDatabaseCreationTime.

* Set **DBCount** to 0x3.
* Set **DomainSidSize** to the size in bytes of AbstractDomainSid.
* Set **DomainSid** to the value of AbstractDomainSid.

The PDC MUST send the message to all BDCs configured in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). In response to this message, the PDC MUST expect BDCs to synchronize their [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) by calling [NetrDatabaseSync](#Section_86683ada19a2414eafaf124f77dc4685), [NetrDatabaseSync2](#Section_31fc80bd4f4d4512a792e488bb78f6a0), or [NetrDatabaseDeltas](#Section_5412f0bc5eb94197b4c4c5a8c06ba018), as described below. For details about calling this method, see Calling NetrDatabaseSync2 in section [3.4.5.4.2](#Section_b9acd7feee244bb0a3ff085c4b98284d).

In processing the NetrDatabaseDeltas call, the PDC MAY[<259>](#Appendix_A_259" \o "Product behavior note 259) indicate to the caller that it's unable to fulfill the partial synchronization request due to local conditions. The BDC MUST handle the error by performing full synchronization as described below.

When processing NetrDatabaseSync, NetrDatabaseSync2, or NetrDatabaseDeltas calls, the PDC MUST update the AbstractBdcDatabaseSerialNumbers element corresponding to the database of the BDC making the call to be equal to the value of the [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) for the last database record returned by the call.

#### Message Processing on BDC

Upon receiving an announcement message, the BDC MUST process the message as follows.

* The BDC MUST validate the message to fully conform to the format of the announcement message, and extract all of the message fields.
* The BDC MUST validate that the value of **DomainName** is equal to the value of AbstractDomainName encoded in the [**OEM character set**](#gt_3240e34e-920e-40ac-a672-342ac34a5e22). If the value is different, the BDC MUST ignore the message as invalid.
* The BDC MUST validate that the value of **DomainSid** is equal to the value of AbstractDomainSid. If the value is different, the BDC MUST ignore the message as invalid.
* The BDC MUST determine that a synchronization request is needed if one of the following conditions is true:
  + The value of **DateAndTime** of one of the **DBChangeInfo** fields is not equal to the local value of the corresponding abstract [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) creation time (AbstractSamDatabaseCreationTime, AbstractBuiltinDatabaseCreationTime, or AbstractLsaDatabaseCreationTime). If this condition is true, the BDC MUST set to TRUE the corresponding Boolean value (AbstractFullSamSynchronizationNeeded, AbstractFullBuiltinSynchronizationNeeded, or AbstractFullLsaSynchronizationNeeded) to indicate that a full synchronization is needed for the corresponding database.
  + The value of **LargeSerialNumber** of one of the **DBChangeInfo** fields is not equal to the local value of the corresponding abstract [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) (AbstractSamDatabaseSerialNumber, AbstractBuiltinDatabaseSerialNumber, or AbstractLsaDatabaseSerialNumber). If this condition is true, the BDC MUST set to FALSE the corresponding Boolean value (AbstractFullSamSynchronizationNeeded, AbstractFullBuiltinSynchronizationNeeded, or AbstractFullLsaSynchronizationNeeded) to indicate that a partial ([**delta**](#gt_bac72edb-4ce9-4baa-8977-f33e331b2b5e)) synchronization is needed for the corresponding database.
* If a synchronization request is needed, the BDC MUST set the BDC timer to expire in the amount of time equal to a random value between zero and the value of the Random field.

### Timer Events

#### Timer Events on PDC

When the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) timer expires, the PDC MUST prepare the announcement message (as specified in section [2.2.1.5.1](#Section_b3a7e5f3d6694f54acb8e85580eaf46d)) using the current [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) state, and send the message to BDCs that need synchronization. A BDC needs database synchronization if one of the following conditions is true:

* The announcement is forced as a result of administrative action.

The announcement can be forced if this is a new BDC configured in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca).

* The BDC [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) is less than the PDC database serial number for the corresponding database as indicated by an AbstractBdcDatabaseSerialNumbers element corresponding to the BDC and the database. To prevent sending messages to slow or unreachable BDCs, this condition MAY[<260>](#Appendix_A_260" \o "Product behavior note 260) be augmented to require that the BDC finishes processing the previous announcement (if any), or it is timed out before the PDC sends a new announcement message.
* More than AbstractMaximumPulse seconds passed since the BDC was sent the previous announcement message.

To reduce the load on the PDC from synchronization requests following the PDC announcement, the PDC sends messages only if the current value of AbstractPulseConcurrency is less than a certain value defined as a configuration setting.

The PDC resets its timer to expire in the AbstractPulse seconds.

#### Timer Events on BDC

When the BDC timer expires, the BDC MUST synchronize all its [**databases**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) as follows.

##### Full Synchronization

[**Full database synchronization**](#gt_40bb6bec-5505-4967-b4ad-371f47cd70c9) is performed if the corresponding Boolean value (AbstractFullSamSynchronizationNeeded, AbstractFullBuiltinSynchronizationNeeded, or AbstractFullLsaSynchronizationNeeded) is TRUE. If F is set in the NegotiatedFlags, the BDC MUST call [NetrDatabaseSync2](#Section_31fc80bd4f4d4512a792e488bb78f6a0); otherwise the BDC will call [NetrDatabaseSync](#Section_86683ada19a2414eafaf124f77dc4685) until all changes are obtained for the corresponding [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15). After successfully receiving the changes, the BDC MUST update local database to bring it in sync with the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). The BDC MUST update the value of the abstract [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) for the corresponding database (AbstractSamDatabaseSerialNumber, AbstractBuiltinDatabaseSerialNumber, or AbstractLsaDatabaseSerialNumber) and the abstract database creation time (AbstractSamDatabaseCreationTime, AbstractBuiltinDatabaseCreationTime, or AbstractLsaDatabaseCreationTime) to equal to the corresponding value from the PDC as follows:

* The values are set depending on the value of the **DeltaType** field of the last NETLOGON\_DELTA\_ENUM (section [2.2.1.5.11](#Section_20e5863c014240f6a914f352a9d66047)) element in the **Deltas** field of the NETLOGON\_DELTA\_ENUM\_ARRAY (section [2.2.1.5.12](#Section_82d47318c4d8458386a6ce186504bcba)) structure that is one of the following values:
  + If **DeltaType** is AddOrChangeDomain, the abstract database serial number and the abstract database creation time values MUST set to the **DomainModifiedCount** and **DomainCreationTime** fields, respectively, of the NETLOGON\_DELTA\_DOMAIN structure (section [2.2.1.5.10](#Section_803be876d7554187a011eaf5bf2755ab)).
  + If **DeltaType** is AddOrChangeLsaPolicy, the abstract database serial number and the abstract database creation time values MUST be set to the **ModifiedId** and **DatabaseCreationTime** fields, respectively, of the NETLOGON\_DELTA\_POLICY structure (section [2.2.1.5.19](#Section_b9ee3608efd14d57b4da5a13b9ec1fa1)).

##### Partial Synchronization

[**Partial database synchronization**](#gt_42f272ce-e299-4182-b2b2-a3c8d2ffe4db) is performed if the corresponding Boolean value (AbstractFullSamSynchronizationNeeded, AbstractFullBuiltinSynchronizationNeeded, or AbstractFullLsaSynchronizationNeeded) is FALSE. In that case, the BDC MUST call [NetrDatabaseDeltas](#Section_5412f0bc5eb94197b4c4c5a8c06ba018) in a loop until all changes are obtained for the corresponding [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15). After successfully receiving the changes, the BDC MUST update the local database to bring it in sync with the [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). The BDC sets the value of the abstract [**database serial number**](#gt_0b04ee8e-be04-4d04-94c4-90e58390f83d) for the corresponding database (AbstractSamDatabaseSerialNumber, AbstractBuiltinDatabaseSerialNumber, or AbstractLsaDatabaseSerialNumber) to the value of the *DomainModifiedCount* parameter returned by the last NetrDatabaseDeltas call in the replication loop.

If a NetrDatabaseDeltas call returns a status code 0xC0000134, the BDC MUST fully synchronize its entire database as described previously. The BDC performs a full synchronization on receiving any error code other than STATUS\_SUCCESS or STATUS\_ACCESS\_DENIED.

For either synchronization type, the BDC resets its timer to never expire at the end of processing.

### Other Local Events

Administrative actions SHOULD[<261>](#Appendix_A_261" \o "Product behavior note 261) cause [**full database synchronization**](#gt_40bb6bec-5505-4967-b4ad-371f47cd70c9) for all or some BDCs. For example, a configuration change promoting a server to a BDC can result in full database synchronization for that BDC. Similarly, a configuration change to elect a new [**PDC**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d) SHOULD result in full database synchronization for all BDCs. If the accounts [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) becomes corrupt, it SHOULD be recovered via a full synchronization request.

# Protocol Examples

The Netlogon Remote Protocol methods are simple client/server [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) methods in which the client calls the method and the server returns a response. In establishing the connection with the server, the methods have two flows of operation:

* Not requiring a [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) establishment.
* Requiring a session key establishment (often referred to as establishing a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca)).

If a method does not require a session key establishment, the flow of operations will be as specified in section [3.1.4.7](#Section_6b7f7a1c83b7452c9b7b2ece221e236d). The server will return a response whenever a method is called by the client.

When a method requires a session key establishment, the flow of operations to establish a secure channel will be as specified in section [3.1.4.6](#Section_f61c3f4a53ff4f3090066d93a2162ef8). RPC will use the Netlogon SSP to protect the method. The Netlogon SSP protects the data using the negotiated session key. The server will return a response whenever a method is called by the client.

The following section describes an example of pass-through authentication to illustrate the function of this protocol and values that can be used to test session key validation cryptography.

## NetrLogonSamLogon with Secure Channel

When a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) is required, a number of additional steps are taken in the process of executing the method. For example, if a client calls the [NetrLogonSamLogon](#Section_a3a192c800704ae3a537dfe0a144426a) method to execute an interactive account logon, the execution of the method involves several steps.
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Figure 10: Secure channel execution of NetrLogonSamLogon

NetrLogonSamLogon involves the following steps:

1. If the Netlogon [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) call is using [**authenticators**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3), the following steps are also performed.
   1. The client creates an authenticator. An authenticator is represented by a [NETLOGON\_AUTHENTICATOR](#Section_76c93227942a4687ab9d9d972ffabdab) structure.
   2. The client fills in the timestamp field of the structure with the number of seconds since 00:00:00 on January 1, 1970 (UTC). The client then adds this value to the current authentication seed to produce a new seed value.
   3. The client computes the [**credential**](#gt_b505ab37-868d-426c-bb19-af21e675e0b8) based on the new authentication seed, the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d), and the [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473), per the calculation specified in the previous Netlogon Credentials section.
2. If the *LogonLevel* parameter of the NetrLogonSamLogon method contained one of a set of particular values, the client encrypts the logon data using the session key with the negotiated encryption algorithm. The following table defines the *LogonLevel* parameter value and the data that is encrypted.

| LogonLevel value | Data encrypted |
| --- | --- |
| NetlogonInteractiveInformation (1) | The **LmOwfPassword** and **NtOwfPassword** fields of the [NETLOGON\_INTERACTIVE\_INFO](#Section_af76351fef6946bca451e4c4b99bac4a) structure that was passed in the *LogonInformation* parameter. |
| NetlogonInteractiveTransitiveInformation (5) | The **LmOwfPassword** and **NtOwfPassword** fields of the NETLOGON\_INTERACTIVE\_INFO structure that was passed in the *LogonInformation* parameter. |
| NetlogonServiceInformation (3) | The **LmOwfPassword** and **NtOwfPassword** fields of the [NETLOGON\_SERVICE\_INFO](#Section_1c9f2af2e16445489428eae68a03537e) structure that was passed in the *LogonInformation* parameter. |
| NetlogonServiceTransitiveInformation (7) | The **LmOwfPassword** and **NtOwfPassword** fields of the NETLOGON\_SERVICE\_INFO structure that was passed in the *LogonInformation* parameter. |
| NetlogonGenericInformation (4) | The contents of the **LogonData** buffer of the [NETLOGON\_GENERIC\_INFO](#Section_c03d6d959b5e43299645eedcdd167f6e) structure that was passed in the *LogonInformation* parameter. |

This step is not performed for any other *LogonLevel* parameter values.

1. The client signs and encrypts the RPC message. The data is first passed to RPC, where it is formatted according to the RPC standard. RPC then calls back to Netlogon to encrypt the RPC data buffer. The encryption of the RPC data buffer includes the following steps. (The checksum algorithm used is the negotiated checksum algorithm. The encryption algorithm used is the negotiated encryption algorithm.)
   1. Create and initialize a signature. A signature is represented by an [NL\_AUTH\_SIGNATURE](#Section_05b99afd1b6a4207b16e959e6a483867) structure.
   2. Generate random data for the confounder in the signature.
   3. Assign the sequence number in the signature based on the [**nonce**](#gt_001c0e40-0980-417d-853c-f7cb34ba6d3b), and increment the nonce.

**Note**  The nonce is initialized to zero and is used to maintain the sequence number for the calls over the secure channel.

* 1. Calculate the checksum of the first 8 bytes of the signature.
  2. Calculate the checksum of the 8 bytes that make up the confounder in the signature.
  3. Create an [**encryption key**](#gt_fbdcfa70-e954-4dbd-bafa-0f9c4bcf90dd) by using exclusive OR to join the session key with 0x0F0F0F0F.
  4. Encrypt the confounder using the encryption key.
  5. Calculate the checksum of the caller's message.
  6. Encrypt the caller's message using the encryption key.
  7. Finalize the checksum and assign it to the checksum in the signature.
  8. Encrypt the sequence number in the signature using the session key.

1. The client sends the data over the Netlogon RPC connection.
2. The server verifies the signature and decrypts the RPC message. The [**decryption**](#gt_8bf79983-1325-42db-8e2c-520c8ab2ae74) of the RPC message includes the following steps:
   1. Decrypt the sequence number in the signature using the session key.
   2. Compare the sequence number with the nonce, and increment the nonce.
   3. Calculate the checksum of the first 8 bytes of the signature.
   4. Create an encryption key by XOR'ing the session key with 0x0F0F0F0F.
   5. Decrypt the confounder using the encryption key.
   6. Calculate the checksum of the 8 bytes that make up the confounder in the signature.
   7. Decrypt the caller's message using the encryption key.
   8. Calculate the checksum of the caller's message.
   9. Finalize the checksum and compare it with the checksum in the signature.
3. If the Netlogon RPC call is using authenticators, the server verifies the received authenticator and creates a return authenticator. To verify the received authenticator, the server adds the time stamp value in the authenticator to the current authentication seed to produce a new seed value. The server then computes the client's credential based on the new authentication seed, the session key, and the client challenge, per the calculation specified in the previous Netlogon Credentials section. Finally, the server checks whether the resulting credential is equal to the credential in the received authenticator. If successful, the server adds 1 to the authentication seed. Then the server creates a return authenticator. The server computes the credential for the return authenticator based on the new authentication seed, the session key, and the [**server challenge (SC)**](#gt_7deccd83-29bf-4f63-ba8d-d3ae04d196e9), per the calculation specified in the previous Netlogon Credentials section.
4. If the *LogonLevel* parameter of the NetrLogonSamLogon method contained one of a set of particular values, the server decrypts the logon data, using the session key with the negotiated decryption algorithm. The following table defines the *LogonLevel* parameter values and the data that is decrypted.

| LogonLevel value | Data decrypted |
| --- | --- |
| 1 | The **LmOwfPassword** and **NtOwfPassword** fields of the NETLOGON\_INTERACTIVE\_INFO structure that was passed in the *LogonInformation* parameter. |
| 5 | The **LmOwfPassword** and **NtOwfPassword** fields of the NETLOGON\_INTERACTIVE\_INFO structure that was passed in the *LogonInformation* parameter. |
| 3 | The **LmOwfPassword** and **NtOwfPassword** fields of the NETLOGON\_SERVICE\_INFO structure that was passed in the *LogonInformation* parameter. |
| 7 | The **LmOwfPassword** and **NtOwfPassword** fields of the NETLOGON\_SERVICE\_INFO structure that was passed in the *LogonInformation* parameter. |
| 4 | The contents of the **LogonData** buffer of the NETLOGON\_GENERIC\_INFO structure that was passed in the *LogonInformation* parameter. |

This step is not performed for any other *LogonLevel* parameter values.

1. The server executes its implementation of the NetrLogonSamLogon method to validate the user. The resulting validation information is returned in a [NETLOGON\_VALIDATION](#Section_5eb0b7cb3a55477b92fcc236bd5873fa) union.
2. If the *LogonLevel* parameter of the NetrLogonSamLogon method contained one of the following values, the server encrypts the validation information:
   * NetlogonNetworkInformation
   * NetlogonNetworkTransitiveInformation
   * NetlogonGenericInformation

The validation data is encrypted using the session key with the negotiated encryption algorithm. The data that is encrypted depends on the value that was passed in the *ValidationLevel* parameter of the NetrLogonSamLogon method. The following table defines the *ValidationLevel* parameter values and the data that is encrypted.

| ValidationLevel value | Data encrypted |
| --- | --- |
| 2 | The **UserSessionKey** and **ExpansionRoom** fields of the [NETLOGON\_VALIDATION\_SAM\_INFO](#Section_142a277fe16145ac8b95b94bb169b5da) structure, as specified in section 2.2.1.4.11, that was passed in the *ValidationInformation* parameter. |
| 3 | The **UserSessionKey** and **ExpansionRoom** fields of the [NETLOGON\_VALIDATION\_SAM\_INFO2](#Section_2a12e28979044ecb9d836732200230c0) structure, as specified in section 2.2.1.4.12, that was passed in the *ValidationInformation* parameter. |
| 5 | The contents of the **ValidationData** buffer of the [NETLOGON\_VALIDATION\_GENERIC\_INFO2](#Section_e89f8f5b098541a0b1101ae0ea2bd183) structure, as specified in section 2.2.1.4.8, that was passed in the *ValidationInformation* parameter. |

This step is not performed for any other *LogonLevel* parameter values.

1. The server signs and encrypts the RPC response message. The server performs the same steps as the client performed in step 3.
2. The server sends the response back to client over the Netlogon RPC connection.
3. The client unsigns and decrypts the RPC message. The client performs the same steps as the server performed in step 5.
4. If the Netlogon RPC call is using authenticators, the client verifies the return authenticator. To verify the return authenticator, the client adds 1 to the authentication seed to produce a new seed value. The client then computes the server's credential based on the new authentication seed, the session key, and the server challenge, per the calculation specified in the previous Netlogon Credentials section. Finally, the client checks whether the resulting credential is equal to the credential in the return authenticator.
5. If the *LogonLevel* parameter of the NetrLogonSamLogon method contained one of the following values, the client decrypts the validation information:
   * NetlogonNetworkInformation
   * NetlogonNetworkTransitiveInformation
   * NetlogonGenericInformation

The validation data is decrypted using the session key with the negotiated decryption algorithm. The data that is decrypted depends on the value that was passed in the *ValidationLevel* parameter of the NetrLogonSamLogon method. The following table defines the *ValidationLevel* parameter value and the data that is decrypted.

| ValidationLevel value | Data decrypted |
| --- | --- |
| 2 | The **UserSessionKey** and **ExpansionRoom** fields of the NETLOGON\_VALIDATION\_SAM\_INFO structure, as specified in section 2.2.1.4.11, that was passed in the *ValidationInformation* parameter. |
| 3 | The **UserSessionKey** and **ExpansionRoom** fields of the NETLOGON\_VALIDATION\_SAM\_INFO2 structure, as specified in section 2.2.1.4.12, that was passed in the *ValidationInformation* parameter. |
| 5 | The contents of the **ValidationData** buffer of the NETLOGON\_VALIDATION\_GENERIC\_INFO2 structure, as specified in section 2.2.1.4.8, that was passed in the *ValidationInformation* parameter. |

This step is not performed for all other *LogonLevel* parameter values.

The execution of all other Netlogon methods requiring a secure channel is similar to the previous example.

## Cryptographic Values for Session Key Validation

The following values were obtained from a Kernel debugger dump. They can be used when validating [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) negotiation code.

Clear-text **SharedSecret** (machine password):

1. 0000000: 2e 00 2f 00 2c 00 6e 00 4c 00 3e 00 4f 00 4c 00 ../.,.n.L.>.O.L.
2. 0000010: 5a 00 36 00 73 00 74 00 5e 00 58 00 4b 00 65 00 Z.6.s.t.^.X.K.e.
3. 0000020: 4d 00 25 00 2e 00 49 00 2d 00 74 00 45 00 60 00 M.%...I.-.t.E.`.
4. 0000030: 57 00 56 00 6a 00 43 00 5b 00 30 00 36 00 3f 00 W.V.j.C.[.0.6.?.
5. 0000040: 5d 00 3a 00 51 00 76 00 5f 00 54 00 6e 00 55 00 ].:.Q.v.\_.T.n.U.
6. 0000050: 6f 00 3a 00 3a 00 42 00 77 00 2c 00 67 00 60 00 o.:.:.B.w.,.g.`.
7. 0000060: 76 00 23 00 4a 00 4d 00 36 00 4d 00 71 00 53 00 v.#.J.M.6.M.q.S.
8. 0000070: 50 00 75 00 55 00 28 00 6e 00 71 00 34 00 3e 00 P.u.U.(.n.q.4.>.
9. 0000080: 79 00 6a 00 5b 00 64 00 5c 00 2b 00 56 00 70 00 y.j.[.d.\.+.V.p.
10. 0000090: 52 00 5f 00 79 00 78 00 75 00 63 00 21 00 67 00 R.\_.y.x.u.c.!.g.
11. 00000a0: 30 00 54 00 36 00 35 00 76 00 7a 00 57 00 41 00 0.T.6.5.v.z.W.A.
12. 00000b0: 42 00 5f 00 42 00 22 00 69 00 3c 00 3c 00 53 00 B.\_.B.".i.<.<.S.
13. 00000c0: 2b 00 34 00 27 00 5e 00 3a 00 21 00 2c 00 3b 00 +.4.'.^.:.!.,.;.
14. 00000d0: 25 00 47 00 73 00 2d 00 28 00 22 00 3a 00 20 00 %.G.s.-.(.".:. .
15. 00000e0: 6d 00 3e 00 21 00 43 00 4c 00 66 00 6e 00 4e 00 m.>.!.C.L.f.n.N.

OWF of **SharedSecret**:

1. 0000000: 31 a5 90 17 0a 35 1f d5-11 48 b2 a1 0a f2 c3 05 1....5...H......

Client Challenge:

1. 0000000: 3a 03 90 a4 6d 0c 3d 4f :...m.=O

Server Challenge:

1. 0000000: 0c 4c 13 d1 60 41 c8 60 .L..`A.`

Session Key:

1. 0000000: ee fe 8f 40 00 7a 2e eb-68 43 d0 d3 0a 5b e2 e3 ...@.z..hC...[..

### ASCII MD4 Testing

The following cryptographic values are provided to test using the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) to produce MD4 outputs with ASCII inputs.

Input:

1. 0000000: 74 65 73 74 test

Output:

1. 0000000: db 34 6d 69 1d 7a cc 4d c2 62 5d b1 9f 9e 3f 52 .4mi.z.M.b]...?R

### UNICODE MD4 Testing

The following cryptographic values are provided to test using the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d) to produce MD4 outputs with UNICODE inputs.

Input:

1. 0000000: 74 00 65 00 73 00 74 00 t.e.s.t.

Output:

1. 0000000: 0c b6 94 88 05 f7 97 bf 2a 82 80 79 73 b8 95 37 ........\*..ys..7

# Security Considerations

## Security Considerations for Implementers

Security considerations for both unauthenticated [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) and Secure RPC, as used in this protocol, are as specified in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) sections 5.1 and 5.2.

When the Netlogon Remote Protocol [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) was originally implemented, only certain security-sensitive RPC call arguments, such as passwords, were encrypted. This mechanism involved passing extra parameters, known as [**authenticators**](#gt_e72a2c02-84a2-4ce3-b66f-86f725642dc3), as RPC call arguments; these are used for authenticating the RPC calls. Later, support was added to sign and encrypt the entire RPC message with the help of a new Netlogon Remote Protocol security package. However, the encryption and validation of individual security-sensitive parameters, and the use of authenticators that are passed as RPC-call arguments for authenticating the calls, were preserved in the existing RPC calls, even though these were redundant at that point.

On receiving the [DsrDeregisterDnsHostRecords](#Section_db6c9aad573640c5af86538dd439134c) call, the server should control access to this method. Because DsrDeregisterDnsHostRecords deletes [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) records for any specific [**DC**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd), the client should have administrative [**privileges**](#gt_d8092e10-b227-4b44-b015-511bb8178940) (such as those Administrator, Local System, Account Operator, or System Operator accounts have) for the call to succeed.

One of the new RPC calls that was added later, [NetrLogonSamLogonEx](#Section_1725735133844de5bfe0453926ef67cd), does not use authenticators. Instead, it encrypts the entire RPC message when encryption is requested. NetrLogonSamLogonEx is currently the only RPC call that is made over a secure channel that does not use authenticators. The presence of authenticators is determined by the Netlogon Remote Protocol call that was made.

To prevent remote denial of service (DoS) attacks, the server can delete the stored *ServerChallenge*, client name and [**client challenge**](#gt_54ceb15a-5c0f-4099-8d9f-71f7b91b0473) used for the [NetrServerReqChallenge](#Section_5ad9db9f74414ce58c7b7b771e243d32) method after a couple of minutes.

To prevent information disclosure, the server should control access to the [DsrGetForestTrustInformation](#Section_8bff4d0be06c4c3a8bd9b0e2a7f2b06b) method to authenticated users.

To prevent information disclosure, the client should be a registered user of the corporate [**forest**](#gt_fd104241-4fb3-457c-b2c4-e0c18bb20b62) for the local computer account [**RID**](#gt_df3d0b61-56cd-4dac-9402-982f1fedc41c) and limited to only those clients (such as local system or members of the local administrators [**group**](#gt_51c51c14-7f9d-4c0b-a69c-d3e059bfffac)) that need the RID for a [**trust**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) account for the [NetrLogonGetTrustRid](#Section_1d6fad9e763d495f9bed18c79304c3d7) call to succeed.

On receiving the [NetrLogonComputeServerDigest](#Section_5f95c374795142d9816cc7f4cff2ed52) call, the server should control access to this method. Because NetrLogonComputeServerDigest is an administrative method, the client should have administrative privileges (such as those the local administrators group, local system, or local service have) for the call to succeed.

On receiving the [NetrLogonComputeClientDigest](#Section_79ca6e90ccd2429eb5ac8050b620eef6) call, the server should control access to this method. Because NetrLogonComputeClientDigest is an administrative method, the client should have administrative privileges (such as those the local administrators group, local system, or local service have) for the call to succeed.

On receiving the [NetrLogonSetServiceBits](#Section_481bb1f8319a40fb89cdad1f6a146d9d) call, the server should control access to this method. Because NetrLogonSetServiceBits is an administrative method, the client should have administrative privileges (such as those the local administrators group, local system, or local service have) for the call to succeed.

On receiving the [NetrLogonGetTimeServiceParentDomain](#Section_be27686c237347439b655c97b2618bdd) call, the server should control access to this method to determine whether the caller can access the parent [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca). To prevent information disclosure, the client should have administrative privileges (such as those the local administrators group, local system, or local service have) for the call to succeed.

The server should control access to the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method to determine whether the caller can manage the Netlogon service (the caller requires administrative privileges such as those the local administrators group, local system, or local service have).

The following sections specify security considerations for implementers of the Netlogon Remote Protocol.

## Index of Security Parameters

| Security parameter | Section |
| --- | --- |
| SealSecureChannel | [3.1.1](#Section_708b71329e72447c992bd0bef4078f81) |
| Session Key Parameters | 3.1.1 |
| Netlogon Negotiable Options | [3.1.4.2](#Section_5805bc9fe4c94c8ab1913c3a7de7eeed) |
| Session-Key Computation | [3.1.4.3](#Section_5e9798475b2a4148b6e9047c65a8ae63) |
| Netlogon Credential Computation | [3.1.4.4](#Section_594909fd725f45ac979962e4aefe0585) |
| Netlogon Authenticator Computation and Verification | [3.1.4.5](#Section_da7acaa3030b481e979bf58f89389806) |
| Session-Key Negotiation | [3.1.4.1](#Section_7b9e31d1670e4fc5ad549ffff50755f9) |
| Integrity | [3.3.1](#Section_a7bd20030d614686aa6e89336cec83a1) |
| Sequence Detect | 3.3.1 |
| Confidentiality | 3.3.1 |
| Netlogon Security Context Establishment | [3.3.4.1](#Section_b28a01cb295d4833bdb6b113baf109b4) |
| NL\_AUTH\_MESSAGE | 3.3.4.1 |
| Signing and Encrypting | [3.3.4.2](#Section_2af2dc5f794143aba6d063161a591a6e) |
| NL\_AUTH\_SIGNATURE | 3.3.4.2 |
| domain-name | [3.4.1](#Section_fd1e918135a045d3b39cb7453dfc0af5) |

# Appendix A: Full IDL

For ease of implementation, the full IDL is provided, where "ms-dtyp.idl" refers to the IDL found in [[MS-DTYP]](%5bMS-DTYP%5d.pdf#Section_cca2742956894a16b2b49325d93e4ba2) Appendix A.

The syntax uses the [**IDL**](#gt_73177eec-4092-420f-92c5-60b2478df824) syntax extensions defined in [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15) sections 2.2.4 and 3.1.1.5.1. For example, as noted in [MS-RPCE] section 2.2.4.9, a pointer\_default declaration is not required and pointer\_default(unique) is assumed.

1. import "ms-dtyp.idl";
2. [
3. uuid(12345678-1234-ABCD-EF00-01234567CFFB),
4. version(1.0),
5. ms\_union,
6. pointer\_default(unique)
7. ]
8. interface logon
9. {
10. typedef struct \_STRING{
11. USHORT Length;
12. USHORT MaximumLength;
13. [size\_is(MaximumLength), length\_is(Length) ] CHAR \* Buffer;
14. } STRING, \*PSTRING;
15. typedef struct \_OLD\_LARGE\_INTEGER{
16. ULONG LowPart;
17. LONG HighPart;
18. } OLD\_LARGE\_INTEGER, \*POLD\_LARGE\_INTEGER;
19. typedef struct \_CYPHER\_BLOCK{
20. CHAR data[8];
21. } CYPHER\_BLOCK, \*PCYPHER\_BLOCK;
22. typedef struct \_NT\_OWF\_PASSWORD{
23. CYPHER\_BLOCK data[2];
24. }NT\_OWF\_PASSWORD, \*PNT\_OWF\_PASSWORD,
25. ENCRYPTED\_NT\_OWF\_PASSWORD, \*PENCRYPTED\_NT\_OWF\_PASSWORD;
26. typedef struct \_LM\_OWF\_PASSWORD{
27. CYPHER\_BLOCK data[2];
28. } LM\_OWF\_PASSWORD, \*PLM\_OWF\_PASSWORD,
29. ENCRYPTED\_LM\_OWF\_PASSWORD, \*PENCRYPTED\_LM\_OWF\_PASSWORD;
30. typedef [handle] wchar\_t \* LOGONSRV\_HANDLE;
31. typedef struct \_NLPR\_SID\_INFORMATION{
32. PRPC\_SID SidPointer;
33. } NLPR\_SID\_INFORMATION, \*PNLPR\_SID\_INFORMATION;
34. typedef struct \_NLPR\_SID\_ARRAY{
35. ULONG Count;
36. [size\_is(Count)] PNLPR\_SID\_INFORMATION Sids;
37. } NLPR\_SID\_ARRAY, \*PNLPR\_SID\_ARRAY;
38. typedef struct \_NLPR\_CR\_CIPHER\_VALUE{
39. ULONG Length;
40. ULONG MaximumLength;
41. [size\_is(MaximumLength), length\_is(Length)]
42. UCHAR \* Buffer;
43. } NLPR\_CR\_CIPHER\_VALUE, \*PNLPR\_CR\_CIPHER\_VALUE;
44. typedef struct \_NLPR\_LOGON\_HOURS{
45. USHORT UnitsPerWeek;
46. [size\_is(1260), length\_is((UnitsPerWeek+7)/8)]
47. UCHAR \* LogonHours;
48. } NLPR\_LOGON\_HOURS, \*PNLPR\_LOGON\_HOURS;
49. typedef struct \_NLPR\_USER\_PRIVATE\_INFO{
50. UCHAR SensitiveData;
51. ULONG DataLength;
52. [size\_is(DataLength)] UCHAR \* Data;
53. } NLPR\_USER\_PRIVATE\_INFO, \*PNLPR\_USER\_PRIVATE\_INFO;
54. typedef struct \_NLPR\_MODIFIED\_COUNT{
55. OLD\_LARGE\_INTEGER ModifiedCount;
56. } NLPR\_MODIFIED\_COUNT, \*PNLPR\_MODIFIED\_COUNT;
57. typedef struct \_NLPR\_QUOTA\_LIMITS{
58. ULONG PagedPoolLimit;
59. ULONG NonPagedPoolLimit;
60. ULONG MinimumWorkingSetSize;
61. ULONG MaximumWorkingSetSize;
62. ULONG PagefileLimit;
63. OLD\_LARGE\_INTEGER Reserved;
64. } NLPR\_QUOTA\_LIMITS,
65. \*PNLPR\_QUOTA\_LIMITS;
66. typedef struct \_NETLOGON\_DELTA\_USER{
67. RPC\_UNICODE\_STRING UserName;
68. RPC\_UNICODE\_STRING FullName;
69. ULONG UserId;
70. ULONG PrimaryGroupId;
71. RPC\_UNICODE\_STRING HomeDirectory;
72. RPC\_UNICODE\_STRING HomeDirectoryDrive;
73. RPC\_UNICODE\_STRING ScriptPath;
74. RPC\_UNICODE\_STRING AdminComment;
75. RPC\_UNICODE\_STRING WorkStations;
76. OLD\_LARGE\_INTEGER LastLogon;
77. OLD\_LARGE\_INTEGER LastLogoff;
78. NLPR\_LOGON\_HOURS LogonHours;
79. USHORT BadPasswordCount;
80. USHORT LogonCount;
81. OLD\_LARGE\_INTEGER PasswordLastSet;
82. OLD\_LARGE\_INTEGER AccountExpires;
83. ULONG UserAccountControl;
84. ENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNtOwfPassword;
85. ENCRYPTED\_LM\_OWF\_PASSWORD EncryptedLmOwfPassword;
86. UCHAR NtPasswordPresent;
87. UCHAR LmPasswordPresent;
88. UCHAR PasswordExpired;
89. RPC\_UNICODE\_STRING UserComment;
90. RPC\_UNICODE\_STRING Parameters;
91. USHORT CountryCode;
92. USHORT CodePage;
93. NLPR\_USER\_PRIVATE\_INFO PrivateData;
94. SECURITY\_INFORMATION SecurityInformation;
95. ULONG SecuritySize;
96. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
97. RPC\_UNICODE\_STRING ProfilePath;
98. RPC\_UNICODE\_STRING DummyString2;
99. RPC\_UNICODE\_STRING DummyString3;
100. RPC\_UNICODE\_STRING DummyString4;
101. ULONG DummyLong1;
102. ULONG DummyLong2;
103. ULONG DummyLong3;
104. ULONG DummyLong4;
105. } NETLOGON\_DELTA\_USER,
106. \*PNETLOGON\_DELTA\_USER;
107. typedef struct \_NETLOGON\_DELTA\_GROUP{
108. RPC\_UNICODE\_STRING Name;
109. ULONG RelativeId;
110. ULONG Attributes;
111. RPC\_UNICODE\_STRING AdminComment;
112. SECURITY\_INFORMATION SecurityInformation;
113. ULONG SecuritySize;
114. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
115. RPC\_UNICODE\_STRING DummyString1;
116. RPC\_UNICODE\_STRING DummyString2;
117. RPC\_UNICODE\_STRING DummyString3;
118. RPC\_UNICODE\_STRING DummyString4;
119. ULONG DummyLong1;
120. ULONG DummyLong2;
121. ULONG DummyLong3;
122. ULONG DummyLong4;
123. } NETLOGON\_DELTA\_GROUP,
124. \*PNETLOGON\_DELTA\_GROUP;
125. typedef struct \_NETLOGON\_DELTA\_GROUP\_MEMBER {
126. [size\_is(MemberCount)] ULONG \* Members;
127. [size\_is(MemberCount)] ULONG \* Attributes;
128. ULONG MemberCount;
129. ULONG DummyLong1;
130. ULONG DummyLong2;
131. ULONG DummyLong3;
132. ULONG DummyLong4;
133. } NETLOGON\_DELTA\_GROUP\_MEMBER,
134. \*PNETLOGON\_DELTA\_GROUP\_MEMBER;
135. typedef struct \_NETLOGON\_DELTA\_ALIAS{
136. RPC\_UNICODE\_STRING Name;
137. ULONG RelativeId;
138. SECURITY\_INFORMATION SecurityInformation;
139. ULONG SecuritySize;
140. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
141. RPC\_UNICODE\_STRING Comment;
142. RPC\_UNICODE\_STRING DummyString2;
143. RPC\_UNICODE\_STRING DummyString3;
144. RPC\_UNICODE\_STRING DummyString4;
145. ULONG DummyLong1;
146. ULONG DummyLong2;
147. ULONG DummyLong3;
148. ULONG DummyLong4;
149. } NETLOGON\_DELTA\_ALIAS,
150. \*PNETLOGON\_DELTA\_ALIAS;
151. typedef struct \_NETLOGON\_DELTA\_ALIAS\_MEMBER{
152. NLPR\_SID\_ARRAY Members;
153. ULONG DummyLong1;
154. ULONG DummyLong2;
155. ULONG DummyLong3;
156. ULONG DummyLong4;
157. } NETLOGON\_DELTA\_ALIAS\_MEMBER,
158. \*PNETLOGON\_DELTA\_ALIAS\_MEMBER;
159. typedef struct \_NETLOGON\_DELTA\_DOMAIN{
160. RPC\_UNICODE\_STRING DomainName;
161. RPC\_UNICODE\_STRING OemInformation;
162. OLD\_LARGE\_INTEGER ForceLogoff;
163. USHORT MinPasswordLength;
164. USHORT PasswordHistoryLength;
165. OLD\_LARGE\_INTEGER MaxPasswordAge;
166. OLD\_LARGE\_INTEGER MinPasswordAge;
167. OLD\_LARGE\_INTEGER DomainModifiedCount;
168. OLD\_LARGE\_INTEGER DomainCreationTime;
169. SECURITY\_INFORMATION SecurityInformation;
170. ULONG SecuritySize;
171. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
172. RPC\_UNICODE\_STRING DomainLockoutInformation;
173. RPC\_UNICODE\_STRING DummyString2;
174. RPC\_UNICODE\_STRING DummyString3;
175. RPC\_UNICODE\_STRING DummyString4;
176. ULONG PasswordProperties;
177. ULONG DummyLong2;
178. ULONG DummyLong3;
179. ULONG DummyLong4;
180. } NETLOGON\_DELTA\_DOMAIN,
181. \*PNETLOGON\_DELTA\_DOMAIN;
182. typedef struct \_NETLOGON\_DELTA\_RENAME\_GROUP{
183. RPC\_UNICODE\_STRING OldName;
184. RPC\_UNICODE\_STRING NewName;
185. RPC\_UNICODE\_STRING DummyString1;
186. RPC\_UNICODE\_STRING DummyString2;
187. RPC\_UNICODE\_STRING DummyString3;
188. RPC\_UNICODE\_STRING DummyString4;
189. ULONG DummyLong1;
190. ULONG DummyLong2;
191. ULONG DummyLong3;
192. ULONG DummyLong4;
193. } NETLOGON\_RENAME\_GROUP,
194. \*PNETLOGON\_DELTA\_RENAME\_GROUP;
195. typedef struct \_NETLOGON\_DELTA\_RENAME\_USER{
196. RPC\_UNICODE\_STRING OldName;
197. RPC\_UNICODE\_STRING NewName;
198. RPC\_UNICODE\_STRING DummyString1;
199. RPC\_UNICODE\_STRING DummyString2;
200. RPC\_UNICODE\_STRING DummyString3;
201. RPC\_UNICODE\_STRING DummyString4;
202. ULONG DummyLong1;
203. ULONG DummyLong2;
204. ULONG DummyLong3;
205. ULONG DummyLong4;
206. } NETLOGON\_RENAME\_USER,
207. \*PNETLOGON\_DELTA\_RENAME\_USER;
208. typedef struct \_NETLOGON\_DELTA\_RENAME\_ALIAS{
209. RPC\_UNICODE\_STRING OldName;
210. RPC\_UNICODE\_STRING NewName;
211. RPC\_UNICODE\_STRING DummyString1;
212. RPC\_UNICODE\_STRING DummyString2;
213. RPC\_UNICODE\_STRING DummyString3;
214. RPC\_UNICODE\_STRING DummyString4;
215. ULONG DummyLong1;
216. ULONG DummyLong2;
217. ULONG DummyLong3;
218. ULONG DummyLong4;
219. } NETLOGON\_RENAME\_ALIAS,
220. \*PNETLOGON\_DELTA\_RENAME\_ALIAS;
221. typedef struct \_NETLOGON\_DELTA\_POLICY{
222. ULONG MaximumLogSize;
223. OLD\_LARGE\_INTEGER AuditRetentionPeriod;
224. UCHAR AuditingMode;
225. ULONG MaximumAuditEventCount;
226. [size\_is(MaximumAuditEventCount + 1)]
227. ULONG \* EventAuditingOptions;
228. RPC\_UNICODE\_STRING PrimaryDomainName;
229. PRPC\_SID PrimaryDomainSid;
230. NLPR\_QUOTA\_LIMITS QuotaLimits;
231. OLD\_LARGE\_INTEGER ModifiedId;
232. OLD\_LARGE\_INTEGER DatabaseCreationTime;
233. SECURITY\_INFORMATION SecurityInformation;
234. ULONG SecuritySize;
235. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
236. RPC\_UNICODE\_STRING DummyString1;
237. RPC\_UNICODE\_STRING DummyString2;
238. RPC\_UNICODE\_STRING DummyString3;
239. RPC\_UNICODE\_STRING DummyString4;
240. ULONG DummyLong1;
241. ULONG DummyLong2;
242. ULONG DummyLong3;
243. ULONG DummyLong4;
244. } NETLOGON\_DELTA\_POLICY,
245. \*PNETLOGON\_DELTA\_POLICY;
246. typedef struct \_NETLOGON\_DELTA\_TRUSTED\_DOMAINS{
247. RPC\_UNICODE\_STRING DomainName;
248. ULONG NumControllerEntries;
249. [size\_is(NumControllerEntries)]
250. PRPC\_UNICODE\_STRING ControllerNames;
251. SECURITY\_INFORMATION SecurityInformation;
252. ULONG SecuritySize;
253. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
254. RPC\_UNICODE\_STRING DummyString1;
255. RPC\_UNICODE\_STRING DummyString2;
256. RPC\_UNICODE\_STRING DummyString3;
257. RPC\_UNICODE\_STRING DummyString4;
258. ULONG TrustedPosixOffset;
259. ULONG DummyLong2;
260. ULONG DummyLong3;
261. ULONG DummyLong4;
262. } NETLOGON\_DELTA\_TRUSTED\_DOMAINS,
263. \*PNETLOGON\_DELTA\_TRUSTED\_DOMAINS;
264. typedef struct \_NETLOGON\_DELTA\_ACCOUNTS{
265. ULONG PrivilegeEntries;
266. ULONG PrivilegeControl;
267. [size\_is(PrivilegeEntries)]
268. ULONG \* PrivilegeAttributes;
269. [size\_is(PrivilegeEntries)] PRPC\_UNICODE\_STRING PrivilegeNames;
270. NLPR\_QUOTA\_LIMITS QuotaLimits;
271. ULONG SystemAccessFlags;
272. SECURITY\_INFORMATION SecurityInformation;
273. ULONG SecuritySize;
274. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
275. RPC\_UNICODE\_STRING DummyString1;
276. RPC\_UNICODE\_STRING DummyString2;
277. RPC\_UNICODE\_STRING DummyString3;
278. RPC\_UNICODE\_STRING DummyString4;
279. ULONG DummyLong1;
280. ULONG DummyLong2;
281. ULONG DummyLong3;
282. ULONG DummyLong4;
283. } NETLOGON\_DELTA\_ACCOUNTS,
284. \*PNETLOGON\_DELTA\_ACCOUNTS;
285. typedef struct \_NETLOGON\_DELTA\_SECRET{
286. NLPR\_CR\_CIPHER\_VALUE CurrentValue;
287. OLD\_LARGE\_INTEGER CurrentValueSetTime;
288. NLPR\_CR\_CIPHER\_VALUE OldValue;
289. OLD\_LARGE\_INTEGER OldValueSetTime;
290. SECURITY\_INFORMATION SecurityInformation;
291. ULONG SecuritySize;
292. [size\_is(SecuritySize)] UCHAR \* SecurityDescriptor;
293. RPC\_UNICODE\_STRING DummyString1;
294. RPC\_UNICODE\_STRING DummyString2;
295. RPC\_UNICODE\_STRING DummyString3;
296. RPC\_UNICODE\_STRING DummyString4;
297. ULONG DummyLong1;
298. ULONG DummyLong2;
299. ULONG DummyLong3;
300. ULONG DummyLong4;
301. } NETLOGON\_DELTA\_SECRET,
302. \*PNETLOGON\_DELTA\_SECRET;
303. typedef struct \_NETLOGON\_DELTA\_DELETE\_GROUP{
304. [string] wchar\_t \* AccountName;
305. RPC\_UNICODE\_STRING DummyString1;
306. RPC\_UNICODE\_STRING DummyString2;
307. RPC\_UNICODE\_STRING DummyString3;
308. RPC\_UNICODE\_STRING DummyString4;
309. ULONG DummyLong1;
310. ULONG DummyLong2;
311. ULONG DummyLong3;
312. ULONG DummyLong4;
313. } NETLOGON\_DELTA\_DELETE\_GROUP,
314. \*PNETLOGON\_DELTA\_DELETE\_GROUP;
315. typedef struct \_NETLOGON\_DELTA\_DELETE\_USER{
316. [string] wchar\_t \* AccountName;
317. RPC\_UNICODE\_STRING DummyString1;
318. RPC\_UNICODE\_STRING DummyString2;
319. RPC\_UNICODE\_STRING DummyString3;
320. RPC\_UNICODE\_STRING DummyString4;
321. ULONG DummyLong1;
322. ULONG DummyLong2;
323. ULONG DummyLong3;
324. ULONG DummyLong4;
325. } NETLOGON\_DELTA\_DELETE\_USER,
326. \*PNETLOGON\_DELTA\_DELETE\_USER;
327. typedef enum \_NETLOGON\_DELTA\_TYPE{
328. AddOrChangeDomain = 1,
329. AddOrChangeGroup = 2,
330. DeleteGroup = 3,
331. RenameGroup = 4,
332. AddOrChangeUser = 5,
333. DeleteUser = 6,
334. RenameUser = 7,
335. ChangeGroupMembership = 8,
336. AddOrChangeAlias = 9,
337. DeleteAlias = 10,
338. RenameAlias = 11,
339. ChangeAliasMembership = 12,
340. AddOrChangeLsaPolicy = 13,
341. AddOrChangeLsaTDomain = 14,
342. DeleteLsaTDomain = 15,
343. AddOrChangeLsaAccount = 16,
344. DeleteLsaAccount = 17,
345. AddOrChangeLsaSecret = 18,
346. DeleteLsaSecret = 19,
347. DeleteGroupByName = 20,
348. DeleteUserByName = 21,
349. SerialNumberSkip = 22
350. } NETLOGON\_DELTA\_TYPE;
351. typedef [switch\_type(NETLOGON\_DELTA\_TYPE)] union
352. \_NETLOGON\_DELTA\_UNION{
353. [case(AddOrChangeDomain)]
354. PNETLOGON\_DELTA\_DOMAIN DeltaDomain;
355. [case(AddOrChangeGroup)]
356. PNETLOGON\_DELTA\_GROUP DeltaGroup;
357. [case(RenameGroup)]
358. PNETLOGON\_DELTA\_RENAME\_GROUP DeltaRenameGroup;
359. [case(AddOrChangeUser)]
360. PNETLOGON\_DELTA\_USER DeltaUser;
361. [case(RenameUser)]
362. PNETLOGON\_DELTA\_RENAME\_USER DeltaRenameUser;
363. [case(ChangeGroupMembership)]
364. PNETLOGON\_DELTA\_GROUP\_MEMBER DeltaGroupMember;
365. [case(AddOrChangeAlias)]
366. PNETLOGON\_DELTA\_ALIAS DeltaAlias;
367. [case(RenameAlias)]
368. PNETLOGON\_DELTA\_RENAME\_ALIAS DeltaRenameAlias;
369. [case(ChangeAliasMembership)]
370. PNETLOGON\_DELTA\_ALIAS\_MEMBER DeltaAliasMember;
371. [case(AddOrChangeLsaPolicy)]
372. PNETLOGON\_DELTA\_POLICY DeltaPolicy;
373. [case(AddOrChangeLsaTDomain)]
374. PNETLOGON\_DELTA\_TRUSTED\_DOMAINS DeltaTDomains;
375. [case(AddOrChangeLsaAccount)]
376. PNETLOGON\_DELTA\_ACCOUNTS DeltaAccounts;
377. [case(AddOrChangeLsaSecret)]
378. PNETLOGON\_DELTA\_SECRET DeltaSecret;
379. [case(DeleteGroupByName)]
380. PNETLOGON\_DELTA\_DELETE\_GROUP DeltaDeleteGroup;
381. [case(DeleteUserByName)]
382. PNETLOGON\_DELTA\_DELETE\_USER DeltaDeleteUser;
383. [case(SerialNumberSkip)]
384. PNLPR\_MODIFIED\_COUNT DeltaSerialNumberSkip;
385. [default] ;
386. } NETLOGON\_DELTA\_UNION,
387. \*PNETLOGON\_DELTA\_UNION;
388. typedef [switch\_type(NETLOGON\_DELTA\_TYPE)] union
389. \_NETLOGON\_DELTA\_ID\_UNION{
390. [case(AddOrChangeDomain,
391. AddOrChangeGroup,
392. DeleteGroup,
393. RenameGroup,
394. AddOrChangeUser,
395. DeleteUser,
396. RenameUser,
397. ChangeGroupMembership,
398. AddOrChangeAlias,
399. DeleteAlias,
400. RenameAlias,
401. ChangeAliasMembership,
402. DeleteGroupByName,
403. DeleteUserByName )] ULONG Rid;
404. [case(AddOrChangeLsaPolicy,
405. AddOrChangeLsaTDomain,
406. DeleteLsaTDomain,
407. AddOrChangeLsaAccount,
408. DeleteLsaAccount)] PRPC\_SID Sid;
409. [case(AddOrChangeLsaSecret,
410. DeleteLsaSecret)] [string] wchar\_t \* Name;
411. [default] ;
412. } NETLOGON\_DELTA\_ID\_UNION,
413. \*PNETLOGON\_DELTA\_ID\_UNION;
414. typedef struct \_NETLOGON\_DELTA\_ENUM{
415. NETLOGON\_DELTA\_TYPE DeltaType;
416. [switch\_is(DeltaType)] NETLOGON\_DELTA\_ID\_UNION DeltaID;
417. [switch\_is(DeltaType)] NETLOGON\_DELTA\_UNION DeltaUnion;
418. } NETLOGON\_DELTA\_ENUM,
419. \*PNETLOGON\_DELTA\_ENUM;
420. typedef struct \_NETLOGON\_DELTA\_ENUM\_ARRAY{
421. DWORD CountReturned;
422. [size\_is(CountReturned)] PNETLOGON\_DELTA\_ENUM Deltas;
423. } NETLOGON\_DELTA\_ENUM\_ARRAY,
424. \*PNETLOGON\_DELTA\_ENUM\_ARRAY;
425. typedef struct \_NETLOGON\_LOGON\_IDENTITY\_INFO{
426. RPC\_UNICODE\_STRING LogonDomainName;
427. ULONG ParameterControl;
428. OLD\_LARGE\_INTEGER Reserved;
429. RPC\_UNICODE\_STRING UserName;
430. RPC\_UNICODE\_STRING Workstation;
431. } NETLOGON\_LOGON\_IDENTITY\_INFO,
432. \*PNETLOGON\_LOGON\_IDENTITY\_INFO;
433. typedef struct \_NETLOGON\_INTERACTIVE\_INFO{
434. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
435. LM\_OWF\_PASSWORD LmOwfPassword;
436. NT\_OWF\_PASSWORD NtOwfPassword;
437. } NETLOGON\_INTERACTIVE\_INFO,
438. \*PNETLOGON\_INTERACTIVE\_INFO;
439. typedef enum \_NETLOGON\_LOGON\_INFO\_CLASS{
440. NetlogonInteractiveInformation = 1,
441. NetlogonNetworkInformation = 2,
442. NetlogonServiceInformation = 3,
443. NetlogonGenericInformation = 4,
444. NetlogonInteractiveTransitiveInformation = 5,
445. NetlogonNetworkTransitiveInformation = 6,
446. NetlogonServiceTransitiveInformation = 7
447. } NETLOGON\_LOGON\_INFO\_CLASS;
448. typedef struct \_NETLOGON\_SERVICE\_INFO{
449. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
450. LM\_OWF\_PASSWORD LmOwfPassword;
451. NT\_OWF\_PASSWORD NtOwfPassword;
452. } NETLOGON\_SERVICE\_INFO,
453. \*PNETLOGON\_SERVICE\_INFO;
454. typedef struct{
455. CHAR data[8];
456. } LM\_CHALLENGE;
457. typedef struct \_NETLOGON\_NETWORK\_INFO{
458. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
459. LM\_CHALLENGE LmChallenge;
460. STRING NtChallengeResponse;
461. STRING LmChallengeResponse;
462. } NETLOGON\_NETWORK\_INFO,
463. \*PNETLOGON\_NETWORK\_INFO;
464. typedef struct \_NETLOGON\_GENERIC\_INFO{
465. NETLOGON\_LOGON\_IDENTITY\_INFO Identity;
466. RPC\_UNICODE\_STRING PackageName;
467. ULONG DataLength;
468. [size\_is(DataLength)] UCHAR \* LogonData;
469. } NETLOGON\_GENERIC\_INFO,
470. \*PNETLOGON\_GENERIC\_INFO;
471. typedef [switch\_type(NETLOGON\_LOGON\_INFO\_CLASS)] union
472. \_NETLOGON\_LEVEL{
473. [case(NetlogonInteractiveInformation)]
474. PNETLOGON\_INTERACTIVE\_INFO LogonInteractive;
475. [case(NetlogonInteractiveTransitiveInformation)]
476. PNETLOGON\_INTERACTIVE\_INFO LogonInteractiveTransitive;
477. [case(NetlogonServiceInformation)]
478. PNETLOGON\_SERVICE\_INFO LogonService;
479. [case(NetlogonServiceTransitiveInformation)]
480. PNETLOGON\_SERVICE\_INFO LogonServiceTransitive;
481. [case(NetlogonNetworkInformation)]
482. PNETLOGON\_NETWORK\_INFO LogonNetwork;
483. [case(NetlogonNetworkTransitiveInformation)]
484. PNETLOGON\_NETWORK\_INFO LogonNetworkTransitive;
485. [case(NetlogonGenericInformation)]
486. PNETLOGON\_GENERIC\_INFO LogonGeneric;
487. [default]
488. ;
489. } NETLOGON\_LEVEL,
490. \* PNETLOGON\_LEVEL;
491. typedef enum \_NETLOGON\_VALIDATION\_INFO\_CLASS{
492. NetlogonValidationUasInfo = 1,
493. NetlogonValidationSamInfo = 2,
494. NetlogonValidationSamInfo2 = 3,
495. NetlogonValidationGenericInfo = 4,
496. NetlogonValidationGenericInfo2 = 5,
497. NetlogonValidationSamInfo4 = 6
498. } NETLOGON\_VALIDATION\_INFO\_CLASS;
499. typedef struct \_GROUP\_MEMBERSHIP{
500. ULONG RelativeId;
501. ULONG Attributes;
502. } GROUP\_MEMBERSHIP,
503. \*PGROUP\_MEMBERSHIP;
504. typedef struct \_USER\_SESSION\_KEY{
505. CYPHER\_BLOCK data[2];
506. } USER\_SESSION\_KEY,
507. \*PUSER\_SESSION\_KEY;
508. typedef struct \_NETLOGON\_SID\_AND\_ATTRIBUTES{
509. PRPC\_SID Sid;
510. ULONG Attributes;
511. } NETLOGON\_SID\_AND\_ATTRIBUTES,
512. \*PNETLOGON\_SID\_AND\_ATTRIBUTES;
513. typedef struct \_NETLOGON\_VALIDATION\_SAM\_INFO{
514. OLD\_LARGE\_INTEGER LogonTime;
515. OLD\_LARGE\_INTEGER LogoffTime;
516. OLD\_LARGE\_INTEGER KickOffTime;
517. OLD\_LARGE\_INTEGER PasswordLastSet;
518. OLD\_LARGE\_INTEGER PasswordCanChange;
519. OLD\_LARGE\_INTEGER PasswordMustChange;
520. RPC\_UNICODE\_STRING EffectiveName;
521. RPC\_UNICODE\_STRING FullName;
522. RPC\_UNICODE\_STRING LogonScript;
523. RPC\_UNICODE\_STRING ProfilePath;
524. RPC\_UNICODE\_STRING HomeDirectory;
525. RPC\_UNICODE\_STRING HomeDirectoryDrive;
526. USHORT LogonCount;
527. USHORT BadPasswordCount;
528. ULONG UserId;
529. ULONG PrimaryGroupId;
530. ULONG GroupCount;
531. [size\_is(GroupCount)] PGROUP\_MEMBERSHIP GroupIds;
532. ULONG UserFlags;
533. USER\_SESSION\_KEY UserSessionKey;
534. RPC\_UNICODE\_STRING LogonServer;
535. RPC\_UNICODE\_STRING LogonDomainName;
536. PRPC\_SID LogonDomainId;
537. ULONG ExpansionRoom[10];
538. } NETLOGON\_VALIDATION\_SAM\_INFO,
539. \*PNETLOGON\_VALIDATION\_SAM\_INFO;
540. typedef struct \_NETLOGON\_VALIDATION\_SAM\_INFO2{
541. OLD\_LARGE\_INTEGER LogonTime;
542. OLD\_LARGE\_INTEGER LogoffTime;
543. OLD\_LARGE\_INTEGER KickOffTime;
544. OLD\_LARGE\_INTEGER PasswordLastSet;
545. OLD\_LARGE\_INTEGER PasswordCanChange;
546. OLD\_LARGE\_INTEGER PasswordMustChange;
547. RPC\_UNICODE\_STRING EffectiveName;
548. RPC\_UNICODE\_STRING FullName;
549. RPC\_UNICODE\_STRING LogonScript;
550. RPC\_UNICODE\_STRING ProfilePath;
551. RPC\_UNICODE\_STRING HomeDirectory;
552. RPC\_UNICODE\_STRING HomeDirectoryDrive;
553. USHORT LogonCount;
554. USHORT BadPasswordCount;
555. ULONG UserId;
556. ULONG PrimaryGroupId;
557. ULONG GroupCount;
558. [size\_is(GroupCount)] PGROUP\_MEMBERSHIP GroupIds;
559. ULONG UserFlags;
560. USER\_SESSION\_KEY UserSessionKey;
561. RPC\_UNICODE\_STRING LogonServer;
562. RPC\_UNICODE\_STRING LogonDomainName;
563. PRPC\_SID LogonDomainId;
564. ULONG ExpansionRoom[10];
565. ULONG SidCount;
566. [size\_is(SidCount)] PNETLOGON\_SID\_AND\_ATTRIBUTES ExtraSids;
567. } NETLOGON\_VALIDATION\_SAM\_INFO2,
568. \*PNETLOGON\_VALIDATION\_SAM\_INFO2 ;
569. typedef struct \_NETLOGON\_VALIDATION\_GENERIC\_INFO2{
570. ULONG DataLength;
571. [size\_is(DataLength)] UCHAR \* ValidationData;
572. } NETLOGON\_VALIDATION\_GENERIC\_INFO2,
573. \*PNETLOGON\_VALIDATION\_GENERIC\_INFO2;
574. typedef struct \_NETLOGON\_VALIDATION\_SAM\_INFO4 {
575. OLD\_LARGE\_INTEGER LogonTime;
576. OLD\_LARGE\_INTEGER LogoffTime;
577. OLD\_LARGE\_INTEGER KickOffTime;
578. OLD\_LARGE\_INTEGER PasswordLastSet;
579. OLD\_LARGE\_INTEGER PasswordCanChange;
580. OLD\_LARGE\_INTEGER PasswordMustChange;
581. RPC\_UNICODE\_STRING EffectiveName;
582. RPC\_UNICODE\_STRING FullName;
583. RPC\_UNICODE\_STRING LogonScript;
584. RPC\_UNICODE\_STRING ProfilePath;
585. RPC\_UNICODE\_STRING HomeDirectory;
586. RPC\_UNICODE\_STRING HomeDirectoryDrive;
587. unsigned short LogonCount;
588. unsigned short BadPasswordCount;
589. unsigned long UserId;
590. unsigned long PrimaryGroupId;
591. unsigned long GroupCount;
592. [size\_is(GroupCount)] PGROUP\_MEMBERSHIP GroupIds;
593. unsigned long UserFlags;
594. USER\_SESSION\_KEY UserSessionKey;
595. RPC\_UNICODE\_STRING LogonServer;
596. RPC\_UNICODE\_STRING LogonDomainName;
597. PRPC\_SID LogonDomainId;
598. unsigned char LMKey[8];
599. ULONG UserAccountControl;
600. ULONG SubAuthStatus;
601. OLD\_LARGE\_INTEGER LastSuccessfulILogon;
602. OLD\_LARGE\_INTEGER LastFailedILogon;
603. ULONG FailedILogonCount;
604. ULONG Reserved4[1];
605. unsigned long SidCount;
606. [size\_is(SidCount)] PNETLOGON\_SID\_AND\_ATTRIBUTES ExtraSids;
607. RPC\_UNICODE\_STRING DnsLogonDomainName;
608. RPC\_UNICODE\_STRING Upn;
609. RPC\_UNICODE\_STRING ExpansionString1;
610. RPC\_UNICODE\_STRING ExpansionString2;
611. RPC\_UNICODE\_STRING ExpansionString3;
612. RPC\_UNICODE\_STRING ExpansionString4;
613. RPC\_UNICODE\_STRING ExpansionString5;
614. RPC\_UNICODE\_STRING ExpansionString6;
615. RPC\_UNICODE\_STRING ExpansionString7;
616. RPC\_UNICODE\_STRING ExpansionString8;
617. RPC\_UNICODE\_STRING ExpansionString9;
618. RPC\_UNICODE\_STRING ExpansionString10;
619. } NETLOGON\_VALIDATION\_SAM\_INFO4,
620. \*PNETLOGON\_VALIDATION\_SAM\_INFO4;
621. typedef [switch\_type(enum \_NETLOGON\_VALIDATION\_INFO\_CLASS)] union
622. \_NETLOGON\_VALIDATION{
623. [case(NetlogonValidationSamInfo)]
624. PNETLOGON\_VALIDATION\_SAM\_INFO ValidationSam;
625. [case(NetlogonValidationSamInfo2)]
626. PNETLOGON\_VALIDATION\_SAM\_INFO2 ValidationSam2;
627. [case(NetlogonValidationGenericInfo2)]
628. PNETLOGON\_VALIDATION\_GENERIC\_INFO2 ValidationGeneric2;
629. [case(NetlogonValidationSamInfo4)]
630. PNETLOGON\_VALIDATION\_SAM\_INFO4 ValidationSam4;
631. [default]
632. ;
633. } NETLOGON\_VALIDATION,
634. \*PNETLOGON\_VALIDATION;
635. typedef [switch\_type(DWORD)] union
636. \_NETLOGON\_CONTROL\_DATA\_INFORMATION{
637. [case(5,6,9,10)] [string] wchar\_t \* TrustedDomainName;
638. [case(65534)] DWORD DebugFlag;
639. [case(8)] [string] wchar\_t \*UserName;
640. [default]
641. ;
642. } NETLOGON\_CONTROL\_DATA\_INFORMATION,
643. \*PNETLOGON\_CONTROL\_DATA\_INFORMATION;
644. typedef struct \_NETLOGON\_INFO\_1{
645. DWORD netlog1\_flags;
646. NET\_API\_STATUS netlog1\_pdc\_connection\_status;
647. } NETLOGON\_INFO\_1,
648. \*PNETLOGON\_INFO\_1;
649. typedef struct \_NETLOGON\_INFO\_2{
650. DWORD netlog2\_flags;
651. NET\_API\_STATUS netlog2\_pdc\_connection\_status;
652. [string] wchar\_t \* netlog2\_trusted\_dc\_name;
653. NET\_API\_STATUS netlog2\_tc\_connection\_status;
654. } NETLOGON\_INFO\_2,
655. \*PNETLOGON\_INFO\_2;
656. typedef struct \_NETLOGON\_INFO\_3{
657. DWORD netlog3\_flags;
658. DWORD netlog3\_logon\_attempts;
659. DWORD netlog3\_reserved1;
660. DWORD netlog3\_reserved2;
661. DWORD netlog3\_reserved3;
662. DWORD netlog3\_reserved4;
663. DWORD netlog3\_reserved5;
664. } NETLOGON\_INFO\_3,
665. \*PNETLOGON\_INFO\_3;
666. typedef struct \_NETLOGON\_INFO\_4{
667. [string] wchar\_t \* netlog4\_trusted\_dc\_name;
668. [string] wchar\_t \* netlog4\_trusted\_domain\_name;
669. } NETLOGON\_INFO\_4,
670. \*PNETLOGON\_INFO\_4;
671. typedef [switch\_type(DWORD)] union
672. \_NETLOGON\_CONTROL\_QUERY\_INFORMATION{
673. [case(1)] PNETLOGON\_INFO\_1 NetlogonInfo1;
674. [case(2)] PNETLOGON\_INFO\_2 NetlogonInfo2;
675. [case(3)] PNETLOGON\_INFO\_3 NetlogonInfo3;
676. [case(4)] PNETLOGON\_INFO\_4 NetlogonInfo4;
677. [default] ;
678. } NETLOGON\_CONTROL\_QUERY\_INFORMATION,
679. \*PNETLOGON\_CONTROL\_QUERY\_INFORMATION;
680. typedef enum \_SYNC\_STATE{
681. NormalState = 0,
682. DomainState = 1,
683. GroupState = 2,
684. UasBuiltInGroupState = 3,
685. UserState = 4,
686. GroupMemberState = 5,
687. AliasState = 6,
688. AliasMemberState = 7,
689. SamDoneState = 8
690. } SYNC\_STATE,
691. \*PSYNC\_STATE;
692. typedef struct \_DOMAIN\_NAME\_BUFFER{
693. ULONG DomainNameByteCount;
694. [unique, size\_is(DomainNameByteCount)]
695. UCHAR \* DomainNames;
696. } DOMAIN\_NAME\_BUFFER,
697. \*PDOMAIN\_NAME\_BUFFER;
698. typedef struct \_NETLOGON\_LSA\_POLICY\_INFO{
699. ULONG LsaPolicySize;
700. [size\_is(LsaPolicySize)] UCHAR \* LsaPolicy;
701. } NETLOGON\_LSA\_POLICY\_INFO,
702. \*PNETLOGON\_LSA\_POLICY\_INFO;
703. typedef struct \_NETLOGON\_ONE\_DOMAIN\_INFO{
704. RPC\_UNICODE\_STRING DomainName;
705. RPC\_UNICODE\_STRING DnsDomainName;
706. RPC\_UNICODE\_STRING DnsForestName;
707. GUID DomainGuid;
708. PRPC\_SID DomainSid;
709. RPC\_UNICODE\_STRING TrustExtension;
710. RPC\_UNICODE\_STRING DummyString2;
711. RPC\_UNICODE\_STRING DummyString3;
712. RPC\_UNICODE\_STRING DummyString4;
713. ULONG DummyLong1;
714. ULONG DummyLong2;
715. ULONG DummyLong3;
716. ULONG DummyLong4;
717. } NETLOGON\_ONE\_DOMAIN\_INFO,
718. \*PNETLOGON\_ONE\_DOMAIN\_INFO;
719. typedef struct \_NETLOGON\_DOMAIN\_INFO{
720. NETLOGON\_ONE\_DOMAIN\_INFO PrimaryDomain;
721. ULONG TrustedDomainCount;
722. [size\_is(TrustedDomainCount)]
723. PNETLOGON\_ONE\_DOMAIN\_INFO TrustedDomains;
724. NETLOGON\_LSA\_POLICY\_INFO LsaPolicy;
725. RPC\_UNICODE\_STRING DnsHostNameInDs;
726. RPC\_UNICODE\_STRING DummyString2;
727. RPC\_UNICODE\_STRING DummyString3;
728. RPC\_UNICODE\_STRING DummyString4;
729. ULONG WorkstationFlags;
730. ULONG SupportedEncTypes;
731. ULONG DummyLong3;
732. ULONG DummyLong4;
733. } NETLOGON\_DOMAIN\_INFO,
734. \*PNETLOGON\_DOMAIN\_INFO;
735. typedef [switch\_type(DWORD)] union
736. \_NETLOGON\_DOMAIN\_INFORMATION{
737. [case(1)] PNETLOGON\_DOMAIN\_INFO DomainInfo;
738. [case(2)] PNETLOGON\_LSA\_POLICY\_INFO LsaPolicyInfo;
739. } NETLOGON\_DOMAIN\_INFORMATION,
740. \*PNETLOGON\_DOMAIN\_INFORMATION;
741. typedef struct \_NETLOGON\_WORKSTATION\_INFO{
742. NETLOGON\_LSA\_POLICY\_INFO LsaPolicy;
743. [string] wchar\_t \* DnsHostName;
744. [string] wchar\_t \* SiteName;
745. [string] wchar\_t \* Dummy1;
746. [string] wchar\_t \* Dummy2;
747. [string] wchar\_t \* Dummy3;
748. [string] wchar\_t \* Dummy4;
749. RPC\_UNICODE\_STRING OsVersion;
750. RPC\_UNICODE\_STRING OsName;
751. RPC\_UNICODE\_STRING DummyString3;
752. RPC\_UNICODE\_STRING DummyString4;
753. ULONG WorkstationFlags;
754. ULONG KerberosSupportedEncryptionTypes;
755. ULONG DummyLong3;
756. ULONG DummyLong4;
757. } NETLOGON\_WORKSTATION\_INFO,
758. \*PNETLOGON\_WORKSTATION\_INFO;
759. typedef [switch\_type(DWORD)] union
760. \_NETLOGON\_WORKSTATION\_INFORMATION{
761. [case(1)] PNETLOGON\_WORKSTATION\_INFO WorkstationInfo;
762. [case(2)] PNETLOGON\_WORKSTATION\_INFO LsaPolicyInfo;
763. } NETLOGON\_WORKSTATION\_INFORMATION,
764. \*PNETLOGON\_WORKSTATION\_INFORMATION;
765. typedef struct \_NL\_SOCKET\_ADDRESS{
766. [size\_is(iSockaddrLength)] UCHAR \* lpSockaddr;
767. ULONG iSockaddrLength;
768. } NL\_SOCKET\_ADDRESS,
769. \*PNL\_SOCKET\_ADDRESS;
770. typedef struct \_NL\_SITE\_NAME\_ARRAY{
771. ULONG EntryCount;
772. [size\_is(EntryCount)] PRPC\_UNICODE\_STRING SiteNames;
773. } NL\_SITE\_NAME\_ARRAY,
774. \*PNL\_SITE\_NAME\_ARRAY;
775. typedef struct \_DS\_DOMAIN\_TRUSTSW{
776. [string] wchar\_t \* NetbiosDomainName;
777. [string] wchar\_t \* DnsDomainName;
778. ULONG Flags;
779. ULONG ParentIndex;
780. ULONG TrustType;
781. ULONG TrustAttributes;
782. PRPC\_SID DomainSid;
783. GUID DomainGuid;
784. } DS\_DOMAIN\_TRUSTSW,
785. \*PDS\_DOMAIN\_TRUSTSW;
786. typedef struct \_NETLOGON\_TRUSTED\_DOMAIN\_ARRAY{
787. DWORD DomainCount;
788. [size\_is(DomainCount)] PDS\_DOMAIN\_TRUSTSW Domains;
789. } NETLOGON\_TRUSTED\_DOMAIN\_ARRAY,
790. \*PNETLOGON\_TRUSTED\_DOMAIN\_ARRAY;
791. typedef struct \_NL\_SITE\_NAME\_EX\_ARRAY{
792. ULONG EntryCount;
793. [size\_is(EntryCount)] PRPC\_UNICODE\_STRING SiteNames;
794. [size\_is(EntryCount)] PRPC\_UNICODE\_STRING SubnetNames;
795. } NL\_SITE\_NAME\_EX\_ARRAY,
796. \*PNL\_SITE\_NAME\_EX\_ARRAY;
797. typedef struct \_NL\_GENERIC\_RPC\_DATA{
798. ULONG UlongEntryCount;
799. [size\_is(UlongEntryCount)] ULONG \* UlongData;
800. ULONG UnicodeStringEntryCount;
801. [size\_is(UnicodeStringEntryCount)]
802. PRPC\_UNICODE\_STRING UnicodeStringData;
803. } NL\_GENERIC\_RPC\_DATA,
804. \*PNL\_GENERIC\_RPC\_DATA;
805. typedef struct \_NETLOGON\_VALIDATION\_UAS\_INFO{
806. [string] wchar\_t \* usrlog1\_eff\_name;
807. DWORD usrlog1\_priv;
808. DWORD usrlog1\_auth\_flags;
809. DWORD usrlog1\_num\_logons;
810. DWORD usrlog1\_bad\_pw\_count;
811. DWORD usrlog1\_last\_logon;
812. DWORD usrlog1\_last\_logoff;
813. DWORD usrlog1\_logoff\_time;
814. DWORD usrlog1\_kickoff\_time;
815. DWORD usrlog1\_password\_age;
816. DWORD usrlog1\_pw\_can\_change;
817. DWORD usrlog1\_pw\_must\_change;
818. [string] wchar\_t \* usrlog1\_computer;
819. [string] wchar\_t \* usrlog1\_domain;
820. [string] wchar\_t \* usrlog1\_script\_path;
821. DWORD usrlog1\_reserved1;
822. } NETLOGON\_VALIDATION\_UAS\_INFO,
823. \*PNETLOGON\_VALIDATION\_UAS\_INFO;
824. typedef struct \_NETLOGON\_LOGOFF\_UAS\_INFO{
825. DWORD Duration;
826. USHORT LogonCount;
827. } NETLOGON\_LOGOFF\_UAS\_INFORMATION,
828. \*PNETLOGON\_LOGOFF\_UAS\_INFO;
829. // This structure has been replaced by NETLOGON\_CAPABILITIES.
830. // See the behavior notes associated with the description of
831. // NetrLogonGetCapabilities for details.
832. //typedef [switch\_type(DWORD)] union{
833. // [case(1)] ULONG Dummy;
834. //} NETLOGON\_DUMMY1,
835. // \*PNETLOGON\_DUMMY1;
836. typedef
837. [switch\_type(DWORD)]
838. union \_NETLOGON\_CAPABILITIES {
839. [case(1)]
840. ULONG ServerCapabilities;
841. } NETLOGON\_CAPABILITIES,
842. \*PNETLOGON\_CAPABILITIES;
843. typedef struct \_NETLOGON\_CREDENTIAL{
844. CHAR data[8];
845. } NETLOGON\_CREDENTIAL,
846. \*PNETLOGON\_CREDENTIAL;
847. typedef struct \_NETLOGON\_AUTHENTICATOR{
848. NETLOGON\_CREDENTIAL Credential;
849. DWORD Timestamp;
850. } NETLOGON\_AUTHENTICATOR,
851. \*PNETLOGON\_AUTHENTICATOR;
852. typedef enum \_NETLOGON\_SECURE\_CHANNEL\_TYPE{
853. NullSecureChannel = 0,
854. MsvApSecureChannel = 1,
855. WorkstationSecureChannel = 2,
856. TrustedDnsDomainSecureChannel = 3,
857. TrustedDomainSecureChannel = 4,
858. UasServerSecureChannel = 5,
859. ServerSecureChannel = 6,
860. CdcServerSecureChannel = 7
861. } NETLOGON\_SECURE\_CHANNEL\_TYPE;
862. typedef struct \_UAS\_INFO\_0{
863. CHAR ComputerName[16];
864. ULONG TimeCreated;
865. ULONG SerialNumber;
866. } UAS\_INFO\_0,
867. \*PUAS\_INFO\_0;
868. typedef struct \_DOMAIN\_CONTROLLER\_INFOW{
869. [string,unique] wchar\_t \*DomainControllerName;
870. [string,unique] wchar\_t \*DomainControllerAddress;
871. ULONG DomainControllerAddressType;
872. GUID DomainGuid;
873. [string,unique] wchar\_t \*DomainName;
874. [string,unique] wchar\_t \*DnsForestName;
875. ULONG Flags;
876. [string,unique] wchar\_t \*DcSiteName;
877. [string,unique] wchar\_t \*ClientSiteName;
878. } DOMAIN\_CONTROLLER\_INFOW,
879. \*PDOMAIN\_CONTROLLER\_INFOW;
880. typedef struct \_NL\_TRUST\_PASSWORD{
881. WCHAR Buffer[256];
882. ULONG Length;
883. } NL\_TRUST\_PASSWORD,
884. \*PNL\_TRUST\_PASSWORD;
885. typedef struct \_NL\_PASSWORD\_VERSION{
886. ULONG ReservedField;
887. ULONG PasswordVersionNumber;
888. ULONG PasswordVersionPresent;
889. } NL\_PASSWORD\_VERSION,
890. \*PNL\_PASSWORD\_VERSION;
891. typedef enum \_LSA\_FOREST\_TRUST\_RECORD\_TYPE {
892. ForestTrustTopLevelName = 0,
893. ForestTrustTopLevelNameEx = 1,
894. ForestTrustDomainInfo = 2,
895. } LSA\_FOREST\_TRUST\_RECORD\_TYPE;
896. typedef RPC\_UNICODE\_STRING LSA\_RPC\_UNICODE\_STRING,
897. \*PLSA\_RPC\_UNICODE\_STRING;
898. typedef struct \_LSA\_FOREST\_TRUST\_DOMAIN\_INFO{
899. PRPC\_SID Sid;
900. LSA\_RPC\_UNICODE\_STRING DnsName;
901. LSA\_RPC\_UNICODE\_STRING NetbiosName;
902. } LSA\_FOREST\_TRUST\_DOMAIN\_INFO,
903. \*PLSA\_FOREST\_TRUST\_DOMAIN\_INFO;
904. typedef struct \_LSA\_FOREST\_TRUST\_BINARY\_DATA{
905. [range(0, 131072)] ULONG Length;
906. [size\_is( Length )] UCHAR \* Buffer;
907. } LSA\_FOREST\_TRUST\_BINARY\_DATA,
908. \*PLSA\_FOREST\_TRUST\_BINARY\_DATA;
909. typedef struct \_LSA\_FOREST\_TRUST\_RECORD{
910. ULONG Flags;
911. LSA\_FOREST\_TRUST\_RECORD\_TYPE ForestTrustType;
912. LARGE\_INTEGER Time;
913. [switch\_type( LSA\_FOREST\_TRUST\_RECORD\_TYPE ),
914. switch\_is( ForestTrustType )] union {
915. [case( ForestTrustTopLevelName,
916. ForestTrustTopLevelNameEx )]
917. LSA\_RPC\_UNICODE\_STRING TopLevelName;
918. [case( ForestTrustDomainInfo )]
919. LSA\_FOREST\_TRUST\_DOMAIN\_INFO DomainInfo;
920. [default] LSA\_FOREST\_TRUST\_BINARY\_DATA Data;
921. } ForestTrustData;
922. } LSA\_FOREST\_TRUST\_RECORD,
923. \*PLSA\_FOREST\_TRUST\_RECORD;
924. typedef struct \_LSA\_FOREST\_TRUST\_INFORMATION{
925. [range(0, 4000)] ULONG RecordCount;
926. [size\_is( RecordCount )] PLSA\_FOREST\_TRUST\_RECORD \* Entries;
927. } LSA\_FOREST\_TRUST\_INFORMATION,
928. \*PLSA\_FOREST\_TRUST\_INFORMATION;
929. // Opnum 0
930. NET\_API\_STATUS
931. NetrLogonUasLogon (
932. [in,unique,string] LOGONSRV\_HANDLE ServerName,
933. [in, string] wchar\_t \* UserName,
934. [in, string] wchar\_t \* Workstation,
935. [out] PNETLOGON\_VALIDATION\_UAS\_INFO \*ValidationInformation
936. );
937. // Opnum 1
938. NET\_API\_STATUS
939. NetrLogonUasLogoff (
940. [in,unique,string] LOGONSRV\_HANDLE ServerName,
941. [in, string] wchar\_t \* UserName,
942. [in, string] wchar\_t \* Workstation,
943. [out] PNETLOGON\_LOGOFF\_UAS\_INFO LogoffInformation
944. );
945. // Opnum 2
946. NTSTATUS
947. NetrLogonSamLogon (
948. [in,unique,string] LOGONSRV\_HANDLE LogonServer,
949. [in,string,unique] wchar\_t \* ComputerName,
950. [in,unique] PNETLOGON\_AUTHENTICATOR Authenticator,
951. [in,out,unique] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
952. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
953. [in,switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation,
954. [in] NETLOGON\_VALIDATION\_INFO\_CLASS ValidationLevel,
955. [out,switch\_is(ValidationLevel)]
956. PNETLOGON\_VALIDATION ValidationInformation,
957. [out] UCHAR \* Authoritative
958. );
959. // Opnum 3
960. NTSTATUS
961. NetrLogonSamLogoff (
962. [in,unique,string] LOGONSRV\_HANDLE LogonServer,
963. [in,string,unique] wchar\_t \* ComputerName,
964. [in,unique] PNETLOGON\_AUTHENTICATOR Authenticator,
965. [in,out,unique] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
966. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
967. [in,switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation
968. );
969. // Opnum 4
970. NTSTATUS
971. NetrServerReqChallenge (
972. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
973. [in, string] wchar\_t \* ComputerName,
974. [in] PNETLOGON\_CREDENTIAL ClientChallenge,
975. [out] PNETLOGON\_CREDENTIAL ServerChallenge
976. );
977. // Opnum 5
978. NTSTATUS
979. NetrServerAuthenticate (
980. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
981. [in,string] wchar\_t \* AccountName,
982. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
983. [in, string] wchar\_t \* ComputerName,
984. [in] PNETLOGON\_CREDENTIAL ClientCredential,
985. [out] PNETLOGON\_CREDENTIAL ServerCredential
986. );
987. // Opnum 6
988. NTSTATUS
989. NetrServerPasswordSet (
990. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
991. [in,string] wchar\_t \* AccountName,
992. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
993. [in, string] wchar\_t \* ComputerName,
994. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
995. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
996. [in] PENCRYPTED\_NT\_OWF\_PASSWORD UasNewPassword
997. );
998. // Opnum 7
999. NTSTATUS
1000. NetrDatabaseDeltas (
1001. [in, string] LOGONSRV\_HANDLE PrimaryName,
1002. [in, string] wchar\_t \* ComputerName,
1003. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1004. [in,out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1005. [in] DWORD DatabaseID,
1006. [in, out] PNLPR\_MODIFIED\_COUNT DomainModifiedCount,
1007. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY \*DeltaArray,
1008. [in] DWORD PreferredMaximumLength
1009. );
1010. // Opnum 8
1011. NTSTATUS
1012. NetrDatabaseSync (
1013. [in, string] LOGONSRV\_HANDLE PrimaryName,
1014. [in, string] wchar\_t \* ComputerName,
1015. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1016. [in,out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1017. [in] DWORD DatabaseID,
1018. [in, out] ULONG \* SyncContext,
1019. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY \*DeltaArray,
1020. [in] DWORD PreferredMaximumLength
1021. );
1022. // Opnum 9
1023. NTSTATUS
1024. NetrAccountDeltas (
1025. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
1026. [in, string] wchar\_t \* ComputerName,
1027. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1028. [in,out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1029. [in] PUAS\_INFO\_0 RecordId,
1030. [in] DWORD Count,
1031. [in] DWORD Level,
1032. [out, size\_is(BufferSize)] UCHAR \* Buffer,
1033. [in] DWORD BufferSize,
1034. [out] ULONG \* CountReturned,
1035. [out] ULONG \* TotalEntries,
1036. [out] PUAS\_INFO\_0 NextRecordId
1037. );
1038. // Opnum 10
1039. NTSTATUS
1040. NetrAccountSync (
1041. [in, unique, string] LOGONSRV\_HANDLE PrimaryName,
1042. [in, string] wchar\_t \* ComputerName,
1043. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1044. [in,out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1045. [in] DWORD Reference,
1046. [in] DWORD Level,
1047. [out, size\_is(BufferSize) ] UCHAR \* Buffer,
1048. [in] DWORD BufferSize,
1049. [out] ULONG \* CountReturned,
1050. [out] ULONG \* TotalEntries,
1051. [out] ULONG \* NextReference,
1052. [out] PUAS\_INFO\_0 LastRecordId
1053. );
1054. // Opnum 11
1055. NET\_API\_STATUS
1056. NetrGetDCName (
1057. [in, string] LOGONSRV\_HANDLE ServerName,
1058. [in, unique, string] wchar\_t \*DomainName,
1059. [out, string] wchar\_t \*\*Buffer
1060. );
1061. // Opnum 12
1062. NET\_API\_STATUS
1063. NetrLogonControl(
1064. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1065. [in] DWORD FunctionCode,
1066. [in] DWORD QueryLevel,
1067. [out,switch\_is(QueryLevel)]
1068. PNETLOGON\_CONTROL\_QUERY\_INFORMATION Buffer
1069. );
1070. // Opnum 13
1071. NET\_API\_STATUS
1072. NetrGetAnyDCName (
1073. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1074. [in, unique, string] wchar\_t \*DomainName,
1075. [out, string] wchar\_t \*\*Buffer
1076. );
1077. // Opnum 14
1078. NET\_API\_STATUS
1079. NetrLogonControl2(
1080. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1081. [in] DWORD FunctionCode,
1082. [in] DWORD QueryLevel,
1083. [in,switch\_is(FunctionCode)]
1084. PNETLOGON\_CONTROL\_DATA\_INFORMATION Data,
1085. [out,switch\_is(QueryLevel)]
1086. PNETLOGON\_CONTROL\_QUERY\_INFORMATION Buffer
1087. );
1088. // Opnum 15
1089. NTSTATUS
1090. NetrServerAuthenticate2 (
1091. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
1092. [in,string] wchar\_t \* AccountName,
1093. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
1094. [in, string] wchar\_t \* ComputerName,
1095. [in] PNETLOGON\_CREDENTIAL ClientCredential,
1096. [out] PNETLOGON\_CREDENTIAL ServerCredential,
1097. [in,out] ULONG \* NegotiateFlags
1098. );
1099. // Opnum 16
1100. NTSTATUS
1101. NetrDatabaseSync2 (
1102. [in, string] LOGONSRV\_HANDLE PrimaryName,
1103. [in, string] wchar\_t \* ComputerName,
1104. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1105. [in,out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1106. [in] DWORD DatabaseID,
1107. [in] SYNC\_STATE RestartState,
1108. [in, out] ULONG \* SyncContext,
1109. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY \*DeltaArray,
1110. [in] DWORD PreferredMaximumLength
1111. );
1112. // Opnum 17
1113. NTSTATUS
1114. NetrDatabaseRedo(
1115. [in, string] LOGONSRV\_HANDLE PrimaryName,
1116. [in, string] wchar\_t \* ComputerName,
1117. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1118. [in,out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1119. [in, size\_is(ChangeLogEntrySize)]
1120. UCHAR \* ChangeLogEntry,
1121. [in] DWORD ChangeLogEntrySize,
1122. [out] PNETLOGON\_DELTA\_ENUM\_ARRAY \*DeltaArray
1123. );
1124. // Opnum 18
1125. NET\_API\_STATUS
1126. NetrLogonControl2Ex(
1127. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1128. [in] DWORD FunctionCode,
1129. [in] DWORD QueryLevel,
1130. [in,switch\_is(FunctionCode)]
1131. PNETLOGON\_CONTROL\_DATA\_INFORMATION Data,
1132. [out,switch\_is(QueryLevel)]
1133. PNETLOGON\_CONTROL\_QUERY\_INFORMATION Buffer
1134. );
1135. // Opnum 19
1136. NTSTATUS
1137. NetrEnumerateTrustedDomains (
1138. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1139. [out] PDOMAIN\_NAME\_BUFFER DomainNameBuffer
1140. );
1141. // Opnum 20
1142. NET\_API\_STATUS
1143. DsrGetDcName(
1144. [in, unique, string ] LOGONSRV\_HANDLE ComputerName,
1145. [in, unique, string] wchar\_t \* DomainName,
1146. [in, unique] GUID \*DomainGuid,
1147. [in, unique] GUID \*SiteGuid,
1148. [in] ULONG Flags,
1149. [out] PDOMAIN\_CONTROLLER\_INFOW \*DomainControllerInfo
1150. );
1151. //This method has been replaced by NetrLogonGetCapabilities.
1152. //See the behavior notes associated with the description of
1153. // NetrLogonGetCapabilities for details.
1154. //NTSTATUS
1155. //NetrLogonDummyRoutine1(
1156. // [in, string] LOGONSRV\_HANDLE ServerName,
1157. // [in, string, unique] wchar\_t\* ComputerName,
1158. // [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1159. // [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1160. // [in] DWORD QueryLevel,
1161. // [out, switch\_is(QueryLevel)] PNETLOGON\_DUMMY1 Buffer
1162. //);
1163. // Opnum 21
1164. NTSTATUS
1165. NetrLogonGetCapabilities(
1166. [in, string] LOGONSRV\_HANDLE ServerName,
1167. [in, string, unique] wchar\_t\* ComputerName,
1168. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1169. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1170. [in] DWORD QueryLevel,
1171. [out, switch\_is(QueryLevel)] PNETLOGON\_CAPABILITIES ServerCapabilities
1172. );
1173. // Opnum 22
1174. NTSTATUS
1175. NetrLogonSetServiceBits(
1176. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1177. [in] DWORD ServiceBitsOfInterest,
1178. [in] DWORD ServiceBits
1179. );
1180. // Opnum 23
1181. NET\_API\_STATUS
1182. NetrLogonGetTrustRid(
1183. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1184. [in,string,unique] wchar\_t \* DomainName,
1185. [out] ULONG \* Rid
1186. );
1187. // Opnum 24
1188. NET\_API\_STATUS
1189. NetrLogonComputeServerDigest(
1190. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1191. [in] ULONG Rid,
1192. [in, size\_is(MessageSize)] UCHAR \* Message,
1193. [in] ULONG MessageSize,
1194. [out] CHAR NewMessageDigest[16],
1195. [out] CHAR OldMessageDigest[16]
1196. );
1197. // Opnum 25
1198. NET\_API\_STATUS
1199. NetrLogonComputeClientDigest(
1200. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1201. [in,string,unique] wchar\_t \* DomainName,
1202. [in, size\_is(MessageSize)] UCHAR \* Message,
1203. [in] ULONG MessageSize,
1204. [out] CHAR NewMessageDigest[16],
1205. [out] CHAR OldMessageDigest[16]
1206. );
1207. // Opnum 26
1208. NTSTATUS
1209. NetrServerAuthenticate3 (
1210. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
1211. [in,string] wchar\_t \* AccountName,
1212. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
1213. [in, string] wchar\_t \* ComputerName,
1214. [in] PNETLOGON\_CREDENTIAL ClientCredential,
1215. [out] PNETLOGON\_CREDENTIAL ServerCredential,
1216. [in,out] ULONG \* NegotiateFlags,
1217. [out] ULONG \* AccountRid
1218. );
1219. // Opnum 27
1220. NET\_API\_STATUS
1221. DsrGetDcNameEx(
1222. [in, unique, string ] LOGONSRV\_HANDLE ComputerName,
1223. [in, unique, string] wchar\_t \* DomainName,
1224. [in, unique] GUID \*DomainGuid,
1225. [in, unique, string] wchar\_t \* SiteName,
1226. [in] ULONG Flags,
1227. [out] PDOMAIN\_CONTROLLER\_INFOW \*DomainControllerInfo
1228. );
1229. // Opnum 28
1230. NET\_API\_STATUS
1231. DsrGetSiteName(
1232. [in, unique, string ] LOGONSRV\_HANDLE ComputerName,
1233. [out, string] wchar\_t \*\*SiteName
1234. );
1235. // Opnum 29
1236. NTSTATUS
1237. NetrLogonGetDomainInfo(
1238. [in, string] LOGONSRV\_HANDLE ServerName,
1239. [in,string,unique] wchar\_t \* ComputerName,
1240. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1241. [in,out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1242. [in] DWORD Level,
1243. [in,switch\_is(Level)] PNETLOGON\_WORKSTATION\_INFORMATION WkstaBuffer,
1244. [out,switch\_is(Level)] PNETLOGON\_DOMAIN\_INFORMATION DomBuffer
1245. );
1246. // Opnum 30
1247. NTSTATUS
1248. NetrServerPasswordSet2 (
1249. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
1250. [in,string] wchar\_t \* AccountName,
1251. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
1252. [in, string] wchar\_t \* ComputerName,
1253. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1254. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1255. [in] PNL\_TRUST\_PASSWORD ClearNewPassword
1256. );
1257. // Opnum 31
1258. NTSTATUS
1259. NetrServerPasswordGet (
1260. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
1261. [in,string] wchar\_t \* AccountName,
1262. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE AccountType,
1263. [in, string] wchar\_t \* ComputerName,
1264. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1265. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1266. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNtOwfPassword
1267. );
1268. // Opnum 32
1269. NTSTATUS
1270. NetrLogonSendToSam (
1271. [in,unique,string] LOGONSRV\_HANDLE PrimaryName,
1272. [in, string] wchar\_t \* ComputerName,
1273. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1274. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1275. [in,size\_is(OpaqueBufferSize)] UCHAR \* OpaqueBuffer,
1276. [in] ULONG OpaqueBufferSize
1277. );
1278. // Opnum 33
1279. NET\_API\_STATUS
1280. DsrAddressToSiteNamesW(
1281. [in,unique,string] LOGONSRV\_HANDLE ComputerName,
1282. [in, range(0,32000)] DWORD EntryCount,
1283. [in,size\_is(EntryCount)] PNL\_SOCKET\_ADDRESS SocketAddresses,
1284. [out] PNL\_SITE\_NAME\_ARRAY \*SiteNames
1285. );
1286. // Opnum 34
1287. NET\_API\_STATUS
1288. DsrGetDcNameEx2(
1289. [in, unique, string ] LOGONSRV\_HANDLE ComputerName,
1290. [in, unique, string] wchar\_t \* AccountName,
1291. [in] ULONG AllowableAccountControlBits,
1292. [in, unique, string] wchar\_t \* DomainName,
1293. [in, unique] GUID \*DomainGuid,
1294. [in, unique, string] wchar\_t \* SiteName,
1295. [in] ULONG Flags,
1296. [out] PDOMAIN\_CONTROLLER\_INFOW \*DomainControllerInfo
1297. );
1298. // Opnum35
1299. NET\_API\_STATUS
1300. NetrLogonGetTimeServiceParentDomain(
1301. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1302. [out, string] wchar\_t \*\*DomainName,
1303. [out] int \* PdcSameSite
1304. );
1305. // Opnum 36
1306. NET\_API\_STATUS
1307. NetrEnumerateTrustedDomainsEx (
1308. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1309. [out] PNETLOGON\_TRUSTED\_DOMAIN\_ARRAY Domains
1310. );
1311. // Opnum 37
1312. NET\_API\_STATUS
1313. DsrAddressToSiteNamesExW(
1314. [in,unique,string] LOGONSRV\_HANDLE ComputerName,
1315. [in, range(0,32000)] DWORD EntryCount,
1316. [in,size\_is(EntryCount)] PNL\_SOCKET\_ADDRESS SocketAddresses,
1317. [out] PNL\_SITE\_NAME\_EX\_ARRAY \*SiteNames
1318. );
1319. // Opnum 38
1320. NET\_API\_STATUS
1321. DsrGetDcSiteCoverageW(
1322. [in,unique,string] LOGONSRV\_HANDLE ServerName,
1323. [out] PNL\_SITE\_NAME\_ARRAY \*SiteNames
1324. );
1325. // Opnum 39
1326. NTSTATUS
1327. NetrLogonSamLogonEx (
1328. [in] handle\_t ContextHandle,
1329. [in,unique,string] wchar\_t \* LogonServer,
1330. [in,unique,string] wchar\_t \* ComputerName,
1331. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
1332. [in,switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation,
1333. [in] NETLOGON\_VALIDATION\_INFO\_CLASS ValidationLevel,
1334. [out,switch\_is(ValidationLevel)]
1335. PNETLOGON\_VALIDATION ValidationInformation,
1336. [out] UCHAR \* Authoritative,
1337. [in,out] ULONG \* ExtraFlags
1338. );
1339. // Opnum 40
1340. NET\_API\_STATUS
1341. DsrEnumerateDomainTrusts (
1342. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1343. [in] ULONG Flags,
1344. [out] PNETLOGON\_TRUSTED\_DOMAIN\_ARRAY Domains
1345. );
1346. // Opnum 41
1347. NET\_API\_STATUS
1348. DsrDeregisterDnsHostRecords (
1349. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1350. [in, unique, string] wchar\_t \* DnsDomainName,
1351. [in, unique] GUID \*DomainGuid,
1352. [in, unique] GUID \*DsaGuid,
1353. [in, string] wchar\_t \* DnsHostName
1354. );
1355. // Opnum 42
1356. NTSTATUS
1357. NetrServerTrustPasswordsGet (
1358. [in,unique,string] LOGONSRV\_HANDLE TrustedDcName,
1359. [in,string] wchar\_t \* AccountName,
1360. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
1361. [in, string] wchar\_t \* ComputerName,
1362. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1363. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1364. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNewOwfPassword,
1365. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedOldOwfPassword
1366. );
1367. // Opnum 43
1368. NET\_API\_STATUS
1369. DsrGetForestTrustInformation (
1370. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1371. [in, unique, string] wchar\_t \* TrustedDomainName,
1372. [in] DWORD Flags,
1373. [out] PLSA\_FOREST\_TRUST\_INFORMATION \* ForestTrustInfo
1374. );
1375. // Opnum 44
1376. NTSTATUS
1377. NetrGetForestTrustInformation (
1378. [in,unique,string] LOGONSRV\_HANDLE ServerName,
1379. [in, string] wchar\_t \* ComputerName,
1380. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1381. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1382. [in] DWORD Flags,
1383. [out] PLSA\_FOREST\_TRUST\_INFORMATION \* ForestTrustInfo
1384. );
1385. // Opnum 45
1386. NTSTATUS
1387. NetrLogonSamLogonWithFlags (
1388. [in,unique,string] LOGONSRV\_HANDLE LogonServer,
1389. [in,string,unique] wchar\_t \* ComputerName,
1390. [in,unique] PNETLOGON\_AUTHENTICATOR Authenticator,
1391. [in,out,unique] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1392. [in] NETLOGON\_LOGON\_INFO\_CLASS LogonLevel,
1393. [in,switch\_is(LogonLevel)] PNETLOGON\_LEVEL LogonInformation,
1394. [in] NETLOGON\_VALIDATION\_INFO\_CLASS ValidationLevel,
1395. [out,switch\_is(ValidationLevel)]
1396. PNETLOGON\_VALIDATION ValidationInformation,
1397. [out] UCHAR \* Authoritative,
1398. [in,out] ULONG \* ExtraFlags
1399. );
1400. // Opnum 46
1401. NTSTATUS
1402. NetrServerGetTrustInfo (
1403. [in,unique,string] LOGONSRV\_HANDLE TrustedDcName,
1404. [in,string] wchar\_t \* AccountName,
1405. [in] NETLOGON\_SECURE\_CHANNEL\_TYPE SecureChannelType,
1406. [in, string] wchar\_t \* ComputerName,
1407. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1408. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1409. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedNewOwfPassword,
1410. [out] PENCRYPTED\_NT\_OWF\_PASSWORD EncryptedOldOwfPassword,
1411. [out] PNL\_GENERIC\_RPC\_DATA \*TrustInfo
1412. );
1413. // Opnum 47
1414. //Local only method
1415. NTSTATUS
1416. OpnumUnused47 (
1417. void
1418. );
1419. typedef struct \_NL\_DNS\_NAME\_INFO{
1420. ULONG Type;
1421. [string] wchar\_t \* DnsDomainInfo;
1422. ULONG DnsDomainInfoType;
1423. ULONG Priority;
1424. ULONG Weight;
1425. ULONG Port;
1426. UCHAR Register;
1427. ULONG Status;
1428. } NL\_DNS\_NAME\_INFO,
1429. \*PNL\_DNS\_NAME\_INFO;
1430. typedef struct \_NL\_DNS\_NAME\_INFO\_ARRAY{
1431. ULONG EntryCount;
1432. [size\_is(EntryCount)] PNL\_DNS\_NAME\_INFO DnsNamesInfo;
1433. } NL\_DNS\_NAME\_INFO\_ARRAY,
1434. \*PNL\_DNS\_NAME\_INFO\_ARRAY;
1435. // Opnum 48
1436. NTSTATUS
1437. DsrUpdateReadOnlyServerDnsRecords (
1438. [in, unique, string] LOGONSRV\_HANDLE ServerName,
1439. [in, string] wchar\_t \* ComputerName,
1440. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
1441. [out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1442. [in, unique, string] wchar\_t \* SiteName,
1443. [in] ULONG DnsTtl,
1444. [in, out] PNL\_DNS\_NAME\_INFO\_ARRAY DnsNames
1445. );
1447. typedef struct \_NL\_OSVERSIONINFO\_V1{
1448. DWORD dwOSVersionInfoSize;
1449. DWORD dwMajorVersion;
1450. DWORD dwMinorVersion;
1451. DWORD dwBuildNumber;
1452. DWORD dwPlatformId;
1453. wchar\_t szCSDVersion[128];
1454. USHORT wServicePackMajor;
1455. USHORT wServicePackMinor;
1456. USHORT wSuiteMask;
1457. UCHAR wProductType;
1458. UCHAR wReserved;
1459. } NL\_OSVERSIONINFO\_V1;
1460. typedef struct \_NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1{
1461. [unique,string] wchar\_t \* ClientDnsHostName;
1462. [unique] NL\_OSVERSIONINFO\_V1 \*OsVersionInfo\_V1;
1463. [unique,string] wchar\_t \* OsName;
1464. } NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1;
1465. typedef [switch\_type(DWORD)] union{
1466. [case(1)] NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 V1;
1467. } NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES;
1468. typedef struct \_NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1{
1469. [unique,string] wchar\_t \*HubName;
1470. [unique,string] wchar\_t \*\*OldDnsHostName;
1471. [unique] ULONG \* SupportedEncTypes;
1472. } NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1;
1473. typedef [switch\_type(DWORD)] union{
1474. [case(1)] NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES\_V1 V1;
1475. } NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES;
1476. // Opnum 49
1477. NTSTATUS
1478. NetrChainSetClientAttributes(
1479. [in,string,ref] LOGONSRV\_HANDLE PrimaryName,
1480. [in,string,ref] wchar\_t \* ChainedFromServerName,
1481. [in,string,ref] wchar\_t \* ChainedForClientName,
1482. [in,ref] PNETLOGON\_AUTHENTICATOR Authenticator,
1483. [in,out,ref] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
1484. [in] DWORD dwInVersion,
1485. [in,ref] [switch\_is(dwInVersion)]
1486. NL\_IN\_CHAIN\_SET\_CLIENT\_ATTRIBUTES \*pmsgIn,
1487. [in,out,ref] DWORD \* pdwOutVersion,
1488. [in,out,ref] [switch\_is(\*pdwOutVersion)]
1489. NL\_OUT\_CHAIN\_SET\_CLIENT\_ATTRIBUTES \*pmsgOut
1490. );
1491. }

# Appendix B: Product Behavior

The information in this specification is applicable to the following Microsoft products or supplemental software. References to product versions include updates to those products.

* Windows NT operating system
* Windows 2000 operating system
* Windows XP operating system
* Windows Server 2003 operating system
* Windows Vista operating system
* Windows Server 2008 operating system
* Windows 7 operating system
* Windows Server 2008 R2 operating system
* Windows 8 operating system
* Windows Server 2012 operating system
* Windows 8.1 operating system
* Windows Server 2012 R2 operating system
* Windows 10 operating system
* Windows Server 2016 operating system
* Windows Server operating system

Exceptions, if any, are noted in this section. If an update version, service pack or Knowledge Base (KB) number appears with a product name, the behavior changed in that update. The new behavior also applies to subsequent updates unless otherwise specified. If a product edition appears with the product version, behavior is different in that product edition.

Unless otherwise specified, any statement of optional behavior in this specification that is prescribed using the terms "SHOULD" or "SHOULD NOT" implies product behavior in accordance with the SHOULD or SHOULD NOT prescription. Unless otherwise specified, the term "MAY" implies that the product does not follow the prescription.

[<1> Section 1.3.3](#Appendix_A_Target_1): Sharing the user account database is achieved in Windows via replication of the account [**database**](#gt_00f35ba3-4dbb-4ff9-8e27-572a6aea1b15) among [**DCs**](#gt_76a05049-3531-4abd-aec8-30e19954b4bd) so that each DC in the [**domain**](#gt_b0276eb2-4e65-4cf1-a718-e0920a614aca) has the same copy of the database. On Windows DCs, replication is performed by the [**Active Directory**](#gt_e467d927-17bf-49c9-98d1-96ddf61ddd90) replication service (see [[MS-DRSR]](%5bMS-DRSR%5d.pdf#Section_f977faaa673e4f66b9bf48c640241d47)), except on Windows NT 4.0 operating system DCs, where replication is performed by the Netlogon replication.

[<2> Section 1.3.3](#Appendix_A_Target_2): Except for DCs running Windows NT 4.0, synchronization between DCs running Windows is performed by the Active Directory replication service [MS-DRSR]. Synchronization involving a DC running Windows NT 4.0 is performed by the Netlogon service.

[<3> Section 1.3.3](#Appendix_A_Target_3): In Windows NT 4.0, a single DC in a domain is designated the [**primary domain controller (PDC)**](#gt_663cb13a-8b75-477f-b6e1-bea8f2fba64d). The PDC is the only DC that accepts changes to the account information it stores. A Windows NT 4.0 domain has zero or more [**backup domain controllers (BDCs)**](#gt_ce1138c6-7ab4-4c37-98b4-95599071c3c3).

[<4> Section 1.3.3](#Appendix_A_Target_4): Netlogon replication requires the PDC to run Windows NT Server 4.0 operating system, Windows 2000 Server operating system, or Windows Server 2003, while BDCs run Windows NT Server 4.0. Windows Server 2008 does not support replication to Windows NT 4.0 BDCs.

[<5> Section 1.3.8.1](#Appendix_A_Target_5): Microsoft's first major entrance into the network operating system field was LAN Manager. While LAN Manager produced many of the underlying paradigms for how services are accessed over the network, the implementation of those paradigms changed significantly between LAN Manager and Windows NT. In cases where those interfaces were implemented by using [**RPC**](#gt_8a7f6700-8311-45bc-af10-82e10accd331) [[MS-RPCE]](%5bMS-RPCE%5d.pdf#Section_290c38b192fe422991e64fc376610c15), Windows NT could have had support for older clients to make use of those interfaces or methods within those interfaces. However, Windows NT–based products do not use those methods; therefore, those methods are not documented.

[<6> Section 1.6](#Appendix_A_Target_6): The Netlogon Remote Protocol is used only when the client or server is a member of a Windows domain.

[<7> Section 2.2.1.1.2](#Appendix_A_Target_7): The value of **MaximumLength** is ignored by the Windows NT 4.0 implementation.

[<8> Section 2.2.1.2.1](#Appendix_A_Target_8): The DOMAIN\_CONTROLLER\_INFOW structure is not supported in Windows NT.

[<9> Section 2.2.1.2.1](#Appendix_A_Target_9): IPv6 is not supported in Windows NT, Windows 2000, Windows XP, or Windows Server 2003.

[<10> Section 2.2.1.2.1](#Appendix_A_Target_10): In Windows NT, Windows 2000 Server, Windows XP, and Windows Server 2003, this address is an IPv4 address. For all other Windows releases, this address can be an IPv4 or IPv6 address.

[<11> Section 2.2.1.2.1](#Appendix_A_Target_11): Windows NT-based domain controllers do not have a domain [**GUID**](#gt_f49694cc-c350-462d-ab8e-816f0103c6c1).

[<12> Section 2.2.1.2.1](#Appendix_A_Target_12): **[read-only domain controllers (RODCs)](#gt_8b0a073b-3099-4efe-8b81-c2886b66a870)** are not supported in Windows NT Server operating system, Windows 2000 Server and Windows Server 2003.

[<13> Section 2.2.1.2.1](#Appendix_A_Target_13): **[Writable domain controller](#gt_9d964ddb-09d6-4a1b-b27b-42adabc07993)**s are not supported in Windows NT Server, Windows 2000, and Windows Server 2003. The concept of designating a DC as writable was added when read-only DCs were created.

[<14> Section 2.2.1.2.1](#Appendix_A_Target_14): Active Directory Web Service is not available in Windows NT and Windows 2000. It is available in Windows Server 2003 and Windows Server 2008 when Active Directory Management Gateway Service is installed.

[<15> Section 2.2.1.2.1](#Appendix_A_Target_15): Windows NT-based domain controllers do not have an associated [**site**](#gt_8abdc986-5679-42d9-ad76-b11eb5a0daba).

[<16> Section 2.2.1.2.5](#Appendix_A_Target_16): The **Status** field is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<17> Section 2.2.1.2.6](#Appendix_A_Target_17): **DnsNamesInfo** is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<18> Section 2.2.1.3.3](#Appendix_A_Target_18): The NL\_AUTH\_SHA2\_SIGNATURE structure is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, or Windows Vista.

[<19> Section 2.2.1.3.6](#Appendix_A_Target_19): The NETLOGON\_WORKSTATION\_INFO structure is not supported in Windows NT.

[<20> Section 2.2.1.3.6](#Appendix_A_Target_20): For example, for Windows 7 Ultimate operating system, the string "Windows 7 Ultimate" is used.

[<21> Section 2.2.1.3.6](#Appendix_A_Target_21): The **KerberosSupportedEncryptionTypes** field is not supported in Windows NT, Windows 2000, and Windows Server 2003.

[<22> Section 2.2.1.3.7](#Appendix_A_Target_22): The **NL\_TRUST\_PASSWORD** structure is not supported in Windows NT.

[<23> Section 2.2.1.3.8](#Appendix_A_Target_23): The **NL\_PASSWORD\_VERSION** structure is not supported in Windows NT.

[<24> Section 2.2.1.3.9](#Appendix_A_Target_24): The **NETLOGON\_WORKSTATION\_INFORMATION** union is not supported in Windows NT.

[<25> Section 2.2.1.3.10](#Appendix_A_Target_25): The **NETLOGON\_ONE\_DOMAIN\_INFO** structure is not supported in Windows NT.

[<26> Section 2.2.1.3.11](#Appendix_A_Target_26): The **NETLOGON\_DOMAIN\_INFO** structure is not supported in Windows NT.

[<27> Section 2.2.1.3.11](#Appendix_A_Target_27): Windows NT, Windows 2000, and Windows XP ignore the **SupportedEncTypes** field.

[<28> Section 2.2.1.3.12](#Appendix_A_Target_28): The **NETLOGON\_DOMAIN\_INFORMATION** structure is not implemented in Windows NT.

[<29> Section 2.2.1.3.13](#Appendix_A_Target_29): One or both domains in a [**secure channel**](#gt_08ce423c-9f9c-48ed-afa8-8b64c04ecdca) is required to be a Windows NT 4.0 domain.

[<30> Section 2.2.1.3.13](#Appendix_A_Target_30): The **CdcServerSecureChannel** type is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<31> Section 2.2.1.3.14](#Appendix_A_Target_31): The **NETLOGON\_CAPABILITIES** union is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<32> Section 2.2.1.3.15](#Appendix_A_Target_32): The normal (writable) DC cannot be a Windows Server 2003 or a Windows 2000 Server DC.

[<33> Section 2.2.1.3.15](#Appendix_A_Target_33): The following table defines the **dwMajorVersion** values.

| Value | Meaning |
| --- | --- |
| 4 | The operating system is Windows NT 4.0. |
| 5 | The operating system is Windows 2000, Windows XP, Windows Server 2003, or Windows Server 2003 R2 operating system. |
| 6 | The operating system is Windows Vista, Windows Server 2008, Windows 7, Windows Server 2008 R2, Windows 8, Windows Server 2012, Windows 8.1, or Windows Server 2012 R2. |
| 10 | The operating system is Windows 10, Windows Server 2016, or Windows Server operating system. |

[<34> Section 2.2.1.3.15](#Appendix_A_Target_34): The following table defines the **dwMinorVersion** values.

| Value | Meaning |
| --- | --- |
| 0 | The operating system is Windows NT 4.0, Windows 2000, Windows Vista, Windows Server 2008, Windows 10, Windows Server 2016, or Windows Server operating system. |
| 1 | The operating system is Windows XP, Windows 7, or Windows Server 2008 R2. |
| 2 | The operating system is Windows XP Professional x64 Edition operating system, Windows Server 2003, Windows Server 2003 R2, Windows 8, or Windows Server 2012. |
| 3 | The operating system is Windows 8.1 or Windows Server 2012 R2. |

[<35> Section 2.2.1.3.15](#Appendix_A_Target_35): VER\_NT\_WORKSTATION identifies the operating system as one of the following: Windows NT Workstation 4.0 operating system, Windows 2000 Professional operating system, Windows XP Home Edition operating system, Windows XP Professional operating system, Windows Vista, Windows 7, Windows 8, Windows 8.1, or Windows 10.

[<36> Section 2.2.1.3.15](#Appendix_A_Target_36): The **wReserved** field is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista. The Netlogon server ignores this value.

[<37> Section 2.2.1.3.16](#Appendix_A_Target_37): The normal (writable) DC cannot be a Windows 2000 Server or a Windows Server 2003 domain controller.

[<38> Section 2.2.1.3.16](#Appendix_A_Target_38): The **OsName** field is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<39> Section 2.2.1.3.17](#Appendix_A_Target_39): Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista do not support V1.

[<40> Section 2.2.1.3.18](#Appendix_A_Target_40): The normal (writable) DC cannot be a Windows 2000 Server or a Windows Server 2003 DC.

[<41> Section 2.2.1.3.18](#Appendix_A_Target_41): RODCs are not supported in Windows NT, Windows 2000, Windows XP, and Windows Server 2003.

[<42> Section 2.2.1.3.18](#Appendix_A_Target_42): The **SupportedEncTypes** field is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<43> Section 2.2.1.3.19](#Appendix_A_Target_43): The **V1** field is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<44> Section 2.2.1.4.16](#Appendix_A_Target_44): The NETLOGON\_LOGON\_INFO\_CLASS enumeration types are not supported in Windows Vista.

[<45> Section 2.2.1.4.17](#Appendix_A_Target_45): The NETLOGON\_VALIDATION\_INFO\_CLASS enumeration types are not supported in Windows Vista.

[<46> Section 2.2.1.4.17](#Appendix_A_Target_46): Except in Windows Vista, the NETLOGON\_VALIDATION\_INFO\_CLASS enumeration has **NetlogonValidationUasInfo** type defined. This value is used by LAN Manager in support of LAN Manager products, and is beyond the scope of this document.

[<47> Section 2.2.1.5.1](#Appendix_A_Target_47): The recipient of the message waits for the indicated number of seconds before contacting the sender.

[<48> Section 2.2.1.5.22](#Appendix_A_Target_48): Except for Windows NT, **NumControllerEntries** is set to zero in the NETLOGON\_DELTA\_TRUSTED\_DOMAINS structure.

[<49> Section 2.2.1.5.22](#Appendix_A_Target_49): Except for Windows NT, **ControllerNames** is set to NULL in the NETLOGON\_DELTA\_TRUSTED\_DOMAINS structure.

[<50> Section 2.2.1.5.28](#Appendix_A_Target_50): In Windows NT 4.0 replication, the **DeleteGroupByName**, **DeleteUserByName**, and **SerialNumberSkip** types require NegotiateFlags=0x00000010. For more information, see the Capability Negotiation bullet in section [1.7](#Section_b5ad98b323be467e91cda580aab8abaf) and the *NegotiateFlags* parameter description in sections [3.5.4.4.3](#Section_985982ae9aa84565b30b33d6353d3355) (NetrServerAuthenticate2) and [3.5.4.4.2](#Section_3a9ed16f801445ae80afc0ecb06e2db9) (NetrServerAuthenticate3).

[<51> Section 2.2.1.6.2](#Appendix_A_Target_51): **DS\_DOMAIN\_TRUSTSW** structure is not supported in Windows NT.

[<52> Section 2.2.1.6.2](#Appendix_A_Target_52): 0x00000001 is supported only in Windows NT.

[<53> Section 2.2.1.6.2](#Appendix_A_Target_53): Trust with an Active Directory domain is not supported in Windows NT.

[<54> Section 2.2.1.6.2](#Appendix_A_Target_54): A trust link is valid only for Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008 domains.

[<55> Section 2.2.1.6.3](#Appendix_A_Target_55): The **NETLOGON\_TRUSTED\_DOMAIN\_ARRAY** structure is not supported in Windows NT.

[<56> Section 2.2.1.6.4](#Appendix_A_Target_56): The **NL\_GENERIC\_RPC\_DATA** structure is not supported in Windows NT or Windows 2000.

[<57> Section 2.2.1.7.2](#Appendix_A_Target_57): The **NETLOGON\_INFO\_1** structure contains information about the state of the database synchronization for Windows NT 4.0 backup domain controllers only.

[<58> Section 2.2.1.7.2](#Appendix_A_Target_58): Flags A, B, C, and D are set only in the query response from a Windows NT 4.0-based backup domain controller. Flags E, F, and G are not available in Windows NT and cannot be set in the query response from a domain controller running Windows NT.

[<59> Section 2.2.1.7.3](#Appendix_A_Target_59): Flags A, B, and C cannot be set in the query response from a server running Windows NT. Flag C is also not supported in Windows 2000 or Windows XP.

[<60> Section 2.2.1.8](#Appendix_A_Target_60): The unsupported structures are used in Windows releases that are not applicable to this specification.

[<61> Section 2.2.1.8.4](#Appendix_A_Target_61): Windows never uses the NETLOGON\_DUMMY1 union.

[<62> Section 3](#Appendix_A_Target_62): In Windows NT 4.0, the Netlogon Remote Protocol RPC interface is used to replicate account information from the primary domain controllers (PDCs) to the backup domain controllers (BDCs). PDCs also use [**mailslots**](#gt_f53fe4b9-8e1d-4366-9254-3c4f73269e78) to broadcast messages to the BDCs; these messages (as specified in section [2.2.1.5.1](#Section_b3a7e5f3d6694f54acb8e85580eaf46d)) are not transmitted via RPC.

[<63> Section 3](#Appendix_A_Target_63): Except in Windows NT, the server defaults to the [**primary domain**](#gt_387021de-3d6b-4372-835f-0d68c50cb496) if the name is not found.

[<64> Section 3.1.1](#Appendix_A_Target_64): In all applicable Windows Server releases except Windows NT, for computer accounts in a domain, the [**OWF**](#gt_9a5d11c7-eea9-4217-b9a8-478c6786e9e8) of the [**shared secret**](#gt_ae8614db-83d9-406d-aa79-90b2f07c3ed1) is stored in the **unicodePwd** attribute of the computer account object in Active Directory ([[MS-ADTS]](%5bMS-ADTS%5d.pdf#Section_d243592709994c628c6d13ba31a52e1a) section 6.4.2).

For [**trusts**](#gt_5ee032d0-d944-4acb-bbb5-b1cfc7df6db6) with applicable Windows Server releases domains (except Windows NT), the shared secret is stored in the **trustAuthIncoming** attribute ([MS-ADTS] section 6.1.6.7.10) and the **trustAuthOutgoing** attribute ([MS-ADTS] section 6.1.6.7.11) of the [**trusted domain object (TDO)**](#gt_f2ceef4e-999b-4276-84cd-2e2829de5fc4) that contains trust information in Active Directory ([MS-ADTS] section 6.1.6.9.1). Depending on the **AuthType** either the shared secret (TRUST\_AUTH\_TYPE\_CLEAR) or NTOWFv1 (TRUST\_AUTH\_TYPE\_NT4OWF) is stored.

For trusts with Windows NT 4.0 domains, the OWF of the shared secret is stored in the **trustAuth** attribute of the corresponding TDO for the Windows NT 4.0 domain.

[<65> Section 3.1.1](#Appendix_A_Target_65): In Windows NT 4.0 ([[MS-SAMR]](%5bMS-SAMR%5d.pdf#Section_4df07fab1bbc452f8e927853a3c7e380) section 3.1.1.3), the OWF of the shared secret is stored as an attribute of the computer account object (for [**domain members**](#gt_6234a38c-ed1b-4c69-969f-6e6479566f65)) or the interdomain trust account object (for domain trusts).

[<66> Section 3.1.1](#Appendix_A_Target_66): Windows uses the Netlogon Remote Protocol to change the machine account password every 30 days by default. The value is configurable with a minimum of one day and maximum of 1,000,000 days.

[<67> Section 3.1.1](#Appendix_A_Target_67): In all applicable Windows Server releases (except Windows NT), the trust password version is stored in the TRUST\_AUTH\_TYPE\_VERSION of the **trustAuthIncoming** attribute ([MS-ADTS] section 6.1.6.7.10) and the **trustAuthOutgoing** attribute ([MS-ADTS] section 6.1.6.7.11) of the TDO that contains trust information in Active Directory ([MS-ADTS] section 6.1.6.9.1). The trust password version is not maintained for Windows NT 4.0 domains.

[<68> Section 3.1.1](#Appendix_A_Target_68): The following Windows registry settings are used to persistently store and retrieve the SealSecureChannel variable:

* RegistryValueName: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters
* RegistryValueType: 4
* RegistryValue: SealSecureChannel

[<69> Section 3.1.4.1](#Appendix_A_Target_69): Returning the negotiated flags for the current exchange is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<70> Section 3.1.4.1](#Appendix_A_Target_70): Comparing the received ServerCapabilities with the negotiated NegotiateFlags is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<71> Section 3.1.4.2](#Appendix_A_Target_71): The negotiable options J through S are not supported in Windows NT. Option T is not supported in Windows NT or Windows 2000.

[<72> Section 3.1.4.2](#Appendix_A_Target_72): This flag is used in Windows NT 3.5 operating system only.

[<73> Section 3.1.4.2](#Appendix_A_Target_73): The negotiable option U is supported in Windows XP, Windows Server 2003, Windows Vista, Windows Server 2008, Windows 7, and Windows Server 2008 R2.

[<74> Section 3.1.4.2](#Appendix_A_Target_74): The negotiable option V is not supported in Windows NT, Windows 2000, Windows XP, and Windows Server 2003.

[<75> Section 3.1.4.2](#Appendix_A_Target_75): The negotiable option W is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<76> Section 3.1.4.2](#Appendix_A_Target_76): The negotiable option Y is not supported in Windows NT prior to Windows NT 4.0 operating system Service Pack 2 (SP2).

[<77> Section 3.1.4.6](#Appendix_A_Target_77): For Windows, the client binds to the RPC server using TCP (except for Windows NT, in which the client binds to the RPC server using named pipes). If RPC returns an error indicating that the protocol sequence is not supported, then the client binds to the RPC server using named pipes.

[<78> Section 3.1.4.6](#Appendix_A_Target_78): Windows NT 4.0 operating system Service Pack 4 (SP4) does not support Secure RPC and does not perform a secure bind.

[<79> Section 3.1.4.6](#Appendix_A_Target_79): Windows caches and reuses the binding for subsequent RPC calls to the server.

[<80> Section 3.1.6](#Appendix_A_Target_80): When Netlogon receives a PolicyChange event, NRPC implementations that use the Windows registry to persistently store and retrieve the SealSecureChannel variable need to load the new value from the HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Netlogon\Parameters registry path and SealSecureChannel key.

[<81> Section 3.3](#Appendix_A_Target_81): The Windows Netlogon SSP is not provided for use by other applications. It has neither the full functionally of public [**SSPs**](#gt_e0edad22-1b0e-42f3-8e51-50f8aa30b29a) nor access from non-[**LSA**](#gt_9e5f2104-d6df-4ae7-8a5c-6bd14a0da8fa) applications.

[<82> Section 3.3](#Appendix_A_Target_82): The Netlogon capability of encrypting and signing data during communication is not supported in Windows NT prior to Windows NT 4.0 operating system Service Pack 6 (SP6).

[<83> Section 3.3.4.2.2](#Appendix_A_Target_83): Windows disregards the **Flags** data.

[<84> Section 3.4](#Appendix_A_Target_84): Netlogon runs only on machines joined to a domain ([MS-ADTS] section 6.4). Upon startup, it locates a domain controller and establishes a secure channel to it. It is used for secure communication between the client and the domain controller and for passing sensitive data between the two entities. Except in Windows NT, Netlogon also registers the [**service principal names (SPNs)**](#gt_547217ca-134f-4b43-b375-f5bca4c16ce4) for the computer that it runs on. It registers the SPNs of the form "HOST/NetBIOSName" and "HOST/Full.Dns.Name", which updates the **servicePrincipalName** attribute of the computer account object in Active Directory.

[<85> Section 3.4.1](#Appendix_A_Target_85): **RejectMD5Servers** is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

The Windows registry settings used to persistently store and retrieve the RejectMD5Servers variable are the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and RejectMD5Servers key.

[<86> Section 3.4.1](#Appendix_A_Target_86): The following Windows registry settings are used to persistently store and retrieve the **RequireSignOrSeal** variable:

* RegistryValueName: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters
* RegistryValueType: 4
* RegistryValue: RequireSignOrSeal

See [[MS-GPSB]](%5bMS-GPSB%5d.pdf#Section_6a07a06be62847659d910d63ba47fdc0) section 2.2.5 for information on setting registry entries.

[<87> Section 3.4.1](#Appendix_A_Target_87): **RequireStrongKey** is not supported in Windows NT.

[<88> Section 3.4.1](#Appendix_A_Target_88): The Windows registry settings used to persistently store and retrieve the **RequireStrongKey** variable are as follows:

* RegistryValueName: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters
* RegistryValueType: 4
* RegistryValue: RequireStrongKey

[<89> Section 3.4.3](#Appendix_A_Target_89): Windows uses 4096. Other implementations can use any value.

[<90> Section 3.4.3](#Appendix_A_Target_90): Implementations that use the Windows registry to persistently store and retrieve the settings for **ClientCapabilities** bit **O** use the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and the **SignSecureChannel** and **SealSecureChannel** values to indicate whether bit **O** should be set. If either of these registry values are set to 0x1, then bit **O** is set.

Implementations that use the Windows registry to persistently store settings for **ClientCapabilities** bit **U** use the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and NeutralizeNt4Emulator key to indicate whether bit **U** is set. If this registry value is set to 0x1, then bit **U** is set.

[<91> Section 3.4.3](#Appendix_A_Target_91): Windows NT 4.0 SP4, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008 initialize **RequireSignOrSeal** to FALSE.

[<92> Section 3.4.3](#Appendix_A_Target_92): Windows initializes **RequireStrongKey** to FALSE.

[<93> Section 3.4.5.1.3](#Appendix_A_Target_93): All applications available as part of Windows set the *SiteGuid* parameter to NULL.

[<94> Section 3.4.5.1.11](#Appendix_A_Target_94): The *ServerName* is a normal (writable) DC, but is not a Windows Server 2003 or a Windows 2000 Server DC.

[<95> Section 3.4.5.1.11](#Appendix_A_Target_95): The client has to be an RODC.

[<96> Section 3.4.5.2.4](#Appendix_A_Target_96): The NetrServerAuthenticate method is used only in Windows NT Server 3.1 operating system.

[<97> Section 3.4.5.2.5](#Appendix_A_Target_97): Windows clients re-establish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<98> Section 3.4.5.2.6](#Appendix_A_Target_98): Windows clients re-establish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<99> Section 3.4.5.2.7](#Appendix_A_Target_99): Windows clients re-establish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<100> Section 3.4.5.2.9](#Appendix_A_Target_100): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<101> Section 3.4.5.2.10](#Appendix_A_Target_101): NetrLogonGetCapabilities is not supported by Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, or Windows Server 2008 clients.

[<102> Section 3.4.5.2.10](#Appendix_A_Target_102): Re-establishing the secure channel with the DC is not supported by Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<103> Section 3.4.5.2.10](#Appendix_A_Target_103): For Windows DCs, the STATUS\_NOT\_IMPLEMENTED error means the DC is a Windows NT, Windows Server 2003, or Windows Server 2008 machine.

[<104> Section 3.4.5.2.10](#Appendix_A_Target_104): Windows clients re-establish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<105> Section 3.4.5.2.11](#Appendix_A_Target_105): The normal (writable) DC cannot be a Windows 2000 Server or a Windows Server 2003 DC.

[<106> Section 3.4.5.3.2](#Appendix_A_Target_106): Except in Windows NT 3.1 operating system, Windows encrypts by using the negotiated encryption algorithm and the [**session key**](#gt_4f67a585-fb00-4166-93e8-cf4abca8226d).

For Windows NT 3.1, encrypt as follows.

1. InitLMKey(KeyIn, KeyOut)
2. KeyOut[0] = KeyIn[0] >> 0x01;
3. KeyOut[1] = ((KeyIn[0]&0x01)<<6) | (KeyIn[1]>>2);
4. KeyOut[2] = ((KeyIn[1]&0x03)<<5) | (KeyIn[2]>>3);
5. KeyOut[3] = ((KeyIn[2]&0x07)<<4) | (KeyIn[3]>>4);
6. KeyOut[4] = ((KeyIn[3]&0x0F)<<3) | (KeyIn[4]>>5);
7. KeyOut[5] = ((KeyIn[4]&0x1F)<<2) | (KeyIn[5]>>6);
8. KeyOut[6] = ((KeyIn[5]&0x3F)<<1) | (KeyIn[6]>>7);
9. KeyOut[7] = KeyIn[6] & 0x7F;
10. ((DWORD\*)KeyOut)[0] <<= 1;
11. ((DWORD\*)KeyOut)[1] <<= 1;
12. ((DWORD\*)KeyOut)[0] &= 0xfefefefe;
13. ((DWORD\*)KeyOut)[1] &= 0xfefefefe;
14. Assume bytes(s, e, l) returns bytes from s to e of the byte
15. array l. Assume concat(a1, a2) returns byte array containing
16. the bytes of array a1 followed by the bytes from byte array a2.
17. LMDESECB(Input, Sk, Output)
18. SET k1 to bytes(0, 7, Sk)
19. CALL InitLMKey(k1, k3)
20. SET k2 to bytes(8, 15, Sk)
21. CALL InitLMKey(k2, k4)
22. SET i1 to bytes(0, 7, Input)
23. SET i2 to bytes(8, 15, Input)
24. CALL DES\_ECB(i1, k3, &output1)
25. CALL DES\_ECB(i2, k4, &output2)
26. SET Output to concat(output1, output2)

[<107> Section 3.4.5.3.2](#Appendix_A_Target_107): Except in Windows NT 3.1, Windows encrypts using the negotiated encryption algorithm and the session key. Windows NT 3.1 encryption is described in the preceding product behavior note.

[<108> Section 3.4.5.3.2](#Appendix_A_Target_108): Except in Windows NT 3.1, Windows encrypts using the negotiated encryption algorithm and the session key. Windows NT 3.1 encryption is described in a preceding product behavior note in this section.

[<109> Section 3.4.5.3.2](#Appendix_A_Target_109): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<110> Section 3.4.5.3.4](#Appendix_A_Target_110): Except in Windows NT 3.1, Windows encrypts by using the negotiated encryption algorithm and the jsession key. For Windows NT 3.1, encrypt as described in the product behavior note in section [3.4.5.3.2](#Section_3d11001b56594eeaa8dfacdd8f478490).

[<111> Section 3.4.5.3.4](#Appendix_A_Target_111): Except in Windows NT 3.1, Windows encrypts by using the negotiated encryption algorithm and the session key. For Windows NT 3.1, encrypt as described in the product behavior note in section 3.4.5.3.2.

[<112> Section 3.4.5.3.4](#Appendix_A_Target_112): Except in Windows NT 3.1, Windows encrypts using the negotiated encryption algorithm and the session key. For Windows NT 3.1, encrypt as described in the product behavior note in section 3.4.5.3.2.

[<113> Section 3.4.5.3.4](#Appendix_A_Target_113): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<114> Section 3.4.5.3.5](#Appendix_A_Target_114): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<115> Section 3.4.5.4.1](#Appendix_A_Target_115): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<116> Section 3.4.5.4.2](#Appendix_A_Target_116): Windows clients call the NetrDatabaseSync2 method in a loop until all database records are received.

[<117> Section 3.4.5.4.2](#Appendix_A_Target_117): On receiving the STATUS\_MORE\_ENTRIES status code, Windows clients continue calling the NetrDatabaseSync2 routine in a loop until all missing database entries are received. The client terminates the loop on a computer shutdown notification.

[<118> Section 3.4.5.4.2](#Appendix_A_Target_118): Windows clients re-establish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<119> Section 3.4.5.4.4](#Appendix_A_Target_119): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<120> Section 3.4.5.5.4](#Appendix_A_Target_120): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<121> Section 3.4.5.5.6](#Appendix_A_Target_121): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<122> Section 3.4.5.6.4](#Appendix_A_Target_122): Windows clients reestablish the secure channel with the domain controller upon receiving STATUS\_ACCESS\_DENIED.

[<123> Section 3.4.6.1](#Appendix_A_Target_123): Windows uses 4096. Other implementations can use any value.

[<124> Section 3.4.7](#Appendix_A_Target_124): The new Windows registry settings for the **RequireStrongKey** and **RequireSignOrSeal** variables are loaded from the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and the **RequireStrongKey** and **RequireSignOrSeal** keys.

[<125> Section 3.5.1](#Appendix_A_Target_125): In Windows, the default **DynamicSiteNameTimeout** value is 5 minutes, and the allowed range is 0 minutes to 49 days.

[<126> Section 3.5.1](#Appendix_A_Target_126): **RejectMD5Clients** is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<127> Section 3.5.1](#Appendix_A_Target_127): The **NT4Emulator** ADM element is not implemented in Windows NT.

[<128> Section 3.5.1](#Appendix_A_Target_128): **DCRPCPort** is not supported in Windows NT Server and Windows 2000 Server.

[<129> Section 3.5.3](#Appendix_A_Target_129): The named pipe LSASS is also known by the [**alias**](#gt_d046b6e2-3f79-47e1-87d7-754566744dcd) NETLOGON. The client can use this alias to establish an RPC over named pipes connection. The Netlogon security package functionality is not implemented in Windows NT.

[<130> Section 3.5.3](#Appendix_A_Target_130): Implementations that use the Windows registry to persistently store and retrieve the **RejectMD5Clients** variable use the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and RejectMD5Clients key.

[<131> Section 3.5.3](#Appendix_A_Target_131): Implementations that use the Windows registry to persistently store and retrieve the **SignSecureChannel** variable set the following values:

* RegistryValueName: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters
* RegistryValueType: 4
* RegistryValue: SignSecureChannel

Windows registry keys and values ([MS-GPSB] section 2.2.5) are be exposed at a specified registry path via the Windows Remote Registry Protocol [[MS-RRP]](%5bMS-RRP%5d.pdf#Section_0fa3191dbb79490a81bd54c2601b7a78). For each abstract data model (ADM) element that is loaded from the registry, there is one instance that is shared between the Windows Remote Registry Protocol and the protocol(s) that use(s) the ADM element. Any changes made to the **RejectMD5Clients** registry key will not be reflected in the ADM elements until the [**Netlogon**](#gt_70771a5a-04a3-447d-981b-e03098808c32) [**server**](#gt_434b0234-e970-4e8c-bdfa-e16a30d96703) is stopped and restarted.

[<132> Section 3.5.3](#Appendix_A_Target_132): Windows NT 4.0 initializes the **StrongKeySupport** value to FALSE.

[<133> Section 3.5.3](#Appendix_A_Target_133): In Windows, **AllowSingleLabelDNSDomain** is configured using the following Windows registry path:

* Registry path: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters
* RegistryValueName: AllowSingleLabelDNSDomain
* RegistryType: DWORD
* Acceptable values: 0 = Disabled, 1 = Enabled
* Default value if not explicitly configured: 0.

[<134> Section 3.5.3](#Appendix_A_Target_134): Windows 2000, Windows XP, Windows Server 2003, Windows Vista, Windows Server 2008, Windows 7, and Windows Server 2008 R2 consider **AllowDnsSuffixSearch** to be FALSE.

[<135> Section 3.5.3](#Appendix_A_Target_135): Windows uses the HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\Netlogon\Parameters registry path and **SiteName** value.

[<136> Section 3.5.3](#Appendix_A_Target_136): In Windows, **FailedDiscoveryCachePeriod** can be configured using the following Windows registry path:

* Registry path: HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters
* RegistryValueName: NegativeCachePeriod
* RegistryType: DWORD
* AllowedRange: 0 - 604800 (7 days)
* Default value if not explicitly configured: 45 seconds

[<137> Section 3.5.3](#Appendix_A_Target_137): In Windows, the **CacheEntryValidityPeriod** value is 12 hours, unless changed by an administrator.

[<138> Section 3.5.3](#Appendix_A_Target_138): In Windows, the **CacheEntryPingValidityPeriod** value is 30 minutes, unless changed by an administrator.

[<139> Section 3.5.3](#Appendix_A_Target_139): The Windows registry settings to persistently store and retrieve the **DCRPCPort** variable are the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and **DCRPCPort** key.

[<140> Section 3.5.3](#Appendix_A_Target_140): The Windows registry settings to persistently store and retrieve the **RejectDES** variable are the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and **AllowNT4Crypto** key set to negation of the **RejectDES** variable.

[<141> Section 3.5.3](#Appendix_A_Target_141): In Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista, **RejectDES** is FALSE.

[<142> Section 3.5.3](#Appendix_A_Target_142): The Windows registry settings to persistently store and retrieve the **SiteCoverage** variable are the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and **SiteCoverage** key.

[<143> Section 3.5.4](#Appendix_A_Target_143): Gaps in the [**opnum**](#gt_e127848e-c66d-427d-b3aa-9f904fa4ada7) numbering sequence apply to Windows as follows.

| Opnum | Description |
| --- | --- |
| 47 | Windows uses this method only locally, never remotely. |

[<144> Section 3.5.4.3.1](#Appendix_A_Target_144): The **DsrGetDcNameEx2** method is not supported in Windows NT.

[<145> Section 3.5.4.3.1](#Appendix_A_Target_145): The F bit is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<146> Section 3.5.4.3.1](#Appendix_A_Target_146): The P bit is not implemented in Windows NT, Windows 2000, Windows XP, and Windows Server 2003.

[<147> Section 3.5.4.3.1](#Appendix_A_Target_147): Windows implements both the LDAP Ping ([MS-ADTS] section 6.3.3) and the Mailslot Ping ([MS-ADTS] section 6.3.5) methods and uses them to locate a DC ([MS-ADTS] section 6.3.6).

[<148> Section 3.5.4.3.1](#Appendix_A_Target_148): Windows NT does not support [**directory service**](#gt_c36db657-3138-4d9a-9289-ded5cbb8b40e) functions.

[<149> Section 3.5.4.3.1](#Appendix_A_Target_149): In all applicable Windows Server releases except Windows NT, DCs support directory service functions.

[<150> Section 3.5.4.3.1](#Appendix_A_Target_150): In all applicable Windows Server releases except Windows NT, a DC is writable when it hosts a writable copy of the directory service. These DCs are writable unless they are RODCs. A Windows NT DC is writable only if it is a PDC.

[<151> Section 3.5.4.3.1](#Appendix_A_Target_151): The T bit is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<152> Section 3.5.4.3.1](#Appendix_A_Target_152): If neither the R nor S flag is specified, Windows returns the type of name that matches the type of the *DomainName* parameter.

[<153> Section 3.5.4.3.1](#Appendix_A_Target_153): In Windows, if neither the R nor S flags are set in the *Flags* parameter, the behavior is as follows:

* If only one of the **DnsHostName** or **NetbiosComputerName** fields is set in the message, the **DomainControllerName** field is set to that value.
* Otherwise, if both the **DnsHostName** and **NetbiosComputerName** fields are set in the message:
  + If the *DomainName* parameter is equal to the **DnsDomainName** message field, the **DomainControllerName** field is set to the value of the **DnsHostName** message field.
  + If the *DomainName* parameter is equal to the **NetbiosDomainName** message field, the **DomainControllerName** field is set to the value of the **NetbiosComputerName** message field.
  + If the *DomainName* parameter is NULL:
    - If the DC responded to the LDAP message, the **DomainControllerName** field is set to the value of the **DnsHostName** message field.
    - If the DC responded to the mailslot message, the **DomainControllerName** field is set to the value of the **NetbiosComputerName** message field.

[<154> Section 3.5.4.3.1](#Appendix_A_Target_154): In Windows, if neither the R nor S flags are set in the *Flags* parameter, the behavior is as follows:

* If only one of the **DnsDomainName** or **NetbiosDomainName** fields is set in the message, the **DomainName** field is set to that value.
* Otherwise, if both the **DnsDomainName** and **NetbiosDomainName** fields are set in the message:
  + If the *DomainName* parameter of the **DsrGetDcNameEx2** call is equal to the **DnsDomainName** message field, the **DomainName** field is set to the value of the **DnsDomainName** message field.
  + If the *DomainName* parameter of the **DsrGetDcNameEx2** call is equal to the **NetbiosDomainName** message field, the **DomainName** field is set to the value of the **NetbiosDomainName** message field.
  + If the *DomainName* parameter of the **DsrGetDcNameEx2** call is NULL:
    - If the DC responded to the LDAP message, the **DomainName** field is set to the value of the **DnsDomainName** message field.
    - If the DC responded to the mailslot message, the **DomainName** field is set to the value of the **NetbiosDomainName** message field.

[<155> Section 3.5.4.3.2](#Appendix_A_Target_155): DsrGetDcNameEx is not supported in Windows NT.

[<156> Section 3.5.4.3.3](#Appendix_A_Target_156): DsrGetDcName is not supported in Windows NT.

[<157> Section 3.5.4.3.4](#Appendix_A_Target_157): NetrGetDCName is supported in Windows NT Server 3.1. It is superseded by the [DsrGetDcNameEx2](#Section_fb8e1146a0454c3198d1c68507ad5620) method (section 3.5.4.3.1) in Windows 2000.

[<158> Section 3.5.4.3.4](#Appendix_A_Target_158): Windows implements both the LDAP ping-based method ([MS-ADTS] section 6.3.3) and the mailslot message-based method ([MS-ADTS] section 6.3.5), and uses those two methods to locate a DC ([MS-ADTS] section 6.3.6).

[<159> Section 3.5.4.3.5](#Appendix_A_Target_159): NetrGetAnyDCName is supported in Windows NT Server 3.1 through Windows NT 4.0. It is superseded by the DsrGetDcNameEx2 method (section 3.5.4.3.1) in Windows 2000.

[<160> Section 3.5.4.3.5](#Appendix_A_Target_160): Windows implements both the LDAP ping-based method ([MS-ADTS] section 6.3.3) and the mailslot ping method ([MS-ADTS] section 6.3.5), and uses those two methods to locate a DC ([MS-ADTS] section 6.3.6).

[<161> Section 3.5.4.3.6](#Appendix_A_Target_161): DsrGetSiteName is not supported in Windows NT.

[<162> Section 3.5.4.3.6](#Appendix_A_Target_162): Windows implements both the LDAP Ping method ([MS-ADTS] section 6.3.3) and the Mailslot Ping method ([MS-ADTS] section 6.3.5), and uses those two methods to locate a DC ([MS-ADTS] section 6.3.6).

[<163> Section 3.5.4.3.7](#Appendix_A_Target_163): [DsrGetDcSiteCoverageW](#Section_6d26f254b1254f0f84411ca66cc93b2f) is not supported in Windows NT.

[<164> Section 3.5.4.3.8](#Appendix_A_Target_164): DsrAddressToSiteNamesW is not supported in Windows NT.

[<165> Section 3.5.4.3.9](#Appendix_A_Target_165): [DsrAddressToSiteNamesExW](#Section_95c432063a184af3928d02d2e0c3d6c1) is not supported in Windows NT.

[<166> Section 3.5.4.3.10](#Appendix_A_Target_166): DsrDeregisterDnsHostRecords is not supported in Windows NT.

[<167> Section 3.5.4.3.11](#Appendix_A_Target_167): DsrUpdateReadOnlyServerDnsRecords is not implemented in Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista.

[<168> Section 3.5.4.3.11](#Appendix_A_Target_168): The normal (writable) DC cannot be a Windows 2000 Server or a Windows Server 2003 DC.

[<169> Section 3.5.4.4.1](#Appendix_A_Target_169): NetrServerReqChallenge is not implemented in Windows NT 3.1.

[<170> Section 3.5.4.4.2](#Appendix_A_Target_170): NetrServerAuthenticate3 is not supported in Windows NT.

[<171> Section 3.5.4.4.2](#Appendix_A_Target_171): In Windows, all machine account names are the name of the machine with a "$" (dollar sign) appended.

[<172> Section 3.5.4.4.2](#Appendix_A_Target_172): Except in Windows NT 4.0, if the value is 5 (UasServerSecureChannel), the server always returns an access-denied error because this functionality is no longer supported. Windows NT 4.0 has configuration parameter options allowing UAS compatibility mode, and if this mode is enabled, the error is not returned and further processing occurs. Otherwise, it returns an access-denied error.

[<173> Section 3.5.4.4.3](#Appendix_A_Target_173): NetrServerAuthenticate2 is used in Windows NT 3.5 and Windows NT 4.0. It is superseded by the NetrServerAuthenticate3 method (section 3.5.4.4.2).

[<174> Section 3.5.4.4.4](#Appendix_A_Target_174): NetrServerAuthenticate is used only in Windows NT Server 3.1. In Windows NT Server 3.5 operating system, it is superseded by the NetrServerAuthenticate2 method (section 3.5.4.4.3).

[<175> Section 3.5.4.4.5](#Appendix_A_Target_175): NetrServerPasswordSet2 is not supported in Windows NT.

[<176> Section 3.5.4.4.5](#Appendix_A_Target_176): By default, the period is 30 days in Windows.

[<177> Section 3.5.4.4.5](#Appendix_A_Target_177): In Windows, all machine account names are the name of the machine with a "$" (dollar sign) appended.

[<178> Section 3.5.4.4.6](#Appendix_A_Target_178): NetrServerPasswordSet is not implemented in Windows NT 3.1.

[<179> Section 3.5.4.4.6](#Appendix_A_Target_179): In Windows, all machine account names are the name of the machine with a "$" (dollar sign) appended.

[<180> Section 3.5.4.4.7](#Appendix_A_Target_180): NetrServerPasswordGet is not supported in Windows NT.

[<181> Section 3.5.4.4.7](#Appendix_A_Target_181): In Windows, all machine account names are the name of the machine with a "$" (dollar sign) appended.

[<182> Section 3.5.4.4.8](#Appendix_A_Target_182): [NetrServerTrustPasswordsGet](#Section_84b0d22a9b2c44328ae04a72eda28ea4) is not supported in Windows NT and Windows 2000 prior to Windows 2000 Server operating system Service Pack 4 (SP4).

[<183> Section 3.5.4.4.8](#Appendix_A_Target_183): In Windows, all machine account names are the name of the machine with a "$" (dollar sign) appended.

[<184> Section 3.5.4.4.9](#Appendix_A_Target_184): NetrLogonGetDomainInfo is not supported in Windows NT.

[<185> Section 3.5.4.4.9](#Appendix_A_Target_185): Verifying that the *WkstaBuffer* parameter is not NULL is not supported in Windows NT, Windows 2000, Windows Server 2003, and Windows Server 2008.

[<186> Section 3.5.4.4.9](#Appendix_A_Target_186): Windows uses 4096. Other implementations can use any value.

[<187> Section 3.5.4.4.9](#Appendix_A_Target_187): In Windows, NETLOGON\_ONE\_DOMAIN\_INFO.TrustExtension MaximumLength and Length are set to the size 0x10, and Buffer points to a buffer containing the following fields of a DS\_DOMAIN\_TRUSTSW structure: Flags, ParentIndex, TrustType, TrustAttributes.

[<188> Section 3.5.4.4.9](#Appendix_A_Target_188): If the *wProductType* is VER\_NT\_WORKSTATION, then the string is "Windows Workstation", otherwise the string is "Windows Server".

[<189> Section 3.5.4.4.9](#Appendix_A_Target_189): If both WkstaBuffer.*WorkstationInfo*.*OsVersion* and WkstaBuffer.*WorkstationInfo*.*OsName* are unspecified, Windows 2000, Windows XP, and Windows Server 2003 use the generic string "Windows 2000" to update the **operatingSystem** attribute. If only WkstaBuffer.*WorkstationInfo*.*OsName* is unspecified, Windows 2000, Windows XP, and Windows Server 2003 use the generic string "Windows 2000 Professional" when WkstaBuffer.*WorkstationInfo*.*OsVersion*.*wProductType* is VER\_NT\_WORKSTATION, and otherwise use the string "Windows 2000 Server" to update the **operatingSystem** attribute.

[<190> Section 3.5.4.4.10](#Appendix_A_Target_190): NetrLogonGetCapabilities is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

In Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008, RPC opnum 21 is associated with the following RPC method, which does not perform any protocol-relevant function:

1. NTSTATUS NetrLogonDummyRoutine1(
2. [in, string] LOGONSRV\_HANDLE ServerName,
3. [in, string, unique] wchar\_t\* ComputerName,
4. [in] PNETLOGON\_AUTHENTICATOR Authenticator,
5. [in, out] PNETLOGON\_AUTHENTICATOR ReturnAuthenticator,
6. [in] DWORD QueryLevel,
7. [out, switch\_is(QueryLevel)] PNETLOGON\_DUMMY1 Buffer
8. );

The return type and parameters for NetrLogonDummyRoutine1 take on the same data representation as those for NetrLogonGetCapabilities.

[<191> Section 3.5.4.4.10](#Appendix_A_Target_191): The *ServerCapabilities* parameter is not supported by Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, or Windows Server 2008. These operating systems supported a dummy buffer type:

[out, switch\_is(QueryLevel)] PNETLOGON\_DUMMY1 Buffer

**Buffer**: A pointer to a byte buffer.

[<192> Section 3.5.4.4.10](#Appendix_A_Target_192): Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008 do no processing for this call, and always return 0xC0000002 (STATUS\_NOT\_IMPLEMENTED).

[<193> Section 3.5.4.4.11](#Appendix_A_Target_193): NetrChainSetClientAttributes is not supported by Windows NT, Windows 2000, Windows XP, Windows Server 2003, and Windows Vista. The normal (writable) DC cannot be a Windows 2000 Server or a Windows Server 2003 DC.

[<194> Section 3.5.4.4.11](#Appendix_A_Target_194): STATUS\_ACCESS\_DENIED is returned if the read-only domain controller, *ChainedFromServerName*, does not have permission to replicate the secrets for the client's computer account identified by *ChainedForClientName*.

[<195> Section 3.5.4.5.1](#Appendix_A_Target_195): NetrLogonSamLogonEx is not supported in Windows NT.

[<196> Section 3.5.4.5.1](#Appendix_A_Target_196): Windows uses the value 0x01 as the representation of TRUE and 0x00 for FALSE.

[<197> Section 3.5.4.5.1](#Appendix_A_Target_197): Bits C and D are not implemented in Windows NT, Windows 2000, and Windows Server 2003.

[<198> Section 3.5.4.5.1](#Appendix_A_Target_198): Except in Windows NT 3.1, Windows decrypts by using the negotiated [**decryption**](#gt_8bf79983-1325-42db-8e2c-520c8ab2ae74) algorithm and the session key. For Windows NT 3.1, decrypt as follows.

1. InitLMKey(KeyIn, KeyOut)
2. KeyOut[0] = KeyIn[0] >> 0x01;
3. KeyOut[1] = ((KeyIn[0]&0x01)<<6) | (KeyIn[1]>>2);
4. KeyOut[2] = ((KeyIn[1]&0x03)<<5) | (KeyIn[2]>>3);
5. KeyOut[3] = ((KeyIn[2]&0x07)<<4) | (KeyIn[3]>>4);
6. KeyOut[4] = ((KeyIn[3]&0x0F)<<3) | (KeyIn[4]>>5);
7. KeyOut[5] = ((KeyIn[4]&0x1F)<<2) | (KeyIn[5]>>6);
8. KeyOut[6] = ((KeyIn[5]&0x3F)<<1) | (KeyIn[6]>>7);
9. KeyOut[7] = KeyIn[6] & 0x7F;
10. ((DWORD\*)KeyOut)[0] <<= 1;
11. ((DWORD\*)KeyOut)[1] <<= 1;
12. ((DWORD\*)KeyOut)[0] &= 0xfefefefe;
13. ((DWORD\*)KeyOut)[1] &= 0xfefefefe;
14. Assume bytes(s, e, l) returns bytes from s to e of the byte
15. array l. Assume concat(a1, a2) returns byte array containing
16. the bytes of array a1 followed by the bytes from byte array a2.
17. LMDESECB(Input, Sk, Output)
18. SET k1 to bytes(0, 7, Sk)
19. CALL InitLMKey(k1, k3)
20. SET k2 to bytes(8, 15, Sk)
21. CALL InitLMKey(k2, k4)
22. SET i1 to bytes(0, 7, Input)
23. SET i2 to bytes(8, 15, Input)
24. CALL DES\_ECB(i1, k3, &output1)
25. CALL DES\_ECB(i2, k4, &output2)
26. SET Output to concat(output1, output2)

[<199> Section 3.5.4.5.1](#Appendix_A_Target_199): Except in Windows NT 3.1, Windows decrypts by using the negotiated decryption algorithm and the session key. For Windows NT 3.1, decrypt as described in the product behavior note earlier in the section.

[<200> Section 3.5.4.5.1](#Appendix_A_Target_200): Except in Windows NT 3.1, Windows decrypts by using the negotiated decryption algorithm and the session key. For Windows NT 3.1, decrypt as described in the product behavior note earlier in the section.

[<201> Section 3.5.4.5.1](#Appendix_A_Target_201): Except in Windows NT and Windows 2000, Windows supports verifying whether a correct combination of *LogonLevel* and *ValidationLevel* is supplied. The data is opaque to Netlogon and is passed unexamined to the package specified by the **PackageName** field of the [NETLOGON\_GENERIC\_INFO](#Section_fe2775d4a3e24971a2558eef8dd27a27) structure. For more information, see section 3.2.4.1.

[<202> Section 3.5.4.5.1](#Appendix_A_Target_202): Windows NT and Windows 2000 do not verify whether a correct combination of *LogonLevel* and *ValidationLevel* is supplied.

[<203> Section 3.5.4.5.2](#Appendix_A_Target_203): [NetrLogonSamLogonWithFlags](#Section_d17f1077de4b4fcd886739068cb789f5) is not supported in Windows NT and Windows 2000 prior to Windows 2000 Server SP4.

[<204> Section 3.5.4.5.2](#Appendix_A_Target_204): Windows uses the value of 0x01 as the representation of TRUE and 0x00 for FALSE.

[<205> Section 3.5.4.5.2](#Appendix_A_Target_205): Bits C and D are not supported in Windows NT, Windows 2000, Windows XP, and Windows Server 2003.

[<206> Section 3.5.4.5.3](#Appendix_A_Target_206): NetrLogonSamLogon is only used in Windows NT 4.0. It is superseded by the NetrLogonSamLogonWithFlags method (section 3.5.4.5.2).

[<207> Section 3.5.4.5.4](#Appendix_A_Target_207): NetrLogonSamLogoff is not available in Windows NT 3.1.

[<208> Section 3.5.4.5.4](#Appendix_A_Target_208): Windows NT servers support logoff updates.

[<209> Section 3.5.4.6.1](#Appendix_A_Target_209): NetrDatabaseDeltas is not available in Windows NT 3.1.

[<210> Section 3.5.4.6.1](#Appendix_A_Target_210): All applicable Windows Server releases stop including elements in the returned *DeltaArray* after the size of the returned data equals or exceeds the value of the *PreferredMaximumLength* parameter.

[<211> Section 3.5.4.6.1](#Appendix_A_Target_211): Windows limits the number of records to approximately 1,000 records per call.

[<212> Section 3.5.4.6.1](#Appendix_A_Target_212): The server maintains and updates a state that indicates the client progress in the synchronization protocol, as described in section [3.6](#Section_f28f9dc8eeb241129eeca466f639c761).

[<213> Section 3.5.4.6.2](#Appendix_A_Target_213): NetrDatabaseSync2 is not available in Windows NT 3.1, Windows NT Server 3.1, Windows NT 3.5, Windows 7, or Windows Server 2008 R2.

[<214> Section 3.5.4.6.2](#Appendix_A_Target_214): Windows stops including elements in the returned *DeltaArray* once the size of the returned data equals or exceeds the value of the *PreferredMaximumLength* parameter.

[<215> Section 3.5.4.6.2](#Appendix_A_Target_215): Windows limits the number of records to approximately 1,000 records per call.

[<216> Section 3.5.4.6.3](#Appendix_A_Target_216): The NetrDatabaseSync method was used in Windows NT prior to Windows NT 4.0. It is superseded by the [NetrDatabaseSync2](#Section_31fc80bd4f4d4512a792e488bb78f6a0) method.

[<217> Section 3.5.4.6.4](#Appendix_A_Target_217): NetrDatabaseRedo is not available in Windows NT 3.1, Windows NT Server 3.1, Windows NT 3.5, Windows 7, or Windows Server 2008 R2.

[<218> Section 3.5.4.7.1](#Appendix_A_Target_218): [DsrEnumerateDomainTrusts](#Section_f98236242b34415cbdca9f9a6d97016b) is not supported in Windows NT.

[<219> Section 3.5.4.7.2](#Appendix_A_Target_219): NetrEnumerateTrustedDomainsEx is not supported in Windows NT.

[<220> Section 3.5.4.7.3](#Appendix_A_Target_220): NetrEnumerateTrustedDomains is not available in Windows NT prior to Windows NT 4.0.

[<221> Section 3.5.4.7.4](#Appendix_A_Target_221): NetrGetForestTrustInformation is not supported in Windows NT and Windows 2000 Server prior to Windows 2000 Server SP4.

[<222> Section 3.5.4.7.5](#Appendix_A_Target_222): DsrGetForestTrustInformation is not supported in Windows NT and Windows 2000 prior to Windows 2000 Server SP4.

[<223> Section 3.5.4.7.6](#Appendix_A_Target_223): NetrServerGetTrustInfo is not supported in Windows NT and Windows 2000 prior to Windows 2000 Server SP4.

[<224> Section 3.5.4.8.1](#Appendix_A_Target_224): NetrLogonGetTrustRid is not supported in Windows NT.

[<225> Section 3.5.4.8.1](#Appendix_A_Target_225): Windows NT, Windows 2000, Windows XP, and Windows Server 2003 allow the call to succeed. Other Windows releases return ERROR\_ACCESS\_DENIED if not local.

[<226> Section 3.5.4.8.2](#Appendix_A_Target_226): NetrLogonComputeServerDigest is not implemented in Windows NT.

[<227> Section 3.5.4.8.2](#Appendix_A_Target_227): When the previous password is not present, Windows Server 2012, Windows Server 2012 R2, Windows Server 2016, and Windows Server operating system use an uninitialized value to compute the *OldMessageDigest* parameter.

[<228> Section 3.5.4.8.3](#Appendix_A_Target_228): NetrLogonComputeClientDigest is not implemented in Windows NT.

[<229> Section 3.5.4.8.4](#Appendix_A_Target_229): NetrLogonSendToSam is not supported in Windows NT.

[<230> Section 3.5.4.8.5](#Appendix_A_Target_230): NetrLogonSetServiceBits is not supported in Windows NT.

[<231> Section 3.5.4.8.5](#Appendix_A_Target_231): The C flag is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<232> Section 3.5.4.8.5](#Appendix_A_Target_232): The C flag is not supported in Windows NT, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008.

[<233> Section 3.5.4.8.5](#Appendix_A_Target_233): Windows NT, Windows 2000, Windows XP, and Windows Server 2003 allow the call to succeed. Other Windows releases return ERROR\_ACCESS\_DENIED if not local.

[<234> Section 3.5.4.8.6](#Appendix_A_Target_234): NetrLogonGetTimeServiceParentDomain is not supported in Windows NT.

[<235> Section 3.5.4.8.6](#Appendix_A_Target_235): The Netlogon client ignores this value if *ServerName* is not a domain controller.

[<236> Section 3.5.4.8.6](#Appendix_A_Target_236): Windows NT, Windows 2000, Windows XP, and Windows Server 2003 allow the call to succeed.

[<237> Section 3.5.4.9.1](#Appendix_A_Target_237): NetrLogonControl2Ex executes Windows-specific admininstrative actions and is not available in Windows NT prior to Windows NT 4.0.

[<238> Section 3.5.4.9.1](#Appendix_A_Target_238): The following restrictions apply to the values of the *FunctionCode* parameter. The error ERROR\_NOT\_SUPPORTED is returned if one of these values is used.

The following values are not supported on Windows NT 4.0:

* NETLOGON\_CONTROL\_CHANGE\_PASSWORD (0x00000009)
* NETLOGON\_CONTROL\_TC\_VERIFY (0x0000000A)
* NETLOGON\_CONTROL\_FORCE\_DNS\_REG (0x0000000B)
* NETLOGON\_CONTROL\_QUERY\_DNS\_REG (0x0000000C)
* NETLOGON\_CONTROL\_BACKUP\_CHANGE\_LOG (0x0000FFFC)
* NETLOGON\_CONTROL\_TRUNCATE\_LOG (0x0000FFFD)
* NETLOGON\_CONTROL\_SET\_DBFLAG (0x0000FFFE)
* NETLOGON\_CONTROL\_BREAKPOINT (0x0000FFFF)

The following values are not supported on Windows 2000 Server:

* NETLOGON\_CONTROL\_TC\_VERIFY (0x0000000A)
* NETLOGON\_CONTROL\_FORCE\_DNS\_REG (0x0000000B)
* NETLOGON\_CONTROL\_QUERY\_DNS\_REG (0x0000000C)

The following values are not supported on Windows 7 and Windows Server 2008 R2:

* NETLOGON\_CONTROL\_REPLICATE (0x00000002)
* NETLOGON\_CONTROL\_SYNCHRONIZE (0x00000003)
* NETLOGON\_CONTROL\_PDC\_REPLICATE (0x00000004)
* NETLOGON\_CONTROL\_BACKUP\_CHANGE\_LOG (0x0000FFFC)

No restrictions apply in Windows Server 2003, Windows Vista, and Windows Server 2008.

[<239> Section 3.5.4.9.1](#Appendix_A_Target_239): NETLOGON\_CONTROL\_REPLICATE is supported on servers that are Windows NT 4.0 BDCs; otherwise, the ERROR\_NOT\_SUPPORTED error is returned from a server that is not a Windows NT 4.0 BDC.

[<240> Section 3.5.4.9.1](#Appendix_A_Target_240): NETLOGON\_CONTROL\_SYNCHRONIZE is supported on Windows NT 4.0 BDCs; otherwise, the ERROR\_NOT\_SUPPORTED error is returned from a server that is not a Windows NT 4.0 BDC.

[<241> Section 3.5.4.9.1](#Appendix_A_Target_241): On a Windows NT, Windows 2000, or Windows XP DC, ERROR\_NOT\_SUPPORTED is returned. The server implementation decides how the [**DNS**](#gt_604dcfcd-72f5-46e5-85c1-f3ce69956700) update status is recorded.

[<242> Section 3.5.4.9.1](#Appendix_A_Target_242): In Windows, the server copies to a backup file the contents of a file that contains a cache of database changes.

[<243> Section 3.5.4.9.1](#Appendix_A_Target_243): In Windows, the server truncates the contents of a debug file that contains debugging information about the Netlogon service operations.

[<244> Section 3.5.4.9.1](#Appendix_A_Target_244): In Windows, the server sets the level of verbosity of output into the debug file that contains debugging information about the Netlogon service operations. The level of verbosity to set is specified in the **DebugFlag** field of the *Data* parameter.

[<245> Section 3.5.4.9.1](#Appendix_A_Target_245): In Windows, if the [NetrLogonControl2Ex](#Section_df7e5dd1ebcc47549da02e0bded82d29) method is called with the function code NETLOGON\_CONTROL\_BREAKPOINT and the operating system is not a [**checked build**](#gt_cd33ef8c-8d58-43b6-9273-fa308fc1caf1), the method returns ERROR\_NOT\_SUPPORTED.

[<246> Section 3.5.4.9.1](#Appendix_A_Target_246): In Windows, the server breaks into the debugger if it is attached to the computer that supports debugging.

[<247> Section 3.5.4.9.1](#Appendix_A_Target_247): The NETLOGON\_INFO\_4 structure is not supported in Windows NT.

[<248> Section 3.5.4.9.1](#Appendix_A_Target_248): Windows NT 4.0 BDCs force an immediate partial synchronization of all databases.

[<249> Section 3.5.4.9.1](#Appendix_A_Target_249): Windows NT 4.0 BDCs force an immediate full synchronization of all databases.

[<250> Section 3.5.4.9.1](#Appendix_A_Target_250): Windows NT 4.0 PDCs immediately send announcement messages to request each BDC to replicate the database.

[<251> Section 3.5.4.9.1](#Appendix_A_Target_251): Windows NT and Windows 2000 DCs return ERROR\_NOT\_SUPPORTED.

[<252> Section 3.5.4.9.1](#Appendix_A_Target_252): Windows NT and Windows 2000 DCs return ERROR\_NOT\_SUPPORTED.

[<253> Section 3.5.4.9.2](#Appendix_A_Target_253): NetrLogonControl2 is not supported in Windows NT 3.1.

[<254> Section 3.5.4.9.3](#Appendix_A_Target_254): NetrLogonControl is not available in Windows NT 3.1.

[<255> Section 3.5.4.9.3](#Appendix_A_Target_255): The *FunctionCode* parameter is restricted to the following values. If any other value is used, the error code ERROR\_NOT\_SUPPORTED is returned.

Windows NT 4.0:

* NETLOGON\_CONTROL\_QUERY (0x00000001)
* NETLOGON\_CONTROL\_REPLICATE (0x00000002)
* NETLOGON\_CONTROL\_SYNCHRONIZE (0x00000003)
* NETLOGON\_CONTROL\_PDC\_REPLICATE (0x00000004)

Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008:

* NETLOGON\_CONTROL\_QUERY (0x00000001)
* NETLOGON\_CONTROL\_REPLICATE (0x00000002)
* NETLOGON\_CONTROL\_SYNCHRONIZE (0x00000003)
* NETLOGON\_CONTROL\_PDC\_REPLICATE (0x00000004)
* NETLOGON\_CONTROL\_BACKUP\_CHANGE\_LOG (0x0000FFFC)
* NETLOGON\_CONTROL\_TRUNCATE\_LOG (0x0000FFFD)
* NETLOGON\_CONTROL\_BREAKPOINT (0x0000FFFF)

For all windows releases except Windows NT 4.0, Windows 2000, Windows XP, Windows Server 2003, Windows Vista, and Windows Server 2008:

* NETLOGON\_CONTROL\_QUERY (0x00000001)
* NETLOGON\_CONTROL\_TRUNCATE\_LOG (0x0000FFFD)
* NETLOGON\_CONTROL\_BREAKPOINT (0x0000FFFF)

[<256> Section 3.5.4.10](#Appendix_A_Target_256): The Netlogon client implementations in Windows ignore these methods. The Netlogon server returns STATUS\_NOT\_IMPLEMENTED.

[<257> Section 3.5.6](#Appendix_A_Target_257): The new **SignSecureChannel** value is loaded into the Windows registry from the HKEY\_LOCAL\_MACHINE\SOFTWARE\Policies\Microsoft\Netlogon\Parameters registry path and SignSecureChannel key.

[<258> Section 3.6](#Appendix_A_Target_258): Netlogon replication requires the PDC to run Windows NT Server 4.0, Windows 2000 Server, or Windows Server 2003, while BDCs run Windows NT Server 4.0. Windows Server 2008 does not support replication to Windows NT 4.0 BDCs.

[<259> Section 3.6.4.1](#Appendix_A_Target_259): To indicate such a local condition, the PDC returns a value of 0xC0000134 as the return value of the NetrDatabaseDeltas call. For example, the PDC maintains a partial database state cached in memory that the PDC can use for processing partial synchronization requests. If the cached information is not available (for example, if the cache gets flushed), the PDC returns the error code 0xC0000134.

[<260> Section 3.6.5.1](#Appendix_A_Target_260): A separate timer is used on the PDC to time out announcements sent to the BDCs. A BDC is deemed as processing the announcement request until it finishes the processing by completing a synchronization request as described in the following sections. During that time, no additional announcements are sent to the BDC. If a BDC doesn't respond with a synchronization request within the time-out period as set by the timer, the announcement is deemed as timed out.

[<261> Section 3.6.6](#Appendix_A_Target_261): In all of the message processing scenarios described in section [3.6.4](#Section_f310867bca064d37addff7dcd9f97ad7), Netlogon performs a [**full database synchronization**](#gt_40bb6bec-5505-4967-b4ad-371f47cd70c9).

# Change Tracking

This section identifies changes that were made to this document since the last release. Changes are classified as Major, Minor, or None.

The revision class **Major** means that the technical content in the document was significantly revised. Major changes affect protocol interoperability or implementation. Examples of major changes are:

* A document revision that incorporates changes to interoperability requirements.
* A document revision that captures changes to protocol functionality.

The revision class **Minor** means that the meaning of the technical content was clarified. Minor changes do not affect protocol interoperability or implementation. Examples of minor changes are updates to clarify ambiguity at the sentence, paragraph, or table level.

The revision class **None** means that no new technical changes were introduced. Minor editorial and formatting changes may have been made, but the relevant technical content is identical to the last released version.

The changes made to this document are listed in the following table. For more information, please contact [dochelp@microsoft.com](mailto:dochelp@microsoft.com).

| Section | Description | Revision class |
| --- | --- | --- |
| [7](#Section_0c858a52732a43ec85dde44b357c1898) Appendix B: Product Behavior | Added Windows Server to the list of applicable products and product behavior notes. | Major |
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